ETS| TS 123 203 V16.3.0 (2022-01)

& =>

TECHNICAL SPECIFICATION

Digital cellular telecommunications system (Phase 2+) (GSM);
Universal Mobile Telecommunications System (UMTS);
LTE;

Policy and charging control architecture
(3GPP TS 23.203 version 16.3.0 Release 16)

H056

A GLOBAL INITIATIVE



3GPP TS 23.203 version 16.3.0 Release 16 1 ETSI TS 123 203 V16.3.0 (2022-01)

Reference
RTS/TSGS-0223203vg30

Keywords
GSM,LTE,UMTS

ETSI

650 Route des Lucioles
F-06921 Sophia Antipolis Cedex - FRANCE

Tel.: +334 9294 42 00 Fax: +33 4 93 65 47 16

Siret N° 348 623 562 00017 - APE 7112B
Association & but non lucratif enregistrée a la
Sous-Préfecture de Grasse (06) N° w061004871

Important notice

The present document can be downloaded from:
http://www.etsi.org/standards-search

The present document may be made available in electronic versions and/or in print. The content of any electronic and/or
print versions of the present document shall not be modified without the prior written authorization of ETSI. In case of any
existing or perceived difference in contents between such versions and/or in print, the prevailing version of an ETSI
deliverable is the one made publicly available in PDF format at www.etsi.org/deliver.

Users of the present document should be aware that the document may be subject to revision or change of status.
Information on the current status of this and other ETSI documents is available at
https://portal.etsi.org/TB/ETSIDeliverableStatus.aspx

If you find errors in the present document, please send your comment to one of the following services:
https://portal.etsi.org/People/CommiteeSupportStaff.aspx

Notice of disclaimer & limitation of liability

The information provided in the present deliverable is directed solely to professionals who have the appropriate degree of
experience to understand and interpret its content in accordance with generally accepted engineering or
other professional standard and applicable regulations.
No recommendation as to products and services or vendors is made or should be implied.

No representation or warranty is made that this deliverable is technically accurate or sufficient or conforms to any law
and/or governmental rule and/or regulation and further, no representation or warranty is made of merchantability or fithess
for any particular purpose or against infringement of intellectual property rights.

In no event shall ETSI be held liable for loss of profits or any other incidental or consequential damages.

Any software contained in this deliverable is provided "AS IS" with no warranties, express or implied, including but not
limited to, the warranties of merchantability, fithess for a particular purpose and non-infringement of intellectual property
rights and ETSI shall not be held liable in any event for any damages whatsoever (including, without limitation, damages

for loss of profits, business interruption, loss of information, or any other pecuniary loss) arising out of or related to the use
of or inability to use the software.

Copyright Notification

No part may be reproduced or utilized in any form or by any means, electronic or mechanical, including photocopying and
microfilm except as authorized by written permission of ETSI.
The content of the PDF version shall not be modified without the written authorization of ETSI.
The copyright and the foregoing restriction extend to reproduction in all media.

© ETSI 2022.
All rights reserved.

ETSI


http://www.etsi.org/standards-search
http://www.etsi.org/deliver
https://portal.etsi.org/TB/ETSIDeliverableStatus.aspx
https://portal.etsi.org/People/CommiteeSupportStaff.aspx

3GPP TS 23.203 version 16.3.0 Release 16 2 ETSI TS 123 203 V16.3.0 (2022-01)

Intellectual Property Rights

Essential patents

IPRs essential or potentially essential to normative deliverables may have been declared to ETSI. The declarations
pertaining to these essential IPRs, if any, are publicly available for ETSI members and non-members, and can be
found in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to
ETS in respect of ETS standards’, which is available from the ETS| Secretariat. Latest updates are available on the
ETSI Web server (https:/ipr.etsi.org/).

Pursuant to the ETSI Directivesincluding the ETSI IPR Policy, no investigation regarding the essentiality of IPRS,
including I PR searches, has been carried out by ETSI. No guarantee can be given as to the existence of other IPRs not
referenced in ETSI SR 000 314 (or the updates on the ETS| Web server) which are, or may be, or may become,
essential to the present document.

Trademarks

The present document may include trademarks and/or tradenames which are asserted and/or registered by their owners.
ETSI claims no ownership of these except for any which are indicated as being the property of ETSI, and conveys no
right to use or reproduce any trademark and/or tradename. Mention of those trademarks in the present document does
not constitute an endorsement by ETSI of products, services or organizations associated with those trademarks.

DECT™, PLUGTESTS™, UMTS™ and the ETSI logo are trademarks of ETSI registered for the benefit of its
Members. 3GPP™ and LTE™ are trademarks of ETSI registered for the benefit of its Members and of the 3GPP
Organizational Partners. oneM 2M ™ logo is atrademark of ETSI registered for the benefit of its Members and of the
oneM2M Partners. GSM ® and the GSM logo are trademarks registered and owned by the GSM Association.

Legal Notice

This Technical Specification (TS) has been produced by ETSI 3rd Generation Partnership Project (3GPP).

The present document may refer to technical specifications or reports using their 3GPP identities. These shall be
interpreted as being references to the corresponding ETSI deliverables.

The cross reference between 3GPP and ETSI identities can be found under http://webapp.etsi.org/key/queryform.asp.

Modal verbs terminology

In the present document "shall", "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and
"cannot" areto beinterpreted as described in clause 3.2 of the ETS| Drafting Rules (Verba forms for the expression of
provisions).

"must” and "must not" are NOT allowed in ETSI deliverables except when used in direct citation.

ETSI


https://ipr.etsi.org/
http://webapp.etsi.org/key/queryform.asp
https://portal.etsi.org/Services/editHelp!/Howtostart/ETSIDraftingRules.aspx

3GPP TS 23.203 version 16.3.0 Release 16 3 ETSI TS 123 203 V16.3.0 (2022-01)

Contents

INtellectual Property RIGNES.... ..ot b e e e en e ns 2
LB INOLICE ... bbbt et h bt b b nE e b e b e e et bt e bt Rt e s e e e e e e eb e n e e ns 2
MoOdal VErDS TEMINOIOQY ... .ccteieeiicieee ettt st e e s te s ae e aesbeeaeesbesreentesaeeasessesneensesreeneensessens 2
0= 11V o PSPPSR 13
100 0 Tox A o] o SRS 13
1 o010 R 14
2 REFEIBINCES ...ttt b e bbb bt e e et R e e bt e b e bt st e s b et et et e e s e nr e b ee 14
3 Definitions, symbols and abbreViationS ...........ccoeeciiieierereesese et 16
31 D= T 0T (0] 1SR 16
3.2 F Y o] 1= V7= 0] S 19
4 High 1eVEl FEQUITEMENTS ...ttt ettt b et e e 20
4.1 GENEIAl FEOUITEITIENES ...ttt sttt sttt b e et b e et b e s e st b e s e e bt b e s e e h e e b e se e bt e b e s e e st eb e s e et eb e s b e e ebe b e e e 20
4.2 Charging relaled FEQUITEIMENLS .........c.eieeieeieeseereeee et e st e se e te e e e tesseesseesaeesseesseeseeneesseesseaseenseensesseesneessensses 21
421 (CT= 0T o SO PPSPPSN 21
422 (@172 0 1070 [0 0107 (= 21
4.2.2a Charging FEQUITEIMENES. ... .eieiieeeetieteeeeeseesee st e steeteeteesaesseesteesse e seesseaneesseesseasseensensseasaessenssensseensennsennes 22
4.2.3 Examples of Service Data FIOW Charging.........cccueiieieeieiie et ee et te e te e 23
4.3 POLICY CONEIOl FEOUITEMENES. ......cueitieeeisteeet ettt b bbb bbbt b e st b s e bt e e bt b nnens 23
431 (€71 PR 23
4.3.2 GALING CONIOL ...ttt sttt b et b bttt e et b e e et bt s b e e eb e se et e bt sb et ebesb e e eb e sb e e ebesbe e ebesreneenens 23
433 (@015 o0 01 | SO R 24
4331 QoS control at service dataflOW IEVEL...........oo e 24
4332 QoS control at IP-CAN DEArer I&VEl .......oooieeeeeee e 24
4333 (010153 o g1 1 1Tt = =1 o | 1 o S O U 24
4334 QOS CONIOl @ APN TEVEL ...ttt te et s neesneesreennees 24
434 SUBSCIIDEr SPENAING LIMUTS....c.eiiiiiiccieseee et e e s aeesae et e e s e sreesre e reenseeneeneeenes 25
4.4 Usage MONITOTNG COMLIOL.........eeiiieeceeseeste e eteste s ee st e e s e e e sreesteeteenteesaessaesseesteenteensesneesneesseesseanseensenns 25
45 Application DeteCtion @nd CONLIOL..........ccueiieieiie e see s este et e ete e e e e teeeesreesaeesseeseenseesseeneesseessens 25
4.6 RAN user plane congestion detection, reporting and Mitigation............cocveeveceereeneere e 27
4.7 Support for service Capability EXPOSUIE ........cuiiiiirieieie ettt b e et b e et b e 27
4.8 Traffic SLEEIMTNG CONLIOL ... ..ottt b e bbbt b e e b et et b s b et eb e s b e seebeebenneneas 27
4.9 Management of Packet Flow Descriptionsin the PCEF/TDF using the PFDF ..o 27
5 Architecture model and referenCe POINES.........oviereeeirieire et eenes 28
51 REFEIENCE AICIITECTUIE....... ittt b bbbt s et e e et bt b e aeene e e enre e 28
5.2 e = £ 0o 0] | £ 31
521 (== £ 001> | 31
5.2.2 L (= (= 1= 0= oo | 31
523 Reference points to SUDSCriber databases...........ccvcuirieiiece et 32
5231 SP FEFEIENCE POINT ...ttt b bbbt b bt b s s bt b e e b e enis 32
5232 U FEFEIENCE POINE. ...ttt b et e et b bbb e b b e se e bt e b e se et e sb e e et e sbe e ebesbenneneas 32
524 GY TEFEIENCE POIML ...ttt et et et b e e a bt se st b e seeh e e b e se e st eb e se e e eb e sb e e ebesbeneeneebeneenen 32
525 GZ FEFEIEINCE POINL ...tttk b bbbt eb e bt eb e s b e e eb e b e e e bt s b e e ebesb e e ebesbeneebesbeneebenbennenea 32
526 SO FEFEIEINCE POINL ...ttt sttt ettt et b e e et eb e s b et bt sh et e b e se e e eb e sb e e ebesb e e ebesbeneebenbennenea 32
527 GXX TEFEIBNCE POIML ...ttt ettt b e et b e et b e s et b e se et bt se e e eb e s b e e ebesbeneebenbennenea 33
5.2.8 S0 L= (0ot o0 | 33
5.2.9 YA (= 100 o0 | A 34
5.2.10 (€Yl == (=00 cT o | 34
5211 (€ gl = L= = 101 oo 1] | S 34
5.2.12 T oI = L= 10 oo oL S 34
5213 INE FEFEIENCE POINT ...ttt bbbt b e bt b e bt b e s et e b e e et e b b et b b 34
5214 SETEFEIENCE POINL ...ttt ettt b e s et b e et b e s e et bt se et eb e s b e e et e sb e e ebesbennenen 35
5215 INU FEFEIENCE POINE ...ttt ettt ettt sttt et b e e he b s e e ae b e s e e st b e s e e st e b e st et b e s b et eb e b 35

ETSI



3GPP TS 23.203 version 16.3.0 Release 16 4 ETSI TS 123 203 V16.3.0 (2022-01)

5.2.16 GW FEFEIEINCE POINL. ...ttt sttt ettt s e et b e e ae bt s e e st e b e se e st b e se e st eb e se e e eb e s b e e ebesbeseenenbennenea 35
5217 GWIN FEFEIEINCE POINL......eiteeeteete ettt st b e et b e e s e b e st b e se e st b e se e e eb e s b e e ebesbeneenenbennenen 35
6 (gl Lo gL o L= v ] o (o SR 35
6.1 (@77 = o [==ot T o)1 o] SRS 35
6.1.0 (C1c 07 - OSSO PSP PSP PURT PPN 35
6.1.1 =TT To g To 0= T 36
6.1.1.1 GENETA ...ttt E R R R e R R R R R e R Rt R b e Rt r e 36
6.1.1.2 TS5 o T o1 0 |1 0 U 36
6.1.1.3 PCC rule authorization and QOS rule gENEIaLION ..........coueererieererieeee ettt sreneerens 37
6.1.14 BEAIrEr BiMTING ....eeueiieieiiete ettt b et b et b et b bt b b e bt bt eb b e bt b e ne 38
6.1.2 REPIOITING .ttt b et b bbbt b e bbb e bR e e e bt bRt b e e Rt b e et b et b n e 39
6.1.3 Credit MANAGEIMIENT .......ecuiiteietertee ettt ettt ettt b et eb e b e e eb e sb e s e ebesbese e b e s b e seeb e sbe st ebesbe e ebesbeseenesbennenea 40
6.1.4 Y= 01 WAoo £ TSSO P TSRV TSP 42
6.1.5 POLICY CONLIOL ...ttt et b e et bbbt b e s b et bt b e s b e bt b e st et b e sb et ebe s 47
6.1.6 Service (data flow) Prioritization and Conflict Handling .........cccovveiieieene e 48
6.1.7 Standardized QOS CharaCLENTSHICS.......ueivieieiie ettt ee e s e s ste e aessaeereeste e reeteensesneesnes 49
6.1.7.1 GENETA ...ttt E e E R R R R R R R R e Rt R bRt r e 49
6.1.7.2 Standardized QCI CharaCtEriStICS .......uevueiee e eenaesreennees 49
6.1.7.3 Allocation and Retention Priority CharaCteriStiCS.......oviiiieiiiereee e 56
6.1.8 TEMINGLION ACHON. ...ttt et r e R et R R e R e et nr e n e r e ne e 56
6.1.9 Handling of packet filters provided to the UE by PCEF/BBERF ..........ccccoooiiiinineineeee e 57
6.1.10 IMS EMErgency SESSION SUPPONT .......ueueuertirteeriirteeesestesesessessesessessesessesbesesesbessesesbessesessesbesesbessenessessenens 58
6.1.10.1 Architecture model and REFErENCE POINES .......oveiiieirierieeeie e e 58
6.1.10.2 PCC Rule Authorization and QOS rule gENEIatioN...........ccceereirerieiene et 58
6.1.10.3 L0 TgTex 0 g 7= 1 =SSR 58
6.1.10.3.1 PCRE .. E R R e bR Rt ReE et r e nna 58
6.1.10.3.2 PCER .t R R R R R R R Rt R Rt e bR na 58
6.1.10.3.3 P-CSCR ... ettt R R Rt R e Rt R R bt nen e nnan 59
6.1.10.4 PCC ProcedureS and FIOWS...........couiiiiiiiiieeeinrerese st en e nnene s 59
6.1.10a Restricted Local Operator SErViCeS SUPPOIT ........ceieeiiereeieeieseeseeseeseesseesseeseeeseesseessesssesssesssesssesssssnsesnes 59
6.1.11 Multimedia Priority SErviCe SUPPOM ........cccuiieeieesieesees e e etestesae e s esreesseeseesteeseessaessaesreenseesesnsesneesnes 60
6.1.11.1 Architecture model and REFErENCE POINES .......oveiiieirierieeeie e e 60
6.1.11.2 PCC rule authorization and QOS rule gENEIaLION ..........coueererieerereeerre ettt er e se b e b e seenens 60
6.1.11.3 PrOMTY EPS BEAIEr SEIVICE.....c.eitiieiiiite ittt sttt sttt sttt b e et b e et b e se ettt s be e b sbeneeneas 60
6.1.11.4 Bearer priority for IMS Multimedia Priority SErVICES ........ccviieiiiree et 61
6.1.12 WY DO (VI L= X0 1 g0 2= (o o SR 61
6.1.13 L o ] 1= ot {0 P RTSN 61
6.1.14 Resource sharing for different AF SESSIONS ........cvccuriieiierie e ere et e et ee et e e teeteeeesneeenes 62
6.1.15 Reporting of RAN user plane congestion infOrMation............cccceieiee e ieese e 62
6.1.15.1 GENETA ...ttt E R R R R e R R e R R e R bR bR n e 62
6.1.15.2 REPOMING FESITICLIONS......ecuieitiecee ettt e e e s e e ste e teeee et e eaeesseeseenseenseenaesnansneesenns 62
6.1.15.3 UE mMobility DEIWEEN RCAFS........ciieiiciset et 63
6.1.16 Negotiation for future background data tranSFer..........cooeceiiieiierc e 63
6.1.17 Traffic SLEEIMTNG CONIOL .......couiieietiiee ettt bbbt b et b e bbb 64
6.1.18 PCC SUPPOIE Of NBIFOM ..ottt sttt b e et b e bt ss et b et et n e 64
6.1.18.1 LT 0T PP RSRUSRO 64
6.1.18.2 NBIFOM impacts 0N IP-CAN PrOCEAUNES.........coueueriereeieite ettt ettt ebe e e b e ebe e neenens 65
6.1.19 Resource reservation for Services Sharing Priofity ..o e 68
6.1.20 Management of Packet Flow Descriptions using the PFDF .........c.oooi i 68
6.1.21 BGPP PS DAA Off ..ottt e 70
6.2 FUNCLIONGl ENMEITIES ...ttt e n e nn e r e 71
6.2.1 Policy Control and Charging Rules FUNCLION (PCRF) .........coiiiiiiie e 71
6.2.1.0 GENETA ...ttt E e E R R R R R R R R e Rt R bRt r e 71
6.2.1.1 1o UL {0 gl @ O 1= ot = Lo SR 76
6.2.1.2 Subscription information management iNthe PCRF ...........co.ooiiiiiieereeeee s 79
6.2.1.3 VmPCRE ...ttt h bbb h e h R R R R R bR b e Rt bRt b Rt b b 79
6.2.1.3.1 LT 07 S RRRSRSN 79
6.2.1.3.2 V-PCRF and HOME ROULEA A CCESS.....c.veiuirterieetieeeienieseestesieeteeeeneeseessestesaessesseenseseessessessessesneensenes 80
6.2.1.3.3 V-PCRF and Visited Access (10Cal BreakouL) .........coeeiirieiiiineeereseeieseeee e 80
6.2.14 HAPCRE ...ttt et b e et b e e et b b e e e bt e b e e e bt e b e ne e b e se e e eb e e b et ebenhene bt ebe e eneas 81
6.2.14.1 GENETA ...ttt R R R R bR Rt R b n b nen s 81

ETSI



3GPP TS 23.203 version 16.3.0 Release 16 5 ETSI TS 123 203 V16.3.0 (2022-01)

6.2.1.4.2 H-PCRF and HOME ROULEA ACCESS........eiueeueeieiesie st stesie et steseeste et sne e eeseesaeseestesnesneeneeneenes 82
6.2.1.4.3 H-PCRF and Visited Access (LOCal BreaKOUL) ..........ccureiririciriinieeneneesie e 82
6.2.1.5 Handling of Multiple BBFs associated with the same IP-CAN SESSION........cccoevireenineeneneenieseenens 82
6.2.1.5.1 Handling of two BBFs associated with the same IP-CAN session during handover....................... 82
6.2.1.5.2 Handling of multiple BBFs with IP-CAN session flow mobility ... 83
6.2.2 Policy and Charging Enforcement FUNCLION (PCEF) ........ooco e 84
6.2.2.1 GENETA ...ttt E R R R R R R R R e R Rt R bRt r e 84
6.2.2.2 Service data flOW GEIECHION .......ceiviieiieieeer e 87
6.2.2.3 MBBSUIMEIMENT ...ttt e bbb sa e bbb b e e 90
6.2.2.4 L 10 1S oo 1 | S USS 91
6.2.25 APPHICATON DELECTION ...ttt bbbt bbbt b e et sb e bbb 92
6.2.2.6 THAIC SLEEITNG ...ttt et bbbt b et b e et b bbb 92
6.2.3 APPHCALTON FUNCHION (AF) ...ttt bbbt b e b e 93
6.24 Subscription Profile REPOSITOrY (SPR) .......coviiiiriiiieiese et 94
6.2.5 ONlINE Charging SYSIEM.......coui ittt b et b e b e bt b se bt e b se e bt b e se e bt sbe e ebesbe e ebesbennenea 95
6.2.6 Offline Charging SYSLEM (OFCS).......cuiiieirierieeete ettt sttt et b e et se et sbe e b e snennenen 95
6.2.7 Bearer Binding and Event Reporting FUNCtion (BBERF)..........ccoociiie e 95
6.2.7.1 GENETA ...ttt E e E R R R R R R R R e Rt R bRt r e 95
6.2.7.2 Service data flOW GEIECHION .......coivieeireie e 95
6.2.7.3 (01015 3 o 11 {0 USSR 96
6.2.8 User Data REPOSITONY (UDR) ... .coiiiii i ceeciestierte e te e sttt ste e s e s et e teentesn e ssaeseenseenseennesneennns 96
6.2.9 Traffic Detection FUNCLION (TDF) ....coiiiice ettt et s e sneesseentesneeenaeenaesnaennens 96
6.2.9.1 LCTC g1 o= OSSPSR PT P PERRUPRR 96
6.2.9.2 THAIC SLEEITNG ...ttt et bbbt b et b e et b bbb 97
6.2.10 RAN Congestion Awareness FUNCEION (RCAF) ......ciiiiiieeeseeee et 97
6.2.11 Service Capability EXposure FUNCLION (SCEF) ...t 98
6.2.12 Traffic Steering SUPPOIt FUNCEION (TSSF)....c.oiiieiiiieirieieere st 98
6.2.13 Packet Flow Description FUNCLION (PFDF)......c.coiiiiiiiiee et 98
6.3 (o T VA= oo e e aTe oo a1 o) N 1= 99
6.3.1 (C1c 07 - OSSO PSP PSP PURT PPN 99
6.3.2 Policy and charging CONtrol rul@ OPEraliONS .........cc.veiiereiieiee e sees et eee et te e teeaeseeseesaeenseeseens 107
6.4 IP-CAN bearer and IP-CAN session related policy information...........ccoeeveeveeie e e 108
6.4a TDF session related policy INFOrMELTON ........c.ccuiiiiieecee et e e e ne e reeneens 110
6.4b APN related PoliCy iINFOMMBLION ........ccciiiieieteriee ettt et b e et b e et sb e b e b e b sbeneenea 111
6.5 QuUAlitY OF SErVICE CONEIOI FUIE ...ttt bbbt b bbb 113
6.5.1 LT 1 PP RRRN 113
6.5.2 Quality of Service CONtrol rul€ OPErAtIONS. ... ..cccciiiirerieiee ettt s 114
6.6 Usage Monitoring Control SPecific iNfOrMEtioN.............ooeeiireirieeree e 115
6.6.1 LT 1 PP RRRN 115
6.6.2 Usage Monitoring CONLrol OPEratiONS...........uccueeuereeieereesieeseeseeseeseesseesesseesseesseesseessesssesnessessseessesnsenns 116
6.7 S2c¢ based IP flow mobility ROULING FUIE...........oiiiieeir ettt e et 116
6.7.1 (C1c 07 - TSP TSP P TSP PURSTPTRSTPRON 116
6.7.2 ROULING FUIE OPEIGLIONS.......c.eeiieieeiieesie et ete et teeee s e e te e teestesseesseesaeesseenseeneesseessaesseesseesesnsesneesneesseansennsenns 117
6.8 Application Detection and CONLrol RUIE............ooiiiieiieeee ettt e sae e e e e e sneenseeneens 117
6.8.1 (€1 07 - TSP U TSSO ST PSP PURSPTRSTPRON 117
6.8.2 Application Detection and Control rule OperationS OVEr SO .........cccvireeririeerienieereeeese s 123
6.9 Policy decisions based 0n Spending [IMILS ........coiiiiiiiii e 124
6.11 Traffic Steering Control INFOIMELION ..........ciiiiiii et 125
6.11.1 L1 PPN 125
6.11.2 Traffic Steering Control OPEratioNS OVES St........cciieiiirieiririeerieseee st b e sne s 125
6.12 NBIFOM ROULING FUIE ...ttt ettt b et eb et nn e ens 126
6.12.1 (C1c 07 - TSSOSO U TSSO P TSP PUR RPN STURON 126
6.12.2 NBIFOM ROULING FUIE OPEIALIONS .....c.veeveeeiieeieeiiesieesieesieestesesseeseesseesseesseessessaessaesseessesssesnsesseesseensesnsenns 127
7 PCC ProCedureS and FIOWS.........couiiiiiiiieeeeeee sttt 127
7.1 01100 1 o o RS 127
7.2 IP-CAN Session EStabliShment ..........co.oiiiie et st st 129
7.3 [P-CAN SESSION TEIMUNGLION. ... .ccueeiieieieieeetesieeteeeeeeeee e e seesteseesseeseeseeseseesaeseesaeeseeneensessessesesaeesesneensessenses 132
731 UE initiated IP-CAN SeSSiON terMINGLION .......coueeeeieieieesie et et se e eeseesnesresnesseeeeneees 132
732 GW (PCEF) initiated |P-CAN Session terMiNaLioN...........ccoeererieineneee et 135
74 ]S O AN NS =SS T o 1Y, oo [ 1 To= o] o 1R SR 137
741 IP-CAN Session Modification; GW (PCEF) INITIEE ........c.ccvrireirrieiierieiesieeseseeee e 137

ETSI



3GPP TS 23.203 version 16.3.0 Release 16 6 ETSI TS 123 203 V16.3.0 (2022-01)

7.4.2 IP-CAN Session Modification; PCRF INITIGIEA ..........cceiiirieeiee ettt eree e sreeeaee e sreeennee e 140
74.3 Yoo TR 144
75 Update of the subscription information in the PCRE ..o 144
7.6 PCRF DiSCOVENY N0 SEIECHION ......coviiitiiiiietesteet ettt b bbb b b e b b se b e sbenneneas 145
76.1 GENENEl PIINCIPIES ...ttt b et b et b e bbbt b e se et b et et b e e et et e nb et eb e b e 145
7.6.2 o 11 Te I T ot o] = 146
1.7 Gateway Control SESSION PrOCEOUIES.........ccviueieeseeste et etesee st e e e stesaesreesreeaeaeesssesseaseenseesseenseesesnesanes 147
7.7.1 Gateway Control Session EStabliSHMENL .........ccveiiriiie e 147
7.7.1.0 LC T o1 - OO PRSPRPTN 147
7.7.1.1 Gateway Control Session Establishment during Attach...........ccocvevieiieie i 148
7712 Gateway Control Session Establishment during BBERF RelOCaLION............covvireinenieineniecnie s 149
7.7.2 Gateway Control SESSION TEMINEALION .......co.eeiereeeiiereee ettt ettt b e e 151
7721 GW (BBERF)-Initiated Gateway Control Session TerMiNation ..........cccoereerereeereneseneeieseseeesieneas 151
7722 PCRF-Initiated Gateway Control Session TEMMINGLION ........cccevrereeereneee e 152
7.7.3 Gateway Control and QOS RUIES REGUESL ..........oeiuiiieiiierieesie ettt 152
7.731 LT 0T 152
7.7.3.2 Event reporting for PCEF in visited network and locally terminated Gxx interaction........................ 154
7.7.4 Gateway Control and QOS RUIES PrOVISION..........ccicieiiereeiteeieeieseeseesee e sstesaeseesseesseenseesesssessanssesssnes 155
7.75 Yoo TSR 156
7.8 Change in subscription for MPS Priority SEIVICES........eiieiieierie e s e steeraestesee e esteete e srae e e seeteseesnensnes 156
7.9 Procedures OVer Sy refereNCe POIMNL......cc.iiiee e et te e s e e ene e sreesreenteeneeesaesneessnesanas 156
79.1 Initial Spending Limit REPOI REGUESL .........coiieiieeie e se ettt te e ste e aeesaesee e e sneenseenneens 156
792 Intermediate Spending Limit REPOIT REQUESL..........ooueiiiieirieieerteee st 157
793 Final Spending Limit REPOI REQUESE.........c.ciuiiiirieieicrieeseste ettt 157
794 SPENAING LiMIt REPOIT........cueitiieeiiteseeeee ettt bbb et b et sn et b e b 158
7.9.5 SY SESSION TEIMINGLION ...ttt ettt b et b e bbbt b e bt eb e et benn et b e b e 159
7.10 Procedures over NP refErENCe POINE .......cooviieiri ettt b et sn s 159
7.10.1 Report RAN user plane congestion information t0 PCRF ... 159
7.10.2 PCRF provided reporting FESIHCHONS .........uiciieiereeseeseesieste e e te e e te e ssae e e e e saeeneesaeesneenseensenns 160
7.10.3 UE mMObility DEWEEN RCAFS ...ttt sttt 161
7.11 Procedures over Nt ref€renCe POINL ..........ccuiiieiieieeiesie e st e s e e te et e e et e e e saesseesreesaeeseenseensesneessaesnens 162
7.11.1 Negotiation for future background data transfer ..o veeiiece e e 162
7.12 Procedures for management Of PEDS...........ocieiriie ettt s se e s e st e enaesnaesnaesneas 163
7121 PFD Retrieval by the PCEF/TDF ("PUll MOTE") .....cviiiiiiieieieeneeestee e 163
7122 Management of PFDsin the PCEF/TDF ("PUSh MOUE") ......coioiiiriiiirieeeese e 164
Annex A (nor mative): AcCess SPECITIC ASPECES (BGPP).......oiviiiieieieeeeeeses e 165
N €1 TS 165
A.10 LT 07 SRR 165
A.ll High 1@VE] FEQUITEMENES ...ttt bbbt e et b bbbt e enis 165
All1l LC =0T - OSSR 165
A.11.2 Charging related reQUITEIMENTS. .......ccueiieieereesie e eee st e e te e e e e e s e s e e sreesaeesseeseeseeeseenseenseenseeneessensneas 165
A.113 POlICY CONIOI FEOUITEMENLS ... .eiueeieeeieeeteeieeeeee s e te et eestesee s e e saeesse e teesaeeseassaessaesseessesneesnnesaeesseensennsenns 165
All4 (0 10 1S3 oo 01 o) 166
A.l2 Architecture model and referenCe POINLS..........c.iiieiieiiereee e e et e e e e e saesreesreesseenreeneens 166
Al21 REFEIENCE POINES ...ttt e e et e e te s aee s e e sae e seenteenteentesseessaessennsesneesneesaeesseensennsenns 166
Al1211 L Q== 1= 00 | SR 166
A.l122 REFEIENCE @rCHITECTUIE ...ttt sttt e e re et e st e seesbesaeene e e eneenes 166
A.1l3 FUNCE ONGl AESCIIPLION ...ttt bbbt b et b et b et e bt b nn e ens 166
A.131 OVEAll HESCIIPLION. ...ttt b et b e e bt b e bt b e se et b e se e s e eb e e b e s b e e ebesbeseeneerenneneas 166
A.1311 BindiNg MECNANISIM. ......c.iitiiiiie bbb et b e e bt b et b et b et et b b 166
A.131.10 LT 01 PR 166
A.13111 Bearer binding mechanism alocated to the PCEF ...........cccoove e 167
A.13.1.12 Bearer binding mechanism alocated to the PCRF ...........c.ooooiieiieiece e 167
A.13.12 o0 1 0 168
A.1.3.13 Credit MANAgEIMENT .........ee e ee e e esaeesaeesteeaeeeaaessaesteeteeteensessensneesaeesseanseesenns 168
A.1314 Y| oo T T 169
A.13.15 o] 1Ty o] 11 o P 170
A.13.2 FUNCLIONG] ENEITIES. ...ttt ettt a et e e eese et e seeeaeeneenteseeseeseesaeeneeeeneenes 170
A.1321 Policy Control and Charging Rules FUNCEION (PCRF) .......coooiiiiiiiereee e 170
A.13.210 LT 01 R 170

ETSI



3GPP TS 23.203 version 16.3.0 Release 16 7 ETSI TS 123 203 V16.3.0 (2022-01)

A.13211 INPUL FOF PCC AECISIONS. ...ttt sttt sttt st st b et b et b e et b 170
A.13.2.2 Policy and Charging Enforcement FUNCtioN (PCEF) ........ccoooiiiiiiireneeseeese e 170
A.13221 LT 01 PR 170
A.13.222 Service data flOW DEtECHION..........oii ettt 172
A.1.3.223 Packet Routeing and Transfer FUNCLION ..ot 172
A.13.224 Y T2 ST =0 07 | ST PRT PPN 172
A.1.3.2.3 APPHICAON FUNCLION (AF) ettt et ae s e saeesneeaeenaeentenneessaesneas 172
A.133 Policy and charging CONLIOI FUIE.........ccuveiuieii e see et te e ssae e e sneenaesreesneesaeenseeseens 172
A.1331 (€T o1 - TSRS 172
A.1.3.3.2 Policy and charging CONtrol rule OPEratioNS............c.veueiiereeseerie e eee e e eee e e e ae e e 172
A.134 IP-CAN bearer and IP-CAN session related policy information .............coecveeneneenenee e 172
A.13.4a TDF session related policy INFOrMELION. .........ooveiiirieiiieeer e e 173
A.135 Yoo SRS 174
A.l4 PCC Procedures @nd FIOWS...........ooeii ettt ettt st sttt e see e e eeseesbesaeeneeneeneeneeees 174
A.l41 11 0o 1 ' o TS 174
A.l14.2 IP-CAN Session EStabliShment ...t 174
A.143 IP-CAN SESSION TEIMUNGLION ...ttt sttt sttt se bbbt b et e e et seesn e b e saeene e e enee e 175
A.1431 UE initiated IP-CAN SeSSiON tEMINGLION. .......cccuiiiiiiieiietirieeeeie et 175
A.143.2 GW initiated IP-CAN SeSSioN terMINGLION .......cc.evuerieiieieierie ettt s 175
A.l44 IP-CAN SeSSION MOOITICAIION ......eeieiitiieieiesieee et st na et ene 175
A.l441 IP-CAN Session Modification; GW (PCEF) iNitiated..........ccceeuririeiirinriseseseses e 175
A.14.4.2 IP-CAN Session Modification; PCRF INITTBEE..........c.eoiirieirieseeese s 176
A V4 o o 176
NG Y o o RS 176
A.4  3GPP Accesses (GERAN/UTRAN/E-UTRAN) - GTP-based EPC.........cccccovivieiiieceeeneeeee e 176
A.4.0 LT o1 - SRS RSTR 176
A4l High LEVEl REQUITEMENES. ...ttt ettt et bt e et b e sb et nenn e enis 177
A4l1l Charging relaled FEUITEMENES. ......ci ettt ettt sttt b et b e e et et sn et b e b 177
A412 [0 01 oo 911 !SSPSR 177
AA4d2 Architectural Model and ReferenCe POINES...........coiieieiiee et s see s 177
A421 REFEIENCE @rCHITECTUIE ...ttt st e ettt e e e e et e st e seesbesneene e e eneenes 177
A.43 FUNCETONAl DESCITPION ...ttt bt e bt et b et b et b et eb et n e nn e ens 178
A431 (@Y= | I <ot 1o o] o T 178
A4311 Credit MANAGEIMENT ......c.ee e e e e e ee e e esaeesae e teeaeeeseessaesteeseeteensesseesseesaeesseanseesenns 178
A43.12 Y| e o T TP 179
A.4.3.1.3 Binding MEChANISM.........cciiiice et este e te e re e reeneeneeenes 180
A43.14 o] 1Ty o] 11 (o 181
A.43.2 FUNCLIONA] ENLITIES ...ttt et e bt et e b et e b e sb e b e ebeene e e enee e 181
A.4321 Policy Control and Charging Rules FUNCEION (PCRF) .......coooiiiiiieieree et 181
A.43.22 Policy and Charging Enforcement FUNCLION (PCEF) ..o 181
A.43.2.3 APPHICATON FUNCLION (AF) ...ttt bbb b n et 182
A.43.3 Yoo USSP 182
A.434 IP-CAN bearer and IP-CAN session related policy information ... 182
A.4.35 TDF session related policy INFOrMELiON. .......ccueiieice e aeeaeeneeens 183
A.4A4 PCC Procedures @nd FIOWS ..........ooiiiiieeeeie ettt bttt e e bbb aeene e e e 183
A.441 L1000 [0 o (oo FEO SO P PR RRTOSPPO 183
A.44.2 IP-CAN SesSioN EStabliShMENT .......c.eieiieieeees e et 183
A.44.3 GW (PCEF) initiated IP-CAN Session termMiNalioN..........ceicveieeieeie s ceeseeseeseeie e se e eeesee e sns 183
A444 IP-CAN SeSSION MOOITICAIION ......ivieiiiiieieiesiee ettt st na et ene 184
A4441 IP-CAN Session Modification; GW (PCEF) iNitiated...........cceovririririnineneseses e 184
A.4442 IP-CAN Session Modification; PCRF iNITIALE............ceeeeuieiiieee ettt srreesveeesreeenaee e 184
A5 3GPP Accesses (GERAN/UTRAN/E-UTRAN) - PMIP-based EPC.............ccooeecvviecieie e, 184
A5.0 LC T o1 - OSSR 184
A5.1 High LEVEl REQUITEIMENTS......cc.ei ettt see st s et e st e te e e nteestesseesaeesseeseenseeseesseenseenseensesnsensansnens 184
A5.1.0 (CT= 0T - ST 184
Ab511 (0 10 1S 3 oo 011 o) 184
A5.2 Architectural Model and RefErente POINES...........coiiiiiiriee et 185
Ab5.21 REFEIENCE @rCHITECTUIE ...t b ettt sttt bbbt e ne et e 185
A53 FUNCETONAl DESCITPION ...ttt b st b et b et b bbbttt b et benn e ens 185

ETSI



3GPP TS 23.203 version 16.3.0 Release 16 8 ETSI TS 123 203 V16.3.0 (2022-01)

A53.1 OVEAl] DESCITPIION. ...ttt sttt b e bbbt b e e b s b st bt b e se e b e sb e e ebesb e e et e ebeneebenbennene s 185
A5311 BindiNg MECNANISIT. ......c.iitiieeiiiie ettt e et b e e bt s bese et b e et b et et b b 185
A53.12 Credit MANAGEIMIENT .......coiieiietert ettt sttt ettt se ettt et eb e s e et ebese e e eb e sb e e ebese e e ebesbeneebeabeseeneas 185
A53.13 VN LTI G0EIS .ttt ettt b e et b e et b e et b e et b e et R e e Rt bt E et bRt bbb b 185
A.53.2 L g Tox 0] = I o SRS 185
A5321 Policy Control and Charging Rules FUNCLION (PCRF) .......cccovieiiiii e s 185
A5.3.22 Policy and Charging Enforcement FUNCLioN (PCEF) ........ccccoiieiiiie e 185
A.5.3.23 Bearer Binding and Event Reporting Function (BBERF) ..........cccceieviere e 186
A533 RV oo OSSOSO PSPPSR P TPRTPURR 186
A534 RV oo OSSOSO PSPPSR P TPRTPURR 186
A.535 IP-CAN bearer and IP-CAN session related policy information .............coecveeneneenenee e 186
A.5.3.6 TDF session related poliCy INFOMELION. .........ooveiiireirieees e e 186
A54 PCC ProCedUIeS aN0 FIOWS .......ccuiiiiiiiiicieitiiest ettt et nn e ens 186
A54.1 11 0o 1 ' o TS 186
A54.2 Gateway Control Session EStabliShment ..o 186
A543 Gateway Control and QOS RUIES REGUESL .......c.cciiueiiriiieieee ettt 187
A54.4 Gateway Control and QOS RUIES ProViSIONING ........ceieeriereeeieeeesieeseesiesstessaesseesseesseesssssssesssesssesssesssees 187
A545 IP-CAN SeSSiON EStabliSNMENT ......cveviiieiiirieies st 187
A54.6 IP-CAN SeSSION MOGITICALION ......cueecviiiiiietseeies e 187
A54.6.1 IP-CAN Session Modification; GW (PCEF) INItIEE. .........coeuiiriirerireieessieesesieesesee s 187
A54.6.2 IP-CAN Session Modification; PCRF INITIEE............ccuriveirrieirerieies e 187
A54.6.3 RV 0 Lo OSSOSO O TSP PRSPPSO 187
Annex B (informative): LYo o 188
Annex C (informative): Yo o 189
Annex D (informative): Access specific aspects (NON-3GPP) ..., 190
D.1  DOCSIS IP-CAN ...ttt bttt s b e b e s bt s ae et e e bt et e s b e eaeesbesbeeatesbesae e b e sbesaeeneesneeneas 190
D.11 GENMETAL ...ttt bbb R R R AR R R R R R R R e R bt r R r s 190
D.1.1 High 1@VEl FEQUITEIMENES ......eecieceee ettt et e st este e ee e e e saeesaeesaeenseenteenteeneesneesnaesnens 190
D.1.11 (C1c 07 - OSSP SO TSP P TSP PURSPTRSTURON 190
D.1.1.2 Charging related reQUITEIMENTS. .......ccueieeieeseese et eee st e este e e tessae s e e s e e sreesseeseeseesseesseenseenseeneessensseesans 191
D.11.3 POLICY CONLIOl FEOQUITEMENTS .......eiuiiieiitieecet ettt bbbttt b bbb 191
D.1.2 Architecture model and referenCe POIMNLS.........ooeiiiiiirere ettt 192
D.121 REFEIENCE POINES ...ttt bbb bbbt bbb e e bt b et b et b e b 192
D.1.211 RX TEFEIENCE POINL ...ttt ettt bttt b et eb e bbb et b bbb 192
D.1.21.2 GX TEFEIBNCE POIML. ...ttt ettt b e et b e et b e se et b e se et ebesb e e ebesbeseebeebeneeneas 192
D.1.2.1.3 RV 0 Lo OSSOSO TP TSP PRSPPSO 192
D.1.3 L0t g T= I (=S o 1 o1 oo S 192
D.1.31 (@Y= = 0 === 1 o) o RS 192
D.1.311 Binding MECHANISM.........ooiiiee et er et et e e re e reeneeneeenes 192
D.1.3.2 FUNCEIONAl ENEITIES. ...t et n e 193
D.1.321 Policy Control and Charging Rules FUNCLION (PCRF) ......ccooiiiiiiei e 193
D.1.3211 INPUL FOF PCC JECISIONS. ....cvieeieiteieeieste sttt sttt ettt sttt b et b et b e bbb b b 193
D.1.3.22 Policy and Charging Enforcement FUNCLION (PCEF) ..o 193
D.1.3.23 APPHICATON FUNCLION (AF) ...ttt bbbt bbb 193
D.1.33 Policy and charging CONIIOL FUIE...........oieiiiieeeee bbbt 193
D.1.331 LT 0T | R 193
D.1.3.3.2 Policy and charging CONtrol rul@ OPEIatiONS..........coveerierieierieieie ettt 193
D VAT Y 1 =l @7 N N PSSR 194
D.21 High 1@VEl FEQUITEIMENES ..ottt et e st e te e te et e saeesneesaeeseenteenseeneesneesnaesnees 194
D.211 (C1c 07 - TSP SO TSP P VTSP PURSTPTRSTURON 194
D.21.2 Charging related FEQUITEMENES. ..ottt ettt st b bbb b et sn et b e b 194
D.21.3 POLICY CONLIOl FEQUITEMENTS .......eitiieeietieeeet ettt bbbt b bbb 194
D.22 Architecture model and refErenCe POIMLS..........oociiiiiirere bbb 195
D.221 REFEIENCE POINES ... vttt bbbt b ettt b et b e b et b bbb 195
D.2211 RX TEFEIENCE POINL ...ttt ettt b bbbttt a e bt b e b et b bt b b 195
D.2212 GX TEFEIBNCE POIML. ... ettt ettt st b e et b e et b e se et b e se et ebesb e e ebesbeseebeebeseeneas 195
D.22.1.3 SP FEFEIENCE POINE ... e sae e s te et e e e e aeeste e te e teenteensesnansneesneesseenseensenns 195
D.2.3 L0t g T= I (=S o 1 o1 oo S 195

ETSI



3GPP TS 23.203 version 16.3.0 Release 16 9 ETSI TS 123 203 V16.3.0 (2022-01)

D.231 OVEFAll ESCIIPLION. ...ttt sttt e et b e et b e s et b e a et b e s e et eb e e et b e na et e b e b 195
D.2311 BindiNg MECNENISITL......c.iitiiiiiie ettt et b e st b e et eb e et b e bt et be e 195
D.2312 Credit MANAGEIMIENE ........ouiiieietert ettt ettt ettt b et b e ettt s b et ebesb e st eb e sbeneebesb e e ebesbeneebesbeneeneas 195
D.2313 Y= o LR (oo < £ TSP TSP PPT SRR PRR 195
D.23.2 [ TaTex 0] g =0 =SSR 195
D.2321 Policy Control and Charging Rules FUNCLION (PCRF) ......c.coiiiiieii e 195
D.23.22 Policy and Charging Enforcement FUNCLioN (PCEF) .........cco oo iiiie et 196
D.2.3.23 PN ol o) e Lo g I 0T Ko N A o PSR 196
D.2.3.3 Policy and charging CONLIOI FUIE.........cceeiuieieee ettt e et e st e seeaesnnesaeesaeenseesenns 196
D.233.1 GBNETEL ...ttt bt h e E R b e R e R e Rt Rt R Re ke et e b e bR benaeene et e 196
D.2331 Policy and charging CONtrol rul@ OPEIatiONS..........coveuerierieieriereeie ettt 196
Annex E (informative): WV OIO L.ttt e e e e n e n e 197
Annex F (informative): RV o o 198
Annex G (informative): PCC rule precedence configuration .........c.cceccevveeeneseeseceecee e 199
Annex H (normative): Access specific aspects (EPC-based NON-3GPP) .........ccccveveieinineniniens 200
L 0 €= 1= - S SR 200
H.2 EPC-based cdma2000 HRPD ACCESS........ccouririerierieeeesresiestesiessesaeseesessessessessessessessessessesessessessessessenes 200
H.3 EPC-based Trusted WLAN ACCESSWIith S28........c.coiiiiieeiiiese et 201
H.4 EPC-based UNtrusted NON-3GPP ACCESS .......ccciuririeriisiisiesiesie e es s sttt see e e sseseesseseensenes 201
Annex | (informative): RV 0 Lo TP PSPPSR T PSRRI 203
Annex J (informative): Standardized QCI characteristics - rationale and principles.................. 204
Annex K (informative): Limited PCC DePIOYMENT .......c.oceeiecieee ettt 205
Annex L (normative): Limited PCC DeEPIOYMENT .......c.coeeieeieeie ettt 206
Annex M (informative): Handling of UE or network responsibility for the resource
MAaNagEMENt Of SENVICES.......cceeiieiiece ettt st s 207
Annex N (informative): PCC usage for sponsored data conneCtivity ........cccoceeveeveieevesecieese s, 208
AR R = 1= - SRR 208
N.2 Reporting for Sponsored data CONNECTIVITY ........ccuririririirierierie e 209
Annex P (nor mative): Fixed Broadband Access I nterworkingwith EPC..........ccccooiiienencnnne 210
Rt R I T T o] S 210
e N o= VT o] OSSR 210
P.3  High Level REQUITEIMENES.......cccoiiiiee ettt sttt ettt s te e e s beeaeenbesreesaenesneennesrennes 210
P.4  Architecture model and referenCe POINES.........couevririririrere e e 211
P.4.1 REF I ENICE POINES ...ttt etttk h e e h b e bt bt s e h e b e s e e st e bt seeseeb e sbeb e s e e e eb e s b e neebeebeneeneebeneeneas 211
P4.1.1 SO8 REFEIEINCE POINE ...ttt ettt b et b e st b e s et b e e et b e e et b e et et e et be b 211
P.4.1.2 S15 REFEIENCE POINL.......cieieeeee ettt st a st e st e b e besaeeaeenees e e e e seeseesaesseeneenseseens 211
P.4.1.3 GXX TEFEIBNCE POINL ...ttt ettt b e bbb st h e b e bt st se bt et b e sa e b b 211
P.4.1.4 SO FEFEIBINCE POINL ...ttt sttt et b e et b e s et b e s et b e se et b e e e st eb e s b et et e na et b e b 211
P.4.1.5 L (= = 1= 0011 o | RS 212
P.4.2 REFEIENCE AICNITECTUIE.......ee et b bbbttt e b b sb e bt e e e e e e e nas 212
P.4.2.0 GBINENEL ...ttt b b h e e R R SRR R £ e e e R e Rt Rt eR e e Re R e e e e benbeeheene e e enrenren 212
P.4.2.1 Reference architecture — NON-ROAMING.........ccviiieiieiieieeie st e et e st teenaesaesaeesneenseeseens 213
P.4.2.2 Reference architecture — HOME ROULE ...........ooueiiiiiieiiiiie sttt 214
P.4.2.3 Reference architeCture — ViSIte ACCESS.......cc.uiirieieie ettt e sb et 215
P.4.2.4 Reference architecture - Non-Roaming with non-seamless WLAN offload in Fixed Broadband
ACCESS NETWOIK; SCENANO WItN AR .. ..ottt ettt s e e b e e saee e bee e snreeenees 216

ETSI



3GPP TS 23.203 version 16.3.0 Release 16 10 ETSI TS 123 203 V16.3.0 (2022-01)

P.4.2.5 Reference architecture - Roaming with non-seamless WLAN offload in Fixed Broadband Access

NEtWOIK: SCENAMTO Wt A ...ttt et sttt se et e e st e st e besaeene e e eneees 216
P.4.2.6 Reference architecture - Non-Roaming with non-seamless WLAN offload in Fixed Broadband

Access Network: SCEeNario With TDF ........co.ooiiiieeere sttt s nee e 217
P.4.2.7 Reference architecture - Roaming with non-seamless WLAN offload in Fixed Broadband Access

NEetWOrk: SCENAINO WIth TDF ..o e e 218
P.5  FUNCLONAl ESCIIPLION ...ttt b e et b b nennen s 218
P.5.1 (@Y7 = 0 ==t T o)1 o] 218
P.5.1.1 BindiNg MECHANISIM......cueiiiitiierte bbbt b e bt bbb bbb 219
P5.111 L O 010 =0 I {1 o 219
P.5.1.12 Non-seamless WLAN oOffloaded traffiC .......oov i e 219
P5.12 S93, GX aNd S15 SESSION LINKING .. .ccueieeieieriesisee ettt te e e e e seestesbeseesseeneenseseens 219
P.6  FUNCHONA ENLITIES......c.eiuiiieiiiieieeee ettt sttt b et b et e s 220
P.6.1 Policy Control and Charging Rules FUNCEION (PCRF).........coiiiiriee et 220
P.6.1.1 (C1c 07 - TP PSP TSP PR SPTRRTURON 220
P.6.1.2 W mPCRE ..ottt bbb b e b bR R R R R R e R R R Rt R R e R Rt r R ner e 220
P.6.1.3 H-PCRF ...ttt bt h e R Rt e bt E Rt b bt R bt R et ner et 221
P.6.2 Broadband Policy Control FUNCLION (BPCI).......c..ioiiiiiiiieee ettt s 222
P.6.3 Bearer Binding and Event Reporting FUNCLiON (BBERF) .........cccoiiiiiiiieieeeieneeeie e 222
P.6.4 Policy and Charging Enforcement FUNCLION (PCEF) ........ccooiiiiiiiieereeee st 222
P.7  PCC ProcedUureS and FIOWS.........cociiirieieieirisiese ettt st see st st nnenes 222
P.7.1 g1 13t (o PO P SR U TSR PRSRPRN 222
pP.7.2 [P-CAN SeSSION EStabliSNMENT ......coiveiiiiieteireeiesie st 223
P.7.2.0 (C1c 07 - TSR TE TSSO P TSP PUR ST PTRRTPRON 223
P.7.21 IP-CAN SeSSiON EStabliSNMENT ......cveviiiieiiirieiisieese et 223
pP.7.2.2 RV oo OSSP SO TP PO TR P TPRT PR 225
P.7.3 [P-CAN SESSION TEIMUNGLION. ... .ccueiueeieieieieteste et eeeeeeee e e seestessesseeseeseenseseesaeseesseeseeneensensessessesseesesneensessenses 225
P.7.3.1 Yoo ST 225
P.7.3.2 IP-CAN SeSSION TEMUNGLION ...ttt e st e beseeebeese e e e eese e beseeseessesneeneeneeneeses 225
P.7.4 ]S O AN NS =SS T g 1Y, oo [ 1 Tox= o] o 1SS 226
P.74.1 PCEF-Initiated IP-CAN Session MOAifiCatioN .........coeoiiiiiiiieeeeee e 227
P.7.4.2 PCRF-Initiated IP-CAN Session MOifiCation. .........ccuoiirriiiieeeeee e e 227
P.7.4.3 BPCF-Initiated IP-CAN Session MOQifiCatION. ..o 229
P.75 Gateway Control SESSION PrOCEOUIES.........ccviiiieeceeste et etestee et teseesae e e steesaesaesseasseaseesteesseenseeneesneeanes 230
P.75.1 BBERF-Initiated Gateway Control Session Establishment ...........c.cccvvievieninie e 230
P.75.2 GW (BBERF)-Initiated Gateway Control Session TermMiNation...........c.ccevveerueeieesieeseeseeseeeseeseeseeseenees 231
P.75.3 Gateway Control and QoS Rule Request from ePDG/Serving GW .......ccoceeveevveveeieeeeseeseeseese e 232
P.75.4 PCRF-Initiated Gateway Control Session TermMiNalioN..........ccccviveeriereeieeieseeseeseeee e seese e e eneeeneens 233
P.7.6 PCRF DiSCOVENY N0 SEIECHION ......coviiitiitieetesieeet ettt b et b e b bt eb e sb e b nbeneeneas 234
P.7.6.1 PCRF Discovery and Selection DY BPCF ..ot 234
P.7.6.2 PCRF Discovery and Selection by AF/TDF unsolicited application reporting for NSSWLAN

(o R To7=o S0 1 = i oS RRRN 234
P.7.6.3 PCRF Discovery and Selection by HNB GW ..ot 234
P.7.7 BPCF DiSCOVENY @and SEIECHION .....c.vieiece ettt s e sttt e et eeaeenteenteenaeeneessaesanas 234
P.7.8 TDF Discovery and Selection for NSSWLAN offloaded traffic.........coevveiieciiesesiesecce s 234
P.8  3GPP HNB ProcedureS — CS SUPPOIT.......coueieererieriesiesieseee sttt sse s e sse e ss s e sse s s nnenes 235
P.8.1 S92 CS SesSioN ESIAblISNMENL ......occiirieiriiee et 235
p.8.2 PCRF initiated S9a CS Session MOQifiCalION .........coceeiiiiiere s 236
P.8.2A  BPCFinitiated S9a CS Session MOIfICAIION ........coeieeiieeerese st seen 237
P.8.3 S92 CS SESSION TEIMUNGLION ....eeeetieieeeeie sttt e et et seeetesse e e e seese e beseestesaeeseeseensensensensesaesaeeseeneenseseens 237
Annex Q (infor mative): How to achieve Usage Monitoring viathe OCS............ccccoviininincnen. 238
Annex R (informative): Disabling/re-enabling Usage Monitoring for a PCC/ADC rule............... 239
Annex S (normative): Fixed Broadband ACCESS........ceeiiieeece et 240
I R €1 0 - SRS 240
S22 DEFINITIONS. ...ctiieiee ettt e sttt e s be e st e eesseeneeseeeneensesreensesseeneentesneeeenreeneens 240

ETSI



3GPP TS 23.203 version 16.3.0 Release 16 11 ETSI TS 123 203 V16.3.0 (2022-01)

S.3  High LEVEl REQUITEMENTS.......coiiieeeiiectece sttt te sttt s re et st re et e e aeenesbeeatesbeeseenaestesreensenrens 240
S.3.0 LT 1= | SO TR 240
S31 GENEral REQUITEIMENES .....c.vieieeieceeseestee st e stesee st e steesteesteeseessaesteesteeteensesseesseesseenseenseansesseenseesseessenseensenneennes 240
S32 Charging Related REQUITEIMIENES.........civeieeie e cee ettt e e e se e e e e steeaeseesseasse e teenteensesseesseesseenseesesnensnes 241
S.3.3 POlICY CONLIOl REQUITEMIENLS ......veeieeieiie e st e sieeee et e st e st e e ete e tessaesteeste e teessesnaesseesseesseenseenseenseensesssesnansnns 242
S4  Architecture model and referenCe POINES..........coiririrerereri ettt nne e 242
S4.1 REFEIENCE @ICIITECLUIE ... ettt ettt e e e be e et e s aeene e e e st e besaeeseeneeneeneeneas 242
S4.11 LT 07 USRS 242
S4.12 Reference architecture - NON-ROBMING ........coveeiiriiiiirieesieseee bbb 243
S4.13 Reference architeCture - ROGIMING. ... ..c.ciuirieiriiieir et 244
S4.2 REF I EINICE POINES ...+ttt etttk ettt bt bt e bt b e s bt b e s e e b e b e se bt e b seeb e s b e e eb e e b e neebeebeseeneebeneeneas 244
S4.21 GX REFEIENCE POINL ...ttt e b et e e e et sh e b e s st es e e e e s e sbesbeebe e e ennennens 244
S4.2.2 SP REFEIENCE POINL........c.eiieiectietee ettt et et e e s e s te e s teesteetesneessaesseeseenseenseeneenneessensneas 245
S4.2.3 Ud REFEIENCE POIN ...ttt ettt e b et e e e se e b s et e b e et et e neeabeebesaeene e e ennenes 245
S4.24 GY/GZ REFEIENCE POINE ..ottt e te s e saeesreesteesseenteenteenteeneesnensneas 245
S4.25 GYN/GZN REFEIENCE POINL .....c.eeeieeece ettt e s ae s e esteetesseesseesseeseenteenseeneeenaesrensnnas 245
S4.2.6 SO REFEIENCE POIME. ...t b et e b e s b bt bt s st e s e e e e b e sbesbesbe e e ennennens 245
S S ¥ o g = [=-ot T o] o ST 245
S51 OVEAll HESCIIPLION ...ttt bbb et b et b b h bbb e e st b e b e st e b e b e e et b 245
S511 IP-CAN SESSION.....cuiiitietieiteeie et et e st e et e et e e te et e e teesbe e beeatesasesaeesbeesbeeseensesaeeaseabeenbesssesteestaesbeesseesseensennns 246
S51.2 SUDSCIIDEN TABNLITIEN ... ettt et r e b e b e e e e 246
S5.1.3 Y10 o < USSR 246
Sb5.14 Yoo TSR 247
S5.15 Yoo TSR 247
S5.1.6 Credit MANAGEIMIENT ........eeie et e e s e st e s e e s te e et e seeeseeaseete e teensesseesseesseesseeseenseenseensennaessnnsnens 247
S5.2 (o] TV Ao o e oo ] Vo JK ] 011 (o S S 247
S521 Policy and charging CONIIOl FUIE...........oiuiiiiieeeeree bbb 247
S5.21a IP-CAN session related policy iNfOrMEaLTION ..........coiieiiirieree e 248
Sb5.2.2 Yoo TSRS 248
Sb.3 RV 0o OSSR 248
S54 REFIECHIVE QOS ...ttt ettt st b e te e ae st e e et e e e eeesbesaeebeeneeneeneeseeseesaeeneeneenteneeneas 248
S55 POLICY CONLIOI ...ttt bbbt b b e bt b e e bt e b e st eb e s b e e eb e e b e neeb e ebeseebeebeneeneas 248
S55.1 Default QOS CONLIOL .......eieeieeieeeie ettt ettt e s e e s e e stesee s e e sae e seenseesaeeseesseenseenteensesneesnnesseesseenseensenns 249
I G U v o = I g ST 249
S.6.1 Policy Control and Charging Rules FUNCLION (PCRF).........ccveiieiiese e ees s sae e 249
S6.11 LT 07 TSP 249
S6.1.11 INPUL FOI PCC AECISIONS ...ttt ettt bbbttt bbbt b b 249
S6.1.2 Policy and Charging Enforcement FUNCtION (PCEF) ..ot 250
S6.1.3 APPHCALTON FUNCEION (AF) ...ttt b et b e st b et eb e 250
S6.14 Subscriber Profile REPOSITOrY (SPR) .....c.coiiiiiiiieeieree e 250
S6.1.5 Online Charging SYSIEM (OCS).......coueutririeeeie ettt sttt b e et b e et b et b e et besn et besne s 250
S.6.1.6 Offline Chardging SYStEM (OFCS) ......uiiieiieiiiiesee et e st et ete e sae s esteesaeseesaesseesseeseenseeneessaessansnnas 251
S6.1.7 User Data REPOSITONY (UDR) ... .cciiiiicieeieiee e eie e ee st e ste e ste e st este et teesaessaessaesteesesaesneesaeesseenseansenns 251
S.6.1.8 Traffic DeteCtion FUNCLION (TDF) ....cciicieieecie ettt sttt e st e tesntesre e teeeeeneennennes 251
S.7  PCC Procedures and FIOWS.........coiiieiieeese ettt ettt ste e s tesseensesnesneeeenneens 251
S71 11 0o 1 o PRSP 251
S7.2 IP-CAN Session EStabliShment ..........oo.oooi et s 251
S7.3 IP-CAN SESSION TEIMMUNGLION. .....ccueiieiisieieietereeeieeeseeseeseestesaeetesseeseeseeseebeseestesseeseeneensenseseessessesaeesesneenseseenses 252
S74 S O AN NS S s T W1V, oo [ 1T o= o] o 1O RS 252
S741 PCEF-Initiated IP-CAN Session MOAifiCatioN .........couoiiiiiiiieeceee e 252
S.7.4.2 PCRF-Initiated IP-CAN Session MOifiCatiON...........ccviiririiieireiee s 252
S75 Update of the subscription information iINthe PCRE ...........c.oooieiie e 252
S.7.6 PCRF DisCOVENY and SEIECHION......cuiiieie ettt ettt e et e s e sneesaeenaeenteeneeenaesneesnaesneas 253
S.8 Charging uSiNg AAA SIGNAITING ....eooeiieeeeee ettt te e aesaesreeeesee e 253
S81 Reference architeCture - NON-ROBMING .......c.uiuiiiirieiiireeesie ettt b e b b e ebe b seeneas 254
S.8.2 Reference architeCture - ROIMING ........cciiiiiriiieere ettt b e b e et b e b b e b ebeneeneas 255
S83 GZA REFEIENCE POINL ...ttt ettt ettt e e e eese e besee et e eneeneeseessesaesaeeneeneenseneens 255
S84 GYA REFEIENCE POINE. ...ttt bbbt b bbbt b b b e st b e bt b bt 256

ETSI



3GPP TS 23.203 version 16.3.0 Release 16 12 ETSI TS 123 203 V16.3.0 (2022-01)

S.85 B REFEIENCE POINL ...ttt sttt sttt et e se e e seeebesaeese e st eneenee e e seeseeseeeseeneenseseenes 256
S.8.6 AAA DESEA CHAIGING ...ttt et ettt b e et bt et b e se e st b e s e e st b e s b e aeebe b e st ebe s b e e ebenbe e 256
S.8.7 Accounting INterWOrKiNg FUNCLION .......co.oiiiiiiiee ettt bbb 256
S.8.8 Procedures AAA based charging using accounting SIgNAlTING .......coceeveeeireneeneee e 256
S.8.8.0 LT 07 PP RRRRN 256
S.8.8.1 Charging SESSION [NITIALION. ........cciieiieieie et e e e e e s e saeeee e e sseesseenseenseenseenaesneesneas 257
S.8.8.2 Charging SessionN MOGIifiCaLION. .........eiieiiesieie et e et e e e ete e e e e e steeeesneeenreeneeenaessaesneas 258
S.8.8.3 Charging SeSSION TEIMINGLION........cccueiieieeieese et eee et e s esre e e ee e tesaeseesreesseeseesseeseesseanseenseensessenssensanes 259
S.88.3.1 Charging Session Termination BNG-iNItialed ..........cccccveiieiiiiieseeseee e 259
Annex T (informative): How to accumulate PCC/ADC Rule usage in multiple monitoring

O OUPS. ettt ettt ettt et r e s b e e ee e eee e e n e e r e e ane e sreesaeesnnesn e r e reenneas 260
Annex U (normative): Palicy and charging control in the downlink direction for traffic

marked with DSCP by the TDF.......cccoiiiieeeeeeeee s 261
Annex V (informative): Policy Control for Remote UEs behind a ProSe UE-to-Network Relay

UE ettt r R tentena e e e neenenrennn 262
Annex W (informative): WO ..t b et n e n e ne e 263
Annex X (informative): Encrypted traffic detection by using domain hame matching................. 264
Annex Y (informative): ChangE hiStOrY .....cuicuiciece e e e e 265
[ TS (S 269

ETSI



3GPP TS 23.203 version 16.3.0 Release 16 13 ETSI TS 123 203 V16.3.0 (2022-01)

Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.

Introduction

Policy and Charging Control functionality encompasses two main functions:

- Flow Based Charging, including charging control and online credit control, for service data flows and
application traffic;

- Policy control (e.g. gating control, QoS control, QoS signalling, etc.).

The present document specifies the generic PCC aspects within the body, while the specifics for each type of IP-CAN
are specified in Annexes. For one type of IP-CAN the corresponding clause in an Annex shall be understood to be a
realization of the TS main body. The Annexes are therefore not stand-alone specifications for an IP-CAN. Annexes may
specify additional restrictions to the specification body.
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1 Scope

The present document specifies the overall stage 2 level functionality for Policy and Charging Control that encompasses
the following high level functions for IP-CANs (e.g. GPRS, Fixed Broadband, EPC, etc.):

- Flow Based Charging for network usage, including charging control and online credit control, for service data
flows and application traffic;

- Policy control (e.g. gating control, QoS control, QoS signalling, etc.).

The present document specifies the Policy and Charging Control functionality for Evolved 3GPP Packet Switched
domain, including both 3GPP accesses GERAN/UTRAN/E-UTRAN and Non-3GPP accesses, according to
TS23.401[17] and TS 23.402 [18].

The present document specifies functionality for unicast bearers. Broadcast and multicast bearers, such asMBMS
contexts for GPRS, are out of scope of the present document.

NOTE: For E-UTRAN access, the usage of functionalities covered in this specification for features such as
MBMS, CloT and V2X isdescribed in TS 23.246 [6], TS 23.682 [42] and TS 23.285 [48], respectively.

2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TS 41.101: "Technical Specifications and Technical Reports for a GERAN-based 3GPP
system".

[2] Void.

[3] 3GPP TS 32.240: "Telecommunication management; Charging management; Charging
architecture and principles’.

[4] IETF RFC 4006: "Diameter Credit-Control Application”.

[5] 3GPP TS 23.207: "End-to-end Quality of Service (QoS) concept and architecture”.

[6] 3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional
description”.

[7] 3GPP TS 23.125: "Overall high level functionality and architecture impacts of flow based
charging; Stage 2".

[8] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[9] 3GPP TS 32.251: " Telecommunication management; Charging management; Packet Switched
(PS) domain charging"”.

[10] 3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting
packet based services and Packet Data Networks (PDN)".

[171] 3GPP TR 33.919: "3G Security; Generic Authentication Architecture (GAA); System description”.

[12] 3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".
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[13]
[14]
[15]

[16]
[17]

[18]
[19]

[20]

[21]
[22]

[31]
[32]
[33]

[344]

[34b]

[35]
[36]
[37]
[38]
[39]
[40]

Void.
3GPP TS 23.107: "Quality of Service (QoS) concept and architecture”.

"WiMAX End-to-End Network Systems Architecture”
(http://www.wimaxforum.org/technol ogy/documents).

3GPP TS 23.003: "Numbering, addressing and identification".

3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal
Terrestrial Radio Access Network (E-UTRAN) access'.

3GPP TS 23.402: " Architecture Enhancements for non-3GPP accesses'.

3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal
Terrestrial Radio Access Network (E-UTRAN); Overall description; Stage 2".

3GPP2 X.S0057-B v2.0: "E UTRAN - HRPD Connectivity and Interworking: Core Network
Aspects', July 2014.

3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency sessions'.

3GPP TS 29.213: "Policy and Charging Control signalling flows and QoS parameter mapping".
3GPP TS 23.261: "IP Flow Mobility and seamless WLAN offload; Stage 2".

3GPP TS 23.198: "Open Service Access (OSA); Stage 2".

3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows;
Stage 2".

3GPP TS 29.335: "User Data Convergence (UDC); User Data Repository Access Protocol over the
Ud interface; Stage 3".

3GPP TS 22.115: " Service aspects; Charging and billing"”.
3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2".
3GPP TS 23.139:"3GPP-Fixed Broadband Access Interworking".

Broadband Forum TR-203: "Interworking between Next Generation Fixed and 3GPP Wireless
Access' (work in progress).

Broadband Forum TR-134: "Policy Control Framework " (work in progress).
3GPP TS 25.467: "UTRAN architecture for 3G Home Node B (HNB); Stage 2".

Broadband Forum TR-291: "Nodal Requirements for Interworking between Next Generation
Fixed and 3GPP Wireless Access' (work in progress).

Broadband Forum TR-124 issue 2: "Functional Requirements for Broadband Residential Gateway
Devices".

Broadband Forum TR-124 issue 3: "Functional Requirements for Broadband Residential Gateway
Devices'.

Broadband Forum TR-101: "Migration to Ethernet-Based Broadband Aggregation”.
Broadband Forum TR-146: "Internet Protocol (1P) Sessions'.

Broadband Forum TR-300: "Nodal Requirements for Converged Policy Management".
3GPP TS 22.278: " Service reguirements for the Evolved Packet System (EPS)".

3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

Broadband Forum TR-092: "Broadband Remote Access Server (BRAS) Requirements
Document".
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[41] Broadband Forum TR-134: "Broadband Policy Control Framework (BPCF)".

[42] 3GPP TS 23.682: " Architecture enhancements to facilitate communications with packet data
networks and applications’.

[43] 3GPP TS 23.161: "Network-based I P flow mobility and Wireless Local Area Network (WLAN)
offload; Stage 2".

[44] 3GPP TS 23.303: "Proximity-based services (ProSe); Stage 2".

[45] 3GPP TS 26.114: "Multimedia telephony over 1P Multimedia Subsystem (IMS); Multimedia
telephony; media handling and interaction™.

[46] 3GPP TS 23.179: "Functional architecture and information flows to support mission-critical
communication service; Stage 2".

[47] IETF RFC 6066: "Transport Layer Security (TLS) Extensions. Extension Definitions”.

[48] 3GPP TS 23.285: " Architecture enhancements for V2X services'.

[49] 3GPP TS 22.011: "Service accessibility".

[50] 3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3".

[51] 3GPP TS 22.261: " Service requirements for the 5G system; Stagel".

[52] 3GPP TS 23.272: "Circuit Switched (CS) fallback in Evolved Packet System (EPS); Stage 2.

[53] 3GPP TS 26.238: "Uplink streaming”.

[54] 3GPP TR 26.939: " Guidelines on the Framework for Live Uplink Streaming (FLUS)".

[55] 3GPP TS 23.221: "3rd Generation Partnership Project; Technical Specification Group Services

and Systems Aspects; Architectural Requirements'.

3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [8] and the following apply. A
term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [8].

application detection filter: A logic used to detect packets generated by an application based on extended inspection of
these packets, e.g. header and/or payload information, as well as dynamics of packet flows. The logic is entirely internal
to aTDF or a PCEF enhanced with ADC, and is out of scope of this specification.

application identifier: Anidentifier referring to a specific application detection filter.

application service provider: A business entity responsible for the application that is being / will be used by a UE,
which may be either an AF operator or has an association with the AF operator.

ADC decision: A decision consists of referencesto ADC rules, associated enforcement actions (for dynamic ADC
rules) and TDF session attributes and is provided by the PCRF to the TDF for application detection and control.

ADC rule: A set of information enabling the detection of application traffic and associated enforcement actions. ADC
rules are directly provisioned into the TDF and referenced by the PCRF.

authorised QoS: The maximum QoS that is authorised for a service data flow. In case of an aggregation of multiple
service data flows within one IP-CAN bearer (e.g. for GPRS a PDP context), the combination of the "Authorised QoS'
information of the individual service data flowsisthe "Authorised QoS' for the IP-CAN bearer. It contains the QoS
classidentifier and the data rate.
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binding: The association between a service data flow and the IP-CAN bearer (for GPRS the PDP context) transporting
that service data flow.

binding mechanism: The method for creating, modifying and deleting bindings.

charging control: The process of associating packets, belonging to a service data flow, to a charging key and applying
online charging and/or offline charging, as appropriate.

charging key: information used by the online and offline charging system for rating purposes.

detected application traffic: An aggregate set of packet flows that are generated by a given application and detected
by an application detection filter.

dynamic ADC Rule: an ADC rule, for which the PCRF can provide and modify some parameters via the Sd reference
point.

dynamic PCC Rule: aPCC rule, for which the definition is provided to the PCEF via the Gx reference point.

event report: anotification, possibly containing additional information, of an event which occurs that corresponds with
an event trigger. Also, an event report is a report from the PCRF to the AF concerning transmission resources or
requesting additional information.

event trigger: arule specifying the event reporting behaviour of a PCEF or BBERF or TDF. Also, it isatrigger for
credit management events.

gating control: The process of blocking or allowing packets, belonging to a service data flow / detected application's
traffic, to pass through to the desired endpoint.

Gateway Control Session: An association between a BBERF and a PCRF (when GTP isnot used in the EPC), used for
transferring access specific parameters, BBERF events and QoS rules between PCRF and BBERF.

GBR bearer: AnIP-CAN bearer with reserved (guaranteed) bitrate resources.
GPRS IP-CAN: ThisIP-CAN incorporates GPRS over GERAN and UTRAN, see TS 23.060 [12].

IP-CAN bearer: An P transmission path of defined capacity, delay and bit error rate, etc. See TR 21.905 [8] for the
definition of bearer.

IP-CAN session: The association between a UE and an | P network. The association isidentified by one IPv4 and/or an
IPv6 prefix together with UE identity information, if available, and a PDN represented by a PDN ID (e.g. an APN). An
IP-CAN session incorporates one or more |P-CAN bearers. Support for multiple IP-CAN bearers per IP-CAN sessionis
IP-CAN specific. An IP-CAN session exists aslong as UE |P addresses/prefix are established and announced to the IP
network.

non-GBR bearer: AnIP-CAN bearer with no reserved (guaranteed) bitrate resources.

operator-controlled service: A service for which complete PCC rule information, including service data flow filter
information, is available in the PCRF through configuration and/or dynamic interaction with an AF.

packet flow: A specific user data flow from and/or to the UE.

Presence Reporting Area: An area defined within 3GPP Packet Domain for the purposes of reporting of UE presence
within that area due to policy control and/or charging reasons. There are two types of Presence Reporting Areas: "UE-

dedicated Presence Reporting Areas', and "Core Network pre-configured Presence Reporting Areas'. They are further
defined in TS 23.401 [17].

PCC decision: A decision consists of PCC rules and IP-CAN bearer attributes and is provided by the PCRF to the
PCEF for policy and charging control and, for PCEF enhanced with ADC, application detection and control.

PCC rule: A set of information enabling the detection of a service data flow and providing parameters for policy
control and/or charging control and, for PCEF enhanced with ADC, for application detection and control.

PCEF enhanced with ADC: PCEF, enhanced with application detection and control feature.

policy control: The process whereby the PCRF indicates to the PCEF how to control the IP-CAN bearer. Policy control
includes QoS control and/or gating control.
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predefined PCC Rule: aPCC rule that has been provisioned directly into the PCEF by the operator.
policy counter: A mechanism within the OCS to track spending applicable to a subscriber.
policy counter identifier: A reference to a policy counter in the OCS for a subscriber.

policy counter status: A label whose values are not standardized and that is associated with a policy counter's value
relative to the spending limit(s) (the number of possible policy counter status values for a policy counter is one greater
than the number of thresholds associated with that policy counter, i.e policy counter status values describe the status
around the thresholds). Thisis used to convey information relating to subscriber spending from OCS to PCRF. Specific
labels are configured jointly in OCS and PCRF.

Packet Flow Description (PFD): A set of information enabling the detection of application traffic provided by a 3rd
party service provider. A PFD isfurther defined in TS 23.682 [42].

QoS classidentifier (QCI): A scalar that is used as areference to a specific packet forwarding behaviour (e.g. packet
loss rate, packet delay budget) to be provided to a SDF. This may be implemented in the access network by the QCI
referencing node specific parameters that control packet forwarding treatment (e.g. scheduling weights, admission
thresholds, queue management thresholds, link layer protocol configuration, etc.), that have been pre-configured by the
operator at a specific node(s) (e.g. eNodeB).

QoSrule: A set of information enabling the detection of a service data flow and defining its associated QoS
parameters.

Monitoring key: information used by the PCEF, TDF and PCRF for usage monitoring control purposes as a reference
to agiven set of service data flows or application (s), that all share acommon allowed usage on aper UE and APN
basis.

RAN user plane congestion: RAN user plane congestion occurs when the demand for RAN resources exceeds the
available RAN capacity to deliver the user data for a prolonged period of time.

NOTE 1. Short-duration traffic burstsis anormal condition at any traffic load level, and is not considered to be
RAN user plane congestion. Likewise, a high-level of utilization of RAN resources (based on operator
configuration) is considered a normal mode of operation and might not be RAN user plane congestion.

Redirection: Redirect the detected service traffic to an application server (e.g. redirect to atop-up / service
provisioning page).

service data flow: An aggregate set of packet flows carried through the PCEF that matches a service data flow
template.

service data flow filter: A set of packet flow header parameter values/ranges used to identify one or more of the packet
flows. The possible service data flow filters are defined in clause 6.2.2.2.

service data flow filter identifier: A scalar that is unique for a specific service data flow (SDF) filter (used on Gx and
Gxx) within an IP-CAN session.

service data flow template: The set of service data flow filtersin a PCC Rule or an application identifier in a PCC rule
referring to an application detection filter, required for defining a service data flow.

service identifier: Anidentifier for a service. The service identifier provides the most detailed identification, specified
for flow based charging, of a service dataflow. A concrete instance of a service may be identified if additional AF
information is available (further details to be found in clause 6.3.1).

session based service: An end user service requiring application level signalling, which is separated from service
rendering.

spending limit: A spending limit is the usage limit of a policy counter (e.g. monetary, volume, duration) that a
subscriber is allowed to consume.

spending limit report: anotification, containing the current policy counter status generated from the OCS to the PCRF
viathe Sy reference point.

subscribed guaranteed bandwidth QoS: The per subscriber, authorized cumulative guaranteed bandwidth QoS which
is provided by the SPR/UDR to the PCRF.
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subscriber category: isameans to group the subscribersinto different classes, e.g. gold user, the silver user and the
bronze user.

(9)Gi-LAN: The network infrastructure connected to the 3GPP network over the SGi or Gi reference point that
provides various | P-based services.

(S)Gi-LAN service function: A function located in the (S)Gi-LAN that provides value-added 1P-based services e.g.
NAT, anti-malware, parental control, DDoS protection.

TDF session: An association between an IP-CAN session and the assigned TDF for the purpose of application detection
and control.

uplink bearer binding verification: The network enforcement of terminal compliance with the negotiated uplink
traffic mapping to bearers.

For the purposes of the present document, the following terms and definitions given in TS 23.401 [17] apply:
Narrowband-10T: See TS 23.401 [17].
WB-E-UTRAN: See TS 23.401 [17].

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [8] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
TR 21.905[8].

ADC Application Detection and Control

AF Application Function

AMBR Aggregated Maximum Bitrate

ARP Allocation and Retention Priority

ASP Application Service Provider

BBERF Bearer Binding and Event Reporting Function
BBF Bearer Binding Function

BBF AAA Broadband Forum AAA

BNG Broadband Network Gateway

BPCF Broadband Policy Control Function

BRAS Broadband Remote Access Server

CSG Closed Subscriber Group

CSGID Closed Subscriber Group Identity

DRA Diameter Routing Agent

E-UTRAN Evolved Universal Terrestrial Radio Access Network
H-PCEF A PCEF inthe HPLMN

H-PCRF A PCRFinthe HPLMN

HRPD High Rate Packet Data

HSGW HRPD Serving Gateway

IP-CAN IP Connectivity Access Network

MPS Multimedia Priority Service

NB-loT Narrowband |oT

NBIFOM Network-based | P flow mobility

NSWO Non-Seamless WLAN Offload

OAM Operation Administration and Maintenance
OFCS Offline Charging System

OCs Online Charging System

PCC Policy and Charging Control

PCEF Policy and Charging Enforcement Function
PCRF Policy and Charging Rules Function

PFDF Packet Flow Description Function

PRA Presence Reporting Area

QCl QoS Class Identifier

RAN Radio Access Network

RCAF RAN Congestion Awareness Function
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RLOS Restricted Local Operator Services
RUCI RAN User Plane Congestion Information
RG Residentia Gateway

SCEF Service Capability Exposure Function
VSRVCC video Single Radio Voice Call Continuity
SPR Subscription Profile Repository

TDF Traffic Detection Function

TSSF Traffic Steering Support Function

ubC User Data Convergence

UDR User Data Repository

V-PCEF A PCEF inthe VPLMN

V-PCRF A PCRFinthe VPLMN

WB-E-UTRAN Wide Band E-UTRAN

4 High level requirements

4.1 General requirements

It shall be possible for the PCC architecture to base decisions upon subscription information.

It shall be possible to apply policy and charging control to any kind of 3GPP IP-CAN and any non-3GPP accesses
connected via EPC complying with TS 23.402 [18]. Applicability of PCC to other IP-CANsis not restricted. However,
it shall be possible for the PCC architecture to base decisions upon the type of IP-CAN used (e.g. GPRS, etc.).

The policy and charging control shall be possible in the roaming and local breakout scenarios defined in TS 23.401 [17]
and TS 23.402 [18].

The PCC architecture shall discard packets that don't match any service data flow of the active PCC rules. It shall aso
be possible for the operator to define PCC rules, with wild-carded service data flow filters, to allow for the passage and
charging for packets that do not match any service data flow template of any other active PCC rules.

The PCC architecture shall allow the charging control to be applied on a per service data flow and on a per application
basis, independent of the policy control.

The PCC architecture shall have a binding method that allows the unique association between service data flows and
their IP-CAN bearer.

A single service data flow detection shall suffice for the purpose of both policy control and flow based charging.

A PCC rule may be predefined or dynamically provisioned at establishment and during the lifetime of an IP-CAN
session. The latter isreferred to as a dynamic PCC rule.

The number of real-time PCC interactions shall be minimized although not significantly increasing the overall system
reaction time. This requires optimized interfaces between the PCC nodes.

It shall be possible to take a PCC ruleinto service, and out of service, at a specific time of day, without any PCC
interaction at that point in time.

It shall be possible to take APN-related policy information into service, and out of service, once validity conditions
specified as part of the APN-related policy information are fulfilled or not fulfilled anymore, respectively, without any
PCC interaction at that point in time.

PCC shall be enabled on a per PDN basis (represented by an access point and the configured range of | P addresses) at
the PCEF. It shall be possible for the operator to configure the PCC architecture to perform charging control, policy
control or both for a PDN access.

PCC shall support roaming users.

The PCC architecture shall allow the resolution of conflicts which would otherwise cause a subscriber's Subscribed
Guaranteed Bandwidth QoS to be exceeded.
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The PCC architecture shall support topology hiding.

It should be possible to use PCC architecture for handling IM S-based emergency service and Restricted Local Operator
Services.

It shall be possible with the PCC architecture, in real-time, to monitor the overall amount of resourcesthat are
consumed by a user and to control usage independently from charging mechanisms, the so-called usage monitoring
control.

It shall be possible for the PCC architecture to provide application awareness even when there is no explicit service
level signalling.

The PCC architecture shall support making policy decisions based on subscriber spending limits.
The PCC architecture shall support making policy decisions based on RAN user plane congestion status.

The PCC architecture shall support making policy decisions for multi-access | P flow mobility solution described in
TS23.161[43].

The PCC architecture shall support making policy decisions for (S)Gi-LAN traffic steering.

4.2 Charging related requirements

421 General

In order to allow for charging control on service data flow, the information in the PCC rule identifies the service data
flow and specifies the parameters for charging control. The PCC rule information may depend on subscription data.

In order to allow for charging control on detected application traffic identified by ADC Rule for the TDF, the
information in the ADC rule contains the application identifier and specifies the parameters for charging control. The
ADC ruleinformation may depend on subscription data.

For the purpose of charging correlation between application level (e.g. IMS) and service data flow level, applicable
charging identifiers shall be passed along within the PCC architecture, if such identifiers are available.

For the purpose of charging correlation between service data flow level and application level (e.g. IMS) aswell ason-
line charging support at the application level, applicable charging identifiers and IP-CAN type identifiers shall be
passed from the PCRF to the AF, if such identifiers are available.

4.2.2 Charging models

The PCC charging shall support the following charging models both for charging performed by PCEF and charging
performed by TDF:

- Volume based charging;

- Time based charging;

- Volume and time based charging;

- Event based charging;

- No charging.

NOTE 1: The charging model - "No charging" implies that charging control is not applicable.

Shared revenue services shall be supported. In this case settlement for all parties shall be supported, including the third
parties that may have been involved providing the services.

NOTE 2: When developing a charging solution, the PCC charging models may be combined to form the solution.
How to achieve a specific solution is however not within the scope of thisTS.

NOTE 3: The Event based charging defined in this specification applies only to session based charging as defined
by the charging specifications.
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4.2.2a Charging requirements

The requirements in this clause apply to both PCC rules based charging and ADC rules based charging unless
exceptions are explicitly mentioned.

It shall be possible to apply different rates and charging models when a user isidentified to be roaming from when the
user isin the home network. Furthermore, it shall be possible to apply different rates and charging models based on the
location of a user, beyond the granularity of roaming.

It shall be possible to apply different rates and charging models when a user consuming network services viaa CSG cell
or ahybrid cell according to the user CSG information. User CSG information includes CSG ID, access mode and CSG
membership indication.

It shall be possible to apply a separate rate to a specific service, e.g. alow the user to download a certain volume of
data, reserved for the purpose of one service for free, and then continue with arate causing a charge.

It shall be possible to change the rate based on the time of day.

It shall be possible to enforce per-service identified by PCC Rule/per-application identified by ADC Rule usage limits
for aservice data flow using online charging on a per user basis (may apply to prepaid and post-paid users).

It shall be possible to apply different rates depending on the access used to carry a Service Data Flow. This applies also
to aPDN connection supporting NBIFOM.

It shall be possible for the online charging system to set and send the thresholds (time and/or volume based) for the
amount of remaining credit to the PCEF or TDF for monitoring. In case the PCEF or TDF detects that any of the time
based or volume based credit falls below the threshold, the PCEF or TDF shall send a request for credit re-authorization
to the OCS with the remaining credit (time and/or volume based).

It shall be possible for the charging system to select the applicable rate based on:
- home/visited IP-CAN;
- User CSG information;
- IP-CAN bearer characteristics (e.g. QoS);
- QoS provided for the service;
- timeof day;
- IP-CAN specific parameters according to Annex A.
IP-CAN bearer characteristics are not applicable to charging performed in TDF.

NOTE 1: The sameIP-CAN parameters related to access network/subscription/location information as reported for
service data flow based charging may need to be reported for the application based charging at the
beginning of the session and following any of the relevant re-authorization triggers.

The charging system maintains the tariff information, determining the rate based on the above input. Thus the rate may
change e.g. asaresult of IP-CAN session modification to change the bearer characteristics provided for a service data
flow.

The charging rate or charging model applicable to a service data flow/detected application traffic may change as aresult
of eventsin the service (e.g. insertion of a paid advertisement within a user requested media stream).

The charging model applicable to a service data flow/detected application traffic may change as aresult of events
identified by the OCS (e.g. after having spent a certain amount of time and/or volume, the user gets to use some
services for free).

The charging rate or charging model applicable to a service data flow/detected application traffic may change as a result
of having used the service data flow/detected application traffic for a certain amount of time and/or volume.

For online charging, it shall be possible to apply an online charging action upon PCEF or TDF events (e.g. re-
authorization upon QoS change).
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It shall be possible to apply an online charging action for detected application upon Application Start/Stop events.

It shall be possible to indicate to the PCEF or TDF that interactions with the charging systems are not required for a
PCC or ADC rule, i.e. to perform neither accounting nor credit control for the service data flow/detected application
traffic, and then no offline charging information is generated.

This specification supports charging and enforcement being done in either the PCEF or the TDF for a certain IP-CAN
session, but not both for the same IP-CAN session (appliesto all IP-CAN sessions belonging to the same APN).

NOTE 2: The above requirement is to ensure that there is no double charging in both TDF and PCEF or over
charging in case of packet discarded at PCEF or TDF.

4.2.3 Examples of Service Data Flow Charging

There are many different services that may be used within a network, including both user-user and user-network
services. Service data flows from these services may be identified and charged in many different ways. A number of
examples of configuring PCC rules for different service data flows are described below.

EXAMPLE 1: A network server provides an FTP service. The FTP server supports both the active (separate ports
for control and data) and passive modes of operation. A PCC rule is configured for the service data
flows associated with the FTP server for the user. The PCC rule uses afilter specification for the
uplink that identifies packets sent to port 20 or 21 of the IP address of the server, and the
origination information is wildcarded. In the downlink direction, the filter specification identifies
packets sent from port 20 or 21 of the IP address of the server.

EXAMPLE 2: A network server provides a"web" service. A PCC ruleis configured for the service data flows
associated with the HTTP server for the user. The PCC rule uses afilter specification for the
uplink that identifies packets sent to port 80 of the | P address of the server, and the origination
information is wildcarded. In the downlink direction, the filter specification identifies packets sent
from port 80 of the |P address of the server.

EXAMPLE 3: The same server provides a WAP service. The server has multiple IP addresses, and the IP address
of the WAP server is different from the | P address of the web server. The PCC rule uses the same
filter specification as for the web server, but with the | P addresses for the WAP server only.

EXAMPLE 4:  An operator offers a zero rating for network provided DNS service. A PCC ruleis established
setting all DNS traffic to/from the operators DNS servers as offline charged. The data flow filter
identifies the DNS port humber, and the source/destination address within the subnet range
allocated to the operators network nodes.

EXAMPLES5: An operator has a specific charging rate for user-user Vol P traffic over the IMS. A PCC ruleis
established for this service data flow. The filter information to identify the specific service data
flow for the user-user traffic is provided by the P-CSCF (AF).

EXAMPLE 6:  An operator isimplementing UI CC based authentication mechanisms for HTTP based services
utilizing the GAA Framework as defined in TR 33.919 [11] by e.g. using the Authentication

Proxy. The Authentication Proxy may appear as an AF and provide information to the PCRF for
the purpose of selecting an appropriate PCC Rule.

4.3 Policy control requirements

4.3.1 General

The policy control features comprise gating control and QoS control.

The concept of QoS class identifier and the associated bitrates specify the QoS information for service data flows and
bearers on the Gx and Gxx reference points.

4.3.2 Gating control

Gating control shall be applied by the PCEF on a per service dataflow basis.
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To enable the PCRF gating control decisions, the AF shall report session events (e.g. session termination, modification)
to the PCRF. For example, session termination, in gating control, may trigger the blocking of packets or "closing the
gate".

4.3.3 QoS control

4.3.3.1 QoS control at service data flow level
It shall be possible to apply QoS control on a per service data flow basisin the PCEF.

QoS control per service data flow allows the PCC architecture to provide the PCEF with the authorized QoS to be
enforced for each specific service data flow. Criteria such as the QoS subscription information may be used together
with policy rules such as, service-based, subscription-based, or predefined PCRF internal policiesto derive the

authorized QoS to be enforced for a service data flow.

It shall be possible to apply multiple PCC rules, without application provided information, using different authorised
QoS within asingle IP-CAN session and within the limits of the Subscribed QoS profile.

4.3.3.2 QoS control at IP-CAN bearer level

It shall be possible for the PCC architecture to support control of QoS reservation procedures (UE-initiated or network-
initiated) for IP-CANSs that support such procedures for its IP-CAN bearers in the PCEF or the BBERF, if applicable. It
shall be possible to determine the QoS to be applied in QoS reservation procedures (QoS control) based on the
authorised QoS of the service data flows that are applicable to the IP-CAN bearer and on criteria such as the QoS
subscription information, service based policies, and/or predefined PCRF internal policies. Details of QoS reservation
procedures are IP-CAN specific and therefore, the control of these procedures is described in Annex A and Annex D.

It shall be possible for the PCC architecture to support control of QoS for the packet traffic of IP-CANSs.

The PCC architecture shall be able to provide policy control in the presence of NAT devices. This may be accomplished
by providing appropriate address and port information to the PCRF.

The enforcement of the control for QoS reservation procedures for an IP-CAN bearer shall allow for adowngrading or
an upgrading of the requested QoS as part of a UE-initiated IP-CAN bearer establishment and modification. The PCC
architecture shall be able to provide a mechanism to initiate IP-CAN bearer establishment and modification (for
IP-CANSs that support such procedures for its bearers) as part of the QoS control.

The IP-CAN shall prevent cyclic QoS upgrade attempts due to failed QoS upgrades.
NOTE: These measures are |P-CAN specific.

The PCC architecture shall be able to handle IP-CAN bearers that require a guaranteed bitrate (GBR bearers) and
IP-CAN bearers for which there is no guaranteed bitrate (non-GBR bearers).

4.3.3.3 QoS Conflict Handling

It shall be possible for the PCC architecture to support conflict resolution in the PCRF when the authorized bandwidth
associated with multiple PCC rules exceeds the Subscribed Guaranteed bandwidth QoS.

4.3.3.4 QoS control at APN level

It shall be possible for the PCRF to authorize the APN-AMBR to be enforced by the PCEF as defined in
TS 23.401[17]. The APN-AMBR appliesto all IP-CAN sessions of a UE to the same APN and has separate values for
the uplink and downlink direction.

It shall be possible for the PCRF to provide the authorized APN-AMBR values unconditionally or conditionaly, i.e. per
IP-CAN type and/or RAT type.

It shall be possible for the PCRF to request a change of the unconditional or conditional authorized APN-AMBR
value(s) at a specific point in time.

The details are specified in clause 6.4b.
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4.3.4 Subscriber Spending Limits

It shall be possible to enforce policies based on subscriber spending limits as per TS 22.115 [27]. The OCS shall
maintain policy counter(s) to track spending for a subscription. These policy counters must be available in the OCS
prior to their use over the Sy interface.

NOTE 1: The mechanism for provisioning the policy countersin the OCSis out of scope of this document.

NOTE 2: A policy counter in the OCS can represent the spending for one or more services, one or more devices,
one or more subscribers, etc. The representation is operator dependent. There is no explicit relationship
between Charging-Key and policy counter.

The PCRF shall request information regarding the subscriber's spending from the OCS, to be used asinput for dynamic
policy decisions for the subscriber, using subscriptions to spending limit reports. The OCS shall make information
regarding the subscriber's spending available to the PCRF using spending limit reports.

4.4 Usage Monitoring Control

It shall be possible to apply usage monitoring for the accumulated usage of network resources on a per IP-CAN session
and user basis. This capability is required for enforcing dynamic policy decisions based on the total network usagein
real-time.

The PCRF that uses usage monitoring for making dynamic policy decisions shall set and send the applicable thresholds
to the PCEF or TDF for monitoring. The usage monitoring thresholds shall be based either on time, or on volume. The
PCRF may send both thresholds to the PCEF or TDF. The PCEF or TDF shall notify the PCRF when athreshold is
reached and report the accumulated usage since the last report for usage monitoring. If both time and volume thresholds
were provided to the PCEF or TDF, the accumul ated usage since last report shall be reported when either the time or the
volume thresholds are reached.

NOTE: There are reasons other than reaching a threshold that may cause the PCEF/TDF to report accumul ated
usage to the PCRF as defined in clauses 6.2.2.3 and 6.6.2.

The usage monitoring capability shall be possible for an individual or a group of service data flow(s), or for al traffic of
an IP-CAN session in the PCEF. When usage monitoring for all traffic of an IP-CAN session is enabled, it shall be
possible to exclude an individual SDF or a group of service data flow(s) from the usage monitoring for al traffic of this
IP-CAN session. It shall be possible to activate usage monitoring both to service data flows associated with predefined
PCC rules and dynamic PCC rules, including rules with deferred activation and/or deactivation times while those rules
are active.

The usage monitoring capability shall be possible for an individual or a group of detected application(s) traffic, or all
detected traffic belonging to a specific TDF session. When usage monitoring for al traffic of a TDF session is enabled,
it shall be possible to exclude an individual application or agroup of detected application(s) from the usage monitoring
for al traffic belonging to this TDF session if usage monitoring. It shall be possible to activate usage monitoring both to
predefined ADC rules and to dynamic ADC rules, including rules with deferred activation and/or deactivation times
while those rules are active.

If service data flow(s)/application(s) need to be excluded from IP-CAN/TDF session level usage monitoring and
IP-CAN /TDF session level usage monitoring is enabled, the PCRF shall be able to provide the an indication of
exclusion from session level monitoring associated with the respective PCC/ADC rule(s).

It shall be possible to apply different usage monitoring depending on the access used to carry a Service Data Flow. This
applies also to a PDN connection supporting NBIFOM. IP-CAN session level usage monitoring is not dependent on the
access used to carry a Service Data Flow.

4.5 Application Detection and Control

The application detection and control feature comprise the request to detect the specified application traffic, report to
the PCRF on the start or stop of application traffic and to apply the specified enforcement and charging actions.

The application detection and control shall be implemented either by the TDF or by the PCEF enhanced with ADC.
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Two models may be applied, depending on operator requirements:. solicited and unsolicited application reporting. The
unsolicited application reporting is only supported by the TDF.

Solicited application reporting: The PCRF shall instruct the TDF, or the PCEF enhanced with ADC, on which
applications to detect and whether to report start or stop event to the PCRF by activating the appropriate ADC/PCC
rulesin the TDF/PCEF enhanced with ADC. Reporting notifications of start and stop of application detection to the
PCRF may be muted, in addition, per specific ADC/PCC rule. The PCRF may, in adynamic ADC/PCC rule, instruct
the TDF or PCEF enhanced with ADC, what enforcement actions to apply to the detected application traffic. The PCRF
may activate application detection only if user profile configuration allows this.

Unsolicited application reporting: The TDF is pre-configured on which applications to detect and report. The PCRF
may enable enforcement in the PCEF based on the service data flow description provided to PCRF by the TDF. It is
assumed that user profile configuration indicating whether application detection and control can be enabled is not
required.

The report to the PCRF shall include the same information for solicited and unsolicited application reporting that is
whether the report is for start or stop, the detected application identifier and, if deducible, the service data flow
descriptions for the detected application traffic.

For the application types, where service data flow descriptions are deducible, the Start and Stop of the application may
be indicated multiple times, including the application instance identifier to inform the PCRF about the service data flow
descriptions belonging to that application instance. The application instance identifier is dynamically assigned by the
TDF or by the PCEF enhanced with ADC in order to allow correlation of application Start and Stop events to the
specific service data flow description.

NOTE 1: The reporting to the PCRF on the start or stop of application traffic is not depending on any enforcement
action of the ADC/PCC rule. Unless the PCRF muted the reporting for the ADC/PCC rule, every detected
start or stop event is reported even if the application traffic is discarded due to enforcement actions of the
ADC/PCCrule.

For the TDF operating in the solicited application reporting model:

- When the TDF cannot provide to the PCRF the service data flow description for the detected applications, the
TDF shall perform charging, gating, redirection and bandwidth limitation for the detected applications, as
defined in the ADC rule. The existing PCEF functionality remains unchanged.

NOTE 2: Redirection may not be possible for all types of detected application traffic (e.g. this may only be
performed on specific HTTP based flows).

- When the TDF provides to the PCRF the service data flow description, the PCRF may take control over the
actions resulting of application detection, by applying the charging and policy enforcement per service data flow
as defined in this document, or the TDF may perform charging, gating, redirection and bandwidth limitation as
described above. It isthe PCRF's responsibility to coordinate the PCC rules with ADC rulesin order to ensure
consistent service delivery.

Usage monitoring as described in clause 4.4 may be activated in conjunction with application detection and control. The
usage monitoring functionality is only applicable to the solicited application reporting model.

For TDF, ADC rule based charging is applicable. ADC rule based charging, as described in clause 4.2.2a, may be
activated in conjunction with application detection and control. The charging functionality is only applicable to the
solicited application reporting model.

In order to avoid charging for the same traffic in both the TDF and the PCEF, this specification supports charging and
enforcement implemented in either the PCEF or the TDF for a certain IP-CAN session, but not both for the same | P-
CAN session.

The ADC rules are used to determine the online and offline characteristics for charging. For offline charging, usage
reporting over the Gzn interface shall be used. For online charging, credit management and reporting over the Gyn
interface shall be used. The PCEF isin this case not used for charging and enforcement (based on active PCC rules and
APN-AMBR configuration), but shall still be performing bearer binding based on the active PCC rules. In order to
avoid having traffic that is charged in the TDF later discarded by the policing function in the PCEF, the assumption is
that no GBR bearers are required when TDF is the charging and policy enforcement point. In addition, the DL APN-
AMBR in PCEF shall be configured with such high valuesthat it does not result in discarded packets.
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NOTE 3: An example of applicability is IMS APN, which would require dynamic PCC rules, would be configured
such that PCEF based charging and enforcement is employed, but for regular internet access APN, the
network would be configured such that the TDF performs both charging and enforcement.

NOTE 4: An operator may also apply this solution with both PCEF and TDF performing enforcement and charging
for asingle IP-CAN session as long as the network is configured in such away that the traffic charged
and enforced in the PCEF does not overlap with the traffic charged and enforced by the TDF.

NOTE 5: The PCEF may still do enforcement actions on uplink traffic without impacting the accuracy of the
charging information produced by the TDF.

If only charging for a service data flow identified by a PCC Rule is required for the corresponding |P-CAN session, the
PCEF performs charging and policy enforcement for the IP-CAN session. The TDF may be used for application
detection and reporting of application start/stop and for enforcement actions on downlink traffic.

4.6 RAN user plane congestion detection, reporting and
mitigation
It shall be possible to transfer RAN user plane congestion information from the RAN to the Core Network in order to

mitigate the congestion by measures selected by the PCRF and applied by the PCEF/TDF/AF. The detailed description
of thisfunctionality can be found in TS 23.401 [17] and TS 23.060 [12].

4.7 Support for service capability exposure

It shall be possible to transfer information related to service capability exposure between the PCRF and the AF viaan
SCEF (see TS 23.682 [42)]).

4.8 Traffic Steering Control

Traffic Steering Control refers to the capability to activate/deactivate traffic steering policies from the PCRF in the
PCEF, the TDF or the TSSF for the purpose of steering the subscriber's traffic to appropriate operator or 3rd party
service functions (e.g. NAT, antimalware, parental control, DDoS protection) in the (S)Gi-LAN.

The traffic steering control is supported in non-roaming and home-routed scenarios only.

4.9 Management of Packet Flow Descriptions in the PCEF/TDF
using the PFDF

Management of Packet Flow Descriptions in the PCEF/TDF using the PFDF refers to the capability to create, update or
remove PFDsin the PFDF via the SCEF (as described in TS 23.682 [42]) and the distribution from the PFDF to the
PCEF or the TDF or both. This feature may be used when the PCEF or the TDF is configured to detect a particular
application provided by an ASP.

NOTE 1: A possible scenario for the management of PFDs in the PCEF/TDF is when an application, identified by
an application detection filter in the PCEF/TDF, deploys a new server or reconfiguration at the ASP
network occurs which impacts the application detection filters of that particular application.

NOTE 2: The management of application detection filters in the PCEF/TDF can still be performed by using
operation and mai ntenance procedures.

NOTE 3: Thisfeature aimsfor both: to enable accurate application detection at the PCEF and at the TDF and to
minimize storage requirements for the PCEF and the TDF.

The management of Packet Flow Descriptionsis supported in non-roaming and home-routed scenarios for those ASPs
that have a business relation with the home operator.
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5 Architecture model and reference points

5.1 Reference architecture

The PCC functionality is comprised by the functions of the Policy and Charging Enforcement Function (PCEF), the
Bearer Binding and Event Reporting Function (BBERF), the Policy and Charging Rules Function (PCRF), the
Application Function (AF), the Traffic Detection Function (TDF), the Traffic Steering Support Function (TSSF), the
Online Charging System (OCS), the Offline Charging System (OFCS) and the Subscription Profile Repository (SPR) or
the User Data Repository (UDR). UDR replaces SPR when the UDC architecture as defined in TS 23.335 [25] is
applied to store PCC related subscription data. In this deployment scenario Ud interface between PCRF and UDR is
used to access subscription datain the UDR.

NOTE 1: When UDC architecture is used, SPR and Sp, whenever mentioned in this document, can be replaced by
UDR and Ud.

The PCRF can receive RAN User Plane Congestion Information from the RAN Congestion Awareness Function
(RCAF).

The PCC architecture extends the architecture of an IP-CAN, where the Policy and Charging Enforcement Function isa
functional entity in the Gateway node implementing the IP access to the PDN. The allocation of the Bearer Binding and
Event Reporting Function is specific to each IP-CAN type and specified in the corresponding Annex.

The non-3GPP network relation to the PLMN is the same as defined in TS 23.402 [18].

Subscription Profile Sp RCAF
Repository | AE SCEF
(SPR) | Online Charging
System
Np +
Rx - Nt - (OCSs)
Nu] 1
Sy
Policy and Charging Rules Function
(PCRF)
PFDF
St 1~
1 G Gyn
I sef- | Tsse |[GW Ov O Y
BBERF
PCEF

TDF | Offline
| Gzn Charging

| Gz System

Gateway (OFCS)

Figure 5.1-1: Overall PCC logical architecture (non-roaming) when SPR is used
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User Data Ud RCAF
Repository | AE SCEF
(UDR) | Online Charging
System
Np {-
Rx4 Nt -+ (0CS)
Nuj 4
Sy
Policy and Charging Rules Function
(PCRF)
PFDF
St +—
1 G Gyn
I sef- | Tsse |[GW Ov O B
BBERF
PCEF

TDF | Offline
| Gzn Charging

| Gz System

Gateway (OFCS)

Figure 5.1-2: Overall PCC logical architecture (non-roaming) when UDR is used
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Figure 5.1-3: Overall PCC architecture (roaming with home routed access) when SPR is used
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Figure 5.1-4: Overall PCC architecture for roaming with PCEF in visited network (local breakout)

NOTE 2:

NOTE 3:

NOTE 4:

NOTE&:

NOTE 6:
NOTE 7:

NOTE 8:

when SPRis used

Similar figures for the roaming cases apply when UDR is used instead of SPR and Ud instead of Sp.
PCEF may be enhanced with application detection and control feature.

In general, Gy and Gyn don't apply for the same IP-CAN session, and Gz and Gzn also doesn't apply for
the same IP-CAN session. For the description of the case where simultaneous reports apply, please refer
to the clause 4.5).

RCAF aso supports Ng/Nq' interfaces for E-UTRAN and UTRAN as specified in TS 23.401 [17] and
TS 23.060 [12], respectively.

Use of TSSF in roaming scenarios isin thisrelease only specified for the home routed access case.

The SCEF acts as an AF (using Rx) in some service capability exposure use cases as described in
TS23.682 [42].

Gw and Gwn interface are not supported in roaming scenario with PCEF/TDF in visited network.
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5.2 Reference points

5.2.1 Rx reference point
The Rx reference point resides between the AF and the PCRF.
NOTE 1. The AF may be athird party application server.

This reference point enables transport of application level session information from AF to PCRF. Such information
includes, but is not limited to:

- IPfilter information to identify the service data flow for policy control and/or differentiated charging;
- Media/application bandwidth requirements for QoS control.
- Inaddition, for sponsored data connectivity:

- the sponsor'sidentification,

- optionaly, ausage threshold and whether the PCRF reports these events to the AF,

- information identifying the application service provider and application (e.g. SDFs, application identifier,
etc.).

The Rx reference point enables the AF subscription to notifications on IP-CAN bearer level events (e.g. signalling path
status of AF session) in the IP-CAN.

In order to mitigate RAN user plane congestion, the Rx reference point enables transport of the following information
from the PCRF to the AF:

- Re-try interval, which indicates when service delivery may be retried on Rx.
NOTE 2: Additionally, existing bandwidth limitation parameters on Rx interface during the Rx session
establishment are available in order to mitigate RAN user plane congestion.
5.2.2 Gx reference point
The Gx reference point resides between the PCEF and the PCRF.
The Gx reference point enables the PCRF to have dynamic control over the PCC behaviour at a PCEF.

The Gx reference point enables the signalling of PCC decision, which governs the PCC behaviour, and it supports the
following functions:

- Establishment of Gx session (corresponding to an IP-CAN session) by the PCEF;
- Request for PCC decision from the PCEF to the PCRF;

- Provision of IP flow mobility routing information from PCEF to PCRF; this applies only when IP flow mobility
asdefined in TS 23.261 [23] is supported;

- Provision of PCC decision from the PCRF to the PCEF;

- Reporting of the start and the stop of detected applications and transfer of service data flow descriptions and
application instance identifiers for detected applications from the PCEF to the PCRF;

- Reporting of the accumulated usage of network resources on a per IP-CAN session basis from the PCEF to the
PCRF;

- Delivery of IP-CAN session specific parameters from the PCEF to the PCRF or, if Gxx is deployed, from the
PCRF to the PCEF per corresponding request;

- Negotiation of IP-CAN bearer establishment mode (UE-only or UE/NW);

- Termination of Gx session (corresponding to an IP-CAN session) by the PCEF or the PCRF.
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NOTE: The PCRF decision to terminate a Gx session is based on operator policies. It should only occur in rare
situations (e.g. the removal of a UE subscription) to avoid service interruption due to the termination of
the IP-CAN session.

The information contained in a PCC rule is defined in clause 6.3.

5.2.3 Reference points to subscriber databases

5.23.1 Sp reference point
The Sp reference point lies between the SPR and the PCRF.

The Sp reference point allows the PCRF to request subscription information related to the IP-CAN transport level
policies from the SPR based on a subscriber ID, a PDN identifier and possible further IP-CAN session attributes, see
Annex A and Annex D. For example, the subscriber ID can be IMSI. The reference point allows the SPR to notify the
PCRF when the subscription information has been changed if the PCRF has requested such notifications. The SPR shall
stop sending the updated subscription information when a cancellation notification request has been received from the
PCRF.

NOTE: The details associated with the Sp reference point are not specified in this Release.

5.2.3.2 Ud reference point

The Ud reference point resides between the UDR and the PCRF, acting as an Application Frontend as defined in
TS 23.335[25]. It is used by the PCRF to access PCC related subscription data when stored in the UDR.

The details for this reference point are described in TS 23.335[25] and TS 29.335 [26].

5.2.4 Gy reference point

The Gy reference point resides between the OCS and the PCEF.

The Gy reference point allows online credit control for service data flow based charging. The functionalities required
across the Gy reference point are defined in TS 32.251 [9] and is based on RFC 4006 [4].

5.2.5 Gz reference point

The Gz reference point resides between the PCEF and the OFCS.

The Gz reference point enables transport of service data flow based offline charging information.

The Gz interface is specified in TS 32.240 [3].

5.2.6 S9 reference point
The S9 reference point resides between a PCRF in the HPLMN (H-PCRF) and a PCRF in the VPLMN (V-PCRF).

For roaming with a visited access (PCEF and, if applicable, BBERF in the visited network), the S9 reference point
enables the H-PCRF to (viathe V-PCRF):

- have dynamic PCC control, including the PCEF and, if applicable, BBERF, and, if applicable, TDF, in the
VPLMN;

- déeliver or receive IP-CAN-specific parameters from both the PCEF and, if applicable, BBERF, in the VPLMN;
- serve Rx authorizations and event subscriptions from an AF in the VPLMN;

- receive application identifier, service data flow descriptions, if available, application instance identifiers, if
available, and application detection start/stop event triggers report.

For roaming with a home routed access, the S9 enabl es the H-PCRF to provide dynamic QoS control policies from the
HPLMN, viaa V-PCRF, to aBBERF in the VPLMN.
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5.2.7 Gxx reference point

The Gxx reference point resides between the PCRF and the BBERF. This reference point corresponds to the Gxa and
Gxc, asdefined in TS 23.402 [18] and further detailed in the annexes.

The Gxx reference point enables a PCRF to have dynamic control over the BBERF behaviour.
The Gxx reference point enables the signalling of QoS control decisions and it supports the following functions:
- Establishment of Gxx session by BBERF;
Termination of Gxx session by BBERF or PCRF;
- Establishment of Gateway Control Session by the BBERF;
- Termination of Gateway Control Session by the BBERF or PCRF;
- Request for QoS decision from BBERF to PCRF;
- Provision of QoS decision from PCRF to BBERF;
- Delivery of IP-CAN-specific parameters from PCRF to BBERF or from BBERF to PCREF;
- Negotiation of IP-CAN bearer establishment mode (UE-only and UE/NW).

A QoS control decision consists of zero or more QoS rule(s) and IP-CAN attributes. The information contained in a
QoSruleisdefined in clause 6.5.

NOTE: The Gxx session serves as a channel for communication between the BBERF and the PCRF. A Gateway
Control Session utilizes the Gxx session and operates as defined in TS 23.402 [ 18], which includes both
the alternatives as defined by cases 2aand 2bin clause 7.1.

5.2.8 Sd reference point
The Sd reference point resides between the PCRF and the TDF.

The Sd reference point enables a PCRF to have dynamic control over the application detection and control behaviour at
aTDF.

The Sd reference point enables the signalling of ADC decision, which governsthe ADC behaviour, and it supports the
following functions:

1. Establishment of Sd session between the PCRF and the TDF;
2. Termination of Sd session between the PCRF and the TDF;

3. Provision of ADC decision from the PCRF for the purpose of application's traffic detection, enforcement and
charging at the TDF;

4. Request for ADC decision from the TDF to the PCRF;

5. Reporting of the start and the stop of a detected applications and transfer of service data flow descriptions and
application instance identifiers for detected applications from the TDF to the PCRF;

6. Reporting of the accumulated usage of network resources on a per TDF session basis from the TDF to the PCRF,;
7. Request and delivery of IP-CAN session specific parameters between the PCRF and the TDF.

While 1-7 are relevant for solicited application reporting; only 1, 2 and 5 are relevant for unsolicited application
reporting.

When Sd is used for traffic steering control only, then the following function is supported:

- Provision of ADC Rules from the PCRF for the purpose of application's traffic detection and traffic steering
control.
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The information contained in an ADC ruleis defined in clause 6.8.

5.2.9 Sy reference point
The Sy reference point resides between the PCRF and the OCS.

The Sy reference point enables transfer of policy counter status information relating to subscriber spending from OCS
to PCRF and supports the following functions:

- Request for reporting of policy counter status information from PCRF to OCS and subscribe to or unsubscribe
from spending limit reports (i.e. notifications of policy counter status changes).

- Report of policy counter status information upon a PCRF request from OCS to PCRF.

- Notification of spending limit reports from OCS to PCRF.

- Cancellation of spending limit reporting from PCRF to OCS.
Since the Sy reference point resides between the PCRF and OCS in the HPLMN, roaming with home routed or visited
access as well as non-roaming scenarios are supported in the same manner.
5.2.10 Gyn reference point
The Gyn reference point resides between the OCS and the TDF.
The Gyn reference point allows online credit control for charging in case of ADC rules based chargingin TDF. The
functionalities required across the Gyn reference point are defined in TS 32.251 [9] and is based on RFC 4006 [4].
5.2.11 Gzn reference point
The Gzn reference point resides between the TDF and the OFCS.
The Gzn reference point enables transport of offline charging information in case of ADC rule based charging in TDF.

The Gzn interfaceis specified in TS 32.240 [3].

5.2.12 Np reference point
The Np reference point resides between the RCAF and the PCRF.

The Np reference point enables transport of RAN User Plane Congestion Information (RUCI) sent from the RCAF to
the PCRF for all or selected subscribers, depending on the operator's congestion mitigation policy.

The Np reference point supports the following functions:
- Reporting of RUCI from the RCAF to the PCRF.
- Sending, updating and removal of the reporting restrictions from the PCRF to the RCAF as defined in
clause 6.1.15.2.
5.2.13 Nt reference point

The Nt reference point enables the negotiation between the SCEF and the PCRF about the recommended time
window(s) and the related conditions for future background data transfer. The SCEF is triggered by an SCS/AS (as
described in TS 23.682 [42]) which requests for this negotiation and provides necessary information to the SCEF. The
SCEF will forward the information received from the SCS/AS to the PCRF as well as the information received from the
PCRF to the SCS/AS.

Whenever the SCEF contacts the PCRF, the PCRF shall use the information provided by the SCS/AS via the SCEF to
determine the policies belonging to the application service provider (ASP).
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NOTE: Thisinteraction between the SCEF and the PCRF over the Nt reference point is not related to any |P-
CAN session.
5.2.14 St reference point
The St reference point resides between the TSSF and the PCRF-.
The St reference point enables the PCRF to provide traffic steering control information to the TSSF.
The St reference point supports the following functions:

- Provision, modification and removal of traffic steering control information from PCRF to the TSSF.

5.2.15 Nu reference point

The Nu reference point resides between the SCEF and the PFDF, and enables the 3rd party service provider to manage
PFDsin the PFDF as specified in TS 23.682 [42].

5.2.16 Gw reference point

The Gw reference point resides between the PFDF and the PCEF.

The Gw reference point enables transport of PFDs from the PFDF to the PCEF for a particular Application Identifier or
for aset of Application Identifiers.

The Gw reference point supports the following functions:
- Creation, updating and removal of individual or the whole set of PFDs from the PFDF to the PCEF.
- Confirmation of creation, updating and removel of PFDs from the PCEF to the PFDF.

NOTE: Theinteraction between the PCEF and the PFDF is not related to any IP-CAN session.

5.2.17 Gwn reference point
The Gwn reference point resides between the PFDF and the TDF.

The Gwn reference point enables transport of PFDs from the PFDF to the TDF for a particular Application Identifier or
for aset of Application Identifiers.

The Gwn reference point supports the following functions:
- Creation, updating and removal of individual or the whole set of PFDs from the PFDF to the TDF.
- Confirmation of creation, updating and removel of PFDs from the PCEF to the TDF.

NOTE: Theinteraction between the PCEF and the TDF is not related to any |P-CAN session.

6 Functional description

6.1 Overall description

6.1.0 General

The PCC architecture works on a service data flow level. The PCC architecture provides the functions for policy and
charging control as well as event reporting for service data flows.
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6.1.1 Binding mechanism

6.1.1.1 General

The binding mechanism is the procedure that associates a service data flow (defined in a PCC and QoS rrule, if
applicable, by means of the SDF template), to the IP-CAN bearer deemed to transport the service data flow. For service
data flows belonging to AF sessions, the binding mechanism shall also associate the AF session information with the
IP-CAN bearer that is selected to carry the service data flow.

NOTE 1: The relation between AF sessions and rules depends only on the operator configuration. An AF session
can be covered by one or more PCC and QoS rules, if applicable (e.g. one rule per media component of
an IMS session). Alternatively, arule could comprise multiple AF sessions.

NOTE 2: The PCRF may authorize dynamic PCC rules for service data flows without a corresponding AF session.
Such PCC rules may be statically configured at the PCRF or dynamically filled with the UE provided
traffic mapping information.

NOTE 3: For PCC rules with application identifier, and for certain IP-CAN types, up-link traffic may be received
on other/additional IP-CAN bearers than the one determined by the binding mechanism (further details
provided in clause 6.2.2.2 and the IP-CAN specific annexes).

The binding mechanism creates bindings. The algorithm, employed by the binding mechanism, may contain elements
specific for the kind of IP-CAN.

The binding mechanism includes three steps:
1. Session binding.
2 PCC rule authorization and QoS rule generation, if applicable.

3. Bearer binding.

6.1.1.2 Session binding

Session binding is the association of the AF session information to one and only one IP-CAN session.

The PCRF shall perform the session binding, which shall take the following IP-CAN parameters into account:
a) The UE IPv4 address and/or IPv6 network prefix;
b) The UE identity (of the same kind), if present.

NOTE 1: In casethe UE identity in the IP-CAN and the application level identity for the user are of different kinds,
the PCRF needs to maintain, or have access to, the mapping between the identities. Such mapping is not
subject to specification within this TS.

¢) Theinformation about the packet data network (PDN) the user is accessing, if present.

For an IP-CAN session to the dedicated APN for UE-to-Network Relay connectivity (as defined in TS 23.303 [44]) and
using I Pv6 prefix delegation (i.e. the assigned 1Pv6 network prefix is shorter than 64) the PCRF shall perform session
binding based on the IPv6 network prefix only. A successful session binding occurs whenever alonger prefix received
from an AF matches the prefix value of the IP-CAN session. PCRF shall not use the UE identity for session binding for
this IP-CAN session.

NOTE 2: For UE-to-Network Relay connectivity, the UE identity that the PCEF has provided (i.e. UE-to-Network
Relay UE Identity) and a UE identity provided by the AF (i.e. Remote UE Identity) can be different,
while the binding with the IP-CAN session is valid.

NOTE 3: Inthis Release of the specification the support for policy control of Remote UEs behind a ProSe UE-
Network Relay using IPv4 is not available.

The PCRF shall identify the PCC rules affected by the AF session information, including new rules to be installed and
existing rules to be modified or removed.
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6.1.1.3 PCC rule authorization and QoS rule generation
PCC Rule authorization is the selection of the QoS parameters (QCI, ARP, GBR, MBR, etc.) for the PCC rules.

The PCRF shall perform the PCC rule authorization for complete dynamic PCC rules belonging to AF sessions that
have been selected in step 1, as described in clause 6.1.1.2, as well as for PCC rules without corresponding AF sessions.
Based on AF instructions (as described in clause 6.1.5) dynamic PCC rules can be authorized even if they are not
complete (e.g. due to missing service information regarding QoS or traffic filter parameters).

The PCC rule authorization depends on the IP-CAN bearer establishment mode of the IP-CAN session and the mode
(UE or NW) of the PCC rule:

- In UE/NW bearer establishment mode, the PCRF shall perform the authorization for all PCC rulesthat are to be
handled in NW mode.

- In UE/NW bearer establishment mode, for PCC rules that are to be handled in UE mode or when in UE-only
bearer establishment mode, the PCRF shall first identify the PCC rules that correspond to a UE resource request
and authorize only these.

The PCRF shall compare the traffic mapping information of the UE resource request with the service data flow
filter information of the services that are allowed for the user. Each part of the traffic mapping information shall
be evaluated separately in the order of their related precedence. Any matching service data flow filter leads to an
authorization of the corresponding PCC rule for the UE resource request unless the PCC rule is already
authorized for a more specific traffic mapping information or the PCC rule cannot be authorized for the QCI that
isrelated to the UE resource request (the details are described in the next paragraph). Since a PCC rule can
contain multiple service data flow filtersit shall be ensured by the PCRF that a service dataflow isonly
authorized for a single UE resource request.

NOTE 1: For example, a PCC rule containing multiple service data flow filters that match traffic mapping
information of different UE resource requests could be segmented by the PCRF according to the different
matching traffic mapping information. Afterwards, the PCRF can authorize the different PCC rules
individually.

The PCRF knows whether a PCC rule can be authorized for asingle QCI only or a set of QCls (based on SPR
information or local configuration). If the processing of the traffic mapping information would lead to an
authorization of a PCC rule, the PCRF shall also check whether the PCC rule can be authorized for the QCI that
isrelated to the UE resource request containing the traffic mapping information. 1f the PCC rule cannot be
authorized for this QCI, the PCRF shall reject the traffic mapping information unless otherwise stated in an
access-specific Annex.

If there is any traffic mapping information not matching to any service data flow filter known to the PCRF and
the UE is allowed to request for enhanced QoS for traffic not belonging to operator-controlled services, the
PCRF shall authorize this traffic mapping information by adding the respective service data flow filter to a new
or existing PCC. If the PCRF received an SDF filter identifier together with this traffic mapping information, the
PCRF shall modify the existing PCC ruleif the PCC ruleis authorized for a GBR QCI.

NOTE 2: If the PCC ruleis authorized for anon-GBR QCI, the PCRF may either create a new PCC rule or modify
the existing PCC rule.

The PCC rule that needs to be modified can be identified by the service data flow filter the SDF filter identifier
refersto. The requested QoS shall be checked against the subscription limitations for traffic not belonging to
operator-controlled services.

If the PCRF needs to perform the authorization based on incomplete service information and thus cannot
associate a PCC rule with asingle IP-CAN bearer, then the PCRF shall generate for the affected service data
flow an individual PCC rule per IP-CAN bearer that could carry that service data flow. Once the PCRF receives
the complete service information, the PCC rule on the IP-CAN bearer with the matching traffic mapping
information shall be updated according to the service information. Any other PCC rule(s) previously generated
for the same service data flow shall be removed by the PCRF.

NOTE 3: Thisisrequired to enable the successful activation or modification of IP-CAN bearers before knowing the
intended use of the IP-CAN bearersto carry the service data flow(s).
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For an IP-CAN, where the PCRF gains no information about the uplink IP flows (i.e. the UE provided traffic
mapping information contains no information about the uplink 1P flows), the binding mechanism shall assume
that, for bi-directional service data flows, both downlink and uplink packets travel on the same IP-CAN bearer.

Whenever the service data flow template or the UE provided traffic mapping information change, the existing
authorizations shall be re-evaluated, i.e. the authorization procedure specified in this clause, is performed. The
re-evaluation may, for a service data flow, require a new authorization for a different UE provided mapping
information.

Based on PCRF configuration or AF instructions (as described in clause 6.1.5) dynamic PCC rules may have to
be first authorized for the default QCl/default bearer (i.e. bearer without UE provided traffic mapping
information) until a corresponding UE resource request occurs.

NOTE 4: Thisisrequired to enable services that start before dedicated resources are allocated.

A PCC rulefor a service data flow that is a candidate for vSRVCC according to TS 23.216 [28] shall have the PSto CS
session continuity indicator set.

For the authorization of a PCC rule the PCRF shall take into account the IP-CAN specific restrictions and other
information available to the PCRF. Each PCC rule receives a set of QoS parameters that can be supported by the
IP-CAN. The authorization of a PCC rule associated with an emergency service and Restricted Local Operator Services
shall be supported without subscription information (e.g. information stored in the SPR). The PCRF shall apply policies
configured for the emergency service and Restricted Local Operator Services.

When both a Gx and associated Gxx interface(s) exist for an IP-CAN session, the PCRF shall generate QoS rules for all
the authorized PCC rules in this step. The PCRF shall ensure consistency between the QoS rules and PCC rules
authorized for the same service data flow when QoS rules are derived from corresponding PCC rules.

When flow mobility applies for the IP-CAN Session, one IP-CAN session may be associated to multiple Gateway
Control Sessions with separate BBRFs. In this case, the PCRF shall provision QoS rules only to the appropriate BBERF
based on IP flow mobility routing rules received from the PCEF.

6.1.1.4 Bearer Binding

Bearer binding is the association of the PCC rule and the QoS rule (if applicable) to an IP-CAN bearer within that
IP-CAN session. This function resides in the Bearer Binding Function (BBF).

The Bearer Binding Function is located either at the BBERF or at the PCEF, depending on the architecture (see
clause 5.1). The BBF islocated at the PCEF if GTP is used as the mobility protocol towards the PCEF; otherwise, the
BBF islocated at the BBERF-.

The Bearer Binding Function may also be located in the PCRF as specified in Annex A and Annex D (e.g. for GPRS
running UE only IP-CAN bearer establishment mode).

NOTE 1: For an IP-CAN, limited to asingle IP-CAN bearer per IP-CAN session, the bearer isimplicit, so finding
the IP-CAN session is sufficient for successful binding.

For an IP-CAN which allows for multiple IP-CAN bearers for each IP-CAN session, the binding mechanism shall use
the QoS parameters of the existing IP-CAN bearers to create the bearer binding for arule, in addition to the PCC rule
and the QoS rule (if applicable) authorized in the previous step.

The set of QoS parameters assigned in step 2, as described in clause 6.1.1.3, to the service data flow is the main input
for bearer binding. The BBF should not use the same bearer for rules with different settings for the PS to CS session
continuity indicator.

NOTE 2: When NBIFOM applies for the IP-CAN session, additional information has to be taken into account as
described in clause 6.1.18.1.

The BBF shall evaluate whether it is possible to use one of the existing |P-CAN bearers or not and whether initiate
IP-CAN bearer modification if applicable. If none of the existing bearers are possible to use, the BBF should initiate the
establishment of a suitable IP-CAN bearer. The binding is created between service data flow(s) and the IP-CAN bearer
which have the same QoS class identifier and ARP.

NOTE 3: The handling of arule with MBR>GBR is up to operator policy (e.g. an independent |P-CAN bearer may
be maintained for that SDF to prevent unfairness between competing SDFS).
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Requirements, specific for each type of IP-CAN, are defined in the IP-CAN specific Annex.

Whenever the QoS authorization of a PCC/QoS rule changes, the existing bindings shall be re-evaluated, i.e. the bearer
binding procedures specified in this clause, is performed. The re-evaluation may, for a service data flow, require anew
binding with another IP-CAN bearer. The BBF should, if the PCRF requests the same change to the ARP/QCI value for
al PCC/QoS Rules with the bearer binding to the same bearer, modify the bearer ARP/QCI value as requested.

NOTE 4: A QoS change of the default EPS bearer causes the bearer binding for PCC/QoS rules previously bound
to the default EPS bearer to be re-evaluated. At the end of the re-evaluation of the PCC/QoS rules of the
IP-CAN session, there needs to be at least one PCC rule that successfully binds with the default bearer.

6.1.2 Reporting

Reporting refers to the differentiated IP-CAN resource usage information (measured at the PCEF/TDF) being reported
to the online or offline charging functions.

NOTE 1: Reporting usage information to the online charging function is distinct from credit management. Hence
multiple PCC/ADC rules may share the same charging key for which one credit is assigned whereas
reporting may be at higher granularity if serviced identifier level reporting is used.

The PCEF/TDF shall report usage information for online and offline charging.
The PCEF/TDF shall report usage information for each charging key val ue.

For service data flow charging, for the case of sponsored data connectivity, the reports for offline charging shall report
usage for each charging key, Sponsor Identity and Application Service Provider Identity combination if Sponsor
Identity and Application Service Provider Identifier have been provided in the PCC rules.

NOTE 2: Usage reports for online charging that include Sponsor Identity and Application Service Provider Identity
is not within scope of the specification in this release. Online charging for sponsored data connectivity
can be based on charging key as described in Annex N.

The PCEF shall report usage information for each charging key/service identifier combination if service identifier level
reporting is requested in the PCC/ADC rule.

NOTE 3: For reporting purposes when charging is performed by the PCEF:

a) the charging key value identifies a service data flow if the charging key value is unique for that
particular service data flow, and

b) if the service identifier level reporting is present then the service identifier value of the PCC rule
together with the charging key identify the service data flow.

The TDF shall report usage information for each charging key/service identifier combination if service identifier level
reporting is requested in the ADC rule.

NOTE 4: For reporting purposesin case charging is performed by the TDF &) the charging key value identifies an
application if the charging key value is unique for that application identified by ADC Rule and b) if the
service identifier level reporting is present then the service identifier value of the ADC rule together with
the charging key identify the application

NOTE 5: If operator applies this solution with both PCEF and TDF performing enforcement and charging for a
single IP-CAN session, the PCRF is recommended to use a different charging keys provided to the PCEF
and to the TDF.

For the case where the BBF locates in the PCEF, charging information shall be reported based on the result from the
service data flow detection and measurement on a per IP-CAN bearer basis.

For the case where the BBF is not located in the PCEF, charging information shall be reported based on the result from
the service data flow detection and measurement, separately per QCl and ARP combination (used by any of the active
PCC rules). In case 2a defined in clause 7.1, charging ID is provided to the BBERF viathe PCRF if charging
correlation is needed.

A report may contain multiple containers, each container associated with a charging key, charging key and Sponsor
Identity (in case of sponsored connectivity) or charging key/service identifier.
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6.1.3 Credit management

The credit management applies for online charging only and shall operate on a per charging key basis. The PCEF
should initiate one credit management session with the OCS for each IP-CAN Session subject to online charging, unless
specified otherwise in an IP-CAN specific annex. Alternatively, the PCEF may initiate one credit management session
for each IP-CAN bearer as defined in the applicable annex. The TDF should initiate one credit management session
with the OCS for each TDF Session subject to online charging.

NOTE 1: Independent credit control for anindividual service/application may be achieved by assigning a unique
charging key value in the corresponding PCC/ADC rule.

The PCEF/TDF shall request a credit for each charging key occurring in a PCC/ADC rule. It shall be up to operator
configuration whether the PCEF/TDF shall request credit in conjunction with the PCC/ADC rule being activated or
when the first packet corresponding to the service/the application is detected. The OCS may either grant or deny the
request for credit. The OCS shall strictly control the rating decisions.

NOTE 2: Theterm 'credit' as used here does not imply actual monetary credit, but an abstract measure of resources
available to the user. The relationship between this abstract measure, actual money, and actual network
resources or data transfer, is controlled by the OCS.

During IP-CAN session establishment and modification, the PCEF shall request credit using the information after
applying policy enforcement action (e.g. upgraded or downgraded QoS information), if applicable, even though the
PCEF has not signalled it yet in the IP-CAN.

It shall be possible for the OCS to form a credit pool for multiple (one or more) charging keys, applied at the
PCEF/TDF, e.g. with the objective of avoiding credit fragmentation. Multiple pools of credit shall be allowed per
IP-CAN bearer/TDF session. The OCS shall control the credit pooling decisions. The OCS shall, when credit
authorization is sought, either grant a new pool of credit, together with a new credit limit, or give areference to a pool
of credit that is aready granted for that IP-CAN bearer/TDF session. The grouping of charging keys into pools shall not
restrict the ability of the OCS to do credit authorisation and provide termination action individually for each charging
key of the poal. It shall be possible for the OCS to group service data flows/applications charged at different ratesor in
different units (e.g. time/volume/event) into the same pool.

For each charging key, the PCEF/TDF may receive credit re-authorisation trigger information from the OCS, which
shall cause the PCEF/TDF to perform a credit re-authorisation when the event occurs. If there are events which can not
be monitored in the PCEF/TDF, the PCEF/TDF shall provide the information about the required event triggersto the
PCRF. If information about required event triggersis provided to the PCRF, it is an implementation option whether a
successful confirmation is required from the PCRF in order for the PCEF/TDF to consider the credit (re-)authorization
procedure to be successful. The credit re-authorisation trigger detection shall cause the PCEF/TDF to request re-
authorisation of the credit in the OCS. It shall be possible for the OCS to instruct the PCEF/TDF to seek re-
authorisation of credit in case of the eventslisted in table 6.1.
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Table 6.1: Credit re-authorization triggers

Credit re-authorization Description Applicable for
trigger
Credit authorisation The OCS has limited the validity of the credit to expire at a PCEF, TDF
lifetime expiry certain time.
Idle timeout The service data flow identified by a PCC Rules or the PCEF, TDF
application identified by an ADC Rule has been empty for a
certain time.
PLMN change The UE has moved to another operators' domain. PCEF, TDF
QoS changes The QoS of the IP-CAN bearer has changed. PCEF
Change in type of IP-CAN | The type of the IP-CAN has changed. PCEF, TDF
Location change (serving | The serving cell of the UE has changed. PCEF, TDF
cell)
Location change (serving | The serving area of the UE has changed. PCEF, TDF
area) (see note 2)
Location change (serving The serving core network node of the UE has changed. PCEF, TDF
CN node) (see note 3)
Change of UE presence in | The UE has entered or left a Presence Reporting Area PCEF, TDF
Presence Reporting Area
(see note 4)

NOTE 1: This list is not exhaustive. Events specific for each IP-CAN are specified in Annex A, and the protocol
description may support additional events.

NOTE 2: A change in the serving area may also result in a change in the serving cell, and possibly a change in the
serving CN node.

NOTE 3: A change in the serving CN node may also result in a change in the serving cell, and possibly a change in
the serving area.

NOTE 4: The Presence Reporting Area(s) is provided by the OCS to the PCEF/TDF. The maximum number of
PRA(s) per UE per PDN connection is configured in the OCS. The OCS may have independent
configuration of the maximum number for Core Network pre-configured PRAs and UE-dedicated PRAs. The
exact number(s) should be determined by operator in deployment.

If the Location change trigger is armed, the PCEF shall activate the relevant IP-CAN specific procedure which reports
any changesin location to the level indicated by the trigger. If credit-authorization triggers and event triggers require
different levels of reporting of location change for asingle UE, the location to be reported should be changed to the
highest level of detail required. However, there should be no request being triggered for credit re-authorization to the
OCSiif the report received is more detailed than requested by the OCS.

NOTE 1: The access network may be configured to report location changes only when transmission resources are
established in the radio access network.

The OCS determines at credit management session establishment/modification, based on local configuration, if the UE
islocated in an access type that supports reporting changes of UE presence in Presence Reporting Area. If the access
type supportsit, the OCS may subscribe to Change of UE presence in Presence Reporting Area at any time during the
life time of the credit management session.

NOTE 2: If Presence Reporting Areareporting is not supported, the OCS may instead activate Location change
reporting at cell and/or serving arealevel but due to the potential increasein signalling load, it is
recommended that such reporting is only applied for alimited number of subscribers.

When activating reporting for change of UE presence in Presence Reporting Area, the OCS provides al of the PRA
Identifier(s) to be activated for Core Network pre-configured Presence Reporting Area(s) and additionally all of PRA
Identifier(s) and the list(s) of its elements for UE- dedicated Presence Reporting Area(s). (See Table 6.4 in clause 6.4
for details of the PRA Identifier(s) and the list(s) of elements comprising each Presence Reporting Area). If OCSis
configured with a PRA identifier referring to the list of PRA Identifier(s) within a Set of Core Network predefined
Presence Reporting Areas as defined in TS 23.401 [17], it activates the reporting of UE entering/leaving the individual
PRA in the Set of Core Network predefined Presence Reporting Areas without providing the complete set of individual
PRAS.

The OCS may change (activate/modify/remove) the Presence Reporting Area(s) to be reported by providing the updated
PRA ldentifier(s) to PCEF. For UE dedicated PRAS, the OCS may also change the list(s) of Presence Reporting Area
elements related to the PRA Identifier(s).

The OCS may unsubscribe to Change of UE presence in Presence Reporting Area at any time during the life time of the
credit management session.
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The OCS may be notified during the life time of a credit management session that the UE islocated in an access type
where local OCS configuration indicates that reporting changes of UE presence in Presence Reporting Areais not
supported. If so, the OCS unsubscribes to Change of UE presence in Presence Reporting Area, if previoudly activated.

Some of the re-authorization triggers are related to IP-CAN bearer modifications. IP-CAN bearer modifications, which
do not match any credit re-authorization trigger (received from the OCS for the bearer) shall not cause any credit re-
authorization interaction with the OCS.

If the PCRF set the Out of credit event trigger (see clause 6.1.4), the PCEF/TDF shall inform the PCRF about the
PCC/ADC rules for which credit is no longer available together with the applied termination action.

6.1.4 Event Triggers

The Event Reporting Function (ERF) performs event trigger detection. When an event matching the event trigger
occurs, the ERF shall report the occurred event to the PCRF. The Event Reporting Function is located either at the
PCEF or, at the BBERF (if applicable) or, at the TDF for solicited application reporting (if applicable).

The event triggers define the conditions when the ERF shall interact again with PCRF after an IP-CAN session
establishment. The event triggers that are required in procedures shall be unconditionally reported from the ERF, while
the PCRF may subscribe to the remaining events. Whether an event trigger requires a subscription by the PCRF is
indicated in column 4 in table 6.2 below.

The PCRF subscribes to new event triggers or remove armed event triggers unsolicited at any time or upon receiving a
request from the AF, an event report or rule request from the ERF (PCEF or BBERF or TDF) using the Provision of
PCC Rules procedure or the Provision of QoS Rules procedure (if applicable) or the Provision of ADC Rules procedure
(if applicable). If the provided event triggers are associated with certain parameter values then the ERF shall include
those values in the response back to the PCRF. Event triggers are associated with al rules at the ERF of an IP-CAN
session (ERF islocated at PCEF) or Gateway Control session (ERF islocated at BBERF) or with Traffic Detection
session (ERF islocated in TDF). Event triggers determine when the ERF shall signal to the PCRF that an IP-CAN
bearer has been modified. It shall be possible for the ERF to react on the event triggers listed in table 6.2.
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Table 6.2: Event triggers
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Event trigger Description Reported from Condition for
reporting
PLMN change The UE has moved to another operators' domain. PCEF PCRF
QoS change The QoS of the IP-CAN bearer has changed (note 3). | PCEF, BBERF PCRF
QoS change The QoS of the IP-CAN bearer has changed and PCEF PCRF
exceeding exceeds the authorized QoS (note 3).
authorization
Traffic mapping The traffic mapping information of the IP-CAN bearer | PCEF Always set
information change has changed (note 3).
Resource modification | A request for resource modification has been received | PCEF, BBERF Always set
request by the BBERF/PCEF (nhote 6).
Routing information The IP flow mobility routing information has changed PCEF Always set
change (when IP flow mobility as specified in TS 23.261 [23] (note 15)
applies) or the PCEF has received Routing Rules
from the UE (when NBIFOM as specified in
TS 23.161 [43] applies) (note 11) (note 16).
Change in type of The access type of the IP-CAN bearer has changed. PCEF PCRF
IP-CAN (see note 1)
Loss/recovery of The IP-CAN transmission resources are no longer PCEF, BBERF PCRF
transmission usable/again usable.
resources
Location change The serving cell of the UE has changed. PCEF, BBERF PCRF
(serving cell) (see
note 10)
Location change The serving area of the UE has changed. PCEF, BBERF PCRF
(serving area)
(see notes 4 and 10)
Location change The serving core network node of the UE has PCEF, BBERF PCRF
(serving CN node) changed.
(see notes 5 and 10)
Change of UE The UE is entering/leaving a Presence Reporting PCEF, BBERF PCRF
presence in Presence | Area
Reporting Area (see
note 17)
Out of credit Credit is no longer available. PCEF, TDF PCRF
Enforced PCC rule PCEF is performing a PCC rules request as instructed | PCEF PCRF
request by the PCRF.
Enforced ADC rule TDF is performing an ADC rules request as instructed | TDF PCRF
request by the PCRF.
UE IP address change | A UE IP address has been allocated/released PCEF Always set
(see note 9)
Access Network Access Network Charging Correlation Information has | PCEF PCRF
Charging Correlation been assigned.
Information
Usage report The IP-CAN session or the Monitoring key specific PCEF, TDF PCRF
(see note 7) resources consumed by a UE either reached the
threshold or needs to be reported for other reasons.
Start of application The start or the stop of application traffic has been PCEF, TDF PCRF
traffic detection and detected.
Stop of application
traffic detection (see
note 8)
SRVCC CSto PS A CS to PS handover has been detected PCEF PCRF
handover
Access Network Access information as specified in the Access PCEF, BBERF PCRF
Information report Network Information Reporting part of a PCC rule.
Credit management Transient/Permanent Failure as specified by the OCS | PCEF, TDF PCRF for
session failure PCEF,
Always set for
TDF
Addition / removal of The PCEF reports when an access is added or PCEF Always set
an access to an IP- removed
CAN session (note 11)
Change of usability of | The PCEF reports that an access becomes unusable | PCEF Always set
an access (note 11) or usable again (note 14)
UE resumed from The PCEF reports to the PCRF when it detects that PCEF PCRF
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NOTE 1: This list is not exhaustive. Events specific for each IP-CAN are specified in clause A.

NOTE 2: A change in the type of IP-CAN may also result in a change in the PLMN.

NOTE 3: Available only when the bearer binding mechanism is allocated to the PCRF.

NOTE 4: A change in the serving area may also result in a change in the serving cell, and a change in the serving
CN node.

NOTE 5: A change in the serving CN node may also result in a change in the serving cell, and possibly a change in
the serving area.

NOTE 6: Available only when the IP-CAN supports corresponding procedures for bearer independent resource
requests.

NOTE 7: Usage is defined as either volume or time of user plane traffic.

NOTE 8: The start and stop of application traffic detection are separate event triggers, but received under the same
subscription from the PCRF. For unsolicited application reporting, these event triggers are always set for
the TDF.

NOTE 9: If TDF for solicited application reporting is applicable, upon receiving this event report from PCEF, PCRF
always updates the TDF.

NOTE 10: Due to the potential increase in signalling load, it is recommended that such event trigger subscription is
only applied for a limited number of subscribers.

NOTE 11: Used when NBIFOM is supported by the IP-CAN session. Refer to clause 6.1.18 for the description of
NBIFOM impacts to PCC. NBIFOM Routing Rules are defined in clause 6.12.

NOTE 12: Void.

NOTE 13: Void..

NOTE 14: Used in Network-initiated NBIFOM mode. The PCEF reports that an access becomes unusable or usable
again are based on notifications received from the UE. This may correspond to the procedure "Access
becomes Unusable and Usable" and to the procedure "IP flow mobility triggered by RAN Rule indication"
defined in TS 23.161 [43].

NOTE 15: This event is always set when IFOM per TS 23.261 [23] applies or when NBIFOM per TS 23.161 [43]
applies. In the latter case it applies in both Network-initiated NBIFOM mode and in UE-initiated NBIFOM
mode.

NOTE 16: In UE-initiated NBIFOM mode this event indicates that the UE has created, modified or deleted Routing
Rules. In Network-initiated NBIFOM mode this event indicates that the UE requests the network to create,
modify or delete Routing Rules.

NOTE 17: The maximum number of PRA(s) per UE per PDN connection is configured in the PCRF. The PCRF may
have independent configuration of the maximum number for Core Network pre-configured PRAs and UE-
dedicated PRAs. The exact number(s) should be determined by operator in deployment.

If the Location change trigger is armed, the PCEF shall activate the relevant IP-CAN specific procedure which reports
any changesin location to the level indicated by the trigger. If credit-authorization triggers and event triggers require
different levels of reporting of location change for asingle UE, the location to be reported should be changed to the
highest level of detail required. However, there should be no request being triggered for PCC rules or QoS rules (if
applicable) update to the PCRF if the report received is more detailed than requested by the PCRF.

NOTE 1. The access network may be configured to report location changes only when transmission resources are
established in the radio access network.

The PCRF determines at |P-CAN session establishment/modification, based on local configuration, if the UE is located
in an access type that supports reporting changes of UE presence in Presence Reporting Area. If the accesstype
supports it, the PCRF may subscribe to Change of UE presence in Presence Reporting Area at any time during the life
time of the IP-CAN session

NOTE 2: If Presence Reporting Areareporting is not supported, the PCRF may instead activate Location change
reporting at cell and/or serving area level but due to the potential increasein signalling load, it is
recommended that such reporting is only applied for alimited number of subscribers.

When activating reporting for change of UE presence in Presence Reporting Area, the PCRF provides all of the PRA
Identifier(s) to be activated for Core Network pre-configured Presence Reporting Area(s) and additionally all of PRA
Identifier(s) and list(s) of its elements for UE-dedicated Presence Reporting Area(s) (See Table 6.4 in clause 6.4 for
details of the PRA Identifier(s) and the list(s) of elements comprising each Presence Reporting Area). Setting the
Change of UE presence in Presence Reporting Area event trigger shall not preclude the PCRF from simultaneously
setting another Location change event trigger. If PCRF is configured with a PRA identifier referring to the list of PRA
Identifier(s) within a Set of Core Network predefined Presence Reporting Areas as defined in TS 23.401 [17], it
activates the reporting of UE entering/leaving the individual PRA in the Set of Core Network predefined Presence
Reporting Areas without providing the complete set of individual PRAS.

The PCRF may change (activate/modify/remove) the Presence Reporting Area(s) to be reported by providing the
updated PRA Identifier(s) to PCEF. For UE dedicated PRAS, the PCRF may also change the list(s) of Presence
Reporting Area elements related to the PRA Identifier(s).
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The PCRF may unsubscribe to Change of UE presence in Presence Reporting Area at any time during the life time of
the IP-CAN session.

The PCRF may be notified during the life time of an IP-CAN session that the UE islocated in an access type where
local PCRF configuration indicates that reporting changes of UE presence in Presence Reporting Areais not supported.
The PCRF unsubscribes to Change of UE presence in Presence Reporting Area, if previously activated.

IP-CAN bearer modifications, which do not match any event trigger, shall cause no interaction with the PCRF.

The QoS change event trigger shall trigger the PCRF interaction for all changes of the IP-CAN bearer QoS. The QoS
change exceeding authorization event trigger shall only trigger the PCRF interaction for those changes that exceed the
QoS of the IP-CAN bearer that has been authorized by the PCRF previously. The ERF shall check the QoS class
identifier and the bandwidth.

The Resource modification request event trigger shall trigger the PCRF interaction for al resource modification
requests not tied to a specific IP-CAN bearer received by PCEF/BBERF. The resource modification request received by
PCEF/BBERF may include request for guaranteed bit rate changes for a traffic aggregate and/or the

associ ation/disassociation of the traffic aggregate with a QCl and/or a modification of the traffic aggregate.

The routing information change event trigger shall trigger the PCRF interaction for any change in how the IP flow is
routed. The routing information change received by the PCEF is specified in TS 23.261 [23] (i.e. IP flow mobility
routing rules) or TS 23.161 [43] (i.e. Routing Rules).

The enforced PCC rule request event trigger shall trigger a PCEF interaction to request PCC rules from the PCRF for an
established IP-CAN session. This PCEF interaction shall take place within the Revalidation time limit set by the PCRF
in the IP-CAN session related policy information (clause 6.4).

The enforced ADC rule request event trigger shall trigger a TDF interaction to request ADC rules from the PCRF for an
established TDF session for solicited application reporting. This TDF interaction shall take place within the ADC
Revalidation time limit set by the PCRF in the TDF session related policy information (clause 6.4).

NOTE 3: The enforced PCC rule request and the enforced ADC rule request mechanisms can be used to avoid
signalling overload situations e.g. due to time of day based PCC/ADC rule changes.

The UE IP address change event trigger applies to the PCEF only and shall trigger a PCEF interaction with the PCRF in
case a UE IPv4 addressis alocated or released during the lifetime of the IP-CAN session.

The Access Network Charging Correlation Information event shall trigger the PCEF to report the assigned access
network charging identifier for the PCC rules that are accompanied with arequest for this event at activation.

To activate usage monitoring, the PCRF shall set the Usage report event trigger and provide applicable usage thresholds
for the Monitoring key(s) that are subject to usage monitoring in the requested node (PCEF or TDF, solicited
application reporting). The PCRF shall not remove the Usage report event trigger while usage monitoring is still active
in the PCEF/TDF.

If the Usage report event trigger is set and the volume or the time thresholds, earlier provided by the PCRF, are reached,
the PCEF or TDF (whichever received the event trigger) shall report this event to the PCRF. If both volume and time
thresholds were provided and the thresholds, for one of the measurements, are reached, the PCEF or TDF shall report
this event to the PCRF and the accumulated usage since last report shall be reported for both measurements.

The Start of application traffic detection and Stop of application traffic detection events shall trigger an interaction with
PCRF once the requested application traffic is detected (i.e. Start of application traffic detection) or the end of the
requested application traffic is detected (i.e. Stop of application traffic detection) unlessit is requested within a specific
PCC Rule or ADC Rule to mute such a notification for solicited application reporting or unconditionally in case of
unsolicited application reporting. The application identifier and service data flow descriptions, if deducible, shall also
be included in the report. An application instance identifier shall be included in the report both for Start and for Stop of
application traffic detection when service data flow descriptions are deducible. Thisis done to unambiguously match
the Start and the Stop events.

The SRVCC CSto PS handover event trigger shall trigger a PCEF interaction with the PCRF to inform that a CSto PS
handover procedure has been detected. The PCRF shall ensure, as specified in TS 23.216 [28], to allow voice media
over the default bearer during the course of the CSto PS SRV CC procedure.

At PCC rule activation, modification and deactivation the ERF shall send, as specified in the PCC/QoS rule, the User
Location Report and/or UE Timezone Report to the PCRF.

ETSI



3GPP TS 23.203 version 16.3.0 Release 16 47 ETSI TS 123 203 V16.3.0 (2022-01)

NOTE 4: At PCC rule deactivation the User Location Report includes information on when the UE was last known
to bein that location.

The PCRF shall send the User Location Report and/or UE Timezone Report to the AF upon receiving an Access
Network Information report corresponding to the AF session from the ERF.

If the event trigger for Access Network Information reporting is set, the ERF shall check the need for access network
information reporting after successful installation/modification or removal of a PCC/QoS rule or upon termination of
the IP-CAN session/bearer. The ERF shall check the Access Network Information report parameters (User Location
Report, UE Timezone Report) of the PCC/QoS rules and report the access network information received in the
corresponding IP-CAN bearer establishment, modification or termination procedure to the PCRF. The ERF shall not
report any subsequent access network information updates received from the IP-CAN without any previous updates of
related PCC/QoS rules unless the associated IP-CAN bearer or connection has been released.

If the ERF receives arequest to install/modify or remove a PCC/QoS rule with Access Network Information report
parameters (User Location Report, UE Timezone Report) set and there is no bearer signalling related to this PCC/QoS
rule (i.e. pending IP-CAN bearer signalling initiated by the UE or bearer signalling initiated by the ERF), the ERF shall
initiate a bearer signalling to retrieve the current access network information of the UE and forward it to the PCRF
afterwards.

If the Access Network I nformation report parameter for the User Location Report is set and the user location (e.g. cell)
is not available to the ERF, the ERF shall provide the serving PLMN identifier to the PCRF which shall forward it to
the AF.

The Credit management session failure event trigger shall trigger a PCEF or TDF interaction with the PCRF to inform
about a credit management session failure and to indicate the failure reason, and the affected PCC/ADC rules.

NOTE5: Asaresult, the PCRF may decide about e.g. TDF session termination, IP-CAN session termination (via
PCC rule removal), perform gating of services in the PCEF/TDF, switch to offline charging, rating group
change, etc.

NOTE 6: For the PCEF the Credit management session failure event trigger applies to situations wherein the
IP-CAN session is not terminated by the PCEF due to the credit management session failure.

If the UE resumed from suspend state event trigger is set and the UE is resumed from suspend state in EPC, the PCEF
shall report this event to the PCRF. The PCEF shall not report any subsequent UE resumed from suspend state updates
received from the IP-CAN to the PCRF. When receiving the event report that the UE is resumed, the PCRF may
provision PCC Rules to the PCEF to trigger an IP-CAN Session modification procedure.

6.1.5 Policy Control

Policy control comprises functionalities for:

- Binding, i.e. the generation of an association between a service data flow and the IP-CAN bearer transporting
that service data flow;

- Gating contral, i.e. the blocking or allowing of packets, belonging to a service data flow or specified by an
application identifier, to pass through to the desired endpoint;

- Event reporting, i.e. the notification of and reaction to application events to trigger new behaviour in the user
plane as well as the reporting of events related to the resources in the GW (PCEF);

- QoS contral, i.e. the authorisation and enforcement of the maximum QoS that is authorised for a service data
flow, an Application identified by application identifier or an IP-CAN bearer;

- Redirection, i.e. the steering of packets, belonging to an application defined by the application identifier to the
specified redirection address;

- IP-CAN bearer establishment for IP-CANSs that support network initiated procedures for IP-CAN bearer
establishment.

In case of an aggregation of multiple service data flows (e.g. for GPRS a PDP context), the combination of the
authorised QoS information of the individual service data flowsis provided as the authorised QoS for this aggregate.
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The enforcement of the authorized QoS of the IP-CAN bearer may lead to a downgrading or upgrading of the requested
bearer QoS by the GW (PCEF) as part of a UE-initiated IP-CAN bearer establishment or modification. Alternatively,
the enforcement of the authorised QoS may, depending on operator policy and network capabilities, lead to network
initiated |P-CAN bearer establishment or modification. If the PCRF provides authorized QoS for both, the IP-CAN
bearer and PCC rule(s), the enforcement of authorized QoS of the individual PCC rules shall take placefirst.

QoS authorization information may be dynamically provisioned by the PCRF or, if the conditions mentioned in

clause 6.3.1 apply, it can be a predefined PCC rule in the PCEF. In case the PCRF provides PCC rules dynamically,
authorised QoS information for the IP-CAN bearer (combined QoS) may be provided. For a predefined PCC rules
within the PCEF the authorized QoS information shall take affect when the PCC rule is activated. The PCEF shall
combine the different sets of authorized QoS information, i.e. the information received from the PCRF and the
information corresponding to the predefined PCC rules. The PCRF shall know the authorized QoS information of the
predefined PCC rules and shall take this information into account when activating them. This ensures that the combined
authorized QoS of a set of PCC rules that are activated by the PCRF is within the limitations given by the subscription
and operator policies regardless of whether these PCC rules are dynamically provided, predefined or both.

For policy control, the AF interacts with the PCRF and the PCRF interacts with the PCEF as instructed by the AF. For
certain events related to policy control, the AF shall be able to give instructions to the PCRF to act onits own, i.e. based
on the service information currently available. The following events are subject to instructions from the AF:

- The authorization of the service based on incompl ete service information;

NOTE 1: The QoS authorization based on incomplete service information is required for e.g. IMS session setup
scenarios with available resources on originating side and a need for resource reservation on terminating
side.

- The immediate authorization of the service;

- The gate control (i.e. whether there is a common gate handling per AF session or an individual gate handling per
AF session component required);

- Theforwarding of IP-CAN bearer level information or events:
- Typeof IP-CAN (e.g. GPRS, etc.);

- Transmission resource status (established/rel eased/l ost);

Access Network Charging Correlation Information;
- Credit denied.
NOTE 2: The credit denied information is only relevant for AFs not performing service charging.

To enable the binding functionality, the UE and the AF shall provide all available flow description information (e.g.
source and destination |P address and port numbers and the protocol information). The UE shall use the traffic mapping
information to indicate downlink and uplink | P flows.

6.1.6 Service (data flow) Prioritization and Conflict Handling

Service pre-emption priority enables the PCRF to resolve conflicts where the activation of all requested active PCC
rules for services would result in a cumulative authorized QoS which exceeds the Subscribed Guaranteed bandwidth
QoS.

For example, when supporting network controlled QoS, the PCRF may use the pre-emption priority of a service, the
activation of which would cause the subscriber's authorized QoS to be exceeded. If this pre-emption priority is greater
than that of any one or more active PCC rules, the PCRF can determine whether the deactivation of any one or more
such rules would allow the higher pre-emption priority PCC rule to be activated whilst ensuring the resulting
cumulative QoS does not exceed a subscriber's Subscribed Guaranteed Bandwidth QoS.

If such a determination can be made, the PCRF may resolve the conflict by deactivating those selected PCC rules with
lower pre-emption priorities and accepting the higher priority service information from the AF. If such a determination
cannot be made, the PCRF may reject the service information from the AF.

NOTE: Normative PCRF requirements for conflict handling are not defined. Alternative procedures may use a
combination of pre-emption priority and AF provided priority indicator.
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6.1.7 Standardized QoS characteristics

6.1.7.1 General
The service level (i.e., per SDF or per SDF aggregate) QoS parameters are QCI, ARP, GBR, and MBR.

Each Service Data Flow (SDF) is associated with one and only one QoS Class Identifier (QCI). For the same IP-CAN
session multiple SDFs with the same QCI and ARP can be treated as a single traffic aggregate which is referred to asan
SDF aggregate. An SDF isaspecia case of an SDF aggregate. The QCI is scalar that is used as areference to node
specific parameters that control packet forwarding treatment (e.g. scheduling weights, admission thresholds, queue
management thresholds, link layer protocol configuration, etc.) and that have been pre-configured by the operator
owning the node (e.g. eNodeB). When required by operator policy, the eNodeB can be configured to also use the ARP
priority level in addition to the QCI to control the packet forwarding treatment in the eNodeB for SDFs having high
priority ARPs.

6.1.7.2 Standardized QCI characteristics

This clause specifies standardized characteristics associated with standardized QCI values. The characteristics describe
the packet forwarding treatment that an SDF aggregate receives edge-to-edge between the UE and the PCEF (see
figure 6.1.7-1) in terms of the following performance characteristics:

1 Resource Type (GBR or Non-GBR);
Priority;
Packet Delay Budget;

2

3

4 Packet Error Loss Rate;

5 Maximum Data Burst VVolume (for some GBR QCIs);
6

Data Rate Averaging Window (for some GBR QCIs).

Application / Service Level

Server

Access Network (A side)

Application / Service Level

PCEF

Access Network (A side) Access Network (B side

Figure 6.1.7-1: Scope of the Standardized QCI characteristics for client/server (upper figure) and
peer/peer (lower figure) communication
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The standardized characteristics are not signalled on any interface. They should be understood as guidelines for the pre-
configuration of node specific parameters for each QCI. The goal of standardizing a QCI with corresponding
characteristicsis to ensure that applications/ services mapped to that QCI receive the same minimum level of QoSin
multi-vendor network deployments and in case of roaming. A standardized QCI and corresponding characteristicsis
independent of the UE's current access (3GPP or Non-3GPP).

The one-to-one mapping of standardized QCI vauesto standardized characteristicsis captured in table 6.1.7-A and
table 6.1.7-B. The main differences between the two parts are that, in contrast to Part A, Part B of Table 6.1.7 describes
QClsfor which the Packet Error Loss Rate calculation includes those packets that are not delivered within the Packet
Delay Budget; and, it provides additional information on the Data Rate Averaging Window as well as the Maximum
Data Burst VVolume that needs to be delivered within the Packet Delay Budget.
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Table 6.1.7-A: Standardized QCI characteristics
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QClI Resource Priority Packet Packet Example Services
Type Level Delay Error
Budget Loss
(NOTE 13) Rate
(NOTE 2)
1 2 100 ms 1072 Conversational Voice
(NOTE 3) (NOTE 1,
NOTE 11)
2 4 150 ms 103 Conversational Video (Live Streaming)
(NOTE 3) GBR (NOTE 1,
NOTE 11)
3 3 50 ms 103 Real Time Gaming, V2X messages
(NOTE 3, (NOTE 1, Electricity distribution - medium voltage (e.g.
NOTE 14) NOTE 11) TS 22.261 [51] clause 7.2.2)
Process automation - monitoring (e.g.
TS 22.261 [51] clause 7.2.2)
4 5 300 ms 10° Non-Conversational Video (Buffered
(NOTE 3) (NOTE 1, Streaming)
NOTE 11)
65 0.7 75 ms Mission Critical user plane Push To Talk
(NOTE 3, (NOTE 7, 1072 voice (e.g., MCPTT)
NOTE 9, NOTE 8)
NOTE 12)
66 100 ms Non-Mission-Critical user plane Push To Talk
(NOTE 3, 2 (NOTE 1, 102 voice
NOTE 12) NOTE 10)
67 100 ms Mission Critical Video user plane
(NOTE 3, 15 (NOTE 1, 103
NOTE 12) NOTE 10)
75 25 50 ms 102 V2X messages
(NOTE 14) (NOTE 1)
71 5.6 150ms 10° "Live" Uplink Streaming (e.g. TS 26.238 [53])
(NOTE 1,
NOTE 16)
72 5.6 300ms 104 "Live" Uplink Streaming (e.g. TS 26.238 [53])
(NOTE 1,
NOTE 16)
73 5.6 300ms 108 "Live" Uplink Streaming (e.g. TS 26.238 [53])
(NOTE 1,
NOTE 16)
74 5.6 500ms 108 "Live" Uplink Streaming (e.g. TS 26.238 [53])
(NOTE 1,
NOTE 16)
76 5.6 500ms 104 "Live" Uplink Streaming (e.g. TS 26.238 [53])
(NOTE 1,
NOTE 16)
5 1 100 ms 10° IMS Signalling
(NOTE 3) (NOTE 1,
NOTE 10)
6 Video (Buffered Streaming)
(NOTE 4) 6 300 ms 10° TCP-based (e.g., www, e-malil, chat, ftp, p2p
(NOTE 1, file sharing, progressive video, etc.)
NOTE 10)
7 Non-GBR Voice,
(NOTE 3) 7 100 ms 103 Video (Live Streaming)
(NOTE 1, Interactive Gaming
NOTE 10)
8
(NOTE 5) 8 300 ms Video (Buffered Streaming)
(NOTE 1) 10 TCP-based (e.g., www, e-mail, chat, ftp, p2p
file
9 9 sharing, progressive video, etc.)
(NOTE 6)
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69 0.5 60 ms 10° Mission Critical delay sensitive signalling
(NOTE 3, (NOTE 7, (e.g., MC-PTT signalling, MC Video
NOTE 9, NOTE 8) signalling)
NOTE 12)
70 55 200 ms 10 Mission Critical Data (e.g. example services
(NOTE 4, (NOTE 7, are the same as QCI 6/8/9)
NOTE 12) NOTE 10)
79 6.5 50 ms 102 V2X messages
(NOTE 14) (NOTE 1,
NOTE 10)
80 6.8 10 ms 10° Low latency eMBB applications (TCP/UDP-
(NOTE 3) (NOTE 10, based);
NOTE 15) Augmented Reality

NOTE 1: A delay of 20 ms for the delay between a PCEF and a radio base station should be subtracted from a given
PDB to derive the packet delay budget that applies to the radio interface. This delay is the average
between the case where the PCEF is located "close" to the radio base station (roughly 10 ms) and the case
where the PCEF is located "far" from the radio base station, e.g. in case of roaming with home routed traffic
(the one-way packet delay between Europe and the US west coast is roughly 50 ms). The average takes
into account that roaming is a less typical scenario. It is expected that subtracting this average delay of
20 ms from a given PDB will lead to desired end-to-end performance in most typical cases. Also, note that
the PDB defines an upper bound. Actual packet delays - in particular for GBR traffic - should typically be
lower than the PDB specified for a QCI as long as the UE has sufficient radio channel quality.

NOTE 2: The rate of non congestion related packet losses that may occur between a radio base station and a PCEF
should be regarded to be negligible. A PELR value specified for a standardized QCI therefore applies
completely to the radio interface between a UE and radio base station.

NOTE 3: This QClI is typically associated with an operator controlled service, i.e., a service where the SDF
aggregate's uplink / downlink packet filters are known at the point in time when the SDF aggregate is
authorized. In case of E-UTRAN this is the point in time when a corresponding dedicated EPS bearer is
established / modified.

NOTE 4: If the network supports Multimedia Priority Services (MPS) then this QCI could be used for the prioritization
of non real-time data (i.e. most typically TCP-based services/applications) of MPS subscribers.

NOTE 5: This QCI could be used for a dedicated "premium bearer" (e.g. associated with premium content) for any
subscriber / subscriber group. Also in this case, the SDF aggregate’s uplink / downlink packet filters are
known at the point in time when the SDF aggregate is authorized. Alternatively, this QCI could be used for
the default bearer of a UE/PDN for "premium subscribers".

NOTE 6: This QCI is typically used for the default bearer of a UE/PDN for non privileged subscribers. Note that
AMBR can be used as a "tool" to provide subscriber differentiation between subscriber groups connected
to the same PDN with the same QCI on the default bearer.

NOTE 7: For Mission Critical services, it may be assumed that the PCEF is located "close" to the radio base station
(roughly 10 ms) and is not normally used in a long distance, home routed roaming situation. Hence delay of
10 ms for the delay between a PCEF and a radio base station should be subtracted from this PDB to derive
the packet delay budget that applies to the radio interface.

NOTE 8: In both RRC Idle and RRC Connected mode, the PDB requirement for these QCls can be relaxed (but not
to a value greater than 320 ms) for the first packet(s) in a downlink data or signalling burst in order to
permit reasonable battery saving (DRX) techniques.

NOTE 9: Itis expected that QCI-65 and QCI-69 are used together to provide Mission Critical Push to Talk service
(e.g., QCI-5 is not used for signalling for the bearer that utilizes QCI-65 as user plane bearer). It is
expected that the amount of traffic per UE will be similar or less compared to the IMS signalling.

NOTE 10: In both RRC Idle and RRC Connected mode, the PDB requirement for these QCls can be relaxed for the
first packet(s) in a downlink data or signalling burst in order to permit battery saving (DRX) techniques.

NOTE 11: In RRC Idle mode, the PDB requirement for these QCIs can be relaxed for the first packet(s) in a downlink
data or signalling burst in order to permit battery saving (DRX) techniques.

NOTE 12: This QCI value can only be assigned upon request from the network side. The UE and any application
running on the UE is not allowed to request this QCI value.

NOTE 13: Packet delay budget is not applicable on NB-IoT or when Enhanced Coverage is used for WB-E-UTRAN
(see TS 36.300 [19]).

NOTE 14: This QCI could be used for transmission of V2X messages as defined in TS 23.285 [48].

NOTE 15: A delay of 2 ms for the delay between a PCEF and a radio base station should be subtracted from the
given PDB to derive the packet delay budget that applies to the radio interface.

NOTE 16: For "live" uplink streaming (see TS 26.238 [53]), guidelines for PDB values of the different QClIs correspond
to the latency configurations defined in TR 26.939 [54]. In order to support higher latency reliable streaming
services (above 500ms PDB), if different PDB and PELR combinations are needed these configurations
will have to use non-standardised QCls.
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QCI Resource | Priority Packet Packet Maximum Data Rate Example Services
Type Level Delay Error Loss Data Burst Averaging
Budget Rate Volume Window
(NOTE B1) (NOTE B2) (NOTE B1)
82 10 ms 104 Discrete Automation
(NOTE B6) GBR 1.9 255 bytes 2000 ms (TS 22.278 [38],
(NOTE B4) (NOTE B3) clause 8 bullet g,
and TS 22.261 [51],
table 7.2.2-1, "small
packets")
83 10 ms 104 1354 bytes Discrete Automation
(NOTE B6) 2.2 2000 ms (TS 22.278 [38],
(NOTE B4) (NOTE B3) (NOTE B5) clause 8 bullet g,
and TS 22.261 [51],
table 7.2.2-1, "big
packets")
84 30 ms 10° 1354 bytes Intelligent Transport
(NOTE B6) 2.4 2000 ms Systems
(NOTE B7) (NOTE B3) (NOTE B5) (TS 22.278 [38],
clause 8, bullet h,
and TS 22.261 [51],
table 7.2.2).
85 5ms 10° Electricity
(NOTE B6) 2.1 255 bytes 2000 ms Distribution- high
(NOTE B8) (NOTE B3) voltage
(TS 22.278 [38],
clause 8, bullet i,
and TS 22.261 [51],
table 7.2.2 and
Annex D,
clause D.4.2).

NOTE B1:  The PDB applies to bursts that are not greater than Maximum Data Burst Volume.

NOTE B2:  This Packet Error Loss Rate includes packets that are not successfully delivered over the access network plus
those packets that comply with the Maximum Data Burst Volume and GBR requirements but which are not
delivered within the Packet Delay Budget.

NOTE B3: Data rates above the GBR, or, bursts larger than the Maximum Data Burst Volume, are treated as best effort,
and, in order to serve other packets and meet the PELR, this can lead to them being discarded.

NOTE B4: A delay of 1 ms for the delay between a PCEF and a radio base station should be subtracted from a given
PDB to derive the packet delay budget that applies to the radio interface.

NOTE B5:  This Maximum Data Burst Volume value is set to 1354 bytes to avoid IP fragmentation on an IPv6 based,
IPSec protected GTP tunnel to the eNB (the value is calculated as in Annex C of TS 23.060 [12] and further
reduced by 4 bytes to allow for the usage of a GTP-U extension header).

NOTE B6:  This QCl is typically associated with a dedicated EPS bearer.

NOTE B7: A delay of 5 ms for the delay between a PCEF and a radio base station should be subtracted from a given
PDB to derive the packet delay budget that applies to the radio interface.

NOTE B8: A delay of 2 ms for the delay between a PCEF and a radio base station should be subtracted from a given

PDB to derive the packet delay budget that applies to the radio interface.

The Resource Type determines if dedicated network resources related to a service or bearer level Guaranteed Bit Rate
(GBR) value are permanently alocated (e.g. by an admission control function in aradio base station). GBR SDF
aggregates are therefore typically authorized "on demand" which requires dynamic policy and charging control. A Non

GBR SDF aggregate may be pre-authorized through static policy and charging control.

The Maximum Data Burst Volume, if defined for the QCI (see Table 6.1.7-B), is the amount of data which the RAN is
expected to deliver within the part of the Packet Delay Budget allocated to the link between the UE and the radio base
station as long as the data is within the GBR requirements. If more datais transmitted from the application, delivery
within the Packet Delay Budget cannot be guaranteed for packets exceeding the Maximum Data Burst Volume or GBR
requirements.

The Data Rate Averaging Window, if defined for the QCI (see Table 6.1.7-B), is the 'diding window' duration over
which the GBR and MBR for a GBR SDF aggregate shall be calculated (e.g. in the RAN, PDN-GW, and UE).

The Packet Delay Budget (PDB) defines an upper bound for the time that a packet may be delayed between the UE and
the PCEF. For acertain QCI the value of the PDB is the same in uplink and downlink. The purpose of the PDB isto
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support the configuration of scheduling and link layer functions (e.g. the setting of scheduling priority weights and
HARQ target operating points). Except for QCls 82 and 83, the PDB shall be interpreted as a maximum delay with a
confidence level of 98 percent. For services using QCl 82 or 83, a packet delayed by more than the PDB isincluded in
the calculation of the PELR if the packet is within the Maximum Data Burst Volume and GBR requirements.

NOTE 1: The PDB denotes a"soft upper bound" in the sense that an "expired" packet, e.g. alink layer SDU that
has exceeded the PDB, does not need to be discarded (e.g. by RLC in E-UTRAN). The discarding
(dropping) of packetsis expected to be controlled by a queue management function, e.g. based on pre-
configured dropping thresholds.

The support for SRV CC requires QCl=1 only be used for IMS speech sessions in accordance to TS 23.216 [28].

NOTE 2: Triggering SRV CC will cause service interruption and/or inconsistent service experience when using
QCI=1 for non-IMS services.

NOTE 3: Triggering SRV CC for WebRTC IMS session will cause service interruption and/or inconsistent service
experience when using QCl=1. Operator policy (e.g. use of specific AF application identifier) can be used
to avoid using QCI 1 for avoice service, e.g. WebRTC IMS session.

Services using a Non-GBR QCI should be prepared to experience congestion related packet drops, and, except for QCI
80, 98 percent of the packets that have not been dropped due to congestion should not experience a delay exceeding the
QClI's PDB. This may for example occur during traffic load peaks or when the UE becomes coverage limited. See
Annex Jfor details. Packets that have not been dropped due to congestion may still be subject to non congestion related
packet losses (see PELR below). Owing to its low latency objective, services using using QCI 80 should anticipate that
more than 2 percent of packets might exceed the PDB of QCI 80.

Except for services using QCI 82 or 83 services using a GBR QCI and sending at a rate smaller than or equal to GBR
can in general assume that congestion related packet drops will not occur, and 98 percent of the packets shall not
experience adelay exceeding the QCl's PDB. Exceptions (e.g. transient link outages) can always occur in aradio access
system which may then lead to congestion related packet drops even for services using a GBR QCI and sending at arate
smaller than or equal to GBR. Packets that have not been dropped due to congestion may still be subject to non
congestion related packet losses (see PELR below). For services using QCI 82 or 83 a packet which is delayed by more
than the PDB but is within the Maximum Data Burst Volume and GBR requirements, is counted as lost when
calculating the PELR.

Every QCI (GBR and Non-GBR) is associated with a Priority level (see Table 6.1.7). The lowest Priority level value
corresponds to the highest Priority. The Priority levels shall be used to differentiate between SDF aggregates of the
same UE, and it shall also be used to differentiate between SDF aggregates from different UEs. Viaits QCl an SDF
aggregate is associated with a Priority level and a PDB. Scheduling between different SDF aggregates shall primarily be
based on the PDB. If the target set by the PDB can no longer be met for one or more SDF aggregate(s) across all UEs
that have sufficient radio channel quality then the QCI Priority level shall be used as follows: in this case a scheduler
shall meet the PDB of an SDF aggregate on QCI Priority level N in preference to meeting the PDB of SDF aggregates
on next QCI Priority level greater than N, until the priority N SDF aggregate's GBR (in case of a GBR SDF aggregate)
has been satisfied.

Other aspects related to the treatment of traffic exceeding an SDF aggregate's GBR are out of scope of this
specification.

When required by operator policy, the eNodeB can be configured to use the ARP priority level in addition to the QCI
priority level to determine the relative priority of the SDFsin meeting the PDB of an SDF aggregate. This configuration
applies only for high priority ARPs as defined in clause 6.1.7.3.

NOTE 4: The definition (or quantification) of "sufficient radio channel quality" is out of the scope of 3GPP
specifications.

NOTE5: In case of EFUTRAN a QCl's Priority level, and when required by operator policy, the ARP priority level
may be used as the basis for assigning the uplink priority per Radio Bearer (see TS 36.300 [19] for
details).

The Packet Error Loss Rate (PELR) defines an upper bound for the rate of SDUs (e.g. |P packets) that have been
processed by the sender of alink layer protocol (e.g. RLC in E-UTRAN) but that are not successfully delivered by the
corresponding receiver to the upper layer (e.g. PDCP in E-UTRAN). Thus, the PELR defines an upper bound for arate
of non congestion related packet losses. The purpose of the PELR isto allow for appropriate link layer protocol
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configurations (e.g. RLC and HARQ in E-UTRAN). For a certain QCI the value of the PELR isthe samein uplink and
downlink.

NOTE 6: The characteristics PDB and PELR are specified only based on application / service level requirements,
i.e., those characteristics should be regarded as being access agnostic, independent from the roaming
scenario (roaming or non-roaming), and independent from operator policies.

6.1.7.3 Allocation and Retention Priority characteristics

The QoS parameter ARP contains information about the priority level, the pre-emption capability and the pre-emption
vulnerability. The priority level defines the relative importance of aresource request. This allows deciding whether a
bearer establishment or modification request can be accepted or needs to be rejected in case of resource limitations
(typically used for admission control of GBR traffic). It can also be used to decide which existing bearers to pre-empt
during resource limitations.

NOTE 1: The ARP priority level can be used in addition to the QCI to determine the transport level packet
marking, e.g. to set the DiffServ Code Point of the associated EPS bearer, as described in TS 23.401 [17].

NOTE 2: When required by operator policy, the eNodeB can be configured to use the ARP priority level in addition
to QCI priority level to control the packet forwarding treatment for SDFs having high priority ARPs.

The range of the ARP priority level is 1 to 15 with 1 as the highest level of priority. The pre-emption capability
information defines whether a service data flow can get resources that were already assigned to another service data
flow with alower priority level. The pre-emption vulnerability information defines whether a service data flow can lose
the resources assigned to it in order to admit a service data flow with higher priority level. The pre-emption capability
and the pre-emption vulnerability can be either set to 'yes' or 'no'.

The ARP priority levels 1-8 should only be assigned to resources for services that are authorized to receive prioritized
treatment within an operator domain (i.e. that are authorized by the serving network). The ARP priority levels 9-15 may
be assigned to resources that are authorized by the home network and thus applicable when a UE is roaming.

NOTE 3: Thisensures that future releases may use ARP priority level 1-8 to indicate e.g. emergency and other
priority services within an operator domain in a backward compatible manner. This does not prevent the
use of ARP priority level 1-8 in roaming situation in case appropriate roaming agreements exist that
ensure a compatible use of these priority levels.

6.1.8 Termination Action

The termination action applies only in case of online charging. The termination action indicates the action, which the
PCEF/TDF should perform when no more credit is granted. A packet that matches a PCC rule/ADC rule, indicating a
charging key for which no credit has been granted, is subject to atermination action.

The defined termination actions include;
- Allowing the packets to pass through;
- Dropping the packets;
- The PCEF/TDF Default Termination Action;
- There-direction of packetsto an application server (e.g. defined in the termination action).

NOTE: Such are-direction may cause an application protocol specific asynchronous close event and application
protocol specific procedures may be required in the UE and/or AF in order to recover, e.g. as specified in
RFC 2616 for HTTP.

The Default Termination Action for al charging keys, for which no more credit is granted and there is no specific
termination action shall be pre-configured in the PCEF/TDF according to operator's policy. For instance, the default
behaviour may consist of allowing packets of any terminated service to pass through the PCEF/TDF.

The OCS may provide atermination action for each charging key over the Gy interface. Any previously provided
termination action may be overwritten by the OCS. A termination action remains valid and shall be applied by the
PCEF/TDF until al the corresponding PCC/ADC rules of that charging key are removed or the corresponding |P-CAN
bearer is removed (for GPRS the PDP context).
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The OCS shall provide the termination action to the PCEF/TDF before denying credit; otherwise the PCEF/TDF default
termination action will be performed.

6.1.9 Handling of packet filters provided to the UE by PCEF/BBERF

The network shall ensure that the traffic mapping information negotiated with the UE reflects the bearer binding of
PCC/QoS rules, except for those extending the inspection beyond what can be signalled to the UE. The PCC/QoS rules
may restrict what traffic is allowed compared to what is explicitly negotiated with the UE. The PCRF may, per service
dataflow filter, indicate that the PCEF/BBERF is required to explicitly signal the corresponding traffic mapping
information to the UE, e.g. for the purpose of IMS precondition handling at the UE. In absence of that indication, itisa

PCEF/BBERF decision whether to signal the traffic mapping information that is redundant from a traffic mapping point
of view.

NOTE 1: A new/modified PCC/QoS rule can cause that previously redundant, and therefore omitted, traffic
mapping information to cease being redundant and causing the PCEF/BBERF to signal the corresponding
traffic mapping information to the UE.

NOTE 2: In order to signal a specific traffic mapping to a PDP context/EPS bearer without any previous TFT, if the
operator policy isto continue alowing previously allowed traffic on that bearer, TFT filters that
correspond to the previous traffic mapping need to be introduced as well.

NOTE 3: The PCEF/BERF can use all SDF filtersfor the generation of traffic mapping information. However if the
number of SDF filters for an IP-CAN bearer exceeds the maximum number of filters that may be
signalled to the UE (e.g. as specified in TS 24.008 [50]) another bearer needs to be established and a
rebinding of PCC rules to bearers (by PCEF/BBERF) or even the splitting of the SDF template into two
or more PCC rules (by PCRF) may be required.

The traffic mapping information (e.g. TFT filters for GPRS and EPS) that the network provides to the UE shall include
the same content as the corresponding SDF filtersin the SDF template received over the Gx/Gxx interface. The
representation/format of the packet filters provided by the network to the UE is access-system dependent and may vary

between accesses and may also be different from the representation/format of the SDF filtersin the SDF template on the
Gx/Gxx interface.

NOTE 4: After handover from one access-system to another, if the UE needs to determine the QoS provided in the
target access to the pre-existing I P flows in the source access, the UE can perform packet filter
comparison between the packet filters negotiated in the old access and those provided by the target access
during QoS resource activation.

NOTE 5: If UE initiated procedures are supported and handover between access systemsis to be supported, the
content of the packet filters provided on the Gx/Gxx interface by the PCRF is restricted to the packet
filter fields that all the accesses can provide to the UE.

In case traffic mapping information is required for a dedicated bearer and in the PCC/QoS rules corresponding to the
bearer there is no SDF filter for the uplink direction having an indication to signal corresponding traffic mapping
information to the UE, the PCEF/BBERF derives traffic mapping information based on implementation specific logic
(e.0. traffic mapping information that effectively disallows any useful packet flowsin uplink direction as described in
clause 15.3.3.4 of TS 23.060 [12]) and providesit to the UE.

NOTE 6: For GPRS and EPS, the state of TFT packet filters, as defined in TS 23.060 [12], for an IP-CAN session
requires that there is at most one bearer with no TFT packet filter for the uplink direction.

NOTE 7: This PCEF behaviour covers also the case that a PCC rule with an application identifier is the only PCC
rule that is bound to a dedicated bearer.

NOTE 8: For adefault bearer, the PCEF/BBERF will not add traffic mapping information that effectively disallows
any useful packet flowsin uplink direction on its own. Traffic mapping information is only generated
from SDF filters which have an indication to signal corresponding traffic mapping information to the UE.
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6.1.10 IMS Emergency Session Support

6.1.10.1 Architecture model and Reference points

Emergency bearer services (i.e. IP-CAN session for the IMS emergency services) are provided by the serving network
to support IMS emergency when the network is configured to support emergency services. Emergency services are
network services provided through an Emergency APN and may not require a subscription depending on operator
policies and local regulatory requirements. For emergency services the architecture for the non-roaming case as
described in clause 5.1 is the only applicable architecture model.

For emergency services, the Sp reference point does not apply.

Emergency services are handled locally in the serving network. Therefore the S9 reference point does not apply.

6.1.10.2 PCC Rule Authorization and QoS rule generation

The PCC Rule Authorization and QoS Rule generation function selects QoS parameters that allow prioritization of IMS
Emergency sessions. If an IMS Emergency session is prioritized the QoS parameters shall contain an ARP value that is
reserved for intra-operator use of IMS Emergency services.

6.1.10.3 Functional Entities

6.1.10.3.1 PCRF
The PCRF shall determine based on the PDN-id if an IP-CAN Session concerns an IMS emergency session.

For an IP-CAN session serving an IMS emergency session, the PCRF makes authorization and policy decisions that
restrict the traffic to emergency destinations, IMS signalling and the traffic to retrieve user location information (in the
user plane) for emergency services. An IP-CAN session serving an IMS emergency session shall not serve any other
service and shall not be converted to/from any IP-CAN session serving other services.

If the UE IP address belongs to an emergency APN, the PCRF does not perform subscription check; instead it utilizes
the locally configured operator policies to make authorization and policy decisions.

For IMS, it shall be possible for the PCRF to verify that the IMS service information is associated with a UE IP address
belonging to an emergency APN. If the IMS service information does not contain an emergency related indication and
the UE IP addressis associated with an emergency APN, the PCRF shall rgject the IM S service information provided
by the P-CSCF (and thus to trigger the release of the associated IM S session), see TS 23.167 [21].

The PCRF performs according to existing procedure:

- If IMS service information containing an emergency related indication is received from the P-CSCF with an UE
IP address associated to an Emergency APN, the PCRF initiates an IP-CAN session Modification Request for the
IP-CAN session serving the IMS session to the PCEF to provide PCC Rule(s) that authorize media flow(s).

- Atreception of an indication that the IMS emergency session is released from the P-CSCF, the PCRF removes
the PCC rule(s) for that IMS session with an IP-CAN session Modification Request.

In addition, upon Rx session establishment the PCRF shall provide the IMEI(SV) (if available) and the EPC-level
subscriber identifiers (IMSI, MSISDN) (if available), received from the PCEF at IP-CAN session establishment, if so
requested by the P-CSCF.

6.1.10.3.2 PCEF

The PCEF initiates the IP-CAN Session termination if the last PCC rule for this IP-CAN session is removed according
to existing procedure.

In addition, at reception of an IP-CAN Session Modification Request triggered by the PCRF for an IP-CAN session
serving an IM S emergency session that removes all PCC rules with a QCI other than the default bearer QCI and the
QCI used for IMS signalling, the PCEF shall start a configurable inactivity timer (e.g., to enable PSAP Callback
session). When the configured period of time expires the PCEF shall initiate an IP-CAN Session Termination Request
for the IP-CAN session serving the IMS Emergency session.
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If a PCRF-Initiated IP-CAN Session Modification Request, providing new PCC rule(s) with a QCl other than the
default bearer QCI and the QCI used for IMS signalling, the PCEF shall cancel the inactivity timer.

6.1.10.3.3 P-CSCF

The P-CSCF performs according to existing procedure:

- Atreception of an indication that an IMS emergency session is established, the P-CSCF sends IM S service
information to the PCRF.

- Atreception of an indication that an IMS emergency session is released, the P-CSCF interacts with the PCRF to
revoke the IMS service information.

In addition, the P-CSCF shall include an emergency related indication when providing IMS service information to the
PCRF; see TS 23.167 [21].

Moreover, the P-CSCF upon Rx session establishment may request the PCRF to provide the IMEI(SV) and the EPC-
level subscriber identifiers (IMSI, MSISDN) corresponding to the Rx session.

NOTE: ThelMEI(SV) and the EPC-level subscriber identifiers (IMSI, MSISDN) can be used to support
authentication of roaming users in deployments with no IMS-level roaming interfaces or to support PSAP
callback functionality for anonymous IMS emergency sessions, as described in TS 23.167 [21].

6.1.10.4 PCC Procedures and Flows

At Indication of IP-CAN Session Establishment that includes a PDN-id that identifies an Emergency APN the PCRF
ignores subscription information from the SPR. The PCRF uses locally configured operator policies to make
authorization and policy decisions.

At Indication of IP-CAN Session Establishment and Gateway Control Session Establishment, the user identity (e.g.
IMSI) may not be available, or can not be authenticated. In this case, the IMEI shall be used to identify the UE.

An IP-CAN session for an emergency service shall be restricted to the destination address(es) associated with the
emergency service only.
6.1.10a Restricted Local Operator Services Support

Restricted Local Operator Services (i.e. IP-CAN session for the Restricted Local Operator Services) (as specified in
TS 23.221 [55]) are provided by the serving network when the network is configured to support Restricted Local
Operator Services.

The PCC handling of Restricted Local Operator Servicesis very similar to that of emergency service as specified in
clause 6.1.10 with the following differences:

- RLOSAPN and IMS RLOS session are used for Restricted Local Operator Services.
- Architecture model and Reference points (clause 6.1.10.1).

Restricted Local Operator Services do not require a subscription.
- PCC Rule Authorization and QoS rule generation (clause 6.1.10.2).

The Restricted Local Operator Servicesis not a prioritized services, and the ARP can be determined based on
operator policy.

- Functional Entity: PCRF (clause 6.1.10.3.1).
The PCRF shall determine based on the RLOS APN if an IP-CAN Session relatesto an IMS RLOS session.
- Functional Entity: PCEF (clause 6.1.10.3.2).

Duration of PDN connection for RLOS is controlled through local policiesin PCEF. Handling of inactivity timer
for the emergency PDN connection is not applicable for RLOS.

- Functional Entity: P-CSCF (clause 6.1.10.3.3).
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Indication of IMS RLOS session is used.
- PCC Procedures and Flows (clause 6.1.10.4).

The PDN-id identifies an RLOS APN.
6.1.11 Multimedia Priority Service Support

6.1.11.1 Architecture model and Reference points

Subscription datafor MPSis provided to PCC through the Sp reference point. To support MPS service, the PCRF shall
subscribe to changes in the M PS subscription data for Priority EPS Bearer Service. Dynamic invocation for MPSis
provided from an AF, using the Priority indicator, over Rx.

6.1.11.2 PCC rule authorization and QoS rule generation

For MPS service, the PCRF shall generate the corresponding PCC/QoS rule(s) with the ARP/QCI parameters as
appropriate for the prioritized service.

For non-MPS service, the PCRF shall generate the corresponding PCC/QoS rule(s) as per normal procedures, without
consideration whether the MPS Priority EPS Bearer Serviceis active or not, but upgrade the ARP/QCI values suitable
for MPS when the Priority EPS Bearer Service isinvoked. When the priority EPS Bearer Service is revoked, the PCRF
shall change ARP/QCI values modified for Priority EPS bearer service to an appropriate value according to PCRF
decision.

Whenever one or more AF sessions of an MPS service are active within the same PDN connection, the PCRF shall
ensure that the ARP priority level of the default bearer is at least as high as the highest ARP priority level used by any
authorized PCC rules belonging to an MPS service. If the ARP pre-emption capability is enabled for any of the
authorized PCC rules belonging to an MPS service, the PCRF shall also enable the ARP pre-emption capability for the
default bearer.

NOTE 1. Thisensuresthat services using dedicated bearers are not terminated because of a default bearer with a
lower ARP priority level or disabled ARP pre-emption capability being dropped during mobility events.

NOTE 2: This PCRF capability does not cover interactions with services other than MPS services.

6.1.11.3 Priority EPS Bearer Service

The MPS Priority EPS Bearer Service targets the ARP and/or QCI of bearer(s), enabling the prioritization of al traffic
on the same bearer.

The PCRF shall, at the activation of the Priority EPS Bearer Service:

- modify the ARP of the default bearer as appropriate for the Priority EPS Bearer Service under consideration of
the requirement described in clause 6.1.11.2; and

- if modification of the QCI of the default bearer is required, modify the QCI of the default bearer as appropriate
for the Priority EPS Bearer Service; and

- modify the ARP of PCC/QoS Rulesinstalled before the activation of the Priority EPS Bearer Service to the ARP
as appropriate for the Priority EPS Bearer Service under consideration of the requirement described in
clause 6.1.11.2; and

- if modification of the QCI of the PCC/QoS Rules is required, modify the QCI of the PCC/QoS Rulesinstalled
before the activation of the Priority EPS Bearer Service to the QCI as appropriate for the Priority EPS Bearer
Service.

The PCRF shall, at the deactivation of the Priority EPS Bearer Service:

- modify the ARP of the default bearer to an appropriate value according to PCRF decision under consideration of
the requirement described in clause 6.1.11.2; and
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- if modification of the QCI of the default bearer is required, modify the QCI of the default bearer to an
appropriate value according to PCRF decision; and
- for PCC/QoS rules modified due to the activation of Priority EPS bearer service:

- modify the ARP to an appropriate value according to PCRF decision under consideration of the requirement
described in clause 6.1.11.2; and

- if modification of the QCI of PCC/QoS Rulesis required, modify the QCI to an appropriate value according
to PCRF decision.

6.1.11.4 Bearer priority for IMS Multimedia Priority Services

In addition to the mechanism specified in clause 6.1.11.2, IMS Multimedia Priority Services may require upgrade of the
dedicated IM CN signalling bearer and the default bearer, e.g. in order to mitigate the IP-CAN session termination due
to resource limitation at alocation change the default bearer and dedicated IM CN signalling bearer may need an
upgraded ARP.

At reception of the indication that the IMS Signalling Priority is set for the IP-CAN Session or at reception of service
authorization from the P-CSCF (AF) including an MPS session indication and the service priority level the PCRF shall
under consideration of the requirement described in clause 6.1.11.2;

- modify the ARP of the default bearer as appropriate for the IMS Multimedia Priority Service; and

- if upgrade of the dedicated IM CN signalling bearer is required, modify the ARP in all the PCC/QoS rules that
describe the IM CN signalling traffic to the value appropriate for IMS Multimedia Priority Services.

When the PCRF detects that the P-CSCF (AF) released al the MPS session and the IMS Signalling Priority is not set
for the IP-CAN session the PCRF shall under consideration of the requirement described in clause 6.1.11.2:

- modify the ARP of the default bearer to an appropriate value according to PCRF decision; and
- modify the ARPin al PCC/QoS Rules that describe the IM CN signalling traffic to an appropriate value

according to PCRF decision.

6.1.12 ADC rule authorization

ADC Rule authorization refers to the PCRF decision about which predefined and/or dynamic ADC rulesto activate for
aTDF session and is only applicable in case of solicited application reporting.

It may also comprise the selection of parameters (monitoring key, enforcement actions etc.) for dynamic ADC rulesto
be applied once the traffic is detected.

User profile configuration, received within subscription information, indicating whether application detection and
control can be enabled, shall be taken into account by PCRF, when deciding on ADC rule authorization.

NOTE 1. The enforcement actions are only applicable in case of solicited application reporting.

NOTE 2: For unsolicited application reporting, all ADC rules pre-provisioned at TDF are authorized.

6.1.13 Redirection
Redirection of application traffic is an option applicable in the TDF or the PCEF enhanced with ADC.

PCRF may control redirection by provisioning and modifying dynamic ADC rules over the Sd interface for a TDF, or
dynamic PCC rules over the Gx interface for a PCEF enhanced with ADC. The PCRF may enable/disable redirection
and set aredirect destination for every dynamic ADC rule or PCC rule.

Redirect information (redirection enabled/disabled and redirect destination) within a PCC Rule or within an ADC rule
respectively, instructs the PCEF enhanced with ADC, or the TDF whether or not to perform redirection towards a
specific redirect destination. The redirect destination may be provided as part of the dynamic PCC/ADC Rule, or may
be preconfigured in the PCEF enhanced with ADC or the TDF. A redirect destination provided in a dynamic PCC/ADC
Rule overrides the redirect destination preconfigured in the PCEF enhanced with ADC or in the TDF for this PCC/ADC
Rule.
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The redirection is enforced by the PCEF enhanced with ADC or the TDF on uplink application's traffic matching the
ADC or PCC rule for which redirection is enabl ed.

6.1.14 Resource sharing for different AF sessions

The P-CSCF (i.e. AF) may indicate to the PCRF that media of an AF session may share resources with media belonging
to other AF sessions according to TS 23.228 [39]. For every media flow, the P-CSCF may indicate that the media flow
may share resources in both directions or in one direction only (UL or DL).

The PCRF makes authorization and policy decisions for the affected AF sessions individually and generates a PCC/QoS
rule for every media flow in any AF session.

If the PCRF received identical indication(s) for resource sharing for multiple AF sessions, the PCRF may request the
PCEF/BBERF to realize resource sharing for the corresponding set of PCC/QoS rules. The PCRF provides a DL and/or
UL sharing indication with the same value for those PCC/QoS Rules that are candidate to share resources according to
the direction of resource sharing indicated by the AF.

For each direction, the PCEF/BBERF shall take the highest GBR value from each set of PCC/QoS Rules related with
the same sharing indication for this direction and bound to the same bearer and uses that value as input for calculating
the GBR of the bearer. For each direction, the PCEF/BBERF may take the MBR value of the most demanding
PCC/QoS Ruleincluded in each set of PCC Rules related with the same sharing indication for this direction and bound
to the same bearer and uses that asinput for calculating the MBR of the bearer.

The AF session termination or modification procedure that removes media flows triggers the removal of the
corresponding PCC/QoS Rules from the PCEF/BBERF. The PCEF/BBERF shall recalculate the GBR (and MBR) value
of the bearer whenever a set of PCC/QoS Rules with the same sharing indication changes.

Resource sharing is applied as long as there are at least two active PCC/QoS rules with the same sharing indication
bound to the same bearer.

Resource sharing for different AF sessionsis possible only if the P-CSCF, the PCRF and the PCEF/BBERF support it.

NOTE: This procedure assumes that applications/service logic must do the necessary coordination, e.g. pause
sending or employ gating, to avoid service data flows interfering and to ensure that multiple flows comply
with the combined QoS parameters.

6.1.15 Reporting of RAN user plane congestion information

6.1.15.1 General

RAN User Plane Congestion Information (RUCI) is reported to the PCRF to enable the PCRF to take the RAN user
plane congestion status into account for policy decisions.

The RUCI includes the following information:
- ThelMSI identifying the UE impacted by congestion;
- eNB identifier, ECGI or SAl identifying the eNB, E-UTRAN cell or Service Area, respectively, serving the UE.

NOTE: Whether in case of E-UTRAN the eNB identifier or the ECGI isincluded in the RUCI is up to operator
configuration in the RCAF.

- APN for which congestion information is reported,;

- Congestion level or an indication of the "no congestion™ state.

6.1.15.2 Reporting restrictions

Depending on the operator's congestion mitigation policy, it may not be necessary to have RUCI reporting for all users.
An operator shall be able to specify restrictions for RUCI reporting on aper UE per APN basis. Reporting restrictions
can be used to activate or deactivate the RUCI reporting. Reporting restrictions can also be used to limit RUCI
reporting. Thisis achieved by defining one or more sets of congestion levels, such that the RCAF indicates only that the
UE experiences a congestion level within the given set but does not indicate the congestion level itself within that set.
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The sets must be non-overlapping such that a congestion level belongsto a single set only. Reporting restrictions can
also be used to deactivate reporting of the congested cell's identifier as part of the RUCI.

NOTE: The support for the reporting restrictions is optional, and used only if both the PCRF and the RCAF
support this feature.

6.1.15.3 UE mobility between RCAFs

A RCAF is assumed to serve a geographical area. A UE may move from the area handled by one RCAF to an area
handled by a different RCAF. RCAF nodes cannot detect mobility by themselves: an RCAF node cannot differentiate
whether a UE that is no longer affected by congestion has moved to another RCAF or not. When a given RCAF
indicates no congestion to the PCRF for a given UE on the Np interface, this should be interpreted as no congestion
experienced at the given RCAF which does not exclude that another RCAF may report that the same UE experiences
congestion.

Consistent operation for UE mobility is ensured by applying the following rules at the PCRF.
- The PCRF maintains the RCAF which has last indicated that the UE is affected by congestion.

- When anew RCAF indicates that the UE is affected by congestion, the PCRF sends a message to the old RCAF
to explicitly release context at the old RCAF.

6.1.16 Negotiation for future background data transfer

The AF may contact the PCRF via the SCEF (and the Nt interface) to request a time window and related conditions for
future background data transfer.

NOTE 1: The SCEF may contact any PCRF in the operator network.

The AF request shall contain an ASP identifier, the volume of data to be transferred per UE, the expected amount of
UEs, the desired time window and optionally, network areainformation (e.g. list of cell ids, TAS/RAS).

NOTE 2: A 3rd party application server istypically not able to provide any specific network areainformation and if
s0, the AF request is for the whole operator network.

The PCRF shdll first retrieve all existing transfer policies stored for any ASP from the SPR. Afterwards, the PCRF shall
determine, based on the information provided by the AF and other available information (e.g. network policy,
congestion level (if available), load status estimation for the required time window and network area, existing transfer
policies) one or more transfer policies.

A transfer policy consists of arecommended time window for the background data transfer, a reference to a charging
rate for this time window and optionally a maximum aggregated bitrate (indicating that the charging according to the
referenced charging rate is only applicable for the aggregated traffic of all involved UEs that stays below this value).
Finaly, the PCRF shall provide the transfer policiesto the AF together with areference ID. If the AF received more
than one transfer policy, the AF shall select one of them and inform the PCRF about the selected transfer policy.

NOTE 3: The maximum aggregated bitrate (optionally provided in atransfer policy) is not enforced in the network.
The operator may apply offline CDRs processing (e.g. combining the accounted volume of the involved
UEs for the time window) to determine whether the maximum aggregated bitrate for the set of UEs was
exceeded by the ASP and charge the excess traffic differently.

NOTE 4: It isassumed that the 3rd party application server is configured to understand the reference to a charging
rate based on the agreement with the operator.

The selected transfer policy is finaly stored by the PCRF in the SPR together with the reference ID and the network
areainformation. The same or a different PCRF can retrieve this transfer policy and the corresponding network area
information from the SPR and take them into account for future decisions about transfer policies for background data
related to the same or other ASPs.

At the time the background data transfer is about to start, the AF provides for each UE the reference ID together with
the AF session information to the PCRF (viathe Rx interface). The PCRF retrieves the corresponding transfer policy
from the SPR and derives the PCC rules for the background data transfer according to this transfer policy.
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NOTE 5: The AF will typically contact the PCRF for the individual UES to request sponsored connectivity for the
background data transfer.

NOTE 6: A transfer policy isonly valid until the end of its time window. The removal of outdated transfer policies
from the SPR is up to implementation.

6.1.17 Traffic Steering Control

Traffic steering control istriggered by the PCRF initiated request and consists in applying a specific (S)Gi-LAN traffic
steering policy for traffic detected based on application level information or service data flow level information for the
purpose of steering the subscriber's selected traffic to appropriate (S)Gi-LAN service functions deployed by the operator
or 3rd party service provider.

The PCRF uses one or more pieces of information such as network operator's policies, user subscription, user's current
RAT, network load status, application identifier, time of day, UE location, APN, related to the subscriber session and
the application traffic asinput for selecting atraffic steering policy.

The PCRF controls traffic steering in the PCEF, TDF or TSSF by provisioning and modifying traffic steering control
information. Traffic steering control information consists of a traffic description and a reference to a traffic steering
policy that is configured in the PCEF, TDF or TSSF.

The PCEF, TDF or TSSF performs necessary actions to enforce the traffic steering policy referenced by the PCRF. For
enforcing the traffic steering policy, the PCEF, TDF or TSSF may support traffic steering related functions as defined
by other standard organizations. The mechanism used for routing the traffic between the service functions within the
(9)Gi-LAN, isout of 3GPP scope.

The traffic steering control may be deployed using PCEF only, using TDF only, or using TSSF only, or using a
combination of PCEF/TDF and TSSF.

When a combination of PCEF/TDF with traffic steering control feature and TSSF is deployed, the PCEF/TDF is
utilized for application detection and packet marking while traffic steering is done using TSSF. In this case the
PCC/ADC Rules provided to the PCEF/TDF for application detection shall be at application level while the traffic
steering control information provided to the TSSF for traffic detection and steering control shall be at service data flow
level only, i.e. the Application identifier and Traffic steering policy identifier shall be included over Gx/Sd reference
point for detection of the traffic and packet marking, and the Service data flow filter(s) and Traffic steering policy
identifier shall be included over St reference point for traffic steering control. The value used for packet marking at the
PCEF/TDF (according to the Traffic steering policy identifier received from the PCRF) shall be the same as the one
within the Service data flow filter (using filter information described in clause 6.2.2.2) that is sent to the TSSF and used
for traffic steering. Alternatively, the Application Identifier may be used for traffic detection at the TSSF. In this case
the value used for packet marking at the PCEF/TDF (according to the Traffic steering policy identifier received from
the PCRF) shall be the same as the one configured in the TSSF for that Application Identifier.

NOTE 1: The above principle also enables a deployment scenario in which the PCEF/TDF acts as an uplink traffic
classifier while the downlink traffic classifier, located in (S)Gi-LAN, acts only at service data flow filter
level. This deployment scenario is applicable for applications with deducible service data flow filters
only. In this case, the PCEF/TDF deduces the downlink service data flow description and communicates
the related information to the downlink classifier.

NOTE 2: The SDF filter(s) can be used for traffic detection at the TSSF when the PCEF/TDF is configured to do
packet marking and forwarding using ToS or TC values in the | P header. The Application Identifier can
be used when the PCEF/TDF is configured to do packet marking and forwarding using e.g. GRE or NSH.

6.1.18 PCC support of NBIFOM

6.1.18.1 General
Clause 6.1.18 refers to Network Based 1P Flow Mobility as described in TS 23.161 [43].
When PCC control for NBIFOM appliesfor an IP-CAN session:

- Multiple IP-CAN types (3GPP EPS and Non 3GPP EPS) may be simultaneously associated with the same IP-
CAN session.
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The PCRF sends PCC rulesincluding NBIFOM related information as defined in clause 6.3.1.
- InUE-initiated NBIFOM mode thisis based on Routing Rules received from the UE.

- For network-initiated NBIFOM mode, the PCRF determines the NBIFOM related information for a PCC rule
as defined in clause 6.2.1.1 (including information about UE requested mapping of |P flows to an access,
Change of usability of an Access).

- A change of access may trigger the modification of the charging key or the monitoring key in aPCC rule if
access dependent charging or usage monitoring is required by the operator.

- The PCRF decides whether NBIFOM applies for the IP-CAN session, based on information about the support
for NBIFOM received from the PCEF and operator policies that may take into account subscription information.

- The PCEF notifies the PCRF when an access is added or removed using the event trigger defined in clause 6.1.4.

- The PCEF notifies the PCRF when an access becomes Unusable or Usable again or when the move-to-WLAN or
move-from-WLAN event occurs, both events are notified to the PCRF using the event trigger " Change of the
usability of an access" as defined in clause 6.1.4.

- The PCRF may reject the NBIFOM Routing Rules received from the UE based on user subscription.
In following conditions the PCRF mentioned above is the H-PCRF:
- TheUE isserved by itsHPLMN, or
- ThePDN connection is served by a PGW in the Home PLMN (Home Routed roaming configuration), or

- ThePDN connection is served by a PGW in the V-PLMN (LBO configuration), and S9 is deployed and the V-
PCRF supports NBIFOM. In that case, the V-PCRF acts as a relay of information.

The PCRF mentioned above is the V-PCRF in the case when, through roaming agreement, the HPLMN operator allows
the VPLMN operator to operate the V-PCRF without S9; this includes authorization of roamers to use NBIFOM. In that
case, network control related with subscription such as checking the total usage allowance does not apply.

NOTE 1: If the Home operator wants to enforce control of the NBIFOM functionality on a PDN connection by the
H-PCRF, the Home operator should ensure that the Home Routed roaming configuration applies to this
PDN connection.

NOTE 2: NBIFOM may be deployed without PCC support. Thisisdefined in TS 23.161 [43].

In amulti access IP-CAN session, every PCC Rule is associated to one allowed access within the IP-CAN session. The
information about the allowed access may be explicitly included in the PCC Rule, within the Allowed Access Type.
Otherwise, the default NBIFOM access for the traffic on the IP-CAN session shall be applied as allowed access for a
PCC rule. The bearer binding mechanism in the PCEF shall, in addition to the requirements defined in 6.1.1.4, ensure
that a PCC Rule is associated to an IP-CAN bearer belonging to the allowed access.

The PCEF may provide the following information for each accessin a multi access IP-CAN session:
- Location of the subscriber as defined in clauses A.4, H.3 and H.4.
- A serving PLMN identifier as defined in clauses A.4, H.3 and H.4.
- RAT typeasdefined in clauses A.4, H.3 and H.4.

For the purpose of usage monitoring in the PCEF when NBIFOM applies for an IP-CAN session, the PCRF may
receive an individual Monitoring key per access from SPR.

6.1.18.2 NBIFOM impacts on IP-CAN procedures
PCC support of NBIFOM requires following modifications to IP-CAN session procedures:
- IP-CAN session establishment.

During the IP-CAN session establishment, the PCEF informs the PCRF about the UE and network support of
NBIFOM and the requested NBIFOM mode (defined in TS 23.161 [43]). The PCRF takes a policy decision on
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whether NBIFOM may apply to the IP-CAN session (the hPCRF decides the NBIFOM mode according to
TS 23.161 [43]) and informs the PCEF about its decision.

Addition of an access.

When the PCEF receives both a handover request and a NBIFOM indication from the UE, the PCEF initiates an
IP-CAN Session Modification procedure, to:

- Notify the PCRF about the addition of an access to the IP-CAN session together with the IP-CAN type and
the RAT type of this access. If UE-initiated NBIFOM mode was selected at IP-CAN session establishment
the notification contains al so the default NBIFOM access sel ected by the UE.

- Notify the PCRF with the NBIFOM Routing Rules, if the UE included Routing Rules with the access
addition request in UE-initiated NBIFOM mode.

The PCRF takes policy decisions and communicates them to the PCEF:

- The PCRF may reject the addition of the accessif the multi-access IP-CAN session would correspond to an
invalid combination of IP-CAN and RAT Types or is not allowed by the subscription. In this release of the
specification the only allowed combination corresponds to the UE using a 3GPP access and a WLAN access.

- If network-initiated NBIFOM mode was selected at |P-CAN session establishment, the PCRF indicates the
default NBIFOM access to the PCEF.

- InUE-initiated NBIFOM mode the PCRF verifies the default NBIFOM access provided by the UE. If it
complies with the subscription the PCRF provides this default NBIFOM access to the PCEF. If not, the
PCRF selects adifferent default NBIFOM access and provides it to the PCEF.

- InUE-initiated NBIFOM mode, the PCRF may receive NBIFOM Routing Rules created by the UE. The
PCRF may reject aNBIFOM Routing Rule due to subscription limitations. Otherwise, the PCRF determines
for each NBIFOM Routing Rule the impacted PCC rule and provides or modifies this PCC rule.

- The PCRF shall ensure that thereis at least one PCC Rule that can be bound to the default bearer of each
access.

Removal of an access.

When the PCEF is informed about the removal of an access of a multi-access IP-CAN session, the PCEF
initiates an IP-CAN Session Modification procedure, to notify the PCRF about the removal of an access together
with the IP-CAN type and the RAT type of this access. The PCRF determines the affected PCC rules and replies
with updated PCC Rules or informs about the PCC Rules that are to be removed.

The PCC rules corresponding to the removed access are then modified or deleted by the PCEF accordingly. This
shall not trigger the sending of Routing Rules deletion to the UE in Network-initiated NBIFOM mode.

NOTE 2: The UE deletes the Routing Rules locally in case of removal of access as described in TS 23.161 [43].

NOTE 3: The PCRF can aso decide to trigger the removal of an access by updating or removing al PCC rules that

are bound to this access. The removal of all PCC Rules bound to an access removes the access unless
there are PCC Rules not known to the PCRF defined in the PCEF for this particular access.

Network-initiated | P flow mobility within a PDN connection (Network-initiated NBIFOM mode).

When a multi-access IP-CAN session has been set-up in Network-initiated NBIFOM mode, the PCRF may at
any time determine that flows should be moved from a source access to atarget access. In that case, the PCRF
provides updated PCC Rules with a modified Allowed Access Type and the Routing Rule Identifier using an 1P-
CAN Session Modification procedure (i.e. the Allowed Access Type can be added, changed or removed).

The PCRF request triggers the sending of Routing Rules creation (when the Allowed Access Type is added) or
Routing Rules modification (when the Allowed Access Type is changed) to the UE which may be rejected by the
UE dueto local radio conditions. In that case the PCRF gets notified which PCC rules cannot be modified. This
notification from the PCEF contains an indication of the cause of the rejection received from the UE.

The PCRF request triggers the sending of Routing Rules deletion to the UE when the Allowed Access Typeis
removed.
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UE-initiated IP flow mobility within a PDN connection (UE-initiated NBIFOM mode).

When the PCEF has received a request from the UE to create / modify / delete a Routing Rule, the PCEF
initiates an IP-CAN Session Modification procedure and provides the Routing Rule received from the UE to the
PCRF as an NBIFOM Routing Rule. The PCRF may reject an NBIFOM Routing Rule received from the UE due
to subscription limitations. Otherwise the PCRF determines and updates the impacted PCC rule (as described in
6.12.2) and provides the updated PCC rule to the PCEF.

UE requested mapping of 1P flows to an access (Network-initiated NBIFOM mode).

This procedure is only used in Network-initiated NBIFOM mode when the UE wants to request the network to
apply specific mappings of 1P flows to an access.

When the PCEF has received a request from the UE to have the network create / modify / delete a Routing Rule,
the PCEF initiates an IP-CAN Session Modification procedure and provides the information received from the
UE to the PCRF as an NBIFOM Routing Rule. The PCRF may reject an NBIFOM Routing Rule received from
the UE due to subscription limitations. Otherwise the PCRF determines and updates the impacted PCC rule (as
described in clause 6.12.2) and provides the updated PCC rule to the PCEF. The updated PCC rule triggers the
sending of a Routing Rules creation / modification / deletion to the UE (as described above for Network-initiated
I P flow mobility).

Indication that an access becomes unusable / usable again or indication of move-to-WLAN / move-from-WLAN
(Network-initiated NBIFOM mode).

The PCEF initiates an IP-CAN Session Modification procedure to notify the PCRF about the change of usability
of an access to the PCRF. For every PCC rule that is currently bound to this access, the PCRF shall either change
the Allowed Access Type and provide the updated PCC rule to the PCEF or remove this PCC rule. Thistriggers
the sending of Routing Rules modification to the UE. If the PCRF receives an indication that an access become
usable again, The PCRF may update the PCC rules, e.g. by changing the Allowed Access Type and provide the
updated PCC rules to the PCEF. Thistriggers the sending of Routing Rules modification to the UE.

Reporting Access Network Information to the AF.

The PCRF reportsto the AF only Access Network Information associated with one access even though different
media of the AF session are carried by different accesses.

If the PCRF has received arequest for Access Network Information from the AF and PCC rules related with the
AF request are bound to multiple accesses, the PCRF selects one PCC rule to be associated with Access Network
Information reporting from the PCEF. The selected PCC rule should correspond to the 3GPP access: Using the
3GPP access reduces the risk of getting non-trustable location information from the S2b access of the IP-CAN
session.

UE resource request for a multi-access IP-CAN session.

When the UE wants to request the network to allocate resources for one or more IP flows in the non-default
NBIFOM access, the UE shall provide a corresponding Routing Rule in the same request in the UE-initiated
mode. Without such Routing Rule, the network shall reject the UE resource request.

NOTE 4: UE resource requests in the default NBIFOM access do not require a Routing Rule as the generated PCC

rule will be bound to dedicated bearer in this access.
PCREF initiated IP-CAN session modification.

When network-initiated NBIFOM mode applies and the PCRF modifies the service data flow filter or
precedence in a PCC rule for which a corresponding Routing Rule exists, the PCEF shall also modify this
Routing Rule at the UE accordingly.

When network-initiated NBIFOM mode applies and the PCRF removes a PCC rule for which a corresponding
Routing Rule exists, the PCEF shall also remove the corresponding Routing Rule at the UE.

When UE-initiated NBIFOM mode applies and if anew PCC ruleis created due to the request from the network
(e.g. request from the AF or application detection information from the PCEF/TDF), the PCRF shall determine
that the new PCC rule is bound to the default access. UE may initiate | P flow mobility request to bind the IP
flow to another access |ater.
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6.1.19 Resource reservation for services sharing priority

To enable the usage of the same bearer, an AF may indicate to the PCRF that a media flow of an AF sessionis allowed
to use the same priority as media flows belonging to other AF sessions (instead of the service priority provided for this
mediaflow). In this case, the AF will provide a priority sharing indicator in addition to the application identifier and the
service priority. For MCPTT, the service priority and the priority sharing indicator are defined in TS 23.179 [46]. The
priority sharing indicator is used to indicate what media flows are allowed to share priority.

The PCRF makes authorization and policy decisions for the affected AF sessionsindividually and generates a PCC/QoS
rule for every media flow as specified in clause 6.1.1.3. The application identifier and the service priority are used to
calculate the ARP priority. The AF may also provide suggested pre-emption capability and vulnerability val ues per
media flow to the PCRF. The ARP pre-emption capability and the ARP pre-emption vulnerability are set according to
operator policies and regulatory requirements, also taking into consideration the application identifier and suggested
values, when provided by the AF. The priority sharing indicator is stored for later use.

For PCC/QoS rules with the same QCI assigned and having an associated priority sharing indicator, the PCRF shall try
to make authorization and policy decisions taking the priority sharing indicator into account and modify the ARP of
these PCC/QoS rules as follows, (the original ARP values are stored for later use):

- Themodified ARP priority is set to the highest of the original priority among all the PCC/QoS rules that include
the priority sharing indicator;

- The modified ARP pre-emption capability is set if any of the original PCC/QoS rules have the ARP pre-emption
capability set;

- The modified ARP pre-emption vulnerability is set if al the original PCC/QoS rules have the ARP pre-emption
vulnerability set.

NOTE 1: Having the same setting for the ARP parameter in the PCC/QOoS rules with the priority sharing indicator
set enables the usage of the same bearer. Furthermore, a combined modification of the ARP parameter in
the PCC/QoS rules ensures that a bearer modification is triggered when a media flow with higher service
priority starts.

If the PCRF receives an indication that a PCC/QoS rule provisioning or modification failed (due to resource reservation
failure) then, the PCRF may apply pre-emption and remove active PCC/QoS rules from the PCEF and then retry the
PCC/QoS rule provisioning or modification procedure. If the PCRF does not apply pre-emption, the AF is notified
using existing procedures (as defined in clause 6.1.5) that the resource reservation for the new media flow failed.

The AF may optionally provide pre-emption control information, including pre-emption capability and vulnerability
values, in addition to the priority sharing indicator to the PCRF. If so, the PCRF shall apply pre-emption and remove
active PCC/QOoS rules according to this information when receiving an indication that a PCC/QoS rule provisioning or
modification failed. The pre-emption control information indicates:

- whether media flows sharing priority are candidates to being pre-empted taking into account pre-emption
capability and vulnerability values;

- how to perform pre-emption among multiple potential media flow candidates of same priority: most recently
added media flow, least recently added media flow, media flow with highest requested bandwidth in the AF
request.

6.1.20 Management of Packet Flow Descriptions using the PFDF

The Management of Packet Flow Descriptions (PFDs) enables the PCEF and TDF to perform accurate application
detection when PFDs are provided by an ASP (viathe SCEF and the PFDF) and then to apply enforcement actions as
instructed in the PCC/ADC Rule.

The operator is able to configure pre-defined PCC/ADC Rules in the PCEF/TDF or dynamic PCC/ADC Rulesin the
PCREF that include at least an application identifier for service data flow or application detection, charging control
information, i.e. charging key and optionally the Sponsor identifier or the ASP identifier or both. Depending on the
service level agreements between the operator and the Application Server Provider, it may be possible for the ASP to
provide individual PFDs or the full set of PFDs for each application identifier maintained by the ASP to the PCEF/TDF
viathe SCEF and the PFDF. The PFDs become part of the application detection filters in the PCEF/TDF and therefore
are used as part of the logic to detect traffic generated by an application. The ASP may remove or modify some or al of
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the PFDs which have been provisioned previously for one or more application identifiers. When aremoved/modified
PFD was used to detect application traffic related to an application identifier in a PCC/ADC Rule of an IP-CAN/TDF
session and the PCEF/TDF has reported the application start as described in clause 4.5 to the PCRF for the application
instance corresponding to this PFD, the PCEF/TDF shall report the application stop to the PCRF for the corresponding
application instance identifier if the removed/modified PFD in PCEF/TDF resultsin that the stop of the application
instance is not being able to be detected.

NOTE 1: The management of Packet Flow Descriptionsis optional, and is only used if the PFDF is deployed and
the PCEF or the TDF supports this feature.

Each PFD may be identified by a PFD id. A PFD id is unique in the scope of a particular application identifier. There
may be different PFD types associated to an application identifier, see TS 23.682 [42] for the definition of PFD.

The PFDs may be retrieved by PCEF/TDF from PFDF in "pull” mode or may be provisioned from PFDF to the
PCEF/TDF in "push”" mode.

When the "push” mode is used, the PFDF distributes PFDs for each application identifier to those PCEFS/TDFs that
enable access to those applications. The PFDF may be configured with the list of PCEFS/TDFs where PFDs should be
distributed. There are three methods to provision PFDs from the PFDF to the PCEF/TDF, as described in clause 7.12.2:

a) Push of whole PFDF state according to operator configuration in PFDF (e.g., provision per day according to
operator configuration);

b) Selective push of an ASP change in the PFD set (i.e. ASP changes the PFD set while operator configuration
defines when to push);

¢) Selective push of an ASP change in the PFD set according to ASP request (i.e. ASP indicates to push changesin
aPFD set within the time interval indicated by the Allowed Delay as described in TS 23.682 [42]).

NOTE 2: Inall caseslisted above, how to protect the PCEF/TDF from overload during the procedure to provision
PFDsis up to Stage 3.

The SCEF may be configured with a minimum allowed delay based on SLA to authorize the allowed delay provided by
the ASP, as defined in TS 23.682 [42].

When the "pull" modeis used, at the time a PCC/ADC Rule with an application identifier for which PFDs provisioned
by the PFDF are not available is activated or provisioned, the PCEF/TDF requests all PFDs for that application
identifier from the PFDF. The PFDs retrieved for an application identifier from the PFDF are cached in the PCEF/TDF
with an associated caching timer to control how long the PFDs are valid. When the caching timer elapses, if there are
till active PCC/ADC rules that refer to the corresponding application identifier, the PCEF/TDF rel oads the PFD(s)
from the PFDF. When the PCEF/TDF removes the last PCC/ADC rule that refers to the corresponding application
identifier, or when the caching timer expires and no PCC/ADC rule refers to the application identifier, the PCEF/TDF
may remove the PFD(s) related with the application identifier.

NOTE 3: Itisassumed that all PCEF(s)/TDF(s) and PFDF(s) in an operator network are configured with the same
default caching time value to be applied for all application identifiers.

Within one PLMN, "push" mode only, "pull" mode only, or a combination of "pull" and "push" mode may be supported
if the feature is supported.

When the "pull" mode is used, the PFDF may provide to the PCEF/TDF a caching time value per application identifier.
The PCEF/TDF receives the caching time value together with the PFD(s) from the PFDF over Gw/Gwn and appliesthis
value for the application identifier instead of the configured default caching time value. In case no caching time valueis
received from PFDF, the PCEF/TDF uses the configured default caching time value.

NOTE 4: The configuration of a caching time value per application identifier PFDF is based on the SLA between
the operator and the ASP.

When only "pull" mode is supported in one PLMN, if the Allowed Delay is shorter than the caching time value stored
for this application identifier, or shorter than the default caching time if no application-specific caching timeis stored,
the PFDF sends a response to SCEF with an indication that the Allowed Delay cannot be met. The PFDF may still store
the PFD(s) and if so, indicate this to the SCEF. The PFDF shall also include the caching time value in the response to
the SCEF. The SCEF shall forward the indication that the PFDF stored the PFD(s) (if available) and the caching time
value to the ASP when informing that the Allowed Delay could not be met.
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If the PFDs are managed by local O& M procedures, PFD retrieval is not used; otherwise, the PFDs retrieved from
PFDF overrides any PFDs pre-configured in the PCEF/TDF. If all PFDs retrieved from the PFDF are removed for an
application identifier, the pre-configured PFDs shall be applied again for the application identifier. The PCEF/TDF may
differentiate the need for PFD retrieval based on operator configuration in the PCEF/TDF.

The AF requests including an application identifier may trigger the activation or provisioning of a PCC/ADC Rulein
the PCEF/TDF by the PCRF based on operator policies.

6.1.21 3GPP PS Data Off

This feature, when activated by the user, prevents downlink traffic and may prevent uplink traffic via 3GPP access
except for 3GPP PS Data Off Exempt Services.

NOTE 1: Preventing uplink packets that don't belong to 3GPP Data Off Exempt Servicesin PDN GW implies that
the exempt uplink packets in the UE have traversed the Serving GW but get dropped in the PDN GW. If
this happens, it's not possible to verify accounting information collected at the Serving GW for inter-
operator charging. However, the subscriber may not be charged for those packets.

The 3GPP PS Data Off Exempt Services are a set of operator services, defined in TS 22.011 [49], that are the only
allowed services in downlink direction when the 3GPP PS Data Off feature has been activated by the user.

When PCRF is deployed, it shall be configured with the list of 3GPP PS Data Off Exempt Services and the event trigger
of 3GPP PS Data Off status change is used to inform the PCRF about every change of the 3GPP PS Data Off status.

NOTE 2: The PCRF can be configured with alist of 3GPP PS Data Off Exempt Services per APN. Thelist of
3GPP PS Data Off Exempt Services for an APN can also be empty, or can alow for any service within
that APN, according to operator policy.

NOTE 3: The PCRF can be configured with up to two lists of 3GPP PS Data Off Exempt Services for UEsin
HPLMN and for UEs camping in any VPLMNSs using mechanism as specified in clause 6.2.1.1.

NOTE 4: For the PDN connection used for IMS services, the 3GPP Data Off Exempt Services are enforced in the
IMS domain as specified TS 23.228 [39]. Policies configured in the PCRF need to ensure that IMS
services are allowed when the 3GPP Data Off status of the UE is set to "activated”, e.g. by treating any
service within awell-known IMS APN as 3GPP PS Data Off Exempt Services.

When the PCRF is informed about the activation of 3GPP PS Data Off, it shall update the PCC rulesin such away that
only packets for services belonging to the list of 3GPP PS Data Off Exempt Services are forwarded while all other
packets are discarded.

NOTE 5: In order for the PCEF to prevent the services that do not belong to the list of 3GPP PS Data Off
Exempted Services, if the services are controlled by dynamic PCC rules, the PCRF could modify the PCC
rules by setting the gate status to "closed" for the downlink and optionally uplink directionsin all active
dynamic PCC rules or remove those dynamic PCC rules. If the services are controlled by predefined PCC
rules, the PCRF can deactivate those predefined PCC rules. PCC rule with wild-carded service data flow
filters can be among the PCC rules that are modified, removed or deactivated in that manner. In this case,
it can be necessary that the PCRF at the same time installs or activates PCC rules for data-off exempt
services.

NOTE 6: For example, four PCC rules (A, B, C, D) are active for aPDN connection with PCC rule A representing
a 3GPP PS Data Off Exempt Service. When 3GPP PS Data Off is activated, the PCRF could either
modify PCC rules B, C and D if they are dynamic PCC rules by closing the gate in downlink and
optionaly in uplink direction or remove/deactivate PCC rules B, C and D if they are predefined PCC
rules. PCC rule A does not need to be changed as it represents 3GPP PS Data Off Exempt Service.
Assuming that PCC rule B contained wild-carded service data flow filters which has enabled some 3GPP
PS Data Off Exempt Serviceis removed or deactivated, an additional PCC rule E can be installed or
activated as well to enable the downlink traffic for that 3GPP PS Data Off Exempt Service.

NOTE 7: The network configuration can ensure that at least one PCC Ruleis bound to the default bearer when Data
Off isactivated in order to avoid deletion of an existing PDN connection or in order not to fail a PDN
connection establishment.

When the PCRF receives service information from the AF, in addition to what is specified in clause 6.2.1.0, PCRF shall
check if the requested service information belongs to the 3GPP PS Data Off Exempt Services. If the requested service
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belongs to 3GPP PS Data Off Exempt Services, PCRF shall continue as specified in clause 6.2.1.0. If the requested
service doesn't belong to the 3GPP PS Data Off Exempt Services, PCRF shall reject the service request.

When the PCRF isinformed about the deactivation of 3GPP PS Data Off, it shall perform policy control decision as
specified in clause 6.2.1.0 and perform PCC rule operations as specified in clause 6.3.2 2 to make sure that the services
are allowed according to user's subscription and operator policy (irrespective of whether they belong to the list of 3GPP
PS Data Off Exempt Services).

When PCRF is not deployed, predefined PCC rules, as example, can be configured in the PCEF to ensure the following:

- when the PCEF isinformed about activation of 3GPP PS Data Off, only packets for services belonging to the list
of 3GPP PS Data Off Exempt Services are forwarded while all other packets are discarded. Thelist of 3GPP PS
Data Off Exempt Services for UEs camping in HPLMN and the list of 3GPP PS Data Off Exempt Services for
UEs camping in VPLMN can be different, and

- When PCEF isinformed about deactivation of 3GPP PS Data Off, downlink packets are forwarded according to
the operator policy for the subscriber.

NOTE 8: For example, the PCEF can be configured with three sets of predefined PCC rules: one set for UES with
3GPP PS Data Off status "inactive", the second set for UE camping in the HPLMN with 3GPP PS Data
Off status "active", and the third set for UEs camping in the VPLMN with 3GPP PS Data Off status
"active". The set of predefined PCC rules for UE 3GPP PS Data Off status "active" can be equivalent to
the set of predefined PCC rules for UE 3GPP PS Data Off status "inactive" with the following two
differences: All services belonging to the list of 3GPP PS Data Off Exempt Services can be represented
by PCC rule(s) which allows the traffic to pass while in all other PCC rules (not belonging to the list of
3GPP PS Data Off Exempt Services) the gate status can be "closed" for the downlink direction. When the
PCEF isinformed about the change of UE 3GPP PS Data Off status, it can replace the currently active set
of predefined PCC rules with the other set of predefined PCC rules.

When the UE 3GPP PS Data Off statusis "active" and a handover from one access-system to another occurs, the PCRF
performs the above operations so that the downlink traffic for services not belonging to the list of 3GPP PS Data Off
Exempt Servicesis only prevented via the 3GPP access.

When NBIFOM applies for the IP-CAN session, the PCRF shall nhot modify PCC rules associated to the IP-CAN type
"Non 3GPP EPS'.

6.2 Functional entities

6.2.1 Policy Control and Charging Rules Function (PCRF)

6.2.1.0 General
The PCRF encompasses policy control decision and flow based charging control functionalities.

The PCRF provides network control regarding the service data flow detection, gating, QoS and flow based charging
(except credit management) towards the PCEF and/or TDF.

The PCRF provides network control regarding the application detection, gating, QoS and application based charging
(except credit management) towards the TDF and the PCEF enhanced with ADC.

The PCRF shall apply the security procedures, as required by the operator, before accepting service information from
the AF.

The PCRF shall decide whether application traffic detection is applicable, as per operator policies, based on user profile
configuration, received within subscription information.

The PCRF shall decide how certain service/application traffic shall be treated in the PCEF and in the TDF, if applicable,
and ensure that the PCEF user plane traffic mapping and treatment is in accordance with the user's subscription profile.

If Gxx applies, the PCRF shall provide QoS rules with identical service data flow templates as provided to the PCEF in
the PCC rules. If the service data flow istunnelled at the BBERF, the PCRF shall provide the BBERF with information
received from the PCEF to enable the service data flow detection in the mobility tunnel at the BBERF. In case 23,
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defined in clause 7.1, the PCRF may also provide to the BBERF the charging ID information received from the PCEF.
If 1P flow mobility as specified in TS 23.261 [23] applies, the PCRF shall, based on P flow mobility routing rules
received from the PCEF, provide the authorized QoS rules to the applicable BBERF as specified in clause 6.1.1.3.

The PCRF should for an IP-CAN session derive, from IP-CAN specific restrictions, operator policy and SPR data, the
list of permitted QoS class identifiers and associated GBR and MBR limits for the IP-CAN session.

The PCRF may check that the service information provided by the AF is consistent with both the operator defined
policy rules and the related subscription information as received from the SPR during IP-CAN session establishment
before storing the service information. The service information shall be used to derive the QoS for the service. The
PCRF may reject the request received from the AF when the service information is not consistent with either the related
subscription information or the operator defined policy rules and as aresult the PCRF shall indicate that this service
information is not covered by the subscription information or by operator defined policy rules and may indicate, in the
response to the AF, the service information that can be accepted by the PCRF (e.g. the acceptable bandwidth). In the
absence of other policy control mechanisms outside the scope of PCC, it is recommended that the PCRF include this
information in the response.

When receiving service information from the AF, the PCRF may temporarily reject the AF request (e.g. if the service
information is not consistent with the operator defined policy rules for the congestion status of the user). To temporarily
reject the AF request the PCRF shall indicate are-try interval to the AF. When receiving are-try interval from the
PCRF the AF shall not send the same service information to the PCRF again (for the same IP-CAN session) until the re-
try interval has elapsed.

NOTE 1: How the PCRF derivesthere-try interval is up to implementation.
In this Release, the PCRF supports only a single Rx reference point, i.e. thereis one AF for each AF session.

The PCRF authorizes QoS resources. The PCRF uses the service information received from the AF (e.g. SDP
information or other available application information) and/or the subscription information received from the SPR to
calculate the proper QoS authorization (QoS class identifier, bitrates). The PCRF may also take into account the
requested QoS received from the PCEF via Gx interface.

NOTE 2: The PCRF provides always the maximum values for the authorized QoS even if the requested QoS is
lower than what can be authorized.

The Authorization of QoS resources shall be based on complete service information unless the PCRF is required to
perform the authorization of QoS resources based on incomplete service information. The PCRF shall after receiving
the complete service information, update the affected PCC rules accordingly.

The PCRF may use the subscription information as basis for the policy and charging control decisions. The subscription
information may apply for both session based and non-session based services.

The PCRF determines whether a Gx session from the PCEF is to be linked with a Gateway Control Session from the
BBERF by matching the |Pv4 address and/or 1Pv6 network prefix and conditionally the UE Identity, PDN Connection
ID and PDN ID towards open Gateway Control Sessions. When IP flow mobility as specified in TS 23.261 [23] applies,
one Gx session may be linked with multiple Gateway Control Sessions.

If the BBERF does not provide any PDN ID at the Gateway Control Session Establishment, then the PCRF maintains
Gateway Control Session to Gx session linking to the Gx sessions where the assigned CoA and UE Identity (if available
over Gxx) are equal. The PCRF and BBERF shall be capable of separating information for each IP-CAN session within
the common Gateway Control Session.

If the BBERF provides a PDN ID at the Gateway Control Session Establishment, then the PCRF maintains Gateway
Control Session to Gx session linking where the UE identity and PDN ID are equal. If the BBERF provides a PDN 1D
at Gateway Control Session establishment, it may also indicate in the Gateway Control Session establishment that the
PCRF shall not attempt linking the new Gateway Control Session with an existing Gx session immediately. If the PCRF
receives such an indication, it keeps the new Gateway Control Session pending and defers linking until an IP-CAN
session establishment or an IP-CAN session modification with matching UE Identity, PDN ID and IP-CAN type arrives
via Gx.

If the BBERF provides a PDN ID and a PDN Connection ID at the Gateway Control Session establishment, then the
PCRF maintains Gateway Control Session to Gx session linking where the UE identity, PDN Connection ID and PDN
ID are equal.
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When a BBERF establishes multiple Gateway Control Sessions for the same PDN 1D and the IP-CAN type changes, the
PCRF assumes that this constitutes inter-system BBERF relocations of existing Gateway Control Sessions. The BBERF
may supply UE IPv4 address and/or 1Pv6 network prefix (if known) that can be used for linking the new Gateway
Control Session to the existing Gx session. If the UE IPv4 address and/or |Pv6 network prefix is/are not provided in the
new Gateway Control Session establishment, the PCRF shall defer the linking with existing Gx session until receiving
an IP-CAN Session modification with matching UE Identity, IP-CAN type, PDN Connection ID, and PDN ID.

The PCRF determines which case applies as described on clause 7.1.

If an AF requests the PCRF to report on the signalling path status, for the AF session, the PCRF shall, upon indication
of loss of resources from the PCEF, for PCC rules corresponding to the signalling traffic notify the AF on changes to
the signalling path status. The PCRF needs to have the knowledge of which PCC rules identify signalling traffic.

Negotiation of IP-CAN bearer establishment mode takes place via Gx for 3GPP |P-CANSs. For non-3GPP IP-CANs
specified in TS 23.402 [18] negotiation of bearer establishment mode takes place via Gx when GTP is used and via Gxx
for the rest of the cases. For other accesses supporting multiple IP-CAN bearer establishment modes, if Gxx applies, the
negotiation takes place via Gxx, otherwise via Gx. To support the different IP-CAN bearer establishment modes (UE-
only or UE/NW) the PCRF shall:

- shall set the IP-CAN bearer establishment mode for the IP-CAN session based on operator configuration,
network and UE capabilities;

- shal, if the bearer establishment mode is UE/NW, decide what mode (UE or NW) shall apply for a PCC rule and
resolve race conditions between for requests between UE-initiated and NW-initiated requests;

NOTE 3: For an operator-controlled service, the UE and the PCRF may be provisioned with information indicating
which modeisto be used.

- may reject a UE request that is already served by a NW-initiated procedure in progress. When rejecting a UE-
initiated request by sending a reject indication, the PCRF shall use an appropriate cause value which shall be
delivered to the UE.

NOTE 4: Thissituation may e.g. occur if the PCRF has aready triggered a NW-initiated procedure that
corresponds to the UE request.

- guarantee the precedence of dynamic PCC rules with SDF template containing SDF filter(s) (and optionally also
for SDF templates consisting of an application identifier) for network controlled servicesin the service data flow
detection process at the PCEF by setting the PCC rule precedence information to appropriate values.

If an AF requests the PCRF to report on the change of type of IP-CAN, the PCRF shall provide to the AF the
information about the IP-CAN type the user is currently using and upon indication of change of IP-CAN type, notify the
AF on changes of the type of IP-CAN. In the case of 3GPP IP-CAN, the information of the Radio Access Technology
Type (e.g. UTRAN) shall be also reported to the AF. If 1P flow mobility as specified in TS 23.161 [43] or in

TS 23.261 [23] applies, the PCRF shall provide to the AF the new IP-CAN type information together with the affected
service information. When I P flow mobility is allowed within an IP-CAN session, the PCRF shall only report to an AF
the IP-CAN type change when the | P flow mobility appliesto the service information provided by this AF.

If an AF requests the PCRF to report Access Network Information, the PCRF shall set the Access Network Information
report parameters in the corresponding PCC rule(s) or QoS rule(s) and provision them together with the corresponding
event trigger to the PCEF or BBERF as per procedure in clause 7.4.2. For those PCC rule(s) or QoS rule(s) based on
preliminary service information the PCRF may assign the QCI and ARP of the default bearer to avoid signalling to the
UE. In addition the SDF filter(s) shall not be marked as to be used for signalling to the UE as traffic mapping
information.

NOTE 5: The PCRF can also use the dynamic or pre-defined PCC Rules related to the IMS signalling to request
Access Network Information reporting. This can be used to support e.g., regulatory requirements for SMS
over IP, where the IMS network (i.e. P-CSCF) needs to retrieve the user location and/or UE Time Zone
information. Note that due to regulatory requirements, the Access Network Information can be requested
for SMS over IP, impacting alarge number of PDN Connections, that can lead to significant increasein
signalling load when the Access Network Information is requested from the Access Node (e.g. MME).

If an AF requests the PCRF to report Access Network Information, The PCRF shall also set the corresponding event
trigger to the PCEF or BBERF as per procedure in clause 7.4.2. The PCRF shall, upon receiving the subsequent Access
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Network Information report corresponding to the AF session from the PCEF or BBERF, forward the Access Network
Information as requested by the AF.

If an AF requests the PCRF to report the PLMN identifier where the UE is currently located, then the PCRF shall
provide the PLMN identifier to the AF if available.Otherwise, the PCRF shall provision both the corresponding PCC
rules and QoS Rulesif applicable, and the event trigger to report PLMN change to the PCEF. The PCRF shall, upon
receiving of the PLMN identifier from the PCEF forward this information to the AF as defined in the proceduresin
clause 6.1.4.

If an AF requests the PCRF to report Access Network Charging Correlation Information, the PCRF shall provide to the
AF the Access Network Charging Correlation Information, which will identify the usage reports that include
measurement for the flows, once the Access Network Charging Correlation Information is known at the PCRF. If not
known in advance, the PCRF subscribes for the Access Network Charging Correlation Information event for the
applicable PCC rule(s), unless asingle charging identifier per IP-CAN session is used as described below.

The PCEF provides at IP-CAN session establishment both a charging identifier and an optional indication that the
charging identifier is the only one for that IP-CAN session, asdefined in TS 32.251 [9] clause 5.1.3. In absence of the
indication there is a separate charging identifier for each IP-CAN bearer to identify usage reports that include
measurements for flows served by each individual bearer. When the PCEF indicates that a single charging identifier is
used for the IP-CAN session, the PCRF uses the charging identifier received at |P-CAN session establishment to
provide Access Charging Correlation information to the AF for all flows, instead of subscribing to the Access Network
Charging Correlation Information event trigger for the applicable PCC Rule(s) as described above.

If Gxx applies and the PCEF provided information about required event triggers, the PCRF shall provide these event
triggers to the BBERF and notify the PCEF of the outcome of the provisioning procedure by using the PCRF initiated
IP-CAN Session Modification procedure, as defined in clause 7.4.2. The PCRF shall include the parameter values
received in the response from the BBERF in the notification to the PCEF. When multiple BBERFs exist (e.g. in IP flow
mobility case), the PCEF may subscribe to different or common set of event triggers at different BBERFs; when the
PCREF receives event notification from any BBERF, the PCRF shall include both the parameters val ues received from
the BBERF and also the information for identifying the BBERF in the notification to the PCEF.

If Sd applies and the TDF provided information about required event triggers, the PCRF shall provide these event
triggersto the PCEF or BBERF, if Gxx applies, and notify the TDF of the outcome of the provisioning procedure
within the PCEF initiated IP-CAN Session Modification procedure, as defined in clause 7.4.1. The PCRF shall include
the parameter values, received in the response from the PCEF/BBERF, in the notification to the TDF. The relevant
Event Triggers are: PLMN change, Location change, Change in type of IP-CAN, RAT type change, SGSN change,
Serving GW change, User CSG Information change in CSG cell, User CSG Information change in subscribed hybrid
cell, User CSG Information change in un-subscribed hybrid cell, Change of UE presence in Presence Reporting Area.

NOTE 6: For IP flow mobility feature enabled, the TDF doesn't have accurate information about the location and
the type of RAT the user is attached to.

When the PCRF gets an event report from the BBERF that is required by the PCEF, the PCRF shall forward this event
report to the PCEF.

When the PCRF gets an Event Report from the PCEF/BBERF that is required by the TDF, the PCRF shall forward this
Event Report to the TDF.

The PCRF may support usage monitoring control. Usage is defined as either volume or time of user plane traffic.

The PCRF may receive information about total allowed usage per PDN and UE from the SPR, i.e. the overall amount of
allowed resources (based either on traffic volume and/or traffic time) that are to be monitored for the PDN connections
of auser. In addition information about total allowed usage for Monitoring key(s) per PDN and UE may also be
received from the SPR. For the purpose of usage monitoring per access type , the PCRF receives an individual
Monitoring key per access type from SPR.

For the purpose of usage monitoring control the PCRF shall request the Usage report trigger and provide the necessary
usage threshold(s), either volume threshold, time threshold, or both volume threshold and time threshold, upon which
the requested node (PCEF or TDF) shall report to the PCRF. The PCRF shall decide if and when to activate usage
monitoring to the PCEF and TDF.

The PCRF may provide a Monitoring time to the PCEF/TDF for the Monitoring keys(s) and optionally specify a
subsequent threshold value for the usage after the Monitoring time.
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If the PCEF reports usage before the Monitoring time is reached, the Monitoring time is not retained by the PCEF.
Therefore the PCRF may again provide a Monitoring time and optionally the subsegquent threshold value for the usage
after the Monitoring time in the response.

It shall be possible for the PCRF to request a usage report from the requested node (PCEF or TDF).

NOTE 7: The PCRF ensures that the number of requests/following policy decisions provided over Gx/Sd reference
point do not cause excessive signalling load by e.g. assigning the same time for the report only for a
preconfigured number of IP-CAN/TDF sessions.

Once the PCRF receives a usage report from the requested node (PCEF or TDF) the PCRF shall deduct the value of the
usage report from the totally allowed usage for that PDN and UE (in case usage per IP-CAN session is reported). If
usage is reported from the TDF or the PCEF, the PCRF shall deduct the value of the usage report from the totally
allowed usage for individual Monitoring key(s) for that PDN and UE (in case of usage for one or several Monitoring
keysisreported).

NOTE 8: The PCRF maintains usage thresholds for each Monitoring key and IP-CAN session that is active for a
certain PDN and UE. Updating the total allowanced usage after the PCEF reporting, minimizes the risk of
exceeding the usage allowance.

If the PCEF or TDF reports usage for a certain Monitoring key and if monitoring shall continue for that Monitoring key
then the PCRF shall provide new threshold value(s) in the response to the PCEF or TDF respectively. If Monitoring
time and subsequent threshold value are used then the PCRF provides them to the PCEF or TDF as well.

The PCRF may provide a new volume threshold and/or a new time threshold to the PCEF or TDF, the new threshold
values overrides the existing threshold values in the PCEF or TDF.

If monitoring shall no longer continue for that Monitoring key, then the PCRF shall not provide a new threshold in the
response to the PCEF / TDF.

NOTE 9: If the PCRF decidesto deactivate all PCC rules or ADC rules associated with a certain Monitoring key,
then the conditions defined in clause 6.6.2 for continued Monitoring will no longer be fulfilled for that
Monitoring key.

If al IP-CAN session of a user to the same APN is terminated, the PCRF shall store the remaining allowed usage, i.e.
the information about the remaining overall amount of resources, in the SPR.

The PCRF may authorise an application service provider to request specific PCC decisions (e.g. authorisation to request
sponsored | P flows, authorisation to request QoS resources). For sponsored data connectivity (see Annex N), the PCRF
may receive a usage threshold from the AF.

If the AF specifies a usage threshold, the PCRF shall use the Sponsor Identity to construct a Monitoring key for
monitoring the volume, time, or both volume and time of user plane traffic, and invoke usage monitoring on the
PCEF/TDF. The PCRF shall notify the AF when the PCEF/TDF reports that a usage threshold for the Monitoring key is
reached provided that the AF requests to be notified for this event. If the usage threshold is reached, the AF may
terminate the AF session or provide a new usage threshold to the PCRF. Alternatively, the AF may allow the session to
continue without specifying a usage threshold. If the AF decidesto allow the session to continue without specifying a
usage threshold, then monitoring in the PCEF/TDF shall be discontinued for that monitoring key by the PCRF, unless
there are other reasons for continuing the monitoring.

If the AF revokes the service information and the AF has notified previously a usage threshold to the PCRF, the PCRF
shall report the usage up to the time of the revocation of service authorization.

If the IP-CAN session terminates and the AF has specified a usage threshold then the PCRF shall notify the AF of the
accumulated usage (i.e. either volume, or time, or both volume and time) of user plane traffic since the last usage report.

The PCRF performs authorizations based on sponsored data connectivity profiles stored in the SPR. If the AF isin the
operator's network and is based on the OSA/Parlay-X GW (TS 23.198 [24]), the PCRF is not required to verify that a
trust relationship exists between the operator and the sponsors.

If the H-PCRF detects that the UE is accessing the sponsored data connectivity in the roaming scenario with home
routed access, it may allow the sponsored data connectivity in the service authorization request, reject the service
authorization request, or initiate the AF session termination based on home operator policy.

NOTE 10: Sponsored data connectivity is not supported in the roaming with visited access scenario in this Release.
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If the AF request includes an AF application identifier then, based on the operator policies the PCRF may trigger the
activation of a predefined PCC/ADC Rule or provide adynamic PCC/ADC rule with an appropriate application
identifier in the PCEF/TDF.

For the solicited application reporting, it is PCRF's responsibility to coordinate the PCC rules and QoSrules, if
applicable, with ADC rulesin order to ensure consistent service delivery.

The PCRF uses the information relating to subscriber spending available in the OCS as input for policy decisions
related to e.g. QoS control, gating or charging conditions.

The PCRF uses the RUCI received from the RCAF asinput for policy decisions.

If the AF contacts the PCRF viathe SCEF (and the Nt interface) to request atime window and related conditions for
future background data transfer, the PCRF shall determine possible transfer policies (as described in clause 6.1.16) and
send them to the AF together with areference ID. If the AF received more than one transfer policy, the AF selects one
of them and informs the PCRF about the selected transfer policy. The PCRF shall store the selected transfer policy in
the SPR together with the reference ID and the network area information. Whenever the PCRF receives areference ID
from the AF during a subsequent transfer of AF session information (viathe Rx interface), the PCRF shall retrieve the
corresponding transfer policy from the SPR and apply it as one of the inputs for policy decisions for this IP-CAN
session.

The PCRF uses one or more pieces of information defined in the clause 6.2.1.1 asinput for the selection of traffic
steering policies used to control the steering of the subscriber's traffic to appropriate (S)Gi-LAN service functions.

NOTE 11:1n order to allow the PCRF to select and provision an application based traffic steering policy, the
reporting of detected applications to the PCRF or any other information such as the RAT type, the RUCI
etc. defined in clause 6.2.1.1 can be used.

At reception of the IM S service information from the P-CSCF, if configured through policy, the PCRF determines the
Maximum Packet Loss Rate for UL and DL based on the IM S service information and taking into account information
defined in TS 26.114 [45] and sends it to PCEF aong with the PCC rule for the voice media.

NOTE 12:Based on local configuration, the PCRF sets the Maximum Packet Loss Rate (UL, DL) corresponding to
either the most robust codec configuration (e.g., codec, mode, redundancy) or the least robust codec
configuration of the negotiated set in each direction.

6.2.1.1 Input for PCC decisions

The PCRF shall accept input for PCC decision-making from the PCEF, the BBERF if present, the TDF if present, the
SPR and if the AF isinvolved, from the AF, as well as the PCRF may use its own predefined information. These
different nodes should provide as much information as possible to the PCRF. At the same time, the information below
describes examples of the information provided. Depending on the particular scenario all the information may not be
available or is already provided to the PCRF.

The PCEF and/or BBERF may provide the following information:
- Subscriber Identifier;
- TheIMEI(SV) of the UE;
- IPv4 address of the UE;
- |1Pv6 network prefix assigned to the UE;
- NBIFOM Routing Rules (when NBIFOM as specified in TS 23.161 [43] applies);
- IPflow routing information (when 1P flow mobility as specified in TS 23.261 [23] applies);
NOTE 1: IP flow routing information and NBIFOM Routing Rules are provided only by the PCEF.
- Change of usahility of an Access (when NBIFOM as specified in TS 23.161 [43] applies);
- IP-CAN bearer attributes;
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NOTE 2: If IP flow mobility as specified in TS 23.161 [43] or in TS 23.261 [23] applies, an IP-CAN session may

be active over multiple accesses and thus some IP-CAN bearer attributes may have a different value
depending on the access type;

Request type (initial, modification, etc.);
Type of IP-CAN (e.g. GPRS, etc.);

NOTE 3: The Type of IP-CAN parameter should allow extension to include new types of accesses.

Location of the subscriber;

NOTE 4: See clause 6.1.4 for the description of this location information.

NOTE 5: Depending on the type of IP-CAN, the limited update rate for the location information at the PCEF may

lead to a UE moving outside the areaindicated in the detailed location information without notifying the
PCEF.

A PDN ID;

A PLMN identifier;

IP-CAN bearer establishment mode;
3GPP PS Data Off status.

The PCEF enhanced with ADC or the TDF may provide the following information:

Detected application identifier;
Allocated application instance identifier;

Detected service data flow descriptions.

The SPR may provide the following information for a subscriber, connecting to a specific PDN:

Subscriber's allowed services, i.e. list of Service IDs,

For each allowed service, a pre-emption priority;

Information on subscriber's allowed QoS, including:

- the Subscribed Guaranteed Bandwidth QoS;

- alist of QoS classidentifiers together with the MBR limit and, for real-time QoS class identifiers, GBR limit.
Subscriber's charging related information;

Spending limits profile containing an indication that policy decisions depend on policy counters available at the
OCS that has a spending limit associated with it and optionally the list of relevant policy counters.

Subscriber category;

Subscriber's usage monitoring related information;

Subscriber's profile configuration;

Sponsored data connectivity profiles;

MPS EPS Priority, MPS Priority Level (See TS 23.401 [17] for more detail on MPS Subscription);
IMS Signalling Priority.

NOTE 6: The MPS Priority Level represents user priority.

NOTE 7: The MPS Priority Level is one among other input data such as operator policy for the PCRF to set the

ARP value. The MPS EPS Priority, and MPS Priority Level are consistent with the corresponding
parameters defined in the HSS.
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The SPR may provide the following policy information related to an ASP (see clause 6.1.16):

The ASP identifier;

A transfer policy together with areference 1D, the volume of data to be transferred per UE, the expected amount
of UEs and the network areainformation.

The AF, if involved, may provide the following application session related information, e.g. based on SIP and SDP:

Subscriber |dentifier;
IP address of the UE;
Media Type;

Media Format, e.g. media format sub-field of the media announcement and all other parameter information (a=
lines) associated with the media formet;

Bandwidth;

Sponsored data connectivity information (see clause 5.2.1);

Flow description, e.g. source and destination | P address and port numbers and the protocol;

AF application identifier;

AF Communication Service I dentifier (e.g. IMS Communication Service Identifier), UE provided via AF;
AF Application Event Identifier;

AF Record Information;

Flow status (for gating decision);

Priority indicator, which may be used by the PCRF to guarantee service for an application session of ahigher
relative priority;

NOTE 8: The AF Priority information represents session/application priority and is separate from the MPS EPS

Priority indicator.
Emergency indicator;
Indicator for Restricted Local Operator Services,

Application service provider.

NOTE 9: The application service provider may be identified in numerous forms e.g. the AF application identifier or

the host realm at Diameter level.

The OCS, if involved, may provide the following information for a subscriber:

Policy counter status for each relevant policy counter.

The RCAF, if involved, may provide the following information for a subscriber:

Subscriber |dentifier.

Identifier of the eNB, E-UTRAN cell or Service Area serving the subscriber.

NOTE 10:Whether in case of E-UTRAN the eNB identifier or the ECGI are included in the RUCI is up to operator

configuration in the RCAF.

NOTE 11: Depending on the RUCI reporting interval configured in the RCAF, a UE may move outside the area

indicated without the RCAF immediately notifying the PCRF. The PCRF can avoid receiving information
about the cell currently serving a UE from multiple sources (i.e. viathe Np and the Gx interface) by
deactivating reporting of the congested cell'sidentifier over Np. In case PCRF receives information about
the cell currently serving a UE via Np and Gx, then the information received via Gx is expected to take
precedence.
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- APNs.
- Congestion level or an indication of the "no congestion” state.

In addition, the predefined information in the PCRF may contain additional rules based on charging policiesin the
network, whether the subscriber isin its home network or roaming, depending on the IP-CAN bearer attributes.

The QoS Class Identifier (see clause 6.3.1) in the PCC ruleis derived by the PCRF from AF or SPR interaction if
available. The input can be SDP information or other available application information, in line with operator policy.

The Allocation/Retention Priority in the PCC Ruleis derived by the PCRF from AF or SPR interaction if available, in
line with operator policy.

6.2.1.2 Subscription information management in the PCRF

The PCRF may request subscription information from the SPR for an IP-CAN session at establishment or a gateway
control session at establishment. The subscription information may include user profile configuration indicating
whether application detection and control should be enabled. The PCRF should specify the subscriber ID and, if
available, the PDN identifier in the request. The PCRF should retain the subscription information that is relevant for
PCC decisions until the IP-CAN session termination and the gateway control session termination.

The PCRF may request notifications from the SPR on changes in the subscription information. Upon reception of a
notification, the PCRF shall make the PCC decisions necessary to accommodate the change in the subscription and
updates the PCEF and/or the BBERF and/or the TDF by providing the new PCC and/or QoS and/or ADC decisions if
needed. The PCRF shall send a cancellation notification request to the SPR when the related subscription information
has been deleted.

6.2.1.3 V-PCRF

6.2.1.3.1 General

The V-PCRF (Visited-Policy and Charging Rules Function) is a functional element that encompasses policy and
charging control decision functionalitiesin the V-PLMN. The V-PCRF includes functionality for both home routed
access and visited access (local breakout).

The V-PCRF determines based on the subscriber identity if arequest isfor aroaming user.

A Gateway Control Session request received over the Gxx reference point may trigger a request over the S9 reference
point from the V-PCRF to the H-PCRF.

If a Gateway Control Session establishment request is received that can not be bound to an existing Gx session then the
associated |P-CAN session is either home routed or it is visited access but the |P-CAN session establishment request
has not yet been received over Gx.

For this case the V-PCRF may determine based on PDN-Id carried in the GW control session and roaming agreements
if the request shall be proxied to the H-PCRF over S9 or not. The V-PCRF may choose not to proxy the Gateway
Control Session Establishment only if the PDN-Id indicates the request is for visited access.

The Gateway Control Session Establishment request should only be proxied to the H-PCRF over S9 in case the
V-PCREF is configured to do so e.g. based on roaming agreement.

NOTE: Proxying the Gateway Control Session Establishment makes the H-PCRF aware of the Gateway Control
Session and enables binding in case a subsequent |P-CAN Session is established with home routed access
or visited access.

If the V-PCRF determines that a Gateway Control Session Establishment shall be proxied to the H-PCRF over S9 then
the reply from the H-PCRF shall also be communicated back to the GW (BBERF) over Gxx.

In case the V-PCRF determines that a Gateway Control Session Establishment request shall not be proxied, then the
V-PCRF shall respond to the request made by the GW (BBERF) without notifying the H-PCRF.

If an IP-CAN session establishment request is received for aroaming user over the Gx reference point, then the
V-PCRF shall conclude that the IP-CAN session use visited access and act as described in clause 6.2.1.3.3.
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NOTE 2: Through roaming agreement, the HPLMN operator may allow the VPLMN operator to operate the
V-PCRF without using the capabilities described in clause 6.2.1.3.3 (i.e. no S9 is used). In such case, the
PCRF in the VPLMN has no access to subscriber policy information from the HPLMN, only static
policies will apply based on roaming agreements. The VPCRF may a so interact with the AF in the
VPLMN in order to generate PCC Rules for services delivered viathe VPLMN. V-PCRF uses locally
configured policies according to the roaming agreement with the HPLMN operator as input for PCC Rule
generation.

If a Gateway Control and QoS rules provision is received by the V-PCRF over the S9 reference point for a Gateway
Control session which is not associated, at the V-PCRF, with an existing Gx session, the V-PCRF shall conclude that
the IP-CAN session associated with the Gateway Control session is home routed, and act as described in

clause 6.2.1.3.2.

6.2.1.3.2 V-PCRF and Home Routed Access

The V-PCRF provides functions to proxy Gxx interactions between the BBERF and the H-PCRF as follows:
- Gateway Control Session establishment and termination;
- Gateway Control and QoS Policy Rules Provision;
- Gateway Control and QoS Rule Request.

The V-PCRF provides functions to enforce visited operator policies regarding QoS authorization requested by the home
operator as indicated by the roaming agreements. The V-PCRF informs the H-PCRF when a request has been denied
and may provide the acceptable QoS Information.

Within an IP-CAN session, a different V-PCRF may be selected when a new Gateway Control Session is established.

6.2.1.3.3 V-PCRF and Visited Access (local breakout)
The V-PCRF provides functions to:

- Enforce visited operator policies regarding QoS authorization requested by the home operator e.g. on a per QCI
or service basis as indicated by the roaming agreements. The V-PCRF informs the H-PCRF when a request has
been denied and may provide the acceptable QoS Information for the service.

- When Gxx interaction is terminated locally at the V-PCRF, perform Gx to Gateway Control Session linking.

- When Gxx interaction is terminated locally at the V-PCRF, extract QoS rules (defined in clause 6.5) from PCC
rules (defined in clause 6.3) provided by the H-PCRF over the SO reference point. The V-PCRF provides
updated PCC rules to the PCEF and QoS rulesto the BBERF, if appropriate.

- For the case of AFinthe VPLMN:
- Proxy Rx authorizations over the S9 reference point to the H-PCRF;
- Relay event subscriptions and notifications between the H-PCRF and V-AF
When Gx interactions are proxied between the PCEF and the H-PCRF, the V-PCRF proxies:
- Indication of IP-CAN Session Establishment and Termination;
- Poalicy and Charging Rule Provisioning;
- Request Policy and Charging Rules.

If a Gateway Control Session is used and if during the IP-CAN Session Establishment the Gateway Control Session
Establishment procedure was proxied to the H-PCRF (according to the logic in clause 6.2.1.3.1), then the V-PCRF shall
also proxy al other Gateway Control Session procedures to the H-PCRF.

If the Gateway Control Session was not proxied to the H-PCRF then the V-PCRF shall handle all Gateway Control
Session procedures locally and not proxy them to the H-PCRF. This has the following implications:
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- AnIP-CAN Session modification may trigger the V-PCRF to update the Gateway Control Session if required in
order to maintain the alignment of PCC and QoS Rules.

- AnIP-CAN Session termination procedure may trigger the V-PCRF to terminate the Gateway Control Session if
the Gateway Control Session was established for the purpose of asingle IP-CAN session. Otherwise a Gateway
Control and QoS Rules Provision procedure may be initiated to remove the QoS Rules associated with the
IP-CAN session.

- Onreceiving a Gateway Control and QoS Rules Request message from the BBERF, the V-PCRF performs the
procedure described in clause 7.7.3.2 for the event reporting for PCEF in visited network and locally terminated
Gxx interaction.

NOTE 1: The V-PCRF hasto set the event triggers at the PCEF in away that the PCEF would trigger a PCEF
initiated IP-CAN Session Modification Procedure if an interaction with the H-PCRF is required.

When Rx components are proxied between an AF in the VPLMN and the H-PCRF, the V-PCRF shall proxy service
session information between the AF and the H-PCRF.

The V-PCRF shall support functionality to generate ADC rules from the PCC rules providing application detection and
control asinstructed by the H-PCRF over S9. The V-PCRF shall provide updated PCC Rules to the PCEF, and
generated ADC rulesto the TDF, as appropriate in the VPLMN configuration.

NOTE 2: There may be situations where the TDF or PCEF enhanced with ADC is not able to detect the traffic
requested by the H-PCRF. Prior agreements could be arranged to ensure that there is a common
understanding of the meaning of application identifiers transferred between PLMNSs.

The V-PCRF shall install the event triggersin the PCEF, in the TDF and in the BBERF that were provided for the
IP-CAN session and install additional event triggers in the BBERF that are relevant only to the PCEF (i.e. such event
triggers are typically set by the OCS) or the TDF. On receiving an Event report from the PCEF/BBEREF, the V-PCRF
forwards it to the TDF, if TDF has previously subscribed for it.

NOTE 3: Event reports over Gxx that are relevant only to the PCEF will not trigger a PCEF initiated IP-CAN
session modification procedure.

For UEsin alocal breakout scenario, the RCAF may contact the V-PCRF with the RUCI information. Congestion
information shall not be exposed via the S9 interface.

Within an IP-CAN session the same V-PCRF remains for the whole lifetime of the IP-CAN session.
6.2.1.4 H-PCRF

6.2.1.4.1 General

The H-PCRF (Home-Policy and Charging Rules Function) is a functional element that encompasses policy and
charging control decision functionalitiesin the H-PLMN and in the VPLMN. The H-PCRF includes functionality for
both home routed access and visited access (local breakout).

If a Gateway Control Session is used and a Gateway Control Session Establishment isindicated over S9, then one or
more of the following cases applies:

1. One (or several) home routed IP-CAN sessions are known to the H-PCRF that can be bound to the Gateway
Control session. For such IP-CAN sessions, the H-PCRF shall act as described in clause 6.2.1.4.2.

2. NoIP-CAN sessionis known to the H-PCRF that can be bound to the Gateway Control session. Thisisthe case
when an IP-CAN session establishment process has not yet been initiated over Gx or S9.

If an IP-CAN Session Establishment is received over Gx then the H-PCRF shall conclude that the IP-CAN sessionis
home routed and act as described in clause 6.2.1.4.2.

If an IP-CAN Session Establishment is received over S9 then the H-PCRF shall conclude that the IP-CAN session use
visited access and act as described in clause 6.2.1.4.3.
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6.2.1.4.2 H-PCRF and Home Routed Access

The H-PCRF shall use the S9 reference point to proxy information to the BBERF viathe V-PCRF for the following
related Gxx procedures:

- Gateway Control Session establishment and termination;
- Gateway Control and QoS Policy Rules Provision;
- Gateway Control and QoS Rule Request.

If an IP-CAN session termination is received over the Gx reference point, then the H-PCRF shall initiate a Gateway
Control Session Termination procedure over S9 if the Gateway Control Session was established for the purpose of a
single IP-CAN session. Otherwise a Gateway Control and QoS Rules Provision procedure may be initiated over S9 to
remove the QoS Rules in the BBERF associated with the IP-CAN session.

6.2.1.4.3 H-PCRF and Visited Access (Local Breakout)

The H-PCRF shall use the S9 reference point to proxy information to the PCEF (and indirectly also to the BBERF when
the Gateway Control Session is not proxied to the H-PCRF, and indirectly also to the TDF) viathe V-PCRF for the
following related Gx procedures:

- Indication of IP-CAN Session Establishment and Termination messages;
- Policy and Charging Rule Provisioning messages;
- Request Policy and Charging Rules messages.

When the Gateway Control Session is proxied to the H-PCRF, the H PCRF shall use the S9 reference point to proxy
information to the BBERF viathe V PCRF for the following related Gxx procedures:

- Indication of Gateway Control Session Establishment and Termination messages,
- QoS Rules Provisioning messages,
- Request QoS Rules messages.

The H-PCRF shall generate PCC rules for application traffic detection, notification and policy control when the TDF is
located in the VPLMN.

The H-PCRF should generate PCC rules for both of the cases when the AF islocated in the VPLMN and when the AF
islocated in the HPLMN. The H-PCRF provides the PCC rules to the V-PCRF over the S9 reference point.

6.2.1.5 Handling of Multiple BBFs associated with the same IP-CAN session

6.2.1.5.1 Handling of two BBFs associated with the same IP-CAN session during handover

The procedures specified in this clause apply when the case of multiple BBFs occurs during handovers. The two BBFs
can be located in two separate BBERFs, or one BBF is located in the PCEF and the other one in a BBERF. If the PCRF
determines that there is more than one BBF associated with the same IP-CAN session, the PCRF handles the multiple
BBFsasfollows:

- The PCREF classifies the BBERF which reports the same |P-CAN type as that reported by the PCEF as the
primary BBERF and a BBERF that reports an IP-CAN type different from that reported by the PCEF as non-
primary BBERF. If there are more than one BBERFs that report the same IP-CAN type as that reported by the
PCEF, the BBERF that last created the GW Control Session with the PCRF is classified as the primary BBERF
and other BBERF(s) are classified as non-primary BBERF(S).

NOTE 1: During handover where the BBF moves from a BBERF to the PCEF (e.g. handover from PMIP to GTP),
when the PCEF reports a new IP-CAN type, the BBERF is classified as a non-primary BBERF. Thereis
no primary BBERF but the active BBF isin the PCEF.
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NOTE 2: During handover where the BBF moves from the PCEF to a BBERF (e.g. handover from GTP to PMIP),

when the BBERF creates a Gateway Control Session, it is classified as a non-primary BBERF. This
BBERF subsequently gets classified as the primary BBERF when the PCEF reports an IP-CAN type
which is the same as that reported by the BBERF.

When a new (primary/non-primary) BBERF supporting NW/UE bearer establishment mode creates a GW
Control session, the PCRF provides to the new BBERF QoS rules corresponding to SDFs. For a change of
IP-CAN type, the QoS parameters of some of the QoS rules may be changed or some QoS rules may not be
provided to the new BBERF, e.g. depending of the capability of the target RAT. When a new (primary/non-
primary) BBERF supporting only UE bearer establishment mode creates a GW Control session, the PCRF
authorizes the setup of the default bearer and only pushes down QoS rules in response to specific requests from
the BBERF-.

NOTE 3: After completion of the handover procedure to the new BBERF, the UE can still initiate the access

specific procedures to modify or release the resources that were originally allocated based on UE-initiated
resource allocation. Such operations and the associated changes to QoS rules are handled following the
normal UE-initiated resource management procedures.

NOTE 4: To facilitate the UE's determination of QoS resources in the target access allocated to pre-existing 1P

flows the access system is required to provide packet filters with the same content as that in the SDF
template filters received over the Gx/Gxx interface (see clause 6.1.9).

If the BBF islocated in any of the BBERF, the PCRF keeps track of QoS rules activation by all the BBERFs.
The PCRF updates PCC rules to the PCEF based on activation status of QoS rulesin the primary BBERF.

If the primary-BBERF reports failure to activate a QoS rule, the PCRF a so removes the same QoS rule from the
non-primary BBERFs, if any are aready installed, and the corresponding PCC rule from the PCEF. If anon-
primary BBERF reports failure to install a QoS rule, the PCRF updates the status for that particular BBERF in its
record but does not perform any further action.

When path-switch occurs and the PCEF informs the PCRF of anew IP-CAN type, if aBBERF isre-classified as
aprimary BBERF, the PCRF may update QoS rules in the BBERF corresponding to the PCC rulesin the PCEF.

For the case of UE initiated resource reservation through the non-primary BBERF: If anon-primary BBERF
reguest results in a change of the QoS rules active in the primary-BBERF, e.g. creation of a new QoS rule or
results in modification of an existing QoS rule, then the PCRF shall reject the request.

6.2.1.5.2 Handling of multiple BBFs with IP-CAN session flow mobility

The procedures specified in this clause apply when the case of multiple BBFs occurs during flow mobility scenarios as
specified in TS 23.261 [23]. The multiple BBFs can be located in either separate BBERFs, or one BBF is located in the
PCEF and the other onesin separate BBERFs. If the PCRF determines that there is more than one BBF associated with
the same IP-CAN session due to flow mobility, the PCRF handles the multiple BBFs as follows:

The default route may be associated with one of the BBFs. The PCRF does not differentiate between primary
and secondary BBF.

If, based on routing information received from the PCEF, the PCRF determines that the bearer binding for a
service data flow islocated in a BBERF, the PCRF provides QoS rules for bearer binding to the appropriate
BBERF/BBF. Each service data flow is associated with one BBF based on the routing information. If no explicit
routing information for a service data flow is available from the PCEF, the PCRF provides PCC/QoS rules for
the service data flow based on the default route.

When the route of a service data flow changes from one source BBF to another target BBF, the PCRF removes
the QoS rules related to the service data flow from the source BBF (if the source BBF islocated in a BBERF)
and provisions the QoS rules related to the service data flow to the target BBF (if the target BBF islocated in a
BBERF).

The PCRF may select different bearer establishment mode for different BBFs. Provision of PCC/QoS rulesto a
specific BBF follows the rule provision procedures based on the bearer establishment mode selected for that
BBF.
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6.2.2 Policy and Charging Enforcement Function (PCEF)

6.2.2.1 General
The PCEF encompasses service data flow detection, policy enforcement and flow based charging functionalities.

This functional entity islocated at the Gateway (e.g. GGSN in the GPRS case, and PDG in the WLAN case). It provides
service data flow detection, user plane traffic handling, triggering control plane session management (where the
IP-CAN permits), QoS handling, and service data flow measurement as well as online and offline charging interactions.

A PCEF shall ensure that an | P packet, which is discarded at the PCEF as aresult from PCC rule enforcement or flow
based charging, is neither reported for offline charging nor cause credit consumption for online charging.

NOTE 1: For certain cases e.g. suspected fraud an operator shall be able to block the service dataflow but still be
able to account for any packets associated with any blocked service data flow.

The PCEF is enforcing the Policy Control as indicated by the PCRF in two different ways:

- Gate enforcement. The PCEF shall allow a service data flow, which is subject to policy control, to pass through
the PCEF if and only if the corresponding gate is open;

- QoS enforcement:

- QoSclassidentifier correspondence with IP-CAN specific QoS attributes. The PCEF shall be able to convert
a QoS classidentifier value to IP-CAN specific QoS attribute values and determine the QoS class identifier
value from a set of IP-CAN specific QoS attribute val ues.

- PCC rule QoS enforcement. The PCEF shall enforce the authorized QoS of a service data flow according to
the active PCC rule (e.g. to enforce uplink DSCP marking).

- IP-CAN bearer QoS enforcement. The PCEF controls the QoS that is provided to a combined set of service
dataflows. The policy enforcement function ensures that the resources which can be used by an authorized
set of service data flows are within the "authorized resources” specified via the Gx interface by "authorized
QoS". The authorized QoS provides an upper bound on the resources that can be reserved (GBR) or allocated
(MBR) for the IP-CAN bearer. The authorized QoS information is mapped by the PCEF to IP-CAN specific
QoS attributes. During IP-CAN bearer QoS enforcement, if packet filters are provided to the UE, the PCEF
shall provide packet filters with the same content as that in the SDF template filters received over the Gx
interface.

The PCEF is enforcing the charging control in the following way:

- For aservice data flow (defined by an active PCC rule) that is subject to charging control, the PCEF shall allow
the service data flow to pass through the PCEF if and only if there is a corresponding active PCC rule with and,
for online charging, the OCS has authorized credit for the charging key. The PCEF may let a service data flow
pass through the PCEF during the course of the credit re-authorization procedure.

For a service data flow (defined by an active PCC rule) that is subject to both Policy Control and Charging Control, the
PCEF shall allow the service data flow to pass through the PCEF if and only if the right conditions from both policy
control and charging control happen. I.e. the corresponding gate is open and in case of online charging the OCS has
authorized credit for its charging key.

For a service data flow (defined by an active PCC rule) that is subject to policy control only and not charging control,
the PCEF shall allow the service data flow to pass through the PCEF if and only if the conditions for policy control are
met.

A PCEF may be served by one or more PCRF nodes. The PCEF shall contact the appropriate PCRF based on the packet
data network (PDN) connected to, together with, a UE identity information (if available, and which may be IP-CAN
specific). It shall be possible to ensure that the same PCRF is contacted for a specific UE irrespective of the IP-CAN
used.

The operator may configure an indicator in HSS which is delivered to the PCEF within the Charging Characteristics and
used by the PCEF to not establish the Gx session during the IP-CAN session establishment procedure.

NOTE 2: The decision to not establish the Gx session applies for the life time of the IP-CAN session.
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NOTE 3: Theindicator in the HSS is operator specific, therefore its value is understood within the HPLMN and can
be used in both non-roaming or home routed roaming cases.

The PCEF shall, on request from the PCRF, modify a PCC rule, using the equivalent PCEF behaviour as the removal of
the old and the activation of the new (modified) PCC rule. The PCEF shall modify a PCC rule as an atomic operation.
The PCEF shall not modify a predefined PCC rule on request from the PCRF.

The PCEF should support predefined PCC rules.
For online charging, the PCEF shall manage credit as defined in clause 6.1.3.

The operator may apply different PCC rules depending on different PLMN. The PCEF shall be able to provide identifier
of serving network to the PCRF, which may be used by the PCRF in order to select the PCC rule to be applied.

The operator may configure whether Policy and Charging Control is to be applied based on different access point.

The PCEF shall gather and report IP-CAN bearer usage information according to clause 6.1.2. The PCEF may have a
pre-configured Default charging method. Upon the initial interaction with the PCRF, the PCEF shall provide pre-
configured Default charging method if available.

At IP-CAN session establishment the PCEF shall initiate the IP-CAN Session Establishment procedure, as defined in
clause 7.2. In case the SDF is tunnelled at the BBERF, the PCEF shall inform the PCRF about the mobility protocol
tunnelling header of the service dataflows. In case 2a, defined in clause 7.1, the PCEF may provide charging ID
information to the PCRF. The PCEF shall inform the PCRF on whether it is enhanced with ADC, or provide the TDF
address, if oneis configured at the PCEF. If no PCC rule was activated for the IP-CAN session, the PCEF shall reject
the IP-CAN session establishment.

If thereisno PCC rule active for a successfully established IP-CAN session at any later point in time, e.g., through a
PCREF initiated IP-CAN session modification, the PCEF shall initiate an IP-CAN session termination procedure, as
defined in clause 7.3.2. If the PCRF terminates the Gx session, the PCEF shall initiate an IP-CAN session termination
procedure, as defined in clause 7.3.2.

If there is no PCC rule active for a successfully established IP-CAN bearer at any later point in time, e.g., through a
PCREF initiated IP-CAN session modification, the PCEF shall initiate an IP-CAN bearer termination procedure, as
defined in clause 7.4.1.

If the IP-CAN session is modified, e.g. by changing the characteristics for an IP-CAN bearer, the PCEF shall first use
the event trigger to determine whether to request the PCC rules for the modified IP-CAN session from the PCRF;
afterwards, the PCEF shall use the re-authorisation triggers, if available, in order to determine whether to require re-
authorisation for the PCC rules that were either unaffected or modified. If the PCEF receives an unsolicited update of
the PCC rules from the PCRF (IP-CAN session modification, clause 7.4.2), the PCC rules shall be activated, modified
or removed as indicated by the PCRF.

The PCEF shall inform the PCRF about the outcome of a PCC rule operation. If network initiated procedures apply to
the PCC rule and the corresponding IP-CAN bearer can not be established or modified to satisfy the bearer binding,
then the PCEF shall reject the activation of a PCC rule.

The PCEF shall inform the PCRF about any removal of a PCC rule, that the PCRF has activated, that occurs without
explicit instruction from the PCRF.

When IP-CAN bearer resources are released, i.e. at IP-CAN session termination or PCEF-initiated |P-CAN session
modification notifying that PCC Rules are removed, the PCEF shall also provide, if available, the reason why resources
arereleased, i.e. RAN/NAS Release Cause, TWAN Release Cause or UWAN Release Cause.

NOTE 4: In case of arejection of a PCC rule activation the PCRF may e.g. modify the attempted PCC rule, de-
activate or modify other PCC rules and retry activation or abort the activation attempt and, if applicable,
inform the AF that transmission resources are not available.

If network initiated procedures for IP-CAN bearer establishment apply this also includes provisioning the UE with
traffic mapping information. See clause 6.1.9, Annex A and Annex D for details.

If another IP-CAN session is established by the same user, thisis treated independently from the existing IP-CAN
session.
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To support the different IP-CAN bearer establishment modes (UE-only or UE/NW) the PCEF shall:
- forward the network and UE capabilities to the PCRF;
- apply the IP-CAN bearer establishment mode for the IP-CAN session set by the PCRF.

During an IP-CAN session modification, the PCEF shall provide information (belonging to the IP-CAN bearer
established or modified) to the PCRF as follows:

- inUE-only bearer establishment mode, the PCEF shall send the full QoS and traffic mapping information;
- inUE/NW bearer establishment mode, the PCEF shall:
- at UE-initiated bearer establishment, send the full QoS and traffic mapping information;

- a UE-initiated bearer modification, send information on the requested change to QoS bitrates and changes to
the traffic mapping information;

- at NWe-initiated bearer establishment or modification, the PCEF shall not send any QoS or traffic mapping
information.

When flow mobility as specified in TS 23.261 [23] applies, the PCEF shall provide IP flow mobility routing
information to the PCRF as follows:

- the default route to be used if no explicit routing information for a service data flow is provided;
- theroute for an IP flow.

The PCEF shall derive the routing information from the IP flow mobility flow bindings installed in the PCEF, as
defined in TS 23.261 [23].

If there are events which can not be monitored in the PCEF, the PCEF shall provide the information about the required
event triggers to the PCRF using the PCEF initiated IP-CAN Session Modification procedure, as defined in clause 7.4.1,
or in the response to a PCRF initiated IP-CAN Session Modification, as defined in clause 7.4.3. If the triggers were
provided by the OCS at credit authorization, it is an implementation option whether a successful confirmation is
required from the PCRF in order for the PCEF to consider the credit (re-)authorization procedure to be successful.

I P-CAN-specific parameters may be sent by the PCRF to the PCEF or the PCEF to the PCRF. The IP-CAN Session
Modification procedure may be used to deliver these parameters to allow interaction between the BBERF and the PCEF
by way of the PCRF. Thisisrequired in accesses that require these parameters to be sent indirectly.

The PCEF shall support usage monitoring as specified in clause 4.4.

The PCEF enhanced with ADC shall handle application traffic detection as per request from PCRF as well as report
about the detected application traffic along with service data flow descriptions, if deducible, to the PCRF, if requested
by the PCRF.

The PCEF shall support traffic steering as specified in clause 6.1.17.
The PCEF shall support 3GPP PS Data Off as specified in clause 6.1.21.

The PCEF forwards the Maximum Packet Loss Rate for UL and DL, if received from PCRF for the PCC rule bound to
a QCI=1 bearer. In the case multiple PCC Rules share one QCI=1 bearer and the PCEF received multiple Maximum
Packet Loss Rates, the PCEF chooses the lowest value per direction related to these PCC rules.

When the PCRF provides updated PCC rules for the IP-CAN session to the PCEF, and the PCC rules were not enforced
due to that the UE isin suspend stete, e.g. due to SRV CC to GERAN without DTM support as specified in

clause 6.2.2.1 inthe TS 23.216 [28] or CSFB to UTRAN without PS Handover as specified in clause 6.5 in the

TS 23.272 [52], the PCEF shall indicate to the PCRF that the PCC Rules were not enforced with the reason that the UE
isin suspend state. Upon reception of the failure indication, the PCRF may subscribe to UE resumed from suspend state
event trigger.
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6.2.2.2 Service data flow detection

This clause refers to the detection process that identifies the packets belonging to a service data flow. Each PCC rule
contains a service data flow template, which defines the data for the service data flow detection as a set of service data
flow filters or an application identifier referring to an application detection filter.

For PCC rulesthat contain an application identifier (i.e. that refer to an application detection filter), the order and the
details of the detection are implementation specific. The application detection filter may be extended with the PFDs
provided by the PFDF as described in clause 6.1.20. The new PFDs provided by the PFDF replace the existing onesin
the PCEF. When multiple PFDs are associated with application identifier, the application is detected when any of the
PFDs associated with the application identifier is matched. In addition, if a PFD contains multiple attributes, the PFD is
only matched when every attribute contained in the PFD has a matching value.

Once an application has been detected, enforcement and charging shall however be applied under consideration of the
PCC rule precedence, i.e. when multiple PCC rules overlap, only the enforcement and charging actions of the PCC rule
with the highest precedence shall be applied.

For PCC Rules that contain an application identifier (i.e. that refer to an application detection filter) the detection of the
uplink part of the service data flow may be active in parallel on other bearers with non-GBR QCI (e.g. the default
bearer) in addition to the bearer where the PCC rule is bound to.

NOTE 1: When PCC rules with application detection filters cannot be used to generate traffic mapping information
for the UE, the application detection may need to inspect traffic on multiple bearers. The PCEF uses
implementation specific logic to determine for what bearers the up-link service data flow detection
applies. The uplink traffic will get the QoS of the bearer carrying the traffic. The QCI of the bearer may
therefore be different than the QCI of the PCC rule detecting the service data flow. The charging and
other enforcement functions performed by the PCEF will still be carried out based on parameters of the
PCC rule detecting the service data flow. If the PCC rule contains a GBR QCI, the GBR resource
reservation will only apply on the bearer where the PCC rule is bound to. The PCRF can prevent that
uplink GBR resources are reserved by providing an uplink GBR value of zero in the PCC rule.

The PCEF shall discard a packet in the case that there is no service data flow template of the same direction (i.e. of the
IP-CAN session for the downlink or of the IP-CAN bearer for the uplink) detecting the packet.

NOTE 2: For the uplink direction, discarding packets due to no matching service data flow template is aso referred
to as uplink bearer binding verification. For the case a BBERF is present, uplink bearer binding
verification is done by the BBERF.

NOTE 3: If PCC Rule containing an Application Identifier inspects traffic on multiple bearersin the uplink, such
detected traffic counts as detection by that PCC rule.

The remainder of this clause describes the detection of service data flows identified by a service data flow filter (i.e.
does not apply to PCC rules containing an application identifier):

- Each service data flow template may contain any number of service data flow filters;
- Each service data flow filter is applicable uplink, downlink or both uplink and downlink;

- Servicedataflow filters are applied for each direction, so that the detection is applied independently for the
downlink and uplink directions;

NOTE 4: Service dataflow filtersthat apply in both uplink and downlink should be used whenever the underlying
IP-CAN and access type supports this.

NOTE 5: A service data flow template may include service data flow filters for one direction, or for both directions.

- Each service data flow filter may contain information about whether the explicit signalling of the corresponding
traffic mapping information to the UE is required.

NOTE 6: Thisinformation enables e.g. the generation/removal of traffic mapping information for a default IP-CAN
bearer as well as the usage of PCC rules with specific service dataflow filters on adefault IP-CAN bearer
without the need to generate traffic mapping information.
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Figure 6.3: Relationship of service data flow, packet flow, service data flow template and service data
flow filter

Service data flow filtersidentifying the service data flow may:

- beapattern for matching the IP 5 tuple (source I P address or 1Pv6 network prefix, destination |P address or IPv6
network prefix, source port number, destination port number, protocol ID of the protocol above IP). In the
pattern:

avalue left unspecified in afilter matches any value of the corresponding information in a packet;

- an IP address may be combined with a prefix mask;

port numbers may be specified as port ranges.

the pattern can be extended by the Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask;

- congist of the destination | P address and optional mask, protocol 1D of the protocol above IP, the Type of Service
(TOS) (IPv4) / Traffic class (IPv6) and Mask and the IPSec Security Parameter Index (SPI);

- consist of the destination IP address and optional mask, the Type of Service (TOS) (IPv4) / Traffic class (IPv6)
and Mask and the Flow Label (IPv6).

NOTE 7: The details about the IPSec Security Parameter Index (SPI), the Type of Service (TOS) (IPv4) / Traffic
class (IPv6) and Mask and the Flow Label (IPv6) are defined in TS 23.060 [12] clause 15.3.

- extend the packet inspection beyond the possibilities described above and look further into the packet and/or
define other operations (e.g. maintaining state). Such service data flow filters must be predefined in the PCEF.

NOTE 8: Such filters may be used to support filtering with respect to a service data flow based on the transport and
application protocols used above IP. This shall be possible for HTTP and WAP. This includes the ability
to differentiate between TCP, Wireless-TCP according to WAP 2.0, WDP, etc, in addition to
differentiation at the application level. Filtering for further application protocols and services may aso be
supported.

For downlink traffic, the downlink parts of al the service data flow templates associated with the IP-CAN session for
the destination address are candidates for matching in the detection process.

ETSI



3GPP TS 23.203 version 16.3.0 Release 16 89 ETSI TS 123 203 V16.3.0 (2022-01)

Service data flows a
(downlink part)

IP packets from PDN
for the UE IP address

High
A

]
[
>/

Service data flow templates
(downlink parts), applied in
order of precedence.

-/

bearers

IP-CAN < | | dJ

Precedence >

=/

AN
N
AN

[ [f | N
N SN

Ry

discard

Figure 6.4: The service data flow template role in detecting the downlink part of a service data flow
and mapping to IP-CAN bearers

For uplink traffic, the uplink parts of al the service data flow templates associated with the IP-CAN bearer (details
according to clause A), are candidates for matching in the detection process.
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Figure 6.5: The service data flow template role in detecting the uplink part of a service data flow

NOTE 9: To avoid the PCEF discarding packets due to no matching service data flow template, the operator may
apply open PCC rules (with wild-carded service data flow filters) to alow for the passage of packets that
do not match any other candidate service data flow template.

Service data flow templates shall be applied in the order of their precedence.

6.2.2.3 Measurement

The PCEF shall support data volume, duration, combined volume/duration and event based measurement for charging.
The Measurement method indicates what measurement type is applicable to the PCC rule.

NOTE 1: Event based charging is only applicable to predefined PCC rules and PCC rules using an application
detection filter (i.e. with an application identifier).

The PCEF measurement measures all the user plane traffic, except traffic that PCC causes to be discarded.

The PCEF shall maintain a measurement per IP-CAN bearer (IP-CAN specific details according to Annex A and
Annex D), and Charging Key combination.

If Serviceidentifier level reporting is mandated in a PCC rule, the PCEF shall maintain a measurement for that
Charging Key and Service Identifier combination, for the IP-CAN bearer (IP-CAN specific details according to
Annex A and Annex D).

NOTE 2: In addition, the GW may maintain IP-CAN bearer level measurement if required by the operator.

For usage monitoring, the PCEF shall support volume and time measurement for an IP-CAN session and maintain a
measurement for each IP-CAN session for which the PCRF has requested the Usage report trigger and provided
threshold values on an IP-CAN session level. The PCEF shall be able to support volume and time measurements
simultaneoudly for agiven IP-CAN session.

ETSI



3GPP TS 23.203 version 16.3.0 Release 16 91 ETSI TS 123 203 V16.3.0 (2022-01)

The PCEF shall support volume and time measurement per Monitoring key and maintain a measurement for each
Monitoring key if the PCRF has requested the Usage report trigger and provided threshold values on Monitoring key
level. The PCEF shall be able to support volume and time measurements simultaneously for a given Monitoring Key.

The PCEF shall support simultaneous volume and time measurement for usage monitoring on I|P-CAN session level and
Monitoring key level for the same IP-CAN session.

Volume and time measurements for usage monitoring purposes on IP-CAN session level and on Monitoring key level
shall be performed independently of each other. If the PCC rule is associated with an indication of exclusion from
session level monitoring, the PCEF shall not consider the corresponding service data flow for the volume and time
measurement on |P-CAN session level.

If the Usage report reached event trigger is set and avolume or atime threshold is reached, the PCEF shall report this
event to the PCRF. The PCEF shall continue to perform volume or time measurement after the threshold is reached and
before a new threshold is provided by the PCRF. At IP-CAN session termination or if the conditions defined in

clause 6.6.2 for continued monitoring are no longer met, or if the PCRF explicitly requests a usage report, the PCEF
shall inform the PCRF about the resources that have been consumed by the user since the last usage report for the
affected Monitoring keys, including the resources consumed before and after the Monitoring time was reached, if
provided according to clause 6.2.1.0.

If combined volume and time measurements are requested by the PCRF, then the reporting shall be done for both
together. For example, if the volume threshold is reached, the consumed time shall be reported as well and, in order to
continue combined volume and time measurements, the PCRF shall provide a new time threshold along with a new
volume threshold. The PCEF shall continue to perform volume and time measurement after the threshold is reached and
before a new threshold is provided by the PCRF. If new threshold is provided only for time or volume, then the
measurements shall continue only for that provided type and the accumulated usage for the non provided type shall be
discarded by the PCEF.

When the PCRF requests to report usage, the PCEF shall report the accumulated usage to the PCRF according to the
provided usage threshold, i.e. the PCEF reports accumulated volume when the volume threshold was provided by the
PCRF, accumulated time when the time threshold was provided by the PCRF and both accumulated volume and
accumul ated time when volume threshold and time threshold were provided by the PCRF.

If the Usage thresholds for a Monitoring key are not provided to the PCEF in the acknowledgement of an IP-CAN
Session modification where its usage was reported, then the usage monitoring shall not continue in the PCEF for that
Monitoring key.

When the Monitoring time occurs, the accumulated volume and/or time usage shall be recorded by the PCEF and:
- If the subsequent usage threshold value is provided, the usage threshold shall be reset to this value by the PCEF.

- Otherwise, the usage threshold shall be set by the PCEF to the remaining value of the threshold previously sent
by the PCRF (i.e. excluding the accumul ated usage).

The first usage report after the Monitoring Time was reached shall indicate the usage up to the Monitoring time and
usage after the Monitoring time.

In order to support time based usage monitoring, the PCRF may optionally indicate to the PCEF, along with other usage
monitoring information provided, the Inactivity Detection Time. This value represents the time interval after which the
time measurement shall stop for the Monitoring key, if no packets are received belonging to the corresponding
Monitoring Key during that time period. Time measurement shall resume on receipt of afurther packet belonging to the
Monitoring key.

Time measurement for a Monitoring key shall also be stopped when time based usage monitoring is disabled, if this
happens before the I nactivity Detection Time is reached.

If an Inactivity Detection Time value of zero is provided, or if no Inactivity Detection Time is present within the usage
monitoring information provided by the PCRF, the time measurement shall be performed continuously from the point at
which it was started until time based usage monitoring is disabled.

6.2.2.4 QoS control

The PCEF enforces the authorized QoS for an IP-CAN bearer according to the information received via the Gx
interface and depending on the bearer establishment mode.
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Only the GBR per bearer is used for resource reservation (e.g. admission control in the RAN). The MBR (per PCC rule
| per bearer) is used for rate policing.

For a UE-initiated IP-CAN bearer establishment or modification the PCEF receives the authorized QoS (QCI, ARP,
GBR, MBR) for a bearer that the PCEF has identified for the PCRF. The PCEF shall enforce it which may lead to a
downgrading or upgrading of the requested bearer QoS.

NOTE 1: The MBR isan average value, which is measured over some time period. Services may generate media
with variable bitrate. For example, TS 26.114 [45] describes the bitrate variations that may be generated
for real-time conversational mediain the MTSI service. The policing function in the PCEF should take
such hitrate variations into account.

For a network initiated IP-CAN bearer establishment or modification the PCEF receives the authorized QoS per PCC
rule (QCI, ARP, GBR, MBR). For GBR bearers the PCEF should set the bearer's GBR to the sum of the GBRs of all
PCC rulesthat are active and bound to that GBR bearer. If aset of PCC Rulesis subject to resource sharing as specified
in clause 6.1.14 the PCEF should use, for each applicable direction, the highest GBR from the set of PCC Rules sharing
resources as input for calculating the bearer’s GBR. For GBR bearers the PCEF should set the bearer's MBR to the sum
of the MBRs of al PCC rules that are active and bound to that GBR bearer. If a set of PCC Rulesis subject to resource
sharing as specified in clause 6.1.14 the PCEF may, for each applicable direction, use the highest MBR from the set of
PCC Rules asinput for calculating the bearer’'s MBR.

NOTE 2: Since the PCRF controls the GBR value in the PCC rule, the PCRF can prevent that uplink GBR
resources are reserved by providing an uplink GBR vaue of zero for that PCC rule, This may be useful
e.g. for aPCC rule with application identifier as the uplink traffic can be received in other bearers than
the one the PCC ruleis bound to.

For an IP-CAN that supports non-GBR bearers that have a separate MBR (e.g. GPRS) the PCEF may, before or in
connection with activation of the first PCC rule with a certain QCI, receive the authorized QoS (QCI, MBR) for that
QCI. The authorized MBR per QCI only applies to non-GBR bearers, and it sets an upper limit for the MBR that the
PCEF assigns to a non-GBR bearer with that QCI. In case multiple IP-CAN bearers within the same IP-CAN session
are assigned the same QCI, the authorized MBR per QCI applies independently to each of those IP-CAN bearers. The
PCRF may change the authorized MBR per QCI at any time. An authorized GBR per QCI shall not be signalled on Gx.

NOTE 3: Theintention of the authorized MBR per QCI isto avoid frequent IP-CAN bearer modifications as PCC
rules are dynamically activated and deactivated. That is, the PCEF may choose to assign the authorized
MBR per QCI to anon-GBR bearer with that QCI.

6.2.2.5 Application Detection

The PCEF shall detect Start and Stop of the application traffic for the PCC rules used for application detection (i.e. with
application identifier) that the PCRF has activated at the PCEF. The PCEF shall report, if the PCRF has subscribed to
the event, unless the notification is muted for the specific PCC Rule, to the PCRF:

- For the Start of application event trigger: the application identifier and, when service data flow descriptions are
deducible, the application instance identifier and the service data flow descriptions to use for detecting that
application traffic with a dynamic PCC rule as defined in clause 6.1.4.

- For the Stop of application event trigger: the application identifier and if the application instance identifier was
reported for the Start, also the application instance identifier as defined in the clause 6.1.4.

6.2.2.6 Traffic steering

When the PCRF provides a Traffic Steering Policy Identifier(s) in a PCC rule, the PCEF shall enforce the referenced
traffic steering policy for the service data flow. A traffic steering policy islocally configured and can be used for the
uplink, the downlink or for both directions.

To enforce the traffic steering policy, the PCEF performs deployment specific actions as configured for that traffic
steering policy. The PCEF may for example perform packet marking where, for the traffic identified by the service data
flow template (defined by an active PCC rule), the PCEF provides information for traffic steering, as part of the
packets, to the (S)Gi-LAN. Thisinformation for traffic steering identifies, explicitly or implicitly, a specific set of
service functions and their order via which the traffic needs to be steered in the (S)Gi-LAN.
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6.2.3 Application Function (AF)

The Application Function (AF) is an element offering applications that require dynamic policy and/or charging control
over the IP-CAN user plane behaviour. The AF shall communicate with the PCRF to transfer dynamic session
information, required for PCRF decisions as well asto receive IP-CAN specific information and notifications about
IP-CAN bearer level events. One example of an AF isthe P-CSCF of the IM CN subsystem.

The AF may receive an indication that the service information is not accepted by the PCRF together with service
information that the PCRF would accept. In that case, the AF rejects the service establishment towards the UE. If
possible the AF forwards the service information to the UE that the PCRF would accept.

An AF may communicate with multiple PCRFs. The AF shall contact the appropriate PCRF based on either:
- theend user IP Address; and/or
- aUE identity that the AF is aware of.

NOTE 1. By using the end user IP address, an AF is not required to acquire any UE identity in order to provide
information, for a specific user, to the PCRF.

In case of private | P address being used for the end user, the AF may send additional PDN information (e.g. PDN ID)
over the Rx interface. This PDN information is used by the PCRF for session binding, and it is also used to help
selecting the correct PCRF.

For certain events related to policy control, the AF shall be able to give instructions to the PCRF to act on its own, i.e.
based on the service information currently available as described in clause 6.1.5.

The AF may use the IP-CAN bearer level information in the AF session signalling or to adjust the IP-CAN bearer level
event reporting.

The AF may request the PCRF to report on IP-CAN bearer level events (e.g. the signalling path status for the AF
session). The AF shall cancel the request when the AF ceases handling the user.

NOTE 2: The QoS authorization based on incomplete service information is required for e.g. IMS session setup
scenarios with available resources on originating side and a need for resource reservation on terminating
side.

The AF may request the PCRF to report on the change of type of IP-CAN. The PCRF shall report the IP-CAN type and
subseguent changes to the AF together with the information of the Radio Access Technology Type (e.g. UTRAN) as
defined in access specific annexes. The change of the Radio Access Technology Type (e.g. UTRAN) shall be also
reported to the AF, even if the IP-CAN type is unchanged.

The AF may regquest the PCRF to report any combination of the user location and/or UE Timezone at AF session
establishment, modification or termination. For AF session termination the communication between the AF and the
PCRF shall be kept alive until the PCRF report is received.

The AF may regquest the PCRF to report changes of the PLMN identifier where the UE is currently located at AF
session establishment. The PLMN identifier reporting remains until the AF session is terminated.

If IP-CAN bearer resources corresponding to the AF session are released, the PCRF reportsto the AF, if available, the
reason why IP-CAN bearer resources are released i.e. RAN/NAS Release Cause, TWAN Release Cause or UWAN
Release Cause.

If IP-CAN bearer resources corresponding to the AF session are released, the PCRF reportsto the AF, if available, the
User Location Information and/or the UE Timezone.

NOTE 3: The H-PCRF informs the AF of event triggers that cannot be reported. For detail see Annex L.

To support sponsored data connectivity (see Annex N), the AF may provide the PCRF with the sponsored data
connectivity information, including optionally a usage threshold, as specified in clause 5.2.1. The AF may request the
PCREF to report events related to sponsored data connectivity.

If the user plane traffic traverses the AF, the AF may handle the usage monitoring and therefore it is not required to
provide a usage threshold to the PCRF as part of the sponsored data connectivity information.
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In order to mitigate RAN user plane congestion, the Rx reference point enables transport of the following information
from the PCRF to the AF:

- Re-try interval, which indicates when service delivery may be retried on Rx.

NOTE 4: Additionally, existing bandwidth limitation parameters on Rx interface during the Rx session
establishment are available in order to mitigate RAN user plane congestion.

When receiving service information from the AF, the PCRF may temporarily reject the AF request (e.g. if the service
information is not consistent with the operator defined policy rules for the congestion status of the user). To temporarily
reject the AF request the PCRF shall indicate are-try interval to the AF. When receiving are-try interval from the
PCRF the AF shall not send the same service information to the PCRF again (for the same IP-CAN session) until the re-
try interval has elapsed.

The AF may contact the PCRF viathe SCEF (and the Nt interface) to request atime window and related conditions for
future background data transfer (as described in clause 6.1.16). If the PCRF replies with more than one transfer policy,
the AF shall select one of them and inform the PCRF about the selected transfer policy. The reference ID provided by
the PCRF shall be used by the AF during every subsequent transfer of AF session information related to this
background data transfer (viathe Rx interface).

6.2.4  Subscription Profile Repository (SPR)

The SPR logical entity contains all subscriber/subscription related information needed for subscription-based policies
and IP-CAN bearer level PCC rules by the PCRF. The SPR may be combined with or distributed across other databases
in the operator's network, but those functional elements and their requirements for the SPR are out of scope of this
document.

NOTE 1: The SPR'srelation to existing subscriber databases is not specified in this Release.

The SPR may provide the following subscription profile information (per PDN, which isidentified by the PDN
identifier):

- Subscriber's allowed services;

- For each allowed service, a pre-emption priority;

- Information on subscriber's allowed QoS, including the Subscribed Guaranteed Bandwidth QoS;
- Subscriber's charging related information (e.g. location information relevant for charging);

- Subscriber's User CSG Information reporting rules;

- List of Presence Reporting Areaidentifiers and optionally the elements for one or more of the Presence
Reporting Aress,

- Subscriber category;

- Subscriber's usage monitoring related information;

- MPSEPS Priority and MPS Priority Level;

- IMS Signalling Priority;

- Subscriber's profile configuration indicating whether application detection and control can be enabled.

- Spending limits profile containing an indication that policy decisions are based on policy counters available at
OCS that has a spending limit associated with it and optionally the list of policy counters.

The SPR may provide the following sponsored data connectivity profile information:
- Alist of Application Service Providers and their applications per sponsor identity.

NOTE 2: The sponsored data connectivity profile may be locally configured at the PCRF.
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If the IMS Signalling Priority is set, it indicates that the IMS Signalling Bearer and the Default Bearer are assigned ARP
appropriate for MPS at the time of the establishment of the PDN connection for IMS, i.e. EPS Attach or PDN
Connectivity Request.

The SPR may provide the following policy information related to an ASP (see clause 6.1.16):
- The ASPidentifier;

- Atransfer policy together with areference ID, the volume of data to be transferred per UE, the expected amount
of UEs and the network areainformation.

NOTE 3: Theinformation related to an ASP is only available in the SPR after being stored by the PCRF as
described in clauses 6.1.16 and 7.11.1.

NOTE 4: A transfer policy isonly valid until the end of its time window. The removal of outdated transfer policies
from the SPR is up to implementation.
6.2.5 Online Charging System
The Online Charging System (OCS) performs online credit control functions as specified in TS 32.240[3].
The OCS may trigger the PCEF to initiate an IP-CAN bearer service termination at any point in time.

NOTE: Asthe OCS performsthe credit control per charging key basis (and thus has not necessarily the
knowledge about the existence of any specific service/application), it is recommended to use different
charging keys for any service/application that shall not be unintentionally interrupted.

There may be several OCSsin a PLMN. The default OCS addresses (i.e. the primary address and secondary address)
shall be locally pre-configured within the PCEF and TDF. OCS addresses may also be passed once per IP-CAN session
or TDF session from the PCRF to the PCEF or TDF. The OCS addresses provided by the PCRF shall have a higher
priority than the pre-configured ones.

6.2.6 Offline Charging System (OFCS)

The Offline Charging System is specified in TS 32.240 [3].

There may be several OFCSsin a PLMN. The default OFCS addresses (i.e. the primary address and secondary address)
shall belocally pre-configured within the PCEF and TDF. OFCS addresses may also be passed once per IP-CAN
session or TDF session from the PCRF to the PCEF or TDF. The addresses provided by the PCRF shall have a higher
priority than the pre-configured ones.

6.2.7 Bearer Binding and Event Reporting Function (BBERF)

6.2.7.1 General

The BBERF includes the following functionalities:
- Bearer binding.
- Uplink bearer binding verification.
- Event reporting to the PCRF.

- Sending or receiving |P-CAN-specific parameters, to or from the PCRF.

6.2.7.2 Service data flow detection
The service data flow detection at the BBERF isidentical to the detection at PCEF with the following modifications:

- If the service data flow istunnelled at the BBERF, the BBERF uses information on the mobility protocol
tunnelling header provided by the PCRF and the QoS rules to detect the service data flows.
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For the uplink direction, the BBERF applies QoS rules with abearer binding to the bearer that the packet arrived on.
The uplink bearer binding verification is successful if thereis a QoS rule with a matching uplink SDF filter. The
BBERF shall discard packets for which the uplink bearer binding verification fails.

6.2.7.3 QoS Control
The ARP, GBR, MBR and QCI are used by the BBERF in the same way as in the PCEF for resource reservation.

When access network is not utilizing QCI based QoS parameters, the BBERF shall be able to convert a QoS class
identifier value to QoS attribute values used in the access network and determine the QoS class identifier value from a
set of QoS attribute values used in the access network.

NOTE: The definition of the mapping between QCI and Non 3GPP access specific QoS is outside of scope for
3GPP.

The BBERF controls the QoS that is provided to a combined set of service dataflows. BBERF ensures that the
resources which can be used by an authorized set of service data flows are within the "authorized resources" specified
viathe Gxx interface by "authorized QoS". The authorized QoS provides an upper bound on the resources that can be
reserved (GBR) or allocated (MBR) for the service data flows.

In order to support the different IP-CAN bearer establishment modes (UE-only or UE/NW), the BBERF shall support
the same procedures for handling different IP-CAN bearer establishment modes as specified for the PCEF in
clauses6.2.2.1 and 6.2.2.4.

6.2.8 User Data Repository (UDR)

The UDR isafunctional entity that acts asasingle logical repository storing user data. As such it may contain al
subscriber/subscription related information needed by the PCRF. In deployment scenarios where the UDR is used it
replaces the SPR. The UDR provides a unique reference point to fetch these subscriber/subscription data. This reference
point is named Ud. More information on the UDR can be found in TS 23.335 [25].

The SPR datalisted in clause 6.2.4 are stored in the UDR, the information model remains unspecified.

6.2.9 Traffic Detection Function (TDF)

6.29.1 General

The TDF isafunctional entity that performs application detection and reporting of detected application and its service
data flow description to the PCRF. The TDF supports solicited application reporting and/or unsolicited application
reporting. The application detection filter may be extended with the PFDs provided by the PFDF as described in
clause 6.1.20. The new PFDs provided by the PFDF replace the existing onesin the PCEF.

The TDF shall detect Start and Stop of the application traffic for the ADC rules that the PCRF has activated at the TDF
(solicited application reporting) or which are pre-provisioned at the TDF (unsolicited application reporting). The TDF
shall report, unless the notification is muted for the specific ADC Rule in case of solicited application reporting, to the
PCRF:

- For the Start of application event trigger: the application identifier and, when service data flow descriptions are
deducible, the application instance identifier and the service data flow descriptions to use for detecting that
application traffic with a dynamic PCC rule as defined in clause 6.1.4.

- For the Stop of application event trigger: the application identifier and if the application instance identifier was
reported for the Start, also the application instance identifier as defined in the clause 6.1.4.

For solicited application reporting, the PCRF can request the TDF to also perform enforcement actions, charging and
usage monitoring.

For those cases where service data flow description is not possible to be provided by the TDF to the PCRF, the TDF
performs:

- Gating;
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- Redirection;
- Bandwidth limitation;
- Charging.

for the detected applications.

For those cases where service data flow description is provided by the TDF to the PCRF the actions resulting of
application detection may be performed by the PCEF as part of the charging and policy enforcement per service data
flow as defined in this document or may be performed by the TDF.

NOTE: The PCEF can be enhanced with application detection and control feature as specified in clause 6.2.2.5.

The TDF shall support usage monitoring as specified in clause 4.4 and the usage reporting functions as specified in
clause 6.2.2.3 for the PCEF.

The TDF shall support data volume, duration, combined volume/duration and event based measurement for charging.
The Measurement method indicates what measurement type is applicable for the ADC rule.

NOTE 1: Eventsto be charged are predefined in the TDF.

The TDF measurement measures all the user plane traffic, except packets discarded by ADC-rule enforcement or due to
MBR-enforcement.

The TDF shall maintain a measurement per TDF session and Charging Key combination.

If Serviceidentifier level reporting is mandated in an ADC rule, the TDF shall maintain a measurement for that
Charging Key and Service identifier combination, for the TDF session.

If there are required events which cannot be monitored in the TDF (e.g. related to the location changes), the TDF shall
request the information about these Event Triggers from the PCRF using either:

- ThelP-CAN Session Establishment procedure, as defined in clause 7.2, or

- ThePCEF initiated IP-CAN Session Modification procedure, as defined in clause 7.4.1, or

- Intheresponse to a PCRF initiated IP-CAN Session Modification, as defined in clause 7.4.2, or

- Within the Update of the subscription information in the PCRF procedure, as defined in clause 7.5.

For unsolicited application reporting, the TDF performs only application detection and reporting functionality but
neither enforcement actions nor usage monitoring. The TDF should handle each |Pv4 address and | Pv6 prefix, assuming
the max prefix length used in the access network, within a separate TDF session. The PCRF shall, if needed, correlate
TDF sessions that correspond to the same IP-CAN session.

The TDF shall support traffic steering as specified in clause 6.1.17.

6.2.9.2 Traffic steering

When the PCRF provides a Traffic Steering Policy Identifier(s) in an ADC rule, the TDF shall enforce the referenced
traffic steering policy for the application. A traffic steering policy islocally configured and can be used for the uplink,
the downlink or for both directions.

To enforce the traffic steering policy, the TDF performs deployment specific actions as configured for that traffic
steering policy. The TDF may for example perform packet marking where, for the traffic identified by the Application
Identifier or by the service data flow filter list (defined by an active ADC rule), the TDF provides information for traffic
steering, as part of the packets, to the (S)Gi-LAN. Thisinformation for traffic steering identifies, explicitly or
implicitly, a specific set of service functions and their order via which the traffic needs to be steered in the (S)Gi-LAN.

6.2.10 RAN Congestion Awareness Function (RCAF)

A RAN Congestion Awareness Function (RCAF) is an element which reports RAN User Plane Congestion Information
(RUCI) viathe Np interface to the PCRF to enable the PCRF to take the RAN user plane congestion status into account
for policy decisions. The RCAF sends the RUCI to the PCRFs serving the UES PDN connections as follows:
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- For aPDN connection in a non-roaming scenario the RCAF reports the RUCI to the PCRF.

- For aPDN connection in alocal breakout scenario, based on operator configuration, the RCAF reports the RUCI
to the V-PCRF.

- For aPDN connection in a home routed scenario, based on the roaming agreement with the HPLMN and
operator configuration, the RCAF reports the RUCI to the H-PCRF.

NOTE 1: Reporting of congestion information to the HPLMN may be used e.g. in case of a group of PLMNs which
belong to a single business entity.

The RCAF determines whether a given PDN connection is served in alocal breakout or a home routed roaming
scenario based on the APN operator identifier received as part of the APN information from the MME or the S4-SGSN
asdocumented in TS 23.401 [17] and TS 23.060 [12], respectively.

NOTE 2: Operator configuration can be used to limit RUCI reporting on the Np interface to certain APNs only.

In addition if the RCAF detects that a UE is no longer subject to congestion (i.e. the UE is no longer detected in any of
the congested cells that the RCAF is monitoring) then the RCAF shall indicate the no congestion state to the PCRFs
serving the UE.

Any RUCI changes shall be reported by RCAF unless reporting restrictions apply.

The RCAF maintains a context on per UE and per APN basis. The context isidentified by the IMSI and the APN. It
contains the following information:

- The previously reported congestion level over the Np reference point.

- Thereporting restrictions received from the PCRF. The reporting restrictions are stored by the RCAF until the
PCRF explicitly signalsto remove the reporting restrictions.

- Thelogical PCRF id received from the PCRF to identify the PCRF that is the Np destination for the RCAF when
sending aggregate messages.

6.2.11 Service Capability Exposure Function (SCEF)

A Service Capability Exposure Function (SCEF) is an element which provides a means to securely expose the services
and capabilities provided by 3GPP network interfaces (for further details see TS 23.682 [42]).

6.2.12 Traffic Steering Support Function (TSSF)

The TSSF is afunction that receives traffic steering control information from the PCRF and ensures that the related
traffic steering policy is enforced in the (S)Gi-LAN.

A traffic steering policy islocally configured in TSSF and can be used for uplink, downlink or for both directions. To
ensure that the traffic steering policy is enforced, the TSSF performs deployment specific actions as configured for that
traffic steering policy. For example, the TSSF may configure traffic detection and forwarding entitiesin the (S)Gi-LAN
to fulfil the traffic steering policy.

6.2.13 Packet Flow Description Function (PFDF)

A Packet Flow Description Function (PFDF) is an element which stores PFDs associated with an application identifier
and transfers them to the PCEF/TDF via Gw/Gwn interface to enable the PCEF/TDF to perform application detection
when the PFDs are managed by a 3rd party SP.

The PFDF receives PFDs for an application identifier from the SCEF as defined in TS 23.682 [42].
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6.3 Policy and charging control rule

6.3.1 General

The Policy and charging control rule (PCC rule) comprises the information that is required to enable the user plane
detection of, the policy control and proper charging for a service data flow. The packets detected by applying the
service data flow template of a PCC rule form a service data flow.

Two different types of PCC rules exist: Dynamic rules and predefined rules. The dynamic PCC rules are provisioned by
the PCRF viathe Gx reference point, while the predefined PCC rules are directly provisioned into the PCEF and only
referenced by the PCRF. The usage of predefined PCC rules for QoS control is possible if the BBF remains in the PCEF
during the lifetime of an IP-CAN session. In addition, predefined PCC rules may be used in a non-roaming situation and
if it can be guaranteed that corresponding predefined QoS rules are configured in the BBF and activated along with the
predefined PCC rules.

NOTE 1: The procedure for provisioning predefined PCC rulesis out of scope for this specification.

NOTE 2: There may be another type of predefined rulesthat are not explicitly known in the PCRF and not under
the control of the PCRF. The operator may define such predefined PCC rules, to be activated by the
PCEF on one IP-CAN bearer within the IP-CAN session. The PCEF may only activate such predefined
PCC rulesif there is no UE provided traffic mapping information related to that IP-CAN bearer. The
IP-CAN session termination procedure deactivates such predefined PCC rules.

There are defined procedures for activation, modification and deactivation of PCC rules (as described in clause 6.3.2).
The PCRF may activate, modify and deactivate a PCC rule at any time, over the Gx reference point. However, the
modification procedure is applicable to dynamic PCC rules only.

Each PCC rule shall be installed for asingle IP-CAN bearer only (for further details about predefined PCC rules see
clause 6.3.2).

The operator defines the PCC rules.

Table 6.3 lists the information contained in a PCC rule, including the information name, the description and whether the
PCRF may modify thisinformation in adynamic PCC rule which is active in the PCEF. The Category field indicates if
a certain piece of information is mandatory or not for the construction of aPCC rule, i.e. if it is possible to construct a
PCC rule without it.
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Table 6.3: The PCC rule information
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Information name

Description

Category

PCRF permitted to

modify for a dynamic
PCC rule in the PCEF

Rule identifier

Uniquely identifies the PCC
rule, within an IP-CAN
session.

It is used between PCRF
and PCEF for referencing
PCC rules.

Mandatory

no

Service data flow detection

This part defines the method
for detecting packets
belonging to a service data
flow.

Precedence

Determines the order, in
which the service data flow
templates are applied at
service data flow detection,
enforcement and charging.
(NOTE 9).

Conditional (NOTE 13)

yes

Service data flow template

Either a list of service data
flow filters or an application
identifier that references the
corresponding application
detection filter for the
detection of the service data
flow.

Mandatory (NOTE 7)

Conditional (NOTE 12)

Mute for notification

Defines whether
application's start or stop
notification is to be muted.

Conditional (NOTE 8)

No

Charging

This part defines identities
and instructions for charging
and accounting that is
required for an access point
where flow based charging
is configured

Charging key

The charging system (OCS
or OFCS) uses the charging
key to determine the tariff to
apply to the service data
flow.

yes

Service identifier

The identity of the service or
service component the
service data flow in a rule
relates to.

yes

Sponsor Identifier

An identifier, provided from
the AF which identifies the
Sponsor, used for
sponsored flows to correlate
measurements from
different users for
accounting purposes.

Conditional
(NOTE 6)

yes

Application Service Provider
Identifier

An identifier, provided from
the AF which identifies the
Application Service
Provider, used for
sponsored flows to correlate
measurements from
different users for
accounting purposes.

Conditional
(NOTE 6)

yes

Charging method

Indicates the required
charging method for the
PCC rule.

Values: online, offline or
neither.

Conditional
(NOTE 4)

no
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Information name

Description

Category

P

PCRF permitted to

modify for a dynamic

CCrulein the PCEF

Measurement method

Indicates whether the
service data flow data
volume, duration, combined
volume/duration or event
shall be measured.

This is applicable to
reporting, if the charging
method is online or offline.
Note: Event based charging
is only applicable to
predefined PCC rules and
PCC rules used for
application detection filter
(i.e. with an application
identifier).

yes

Application Function Record
Information

An identifier, provided from
the AF, correlating the
measurement for the
Charging key/Service
identifier values in this PCC
rule with application level
reports.

no

Service identifier level
reporting

Indicates that separate
usage reports shall be
generated for this Service
identifier.

Values: mandated or not
required

Yes

Policy control

This part defines how the
PCEF shall apply policy
control for the service data
flow.

Gate status

The gate status indicates
whether the service data
flow, detected by the service
data flow template, may
pass (Gate is open) or shall
be discarded (Gate is
closed) at the PCEF.

Yes

QoS class identifier

Identifier for the authorized
QoS parameters for the
service data flow.

Values: see NOTE 1.

Conditional
(NOTE 2)

Yes

UL-maximum bitrate

The uplink maximum bitrate
authorized for the service
data flow

Conditional
(NOTE 3)

Yes

DL-maximum bitrate

The downlink maximum
bitrate authorized for the
service data flow

Conditional
(NOTE 3)

Yes

UL-guaranteed bitrate

The uplink guaranteed
bitrate authorized for the
service data flow

Yes

DL-guaranteed bitrate

The downlink guaranteed
bitrate authorized for the
service data flow

Yes

UL sharing indication

Indicates resource sharing
in uplink direction with
service data flows having
the same value in their PCC
rule

No

DL sharing indication

Indicates resource sharing
in downlink direction with
service data flows having
the same value in their PCC
rule

No
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Information name

Description

Category

PCRF permitted to
modify for a dynamic
PCC rule in the PCEF

Redirect

Redirect state of the service
data flow (enabled/disabled)

Conditional (NOTE 10)

Yes

Redirect Destination

Controlled Address to which
the service data flow is
redirected when redirect is
enabled

Conditional
(NOTE 11)

Yes

ARP

The Allocation and
Retention Priority for the
service data flow consisting
of the priority level, the pre-
emption capability and the
pre-emption vulnerability

Conditional
(NOTE 5)

Yes

Bind to Default Bearer

Indicates that the dynamic
PCC rule shall always have
its bearer binding with the
default bearer.

Conditional
(NOTE 15)

Yes

PS to CS session continuity

Indicates whether the
service data flow is a
candidate for vSRVCC.

Conditional

No

Access Network
Information Reporting

This part describes access
network information to be
reported for the PCC rule
when the corresponding
bearer is established,
modified or terminated.

User Location Report

The serving cell of the UE is
to be reported. When the
corresponding bearer is
deactivated, and if available,
information on when the UE
was last known to be in that
location is also to be
reported.

Yes

UE Timezone Report

The time zone of the UE is
to be reported.

Yes

Usage Monitoring Control

This part describes identities
required for Usage
Monitoring Control.

Monitoring key

The PCRF uses the
monitoring key to group
services that share a
common allowed usage.

Yes

Indication of exclusion from
session level monitoring

Indicates that the service
data flow shall be excluded
from the IP-CAN session
usage monitoring

Yes

Traffic Steering
Enforcement Control

This part describes identities
required for Traffic Steering
Enforcement Control.

Traffic steering policy
identifier(s)

Reference to a pre-
configured traffic steering
policy at the PCEF
(NOTE 14).

Yes

NBIFOM related control
Information

This part describes PCC
rule information related with
NBIFOM (defined in

TS 23.161 [43]. Refer also
to clause 6.1.18.

Allowed Access Type

The access to be used for
traffic identified by the PCC
rule

Yes

Routing Rule Identifier

The Routing Rule identifier
to be used in NBIFOM
routing rule

No
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Information name Description Category PCRF permitted to
modify for a dynamic
PCC rulein the PCEF

RAN support information This part defines information
supporting the RAN for e.g.
handover threshold

decision.
UL Maximum Packet Loss The maximum rate for lost Conditional (NOTE 16) | Yes
Rate packets that can be

tolerated in the uplink
direction for service data
flow. It is defined in

TS 23.401[17],

clause 5.4.1.
DL Maximum Packet Loss The maximum rate for lost Conditional (NOTE 16) | Yes
Rate packets that can be

tolerated in the downlink

direction for service data

flow. It is defined in

TS 23.401 [17],

clause 5.4.1.

NOTE 1: The QoS class identifier is scalar and accommodates the need for differentiating QoS in all types of 3GPP
IP-CAN. The value range is expandable to accommodate additional types of IP-CAN.

NOTE 2: The QoS class identifier is mandatory when the bearer binding is allocated to the PCEF.

NOTE 3: Mandatory when the QoS class identifier is of Resource Type GBR. Used to activate policy control on SDF
level at the PCEF.

NOTE 4: Mandatory if there is no default charging method for the IP-CAN session.

NOTE 5: Mandatory when policy control on SDF level applies unless otherwise stated in an access-specific Annex.

NOTE 6: Applicable to sponsored data connectivity.

NOTE 7: Either service data flow filter(s) or application identifier shall be defined per each rule. application identifier
can only be used for PCEF enhanced with ADC.

NOTE 8: Optional and applicable only if application identifier exists within the rule.

NOTE 9: For PCC rules based on an application detection filter, the precedence is only relevant for the enforcement,
i.e. when multiple PCC rules overlap, only the enforcement, reporting of application starts and stops,
monitoring, and charging actions of the PCC rule with the highest precedence shall be applied.

NOTE 10: Optional and applicable only if application identifier exists within the rule.

NOTE 11: If Redirect is enabled.

NOTE 12: YES, in case the service data flow template consists of a set of service data flow filters. NO in case the
service data flow template consists of an application identifier.

NOTE 13: The Precedence is mandatory for PCC rules with SDF template containing SDF filter(s). For dynamic PCC
rules with SDF template containing an application identifier, the precedence is either preconfigured in
PCEF or provided in the PCC rule from PCRF.

NOTE 14: The Traffic steering policy identifier can be different for uplink and downlink direction. If two Traffic steering
policy identifiers are provided, then one is for uplink direction, while the other one is for downlink direction.

NOTE 15: The presence of this attribute causes the QCI/ARP of the rule to be ignored. This attribute is defined for
selected accesses as specified in the access specific Annexes.

NOTE 16: Optional and applicable only for voice service data flow in this Release.

The Rule identifier shall be unique for a PCC rule within an IP-CAN session. A dynamically provided PCC rule that has
the same Rule identifier value as a predefined PCC rule shall replace the predefined rule within the same IP-CAN
session.

The Service data flow template may comprise any number of Service data flow filters. A Service data flow filter
contains information for matching user plane packets. A Service data flow filter, provided from the PCRF, contains
information elements as described in clause 6.2.2.2. The Service data flow template filtering information within an
activated PCC ruleis applied at the PCEF to identify the packets belonging to a particular service data flow.

NOTE 3: Predefined PCC rules may include service data flow filters, which support extended capabilities,
including enhanced capabilities to identify events associated with application protocols.

Alternatively, the Service data flow template consists of an application identifier that references an application
detection filter that is used for matching user plane packets. The application identifier is also identifying the application,
for which the rule applies. The same application identifier value can occur in more than one PCC rule with the
following restrictions:
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- The same application identifier value can be used for a dynamic PCC rule and one or multiple predefined PCC
rules. If so, the PCRF shall ensure that there is at most one PCC rule active per application identifier value at any
time.

NOTE 4: The configuration of the Application Identifier in the PCEF can include the set of information required
for encrypted traffic detection as defined in Annex X.

The Mute for notification defines whether notification to the PCRF of application's starts or stops shall be muted.
Absence of this parameter means that start/stop notifications shall be sent.

The Precedence definesin what order the activated PCC rules within the same IP-CAN session shall be applied at the
PCEF for service data flow detection. When a dynamic PCC rule and a predefined PCC rule have the same precedence,
the dynamic PCC rule takes precedence. For dynamic PCC rules that contain an application identifier, the Precedence
shall be either preconfigured at the PCEF or provided dynamically by the PCRF within the PCC Rules.

NOTE 5: The operator shall ensure that overlap between the predefined PCC rules can be resolved based on
precedence of each predefined PCC rule in the PCEF. The PCRF shall ensure that overlap between the
dynamically alocated PCC rules can be resolved based on precedence of each dynamically allocated PCC
rule. Further information about the configuration of the PCC rule precedence is described in Annex G.

NOTE 6: Whether precedence for dynamic PCC rules that contain an application identifier is preconfigured in
PCEF or provided in the PCC rule from the PCRF depends on network configuration.

For downlink packets al the service data flow templates, activated for the IP-CAN session shall be applied for service
data flow detection and for the mapping to the correct IP-CAN bearer. For uplink packets the service data flow
templates activated on their IP-CAN bearer shall be applied for service data flow detection (further details provided in
clause 6.2.2.2 and the IP-CAN specific annexes).

The Charging key isthe reference to the tariff for the service data flow. Any number of PCC Rules may share the same
charging key value. The charging key values for each service shall be operator configurable.

NOTE 7: Assigning the same Charging key for several service data flows implies that the charging does not require
the credit management to be handled separately.

NOTE 8: If the IP flow mobility is supported and the tariff depends on what access network isin use for the service
data flow, then a separate Charging key can be allocated for each access network, and the PCRF can set
the Charging key in accordance with the access network in use.

The Service identifier identifies the service. PCC Rules may share the same service identifier value. The service
identifier provides the most detailed identification, specified for flow based charging, of a service data flow.

NOTE 9: The PCC rule service identifier need not have any relationship to service identifiers used on the AF level,
i.e. isan operator policy option.

The Sponsor Identifier indicates the (3rd) party organization willing to pay for the operator's charge for connectivity
required to deliver a service to the end user.

The Application Service Provider Identifier indicates the (3rd) party organization delivering a service to the end user.

The Charging method indicates whether online charging, offline charging, or both are required or the service data flow
is not subject to any end user charging. If the charging method identifies that the service data flow is not subject to any
end user charging, a Charging key shall not be included in the PCC rule for that service data flow, along with other
charging related parameters. If the charging method is omitted the PCEF shall apply the default charging method as
determined at IP-CAN session establishment (see clause 6.4). The Charging method is mandatory if thereis no default
charging method for the IP-CAN session.

The Measurement method indicates what measurements apply to charging for PCC rule.

The Service ldentifier Level Reporting indicates whether the PCEF shall generate reports per Service Identifier. The
PCEF shall accumulate the measurements from all PCC rules with the same combination of Charging key/Service
identifier valuesin a single report.

The Application function record information identifies an instance of service usage. A subsequently generated usage
report, generated as a result of the PCC rule, may include the Application function record information, if available. The
Application Function Record Information may contain the AF Charging Identifier and/or the Flow identifiers. The
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report is however not restricted to include only usage related to the Application function record information reported, as
the report accumulates the usage for all PCC rules with the same combination of Charging key/Service identifier values.
If exclusive charging information related to the Application function record information is required, the PCRF shall
provide a service identifier, not used by any other PCC rule of the IP-CAN session at this point in time, for the AF
session.

NOTE 10: For example, the PCRF may be configured to maintain arange of service identifier values for each
service which require exclusive per instance charging information. Whenever a separate counting or
credit management for an AF session is required, the PCRF shall select avalue, which is not used at this
point in time, within that range. The uniqueness of the service identifier in the PCEF ensures a separate
accounting/credit management while the AF record information identifies the instance of the service.

The Gate indicates whether the PCEF shall |et a packet identified by the PCC rule pass through (gate is open) the
PCEF, or the PCEF shall discard (gate is closed) the packet.

NOTE 11: A packet, matching a PCC Rule with an open gate, may be discarded due to credit management reasons.

The QoS Class Identifier for the service data flow. The QoS class identifier represents the QoS parameters for the
service data flow. The PCEF maintai ns the mapping between QoS class identifier and the QoS concept applied within
the specific IP-CAN. The bitrate information is separate from the QoS class identifier value.

The bitrates indicate the authorized bitrates at the |P packet level of the SDF, i.e. the bitrates of the | P packets before
any IP-CAN specific compression or encapsulation.

The UL maximumtbitrate indicates the authorized maximum bitrate for the uplink component of the service data flow.

The DL maximum-bitrate indicates the authorized maximum bitrate for the downlink component of the service data
flow.

The UL guaranteed-bitrate indicates the authorized guaranteed bitrate for the uplink component of the service data
flow.

The DL guaranteed-bitrate indicates the authorized guaranteed bitrate for the downlink component of the service data
flow.

The 'Maximum bitrate' is used for enforcement of the maximum bit rate that the SDF may consume, while the
'‘Guaranteed bitrate' is used by the PCEF to determine resource alocation.

The UL sharing indication indicates that resource sharing in uplink direction for service data flows with the same value
in their PCC rule shall be applied by the PCEF as described in clauses 6.1.14 and 6.2.2.4.

The DL sharing indication indicates that resource sharing in downlink direction for service data flows with the same
value in their PCC rule shall be applied by the PCEF as described in clauses 6.1.14 and 6.2.2.4.

The Redirect indicates whether the uplink part of the service data flow should be redirected to a controlled address.
The Redirect Destination indicates the target redirect address when Redirect is enabled.

The Allocation and Retention Priority indicates the allocation, retention and priority of the service dataflow. The ARP
contains information about the priority level, the pre-emption capability and the pre-emption vulnerability. The
Allocation and Retention Priority resolves conflicts of demands for network resources.

The Bind to Default Bearer indicates that the dynamic PCC rule shall be bound to the default bearer.

The PSto CSsession continuity is present if the service data flow is a candidate for vSRV CC according to
TS23.216 [28].

The access network information reporting parameters (User Location Report, UE Timezone Report) instruct the PCEF
about what information to forward to the PCRF when the PCC rule is activated, modified or removed.

The Monitoring Key is the reference to aresource threshold. Any number of PCC Rules may share the same monitoring
key value. The monitoring key values for each service shall be operator configurable.

The Indication of exclusion from session level monitoring indicates that the service data flow shall be excluded from the
IP-CAN session usage monitoring.
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The Traffic Seering Policy Identifier(s) is areference to a pre-configured traffic steering policy at the PCEF as defined
inclause 6.11.1.

The Allowed Access Type applies only in case of NBIFOM. The Allowed Access Type indicates the IP-CAN typethat is
to be used for the transfer of traffic identified by the PCC rule. The PCEF uses the Allowed Access Type as input for the
bearer binding. When network-initiated NBIFOM mode applies, the PCEF shall also create / modify / delete a
corresponding Routing Rule for such a PCC rule at the UE as described in clause 6.1.18.2. When the Allowed Access
Type is not provided within a PCC rule, the traffic identified by the PCC ruleis to be transferred on the default
NBIFOM access.

The Routing Rule Identifier applies only in case of NBIFOM. The PCRF providesit to the PCEF only when network-
initiated NBIFOM mode applies.

The UL Maximum Packet Loss Rate indicates the maximum rate for lost packets that can be tolerated in the uplink
direction.

The DL Maximum Packet Loss Rate indicates the maximum rate for lost packets that can be tolerated in the downlink
direction.

6.3.2 Policy and charging control rule operations
Policy and charging control rule operations consist of activation, modification and de-activation of PCC rules.
Activation of adynamic PCC rule provides the PCC rule information to the PCEF via the Gx reference point.

Activation of a predefined PCC rule provides an identifier of the relevant PCC rule to the PCEF via the Gx reference
point.

Activation of apredefined PCC rule, not known in the PCRF, may be done by the PCEF based on operator policy. The
PCEF may only activate such predefined PCC rule if there are no UE provided traffic mapping information related to
the IP-CAN bearer. Further restrictions regarding the usage of predefined PCC rules are described in clause 6.3.1.

An active PCC rule means that:
- the service data flow template shall be used for service data flow detection;

- the service data flow template shall be used for mapping of downlink packets to the IP-CAN bearer determined
by the bearer binding;

- the service data flow template shall be used for service data flow detection of uplink packets on the IP-CAN
bearer determined by the bearer binding;

- usage datafor the service data flow shall be recorded (further details can be found in clause 6.1.2 Reporting and
clause 6.1.3 Credit Management);

- policies associated with the PCC rulg, if any, shall be invoked.

- for service data flow detection with an application detection filter, the start or the stop of the application traffic is
reported to the PCREF, if applicable and requested by the PCRF. In that case, the notification for Start may
include service data flow filters, (if possible to provide) and the application instance identifier associated with
the service data flow filters.

A predefined PCC ruleis known at least, within the scope of one access point.

NOTE 1: The same predefined PCC rule can be activated for multiple IP-CAN bearersin multiple IP-CAN
sessions.

A predefined PCC rule is bound to one and only one IP-CAN bearer per IP-CAN session. For a predefined PCC rule
whose service data flow cannot be fully reflected for the uplink direction in terms of traffic mapping information sent to
the UE, the PCEF may apply the uplink service data flow detection at additional IP-CAN bearers with non-GBR QCI of
the same IP-CAN session. The deactivation of such a predefined PCC rule ceases its service data flow detection for the
whole IP-CAN session.

The PCRF may, at any time, modify an active, dynamic PCC rule.

ETSI



3GPP TS 23.203 version 16.3.0 Release 16 108 ETSI TS 123 203 V16.3.0 (2022-01)

The PCRF may, at any time, deactivate an active PCC rulein the PCEF via the Gx reference point. At IP-CAN bearer
termination all active PCC rules on that bearer are deactivated without explicit instructions from the PCRF to do so.

Policy and charging control rule operations can be also performed in a deferred mode. A PCC rule may have either a
single deferred activation time, or a single deferred deactivation time or both.

A PCC rule with only a deferred activation time shall be inactive until that time. A PCC rule with only adeferred
deactivation time shall be active until that time. When the rule activation time occurs prior to the rule deactivation time,
the rule isinactive until the activation and remains active until the deactivation time occurs. When the rule deactivation
time occurs prior to the rule activation time, the rule isinitially active until the deactivation time, then remains inactive
until the activation time, and then becomes active again. An inactive PCC rule, that has not been activated yet, is till
considered to be installed, and may be removed by the PCRF.

The PCRF may modify a currently installed PCC rule, including setting, modifying or clearing its deferred activation
and/or deactivation time. When modifying a dynamic PCC rule with a prior and/or new deferred activation and/or
deactivation time, the PCRF shall provide all attributes of that rule, including attributes that have not changed.

NOTE 2: Inthis case, the PCRF omission of an attribute that has a prior value will erase that attribute from the rule.

Deferred activation and deactivation of PCC rules can only be used for PCC rules that belong to the IP-CAN bearer
without traffic mapping information.

NOTE 3: Thislimitation prevents dependencies on the signalling of changed traffic mapping information towards
the UE.

Deferred modification of PCC rules shall not be applied for changes of the QoS or service data flow filter information
of PCC rules.

6.4 IP-CAN bearer and IP-CAN session related policy
information

The purpose of the IP-CAN bearer and IP-CAN session related policy information is to provide policy and charging
control related information that is applicable to asingle IP-CAN bearer or the whole IP-CAN session respectively. The
PCRF providesthe IP-CAN bearer and IP-CAN session related policy information to the PCEF and BBERF (if
applicable) using the PCC rule and QoS rule (if applicable) provision procedure. The IP-CAN bearer related policy
information may be provided together with rules or separately.

Table 6.4 liststhe PCC related |P-CAN bearer and IP-CAN session related policy information.
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Table 6.4: PCC related IP-CAN bearer and IP-CAN session related policy information

Attribute Description PCRF permitted to Scope
modify the attribute
Charging information Defines the containing No IP-CAN session
(NOTE 2) OFCS and/or OCS
addresses.
Default charging method Defines the default No IP-CAN session
(NOTE 2) charging method for the
IP-CAN session.
Event trigger Defines the event(s) that Yes IP-CAN session
shall cause a re-request of
PCC rules for the IP-CAN
bearer.
Authorized QoS per bearer | Defines the authorised Yes IP-CAN bearer
(UE-initiated IP-CAN bearer | QoS for the IP-CAN bearer
activation/modification) (QCI, GBR, MBR).
(NOTE 1)
Authorized MBR per QCI Defines the authorised Yes IP-CAN session
(network initiated IP-CAN MBR per QCI.
bearer
activation/modification)
(NOTE 1)
(NOTE 3)
Revalidation time limit Defines the time period Yes IP-CAN session
within which the PCEF
shall perform a PCC rules
request.
PRA Identifier(s) Defines the Presence Yes IP-CAN session
Reporting Area(s) to
monitor for the UE with
respect to entering/leaving
List(s) of Presence Defines the elements of the | Yes IP-CAN session
Reporting Area elements Presence Reporting
(NOTE 4) Area(s)
Default NBIFOM access The access to be used for | Yes (only at the addition of | IP-CAN session
all traffic that does not an access to the IP-CAN
match any existing Routing | session)
Rule

NOTE 1: Depending on the bearer establishment mode; only one Authorized QoS information has to be used.

NOTE 2: These attributes should not be provided to BBERF-.

NOTE 3: This attribute is only applicable when the IP-CAN supports non-GBR bearers that have a separate MBR
(e.g. for GPRS).

NOTE 4: The list of PRA elements shall be a short list of elements.

Upon theinitial interaction with the PCEF, the PCRF may provide Charging information containing OFCS and/or OCS
addresses to the PCEF defining the offline and online charging system addresses respectively. These shall override any
possible predefined addresses at the PCEF. If received by the PCEF, it supersedes the Primary OFCS/OCS address and
Secondary OFCS/OCS address in the charging characteristics profile.

Upon theinitial interaction with the PCEF, the PCRF may provide Default charging method indicating what charging
method shall be used in the IP-CAN session for every PCC rule where the charging method identifier is omitted,
including predefined PCC rules that are activated by the PCEF. If received by the PCEF, it supersedes the Default
charging method in the charging characteristics profile.

Upon every interaction with the ERF, the PCRF may provide event triggers for the IP-CAN session. Event triggers are
used to determine which IP-CAN bearer modification causes the ERF to re-request PCC rules. Thetriggersarelisted in
clause 6.1.4.

The semantics of the authorized QoS per bearer (UE-initiated IP-CAN bearer activation/modification) and the
authorized MBR per QCI (network initiated IP-CAN bearer activation/modification) are captured in clause 6.2.2.4.

The Revalidation time limit defines the time period within which the PCEF shall trigger arequest for PCC rules for an
established IP-CAN session.

Upon every interaction with the PCEF, the PCRF and the OCS may activate / deactivate reporting changes of UE
presence in Presence Reporting Area by setting / unsetting the corresponding event trigger or credit reauthorization
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trigger by providing the PRA Identifier(s) and additionally the list(s) of elements comprising the Presence Reporting
Areafor UE-dedicated Presence Reporting Area(s), as described in clauses 6.1.4 and 6.1.3, respectively.

The PCEF shall combine the requests from PCRF and the OCS.

When the Change of UE presence in Presence Reporting Areais armed, i.e. when the PCRF or the OCS subscribes to
reporting change of UE presence in a particular Presence Reporting Area and the reporting change of UE presencein
this Presence Reporting Areawas not activated before, the PCEF shall activate the relevant IP-CAN specific procedure
which reports when the UE enters or |eaves a Presence Reporting Area (an initial report is received when the IP-CAN
specific procedure is activated). The PCEF reports the PRA Identifier(s) and indication(s) whether the UE isinside or
outside the Presence Reporting Area(s), and indication(s) if the corresponding Presence Reporting Area(s) is set to
inactive by the serving node to the PCRF and/or the OCS.

NOTE: The serving node can activate the reporting for the PRAs which are inactive as described in the
TS23.401[17].

When neither the PCRF nor the OCS are subscribed to change of UE presence in Presence Reporting Areafor a
particular Presence Reporting Area, the PCEF shall deactivate the relevant IP-CAN specific procedure which reports
when the UE enters or leaves a Presence Reporting Area.

The PCEF stores PCRF or OCS subscription to reporting for changes of UE presence in Presence Reporting Area and
forwards the PRA Identifier(s) and indication(s) whether the UE isinside or outside the Presence Reporting Area(s)
received from the serving node according to the corresponding subscription.

When a PRA set identified by a PRA Identifier was subscribed to report changes of UE presence in Presence Reporting
Area by the PCRF and/or OCS, the PCEF additionally receives the PRA Identifier of the PRA set from the serving
node, along with the individual PRA Identifier(s) belonging to the PRA set and indication(s) of whether the UE isinside
or outside the individual Presence Reporting Area(s), as described in TS 23.401 [17].

6.4a  TDF session related policy information

The purpose of the TDF session related information is to provide information that is applicable to the whole TDF
session. The PCRF provides the TDF session related information to the TDF (if applicable) using ADC rule provision
procedure.

Table 6.4alists the TDF session related policy information.
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Table 6.4a: TDF session related policy information

Attribute Description PCRF permitted to modify
the attribute

Charging Characteristics Defines how to control TDF | No
behaviour regarding online
and offline charging.
Charging information Defines the containing No
OFCS and/or OCS
addresses.
Default charging method Defines the default charging | No
method for the TDF
session.

Event trigger Defines the event(s) that Yes
shall cause a re-request of
ADC rules for the TDF
session.

Maximum downlink bit rate Defines the maximum Yes
downlink bit rate per TDF
session.

Maximum uplink bit rate Defines the maximum Yes
uplink bit rate per TDF
session.

ADC Revalidation time limit | Defines the time period Yes
within which the TDF shall
perform an ADC rules
reqguest.

Upon theinitial interaction with the TDF, the PCRF may provide Charging Characteristics to the TDF, if received from
the PCEF, defining how to control TDF behaviour regarding online and offline charging.

Upon theinitial interaction with the TDF, the PCRF may provide Charging information containing OFCS and/or OCS
addresses to the TDF defining the offline and online charging system addresses respectively. These shall override any
possible predefined addresses at the TDF. If received by the TDF, it supersedes the Primary OFCS/OCS address and
Secondary OFCS/OCS address predefined at the TDF.

Upon theinitial interaction with the TDF, the PCRF may provide Default charging method indicating what charging
method shall be used in the TDF session for every ADC rule where the charging method identifier is omitted. If
received by the TDF, it supersedes the defined Default charging method.

If Charging Characteristics are received by the PCRF from the PCEF, the PCRF may take them into account when
providing Charging information and Default charging method to the TDF. In case the TDF receives both Charging
Characteristics and Charging information and Default charging method parameters, the Charging Information and
Default charging method shall supersede the values received in Charging Characteristics.

Upon every interaction with the TDF, the PCRF may provide Maximum downlink bit rate and/or Maximum uplink bit
rate for the TDF session.

NOTE: To avoid down-link packets being discarded in PCEF when TDF performs charging, the PCRF should set
the Maximum downlink bit rate to the DL APN-AMBR.

Upon every interaction with the TDF, the PCRF may provide event triggers for the TDF session. Event triggers are used
to determine which event causes the TDF to re-request ADC rules. The triggers applicable for the TDF are listed in
clause 6.1.4.

The ADC Revalidation time limit defines the time period within which the TDF shall trigger arequest for ADC rules
for an established TDF session.

6.4b  APN related policy information

The purpose of the APN related policy information isto provide policy and charging control related information that is
applicableto al IP-CAN sessions of a UE to the same APN. The PCRF provides APN related policy information to the
PCEF using the PCC provision procedure together with PCC rules or separately.

Table 6.4b-1 lists the applicable PCC specific APN related policy information.
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Table 6.4b-1: PCC specific APN related policy information

Attribute Description PCRF permitted to Scope
modify the attribute

Authorized APN-AMBR Defines the APN-AMBR for | Yes All IP-CAN sessions for the
the total bandwidth usage same UE within the same
of non-GBR QClI traffic at APN
the APN.

Subsequent APN-AMBR Defines the APN-AMBR for | No All IP-CAN sessions for the

(NOTE 1) the total bandwidth usage (NOTE 2) same UE within the same
of non-GBR QClI traffic at APN

the APN to be applied by
the PCEF when the APN-
AMBR change time is

reached.
APN-AMBR change time Defines the time at which No All IP-CAN sessions for the
(NOTE 1) the PCEF shall apply the (NOTE 2) same UE within the same
Subsequent APN-AMBR APN

for the total bandwidth
usage of non-GBR QCI
traffic at the APN.

NOTE 1: Both parameters shall be provided together. The PCRF may provide up to four instances of them. If
multiple instances are provided, the values of the APN-AMBR change time have to be different and should
not be too close to each other in order to reduce the risk for signalling overload.

NOTE 2: The PCRF may replace all instances that have been provided previously with a new instruction. A
previously provided Subsequent APN-AMBR or APN-AMBR change time cannot be individually modified.

The PCRF may provide the (unconditional) Authorized APN-AMBR in every interaction with the PCEF. The PCEF
shall apply the Authorized APN-AMBR as APN-AMBR for al IP-CAN sessions of the UE to the same APN and shall
communicate the changed APN-AMBR to the UE.

NOTE 1. Thereisaways an unconditional value for the APN-AM BR available at the PCEF. Theinitial valueis
received as Subscribed APN-AMBR in an access specific manner and the PCRF can overwrite it by
providing an Authorized APN-AMBR.

NOTE 2: In order to reduce the risk for signalling overload, the PCRF should avoid simultaneous provisioning of
Authorized APN-AMBR for many UES (e.g. by spreading over time).

The Authorized APN-AMBR may be provided together with conditions, i.e. alist of RAT types and/or alist of IP-CAN
types. One or multiple instances of conditional APN-AMBR, with different conditions, may be provided by the PCRF.
The PCEF shall apply a conditional Authorized APN-AMBR as APN-AMBR only if the current RAT type and IP-CAN
type match one of the RAT types and IP-CAN types specified in the conditions, respectively. Otherwise the PCEF shall
apply the unconditional Authorized APN-AMBR as APN-AMBR. A changed APN-AMBR shall be communicated to
the UE.

NOTE 3: Guidance what conditional Authorized APN-AMBR value to usein case the current RAT type and IP-
CAN type match multiple conditional Authorized APN-AMBRsis specified in stage 3.

Conditional Authorized APN-AMBR(S) are not applied for a PDN connection supporting NBIFOM.

Upon PCRF changing the unconditional Authorized APN-AMBR or providing a conditional Authorized APN-AMBR,
the PCEF shall discard any previously received conditional Authorized APN-AMBR.

The PCRF may provide the unconditional and/or one or multiple instances of conditional Authorized APN-AMBR
together with an APN-AMBR change time, referred to as Subsequent APN-AMBR. When the APN-AMBR change
timeis reached, the PCEF shall apply the unconditional and/or conditional Subsequent APN-AMBR as unconditional
and/or conditional Authorized APN-AMBR and discard any previously applied conditional Authorized APN-AMBRs.

NOTE 4: The modification is made in the same way as if the PCRF had modified the Authorized APN-AMBR at
that point in time.

Up to four instances of Subsequent APN-AMBR may be provided by the PCRF. The PCEF shall discard any previously
received Subsequent APN-AMBR instances on explicit instruction as well as whenever the PCRF provides a new
instruction for one or more subsequent changes to the APN-AMBR or any other subsequent parameter.
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NOTE 5: In order to provide further Subsequent APN-AMBRs in atimely fashion the PCRF can use its own clock
to issue the desired changes or use the Revalidation time limit parameter (clause 6.4) to trigger a PCEF
reguest for a policy decision.

6.5 Quiality of Service Control rule

6.5.1 General

The Quality of Service control rule (QoS rule) comprises the information that is required to enable the user plane
detection and the QoS control for a service data flow in the BBERF. The packets detected by applying the service data
flow template of a QoS rule are designated a service data flow.

NOTE 1: The BBERF only supports service data flow templates consisting of a set of service data flow filters.

The PCRF shall ensure that each PCC rule in the PCEF has a corresponding active QoS rule in the BBERF. The QoS
rule shall contain the same service data flow template, precedence and the QoS information as the corresponding PCC
rule.

NOTE 2: During the course of a BBERF change procedure the BBERF might not be able to maintain the
correspondence throughout the procedure. The post-condition for the procedure shall however be that
corresponding PCC and QoS rules are active at the PCEF and BBERF.

There are defined procedures for activation, modification and deactivation of QoS rules (as described in clause 6.5.2).
The PCRF may activate, modify and deactivate a QoS rule over the Gxx reference point.

The QoS rules are derived from the PCC rules.

Table 6.5 lists the information contained in a QoS rule, including the information name and whether the PCRF may
modify thisinformation in a QoS rule which is active in the BBERF. For the |E description, refer to clause 6.3.1. The
Category field indicatesif a certain piece of information is mandatory or not for the construction of aQoSrule, i.e. if it
is possible to construct a QoS rule without it.
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Table 6.5: The QoS rule information

Information name Category PCRF permitted to modify
for an active QoS rule in
the BBERF
Rule identifier Mandatory No
(NOTE 1)
Service data flow detection
Precedence Mandatory Yes
Service data flow template Mandatory Yes
QoS control
QoS class identifier Mandatory Yes
(NOTE 2)
UL-maximum bitrate Conditional Yes
(NOTE 3)

DL-maximum bitrate Conditional Yes
(NOTE 3)

UL-guaranteed bitrate Conditional Yes
(NOTE 3)

DL-guaranteed bitrate Conditional Yes
(NOTE 3)

UL sharing indication No

DL sharing indication No

ARP Conditional Yes

(NOTE 3)

PS to CS session continuity Conditional No

Access Network

Information Reporting

User Location Report Conditional Yes

UE Timezone Report Conditional Yes

NOTE 1: The Rule-ldentifier uniquely defines an active QoS rule for a certain BBERF within
the scope of a UE.

NOTE 2: The QoS class identifier is scalar and accommodates the need for differentiating
QoS in all types of IP-CAN. The value range is expandable to accommodate
operator specific policies.

NOTE 3: If present in the corresponding PCC rule.

6.5.2 Quiality of Service control rule operations

QoS control rule operations consist of activation, modification and de-activation of QoS rules.

Activation of adynamic QoS rule provides the QoS rule information to the BBERF via the Gxx reference point.

An active QoS rule means that:

the service data flow template shall be used for service data flow detection;

the service data flow template shall be used for mapping of downlink packets to the IP-CAN bearer determined
by the bearer binding;

the service data flow template shall be used for service data flow detection of uplink packets on the IP-CAN
bearer determined by the bearer binding;

QoS procedures associated with the QoS rule, if any, shall be invoked.

The PCRF may, at any time, modify an active QoSrule.

The PCRF may, at any time, deactivate an active QoS rule in the BBERF viathe Gxx reference point. At IP-CAN
bearer termination all active QoS rules on that bearer are deactivated without explicit instructions from the PCRF to do

SO.
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6.6 Usage Monitoring Control specific information

6.6.1 General

The Usage Monitoring Control information comprises the information that is required to enable user plane monitoring
of resources for individual applications/services, groups of applications/services, for an IP-CAN session or for aTDF

session.

Table 6.6: Usage Monitoring Control related information

the PCEF or the TDF shall
reapply the Volume and/or
Time Threshold.

Information name Description Category Scope
Monitoring key The PCRF uses the Mandatory IP-CAN session,
monitoring key to group TDF session
services that share a
common allowed usage.
Volume threshold Defines the traffic volume Optional Monitoring key
(NOTE 1) value after which the PCEF
or the TDF shall report
usage to the PCRF for this
monitoring key.
Time threshold Defines the resource time Optional Monitoring key
(NOTE 1) usage after which the
PCEF or the TDF shall
report usage to the PCRF.
Monitoring time Defines the time at which Optional Monitoring Key

Subsequent Volume
threshold

Defines the traffic volume
value after which the PCEF
or the TDF shall report
usage to the PCRF for this
Monitoring key for the
period after the Monitoring
time.

Optional, Conditional
(NOTE 2)

Monitoring Key

Subsequent Time
threshold

Defines resource time
usage after which the
PCEF or the TDF shall
report usage to the PCRF
for this Monitoring key for
the period after the
Monitoring time.

Optional, Conditional
(NOTE 2)

Monitoring Key

Inactivity Detection Time

Defines the period of time
after which the time
measurement shall stop, if
no packets are received.

Optional, Conditional
(NOTE 3)

Monitoring Key

NOTE 1: This attribute is also used by the PCEF/TDF, e.g. during IP-CAN/TDF session termination, to inform the
PCRF about the resources that have been consumed by the UE.

NOTE 2: This attribute is applicable in presence of Monitoring Time only.

NOTE 3: This attribute is applicable in presence of Time threshold only.

The Monitoring Key is the reference to a resource threshold. Any number of PCC/ADC Rules may share the same
monitoring key value. The monitoring key values for each service shall be operator configurable.

It shall also be possible for an operator to use the Monitoring Key parameter to indicate usage monitoring on an IP-CAN
session level at the PCEF or on a TDF session level at the TDF.

The Volume threshold indicates the overall user traffic volume value after which the PCEF or the TDF shall report the
Usage threshold reached trigger to the PCRF.

The Time threshold indicates the overall resource time usage after which the PCEF or the TDF shall report the Usage
threshold reached trigger to the PCRF.

The Monitoring time indicates the time at which the PCEF or the TDF shall store the accumulated usage information.
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The Subsequent Volume threshold indicates the overall user traffic volume value measured after Monitoring time, after
which the PCEF or the TDF shall report the Usage threshold reached trigger to the PCRF.

The Subsequent Time threshold indicates the overall resource time usage measured after Monitoring time, after which
the PCEF or the TDF shall report the Usage threshold reached trigger to the PCRF.

The Inactivity Detection Time indicates the period of time after which the time measurement shall stop, if no packets are
received during that time period.
6.6.2 Usage Monitoring Control operations

Usage monitoring on IP-CAN session, TDF session or monitoring key level is active in the PCEF or TDF provided that
certain conditions are met. The conditions for continued monitoring on session level are:

- For IP-CAN session level monitoring at the PCEF, an IP-CAN session is active and a volume and/or time
threshold value for the IP-CAN session has been provided.

- For TDF session level monitoring at the TDF, a TDF session is active and a volume and/or time threshold value
has been provided.

For usage monitoring on Monitoring key level at the PCEF or the TDF the following conditions are applicable:

- A volume and/or time threshold has been provided for a Monitoring key to the PCEF and there is at least one
PCC rule activated for the IP-CAN session that is associated with that Monitoring key.

- A volume and/or time threshold has been provided for a Monitoring key to the TDF and thereis at least one
ADC rule at the TDF activated for the TDF session that is associated with that Monitoring key.

NOTE: The PCRF isrecommended to use monitoring so that the same traffic is not monitored by both PCC rules
and ADC rules. This avoids double counting.

6.7 S2c based IP flow mobility Routing rule

6.7.1 General
The clause 6.7 refers to UE based I P flow mobility as described in TS 23.261 [23].

The routing rule comprises the information that is required for the PCRF to install the QoS rules for a service data flow
a the right BBERF in flow mobility scenarios. The PCRF relies on the I P flow mobility routing information contained
in the IP flow mobility routing rule to the applicable BBERF for each PCC/QoS rule. The IP flow mobility routing rules
are provided by the PCEF to the PCRF during IP-CAN session establishment or modification.

The PCEF derives | P flow mobility routing rules based on flow binding information received from the UE as described
in TS23.261 [23].

Table 6.7 lists the information contained in arouting rule, including the information name, the description and whether
the PCEF may modify this information in an updated version of the rule. The Category field indicates if a certain piece
of information is mandatory or not.
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Information name

Description

Category

PCEF permitted to
modify in an update

Rule identifier

Uniquely identifies the
routing rule within an
IP-CAN session. It is
assigned by the PCEF.

Mandatory

No

Routing information

This clause defines the
method for detecting
packets belonging to a flow
and the route for the flow.

Precedence

Determines the order, in
which the routing filters are
applied.

Mandatory

Yes

Packet filter

A list of packet filters for
the detection of IP flows.

Mandatory

Yes

IP flow mobility Routing
Address

The IP flow mobility
Routing Address that the
matching IP flows use.

Mandatory

Yes

The Rule identifier shall be unique for arouting rule within an IP-CAN session. It is assigned by the PCEF.

The Precedence definesin what order the routing rulesis used by the PCRF to determine where to route a service data
flow. The Precedence is derived from the priority included in the Binding Update as specified in TS 23.261 [23].

The Packet filter may comprise any number of packet filters, containing information for matching service data flows.
The format of the packet filtersis the same as the service data flow filter described in clause 6.2.2.2. A default packet
filter can be specified by using wild card filter.

The IP flow mobility Routing Address identifies the | P address to be used for all service data flows matching the packet
filters specified for this routing rule. The IP flow mobility Routing Address can be equal to the care-of address, or to the
UE IP address (home address) in case of home link operations.

6.7.2

Routing rule operations

I P flow mability routing rule operations consist of installation, modification and removal of routing rules.

During installation of arouting rule, the PCEF provides the routing rule information to the PCRF via the Gx reference
point. The PCRF uses all theinstalled routing rules related to an IP-CAN Session to select BBERF for any service data
flow related for that IP-CAN Session.

The PCEF may, at any time, modify or remove an installed routing rule based on updated flow binding information
received from the UE as described in TS 23.261 [23].

6.8 Application Detection and Control Rule

6.8.1

General

The Application Detection and Control rule (ADC rule) comprises the information that is required in order to:

- identify therule;

- detect the Start and Stop of traffic for a certain application;

- apply enforcement actions and charging for the application traffic detected by therule;

- apply charging for the application traffic detected by the rule.

ADC rules are applicable over the Sd reference point. Over the Sd reference point, the ADC rules are used to support
application detection and control as defined in clause 4.5 including traffic steering control as defined in clause 4.8.

ADC Rules are also applicable over the St reference point. Over the St reference point, the ADC rules are used to
transfer traffic steering control information as defined in clause 6.11.1.
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ADC rules definitions are assumed to be directly provisioned into the TDF or TSSF and referenced by the PCRF with
the ADC Rule identifier.

NOTE 1: The method to perform the detection, in particular for the Start and Stop, may extend beyond the IP
header and is out of scope for this document.

Two types of ADC rules exist: Predefined and dynamic ADC rules. A predefined ADC ruleis constant and shall not be
changed. For adynamic ADC rule, some parameters can be provided and modified by the PCRF as defined in
Table 6.8.

There are defined procedures for activation, modification and deactivation of ADC rules (as described in clause 6.8.2).
The PCRF may activate, modify and deactivate an ADC rule at any time. The modification procedure is applicable to
dynamic ADC rulesonly.

The operator definesthe ADC rules.

Table 6.8 lists the information contained in an ADC rule that can be exchanged over the Sd and St reference point,
including the information element name, the description, whether the PCRF may modify this information in adynamic
ADC rule which is active in the TDF and the applicable reference point (i.e. Sd and/or St) for the corresponding
information element. The Category field indicates if a certain piece of information is mandatory or not for the
construction of an ADC rule, i.e. if it is possible to construct an ADC rule without it.
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Table 6.8: The Application Detection and Control rule information
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Information name

Description

Category

PCRF permitted to
modify for a dynamic
ADC rule

Applicable reference
point

ADC Rule identifier

Uniquely identifies the
ADC rule within a
TDF/TSSF session.

It is used between PCRF
and TDF/TSSF for
referencing ADC rules.

Mandatory

No

Sd, St

Application detection

This clause defines the
detection and the
application name.

Sd, St

Precedence

For ADC, the precedence
is only relevant for the
enforcement, i.e. when
multiple ADC rules overlap,
only the enforcement,
reporting of application
starts and stops,
monitoring, and charging
actions of the ADC rule
with the highest
precedence shall be
applied.

Optional

Yes

Sd, St

Application identifier
(NOTE 2)

References the
corresponding application
detection filter for the
detection of the service
data flow. References the
corresponding application,
for which the rule applies.

Conditional
(NOTE 5)

No

Sd, St

Service data flow filter
list

A list of service data flow
filters for the detection of
the traffic.

Conditional
(NOTE 5)

No

Sd, St

Mute for notification

Defines whether
application's start or stop
notification is to be muted.

Optional

No

Sd

Usage Monitoring
Control

This clause describes
identities required for
Usage Monitoring Control.

Sd

Monitoring key

The PCRF uses the
monitoring key to group
applications that share a
common allowed usage.

Optional

Yes

Sd

Indication of exclusion
from session level
monitoring

Indicates that the
application shall be
excluded from the TDF
session usage monitoring.

Optional

Yes

Sd

Enforcement control

This clause defines how
the TDF shall apply
enforcement actions for the
detected application traffic.

Sd

Gate status

The gate status indicates
whether the detected
application may pass (Gate
is open) or shall be
discarded (Gate is closed)
at the TDF.

Optional

Yes

Sd

UL-maximum bit rate

The uplink maximum bit
rate authorized for the
application traffic

Optional

Yes

Sd

DL-maximum bit rate

The downlink maximum bit
rate authorized for the
application traffic

Optional

Yes

Sd

Redirect

Redirect state of detected
application traffic
(enabled/disabled)

Optional

Yes

Sd
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Information name

Description

Category

PCRF permitted to
modify for a dynamic

ADC rule

Applicable reference

point

Redirect Destination

Controlled Address to
which detected application
traffic should be redirected
when redirect is enabled

Conditional
(NOTE 1)

Yes

Sd

DSCP value

Downlink packets of
detected application traffic
shall be marked with this
DSCP value.

Optional
(NOTE 4)

Yes

Sd

Charging

This clause defines
identities and instructions
for charging and
accounting that is required
for an access point where
application usage charging
is configured

Sd

Charging key

The charging system (OCS
or OFCS) uses the
charging key to determine
the tariff to apply for the
application.

Optional

Yes

Sd

Service identifier

Identifies one or more
applications to the
charging system.

Optional

Yes

Sd

Sponsor Identifier

An identifier, provided from
the AF which identifies the
Sponsor, used for
sponsored flows to
correlate measurements
from different users for
accounting purposes.

Conditional
(NOTE 7)

Yes

Application Service
Provider Identifier

An identifier, provided from
the AF which identifies the
Application Service
Provider, used for
sponsored flows to
correlate measurements
from different users for
accounting purposes.

Conditional
(NOTE 7)

Yes

Sd

Charging method

Indicates the required
charging method for the
ADC rule.

Values: online, offline or
neither.

Conditional
(NOTE 3)

No

Sd

Measurement method

Indicates whether the
application data volume,
duration, combined
volume/duration or event
shall be measured.

This is applicable for
reporting, if the charging
method is online or offline.

Optional

Yes

Sd

Service identifier level
reporting

Indicates that separate
usage reports shall be
generated for this Service
identifier.

Values: mandated or not
required.

Optional

Yes

Sd

Traffic Steering
Enforcement Control

This part describes
identities required for
Traffic Steering
Enforcement Control.

Sd, St
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Information name Description Category PCRF permitted to Applicable reference
modify for a dynamic point
ADC rule
Traffic steering policy Reference to a pre- Optional Yes Sd, St

identifier(s) configured traffic steering

policy at the TDF/TSSF
(NOTE 6).

NOTE 1:
NOTE 2:
NOTE 3:
NOTE 4:

NOTE 5:
NOTE 6:

NOTE 7:

If Redirect is enabled.

For every ADC rule this information is pre-configured in the TDF.

Mandatory if there is no default charging method for the TDF session. It is possible to activate both online and offline

charging for the same ADC Rule.

See Annex U for details regarding how to apply policy and charging control for an application detected and marked by
the TDF in the downlink direction (typically application with non-deducible service data flows).
Either Application identifier or Service data flow filter list shall be included.

The Traffic steering policy identifier can be different for uplink and downlink direction. If two Traffic steering policy
identifiers are provided, then one is for uplink direction, while the other one is for downlink direction.

Applicable to sponsored data connectivity.

The ADC Rule identifier shall be unique for an ADC rule within a TDF/TSSF session.

NOTE 2: The PCRF has to ensure that there is no dynamically provided ADC rule that has the same Rule identifier
value as any of the predefined ADC rules.

The Precedence defines, if multiple ADC rules overlap, which ADC Rule shall be applied for the purpose of
enforcement, reporting of application start and stop, monitoring, and charging. When a dynamic ADC rule and a
predefined ADC rule have the same precedence, the dynamic ADC rule takes precedence. For dynamic ADC rules, the
Precedence shall be either preconfigured at the TDF/TSSF or provided dynamically by the PCRF within the ADC

Rul

€s.

NOTE 3: The operator shall ensure that overlap between the predefined ADC rules can be resolved based on
precedence of each predefined ADC rule in the TDF. For dynamic ADC rules, if precedence is not
preconfigured in the TDF, the PCRF shall ensure that overlap between the dynamic ADC rules can be

resolved based on precedence of each dynamic ADC rule.

The Application identifier references the corresponding application detection filter that is used for matching user plane
packets. It is aso used for identifying the application, for which the rule applies, during reporting to the PCRF. The
same application identifier value can occur in more than one ADC rule. If so, the PCRF shall ensure that thereis at most
one ADC rule active per application identifier value at any time.

NOTE 4: The same application identifier value could be used for adynamic ADC rule and a predefined ADC rule
or for multiple predefined ADC rules.

NOTE 5: The configuration of the Application Identifier in the TDF can include the set of information required for
encrypted traffic detection as defined in Annex X.

Instead of Application identifier, the Service data flow filter list may be provided which comprises one or more Service
dataflow filters and is used by the TDF or TSSF to identify the packets belonging to a detected traffic. The format of

the Service data flow filter is described in clause 6.2.2.2, except the filters extending the inspection to look further into
the packet and/or define other operations as those are identified by Application Identifier.

The Mute for notification defines whether notification of application's start or stop shall be muted to the PCRF. Absence
of this parameter means that start/stop notifications shall be sent.

The Monitoring Key is the reference to aresource threshold. Any number of ADC Rules may share the same monitoring
key value. The monitoring key values for each application shall be operator configurable.

The Indication of exclusion from session level monitoring indicates that the application shall be excluded from the TDF
Session usage monitoring.

The Gate status indicates whether the TDF shall let detected application traffic pass through (gate is open) the TDF or
the TDF shall discard (gate is closed) the application traffic.

The UL maximum-bitrate indicates the authorized maximum bitrate for the uplink component of the detected
application traffic.
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The DL maximum-bitrate indicates the authorized maximum bitrate for the downlink component of the detected
application traffic.

NOTE 6: The maximum bit rate is an average value, which is measured over some time period. Services may
generate media with variable bitrate. The policing function should take such bitrate variations into
account.

The Redirect indicates whether the uplink part of the detected application traffic should be redirected to a controlled
address.

The Redirect Destination indicates the target redirect address when Redirect is enabled.
The DSCP value indicates the value with which a TDF marks downlink application traffic identified by an ADC rule.

The Charging key is the reference to the tariff for the application. Any number of ADC Rules may share the same
charging key value. The charging key values for each application shall be operator configurable.

NOTE 7: Assigning the same Charging key for several applications implies that the charging does not require the
credit management to be handled separately.

The Service identifier identifies one or more applications to the charging system. ADC Rules may share the same
Service identifier value. The service identifier provides the most detailed identification specified for application based
charging.

NOTE 8: The Service Identifier need not have any relationship to service identifiers used on the AF level, i.e. isan
operator policy option.

The Sponsor Identifier indicates the (3rd) party organization willing to pay for the operator's charge for connectivity
required to deliver a service to the end user.

The Application Service Provider Identifier indicates the (3rd) party organization delivering a service to the end user.

The Charging method indicates whether online charging, offline charging, or both are required or the application is not
subject to any end user charging. If the charging method identifies that the application is not subject to any end user
charging, a Charging key shall not be included in the ADC rule for that application, along with other charging related
parameters. If the charging method is omitted, the TDF shall apply the default charging method as determined at TDF
session establishment (see clause 6.4Q). The Charging method is mandatory if there is no default charging method for
the TDF session.

The Measurement method indicates what measurements apply for charging for ADC rule.

The Service Identifier Level Reporting indicates whether the TDF shall generate reports per Service ldentifier. The TDF
shall accumulate the measurements from all ADC rules with the same combination of Charging key/Service Identifier
valuesin asingle report.

The Traffic Steering Policy Identifier(s) is areference to a pre-configured traffic steering policy at the TDF/TSSF as
defined in clause 6.11.1.
6.8.2  Application Detection and Control rule operations over Sd

Application Detection and Control rule operations apply to solicited reporting and consist of activation, modification
and deactivation of ADC rules.

Activation: The PCRF providesthe ADC Rule identifier to the TDF. The PCRF may provide data for usage monitoring
and enforcement control for adynamic ADC rule.

An active ADC rule means that:
- The application traffic, matching the corresponding application, can be detected; and

- Start or stop of application traffic is reported to the PCRF, if applicable and requested by the PCRF; the
notification for Start may include service data flow filters, if possible to provide; and the application instance
identifier associated with the service data flow filter; and

- Monitoring and enforcement, as specified within therule, is applied.
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The PCRF may, at any time, modify an active, dynamic ADC rule.

The PCRF may, at any time, deactivate an active ADC rule. The TDF session termination shall deactivate all ADC rules
for that IP-CAN session.

Application Detection and Control rule activation/deactivation operations can a so be performed in a deferred mode. An
ADC rule may have either a single deferred activation time, or a single deferred deactivation time or both.

An ADC rule with only a deferred activation time shall be inactive until that time. An ADC rule with only a deferred
deactivation time shall be active until that time. When the rule activation time occurs prior to the rule deactivation time,
theruleisinactive until the activation and remains active until the deactivation time occurs. When the rule deactivation
time occurs prior to the rule activation time, the rule isinitially active until the deactivation time, then remains inactive
until the activation time, and then becomes active again. An inactive ADC rule, that has not been activated yet, is still
considered to be installed, and may be removed by the PCRF.

The PCRF may modify a currently installed dynamic ADC rule, including setting, modifying or clearing its deferred
activation and/or deactivation time.

When modifying a dynamic ADC rule with a prior and/or new deferred activation and/or deactivation time, the PCRF
shall provide al attributes of that rule, including attributes that have not changed.

NOTE: Inthiscase, the PCRF omission of an attribute that has a prior value will erase that attribute from the rule.

6.9 Policy decisions based on spending limits

Policy decisions based on spending limitsis afunction that allows PCRF taking actions related to the status of policy
counters that are maintained in the OCS.

Theidentifiers of the policy counters that are relevant for a policy decision in the PCRF may be stored in the PCRF or
possibly in SPR. The PCRF is configured with the actions associated with the policy counter status that is received from
OCs.

The PCRF may request the status of policy countersin the OCS using the Initial or Intermediate Spending Limit Report
Request Procedure. The OCS provides the current status of the requested policy countersto the PCRF. The OCS may in
addition provide one or more pending statuses for a requested policy counter together with the time they have to be
applied. The PCRF shall immediately apply the current status of a policy counter. A pending status of a policy counter
shall autonomously become the current status of a policy counter at the PCRF when the indicated corresponding timeis
reached. Subsequently provided information for pending statuses of a policy counter shall overwrite the previously
received information.

The PCRF may subscribe to spending limit reporting for policy counters from the OCS using the Initial or Intermediate
Spending Limit Report Request procedure. If spending limit reporting for a policy counter is enabled, the OCS shall
notify the PCRF of changesin the status of this policy counter (e.g. daily spending limit of $2 reached) and optionally
pending statuses of this policy counter together with their activation time (e.g. due to abilling period that will expire at
midnight). The PCRF may cancel spending limit reporting for specific policy counter(s) using the Intermediate
Spending Limit Report Request procedure, or for al policy counter(s) using the Final Spending Limit Report Request
procedure.

The PCRF uses the status of each relevant policy counter, and optional pending policy counter statusesif known, as
input to its policy decision to apply operator defined actions, e.g. change the QoS (e.g. downgrade APN-AMBR),
modify the PCC/QoS/ADC Rulesto apply gating or change charging conditions.

NOTE: Therelationship between a policy counter identifier and the Charging Key could be 1-1. However it could
also be assumed that services that share the same Charging Key can be associated with different policy
countersi.e. although they are rated in the same way they are subject to different actions regarding (e.g.
QoS and gating) and are therefore counted separately. Likewise services that share the same policy
counters can be associated with different Charging Key.
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6.11

6.11.1 General

Traffic Steering Control Information
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The traffic steering control information comprises the information that is required to enable traffic steering for a
detected application or service data flow. The traffic steering control information is transferred:

- From the PCRF to the PCEF within PCC rules over Gx reference point;

- From the PCRF to the TDF within ADC rules over Sd reference point;

- From the PCRF to the TSSF within ADC rules over St reference point.

NOTE 1: Inthisrelease of the specification, traffic steering control information does not contain the IP-CAN
specific parameters such as e.g. RAT type, which may be needed by the (S)Gi-LAN service functions.

Table 6.11 lists the components of traffic steering control information, and their corresponding information namesin

PCC/ADC rule.

Table 6.11: Traffic steering control information

Component of traffic steering
control information

Corresponding information name
in ADC rule (NOTE 1)

Corresponding information name
in PCC rule (NOTE 2)

Rule Name

ADC Rule Identifier

Rule identifier

Description of Traffic

Application Identifier
or Service data flow filter list

Service Data Flow Template

Traffic steering policy identifier(s)
(NOTE 3)

Traffic steering policy identifier(s)
(NOTE 3)

Traffic steering policy identifier(s)
(NOTE 3)

Precedence

Precedence

Precedence

NOTE 1: The information definition refers to Table 6.8.

NOTE 2: The information definition refers to Table 6.3.

NOTE 3: The Traffic steering policy identifier can be different for uplink and downlink direction. If two Traffic steering
policy identifiers are provided, then one is for uplink direction, while the other one is for downlink direction.

The Traffic Steering Policy Identifier is areference to traffic steering policy localy configured at the PCEF/TDF/TSSF.
The traffic steering policy identifies, explicitly or implicitly, a specific set of service functions and their order viawhich
the traffic, identified by the description of traffic included in the traffic steering control information, needs to be steered
inthe (S)Gi-LAN.

For traffic steering control at the PCEF, the PCC Rule operations described in the clause 6.3.2 apply.
For traffic steering control at the TDF, the ADC Rule operations over Sd described in the clause 6.8.2 apply.

For traffic steering control at the TSSF, the Traffic Steering Control operations over St described in the clause 6.11.2
apply.

NOTE 2: In order for PCEF/TDF to measure the user plane traffic that is sent to a specific set of service functions,
identified by a Traffic Steering Policy Identifier, a specific Charging Key or generic Charging Key and a
specific Service Identifier is assigned to the PCC/ADC rule per each Traffic Steering Policy Identifier for
which separate measurements are needed and the applicable measurement type as required. In case of
Service ldentifier usage, the PCC/ADC Rule aso includes service identifier level reporting.

6.11.2

Traffic steering control operations over St consists of provisioning, modification, and removal of traffic steering control
information.

Traffic Steering Control Operations over St

Provisioning: Provisioning of traffic steering control information to the TSSF includes the activation of traffic steering
policy, so that the traffic detected by the service data flow filter list or the application identifier can be steered in the
SGi-LAN according to the information associated with the traffic steering policy identifier. The PCRF provides the UE
I P address and the associated APN when provisioning of traffic steering control information to the TSSF. The TSSF
uses the APN to determine the PDN.
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NOTE: TheAPN isprovided from PCRF to the TSSF for the cases when the PCEF supports multiple APNs with
overlapping | P addresses. In that case, the same UE | P address can be allocated to different UEs when
they access different PDNs, each APN provides access to a different PDN.

When using ADC Rules, the following applies:
- For pre-defined ADC rulesin TSSF, the PCRF provides the ADC Ruleidentifier(s) to the TSSF;

- For dynamic ADC Rules, the PCRF provides traffic steering control information within the ADC rules to the
TSSF.

Modification: The PCRF may modify traffic steering control information to change the traffic steering policy
identifier(s), the precedence, the service data flow filters or application identifier.

When using ADC Rules, the PCRF may modify adynamic ADC rule.
Removal: The PCRF may, at any time, remove traffic steering control information.

When using ADC Rules, the PCRF may remove ADC Rule(s).

6.12 NBIFOM Routing rule

6.12.1 General

The NBIFOM routing rule comprises the information about the UE request to associate an access type to a service data
flow filter. The NBIFOM routing rules are provided by the PCEF to the PCRF during IP-CAN session establishment or
modification.

The PCEF derives NBIFOM routing rules based on the Routing Rules received from the UE (when UE-initiated
NBIFOM mode applies) or based on requests from the UE to have the network create / modify / delete Routing Rules
(when Network-initiated NBIFOM mode applies), as described in TS 23.161 [43].

Table 6.12 lists the information contained in an NBIFOM routing rule, including the information name, the description
and whether the PCEF may modify thisinformation in an updated version of therule. The Category field indicatesif a
certain piece of information is mandatory or not.

Table 6.12: The NBIFOM routing rule information

Information name Description Category PCEF permitted to
modify in an
update
Routing Rule identifier Uniquely identifies the routing Mandatory No
rule within an IP-CAN session.
Routing information This clause defines the method

for detecting packets belonging
to a flow and the route for the
flow.

Routing Rule Priority Determines the order, in which Mandatory Yes
the routing filters are applied.

Routing Filter A packet filter for the detection Mandatory Yes
of IP flows.

Routing Access Information The access type that the Mandatory Yes
matching IP flows intend to
use.

The Routing Rule identifier shall be unique for a NBIFOM routing rule within an IP-CAN session. It is set to the
Routing Rule identifier assigned by the UE when UE-initiated NBIFOM mode applies as specified in TS 23.161 [43] or
by the PCRF when Network-initiated NBIFOM mode applies.

The Routing Rule Priority defines in what order the NBIFOM routing rules are used by the PCRF to determine where to
route a service data flow. The Routing Rule Priority is set according to the information provided by the UE as specified
in TS 23.161 [43].
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The Routing Filter comprises a single packet filter, containing information for matching IP flows. The format of the
routing filter is the same as the service data flow filter described in clause 6.2.2.2. The Routing Filter is set according to
the information provided by the UE as specified in TS 23.161 [43].

The Routing Access Information indicates the IP-CAN type that the IP flows matching the Routing Filter of this
NBIFOM routing ruleintend to use.

6.12.2 NBIFOM Routing rule operations

NBIFOM routing rule operations consist of creation, modification and removal of a NBIFOM routing rule.

At creation of aNBIFOM routing rule, the PCEF provides the NBIFOM routing rule information to the PCRF. The
PCRF checksif there isa PCC Rule with a corresponding service data flow template installed in the PCEF. If it is so,
the PCRF updates the Allowed Access Typein this PCC Rule according to the Routing Access Information. Otherwise
anew PCC Rulesis created with a service data flow filter equal to the Routing Filter, a precedence according to the
Routing Rule Priority and the Allowed Access Type set to the Routing Access Information and then installed in the
PCEF.

NOTE: If the Routing Filter is partially overlapping with a service data flow template of an installed PCC rule, it
is up to the operator policy whether to reject the NBIFOM routing rule or whether to create a new PCC
rule for thisNBIFOM routing rule. In the latter case, this new PCC rule shall have the same parameters
(except the rule name and the SDF template) and a higher precedence. The PCRF shall also ensure that
relevant PCC rule modifications are applied for both PCC rules.

The PCRF shall store the relation between the Routing Rule identifier and the corresponding PCC rule. The PCRF may
aso reject aNBIFOM routing rule according to operator policy.

The modification of a NBIFOM routing rule to change the Routing Filter or the Routing Rule Priority triggers the PCRF
to modify the service data flow filter or precedence in the corresponding installed PCC Rule accordingly.

The modification of a NBIFOM routing rule to change the Routing Access Information triggers the PCRF to change the
Allowed Access Type in the corresponding installed PCC Rule accordingly.

Theremoval of a NBIFOM routing rule triggers the PCRF to remove the corresponding PCC Rule if the PCC rule
creation was triggered by this NBIFOM routing rule. Otherwise, the PCRF removes only the Allowed Access Typein
thisPCC Rule.

7 PCC Procedures and flows

7.1 Introduction

The specification of the PCC procedures and flows is valid for the general scenario. Access specific informationis
included in Annex A, Annex D, Annex H and Annex P.

The description includes procedures for IP-CAN Session Establishment, Modification and Termination. The IP-CAN
Session modification comprises |P-CAN bearer establishment, modification, termination, as well as unsolicited PCC
decisions.

There are three distinct network scenarios for an IP-CAN Session:

Casel: No Gateway Control Session isrequired, no Gateway Control Establishment occurs at all (e.g. 3GPP
Access where GTP-based Sb/S8 are employed, as described in TS 23.401 [17] and the IP-CAN specific
Annexes, and non-3GPP accesses where GTP-based S2a or GTP-based S2b is employed, as described in
TS 23.402[18]).

Case2: A Gateway Control Sessionisrequired. The BBERF establishes a Gateway Control Session prior to any
IP-CAN session establishment. There are two sub-cases:

2a) The UE acquires a care of address (CoA) that is used for the S2c reference point. The same Gateway
Control session applies for al IP-CAN sessions using that CoA.
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2b) A Gateway Control Session isrequired, as described in TS 23.402 [18] and the IP-CAN specific
Annexes, Gateway Control Session Establishment, as defined in clause 7.7.1.
Each IP-CAN session is handled in a separate Gateway Control Session.

The PCRF determines at Gx and Gxx session establishment what case appliesinitially as follows:

1. If the BBERF, at establishment of the Gateway Controls Session, provides an APN, then case 2b applies for the
IP-CAN session.

2. |If the BBERF, at establishment of the Gateway Controls Session, does not provide any APN, then case 2a
applies for the UE. For this case, the PCRF expects tunnelling header information for each IP-CAN session to be
provided by the applicable PCEF.

3. If thereisno Gateway Control Session for the UE with the same IP-CAN type as indicated over Gx, case 1
applies.

In a handover procedure the applicable case may change for an IP-CAN session. The PCRF determines the new casein
the same manner as described above. Details are defined in each such procedure.

The procedures cover non-roaming, roaming with home routed access and roaming with accessto a visited PDN.
For the non-roaming case, the H-PCRF plays the full role of PCRF. The V-PCRF is not applicable in this case.

For the roaming case with home routed access, the H-PCRF interacts with the PCEF and, if the Gxx applies, the
V-PCRF interacts with the BBERF.

For the roaming case with visited access (a.k.a. local breskout in TS 23.401 [17] and TS 23.402 [18]), the V-PCRF
interacts with the PCEF and, if Gxx applies, the BBERF and, if Sd applies, the TDF.

NOTE: Theroaming scenario (figure 5.1-4) with visited accessis not applicable for traffic steering control.
Procedures defined in this clause cover the traffic cases where the TDF islocated on Gi/SGi interface.

Procedures defined in clause 7 cover al the traffic cases where roaming partners both operate PCC. For limited PCC
deployment scenarios, Annex K and Annex L specify the impacts to these procedures.

In the text describing the steps in each sequence diagram, the designation PCRF, without specifying V- or H-, refersto
the PCRF in non-roaming case and refers to either the V-PCRF or the H-PCRF in the roaming cases. The interpretation
of the text "PCRF" is thus dependent on the network scenario.

When NBIFOM (defined in TS 23.161 [43]) applies, the description of the flows in this clause 7 is complemented by
the description of NBIFOM dedicated behaviours documented in clause 6.1.18.
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7.2 IP-CAN Session Establishment

This clause describes the signalling flow for IP-CAN Session establishment as well as network prefix and/or |P address
assignment to the UE. The AF is not involved.

GW (BBERF) || GW (PCEF)|| TDF || TSSF ‘V-PCRF ‘ ‘ H-PCRF ‘ ‘SPR ‘ ocs

1. Gateway Control Session Establishment (case 2a and 2b)

2. Establish IPCAN Bearer Request
_—>

3. Indication |of IP CAN Session Establishment

> 4. Profile Reque
e >

5. Profile Response

st

6. Initial Spending Limit Report Request

7. Policy Decision

st

8. TDF Session Establishment Request

B T -

9| TDF Initiated Credit Request

4. [ U (N U 0 ) ) S (e ey [ g g i Mg U U i g .
11. TDF Session Establishment Acknov_vl; dge

12| Traffic Steering Control Information Provisioning

= = = e e == = -

13| Traffic Steering Control Information Provisioning Acknowledge

e L —

< 14. Acknowledge IP CAN Session Establishment

15. PCEF Initiated Credit Request

17 .Establish IPCAN BearerResponse
<—‘
18. IP|CAN Bearer Signaling

- ———_—— = _ ,
19. IP CAN Session Establishment Acknowledge

o ——— — ——— = — =

Figure 7.2-1: IP-CAN Session Establishment
This procedure concerns both roaming and non-roaming scenarios. In the roaming case when a Gateway Control

Session is used, the V-PCRF should proxy the Gateway Control Session Establishment information between the
BBERF in the VPLMN and the H-PCRF over S9 based on PDN-Id and roaming agreements.
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For the Local Breakout scenario (Figure 5.1-4) the VV-PCRF shall proxy the Indication and Acknowledge of IP-CAN
Session Establishment over S9 between the PCEF in the VPLMN and the H-PCRF. For TDF and solicited application
reporting, the V-PCRF shall generate ADC rules from PCC Rules containing application detection and control
information as instructed by the H-PCRF over S9. Then, the V-PCRF shall install PCC Rules to the PCEF and ADC
Rules to the TDF, if applicable.

In the non-roaming case (Figure 5.1-1) the V-PCRF is not involved.

1. The BBERF initiates a Gateway Control Session Establishment procedure as defined in clause 7.7.1 (applicable
to case 2aduring initia attach and case 2b, as defined in clause 7.1).

2. The GW (PCEF) receives arequest for IP-CAN Bearer establishment. A PDN Connection Identifier may be
included in the request. The GW (PCEF) accepts the request and assigns an | P address and (if requested)
network prefix for the user.

3. The PCEF determines that the PCC authorization is required, requests the authorization of allowed service(s) and
PCC Rulesinformation. The PCEF includes the following information: UE Identity (e.g. MN NAI), aPDN
identifier (e.g. APN), the IP-CAN type and the |Pv4 address and 1Pv6 network prefix, if available, the PDN
Connection Identifier received for IP-CAN Bearer establishment if multiple PDN connections to the same APN
are supported and, if available, the default charging method and the IP-CAN bearer establishment modes
supported and information on whether PCEF is enhanced with ADC. It may also include the TDF IP address, in
case of solicited application reporting, if applicable. If the UE has declared support for the extended TFT filter
format and the PCEF does not prevent the use thereof, then the PCEF shall indicate that support to the PCRF.
The PDN identifier, IP address(es) and UE identity enables identification of the IP-CAN session. The IP-CAN
Type identifies the type of access from which the IP-CAN session is established. If the service dataflow is
tunnelled at the BBERF, the PCEF shall provide information about the mobility protocol tunnelling
encapsulation header. The PCEF may also include the Default Bearer QoS and APN-AMBR (applicable to
case 1 and case 2a, as defined in clause 7.1). In case 2athe PCEF may also include charging ID information. If
the GW/PCEF allocates a shorter |Pv6 prefix for use with |Pv6 Prefix Delegation, the GW/PCEF provides this
shorter prefix as the IPv6 network prefix. If Charging Characteristics were received by GW/PCEF according to
TS23.401[17] and TS 23.402 [18], the GW/PCEF a so forwards Charging Characteristics to the PCRF. Based
on local configuration the GW/PCEF may also include the following information: its control plane |Pv4 and/or
IPv6 address(es), an indication on how the APN was selected, indications on whether 1P address(es) where
statically or dynamically allocated, and the charging identifier of the default bearer to identify different records
belonging to the same PDN connection, indication on whether the charging identifier is the only one for the
IP-CAN session. When the PCEF has received the IMEI(SV) in the request for IP-CAN Bearer establishment
received at step 2, the PCEF shall transfer this information to the PCRF.

NOTE 1: In case of TDF and solicited application reporting, either PCEF informs PCRF with TDF IP address, or
PCRF has it preconfigured per each one of PCEFs.

4. If the PCRF does not have the subscriber's subscription related information, it sends arequest to the SPR in order
to receive the information related to the IP-CAN session. The PCRF provides the subscriber ID and, if
applicable, the PDN identifier to the SPR. The PCRF may request notifications from the SPR on changesin the
subscription information.

5. The PCRF stores the subscription related information containing the information about the allowed service(s)
and PCC Rules information, and may include MPS EPS Priority, MPS Priority Level and IMS Signalling
Priority for establishing a PS session with priority and may also include user profile configuration indicating
whether application detection and control should be enabled for the IP-CAN session.

6. If the PCRF determines that the policy decision depends on the status of the policy counters available at the OCS
and such reporting is not established for the subscriber, the PCRF sends an Initial Spending Limit Report
Request as defined in clause 7.9.1. If policy counter status reporting is already established for the subscriber, and
the PCRF determines that the status of additional policy counters are required, the PCRF sends an Intermediate
Spending Limit Report Request as defined in clause 7.9.2.

7. The PCRF makes the authorization and policy decision. If MPS EPS Priority, MPS Priority Level, and IMS
Signalling Priority are present for the user, the PCRF takes the information into account.

8. For the solicited application reporting, the PCRF requests the TDF to establish the relevant session towards
PCRF and provides ADC Rulesto the TDF, as per user profile configuration, if traffic steering control over Sd
applies, ADC Rules may contain traffic steering control information. The PCRF shall include the following
information: a PDN identifier (e.g. APN), the IPv4 address and/or |Pv6 network prefix, if available, and may
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also include the UE Identity Information and the location/access network information, if available. If Charging
Characteristics were received by the PCRF according to step 3 and charging is applicable for the TDF, the PCRF
shall also forward received Charging Characteristics to the TDF. Additionally, if received from the PCEF and if
charging is applicable for the TDF, the PCRF shall also forward the following parametersto the TDF: the
GW/PCEF control plane IPv4 and/or 1Pv6 address (es), an indication on how the APN was selected, indications
on whether | P address (es) where statically or dynamically allocated, and the PDN charging identifier of the
default bearer. The PCRF may also subscribe to the Event Triggers applicable for the TDF, according to

table 6.2.

NOTE 2: If Charging Characteristics are received by the PCRF from the PCEF, PCRF may take them into account
when providing Charging information and Default charging method to the TDF.

9. If online charging is applicable for the TDF, and at least one ADC rule with charging parameters was activated,
the TDF activates the online charging session, and provides relevant input information for the OCS decision.
Depending on operator configuration, the TDF may request credit from the OCS for each charging key of the
activated ADC rules.

10. If online charging is applicable for the TDF, the OCS provides the possible credit information to the TDF and
may provide re-authorisation triggers for each of the credits.

11. The TDF sends an Ack (accept or reject of the ADC rule operation(s)) to inform the PCRF about the outcome of
the actions related to the decision(s) received in step 8. The Ack also includes the list of Event Triggersto report,
including the case when the OCS provides any credit re-authorisation trigger, e.g. PLMN change, Location
change (serving CN node), which cannot be monitored at the TDF. The Event Triggers indicate to the PCRF
what events to be forwarded from the PCRF to the TDF, once PCRF gets the corresponding Event Report from
the PCEF/BBERF.

12. If traffic steering control over St applies, the PCRF determines the traffic steering control information needed for
the IP-CAN session; the PCRF provides the UE |Pv4 address and/or UE IPv6 prefix and one or more sets of
traffic steering control information to the TSSF. The TSSF identifier is pre-configured on the PCRF per e.g.
PCEF.

13. The TSSF sends an acknowledgement to the PCRF to inform the PCRF about the outcome of the actions related
to the traffic steering control information received in step 12.

14. The PCRF sends the decision(s) including the chosen IP-CAN bearer establishment mode and indicates whether
the use of the extended TFT filter format is alowed in the IP-CAN session, to the PCEF. The GW (PCEF)
enforces the decision. The PCRF may provide the default charging method and may include the following
information: the PCC Rules to activate and the Event Triggersto report. If PCEF is enhanced with ADC, the
applicable PCC rules are provided, according to the user profile configuration, if traffic steering control over Gx
applies, PCC Rules may contain traffic steering control information. The Policy and Charging Rules allow the
enforcement of policy associated with the IP-CAN session. The Event Triggers indicate to the PCEF what events
must be reported to the PCRF. If the TDF provided alist of Event Triggersto the PCRF in the previous step, the
PCRF shall also provide those Event Triggers to the PCEF.

15. If online charging is applicable, and at least one PCC rule with charging parameters was activated, the PCEF
activates the online charging session, and provides relevant input information for the OCS decision. Depending
on operator configuration, the PCEF may request credit from the OCS for each charging key of the activated
PCC rules.

16. If online charging is applicable, the OCS provides the possible credit information to the PCEF and may provide
re-authorisation triggers for each of the credits.

In cases 2aand 2b, if the OCS provides any re-authorisation trigger, which cannot be monitored at the PCEF, the
PCEF shall request PCRF to arrange those to be reported by the BBERF via the PCRF.

17.1f at least one PCC rule was successfully activated and if online charging is applicable, and credit was not denied
by the OCS, the GW (PCEF) acknowledges the IP-CAN Bearer Establishment Request.

18. If network control appliesthe GW may initiate the establishment of additional IP--CAN bearers. See Annex A
and Annex D for details.
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19. If the PCRF in step 12 has requested an acknowledgement based on PCC rule operations, the GW (PCEF) sends
the IP-CAN Session Establishment Acknowledgement to the PCRF in order to inform the PCRF of the activated
PCC rulesresult.

7.3 IP-CAN Session Termination

7.3.1 UE initiated IP-CAN Session termination

| GW(BBERF) | | GW(PCEF) | | TDF || TSSF || V-PCRF | | (H-)PCRF | | ocs | | SPR || RCAF ‘
1. Remove IP-CAN Sessjon Request
D »
A\ v

E 2. GW(BBERF)-initiated Gateway Control Sessiop Termination (case 2b)

3. Indicatign of IP-CAN Session Tefmination AF

1
|
|

D >
4. ldentify what
Policy and
5. Remove all Charging Rules
Pollcy_and are affected.
Charging Rules

6. Notify Ic_)as of trarjsmission

7. Notificatipn resppnse

9. TDF Session Termination
4. Y I () i ——

10. Ackngwledge TDF Session Termination
.’

13. Acknowledge IP{CAN Session [fermination

14. Remove IP-CAN
_, Sesgsion Response

<

E 15. Gateway Control and QoS Rules Rrovision (¢ase 2a) E
[ or 1
1 1
:\ PCRF-initiated Gateway Control Session Termination (case 2a) |

16. PCEF Initiated Credit Final Report

18. Cancel Subsdribed Notification Rgquest

19. Cancel Subsgribed Notification Reésponse

« 22. Traffic Steering Control |nformation Removal

23. Acknowl|edge Traffic Stefering Control Informjtion Removal

Figure 7.3.1: IP-CAN Session Termination
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This procedure concerns both roaming and non-roaming scenarios. In the roaming case when home routed accessis
used (figure 5.1-3) or if case 2a applies (as defined in clause 7.1) for Local Breakout (figure 5.1-4), the V-PCRF should
proxy the GW (BBEREF) initiated Gateway Control Session Termination or the Gateway Control and QoS Rules
Provision between the BBERF in the VPLMN and the H-PCRF. For those casesiit is also the H-PCRF that initiates the
PCRF initiated Gateway Control Session Termination procedure or the Gateway Control and QoS Rules Provision
procedure and proxy the information over S9 to the BBERF through the V-PCRF.

For the Local breakout scenario (figure 5.1-4) the V-PCRF shall proxy Indication and Acknowledge of IP-CAN Session
Termination over S9 between the PCEF in the VPLMN and the H-PCRF. If the AF residesin the VPLMN, the V-PCRF
shall proxy AF session signalling over S9 between the AF and the H-PCRF.

NOTE 1. The case when the AF resides in the VPLMN is not showed in the figure.

For the same scenario if either case 1 or case 2b applies (as defined in clause 7.1), the V-PCRF may respond to/initiate
the Gateway Control Session procedures locally without notifying the H-PCRF.

In the non-roaming case (figure 5.1-1) the V-PCRF is not involved at al.

1. If case 2b applies, the GW (BBERF) receives a request to remove the IP-CAN session. In case 2a, the request
goes transparently through the GW (BBERF). In al cases, the GW (PCEF) receives arequest to remove the
IP-CAN session.

2. If case 2b applies, the GW (BBERF)-initiated GW Control Session Termination procedure as defined in
clause 7.7.2.1 isinitiated.

3. The GW (PCEF) indicates that the IP-CAN Session is being removed and provides relevant information to the
PCRF.

NOTE 2: The GW (PCEF) may proceed to step 11 in parallel with the indication of IP-CAN Session termination.

4. The PCRF finds the PCC Rules that require an AF to be notified and removes PCC Rules for the IP-CAN
session.

The GW (PCEF) removes all PCC Rules associated with the IP-CAN session.
The PCRF notifies the AF that there are no transmission resources for the serviceif thisis requested by the AF.

The AF acknowledges the notification of the loss of transmission resources.

© N o o

If thisisthelast IP-CAN session for this subscriber requiring policy counter status reporting, the Final Spending
Limit Report Request as defined in clause 7.9.3 is sent. If any existing IP-CAN sessions for this subscriber
reguire policy counter status reporting, the Intermediate Spending Limit Report Request as defined in

clause 7.9.2 may be sent to alter thelist of subscribed policy counters.

9. If thereisan active Sd session between TDF and PCRF, the PCRF terminatesiit.

10. For the solicited application reporting, the TDF deactivates all the ADC Rules associated with the TDF session.
The TDF acknowledges the termination request from the PCRF.

11.If online charging is applicable for the TDF, the TDF issues the final reports and returns the remaining credit to
the OCS.

12. The OCS acknowledges the credit report and terminates the online charging session with the TDF.

13. The PCRF removes the information related to the terminated IP-CAN Session (subscription information etc.),
and acknowledges to the GW (PCEF) that the PCRF handling of the IP-CAN session has terminated. This
interaction is the response to the GW (PCEF) request in step 3.

NOTE 3: Step 13 may be initiated any time after step 7.
14. The GW (PCEF) continues the IP-CAN Session removal procedure.

15. If case 2a applies, the GW Control and QoS Rules Provision procedure as defined in clause 7.7.4 may be
initiated to remove the QoS rules associated with the IP-CAN session being terminated. This appliese.g. in case
the Gateway Control Session shall remain to serve other IP-CAN sessions.
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Alternatively, if case 2a applies and the PCRF determines that all QoS rules are to be removed and the Gateway
Control Session shall be terminated, the PCRF-initiated GW Control Session Termination procedure as defined
inclause 7.7.2.2 isinitiated. This applies e.g. in case the UE is detached and the CoA acquired by the UE is not
used for any other IP-CAN session.

16. If online charging is applicable for the PCEF, the PCEF issues the final reports and returns the remaining credit
to the OCS.

NOTE 4: Step 16 may be initiated any time after step 13.
17. The OCS acknowledges that credit report and terminates the online charging session with the PCEF.

18. The PCRF sends a cancellation notification regquest to the SPR if it has subscribed such notification. If al IP-
CAN sessions of the user to the same APN are terminated, the PCRF stores the remaining usage allowance in the
SPR.

NOTE 5: Step 18 may be initiated any time after step 13.
19. The SPR sends a response to the PCRF.

20. If RUCI reporting from RCAF to PCRF is used, the PCRF sends a Release context request message to the RCAF
using the previously stored identity of the RCAF.

21. RCAF acknowledges this by sending the Release context response message to the PCRF. The RCAF releases the
context corresponding to the given UE for the given APN, including any reporting restrictions. This also implies
that the RCAF does not indicate to the PCRF that the congestion state is over. In case of multiple PCRFs being
in simultaneous use for a given UE, a Release context request message from a PCRF applies to the UE context
specific to the given Np connection only, identified by the APN. The RCAF can completely release all context
information for a given UE when it has rel eased the context for each Np connection of the given UE.

NOTE 6: The IP-CAN Session removal procedure may proceed in parallel with the indication of IP-CAN Session
termination.

22.1f the PCRF has provided traffic steering control information to the TSSF for the IP-CAN session, the PCRF
sends a request to the TSSF to remove the traffic steering control information associated to the UE |Pv4 address
and/or to the UE IPv6 prefix for the terminated IP-CAN session.

NOTE 7: Step 22 may be initiated any time after step 13.

23. The TSSF acknowledges the removal of the traffic steering control information.
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7.3.2 GW (PCEF) initiated IP-CAN Session termination
| GW(BBERF) || GW(PCEF) | | TDF | | TSSF || V-PCRF || (H-)PCRF | | 0ocs | SPR RCAF
1. Detection what IP-
CAN Sessions shall
terminatg.
2. Remove IP-CAN

Bession Request

i 3. IGW(BBERF)-initiated Gateway Control Session|Termination (case 2b) !
4. Remove IP-CAN AF
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___________________________________ _.
14. Credijt Acknowledge
4. ___________________________________
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N
1 | 16. Gateway Confrol and QoS Rulgs Provision (case 2a) or E
1 | PCRF-initiated Gateway Control Session Termination (case 2a) '
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_____________________________________________ '
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< ________________
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Figure 7.3.2: GW (PCEF) Initiated IP-CAN Session Termination

This procedure concerns both roaming and non-roaming scenarios. In the roaming case when home routed accessis
used (figure 5.1-3) or if case 2a applies (as defined in clause 7.1) for Local Breakout (figure 5.1-4), the V-PCRF should
proxy the GW (BBEREF) initiated Gateway Control Session Termination or the Gateway Control and QoS Rules
Provision between the BBERF in the VPLMN and the H-PCRF. For those casesiit is also the H-PCRF that initiates the
PCRF initiated Gateway Control Session Termination procedure or the Gateway Control and QoS Rules Provision
procedure and proxy the information over S9 to the BBERF through the V-PCRF.
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For the Local breakout scenario (figure 5.1-4) the V-PCRF shall proxy Indication and Acknowledge of IP-CAN Session
Termination over S9 between the PCEF in the VPLMN and the H-PCRF. If the AF reliesin the VPLMN, the V-PCRF
shall proxy AF session signalling over S9 between the AF and the H-PCRF.

NOTE 1. The case when the AF resides in the VPLMN is not showed in the figure.

For the same scenario if either case 1 or case 2b applies (as defined in clause 7.1), the V-PCRF may respond to/initiate
the Gateway Control Session procedures locally without notifying the H-PCRF.

In the non-roaming case (figure 5.1-1) the V-PCRF is not involved at al.
1. The GW (PCEF) detects that IP-CAN Session termination is required.
2. The GW (PCEF) sends arequest to remove the |P-CAN session.

3. If case 2b applies, the GW (BBERF)-initiated GW Control Session Termination procedure as defined in
clause 7.7.2.1 isinitiated.

The GW (PCEF) receives the response for the IP-CAN session removal.

The GW (PCEF) indicates the IP-CAN Session termination and provides the relevant information to the PCRF.
The PCRF finds the PCC Rules that require an AF to be notified.

The PCRF notifies the AF that there are no transmission resources for the serviceif thisis requested by the AF.

The AF acknowledges the notification on the loss of transmission resources.

© © N o o &

If thisisthelast IP-CAN session for this subscriber requiring policy counter status reporting, the Final Spending
Limit Report Request as defined in clause 7.9.3 is sent. If any existing IP-CAN sessions for this subscriber
reguire policy counter status reporting, the Intermediate Spending Limit Report Request as defined in

clause 7.9.2 may be sent to alter thelist of subscribed policy counters.

10. The GW (PCEF) removes all the PCC Rules associated with the IP-CAN session.

11.If thereis an active Sd session between TDF and PCRF, the PCRF informs TDF about |P-CAN session
termination.

12. For the solicited application reporting, the TDF deactivates all the ADC Rules associated with the TDF session.
The TDF acknowledges the termination request from the PCRF.

13.If online charging is applicable for the TDF, the TDF issues the final reports and returns the remaining credit to
the OCS.

14. The OCS acknowledges the credit report and terminates the online charging session with the TDF.

15. The PCRF removes the information related to the terminated IP-CAN Session (subscription information etc.),
and acknowledges the IP-CAN Session termination.

NOTE 2: Step 15 may be initiated any time after step 6.

16. If case 2a applies, the GW Control and QoS Rules Provision procedure as defined in clause 7.7.4 may be
initiated to remove the QoS rules associated with the IP-CAN session being terminated. This appliese.g. in case
the Gateway Control Session shall remain to serve other IP-CAN sessions.

Alternatively, if case 2a applies and the PCRF determines that the Gateway Control session shall be terminated,
the PCRF-initiated GW Control Session Termination procedure as defined in clause 7.7.2.2 isinitiated. This
applies e.g. in case the UE is detached and the CoA acquired by the UE is not used for any other IP-CAN
session.

17.1f online charging is applicable for the PCEF, the PCEF issues final reports and returns the remaining credit to
the OCS.

NOTE 3: Step 17 may be initiated any time after step 15.

18. The OCS acknowledges the credit report and terminates the online charging session.
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19. The PCRF sends a cancellation notification request to the SPR if it has subscribed such notification. If all IP-
CAN sessions of the user to the same APN are terminated, the PCRF stores the remaining usage allowance in the
SPR.

NOTE 4: Step 19 may be initiated any time after step 8.
20. The SPR sends a response to the PCRF.

21. If RUCI reporting from RCAF to PCRF is used, the PCRF sends a Release context request message to the RCAF
using the previoudly stored identity of the RCAF.

22. RCAF acknowledges this by sending the Release context response message to the PCRF. The RCAF releases the
context corresponding to the given UE for the given APN, including any reporting restrictions. This also implies
that the RCAF does not indicate to the PCRF that the congestion state is over. In case of multiple PCRFs being
in simultaneous use for a given UE, a Release context request message from a PCRF applies to the UE context
specific to the given Np connection only, identified by the APN. The RCAF can completely release al context
information for a given UE when it has released the context for each Np connection of the given UE.

23.If the PCRF has provided traffic steering control information to the TSSF for the IP-CAN session, the PCRF
sends a request to the TSSF to remove the traffic steering control information associated to the UE IPv4 address
and/or the UE 1Pv6 prefix for the terminated |P-CAN session.

NOTE 5: Step 23 may be initiated any time after step 6.

24. The TSSF acknowledges the removal of the traffic steering control information.

7.4 IP-CAN Session Modification

7.4.1 IP-CAN Session Maodification; GW (PCEF) initiated

This clause describes the signalling flow for the IP-CAN Session modification initiated by the GW (PCEF). These
modificationsinclude IP-CAN bearer establishment and termination as well as modification if the triggering conditions
given to the PCEF are fulfilled.

For the PCEF enhanced with ADC, the reason for such a modification may be that a start or stop of application traffic
that matches with one of the activated PCC Rules is detected.

The AF may be involved. An example of the scenario is authorization of a session-based service for which an IP-CAN
Session is a'so modified.
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Figure 7.4: IP-CAN Session Modification; GW (PCEF) initiated

This procedure concerns both roaming and non-roaming scenarios. In the roaming case when home routed access
applies (figure 5.1-3) or if case 2a applies (as defined in clause 7.1) for Local Breakout (figure 5.1-4), when a Gateway
Control Session is used, the H-PCRF may initiate a Gateway Control and QoS Rules Provisioning procedure towards
the BBERF and proxy the information through the V-PCRF over S9.

For case 2b inthe Local Breakout scenario (figure 5.1-4) and if the Gateway Control Session isterminated locally at the
V-PCREF, the V-PCRF shall initiate the Gateway Control and QoS Rules Provisioning procedure locally without
notifying the H-PCRF. For this case the V-PCRF shall proxy the Indication and Acknowledge of IP-CAN Session
Modification over S9 between the PCEF in the VPLMN and the H-PCRF. If the AF islocated in the VPLMN for this
scenario, the V-PCRF shall proxy AF session signalling over S9 between the AF and the H-PCRF.

NOTE 1: The case when the AF resides in the VPLMN is not shown in the figure.
In the non-roaming case (figure 5.1-1) the V-PCRF is not involved at all.

1. Optionally, the AF provides/revokes service information to the PCRF due to AF session signalling. The AF may
subscribe at this point to notification of bearer level events related to the service information.
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NOTE 2: For the PCRF to generate the applicable events, the PCRF instructs the PCEF to report events related to
the corresponding PCC rules. Such events are not shown in this sequence diagram.

2. The PCRF stores the service information and responds with the Acknowledgement to the AF.

3. The GW (PCEF) may receive IP-CAN session signalling for IP-CAN Session modification. PDN Connection
Identifier may be included in the IP-CAN session signalling.

4. The GW (PCEF) makes a decision to trigger IP-CAN Session modification either caused by the previous step or
based on an internal decision or, e.g. if the GW (PCEF) enhanced with ADC, has detected the start/ stop of
application traffic, requested by one of the activated PCC Rules.

5. The GW (PCEF) determines that the PCC interaction is required and sends an Indication of IP-CAN Session
modification (Event Report, affected PCC Rules, if available, the PDN Connection Identifier) to the PCRF
together with, if available, User Location Information and/or UE Time Zone and RAN/NAS Release Cause and,
if changed, the new IP-CAN bearer establishment modes supported. If there is alimitation or termination of the
transmission resources for a PCC Rule, the GW (PCEF) reports this to the PCRF. If flow mobility applies, the
GW (PCEF) may include updated IP flow mobility routing information for any IP flows; the GW (PCEF) aso
provides an indication if default route for the IP-CAN session is changed.

6. The PCRF correlates the request for PCC Rules with the IP-CAN session and service information available at the
GW (PCEF).

7. The PCRF may need to report to the AF an event related to the transmission resources if the AF requested it at
initial authorisation.

8. The AF acknowledges the event report and/or responds with the requested information.

9. If the PCRF determines a change to policy counter status reporting is required, it may ater the subscribed list of
policy counters using the Initial, Intermediate or Final Spending Limit Report Request procedures as defined in
clauses7.9.1, 7.9.2 and 7.9.3.

10. The PCRF makes the authorization and policy decision.

11. For the TDF solicited application reporting, the steps 11-14 take place. The PCRF provides al new ADC
decisions to the TDF. This may include ADC Rules activation, deactivation and modification, if traffic steering
control over Sd applies, ADC Rules may contain traffic steering control information. This may also include the
list of Event triggers and also Event Report for the Event triggers, if reported by the PCEF/BBERF to the PCRF,
if the TDF has previously subscribed for such an Event Report. In case of local breakout, the V-PCRF shall
provide ADC rules generated from PCC Rules providing application detection and control as instructed by the
H-PCRF over S9.

For unsolicited application reporting and if the PCRF has recorded the release of an |Pv4 addressin step 5, the
PCRF terminates the related Sd session.

12.1f online charging is applicable for the TDF, the TDF may request credit for new charging keys from the OCS
and/or may inform the OCS about re-authorization trigger if the event occurs and/or may issue final reports and
return remaining credit for charging keys no longer active to the OCS.

13. If OCS was contacted by the TDF, the OCS provides the credit information to the TDF, and/or acknowledges the
credit report.

14. The TDF sends an Ack (accept or reject of the ADC rule operation(s)) to inform the PCRF about the outcome of
the actions related to the decision(s) received in step 11. The Ack also includes the list of Event Triggersto
report, including the case when the OCS provides any credit re-authorisation trigger, e.g. PLMN change,

L ocation change (serving CN node), which cannot be monitored at the TDF. The Event Triggers indicate to the
PCRF what events to be forwarded from the PCRF to the TDF, once PCRF gets the corresponding Event Report
from the PCEF/BBERF.

15. If traffic steering control over St applies, the PCRF determinesiif traffic steering control information needs to be
modified/provisioned for the IP-CAN session; the PCRF provides to the TSSF the traffic steering control
information associated to the UE 1Pv4 address and/or to the UE IPv6 prefix.

16. The TSSF sends an acknowledgement to the PCRF to inform the PCRF about the outcome of the actions related
to the traffic steering control information received in step 15.
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17. The PCRF sends an Acknowledge of IP-CAN Session modification (PCC Rules, Event Triggers and, if changed,
the chosen IP-CAN bearer establishment mode) to the GW (PCEF). If traffic steering control over Gx applies,
PCC Rules may contain traffic steering control information. The GW (PCEF) enforces the decision. If the TDF
provided alist of Event Triggers to the PCRF in the previous step, the PCRF shall also provide those Event
Triggers to the PCEF.

18. If online charging is applicable for the PCEF, the GW (PCEF) may request credit for new charging keys from
the OCS and/or may inform the OCS about re-authorization trigger if the event occurs and/or may issue final
reports and return remaining credit for charging keys no longer active to the OCS.

19. If OCS was contacted by the PCEF, the OCS provides the credit information to the GW (PCEF), and/or
acknowledges the credit report.

20 The GW (PCEF) acknowledges or rejects any |P-CAN Session signalling received in step 3.

An IP-CAN bearer establishment is accepted if at least one PCC ruleis active for the IP-CAN bearer and in case
of online charging credit was not denied by the OCS. Otherwise, the IP-CAN bearer establishment is rejected.

An IP-CAN bearer termination is always acknowledged by the GW (PCEF).

An IP-CAN bearer modification not upgrading the QoS and not providing traffic mapping information is always
acknowledged by the GW (PCEF). An IP-CAN bearer modification is accepted if the provided traffic mapping
information is accepted by the PCRF. Otherwise, the IP-CAN bearer modification is rejected.

In case of a GW (PCEF) internal decision the GW (PCEF) initiates any additional |P-CAN Session signalling
required for completion of the IP-CAN Session modification (applicable to case 1).

In case the IP-CAN session modification is due to the BBF transitioning from a BBERF in the source access-
network to the PCEF, the PCEF initiates IP-CAN bearer signalling to activate bearers in the target access
network (applicable to case 1).

21. The GW (PCEF) receives the response for the IP-CAN Session signalling request (applicable to case 1).

22. The GW (PCEF) sends a Provision Ack (accept or reject of the PCC rule operation(s)) to inform the PCRF about
the outcome of the GW (PCEF) actions related to the decision(s) received in step 15.

NOTE 3: For Cases 2a and 2b, the rejection of PCC rule operation can only occur as aresult of online charging
interaction.

23.Based on the result of PCC rule operations, the PCRF decides whether to initiate a Gateway Control and QoS
Rules provision procedure as defined in clause 7.7.4, if required to keep the PCC and QoS rules aligned
(applicable to cases 2a and 2b, as defined in clause 7.1).

If there are multiple BBERFs associated with the IP-CAN session, this step is performed with all the affected
BBERFs.

24.If the AF requested it, the PCRF notifies the AF of related bearer level events (e.g. transmission resources are
established/rel eased/lost).

NOTE 4: Based on the outcome reported in this step the AF performs the appropriate action, e.g. starting charging
or terminating the AF session.

25. The AF acknowledges the notification from the PCRF.

7.4.2 IP-CAN Session Modification; PCRF initiated

This clause describes the signalling flow for the IP-CAN Session modification initiated by the PCRF. The AF or TDF
or the OCS or the TSSF may be involved. An example of PCRF inputs that may trigger the procedure include:

- Initiation and authorization of a session-based service for which an IP-CAN Session is modified.
- A change in the status of a policy counter.

IP-CAN Session handling and handling of PCC rules for non-session based services, and aso general handling of PCC
rules that are not subject to AF-interaction or TDF-interaction is also applicable here.
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Figure 7.5: IP-CAN Session Modification; PCRF initiated

This procedure concerns both roaming and non-roaming scenarios. In the roaming case when home routed access
applies (figure 5.1-3) or if case 2a applies (as defined in clause 7.1) for Local Breakout (figure 5.1-4), when a Gateway
Control Session is used, the V-PCRF shall proxy Gateway Control and QoS Rules Request between the BBERF in the
VPLMN and the H-PCRF over S9. For this case the H-PCRF may also initiate a Gateway Control and QoS Rules
Provisioning procedure towards the BBERF in the VPLMN and proxy the information via the V-PCRF over S9.

For case 2b in the Local Breakout scenario (figure 5.1-4) and if the Gateway Control Session isterminated locally at the
V-PCREF, the V-PCRF shall reply to/initiate Gateway Control Session and QoS Rules Request/Provisioning procedures
locally without notifying the H-PCRF. For this case the V-PCRF shall proxy the Policy and Charging Rules
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Provisioning and Acknowledge over S9 between the PCEF in the VPLMN and the H-PCRF. If the AF islocated in the
VPLMN for this scenario, the V-PCRF shall proxy AF session signalling over S9 between the AF and the H-PCRF.

NOTE 1. The case when the AF resides in the VPLMN is not showed in the figure.
In the non-roaming case (figure 5.1-1) the V-PCRF is not involved at al.

la Optionally, the AF provides/revokes service information to the PCRF due to AF session signalling. The AF may
subscribe at this point to notification of bearer level events related to the service information. The AF may also
provide areference ID to atransfer policy that the AF previously negotiated with the PCRF (as described in
clauses 6.1.16 and 7.11.1).

NOTE 2: For the PCRF to generate the applicable events, the PCRF instructs the PCEF to report events related to
the corresponding PCC rules. Such events are not shown in this sequence diagram.

1b. Alternatively, optionally, for TDF, e.g. the TDF detects the start/stop of an application traffic that matches with
one of the active ADC Rules.

For solicited application reporting, if the start/stop of application traffic detection Event Trigger was received
from the PCRF and the reporting is not muted for the ADC rule, the TDF shall provide application information
to the PCRF, including the application identifier, start or stop of application traffic detection event trigger and,
for the start of application's traffic detection, the service data flow descriptions, if deducible. Additionally, the
application instance identifier should be included in the report both for Start and for Stop of application traffic
detection, when the service data flow descriptions are provided.

For unsolicited application reporting, the Sd reports the same application information to the PCRF
unconditionally. The TDF establishes a new Sd session if it detects an application for an |Pv4 address or IPv6
address for which no corresponding Sd session exists.

1c. Alternatively, optionally, the OCS provides a Spending Limit Report to the PCRF as described in clause 7.9.4.
1d. Alternatively, optionally, the RCAF provides a Congestion Report to the PCRF as described in clause 7.10.1.
NOTE 3: This step is not shown on the diagram.

2a. The PCRF stores the service information if available and responds with the Acknowledgement to the AF. Thisis
applicableto lacase.

NOTE 4: Without AF interaction, atrigger event in the PCRF may cause the PCRF to determine that the PCC rules
reguire updating at the PCEF, e.g. change to configured policy.

NOTE 5: This procedure could aso be triggered by the Gateway Control and QoS Rules Request procedure as
described in clause 7.7.3.

3. If the PCRF determines a change to policy counter status reporting is required, it may ater the subscribed list of
policy counters using the Initial, Intermediate or Final Spending Limit Report Request procedures as defined in
clauses7.9.1, 7.9.2 and 7.9.3.

4. The PCRF makes the authorization and policy decision. If the AF provided areference ID to atransfer policy in
step 1a, the PCRF shall retrieve the corresponding transfer policy from the SPR before making any decisions.

5. The PCRF may store the application information if provided and responds with an Acknowledgement to the
TDF (for unsolicited application reporting) or a Sd session modification (for solicited application reporting). For
the TDF solicited application reporting, the PCRF may provide a new ADC decision to the TDF. If thelast ADC
rule is deactivated, the PCRF requests the TDF to terminate the Sd session towards the PCRF. If thereis no
active Sd session yet between the TDF and the PCRF, the PCRF requests the TDF to establish the Sd session
towards PCRF and provides an ADC decision to the TDF, if traffic steering control over Sd applies, ADC Rules
may contain traffic steering control information. In case of local breakout, the V-PCRF shall provide ADC rules
generated from PCC Rules providing application detection and control as instructed by the H-PCRF over S9.

6. If online charging is applicable for the TDF, the TDF may request credit for new charging keys from the OCS
and/or may inform the OCS about re-authorization trigger if the event occurs and/or may issue final reports and
return remaining credit for charging keys no longer active to the OCS.

7. 1f OCS was contacted by the TDF, the OCS provides the credit information to the TDF, and/or acknowledges the
credit report.
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8. For the TDF solicited application reporting, in the case of an existing on-going session, if requested by the PCRF
the TDF sends a Provision Ack (accept or reject of the ADC Rule operation(s)). For a new session, the TDF
sends an Ack. Thisisto inform the PCRF about the outcome of the actions related to the received ADC
decision(s). The Provision Ack / Ack also includes the list of Event Triggers to report, including the case when
the OCS provides any credit re-authorisation trigger, e.g. PLMN change, Location change (serving CN node),
which cannot be monitored at the TDF. The Event Triggers indicate to the PCRF what events to be forwarded
from the PCRF to the TDF, once PCRF gets the corresponding Event Report from the PCEF/BBERF.

9. If traffic steering control over St applies, the PCRF determines if traffic steering control information needsto be
modified/provisioned for the IP-CAN session; the PCRF provides to the TSSF the traffic steering control
information associated to the UE IPv4 address and/or to the UE |Pv6 prefix.

10. The TSSF sends an acknowledgement to the PCRF to inform the PCRF about the outcome of the actions related
to the traffic steering control information received in step 9.

11. If there is no Gateway Control and QoS Rules Reply pending and there is a need to provision QoS rules, the
PCREF initiates a Gateway Control and QoS Rules Provision Procedure as defined in 7.7.4 (applicable to cases 2a
and 2b, as defined in clause 7.1).

If there are multiple BBERFs associated with the IP-CAN session, Step 9 is performed with the BBERFs that
support UE/NW bearer establishment mode.

NOTE 6: If thereisaGateway Control and QoS Rules Reply pending, e.g. this procedure was invoked from the
Gateway Control and QoS Rules Request procedure as defined in clause 7.7.3, the PCRF shall use that
opportunity for provisioning the applicable QoS rules. If there are multiple BBERFs associated with the
IP-CAN session, and the procedure was invoked by a Gateway Control and QoS Rules Request procedure
from the primary BBERF, the PCRF may receive a Gateway Control and QoS Rules Request from the
non-primary BBERFs.

12. The PCRF sends the Policy and Charging Rules Provision (PCC Rules, Event Trigger, Event Report) to the
PCEF. If traffic steering control over Gx applies, the PCC Rules may contain traffic steering control information.
If the TDF provided alist of Event Triggers to the PCRF in the previous step, the PCRF shall aso provide those
Event Triggersto the PCEF.

13. The PCEF enforces the decision.

14.1f online charging is applicable for the PCEF, the PCEF may request credit for new charging keys from the OCS
and/or may inform the OCS about re-authorization trigger if the event occurs and/or may return the remaining
credit for charging keys no longer active to the OCS.

15. If OCS was contacted by the PCEF, the OCS provides the credit information to the PCEF, and/or acknowledges
the credit report.

16. The GW (PCEF) may send an IP-CAN Bearer establishment, modification or termination request (applicable to
case 1, asdefined in clause 7.1).

An IP-CAN bearer modification is sent by the GW (PCEF) if the QoS of the IP-CAN bearer exceeds the
authorized QoS provided by the PCRF in step 4.

An IP-CAN bearer termination request is sent by the GW (PCEF) if all PCC rulesfor an IP-CAN bearer have
been removed.

17. The GW (PCEF) receives the response for the IP-CAN Bearer modification or termination request (applicable to
case l).

18. The PCEF sends Acknowledge Policy and Charging Rules Provisioning (accept or reject of the PCC rule
operation(s)) to the PCRF.

19. If the AF requested it, the PCRF naotifies the AF related bearer level events (e.g. transmission resources are
established/released/l ost).

20. The AF acknowledges the notification from the PCRF.
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Figure-7.6: Procedure for update of the subscription information in the PCRF
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The SPR detects that the related subscription profile of an IP-CAN session has been changed.
If requested by the PCRF, the SPR notifies the PCRF on the changed profile.

The PCRF responds to the SPR.

The PCRF stores the updated profile.

a > 0w NP

If the updated subscriber profile requires the status of new policy counters available at the OCS then an

Initial/I ntermediate Spending Limit Report Request is sent from PCRF as defined in clauses 7.9.1, and 7.9.2. If
the updated subscriber profile implies that no policy counter statusis needed an Intermediate Spending Limit
Report Request is sent from PCRF, if thisisthe last policy counter status Final Spending Limit Report Request
is sent from PCRF as specified in clause 7.9.3.

6. PCRF makes an authorization and policy decision.

7. The PCRF provides all new PCC decisions to the PCEF and BBERF (if applicable), using the PCRF initiated
IP-CAN session modification procedure in clause 7.4.2. The PCRF also provides al new ADC decisionsto the

TDF, if applicable.
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7.6

PCRF Discovery and Selection

7.6.1 General principles

This clause describes the underlying principles for PCRF selection and discovery:

A singlelogical PCRF entity may be deployed by means of multiple and separately addressable PCRFs.

The H-PCRF must be able to correlate the AF service session information received over Rx with the right
IP-CAN session (PCC Session binding).

The PCRF must be able to associate sessions established over the different reference points (Gx, Rx, S9,
GxalGxc, Sd, Np), for the same UE's IP-CAN session. The actual reference points that need to be correlated
depend on the scenario (e.g. roaming, LBO etc.).

It shall be possible to deploy a network so that a PCRF may serve only specific PDN(s). For example, PCC may
be enabled on a per APN basis.

For the case 2a (as defined in clause 7.1), the same PCRF shall support al the PDNs for which PCC is enabled
and for which there are potential users accessing by means of case 2a (as defined in clause 7.1).

It shall also be possible to deploy a network so that the same PCRF can be allocated for all PDN connections for
aUE.

A standardized procedure for contacting the PCRF is preferred to ensure interoperability between PCRFs from
different vendors. The procedure may be specific for each reference point. The procedure shall enable the
PCRF(s) to coordinate Gx, Rx and, when applicable, Gxa/Gxc, S9, Sd and Np interactions.

It shall alow that entities contacting the PCRF may be able to provide different sets of information about the UE
and PDN connections. For example:

- The AF hasinformation about UE I P address and PDN but may not have user identity information.

- The PDN GW hasinformation about user identity (UE NAI), the APN and the UE IP address(es) for a certain
PDN connection.

- For case 2b as defined in clause 7.1, the SSGW and trusted non-3GPP access has information about the user
identity (UE NAI) and, the APN(s) but may not know the UE | P address(es).

- For case 2aas defined in clause 7.1, the trusted non-3GPP access has information about the user identity (UE
NAI) and the local 1P address (CoA) but may not know the APN or UE IP address(es) (HoA).

- The TDF (when the unsolicited application reporting applies) has the information about UE | P address, but
may not have the UE identity.

- The RCAF hasthe information about the user identity (IMSI) and the APN.

The DRA has information about the user identity (UE NAI), the APN, the UE IP address(es) and the selected
PCRF address for a certain IP-CAN Session.

When the DRA first receives arequest for a certain IP-CAN Session (e.g. from the PDN GW), the DRA selectsa
suitable PCRF for the IP-CAN Session and stores the PCRF address. Subsequently, the DRA can retrieve the
selected PCRF address according to the information carried by the incoming requests from other entities (e.g. the
AF or the BBERF).

When the IP-CAN Session terminates, the DRA shall remove the information about the IP-CAN Session. In case
of the PCRF realm change, the information about the IP-CAN session stored in the old DRA shall be removed.

All PCRFsinaPLMN belong to one or more Diameter realms. Routing of PCC messages for a UE towards the
right Diameter realm in aPLMN is based on standard Diameter routing, as specified in RFC 3588, i.e. based on
UE-NAI domain part. A Diameter realm shall provide the ability of routing PCC messages for the same UE and
PDN connection to the same PCRF based on the available information supplied by the entities contacting the
PCRF.
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A PLMN may be separated into multiple Diameter realms based on the PDN ID information or |P address range.
In this case, the relevant information (PDN 1D, IP address, etc) shall be used to assist routing PCC message to
the appropriate Diameter realm.

Unique identification of an IP-CAN session in the PCRF shall be possible based on the (UE ID, PDN ID)-tuple,,
the (UE IP Address(es), PDN ID)-tuple and the (UE 1D, UE IP Address(es), PDN ID).

Standard IETF RFC 3588 mechanisms and components, e.g. Diameter agents, should be applied to deploy a
network where the PCRF implementation specifics are invisible for Diameter clients. The use of Diameter
agents, including Diameter redirect agents, shall be permitted, but the use of agentsin a certain deployment shall
be optional.

NOTE: For the use of private UE IPv4 address TS 29.213 [22] provides guidance.

7.6.2 Solution Principles

In order to ensure that all Diameter sessions for Gx, S9, Gxa/Gxc, Rx, Sd (when the unsolicited application reporting
applies) and Np for a certain IP-CAN session reach the same PCRF when multiple and separately addressable PCRFs
have been deployed in a Diameter realm, an optional logical "Diameter Routing Agent (DRA)" function is enabled.
This resolution mechanism is not required in networks that utilise a single PCRF per Diameter realm. The DRA hasthe
following roles:

When deployed, DRA needs to be contacted at first interaction point for a given GW and IP-CAN session.

NOTE: How subsequent interactions work is described in TS 29.213 [22].

When deployed, the DRA is on the Diameter routing path when initiating a session with a PCRF over Gx, RX,
GxalGxc, S9 and Sd.

The DRA isinvolved at IP-CAN session establishment by the PDN GW.

The DRA selects the PCRF at initial attach (IP-CAN session or Gateway Control session establishment).
The DRA isinvolved at Gateway Control session establishment by the S-GW and trusted non-3GPP access.
The DRA selects the PCRF at unsolicited service reporting over Sd.

After IP-CAN session or Gateway Control Session establishment, the DRA ensures that the same PCRF is
contacted for Rx, Gxa/Gxc, Gx, S9, Sd and Np.

The DRA keeps status of assigned PCRF for a certain UE and IP-CAN session.
It is assumed that thereisasingle logical DRA serving a Diameter realm.

In roaming scenarios, thereis only asingle VPCRF for all the PCC sessions (IP-CAN session, GW control
sessions, AF session, etc.) belonging to asingle PDN connection of the UE. The VPCRF shall be selected by a
DRA inthe visited PLMN.
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Figure 7.6-1: PCRF selection and discovery using DRA

The DRA functionality should be transparent to the Diameter applications used on the Gx, Gxa/Gxc, S9, Rx, Sd or Np
reference points.

In roaming scenario, home routed or local breakout, if the DRA is deployed, the VPCRF is selected by the DRA located
in the visited PLMN, and the hPCRF is selected by the DRA located in the home PLMN.

The parameters available for the DRA to be able to determine the already allocated PCRF depend on the reference point
over which the DRA is contacted, as described in clause 7.6.1.

7.7 Gateway Control Session Procedures

7.7.1 Gateway Control Session Establishment

7.7.1.0 General
There are two cases considered for Gateway Control Session Establishment:

1. The PCEF establishesthe IP-CAN Session during the Gateway Control session establishment. This happens
when the UE attaches to the EPC for the first time and when the UE establishes a new PDN Connection.

2. There exists an established IP-CAN Session corresponding to the Gateway Control Session being established.
This happens when the BBERF changes, i.e. during BBERF relocation and handovers from and to GTP based
EPC.
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7.7.1.1 Gateway Control Session Establishment during Attach
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Figure 7.7.1.1-1: Gateway Control Session Establishment during Attach

This procedure concerns both roaming and non-roaming scenarios. In the roaming case when a Gateway Control
Session is used, the V-PCRF should proxy the Gateway Control Session Establishment between the BBERF in the
VPLMN and the H-PCRF over S9 based on PDN-Id and roaming agreements.

In the non-roaming case (Figure 5.1-1) the V-PCRF is not involved.

1

2.

The GW (BBERF) receives an indication that it must establish a Gateway Control Session.

The GW (BBERF) sends the PCRF a Gateway Control Session Establishment. The BBERF includes the
following information: IP-CAN Type, UE Identity, PDN Identifier (if known), IP address(es) (if known), an
indication that leg linking shall be deferred (applicable for case 2b, as defined in clause 7.1), if available, the
PDN Connection Identifier and if available, the IP-CAN bearer establishment modes supported and the
indication of BBERF support for the extended TFT filter format. The IP-CAN Type identifies the type of access
used by the UE. The UE'sidentity and PDN Identifier requested are used to identify the subscriber and in PCRF
selection to locate the PCRF function with the corresponding IP-CAN session established by the PDN GW. The
BBERF may also include the Default Bearer QoS and APN-AMBR (applicable for case 2b, as defined in

clause 7.1). Anindication that leg linking shall be deferred isincluded to inform the PCRF that linking the
Gateway Control Session to a Gx session shall occur when a matching Gx message is received as described
clause 6.2.1.0. Further information is supplied on an access specific basis, as described in the IP-CAN specific
Annexes.

NOTE: The BBERF support is a prerequisite for the PCRF enabling the possibility for usage of the extended TFT

3.

filter format in the IP-CAN session(s).

For GERAN/UTRAN accesses, if the PCRF isrequired to interact with the GW (PCEF), the PCRF waits until it
gets informed about the establishment of the corresponding |P-CAN session (step 7 of the IP-CAN session
establishment procedure) and performs a PCRF initiated IP-CAN session modification procedure with the GW
(PCEF).

The PCRF sends an Acknowledge Gateway Control Session Establishment to the GW (BBERF). The PCRF may
include the following information: the chosen IP-CAN bearer establishment mode, QoS Rules and Event
Triggers. In case 2aacharging |D may be provided together with QoS rules. The QoS policy rules are employed
by the GW (BBERF) to perform Bearer Binding. The Event Triggers indicate events that require the GW
(BBEREF) to report to the PCRF.
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5. The QoS Rules and Event Triggers received by the GW (BBERF) are deployed. This will result in bearer
binding being performed, according to the rules. This step may trigger IP-CAN bearer establishment procedures.
The details of bearer establishment are IP-CAN specific.

6. Anindication of Gateway Control Session Established is sent to the entity that triggered the initiation of the

session.
7.7.1.2 Gateway Control Session Establishment during BBERF Relocation
Source Target V-PCRF H-PCRF GW(PCEF)
GW(BBERF) GW(BBERF)

1. Establish Gateway Control| Session Request

~

| 2. Gateway Control Session Establishment

[
>

3. Acknowledge Gateway Control Establishment

<
<

4. Deploy QoS Rules
and Event Triggers

5. Estaplish Gateway Control Session Reply

6. IP-CAN Bearer Signaling
= e e o o = o=

7. IP-CAN Bearer Signaling
8. Gateway Control and QoS Rules Ack

—————— - —_—————->

pm———

10. IP-CAN Session
Modification Procedure

L12. Gateway Control and QoS Rules provision (case 2a)

E or PCRF initiated Gateway Control Session Termination (case 2a)
|

1

Figure 7.7.1.2-1: Gateway Control Session Establishment during BBERF Relocation

This procedure concerns both roaming and non-roaming scenarios. In the roaming case when a Gateway Control
Session is used, the V-PCRF should proxy the Gateway Control Session Establishment between the BBERF in the
VPLMN and the H-PCRF over S9 based on PDN-Id and roaming agreements.

In the non-roaming case (Figure 5.1-1) the V-PCRF is not involved.
1. Thetarget GW (BBERF) receives an indication that it must establish a Gateway Control Session.

2. Thetarget GW (BBERF) sends the PCRF a Gateway Control Session Establishment. The BBERF includes the
following information: IP-CAN Type, UE Identity, PDN Identifier (if known), |P address(es) (if known), PDN
Connection Identifier if available and, if available, the IP-CAN bearer establishment modes supported. The
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IP-CAN Type identifies the type of access used by the UE. The UE'sidentity and PDN Identifier requested are
used to identify the subscriber and in PCRF selection to locate the PCRF function with the corresponding
IP-CAN session established by the PDN GW. The BBERF may also include the Default Bearer QoS and APN-
AMBR (applicable for case 2b, as defined in clause 7.1). If the handover state is unknown to the GW (BBERF),
asdescribed in TS 23.402 [18], the GW (BBERF) includes an indication to inform the PCRF that linking the
Gateway Control Session to a Gx session shall be deferred as described clause 6.2.1.0 (applicable for case 2b, as
defined in clause 7.1). Further information is supplied on an access specific basis, as described in the IP-CAN
specific Annexes.

3. If case 2b of clause 7.1 applies and the PCRF correlates the Gateway Control Session with an existing IP-CAN
session, it sends an Acknowledge Gateway Control Session Establishment to the target GW (BBERF). The
PCRF may include the following information: QoS Rules and Event Triggers. The QoS policy rules are
employed by the GW (BBERF) to perform Bearer Binding. The Event Triggers indicate events that require the
GW (BBERF) to report to the PCRF. If the BBERF supports NW/UE bearer establishment mode, the PCRF
provides to the new BBERF QoS rules corresponding to existing SDFs. For a change of IP-CAN type, the QoS
parameters of some of the QoS rules may be changed or some QoS rules may not be provided to the new
BBERF, e.g. depending of the capahility of the target RAT.

If case 2a of clause 7.1 applies, the PCRF sends an Acknowledge Gateway Control Session Establishment to the
target GW (BBERF). The PCRF includes packet filters and QoS information for the CoA in order to establish
theinitial bearer, e.g. for the DSMIPv6 signalling. The PCRF may also include Event Triggers.

NOTE: The packet filters and QoS information provided at this step conceptually are not QoS rules asthey are
not associated with any IP-CAN session. However, it is a stage 3 issue if the packet filters and QoS
information are communicated to the BBERF with the same information elements by which QoS rules are
communicated.

4. The QoS Rules and Event Triggers received by the target GW (BBERF) are deployed. Thiswill result in bearer
binding being performed, according to the rules. This step may trigger IP-CAN bearer establishment procedures.
The details of bearer establishment are IP-CAN specific.

5. Anindication of Gateway Control Session Established is sent to the entity that triggered the initiation of the
session.

6. Thetarget GW (BBERF) initiates the IP-CAN Bearer signalling if required for the QoS Rules and Event
Triggers deployed in step 4.

7. Thetarget GW (BBERF) receives the response for the IP-CAN Bearer signaling.

8. Thetarget GW (BBERF) sends the result of the QoS rule activation to the PCRF, indicating whether the
resources requested have been successfully allocated.

9. If case 2b applies the source GW (BBERF) initiates the Gateway Control Session Termination procedure as
defined in clause 7.7.2.1, if appropriate.

10. If the PCC rules previously provided to the GW (PCEF) need to be removed due to the result of the QoSrule
activation as received in step 8, the PCRF updates the GW (PCEF). The PCRF first waits for the PCEF initiated
IP-CAN session modification procedure to provide the updates. If the IP-CAN session modification procedure
already occurred, the PCRF performs an IP-CAN session modification procedure with the GW (PCEF).

11. If case 2a applies the PCRF initiates a Gateway Control and QoS Rules Provision procedure towards the target
GW (BBERF) as defined in clause 7.7.4, if appropriate, in order to provide any QoS Rules based on the IP-CAN
session modification of step 10. In case 2aa charging |D may be provided together with QoS rules.

12.1f case 2a applies the PCRF initiates a Gateway Control and QoS Rules Provision procedure towards the source
GW (BBERF) as defined in clause 7.7.4, if appropriate, in order to remove any QoS Rules affected by the GW
(BBERF) re-location. If there is no other IP-CAN session established at the source GW (BBERF), the PCRF
instead initiates the Gateway Control Session Termination procedure as defined in clause 7.7.2.2.

ETSI



3GPP TS 23.203 version 16.3.0 Release 16 151 ETSI TS 123 203 V16.3.0 (2022-01)

7.7.2 Gateway Control Session Termination

7.7.2.1 GW (BBERF)-Initiated Gateway Control Session Termination

GW(BBERF) V-PCRF H-PCRF

1. Remove Gateyay Control Session Reguest

»
»

2. Gateway Control Session Termination
y
1/

A 4

3. Ack Gateway Controlf Session Termination
< Y Y
-~ \

4. Remove QoS Rules
and Event Triggers

5. Remove Gateyay Control Session Reply

<

Figure 7.7.2-1: BBERF-Initiated Gateway Control Session Termination

1. The GW (BBERF) isrequested to terminate its Gateway Control Session.

2. The GW (BBERF) initiates a Gateway Control Session Termination towards the H-PCRF-. If the GW (BBERF)
is deployed in avisited network, this procedure isinitiated by the GW (BBERF) to the V-PCRF. The V-PCRF
forwards the information to the H-PCRF.

3. The H-PCRF repliesto the GW (BBERF) with an Ack Gateway Control Session Termination. If the GW
(BBEREF) is deployed in avisited network, thisinformation is sent by the H-PCRF to the V-PCRF. The V-PCRF
forwards the information to the GW (BBERF).

4. The GW (BBERF) removes the QoS rules and Event triggers associated with the Gateway Control Session. This
means the GW (BBERF) ceases its bearer binding and other Gateway Control functions associated with the QoS
rules and Event Triggers.

5. The GW (BBERF) has completed terminating the session and can continue with the activity that prompted this
procedure.
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PCRF-Initiated Gateway Control Session Termination
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Figure 7.7.2-2: PCRF-Initiated Gateway Control Session Termination

This procedure concerns both roaming and non-roaming scenarios. In the roaming case when a Gateway Control
Session is used, the V-PCRF should proxy the Gateway Control Session Termination between the BBERF in the
VPLMN and the H-PCRF over S9 based on PDN-Id and roaming agreements.

In the non-roaming case (Figure 5.1-1) the V-PCRF is not involved.

1. The PCRF isrequested to terminate its Gateway Control Session.

2. The PCRF sends a PCRF-Initiated Gateway Control Session Termination to the GW (BBERF).

3. The GW (BBERF) removes the QoS rules and Event triggers associated with the Gateway Control Session. This
means the GW (BBERF) ceases its bearer binding and other Gateway Control functions associated with the QoS
rules and Event Triggers.

4. If the bearer(s) corresponding to the removed QoS rules are still established, the GW (BBERF) initiates an
IP-CAN specific bearer removal procedure.

5. The GW (BBERF) receives the response for the IP-CAN specific bearer removal procedure.

6. The GW (BBERF) replies to the PCRF with an PCRF-Initiated Gateway Control Session Termination
acknowledgement.

7.7.3

7.7.3.1

Gateway Control and QoS Rules Request

General

There are two cases considered for a Gateway Control and QoS Rules Request depending on the parameters the GW
(BBEREF) receives:

Case A:

NOTE 1

Case B:

In case the GW (BBERF) action does not depend on the subsequent IP-CAN session modification, the
GW (BBERF) can acknowledge the request after interacting with the PCRF.

If QoS rules have to be updated due to the event reporting, the PCRF shall use the Gateway Control and
QoS Rules Provision procedure.

The GW (BBERF) is requested to obtain QoS rules for a Gateway Control Session or to deliver IP-CAN-
specific parameters or both.
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Figure 7.7.3-1: Gateway Control and QoS Rules Request

NOTE 2: If QoS rules have to be updated for case A, the PCRF shall use the Gateway Control and QoS Rules

Provision procedure (clause 7.7.4).

This procedure concerns both roaming and non-roaming scenarios. In the roaming case when a Gateway Control
Session is used, the V-PCRF should proxy the Gateway Control and QoS Rules Reguest between the BBERF in the
VPLMN and the H-PCRF over S9 based on PDN-Id and roaming agreements.

In the non-roaming case (Figure 5.1-1) the V-PCRF is not involved.

1

The GW (BBERF) isrequested to either report an event or obtain QoS rules or both for a Gateway Control
Session.

The GW (BBERF) sends a Gateway Control and QoS Rules Request to the PCRF and includes the new |P-CAN
bearer establishment modes if changed. The information sent by the GW (BBERF) to the PCRF includes: a
request for resource authorization and/or a report corresponding to a deployed Event Trigger.

If the GW (BBERF) is only requested to report an event, the GW (BBERF) acknowledges the step 1 by sending
aresult to the entity that triggered this procedure.

The PCRF initiated IP-CAN Session Modification Procedure may occur as the result of the Gateway Control and
QoS Rules Request procedure, either to forward an Event Report to the GW (PCEF) or to issue new or revised
PCC Rules and Event Triggers, or both an Event Report and a PCC Rules and Event Triggers provision.

If the GW (BBERF) asked for new QoS rules or |P-CAN-specific parameters need to be delivered back to the
GW (BBERF) or both, the PCRF sends a Gateway Control and QoS Rules Reply to the GW (BBERF). This
interaction may include QoS Rules and Event Triggers. In case 2a acharging ID may be provided together with
QoSrules.

If there are multiple BBFs associated with the IP-CAN session and the request in Step 2 is from a non-primary
BBERF (see clause 6.2.1.5), only QoS rules corresponding to already activated PCC rules are included in the
reply. If arequest from a non-primary BBERF results in an authorization of a new QoS rule or to amodification
of an existing QoS rules, the PCRF shall reject the request.

The QoS Rules and Event Triggers, if any, received by the GW (BBERF) are deployed. Thiswill result in bearer
binding being performed, according to the rules. This may result in the binding of additional SDFs or a changein
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the binding of previously bound SDFs. Subsequent events corresponding to the Event Triggers will cause an
Event Report to be