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Foreword
This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where:
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present document defines the stage-2 service description for the General Packet Radio Service (GPRS) whichisa
packet bearer service and a main part of the packet domain. ITU-T Recommendation 1.130 [29] describes a three-stage
method for characterisation of telecommunication services, and ITU-T Recommendation Q.65 [31] defines stage 2 of
the method. The GPRS described in the present document is also the description of the GERAN and UTRAN related
functionality of the Evolved Packet System (EPS) according to TS 23.401 [89].

The present document does not cover the Radio Access Network functionality. TS 43.064 [11] contains an overall
description of the GSM GPRS Access Network (GERAN). TS 25.401 [53] contains an overall description of the UMTS
Terrestrial Radio Access Network (UTRAN). TS 43.051 [74] contains an overall description of GSM/EDGE Radio
Access Network.

The present document does not cover the functionality of the GPRS enhancements for the Evolved Universal Terrestria
Radio Access Network (E-UTRAN). This functionality and also the interoperation functionality between E-UTRAN
and GERAN/UTRAN accesses are described in TS 23.401 [89].

2 References

The following documents contain provisions, which, through reference in this text, constitute provisions of the present
document.

o References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

e For aspecific reference, subsequent revisions do not apply.
e For anon-specific reference, the latest version applies. For areference to a 3GPP document (including a GSM

document), a non-specific reference implicitly refersto the latest version of that document in the same Release
as the present document.

[1] Void.

2] 3GP_P TS 41.061: "General Packet Radio Service (GPRS); GPRS ciphering algorithm
requirements”.

[3] 3GPP TS 22.060: "General Packet Radio Service (GPRS); Service description; Stage 1".

[4] 3GPP TS 23.003: "Numbering, addressing and identification".

[5] 3GPP TS 23.007: "Restoration procedures”.

[5b] 3GPP TS 23.016: " Subscriber data management; Stage 2".

[6] 3GPP TS 43.020: " Security related network functions'.

[7] GSM 03.22: "Digital cellular telecommunications system (Phase 2+); Functions related to Mobile
Station (MS) in idle mode and group receive mode".

[7b] 3GPP TS 23.122: "Non-Access Stratum functions related to Mobile Station (MS) in idle mode'”.

[8] 3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".

[8b] 3GPP TS 23.078: " Customised Applications for Mobile network Enhanced Logic (CAMEL)
Phase 3 - Stage 2".

[9] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications’, (Release 4).

[10] Void.

[11] 3GPP TS 43.064: "General Packet Radio Service (GPRS); Overall description of the GPRS radio

interface; Stage 2".
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[12]
[13]

[130]

[14]
[15]

[16]

[16b]

[17]
[18]

[19]

[20]

[21]
[22]

[25]

[26]

[27]

[27b]
[28]

[29]

[30]
[31]

[32]

[33]

3GPP TS 24.007: "Mobile radio interface signalling layer 3; General aspects'.

3GPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocols;
Stage 3".

3GPP TS 24.011: "Point to Point (PP) Short Message Service (SMS) support on mobile radio
interface”.

Void.

3GPP TS 44.064: "General Packet Radio Service (GPRS); Mobile Station — Serving GPRS
Support Node (MS-SGSN) Logical Link Control (LLC) layer specification".

3GPP TS 44.065: "General Packet Radio Service (GPRS); Mobile Station (MS) — Serving GPRS
Support Node (SGSN); Subnetwork Dependent Convergence Protocol (SNDCP)".

3GPP TS 45.008: "Digital cellular telecommunications system (Phase 2+); Radio subsystem link
control”.

3GPP TS 27.060: "Packet Domain; Mobile Station (MS) supporting Packet Switched services'.

3GPP TS 48.008: "Mobile-services Switching Centre - Base Station System (MSC-BSS) interface;
Layer 3 specification”.

3GPP TS 48.014: "General Packet Radio Service (GPRS); Base Station System (BSS) - Serving
GPRS Support Node (SGSN) interface; Gb interface layer 1".

3GPP TS 48.016: "General Packet Radio Service (GPRS); Base Station System (BSS) - Serving
GPRS Support Node (SGSN) interface; Network Service".

Void.

3GPP TS 48.060: "In-band control of remote transcoders and rate adaptors for Enhanced Full Rate
(EFR) and full rate traffic channels".

3GPP TS 29.002: "Mobile Application Part (MAP) specification”.

3GPP TS 29.016: "General Packet Radio Service (GPRS); Serving GPRS Support Node
(SGSN) - Visitors Location Register (VLR); Gsinterface network service specification”.

3GPP TS 29.018: "General Packet Radio Service (GPRS); Serving GPRS Support Node
(SGSN) - Visitors Location Register (VLR); Gsinterface layer 3 specification”.

3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunnelling Protocol (GTP)
across the Gn and Gp Interface”.

3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting
Packet Based services and Packet Data Networks (PDN)".

Void.

3GPP TS 51.011: " Specification of the Subscriber Identity Module - Mobile Equipment (SIM-ME)
interface”.

ITU-T Recommendations 1.130: "Method for the characterization of telecommunication services
supported by an ISDN and network capabilities of an ISDN".

ITU-T Recommendation E.164: "The international public telecommunication numbering plan”.

ITU-T Recommendation Q.65: "The unified functional methodology for the characterization of
services and network capabilities’.

ITU-T Recommendation V.42bis: "Data compression procedures for data circuit-terminating
equipment (DCE) using error correction procedures'.

Void.
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[34]

[35]
[39]
[40]
[41]
[42]
[43]
[44]
[45]
[46]
[47]
[48]
[49]

[50]
[51]
[51b]

ITU-T Recommendation X.25: "Interface between Data Terminal Equipment (DTE) and Data
Circuit-terminating Equipment (DCE) for terminals operating in the packet mode and connected to
public data networks by dedicated circuit".

IETF RFC 2960: " Stream Control Transmission Protocol”.

IETF RFC 768 (1980): "User Datagram Protocol” (STD 6).

IETF RFC 791 (1981): "Internet Protocol" (STD 5).

IETF RFC 792 (1981): "Internet Control Message Protocol" (STD 5).

Void.

IETF RFC 1034 (1987): "Domain hames — concepts and facilities' (STD 13).
IETF RFC 1661 (1994): "The Point-to-Point Protocol (PPP)" (STD 51).
IETF RFC 1542 (1993): "Clarifications and Extensions for the Bootstrap Protocol”.
IETF RFC 3344 (2002): "IP Mobility Support".

IETF RFC 2131 (1997): "Dynamic Host Configuration Protocol”.

IETF RFC 2460 (1998): "Internet Protocol, Version 6 (IPv6) Specification”.

TIA/EIA-136 (1999): "TDMA Cellular / PCS"; Arlington: Telecommunications Industry
Association.

3GPP TS 25.301: "Radio Interface Protocol Architecture”.
3GPP TS 25.303: "Interlayer procedures in Connected Mode".

3GPP TS 25.304: "UE Proceduresin Idle Mode and Procedures for Call Reselection in Connected
Mode".

3GPP TS 25.331: "RRC Protocol Specification”.

3GPP TS 25.401: "UTRAN Overall Description”.

3GPP TS 23.121: "Architectural Reguirements for Release 1999".

3GPP TS 25.322: "RLC protocol specification”.

3GPP TS 25.412: "UTRAN lu Interface Signalling Transport".

3GPP TS 25.413: "UTRAN lu Interface RANAP Signalling”.

3GPP TS 25.323: "Packet Data Convergence Protocol (PDCP) specification”.
3GPP TS 23.107: "Quality of Service (QoS) concept and architecture”.
ITU-T Recommendation 1.361: "B-ISDN ATM layer specification”.

3GPP TS 25.321: "Medium Access Control (MAC) protocol specification”.
3GPP TS 33.102: "3G Security; Security architecture”.

Void.

3GPP TS 25.411: "UTRAN lu interface Layer 1".
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[64] 3GPP TS 25.414: "UTRAN lu interface data transport & transport signalling”.

[65] 3GPP TS 23.271: "Functional stage 2 description of LCS'.

[66] 3GPP TS 23.015: "Technical realization of Operator Determined Barring (ODB)".

[67] ITU-T Recommendation 1.363.5: "B-ISDN ATM Adaptation Layer (AAL) specification: Type 5
AAL".

[68] Void.

[69] Void.

[70] 3GPP TS 32.251: "Telecommunication management; Charging management; Packet Switched
(PS) domain charging".

[71] Void.

[72] 3GPP TS 29.202: "Signalling System No. 7 (SS7) signalling transport in core network; Stage 3".

[73] 3GPP TS 23.236: "Intra Domain Connection of RAN Nodesto Multiple CN Nodes".

[74] 3GPP TS 43.051: "Radio Access Network; Overall description — Stage 2".

[75] 3GPP TS 24.229: P Multimedia Call Control Protocol based on SIP and SDP.

[76] 3GPP TS 23.195: "Provision of UE Specific Behaviour Information to Network Entities’.

[77] 3GPP TS 44.060: General Packet Radio Service (GPRS); Mobile Station (MS) - Base Station
System (BSS) interface; Radio Link Control/Medium Access Control (RLC/MAC) protocol”.

[78] 3GPP TS 48.018: "General Packet Radio Service (GPRS); Base Station System (BSS) - Serving
GPRS Support Node (SGSN); BSS GPRS Protocol (BSSGP)".

[79] 3GPP TS 23.008: " Organization of subscriber data".

[80] 3GPP TS 23.221: "Architectural requirements’.

[81] 3GPP TS 23.012: "L ocation Management Procedures®.

[82] 3GPP TS 22.101: "Service Principles".

[83] 3GPP TS23.251: " Network Sharing; Architecture and Functional Description”.

[84] 3GPP TS 32.422: " Subscriber and equipment trace; Trace control and Configuration Management
(CM)".

[85] 3GPP TS 44.018: "Mobile radio interface layer 3 specification; Radio Resource Control (RRC)
protocol"”.

[86] Void.

[87] 3GPP TS 43.129: "Packet-switched handover for GERAN A/Gb mode; Stage 2".

[88] 3GPP TS 23.203: "Policy and charging control architecture; Stage 2".

[89] 3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal
Terrestrial Radio Access Network (E-UTRAN) access'.

[90] 3GPP TS 23.402: " Architecture enhancements for non-3GPP accesses'.

[91] 3GPP TS 33.401: "3GPP System Architecture Evolution: Security Architecture".

[92] 3GPP TS 29.274: "3GPP Evolved Packet System; Evolved General Packet Radio Service (GPRS)

Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".
[93] 3GPP TS 23.272: "Circuit Switched Fallback in Evolved Packet System; Stage 2".

ETSI



3GPP TS 23.060 version 10.5.0 Release 10 17 ETSI TS 123 060 V10.5.0 (2011-11)

[94]
(93]
[96]
[97]
[98]
[99]
[100]
[101]
[102]

[103]
[104]
[105]

[106]
[107]
[108]
[109]
[110]
[111]
[112]
[113]

3GPP TS 32.240: " Charging architecture and principles’.

3GPP TS 25.423: "UTRAN lur interface RNSAP signalling".

IETF RFC 3588: "Diameter Base Protocol” (STD 1).

Void.

IETF RFC 4861 (2007): "Neighbor Discovery for IP Version 6 (IPv6)".
IETF RFC 4862 (2007): "1Pv6 Stateless Address Autoconfiguration”.
3GPP TS 29.303: "Domain Name System Procedures; Stage 3".

3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2".

3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS);
Stage 3".

3GPP TS 25.467: "UTRAN architecture for 3G Home NodeB; Stage 2".
3GPP TS 23.292: "IP Multimedia Subsystem (IMS) centralized services, Stage 2".

IETF RFC 3633: "IPv6 Prefix Options for Dynamic Host Configuration Protocol (DHCP)
version 6".

IETF RFC 3376: "Internet Group Management Protocol, Version 3".

IETF RFC 3810: "Multicast Listener Discovery Version 2 (MLDv2) for |Pv6".

IETF RFC 3927: "Dynamic Configuration of IPv4 Link-Local Addresses’.

IETF RFC 4291: "IP Version 6 Addressing Architecture”.

3GPP TS 22.368: " Service requirements for Machine-Type Communications (MTC)".
3GPP TS 24.368: "Non-Access Stratum (NAS) configuration Management Object (MO)".
3GPP TS 22.011: "Service Accessibility".

IETF Internet-Draft draft-ietf-dhc-pd-exclude-00:" Prefix Exclude Option for DHCPv6-based
Prefix Delegation”.

Editor's note: The above document cannot be formally referenced until it is published as an RFC.

[114]
[115]
[116]

[117]

[118]

3GPP TS 33.210: "Network Domain Security (NDS); IP network layer security".
IETF RFC 3168: "The Addition of Explicit Congestion Natification (ECN) to |P".

3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia Telephony; Media handling and
interaction".

IETF RFC 4039: "Rapid Commit Option for the Dynamic Host Configuration Protocol version 4
(DHCPv4)".

IETF RFC 3736: " Stateless Dynamic Host Configuration Protocol (DHCP) Service for IPv6".

ETSI



3GPP TS 23.060 version 10.5.0 Release 10 18 ETSI TS 123 060 V10.5.0 (2011-11)

3 Definitions, abbreviations and symbols

3.1 Definitions

Definitions can be found in TS 22.060 [3] and TS 25.401 [53]. For the purposes of the present document, the following
terms and definitions apply:

GERAN/UTRAN PS coverage: an MSisdefined to bein GERAN/UTRAN PS coverage if it can access GPRS
services via GERAN or UTRAN. These services may be provided in A/Gb mode or in lu mode. According to this
definition, an MS camped on an E-UTRAN cell isnot in GERAN/UTRAN PS coverage.

GPRS: packet bearer service of the packet domain.

A/Gb mode: indicates that this clause or paragraph applies only to a system or sub-system which operate in A/Gb mode
of operation, i.e. with a functional division that isin accordance with the use of an A or a Gb interface between the
radio access network and the core network. This definition is consistent with the A/Gb mode definition for the RAN in
TS43.051[74].

NOTE 1: A/Gb mode isindependent of the support of both interfaces, e.g. an SGSN in A/Gb mode uses only the
Gb interface.

lu mode: indicates that this clause or paragraph applies only to a system or a sub-system which operates in lu mode of
operation, i.e. with afunctional division that isin accordance with the use of an 1u-CS or [u-PS interface between the
radio access network and the core network. This definition is consistent with the lu mode definition for the RAN in
TS 43.051 [74]. Note that lu mode is independent of the support of both parts of the lu interface, e.g. an SGSN in lu
mode uses only the lu-PS interface.

Inter-system change: change of an MS from A/Gb mode to lu mode of operation and vice versa.
M S: this specification makes no distinction between MS and UE

2G- / 3G-: prefixes 2G- and 3G- refer to systems or sub-systems, that support A/Gb mode or lu mode, respectively, e.g.
2G-SGSN refersto all functionality of an SGSN which servesan MSin A/Gb mode.

NOTE 2: When the prefix is omitted, reference is made independently from the A/Gb mode or lu mode
functionality.

Pool area: refersto agrouping of one or more RA(S) that, from a RAN perspective, are served by a certain group of CN
nodes, as defined for the Intra Domain Connection of RAN Nodes to Multiple CN Nodes.

Emergency attached MS: An MS which only has PDP context(s) related to emergency bearer service.

NOTE 3: The above term is equivalent to the term "attached for emergency bearer services" as specified in 3GPP
TS24.008[13].

LIPA PDN connection: a PDN connection for local |P access for a UE connected to a HNB.

Correlation ID: For aLIPA PDN connection, Correlation ID is a parameter that enables direct user plane path between
the HNB and L-GW.

3.2 Abbreviations

Applicable abbreviations can be found in TR 21.905 [9]. For the purposes of the present document the following
abbreviations apply:

AALS ATM Adaptation Layer type 5
ADD Automatic Device Detection

APN Access Point Name

APN-AMBR APN-Aggregate Maximum Bit Rate
ATM Asynchronous Transfer Mode
AUTN Authentication Token

BCM Bearer Control Mode
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BG Border Gateway
BSSAP+ Base Station System Application Part +
BSSGP Base Station System GPRS Protocol
BVCI BSSGP Virtual Connection Identifier
CCuU Channel Codec Unit
CDR Call Detail Record
CGF Charging Gateway Functionality
Cal Cell Global Identification
CK Cipher Key
CMM Circuit Mobility Management
CS Circuit Switched
CSG Closed Subscriber Group
CSGID Closed Subscriber Group Identity
DHCP Dynamic Host Configuration Protocol
DNS Domain Name System
DTI Direct Tunnel Indicator
DTM Dual Transfer Mode
EGPRS Enhanced GPRS
EPS Evolved Packet System
ESP Encapsulating Security Payload
E-UTRAN Evolved UTRAN
GCsl GPRS CAMEL Subscription Information indicator
GEA GPRS Encryption Algorithm
GERAN GSM EDGE Radio Access Network
GGSN Gateway GPRS Support Node
GMM/SM GPRS Mobility Management and Session Management
GPRS-SSF GPRS Service Switching Function
GPRS-CSI GPRS CAMEL Subscription Information
GRA GERAN Registration Area
GSM-SCF GSM Service Control Function
GSIM GSM Service ldentity Module
GSN GPRS Support Node
GTP GPRS Tunnelling Protocol
GTP-C GTP Control Plane
GTP-U GTP User Plane
GW Gateway
HNB Home Node B
HNB GW Home Node B Gateway
ICMP Internet Control Message Protocol
IETF Internet Engineering Task Force
IK Integrity Key
IP Internet Protocol
IPv4 Internet Protocol version 4
IPv6 Internet Protocol version 6
IPX Internet Packet eXchange
ISP Internet Service Provider
KSI Key Set Identifier
L2TP Layer-2 Tunnelling Protocol
L-GW Local Gateway
LIPA Local IP Access
LL-PDU LLCPDU
LLC Logical Link Control
MAC Medium Access Control
MIP Mobile IP
MNRF Mobile station Not Reachable Flag
MNRG Mobile station Not Reachable for GPRS flag
MNRR Mobile station Not Reachable Reason
MOCN Multi-Operator Core Network
MT Mobile Terminal
MTC Machine Type Communications
MTP2 Message Transfer Part layer 2
MTP3 Message Transfer Part layer 3
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MTU
NACC
NGAF
N-PDU
NRSU
NRSN
NS
NSAPI
NSS
ODB
OFCS
P-TMSI
PCU
PDCH
PDCP
PDN
PDN GW
PDP
PDU
P-GW
PMM
PPF
PPP
PTP
PVC
RA
RAB
RAC
RAI
RANAP
RAU
RLC
RNC
RNS
RNTI
RRC
SBSC
SBSS
SGSN
SGW
SIPTO
SM
SM-SC
SMS-GMSC
SMSIWMSC
SN-PDU
SNDC
SNDCP
SPI
SRNC
SRNS
TCAP
TCP
TFT
TEID
TLLI
TOM
TOS
TRAU
UDP
UE-AMBR
UEA
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Maximum Transfer Unit

Network Assisted Cell Change
Non-GPRS Alert Flag

Network Protocol Data Unit

Network Request Support UE
Network Request Support Network
Network Service

Network layer Service Access Point Identifier
Network SubSystem

Operator Determined Barring

Offline Charging System

Packet TMSI

Packet Control Unit

Packet Data CHannel

Packet Data Convergence Protocol
Packet Data Network

Packet Data Network Gateway
Packet Data Protocol, e.g. IP

Protocol Data Unit

PDN Gateway

Packet Mobility Management

Paging Proceed Flag

Point-to-Point Protocol

Point To Point

Permanent Virtual Circuit

Routeing Area

Radio Access Bearer

Routeing Area Code

Routeing Area ldentity

Radio Access Network Application Protocol
Routeing Area Update

Radio Link Control

Radio Network Controller

Radio Network Subsystem

Radio Network Temporary Identity
Radio Resource Control

Serving Base Station Controller
Serving BSS

Serving GPRS Support Node

Serving Gateway

Selected IP Traffic Offload

Short Message

Short Message service Service Centre
Short Message Service Gateway MSC
Short Message Service Interworking MSC
SNDCP PDU

SubNetwork Dependent Convergence
SubNetwork Dependent Convergence Protocol
Security Parameter |ndex

Serving RNC

Serving RNS

Transaction Capabilities Application Part
Transmission Control Protocol
Traffic Flow Template

Tunnel Endpoint |Dentifier
Temporary Logical Link Identity
Tunnelling Of Messages

Type of Service

Transcoder and Rate Adaptor Unit
User Datagram Protocol
UE-Aggregate Maximum Bit Rate
UMTS Encryption Algorithm
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UESBI-lu UE Specific Behaviour Information - lu
UESBI-Uu UE Specific Behaviour Information - Uu

UIA UMTS Integrity Algorithm

URA UTRAN Registration Area

URRP-SGSN  UE Reachability Request Parameter for SGSN
USIM User Service Identity Module

UTRAN UMTS Terrestrial Radio Access Network

3.3 Symbols

For the purposes of the present document, the following symbols apply:

Ga Charging data collection interface between a CDR transmitting unit (e.g. an SGSN, S-GW, PDN
GW or a GGSN) and a CDR receiving functionality (a CGF).

Gb Interface between an SGSN and aBSS.

Gc Interface between a GGSN and an HLR.

Gd Interface between an SMS-GM SC and an SGSN, and between an SMS-IWMSC and an SGSN.

Gf Interface between an SGSN and an EIR.

Gi Reference point between a GGSN and a packet data network.

Gn Interface between two SGSNs within the same or different PLMNSs or between an SGSN and a
GGSN within the same PLMN.

Gp Interface between a SGSN and a P-GW/GGSN in different PLMNSs. The Gp interface allows
support of GPRS network services across areas served by the co-operating GPRS PLMNSs.

Gr Interface between an SGSN and an HLR.

Gs Interface between an SGSN and an MSC/VLR.

lu Interface between the RNS and the core network. It is also considered as a reference point.

kbit/s Kilobits per second.

Mbit/s Megabits per second. 1 Mbit/s = 1 million bits per second.

R Reference point between a non-ISDN compatible TE and MT. Typically this reference point

supports a standard serial interface.

Reporting Area The service area for which the location of an MSis reported.

Service Area  Thelocation accuracy level needed for service management purposesin the 3G-SGSN, e.g. a
routeing area or acell. The 3G-SGSN can request the SRNC to report: i) the MS's current service
area; ii) when the MS movesinto a given service areg; or iii) when the MS moves out of a given

service area.

A Interface between a SGSN and a S-GW within the same PLMN.

S5 Interface between a S-GW and a P-GW within the same PLMN.

S6d Interface between a SGSN and a HSS.

8 Interface between a S-GW and a P-GW in different PLMNs. The S8 interface allows support of
GPRS network services across areas served by the co-operating GPRS PLMNs

S12 User plane interface between the RNS and a S-GW for Direct Tunnel.

S16 Interface between two SGSNs within the same or different PLMNs when those SGSNs support $4.

SGi Reference point between a P-GW and a packet data network.

SGs Interface between MME and an MSC/VLR.

Um Interface between the mobile station (MS) and the A/Gb mode network. The Um interface isthe
MS to network interface for providing GPRS services over the GERAN radio to the MSin A/Gb
mode.

Uu Interface between the mobile station (MS) and the lu mode network. The Uu interfaceisthe lu

mode network interface for providing GPRS services over the UTRAN radio (and in lu mode, over
the GERAN radio) to the MS.

4 Main Concept

The packet domain uses packet-mode techniques to transfer high-speed and low-speed data and signalling in an
efficient manner. The packet domain optimises the use of network and radio resources. Strict separation between the
radio subsystem and network subsystem is maintained, allowing the network subsystem to be reused with other radio
access technologies.
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A common packet domain Core Network is used for both Radio Access Networks (RAN) the GERAN and the UTRAN.
This common Core Network provides together with these RANs GPRS services. It is designed to support several
guality of service levelsto alow efficient transfer of non real-time traffic (e.g. intermittent and bursty data transfers,
occasional transmission of large volumes of data) and real-time traffic (e.g. voice, video). Applications based on
standard data protocols and SM S are supported, and interworking is defined with IP networks. Charging should be
flexible and allow to bill according to the amount of data transferred, the QoS supported, and the duration of the
connection.

The Serving GPRS Support Node (SGSN) keeps track of the location of an individual MS and performs security
functions and access control. The SGSN is connected to the GERAN base station system through the Gb or lu interface
and/or to the UTRAN through the lu interface. The SGSN also interfaces viathe GPRS Service Switching Function
with the GSM Service Control Function for optional CAMEL session and cost control service support.

The Gateway Node (P-GW/GGSN) provides interworking with packet data networks, and is connected with other core
network nodes via an | P-based packet domain PLMN backbone network.

The Serving Gateway is user plane node that provides a common anchor for interoperation between GERAN/UTRAN
and E-UTRAN accesses and when S4 is used it permits Direct Tunnel usage in roaming scenarios.

The Offline Charging System (OFCS) collects charging records from SGSNs, S-GWs and P-GW/GGSNs.
The HSS/HLR contains subscriber information.
The SMS-GM SCs and SMS-1WM SCs support SMS transmission via the SGSN.

Optionaly, the MSC/VLR can be enhanced for more-efficient co-ordination of packet-switched and circuit-switched
services and functionality: e.g. combined GPRS and non-GPRS location updates.

In order to use GPRS services, an MS shall first make its presence known to the network by performing a GPRS attach.
This makes the MS available for SMS over GPRS and SMS over IMS, paging via the SGSN, and notification of
incoming packet data. If the UE is already PS-attached due to an attach via E-UTRAN it makes its presence known to
an SGSN by a Routeing Area Update.

In order to send and receive packet data by means of GPRS services, the MS shall activate the Packet Data Protocol
context that it wantsto use. This operation makes the MS known in the corresponding P-GW/GGSN, and interworking
with data networks can commence.

User data are transferred transparently between the M S and the packet data networks with a method known as
encapsulation and tunnelling: data packets are equipped with GPRS-specific protocol information and transferred
between the M S and the P-GW/GGSN. This transparent transfer method lessens the requirement for the PLMN to
interpret external data protocols, and it enables easy introduction of additional interworking protocolsin the future.

Packet Switched (PS) handover isintroduced in order to support real-time packet-switched service with strict QoS
requirements on low latency and packet loss. PS handover reduces the service interruption of the user plane information
at cell change compared to the cell-reselection and enables methods to improve buffer handling of user plane datain
order to reduce packet loss at cell-change. PS handover is the handover between GERAN PS and UTRAN PS. The
complete specification of the PS handover procedures for A/Gb mode and between |u mode and A/Gb mode are
described in TS 43.129 [87].

5 General GPRS Architecture and Transmission
Mechanism
5.1 GPRS Access Interfaces and Reference Points

Each PLMN has two access points to GPRS services, the radio interface (labelled Um in A/Gb mode and Uuin lu
mode) used for mobile access and the R reference point used for origination or reception of messages. The R reference
point for the MSsisdefined in TS 27.060 [17].

An interface differs from a reference point in that an interface is defined where specific information is exchanged and
needs to be fully recognised.
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Thereisaninter PLMN interface called Gp or S8, respectively that connects two independent GPRS packet domain
networks for message exchange.

Thereisaso aPLMN to packet data network reference point called Gi or SGi, respectively. Gi and SGi are defined in
TS29.061[27].

Gior SGi
Reference
point

R reference
point

[ TE |—| MT

Um or Uu

GPRS packet domai
network 1

packet data
network

MS ST F—— Gp or 88

Uu GPRS packet domai

network 2

Figure 1. GPRS Access Interfaces and Reference Points

There may be more than a single network interface to several different packet data networks. These networks may both
differ in ownership as well asin communications protocol (e.g. TCP/IP etc.). The network operator defines and
negotiates i nterconnection with each interconnected packet data network.

5.2 Network Interworking

Network interworking is required whenever a packet domain PLMN and any other network are involved in the
execution of a service reguest. With reference to Figure 1, interworking takes place through the Gi or SGi reference
point and the Gp or S8 interface.

Theinternal mechanism for conveying the PDP PDU through the PLMN is managed by the PLMN network operator
and is not apparent to the data user. The use of the GPRS service may have an impact on and increase the transfer time
normally found for a message when communicated through a fixed packet data network.

5.2.1 Internet (IP) Interworking

GPRS shall support interworking with networks based on the Internet protocol (1P). IP is defined in RFC 791 [40]. The
packet domain may provide compression of the TCP/IP header when an IP datagram is used within the context of a
TCP connection.

Mobile terminals offered service by a service provider may be globally addressable through the network operator's
addressing scheme.

5.3 High-Level Functions

5.3.0 General

Thefollowing list givesthe logica functions performed within the packet domain network for GPRS with GERAN or
UTRAN accesses. Several functional groupings (meta functions) are defined and each encompasses a number of
individual functions:

- Network Access Control Functions.
- Packet Routeing and Transfer Functions.
- Mobility Management Functions.

- Logical Link Management Functions (A/Gb mode).
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- Radio Resource Management Functions.
- Network Management Functions.

- UE reachability function

531 Network Access Control Functions

Network access is the means by which a user is connected to a telecommunication network in order to use the services
and/or facilities of that network. An access protocol is a defined set of procedures that enables the user to employ the
services and/or facilities of the network.

User network access may occur from either the mobile side or the fixed side of the network. The fixed network interface
may support multiple access protocols to packet data networks, for example IP. The set of access protocols to be
supported is determined by the PLMN operator.

Individual PLMN administrations may require specific access-control proceduresin order to limit the set of users
permitted to access the network, or to restrict the capabilities of individual users, for example by limiting the type of
service available to an individual subscriber. Such access control procedures are beyond the scope of the specifications.

5.3.1.1 Registration Function

Registration is the means by which a user's Mobile Id is associated with the user's packet data protocol(s) and
address(es) within the PLMN, and with the user's access point(s) to the packet data network. The association can be
dtatic, i.e. stored in an HLR, or dynamic, i.e. allocated on a per need basis.

531.2 Authentication and Authorisation Function

This function performs the identification and authentication of the service requester, and the validation of the service
reguest type to ensure that the user is authorised to use the particular network services. The authentication functionis
performed in association with the Mobility Management functions.

5313 Admission Control Function

The purpose of admission control is to calculate which network resources are required to provide the quality of service
(QoS) requested, determine if those resources are available, and then reserve those resources. Admission control is
performed in association with the Radio Resource Management functionsin order to estimate the radio resource
requirements within each cell.

5.3.1.4 Message Screening Function
A screening function concerned with filtering out unauthorised or unsolicited messagesis required. This should be

supported through packet filtering functions. All types of message screening are left to the operators' control, e.g. by use
of Internet firewalls.

5.3.1.5 Packet Terminal Adaptation Function

This function adapts data packets received / transmitted from/to terminal egquipment to aform suitable for transmission
by GPRS across the packet domain network.

5.3.1.6 Charging Data Collection Function

This function collects data necessary to support subscription and/or traffic fees.

5.3.1.7 Operator Determined Barring Function

The purpose of this function isto limit the service provider's financial risk with respect to new subscribers or to those
who have not promptly paid their bills by restricting a particular packet switched service.

The functionality of ODB is described inthe TS 23.015 [66].
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5.3.2 Packet Routeing and Transfer Functions

A routeisan ordered list of nodes used for the transfer of messages within and between the PLMN(s). Each route
consists of the originating node, zero or more relay nodes and the destination node. Routeing is the process of
determining and using, in accordance with a set of rules, the route for transmission of a message within and between the
PLMN(9).

53.2.1 Relay Function

The relay function is the means by which a node forwards data received from one node to the next node in the route.

5.3.2.2 Routeing Function

The routeing function determines the core network node to which a message should be forwarded and the underlying
service(s) used to reach that GPRS Support Node (GSN), S-GW or P-GW, using the destination address of the message.
The routeing function selects the transmission path for the "next hop" in the route.

Data transmission between core network nodes may occur across packet data networks that provide their own internal
routeing functions, for example ITU-T Recommendation X.25 [34], Frame Relay or ATM networks.
5.3.2.3 Address Translation and Mapping Function

Addresstrandation is the conversion of one address to another address of a different type. Address translation may be
used to convert an packet data network protocol addressinto an internal network address that can be used for routeing
packets within and between the PLMN(s).

Address mapping is used to map a network address to another network address of the same type for the routeing and
relaying of messages within and between the PLMN(s), for example to forward packets from one network node to
another.

5.3.24 Encapsulation Function

Encapsulation is the addition of address and control information to a data unit for routeing packets within and between
the PLMN(s). Decapsulation is the removal of the addressing and control information from a packet to reveal the
original data unit.

Encapsulation and decapsul ation are performed between the core network nodes, and between the GPRS serving
support node and the M S.

5.3.25 Tunnelling Function

Tunnelling is the transfer of encapsulated data units within and between the PLMN(s) from the point of encapsulation to
the point of decapsulation. A tunnel is atwo-way point-to-point path. Only the tunnel endpoints are identified.

5.3.2.6 Compression Function

The compression function optimises use of radio path capacity by transmitting as little of the SDU (i.e. the exterior PDP
PDU) as possible while at the same time preserving the information contained within it. Only IP header compressionis
supported in lu mode. The P-GW/GGSN may instruct the SGSN to negotiate no data compression for specific PDP
contexts.

5.3.2.7 Ciphering Function

The ciphering function preserves the confidentiality of user data and signalling across the radio channels and inherently
protects the PLMN from intruders.
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5.3.2.8 Domain Name Server Function

The Domain Name Server function resolves logical network node names to addresses. This function is standard Internet
functionality according to RFC 1034 [43], which allows resolution of any name for GSNs and other nodes within the
GPRS packet domain PLMN backbone networks.

5.3.2.9 DHCP function
The Dynamic Host Configuration Function allows to deliver | P configuration information for UEs. This functionis

standard Internet functionality.

5.3.3 Mobility Management Functions

5.33.1 General

The mobility management functions are used to keep track of the current location of an MS within the PLMN or within
another PLMN.

5.3.3.2 Idle Mode Signalling Reduction Function

The Idle mode Signalling Reduction (ISR) function provides a mechanism to limit signalling during cell-reselection in
idle mode between GERAN and E-UTRAN or between UTRAN and E-UTRAN and is described in TS 23.401 [89].

NOTE: Thisfunctionis not used in GERAN/UTRAN only network deployments.

5.34 Logical Link Management Functions (A/Gb mode)

Logical link management functions are concerned with the mai ntenance of a communication channel between an
individual MS and the PLMN across the radio interface. These functionsinvolve the co-ordination of link state
information between the MS and the PLMN as well as the supervision of data transfer activity over the logical link.

Refer to TS 44.064 [15] for further information.

5.34.1 Logical Link Establishment Function

Logical link establishment is performed when the M S attaches to the PS services.

5.34.2 Logical Link Maintenance Functions

Logical link maintenance functions supervise the logical link status and control link state changes.

5.34.3 Logical Link Release Function

The logical link release function is used to de-all ocate resources associated with the logical link connection.

5.3.5 Radio Resource Management Functions

Radio resource management functions are concerned with the all ocation and maintenance of radio communication
paths, and are performed by the Radio Access Network. Refer to TS 43.064 [11] and to TS 43.051 [74] for further
information on GERAN. Refer to TS 25.301 [50] for further information on UTRAN.

To support radio resource management in UTRAN/GERAN, the SGSN provides the parameter 'Index to
RAT/Frequency Selection Priority' to RNC across lu and to BSC across Gb. The RFSP Index is mapped by the
RNC/BSC to locally defined configuration in order to apply specific RRM strategies. The RFSP Index is UE specific
and appliesto all the Radio Bearers. Examples of how this parameter may be used in UTRAN/GERAN:

- to derive UE specific cell reselection priorities to control idle mode camping.

- to decide on redirecting active mode UEs to different frequency layersor RATS.
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The SGSN receives the subscribed RFSP Index from the HSS (e.g., during the Attach procedure). For non-roaming
subscribers the SGSN chooses the RFSP Index in use according to one of the following procedures, depending on
operator's configuration:

- the RFSP Index in useisidentical to the subscribed RFSP Index, or

- the SGSN chooses the RFSP Index in use based on the subscribed RFSP Index, the locally configured operator's
policies and the UE related context information available at the SGSN, including the UE's usage setting and
voice domain preference for E-UTRAN, if received during Attach and Routing Area Update procedures (see
clause 5.3.15).

NOTE: Oneexample of how the SGSN can use the "UE voice capabilities and settings" isto select an RFSP
value that enforces idle mode camping on 2G/3G for a UE acting in a"Voice centric" way and
provisioned with "CS Voice preferred, IMS Voice as secondary”, in order to minimize the occurrence of
RAT changes. Another example is the selection of an RFSP value that prevents idle mode camping on 2G
for a UE provisioned with "IMS PS voice preferred, CS Voice as secondary"” if other RATS supporting
IMS Voice are available, as the UE would in such case always select the CS domain for its voice calls.

For roaming subscribers the SGSN may alternatively choose the RFSP Index in use based on the visited network policy
but can take input from HPLMN into account. (e.g. an RFSP Index value pre-configured per HPLMN, or asingle RFSP
Index value to be used for al roamers independent of the HPLMN).

The SGSN forwards the RFSP Index in use to the RNC across lu and to the BSC across Gb. The RFSP Index in useis
aso forwarded from source RNC to target RNC during the SRNS Relocation procedure for IntraaRAT handover.

The SGSN stores the subscribed RFSP Index value received from the HSS and the RFSP Index value in use. During the
Routing Area Update procedure the SGSN may update the RFSP Index value in use and signal the updated value to the
RNC across lu and to the BSC across Gb, if the locally configured operator's policies indicate to do so (e.g. the SGSN
may need to update the RFSP Index value in use if the UE related context information has changed). During inter-
SGSN mohility procedures, the source SGSN forwards both RFSP Index val ues to the target SGSN. The target SGSN
may replace the received RFSP Index value in use with a new RFSP Index value in use that is based on the operator's
policies and the UE related context information available at the target SGSN.

The lu messages that transfer the RFSP Index to the RNC are specified in TS 25.413 [56b)].
The Gb messages that transfer the RFSP Index to the BSC are specified in TS 48.018 [ 78].

5.3.6 Network Management Functions

5.36.1 General

Network management functions provide mechanisms to support O&M functions related to GPRS.
5.3.6.2 NAS level congestion control

5.3.6.2.1 General

NAS level congestion control contains the functions: "APN based congestion control" and "General NAS level Mobility
Management congestion control".

The use of the APN based MM and SM congestion control isfor avoiding and handling of MM and SM signalling
congestion associated with UEs with a particular APN. Both UEs and network shall support the functionsto provide
APN based MM and SM congestion control.

The SGSN may detect the NAS signalling congestion associated with the APN and start and stop performing the APN
based congestion control based on criteria such as:

- Maximum number of active PDP contexts per APN;
- Maximum rate of PDP context activations per APN;

- One or multiple PDN GWs or GGSNs of an APN are not reachable or indicated congestion to the SGSN;
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- Maximum rate of MM signalling requests associated with the devices with a particular subscribed APN; and/or
- Setting in network management.
The SGSN should not apply NAS level congestion control for priority and emergency services.

The SGSN may aso use the reject of NAS level Mobility Management signalling requests under general congestion
conditions.

5.3.6.2.2 APN based Session Management congestion control

The SGSN may reject the Session Management (SM) requests from the MS (e.g. Activate PDP Context, Secondary
PDP Context and Modify PDP Context Requests) with a Session Management back-off timer for congested APNSs. If
the M S provides no APN, then default APN from subscription datais used by the SGSN.

The SGSN may store a Session Management back-off time per MS and APN when congestion control is active for an
APN. The SGSN may immediately reject any subsequent request from the M S targeting to the APN before the stored
Session Management back-off time is expired. If the SGSN stores the Session Management back-off time per MS and
APN and the SGSN decides to send a Session Management Request message to a M'S connected to the congested APN
(e.g. due to decreased congestion situation), the SGSN shall clear the Session Management back-off time prior to
sending any Session Management Request message to the MS.

NOTE: The above functionality isto diminish the performance advantage for M Ss that do not support the NAS
level back-off timer (e.g. pre-Rel-10 M Ss) compared to M Ss that do support it.

The SGSN should not apply APN based congestion control for emergency services.

Upon reception of the Session Management back-off timer in the Session Management reject message, the M S shall
take the following actions until the timer expires:

- If APN isprovided in the rejected Session Management Request message, the MS shall not initiate any Session
Management procedures for the congested APN. The MS may initiate Session Management procedures for other
APNSs.

- If APN isnot provided in the rejected Session Management Request message, the MS shall not initiate any
Session Management requests without APN. The MS may initiate Session Management procedures for specific
APN.

- Cdl/RA/PLMN/RAT change do not stop the Session Management back-off timer.

-  TheMSisalowed to initiate the Session Management procedures for emergency services and mobile terminated
services even when the Session Management back-off timer is running.

- If the MS receives a network initiated Session Management Request message for the congested APN while the
Session Management back-off timer is running, the MS shall stop the Session Management back-off timer
associated with this APN and respond to the SGSN.

The MSisallowed to initiate PDN disconnection procedure (e.g. sending Deactivate PDP Context Request) when the
Session Management back off timer is running.

The M S shall support a separate Session Management back-off timer for every APN that the M S may activate.

To avoid that large amounts of M Ssinitiate deferred requests (almost) simultaneously, the SGSN should select the
Session Management back-off timer value so that deferred requests are not synchronized.

The APN based Session Management congestion control is applicable to the NAS SM signalling initiated from the MS
in the control plane. The Session Management congestion control does not prevent the M S to send and receive data or
initiate Service Request procedures for activating user plane bearers towards the APN(s) that are under SM congestion
control.

5.3.6.2.3 APN based Mobility Management congestion control

The SGSN may perform APN based congestion control for M Ss with a particular subscribed APN by rejecting Attach
procedures with a Mobility Management back-off timer. If the subscription contains awildcard APN, the SGSN should
not reject the request.
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When congestion control is active for M Ss with a particular subscribed APN, a Mobility Management back-off timer
may be sent by the SGSN to MS.

If SGSN maintains the M S context, the SGSN may store the back-off time per MS and reject any subsequent request
from the M S before the stored back-off time is expired.

NOTE 1. The above functionality isto diminish the performance advantage for M Ss that do not support the NAS
level back-off timer (e.g. pre-Rel-10 M Ss) compared to M Ss that do support it.

After rejecting Attach Requests, the SGSN should keep the subscriber datafor some time. This allows for the rejection
of subsequent requests without HSS signalling when the congestion situation resulting from M Ss with a particular
subscribed APN persists. Similarly the SGSN may reject Attach Requests based on subscriber data that the SGSN may
store after the Detach procedure.

While the Mobility Management back-off timer is running, the UE shall not initiate any NAS request for Mobility
Management procedures. However, the UE is alowed to initiate Mobility Management procedures for
priority/emergency services even when the Mobility Management back-off timer is running.

NOTE 2: When receiving the Mobility Management back-off timer the MS behaviour is not APN specific.

To avoid that large amounts of M Ssinitiate deferred requests (almost) simultaneoudly, the SGSN should select the
Mobility Management back-off timer value so that deferred requests are not synchronized.

5.3.6.2.4 General NAS level Mobility Management congestion control

Under general overload conditions the SGSN may reject Mobility Management signalling requests from MSs. When a
NAS request is rejected, a Mobility Management back-off timer may be sent by the SGSN and SGSN may store the
back-off time per MS if SGSN maintains the MS context. While the Mobility Management back-off timer is running,
the MS shall not initiate any NAS request for Mobility Management procedures except for priority, emergency services
and mobile terminated services. If the M S receives a paging request from the SGSN while the Mobility Management
back-off timer is running, the MS shall stop the Mobility Management back-off timer and initiate the Service Request
procedure.

The Mobility Management back-off timer shall not impact the UE's function to perform Cell/RAT and PLMN change.
Cell/RAT and RA change do not stop the Mobility Management back-off timer. The Mobility Management back-off
timer shall not be atrigger for PLMN reselection. The back-off timer is stopped as defined in TS 24.008 [13] when a
new PLMN that is not an equivalent PLMN is accessed.

The SGSN should not reject Routing Area Update procedures that are performed in connected mode, i.e. when
performed as part of a handover.

If the SGSN rejects a Routing Area Update Request or a Service Request with a Maobility Management back-off timer
which islarger than the sum of the MS's periodic RA Update timer plus the implicit detach timer, the SGSN should
adjust the mobile reachable timer and/or implicit detach timer such that the SGSN does not implicitly detach the MS
while the Mobility Management back-off timer is running.

NOTE: Thisisto minimize unneeded signalling after the Mobility Management back-off timer expires.

To avoid that large amounts of M Ssinitiate deferred requests (almost) simultaneously, the SGSN should select the
Mobility Management back-off timer value so that deferred requests are not synchronized.

5.3.6.3 GGSN control of overload

The GGSN may provide mechanisms for avoiding and handling overload situations. These include the rejection of PDP
context requests from UEs.

The GGSN may detect congestion per APN and start and stop performing overload control based on criteria such as:
- Maximum number of active PDP contexts per APN and/or
- Maximum rate of PDP context activations per APN.

When performing overload control the GGSN rejects PDP context requests. When receiving the rejection from the
GGSN, the SGSN rejects the UE's PDP context request as specified in clause 5.3.6.2. In addition the GGSN may
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indicate a"GGSN back-off time" for a specific APN to the SGSN. The SGSN should reject PDP context requests from
UEsfor the specific APN related to that GGSN during the "GGSN back-off time", by the means specified in

clause 5.3.6.2. If aGGSN indicates APN congestion by the "GGSN back-off time" the SGSN may select another GGSN
of that APN instead of rejecting PDP context requests. unless there is already an existing PDP context to the same APN
for the M S, in which case, the SGSN shall reject PDP context request

5.36.4 SGSN control of overload

The SGSN contai ns mechanisms for avoiding and handling overload situations. In an overload situation the SGSN can
request the RNC to reduce any kind of signalling traffic as specified in TS 25.413 [56b)].

In addition, the SGSN can request the BSC/RNC to restrict the load from subcategories of MSsthat its connected
BSCYRNCs are generating on it. These subcategories include M Ss that reselect from other PLMNs (PLMN type) and
all MSs using low access priority for the radio access. PLMN type Extended Access Barring can for example be used to
protect aVVPLMN from an overload caused by the failure of one (or more) other networks in that country and accesses
made from roaming subscribers.

A BSC/RNC supports rejecting of RR(C) connection establishments for certain subcategories of MSs. When rejecting
an RR(C) connection request for overload reasons the BSC/RNC indicates to the M Ss an appropriate timer value that
limits further RR(C) connection requests.

Additionally, a BSC provides support for the barring of subcategories of M Ss configured for Extended Access Barring,
asdescribed in TS 22.011 [112]. These mechanisms are further specified in TS 48.016 [20] and TS 25.413 [56b].

NOTE: For thisrelease of the specification, Extended Access Barring is only supported for GERAN.

A BSC should bar a particular subcategory of M Ss via Extended Access Barring when:
- al the SGSNs (and all the M SCs) connected to a BSC request to restrict the load for a particular subcategory; or
- initiated by O&M.

If a SGSN requests aBSC to restrict the load for a subcategory of M Ss, the SGSN should select all the BSCs with
which the SGSN has Gb interface connections (so that Extended Access Barring can be triggered if all SGSNswithin a
pool area are experiencing the same overload situation). Alternatively, the selected BSCs may be limited to a subset of
the BSCs with which the SGSN has Gb interface connections (e.g. particular location area or where M Ss of the targeted
type are registered).

Subsequent initial access attempts by a previously barred M S through Extended Access Barring shall be randomized.

In addition, to protect the network from overload the SGSN has the option of rejecting NAS request messages which
include the low access priority indicator before rejecting NAS request messages without the low access priority
indicator (see clause 5.3.6.2 for more information).

5.3.6.5 S4-SGSN control of overload

Under unusual circumstances (e.g. when the S4-SGSN load exceeds an operator configured threshold), the S4-SGSN
may restrict the signalling load that its SGWs are generating on it, if configured to do so.

The $4-SGSN can reject Downlink Data Notification requests for low priority traffic for UEs in idle mode or to further
offload the $4-SGSN, the S4-SGSN can request the SGWs to selectively reduce the number of Downlink Data
Notification requests it sends for downlink low priority traffic received for UEsin idle mode according to athrottling
factor and for athrottling delay specified in the Downlink Data Notification Ack message.

SGW and $S4-SGSN determine whether a bearer isfor low priority traffic or not on the basis of the bearer's ARP
priority level and operator policy (i.e. operator's configuration in the SGW and S4-SGSN of the ARP priority levelsto
be considered as priority or non- priority traffic). The S4-SGSN determines whether a Downlink Data Notification
request is for low priority traffic or not on the basis of the ARP priority level that was received from the SGW and
operator policy.

During the throttling delay, the SGW drops downlink packets received on all its low priority bearers for UEs known as
not user plane connected (i.e. the SGW context data indicates no downlink user plane TEID) served by that S4-SGSN in
proportion to the throttling factor, and sends a Downlink Data Notification message to the S4-SGSN only for the non
throttled bearers.
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The SGW resumes normal operations at the expiry of the throttling delay. The last received value of the throttling factor
and throttling delay supersedes any previous values received from that S4-SGSN. The reception of athrottling delay
restarts the SGW timer associated with that S4-SGSN.

5.3.7 Selection functions

53.7.1 SGW/PGW/GGSN selection function (3GPP accesses)

The SGSN supporting both S4 and Gn/Gp shall support selection of SGW/PGW and GGSN.

The Gn/Gp SGSN shall support selection of GGSN and may optionally support selection of PGW.

For agiven UE, the SGSN shall select the same GGSN/PGW for al the PDP contexts belonging to the same APN.

At PDP Context activation, it shall be possible for SGSN to use the UE capability (as indicated in the MS Network
Capahility) asinput to select GGSN, or a SGW and PGW.

It shall be possible to configure the selection function on the SGSN to give priority towards SGW/PGW for E-UTRAN
capable UEs, and GGSN for non E-UTRAN capable UE.

NOTE: EPS-based mobility to non-3GPP accesses is only possible if the SGSN selectsa PDN GW.

5.3.7.2 Serving GW selection function
The Serving GW selection function is described in the clause " Serving GW selection function™ of TS 23.401 [89].

5.3.7.3 SGSN selection function

The SGSN selection function selects an available SGSN to serve a UE. The selection is based on network topology, i.e.
the selected SGSN serves the UE's location and in case of overlapping SGSN service areas, the selection may prefer
SGSNs with service areas that reduce the probability of changing the SGSN. Other criteria for SGSN selection may be
load balancing between SGSNs.

5.3.8 IMS voice over PS Session Supported Indication

The serving PLMN, both in lu mode and A/Gb mode, shall send an indication toward the UE during the Attach
procedure and Routing Area Update proceduresif an IMS voice over PS session is supported. The serving PLMN uses
thisindicator to indicate to the UE whether it can expect a successful IMS voice over PS session, when the UTRAN lu
mode isused. A UE with "IMS voice over PS* voice capability should take this indication into account when:

- establishing voice over PS sessions (as specified in TS 23.221 [80]);
- determining whether to deactivate ISR locally (as detailed in clauses 6.9.1.2.0 and 6.9.2.1); and

- determining whether to perform a Routing Area Update when changing between GERAN and UTRAN cells
within a Routing Area with both GERAN and UTRAN cells (to inform about IM S voice over PS sessions
support as detailed in clauses 6.9.1.2.0 and 6.9.2.1).

The serving PLMN provides this indication based e.g. on local policy, HPLMN, the SRV CC capahility of the network
and UE and/or level of UTRAN coverage. The serving PLMN shall indicate to the UE that the UE can expect a
successful IMS voice over PS session only if the SGSN is configured to know that the serving PLMN has aroaming
agreement for IMS voice with the HPLMN of the UE. Thisindication is per RAI within the SGSN.

On request from the HSS, the SGSN shall indicate the following:

- whether or not an IMS voice over PS session is supported in the UE's current Routing Area ("IM S voice over PS
Session Supported Indication™), together with the time of the last radio contact with the UE; and

- thecurrent RAT type.
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5.3.9 Closed Subscriber Group functions

A Closed Subscriber Group (CSG) identifies a group of subscribers who are permitted to access one or more CSG cells
of the PLMN as a member of the CSG for aHNB. The following CSG related functions are defined:

- CSG subscription handling function stores and updates the user's CSG subscription data at the MS and the
network.

- For closed mode, CSG access control function ensures a UE has valid subscription at a CSG where it performs
an access.

- Admission and rate control function is used to provide different admission and rate control for CSG and non-
CSG members for a hybrid cell.

- CSG charging function enables per CSG charging for a subscriber consuming network services viaa CSG cell or
ahybrid cell.

- Paging optimization function is optionally used to filter paging messages based on RAI/LAI, UE CSG capability,
user's CSG subscription data and CSG access mode in order to avoid paging at CSG cells where the UE is not
alowed to access. If the M S has emergency bearer service the paging optimization function shall not be
performed.

NOTE: The support of the Closed Subscriber Group functionsis optional for an UTRAN MS.

5.3.10 UE Reachability function

One or several services can subscribe to the HSS in order to be notified when the UE becomes reachable at NAS layer.
On request from the HSS, the SGSN notifies the HSS when the UE is detected at NAS level by the SGSN, and the HSS
notifies the subscribed services. An example serviceis SMS over |P.

5.3.11 Location Service functions

LCS procedures are described in the LCS stage 2 specification, see TS 23.271 [65].
5.3.12 Selected IP Traffic Offload (SIPTO) function

5.3.121 SIPTO with GW Selection

The SIPTO function enables an operator to offload certain types of traffic at a network node close to that UE's point of
attachment to the access network.

SIPTO function specified in TS 23.401 [89] clause 4.3.15 is applicable, with the SGSN node providing the functions
specified for the MME.

In order to fully utilise the benefit of the SIPTO with GW selection function, direct tunnel functionality as described in
clause 15.6 should be applied.

In order to select a set of GWs (S-GW/P-GW or GGSN) that is most appropriate for that UE's current location (during
the PDP Context Activation Procedure (clauses 9.2.2.1 and 9.2.2.1A)), the SGSN checks the APN status for SIPTO for
the user during the GW Selection function procedure as described in clause 5.3.7 and Annex A.

Asaresult of UE mobility (e.g. detected by the SGSN at RAU), the target SGSN may allocate a different GW that is
more appropriate for the UE's current location, e.g. the SGSN may know whether the UE's new location is served by the
same GW as the old one. When the SGSN decides upon the need for GW relocation, the SGSN deactivates the
impacted PDN connections indicating "reactivation requested" as specified in clause 9.2.4.2.

NOTE: If the above procedure for GW relocation is initiated while the UE has active applications, it may cause
disruption of servicesthat are affected if the | P address changes.
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5.3.12.2 Support for SIPTO at lu-ps

SIPTO can be achieved by adding an optional Traffic Offload Function at lu interface as described in clause B.1. If
implemented, and in order to activate SIPTO at |u-ps, the SGSN shall send charging parametersincluding MSISDN,
APN, Charging Characteristics in the RANAP messages whenever a RAB to be offloaded is requested to be setup as
described in clause B.2.

5.3.13 Machine Type Communication (MTC)

5.3.13.1 General

This clause provides an overview about functionality for Machine Type Communications according to service
requirements described in TS 22.368 [110]. The specific functionality is described in the affected procedures and
features of this and other specifications. For discrepancies between this overview clause and the detailed procedure and
function descriptions, the latter take precedence.

MTC functionality is provided by the visited and home networks when the networks are configured to support machine
type communication. It applies to both the non-roaming case and the roaming case and some functionality may be
dependent upon the existence of appropriate roaming agreements between the operators.

Some of the MTC functions are controlled by subscriber data. Other MTC functions are based on indicators sent by the
UE to the network. MTC functionality is performed by UEs that are configured to support different options as described
inclause 5.3.13.3.

Though motivated by scenarios and use cases defined in TS 22.368 [110], the functions added to support MTC have
general applicability and arein no way constrained to any specific scenario or use case except where explicitly stated.
5.3.13.2 Overview of Protection from Potential MTC Related Overload

The number of Machine Type Communication devices may be several orders of magnitude greater than "traditional”
devices. Many (but not all) MTC devices will be relatively stationary and/or generate low volumes of traffic. However,
these MTC devices have the capability to generate normal quantities of signalling. As normal signalling from large
numbers of M Ss may cause overload independently whether the MSis used for MTC or not, generic functionality for
overload and congestion control is required.

Thetotal signalling from large numbers of MSsis aconcern in at least two situations:
- when an application (running in many M Ss) requests many M Ssto do "something" at the same time; and/or

- when many M Ss are roamers and their serving network fails, then they can all move onto the local competing
networks, and potentially overload the not (yet) failed network(s).

To counter these potential problems, the following standardised indications and mechanisms are provided in a generic
manner. These permit node specific features to be developed to protect the networks.

a) Where applicable, M Ss can be configured for enhancements as described in subsequent bullets. Post-
manufacturing configuration can be performed remotely as described in clause 5.3.13.3.

b) For mobile originated services, MSs configured for for low access priority provide the UTRAN/GERAN with
information indicating that the RR(C) connection establishment/PDCH establishment is from an M'S configured
for low access priority (see clause 5.3.13.3).

¢) RRand RRC signalling has the capability of providing ‘extended wait timers when rejecting messages.

d) SGSN caninitiate rejection of RR(C) connection establishment in the GERAN/UTRAN for certain subcategories
of MSs. In addition, SGSN signalling or GERAN O&M can trigger GERAN to initiate Extended Access Barring
in the GERAN for certain subcategories of M Ss. These mechanisms are further described in clause 5.3.6.4.

NOTE 1: For this Release of the specification Extended Access Barring is only supported for GERAN.

€) Overload messages from the SGSN to RNS/BSS are extended to aid the RAN in performing the functionality in
bullets b, c and d above.
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f) MSs configured with along minimum periodic PLMN search time limit (see TS 24.368 [111]) have an increased
minimum time inbetween their searches for more preferred PLMNSs.

NOTE 2: Following the failure of a more preferred PLMN, M Ss configured as above might change to other local
competing networks. Expiry of this search timer will lead to the MS re-attempting to access the failed
network, and then, if that network has not yet recovered, reaccessing one of the local competing
networks. Use of atoo short timer for the more preferred PLMN search can both prevent the failed
network from recovering, and, impose more load on the local competing networks.

g) At PLMN change, M Ss configured to perform Attach with IMSI at PLMN change (see TS 24.368 [111]) do this
rather than an RA update with P-TMSI (thus avoiding the need to reject the RA update, and to request the IMSI
following the subsequent Attach with P-TMSI).

NOTE 3: Inthe case of anetwork failure, this reduces the message processing load on alocal competing network
and hence makes that network more likely to survive the failure of the other network.

h) For mobile originated services, M Ss configured for low access priority (see TS 24.368 [111]) provide alow
access priority indication to the SGSN in NAS signalling that permits the SGSN to undertake protective
measures (e.g. to permit the SGSN to immediately command the MS to move to a state where it does not need to
generate further signalling messages and/or does not reselect PLMNS), as described in clause 5.3.6.4.

i) Using periodic RAU timer information sent by the HSS and/or M S provided indication (bullet h above), the
SGSN can alocate along periodic RAU timer to the MS. A long periodic RAU timer islikely to slow down the
rate at which an M S detects a network failure and thus it slows down the rate of movement of MSs from afailed
network to other local competing networks (see clause 5.3.13.5).

j) Mechanisms for the SGSN and GGSN/P-GW to detect congestion associated with a particular APN (see clauses
5.3.6.2and 5.3.6.3 and TS 23.401 [89]).

k) The addition of 'back off timers to GMM and SM signalling messages (e.g. to rejection messages). These
include some time randomisation to guard against a repeat of aload peak. The SGSN should be able to apply this
behaviour on a per-APN basis as described in clause 5.3.6.2.

I) Mechanismsthat permit the GGSN/P-GW to handle per-APN congestion (see clause 5.3.6.3 and
TS 23.401 [89)]).

m) When using the $4 architecture, an SGSN overload control mechanism to selectively limit the number of
Downlink Data Notification requests the S-GW sends to the SGSN for downlink low priority traffic received for
MSsinidle mode (see clause 5.3.6.5).

n) The BSS and RNS are provided with indications from the M S that permit them to steer "new MTC entrants into
apool area" to specific SGSNs (e.g. to an SGSN optimised for MTC devices by having alarger subscriber data
base, see TS 23.236 [73]).

0) GERAN and/or UTRAN broadcast signalling can be used to command M Ss configured to use the extended
NMO | system information (see TS 24.368 [111]) to operate in Network Mode of Operation | while leaving
other MSs operating in NMO 11 or I11. This reduces the amount of signalling from M Ss configured as above and
may be particularly useful at times of the failure of another PLMN. Maintaining NMO 11/111 for existing M Ss
avoids changes to their existing service levels (see clause 6.3.3.1).

NOTE 4: It isassumed that the mechanisms described in this entire clause are designed by stage-3 in a manner that
allows extensibility and forward compatibility.

p) MS configured for specific handling of theinvalid USIM state, the "forbidden PLMN list" and the "forbidden
PLMNs for GPRS service list" remembers that the (U)SIM isinvalid and keepsthe PLMN forbidden lists even if
the MSis switched off and then switched on.

5.3.13.3 MS configuration and usage of indicators

A subscriber can by agreement with its operator be required to use M Ss that are configured (see TS 24.368 [111]) to
support one or more of the following options:

- MSconfigured for low access priority; and/or

- MSconfigured to use the extended NMO | system information; and/or
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- MSconfigured to perform Attach with IMSI at PLMN change; and/or
- MS configured with along minimum periodic PLMN search time limit; and/or
- MSconfigured for Extended Access Barring; and/or

- MSconfigured for specific handling of theinvalid (U)SIM state, the "forbidden PLMN list" and the "forbidden
PLMNsfor GPRS servicellist".

NOTE 1: When an MSis configured for low access priority, the MS may be subject for longer backoff timers at
overload and conseguently need to be designed to be tolerant to delays when accessing the network.

M Ss can be configured for one or more of the above options with the following restrictions:

- inthis Release of the specification, an M S that is configured for low access priority shall also be configured for
Extended Access Barring; and

- inthis Release of the specification, an MSthat is configured for Extended Access Barring shall be configured for
low access priority.

Post-manufacturing configuration of these optionsin the MS can be performed only by OMA DM or (U)SIM OTA
procedures. M Ss capable of the above options should support configuration of these options by both OMA DM and
(U)SIM OTA procedures.

An MS configured for low access priority shall transmit the low access priority indicator to the SGSN during the
appropriate NAS signalling procedures and transmit the corresponding low access priority to the UTRAN/GERAN
during RR(C) connection establishment procedures.

NOTE 2: Thelow access priority indicator in NAS signalling and the corresponding low access priority for RR(C)
connection establishment are only used by the network to decide whether to accept the NAS request or
the setup of the RR(C) connection, respectively.

Low access priority shall not be applicable in the following situations:

- for al procedures related to an emergency PDN connection; used for IMS Emergency sessionsthat are to be
prioritized as per the requirements for IMS Emergency session procedures (see clause 5.10). When an
emergency PDN connection gets established, the SGSN may, based on SGSN configuration, initiate the
deactivation of any non-emergency PDN connection using the SGSN-initiated PDP Context Deactivation
Procedure described in clause 9.2.4.2 and, in S4 mode, the SGSN Initiated PDN connection Deactivation
Procedure described in clause 9.2.4.1A.1;

- for all procedures when preferential accessto the network is provided to the MS by the Access Class 11-15
mechanism according to TS 48.018 [78], TS 25.331 [52] and TS 22.011 [112];

NOTE 3: The configuration of an MS for low access priority and Access Class 11-15 is configured independently
of each other. However, the home operator can take care to prevent a subscription for Access Class 11-15
from being used in an M S configured for low access priority.

- for RRC connection establishment procedures when responding to paging; or
- other specific situations described in TS 24.008 [13].

If the NAS session management request message used to establish a new PDN connection contains alow access priority
indication, the SGSN shall forward the low access priority indication in the Create PDP Context Request message to the
GGSN and, in $4 mode, in the Create Session Request message to the S-GW/P-GW. The low priority indication gets
associated with a PDN connection when it is established and it shall not change until the PDN connection is
deactivated.

The low access priority indication may be included in charging records by the visited and home networks. In order to
permit the S-GW and/or Gn/Gp SGSN to include the low access priority indicator in the charging records, the low
access priority indicator should be stored in the SGSN EPS/PDP Bearer contexts and should be passed as part of these
contexts to other SGSN/MME or S-GW nodes in mobility management procedures.

NOTE 4: Inthisrelease thereis no other usage of storing the low access priority indicator in EPS/PDP Bearer
contexts other than for the purpose to include it in charging records. Particularly, the low access priority
indicator in EPS/PDP Bearer contexts is not used by the network to make overload control decisions.
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A network node may invoke one or more of the following mechanisms based on the indicators received in signalling
from M Ss or forwarded by other network nodes:

- based on the low access priority indicator in NAS request messages, bullets e, h, i, k and | as defined in
clause 5.3.13.2; and/or

- based on the low access priority for RR(C) connection establishment, bullets b and ¢ as defined in
clause 5.3.13.2.

An MS shall invoke one or more of the following mechanisms based on the configuration and capabilities of the M S:

- when MSis configured with along minimum periodic PLMN search time limit, MS invokes actions as described
inbullet f in clause 5.3.13.2; and/or

- when MSis configured to perform Attach with IMSI at PLMN change, MS invokes actions as described in bullet
ginclause 5.3.13.2; and/or

- when MSis configured to use the extended NMO | system information, M S invokes actions as described in
bullet o in clause 5.3.13.2; and/or

- when MSis configured for low access priority, MS invokes actions as described in bulletsb and h in
clause 5.3.13.2; and/or

- when MSis configured for Extended Access Barring, M S invokes actions as defined in bullet d in
clause 5.3.13.2; and/or

- when MSis configured for specific handling of the invalid (U)SIM state, the "forbidden PLMN list" and the
"forbidden PLMNSs for GPRS service list", MS invokes actions as defined in bullet p) in clause 5.3.13.2.

5.3.13.4 Void

5.3.13.5 Optimizing periodic RAU Signalling

To reduce network load from periodic RAU signalling and to increase the time until the M S detects a potential need for
changing the RAT or PLMN (e.g. due to network problems) the longer values of the periodic RAU timer and Mabile
Reachable timer shall be supported.

A long periodic RAU/TAU timer value may be locally configured at SGSN or may be stored as part of the subscription
datain HSS. During Attach and RAU procedures the SGSN allocates the periodic RAU timer value as periodic RAU
timer to the UE based on VPLMN operator policy, low access priority indication from the MS, and subscription
information received from the HSS.

If SGSN receives a subscribed periodic RAU/TAU timer value from the HSS it allocates the subscribed value to the MS
as periodic RAU timer. A visited PLMN SGSN may use subscribed periodic RAU/TAU timer value, if available, asan
indication to decide for alocating a locally configured periodic RAU/TAU timer value to the MS.

5.3.14 Local IP Access (LIPA) function

The LIPA function enables an |P capable UE connected viaa HNB to access other |P capable entitiesin the same
residential/enterprise P network without the user plane traversing the mobile operator's network except HNB
subsystem.

LIPA isavailable for UTRAN access only.

For this Release of the specification there is no support for secondary PDP context on the PDN connection used for
Local IP Access.The PDN GW/GGSN shall reject any M S initiated Secondary PDP Context Activation Procedure or
any PDP Context Modification Procedure that is for the LIPA PDN Connection.

The LIPA function specified in TS 23.401 [89] clause 4.3.16 is applicable, with the SGSN node providing the functions
specified for the MME and the HNB providing the functions specified for the HeNB.
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The HNB supporting the LIPA function includes the Local GW address to the SGSN in every INITIAL UE MESSAGE
and every UTRAN Originated DIRECT TRANSFER control message as specified in TS 25.413 [56h)].

5.3.15 Voice domain preference and UE's usage setting

If the UE supports CS fallback, or the UE is configured to support IMS voice, or both, and the UE is E-UTRAN
capable, the UE shall include the information element "V oice domain preference and UE's usage setting” in Attach
Request and Routing Area Update Request messages. The purpose of this information element isto signal to the
network the UE's usage setting and voice domain preference for E-UTRAN. The UE's usage setting indicates whether
the UE behavesin avoice centric or data centric way (as defined in TS 23.221 [80]). The voice domain preference for
E-UTRAN indicates whether the UE is configured as CS Voice only, CS Voice preferred and IMS PS Voice as
secondary, IMS PS Voice preferred and CS Voice as secondary, or IMS PS Voice only (as defined in TS 23.221 [80]).

NOTE: Depending on operator's configuration, the UE's usage setting and voice domain preference for E-
UTRAN can be used by the network to choose the RFSP Index in use (see clause 5.3.5). As an example,
this enabl es the enforcement of selective idle mode camping over GERAN/UTRAN for voice centric UEs
relying on CS Fallback for voice support in E-UTRAN.

5.13.16 Support for Application / Service Layer Rate Adaptation

The UTRAN and the UE support of Explicit Congestion Notification (ECN) according to the RFC 3168 [115]) are
described in TS 23.401 [89], TS 25.401 [53] and TS 26.114 [116].

If the UTRAN cannot sustain the GBR of an active GBR bearer the RNC should initiate a RAB Release according to
clause 12.7.2. In addition, in case of UTRAN with GPRS (Gn/Gp SGSN with GGSN) the deactivation of the bearer is
handled differently. The GPRS supports RNC initiated "PDP Context modification” where bearers are preserved in the
core network for certain cases as described in clause 9.2.3.5 for architecture variants using Gn/Gp based interaction
with GGSN.

54 Logical Architecture

54.0 General

When based on Gn/Gp interfaces, the GPRS Core Network functionality is logically implemented on two network
nodes, the Serving GPRS Support Node and the Gateway GPRS Support Node. When based on S4/S5/S8 interfaces, the
GPRS Core Network functionality islogically implemented on three network nodes, the Serving GPRS Support Node,
the Serving Gateway and the PDN Gateway. No inference should be drawn about the physical configuration on an
interface from figure 2 or figure 2a.
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Figure 2. Overview of the GPRS Logical Architecture when based on Gn/Gp interfaces
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transition the use of MAP based Gr between the S4-SGSN and the HSS is not precluded.

Figure 2a: Overview of the GPRS Logical Architecture when based on S4/S5/S8 interfaces
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54.1 GPRS Core Network Nodes

5411 General

A GPRS Support Node (GSN) contains functionality required to support GPRS functionality for GERAN and/or
UTRAN. In one PLMN, there may be more than one GSN.

The SGSN and GGSN functionalities may be combined in the same physical node, or they may reside in different
physical nodes. The SGSN and the GGSN contain |P or other (operator's selection, e.g. ATM-SVC) routeing
functionality, and they may be interconnected with IP routers.

5.4.1.2 Gateway GPRS Support Node

The Gateway GPRS Support Node (GGSN) is the node that is accessed by the packet data network due to eval uation of
the PDP address. It contains routeing information for PS-attached users. The routeing information is used to tunnel
N-PDUsto the MS's current point of attachment, i.e. the Serving GPRS Support Node. The GGSN may request location
information from the HLR via the optional Gc interface. The GGSN isthe first point of PDN interconnection with a
PLMN supporting GPRS (i.e. the Gi reference point is supported by the GGSN). GGSN functionality is common for al
types of RANSs.

For emergency bearer service, the GGSN shall block any traffic that is not from/to addresses of network entities (e.g.
P-CSCF) providing emergency service. Thelist of allowed addresses may be configured by the operator.

5.4.1.3 Serving GPRS Support Node

The Serving GPRS Support Node (SGSN) is the node that is serving the MS. The SGSN supports GPRS for A/Gb mode
(i.e. the Gb interface is supported by the SGSN) and/or lu-mode (i.e. the lu interface is supported by the SGSN). At PS
attach, the SGSN establishes a mobility management context containing information pertaining to e.g. mobility and
security for the MS. At PDP Context Activation, the SGSN establishes a PDP context, to be used for routeing purposes,
with the GGSN that the subscriber will be using.

In lu mode, the SGSN and RNC may be interconnected with one or more I P routers.

In Gn/Gp mode and when the SGSN and the GGSN are in different PLM NS, they are interconnected via the Gp
interface. The Gp interface provides the functionality of the Gn interface, plus security functionality required for inter-
PLMN communication. The security functionality is based on mutual agreements between operators.

In Gn/Gp mode, the SGSN interworks signalling on the Gn/Gp interface with 1u/Gb interface signalling. In S4 mode,
the SGSN interworks signalling on the $4 interface with |u/Gb interface signalling. One SGSN may have some M Ss
using Gn/Gp mode and other M Ss using $4 mode.

The SGSN may send location information to the MSC/V LR viathe optional Gsinterface. The SGSN may receive
paging requests from the MSC/VLR viathe Gsinterface.

The SGSN interfaces with the GSM-SCF for optional CAMEL control using Ge reference point. Depending on the
result from the CAMEL interaction, the session and packet data transfer may proceed normally. Otherwise, interaction
with the GSM-SCF continues as described in TS 23.078 [8b]. Only the GSM-SCF interworking points are indicated in
the signalling procedures in this specification.

If there is already an emergency bearer activated, the SGSN shall reject any additional PDP context activation request
by the MS for emergency services.

54.1.4 Serving Gateway
The functionality of the Serving Gateway is defined in TS 23.401 [89] with the following additions and exceptions:
The Serving Gateway:

- terminates the user plane interface towards the UTRAN when the Direct Tunnel featureisin use;

- istheloca Mobility Anchor point for SRNS relocation when the Direct Tunnel feature isin use;

- istheloca Mohility Anchor for inter-SGSN routeing area update;
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- if EEUTRAN isnot in use in that PLMN, need not support functionality related to inter eNodeB mobility.

5415 PDN Gateway
The functionality of the PDN Gateway isdefined in TS 23.401 [89].

542 Packet Domain PLMN Backbone Networks

There are two kinds of backbone networks. These are called:
- intraaPLMN backbone network; and
- inter-PLMN backbone network.

TheintraPLMN backbone network is the IP network interconnecting SGSNs, GGSNs, Serving GWs and PDN GWs
within the same PLMN and it interconnects GGSNs and Serving GWs with RNCsif Direct Tunnel functionality is
supported.

Theinter-PLMN backbone network is the IP network interconnecting SGSNs, GGSNs, Serving GWs and PDN GWs
with intra-PLMN backbone networks in different PLMNSs.

( Packet Data Network s

\ /

(Kter-PLMN Backbone 3

Gi G ~f ai

Intra-PLMN Backbone Intra-PLMN Backbone

SGSN SGSN

RNC || RNC

PLMN A PLMN B

Figure 3: Intra- and Inter-PLMN Backbone Networks when based on Gn/Gp interfaces
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Figure 3a: Intra- and Inter-PLMN Backbone Networks when based on S5/S8 interfaces

Every intraePLMN backbone network is a private IP network intended for GPRS packet domain data and signalling
only. A private IP network is an IP network to which some access control mechanism is applied in order to achieve a
required level of security. Two intra-PLMN backbone networks are connected via the Gp interface using Border
Gateways (BGs) and an inter-PLMN backbone network. The inter-PLMN backbone network is selected by aroaming
agreement that includes the BG security functionality. The BG is not defined within the scope of GPRS. The inter-
PLMN backbone can be a Packet Data Network, e.g. the public Internet or aleased line.

5.4.3 HLR/HSS

The HLR/HSS contains GPRS and EPS subscription data and routeing information. The HLR/HSS is accessible from
the Gn/Gp SGSN viathe Gr interface, from the S4-SGSN via the S6d interface and from the GGSN viathe Gc
interface. For roaming M Ss, the HLR/HSS may bein adifferent PLMN than the current SGSN.

NOTE: Asspecifiedin clause 6.4, "between S4-SGSN and HSS, the interface is Diameter based (S6d); however,
to assist with SGSN transition the use of MAP based Gr between the S4-SGSN and HSS is not
precluded".

544 SMS-GMSC and SMS-IWMSC
The SMS-GM SC and SMS-IWM SC are connected to the SGSN via the Gd interface to enable the SGSN to support
SMS.

5.4.5 Mobile Stations (A/Gb mode)

An A/Gb mode MS operates in one of three modes of operation. The mode of operation depends on the network
domains that the MSis attached to, i.e. only PS or both PS and CS domain, and upon the MS's capabilities to operate PS
and CS domain services simultaneoudly.

- Class-A mode of operation: The MSis attached to both PS and CS domain, and the M S supports simultaneous
operation of PS and CS domain services.
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- Class-B mode of operation: The MSis attached to both PS and CS domain, but the MS can only operate one set
of services, PSor CS services, at atime.
- Class-C mode of operation: The MSis exclusively attached to the PS domain.
The three modes of operation are defined in TS 22.060 [3].
NOTE: Other technical specifications may refer to the MS modes of operation as GPRS class-A MS, GPRS
class-B MS, and GPRS class-C MS.

5.4.6 Mobile Stations (lu mode)

An lu mode M S operates in one of three modes of operation. However, these operation modes are different from the
ones of an A/Gb mode MS due to the capabilities of an lu mode RAN to multiplex CS and PS connections, due to
paging co-ordination for PS services and CS services that are offered by the CN or the UTRAN/GERAN-Iu, etc. The
different lu mode M S operation modes are defined as follows:

- CS/PS mode of operation: The MSis attached to both the PS domain and CS domain, and the MS is capable of
simultaneously signalling with the PS and CS core network domains. This mode of operation is comparable to
the class-A mode of operation defined for A/Gb mode. The ability to operate CS and PS services simultaneously
depends on the M S capabilities (for example an A/Gb mode M S of class B, which can not operate
simultaneously CS and PS services, may have the same limitations when changing to lu mode and CS/PS mode
of operation).

- PSmode of operation: The MSis attached to the PS domain only and may only operate services of the PS
domain. However, this does not prevent CS-like services to be offered over the PS domain (e.g. VolP). This
mode of operation is equivalent to the A/Gb mode GPRS class-C mode of operation.

- CSmode of operation: The MSis attached to the CS domain only and may only operate services of the CS
domain. However, this does not prevent PS-like service to be offered over the CS domain. The CS mode of
operation is outside the scope of this specification.

All combinations of different operation modes as described for A/Gb mode and lu mode M Ss shall be allowed for
GERAN and UTRAN multisystem terminals.

54.7 Charging Gateway Functionality

The Charging Gateway Functionality (CGF) described in TS 32.251 [70] isafunction of the Offline Charging System
(OFCS) whichisdescribed in TS 32.240 [94].

5.4.8 PCRF

The PCRF isthe policy and charging control element. PCRF functions are described in more detail in TS 23.203 [88].

5.4.9 HNB subsystem

A HNB subsystem consists of aHNB, aHNB GW and optionally a Local GW.

The Local IP Access function is achieved using aLocal GW (L-GW) co-located with the HNB.

Figure 5.4.9-1 and figure 5.4.9-2 illustrate LIPA for HNB connected to respectively EPC and Gn-based SGSN.
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Figure 5.4.9-1: LIPA architecture for HNB subsystem connected to EPC
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Figure 5.4.9-2: LIPA architecture for HNB connected to a Gn-based SGSN

The HNB Subsystem appears as an RNS to the core network and is connected by means of the lu-CS interface to the
MSC and by means of the lu-PS interface to the SGSN. When LIPA is activated, the HNB subsystem also has
following interface to the core network i.e.:

- For $4-SGSN, an S5 interface between the S-GW and the Local GW;
- For Gn-based SGSN, a Gn interface between the SGSN and the Local GW.

NOTE 1: Inthis specification and for simplification the term RNC (or RNS if used instead) refers to the HNB
subsystem if the M S accesses the network viaa HNB unless stated otherwise.

NOTE 2: Detailed functions of HNB and HNB GW are described in TS 25.467 [103].

The Local GW is the gateway towards the | P networks (e.g. residential/enterprise networks) associated with the HNB.
The Local GW functions are described in TS 23.401 [89], clause 4.4.9:

ETSI



3GPP TS 23.060 version 10.5.0 Release 10

ETSI TS 123 060 V10.5.0 (2011-11)

5.5 Assignment of Functions to General Logical Architecture

The functionsidentified in the functional model are assigned to the logical architecture.

Table 1: Mapping of Functions to Logical Architecture

Function A/Gb V] A/Gb lu A/Gb lu Serving [ GGSN | P-GW | HLR
mode - [ mode | mode | mode | mode | mode GW
MS MS RAN | RAN | SGSN | SGSN
Network Access Control:
Registration X
Authentication and X X X X X
Authorisation
Admission Control X X X X X X X X X
Message Screening X X
Packet Terminal Adaptation X X
Charging Data Collection X X X X X
Operator Determined Barring X X X
Packet Routeing & Transfer:
Relay X X X X X X X X X
Routeing X X X X X X X X X
Address Translation and X X X X X X X X
Mapping
Encapsulation X X X X X X X X
Tunnelling X X X X X X
Compression X X X X
Ciphering X X X X X
Mobility Management: X X X X X X X X
Logical Link Management:
Logical Link Establishment X X
Logical Link Maintenance X X
Logical Link Release X X
Radio Resource X X X X X

Management:
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5.6 User and Control Planes

5.6.1 User Plane (A/Gb mode)

5.6.1.1 MS — P-GW/GGSN

The user plane consists of alayered protocol structure providing user information transfer, along with associated
information transfer control procedures (e.g. flow control, error detection, error correction and error recovery). The user
plane independence of the Network Subsystem (NSS) platform from the underlying radio interface is preserved viathe
Gb interface. The following user plane is used in A/Gb mode.

Application
1P 1P
Rela
SNDCP SNDCPT GTP-U GTP-U
LLC LLC
Relay UDP UDP
RLC BSSGP
RLC BSSGP P P
MAC MAC | Network Network L2 L2
Service Service
GSM RF GSMRF| Llbis L1bis L1 L1
Um Gn/G
MS BSS Gb SGSN P GGSN
Figure 4: User Plane for A/Gb mode and for Gn/Gp
Application
IP 1P
Relay Relay
SNDCP i L+ GTP-U
SNDCP GTP-U GTP-U GTP-U
LLC LLC ubp | : [ UDP UDP UDP
Relay BSSGP
RLC ] (T2 I P P
RLC BSSGP
MAC | i | MAC | Network Network 2 || L2 L2 [ L2
Service Service
GSMRF | | | GSMRF| Libis L1bis L1 i un L [ L1
Um Gb S4 S5/S8 SGi
UE BSS SGSN S-GW P-GW

Figure 4a: User Plane for A/Gb mode and for GTP-based S5/S8

NOTE: Referto TS 23.402[90] for the S-GW - P-GW protocol stack with the PMIP-based S5/S8.
L egend:

- GPRS Tunnelling Protocol for the user plane (GTP-U): This protocol tunnels user data between core network
nodes in the backbone network. The GPRS Tunnelling Protocol shall encapsulate al PDP PDUs. GTPis
specified in TS 29.060 [26], or TS 29.274 [92].
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UDP carries GTP PDUs for protocols that do not need areliable datalink (e.g. IP), and provides protection
against corrupted GTP PDUs. UDP is defined in RFC 768 [39].

IP: Thisisthe backbone network protocol used for routeing user data and control signalling. The backbone
network may initially be based on the IPv4. Ultimately, 1Pv6 shall be used. When IPv6 is used in the backbone,
then 1Pv4 shall also be supported. IPv4 is defined in RFC 791 [40] and IPv6 is defined in RFC 2460 [48].

Subnetwork Dependent Convergence Protocol (SNDCP): This transmission functionality maps network-level
characteristics onto the characteristics of the underlying network. SNDCP is specified in TS 44.065 [16].

Logical Link Control (LLC): Thislayer provides a highly reliable ciphered logical link. LLC shall be
independent of the underlying radio interface protocols in order to allow introduction of alternative GPRS radio
solutions with minimum changes to the NSS. LLC is specified in TS 44.064 [15].

Relay: Inthe BSS, this function relays LLC PDUs between the Um and Gb interfaces. In the SGSN, this
function relays PDP PDUs either between the Gb and Gn interfaces or between the Gb and $4 interfaces.

Base Station System GPRS Protocol (BSSGP): This layer conveys routeing- and QoS-related information
between the BSS and the SGSN. BSSGP does not perform error correction. BSSGP is specified in
TS48.018[78].

Network Service (NS): This layer transports BSSGP PDUs. NSis specified in TS 48.016 [20].

RLC/MAC: Thislayer contains two functions: The Radio Link Control function provides a radio-solution-
dependent reliable link. The Medium Access Control function controls the access signalling (request and grant)
procedures for the radio channel, and the mapping of LLC frames onto the GSM physical channel. RLC/MAC is
defined in TS 44.060 [77].

GSM RF: Asdefined in the 3GPP TS 45.xxx series of specifications.

5.6.1.2 Core Network Node - Core Network Node
GTP-U GTP-U
UDP UDP
IP 1P
L2 L2
L1 L1
Gn or Gp
core or S5 or S8 core
network or S4 or network
node S16 node

Figure 5. User Plane for GTP-based Interfaces between Core Network Nodes

NOTE: Referto TS 23.402[90] for the protocol stack with the PMIP-based S5 or S8.

L egend:

GPRS Tunnelling Protocol for the user plane (GTP-U): This protocol tunnels user data between SGSNs and
GGSNs (Gn or Gp), between SGSNs and S-GW's ($4), between S-GWs and P-GW's (S5 or S8) and between
SGSNs in the backbone network (Gn or S16).

User Datagram Protocol (UDP): This protocol transfers user data between GSNs. UDP is defined in RFC 768.

5.6.2 User Plane (lu mode)

5.6.2.1 MS — GGSN user plane with GERAN in lu mode
NOTE 1: The user plane for GERAN in lu mode is described in TS 43.051 [74].

NOTE 2: The user plane for aHNB Subsystem in lu mode is described in TS 25.467 [103].

ETSI



3GPP TS 23.060 version 10.5.0 Release 10 a7 ETSI TS 123 060 V10.5.0 (2011-11)

5.6.2.2 MS — P-GW/GGSN user plane with UTRAN
Application
E.g. IP, E.g., IP,
PPP PPP
Relay Relay
PDCP PDCP GTP-U GTP-U GTP-U GTP-U
RLC RLC UDP/IP UDP/IP | UDP/IP UDP/IP
MAC MAC L2 L2 L2 L2
L1 L1 L1 L1 L1 L1
Uu lu-PS Gn Gi
MS UTRAN 3G-SGSN 3G-GGSN
Figure 6a: User Plane with UTRAN for Gn/Gp
Application
E.g ., IP, E.g,IP,
PPP PPP
Relay
PDCP PDCP GTP -U GTP -U
RLC RLC UDP/IP UDP/IP
MAC MAC L2 L2
L1 L1 L1 L1
Uu Iu-PS Gn Gi
MS UTRAN 3G - GGSN
Figure 6b: User Plane with UTRAN for Gn/Gp and Direct Tunnel
Application
IP
IP
Relay Relay Relay GTP-U
PDCP —
PDCP | GTP-U GTP GTP-U - GTP-U [ GTP-U
RLC —— RLC UDP/IP UDP/IP | UDP/IP —— UDP/IP | UDP/IP (~—  UDPI/IP
MAC | | MAC L2 L2 L2 [ ] L2 L2 || L2
L1 ] L L1 L1 Lr [ ] L Ly || L1
Uu lu S4 S5/S8 SGi
UE UTRAN SGSN S-GW P-GW
Figure 6¢: User Plane with UTRAN for GTP-based S5/S8
NOTE: Referto TS 23.402[90] for the SSGW - P-GW protocol stack with the PMIP-based S5/S8.
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Figure 6d: User Plane with UTRAN for GTP-based S5/S8 and Direct Tunnel

NOTE: Referto TS 23.402[90] for the SSGW - P-GW protocol stack with the PMIP-based S5/S8.

L egend:

Packet Data Convergence Protocol (PDCP): This transmission functionality maps higher-level characteristics
onto the characteristics of the underlying radio-interface protocols. PDCP provides protocol transparency for
higher-layer protocols. PDCP supports e.g. |Pv4, PPP and IPv6. Introduction of new higher-layer protocols shall
be possible without any changes to the radio-interface protocols. PDCP provides protocol control information
compression. PDCP is specified in TS 25.323 [57].

NOTE: Unlikein A/Gb mode, user data compression is not supported in lu mode, because the data compression

efficiency depends on the type of user data, and because many applications compress data before
transmission. It is difficult to check the type of datain the PDCP layer, and compressing all user data
reguires too much processing.

GPRS Tunnelling Protocol for the user plane (GTP-U): This protocol tunnels user data between UTRAN and the
3G-SGSN, and between the GSN CN nodes in the backbone network. GTP shall encapsulate all PDP PDUs.
GTPis specified in TS 29.060 [26].

SGSN controls the user plane tunnel establishment and may establish a Direct Tunnel between UTRAN and
GGSN as shown in Figure 6b or a Direct Tunnel between UTRAN and S-GW as shown in Figure 6d.

UDP/IP: These are the backbone network protocols used for routeing user data and control signalling.

Radio Link Control (RLC): The RLC protocol provideslogical link control over the radio interface. There may
be several simultaneous RLC links per MS. Each link isidentified by aBearer Id. RLC is defined in
TS 25.322 [55].

Medium Access Control (MAC): The MAC protocol controls the access signalling (request and grant)
procedures for the radio channel. MAC is specified in TS 25.321 [60].

5.6.2.3 Core Network Node - Core Network Node

This user plane is the same as for A/Gb mode, see clause "Core Network Node - Core Network Node" above.

5.6.3 Control Plane

The control plane consists of protocols for control and support of the user plane functions:

controlling the GPRS network access connections, such as attaching to and detaching from GPRS;

controlling the attributes of an established network access connection, such as activation of a PDP address;
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- controlling the routeing path of an established network connection in order to support user mobility; and
- controlling the assignment of network resources to meet changing user demands.

The following control planes are used in both A/Gb mode and Iu mode unless specifically indicated.

5.6.3.1 MS - SGSN (A/Gb mode)

GMM/SM GMM/SM

LLC LLC

Relay

RLC RLC SSGP BSSGP
MAC MAC | Network Network

Service Service

GSM RF GSM RF| Libis L1bis

Um Gb
MS BSS SGSN

Figure 7: Control Plane MS - SGSN in A/Gb mode

L egend:

- GPRS Mobility Management and Session Management (GMM/SM): This protocol supports mobility
management functionality such as GPRS attach, GPRS detach, security, routeing area update, location update,
PDP context activation, and PDP context deactivation, as described in clauses "M obility Management
Functionality” and "PDP Context Activation, Modification, Deactivation, and Preservation Functions'.

5.6.3.2 MS — SGSN (lu mode)
NOTE 1: The control plane for GERAN in lu mode is described in TS 43.051 [74].
NOTE 2: The control plane for aHNB Subsystem in lu modeis described in TS 25.467 [103].

GMM / GMM /
SM /SMS SM /SMS
Relay
RRC RANAP RANAP
RRC
SCCP SCCP
RLC RLC Signalling Signalling
Bearer Bearer
MAC MAC L2 L2
L1 L1 L1 L1
Uu lu-Ps
MS RNS SGSN

Figure 8: Control Plane MS - SGSN in lu mode

L egend:

- lumode Mobility Management and Session Management (GMM/SM): GMM supports mobility management
functionality such as attach, detach, security, and routeing area update, as described in clause "Mobility
Management Functionality”. SM supports PDP context activation and PDP context deactivation, as described in
clause "PDP Context Activation, Modification, Deactivation, and Preservation Functions".

- SMS supports the mobile-originated and mobile-terminated short message service described in TS 23.040 [§].

- Radio Access Network Application Protocol (RANAP): This protocol encapsulates and carries higher-layer
signalling, handles signalling between the 3G-SGSN and Iu mode RAN, and manages the GTP connections on
the lu interface. RANAP is specified in TS 25.413 [56b]. The layers below RANAP are defined in
TS 25.412 [56] and TS 25.414 [64].
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- Radio Link Control (RLC): The RLC protocol offerslogical link control over the radio interface for the
transmission of higher layer-signalling messages and SMS. RLC isdefined in TS 25.322 [55].

5.6.3.3 Gn/Gp-SGSN - HLR

MAP : MAP
TCAP : TCAP
sccp : sccp

Signalling | Signalling
Bearer ' Bearer

Gr
SGSN HLR

Figure 9: Control Plane Gn/Gp-SGSN - HLR

L egend:

- Mobile Application Part (MAP): This protocol supports signalling exchange with the HLR, as defined in
TS29.002 [23].

- TCAP and SCCP are the same protocols as used to support MAP in CS PLMNSs.

- The Signalling Bearer is one of the signalling bearers specified in TS 29.202 [72].

56.34 SGSN - MSC/VLR
BSSAP+ : BSSAP+
SCCP : SCCP
Signalling i Signalling
bearer : bearer
Gs
SGSN MSC/VLR

Figure 10: Control Plane SGSN - MSC/VLR

L egend:

- Base Station System Application Part + (BSSAP+): A subset of BSSAP procedures supports signalling between
the SGSN and MSC/VLR, as described in clause "Mobility Management Functionality” and in TS 29.018 [25].
The requirements for the lower layers are specified in TS 29.016 [24].

5.6.3.5 SGSN - EIR
MAP : MAP
TCAP : TCAP
SccP : SccP
Signalling i Signalling
bearer H bearer
Gf
SGSN EIR
Figure 11: Control Plane SGSN - EIR
L egend:

- Mobile Application Part (MAP): This protocol supports signalling between the SGSN and the EIR, as described
in clause "Identity Check Procedures'.
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5.6.3.5a S4-SGSN - EIR

Diameter Diameter
SCTP SCTP
IP IP
L2 L2
L1 L1
S13
S4-SGSN EIR
Legend:
- Diameter: This protocol supports MS identity check procedure between S4-SGSN and EIR (S13"), as
described in clause "ldentity Check Procedures". Diameter is defined in RFC 3588 [96].
- Stream Control Transmission Protocol (SCTP): This protocol transfers signalling messages. SCTP is
defined in RFC 2960 [35].
Figure 11A: Control Plane S4-SGSN - EIR
5.6.3.6 SGSN - SMS-GMSC or SMS-IWMSC
MAP E MAP
TCAP : TCAP
SCCP : SCCP
Signalling ' Signalling
bearer | bearer
Gd
SGSN SMS-MSC
Figure 12: Control Plane SGSN - SMS-GMSC and SGSN - SMS-IWMSC
L egend:

- Mobile Application Part (MAP): This protocol supports signalling between the SGSN and SMS-GM SC or
SMS-IWMSC, as described in clause " Point-to-point Short Message Service".

5.6.3.7 Core Network Node - Core Network Node
GTP-C GTP-C
UDP UDP
IP IP
L2 L2
L1 L1
Gn or Gp or
core S5 or S8 core
network or S4 or S16 network
node node

Figure 13: Control Plane for GTP-based Interfaces between Core Network Nodes

NOTE: Referto TS 23.402[90] for the SSGW - P-GW protocol stack with the PMIP-based S5 or S8.
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L egend:

- GPRS Tunnelling Protocol for the control plane (GTP-C): This protocol tunnels signalling messages between
SGSNs and GGSNs (Gn or Gp), between SGSNs and S-GW's ($4), between S-GWs and P-GWs (S5 or S8) and
between SGSNs in the backbone network (Gn or S16).

- User Datagram Protocol (UDP): This protocol transfers signalling messages between GSNs. UDP isdefined in
RFC 768 [39].

5.6.3.8 GGSN - HLR
NOTE: Thisinterfaceisnot supported when UEs are served via S5/S8.

This optional signalling path allows a GGSN to exchange signalling information with an HLR. There are two
alternative ways to implement this signalling path:

- If an SS7 interfaceisinstalled in the GGSN, the MAP protocol can be used between the GGSN and an HLR.

- If an SS7 interface isnot installed in the GGSN, any GSN with an SS7 interface installed in the same PLMN as
the GGSN can be used as a GTP-to-MAP protocol converter to allow signalling between the GGSN and an HLR.

5.6.3.8.1 MAP-based GGSN - HLR Signalling

MAP : MAP
TCAP : TCAP
sccp : sccp

Signalling i Signalling
bearer H bearer

Ge
GGSN HLR

Figure 14: Control Plane GGSN - HLR Using MAP

L egend:

- Mobile Application Part (MAP): This protocol supports signalling exchange with the HLR, as described in
clause "Network-Requested PDP Context Activation Procedure”.

5.6.3.8.2 GTP and MAP-based GGSN - HLR Signalling
: | nterworkini :
i MAP i MAP
GTPC : GTPC !
i TCAP : TCAP
UDP : UDP SCCP : SCCP
I I
P ! P !
L2 i L2 ggg:'rgrng i ggg:'rgrng
L1 E L1 i
Gn Gc
GGSN GSN HLR

Figure 15: Control Plane GGSN - HLR Using GTP and MAP

L egend:

- GPRS Tunnelling Protocol for the control plane (GTP-C): This protocol tunnels signalling messages between the
GGSN and the protocol-converting GSN in the backbone network.

- Interworking: This function providesinterworking between GTP and MAP for GGSN - HLR signalling.
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5.6.3.9 S4-SGSN - HSS
Diameter Diameter
Base+Apps Base+Apps
SCTP SCTP
P P
L2 L2
L1 L1
Séd
SGSN HSS
Legend:

- Diameter Base+Apps: Diameter Base Protocol as defined in RFC 3588 [96]. The Apps are various
Diameter Applications as necessary for the operation between SGSN and HSS.

- SCTP: This protocol guarantees delivery of upper layer packets between SGSN and the HSS with built-in
redundancy scheme. SCTP is defined in RFC 2960 [35].

Figure 15a: Control Plane S4-SGSN - HSS

NOTE: Asspecifiedin clause 6.4, between S4-SGSN and HSS, the interface is Diameter based (S6d); however,
to assist with SGSN transition the use of MAP based Gr between the S4-SGSN and HSS is not
precluded”.

5.7 Functionality Needed for Mobile IPv4

To support the optional Mobile IP services, see TS 23.121 [54], efficiently by GPRS, Foreign Agent (FA) functionality
needs to be provided in the GGSN. The interface between the GGSN and FA, including the mapping between the care
of IP address and the GTP tunnel inthe PLMN is not standardized as the GGSN and the FA are considered to be one
integrated node.

Mobile IP service needs aHome Agent (HA) to anchor the |P session. The HA isarouter that tunnels datagrams
to/from an FA. The FA tunnel 'de-tunnel s the datagrams between the M S and the HA.. In this case, the FA functionality
residesin the GGSN. The location of the HA is outside the scope of the 3GPP specifications.

The FA and HA functionality is specified in RFC 3344 [46].

The Mobile IPv4 mobility management capabilities described in this clause are in addition to and distinct from the
Mobile IP capabilities defined in TS 23.402 [90]. Support of Mobile IPv4 defined for the GGSN isretained in this
specification for support of legacy terminals. Interworking between Mobile IPv4 support in the GGSN and MIPv4 as
defined in TS 23.402 [90] is not defined for this release.

5.8 Functionality for Intra Domain Connection of RAN Nodes to
Multiple CN Nodes

The Intra Domain Connection of RAN Nodes to Multiple CN Nodes overcomes the strict hierarchy that restricts the
connection of a RAN node to just one CN node, and hence also to one SGSN. Thisimplies that a RAN node must be
able to determine which of the SGSNs, covering the area where an MSislocated, should receive the signalling and user
traffic sent from an MS. To avoid unnecessary signalling in the core network, an MS that has attached to one SGSN,
should generally continue to be served by this SGSN as long asthe MSisin the radio coverage of the pool area, to
which the SGSN is associated. The concept of pool areais a RAN based definition that comprises one or more RA(S)
that, from a RAN perspective, are served by a certain group of CN nodes. This does not exclude that one or more of the
SGSNsin this group serve RAs outside the pool area. This group of SGSNsis also referred to as an SGSN pool.

To enable the RAN node to determine which SGSN to select when forwarding messages from an MS, Intra Domain
Connection of RAN Nodes to Multiple CN Nodes defines a routing mechanism (and other related functionality).
Another routing mechanism (and other related functionality) is defined for the SGSNs that support the Intra Domain
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Connection of RAN Nodesto Multiple CN Nodes. The routing mechanism is required to find the correct old SGSN
(from the multiple SGSNs that are associated with a pool area). When an MS roams out of the pool area and into the
area of one or more SGSNs that do not know about the internal structure of the pool area where the MS roamed from,
the new SGSN will send the Identification Request message or the SGSN Context Request message to an SGSN that is
believed to be the old SGSN. This SGSN, which is associated with the same pool area as the actual old SGSN, resolves
the ambiguity of multiple SGSNsin the pool area and determines the correct old SGSN from the P-TMSI (or the TLLI).
The received message is then relayed to the correct old SGSN (unlessit isitself the correct old SGSN). The routing
mechanism in both the SGSNs and the RAN nodes utilises the fact that every SGSN that serves a pool area must have
its own unique value range of the P-TMSI parameter within the pool area.

NOTE: Following idle mode mobility from E-UTRAN to GERAN/UTRAN, the new SGSN needs to find the
"correct old MME" rather than the "correct old SGSN". As specified in TS 23.401 [89], E-UTRAN
capable M Ss process EPS I1Ds such that information in the RAl and P-TMSI or TLLI information
elements enable the new SGSN to reuse the existing mechanism for "finding the correct old SGSN" to
instead "find the correct old MME".

The requirements on, and the detailed functionality needed to support, the Intra Domain Connection of RAN Nodesto
Multiple CN Nodes are defined in TS 23.236 [ 73] and additional functionality and requirements related to interworking
with E-UTRAN are specified in TS 23.401 [89].

5.9 Functionality for network sharing

Network sharing allows multiple network operators to share aradio access network. In a shared network, an M S that
supports network sharing selects one of the operators and indicates it to the network. This alows the network to provide
services from the selected operator. For an M S that does not support network sharing, the network may select the
network operator that provides the services.

The functionality needed to support network sharing is defined in TS 23.251 [83].

5.10 IMS Emergency Session Support

5.10.1 Introduction

Emergency bearer services are provided to support IMS emergency sessions. Emergency bearer services are
functionalities provided by the serving network when the network is configured to support emergency services.
Emergency bearer services are provided to normal attached UEs and to UEsthat are in limited service state. Receiving
emergency servicesin limited service state does not require a subscription. To provide emergency bearer services as a
local service, node configuration parameters may be used to set service values that would otherwise be obtained from
subscription data.

When aPLMN supports IMS emergency servicesin UTRAN, all SGSNsin that PLMN shall have the same capability
to support emergency bearer services.

NOTE: IMSemergency session may be provided over GPRS without emergency procedures as specified from
this release of specifications. In such a scenario, GPRS is unaware of the emergency session and thus
provides no specific support explicitly required for such access.

5.10.2 PS Domain Functions for IMS Emergency Session Support

5.10.2.1 General

IMS emergency sessions over emergency access via packet core are supported for UTRAN access as well asinter-RAT
handover between UTRAN and E-UTRAN. Support for Packet Core (GPRS and EPS) emergency bearer services over
GERAN networks is not included in this Release and thus PS handover to GERAN access should not be performed
when IMS emergency sessions over EPS or GPRS using emergency bearer services are active.

The MS shall signal a cause specific for emergency as defined in TS 25.331 [52] when it requests an RRC connection in
relation to an emergency session. Specific situations that require setting the RRC establishment cause to emergency are
described in TS 24.008 [13].

ETSI



3GPP TS 23.060 version 10.5.0 Release 10 55 ETSI TS 123 060 V10.5.0 (2011-11)

5.10.2.2 Reachability Management for Emergency Attached MS in PMM-IDLE state

An emergency attached MS when its periodic RA update timer expires shall not initiate a periodic RAU procedure but
enter PMM- DETACHED state. The SGSN assigns the periodic RAU timer val ue to emergency attached MS. This
timer keeps the M'S emergency attached after change to PMM-IDLE state to allow for a subsequent emergency service
without a need to emergency attach again. For emergency attached M S the SGSN runs a mobile reachable timer with a
similar value to the MS's periodic RAU timer. Any time after expiry of thistimer the SGSN may change the PMM state
of an emergency attached MS to PMM- DETACHED.

5.10.2.3 Mobility and Access Restrictions for Emergency Services

When Emergency Services are supported and local regulation requires Emergency Calls to be provided regardless of
mobility or access restrictions, regional subscription restrictions or access restrictions (see TS 23.221 [80] and

TS 23.008[79]) e.g. CSG restrictions, should not be applied to M Ss receiving emergency services. When the RABs for
emergency bearers are established, the ARP values for emergency bearer services indicate the usage for emergency
servicesto the UTRAN. The source UTRAN and source SGSN ignore any M S related restrictions during handover
evaluation when there are active emergency bearers. UTRAN shall not initiate handover to GERAN PS domain.

During Routing Area Update procedures, including a RAU as part of a handover, the target SGSN ignores any mobility
or access restrictions for MS with emergency bearer services where required by local regulation. Any non emergency
bearer services are deactivated, according to clause 9.2.4.2, by the target SGSN when not allowed by the subscription
for the target location. Such M Ss behave as emergency attached. To allow the emergency attached M S to get access to
normal services after the emergency call has ended and when it has moved to anew areathat is not stored by the MS as
aforbidden area, the MS may explicitly detach and reattach to normal services without waiting for the emergency PDN
connection deactivation by the PDN GW or GGSN.

This functionality appliesto all mobility procedures.

5.10.3 Attach handling

AnMSin limited service state, as specified in TS 23.122 [7b], initiates the GPRS Attach procedure by indicating that
the attach procedure is for emergency services. The Attach Request message for emergency attach purpose is indicated
as Attach Type "GPRS Emergency Attach”. Also MSsthat had attached for normal service and do not have emergency
bearers established and are camped on a cell, where the MSisin limited service state (e.g. because of changeto a
restricted Tracking Area or not allowed CSG), shall initiate this Attach procedure, indicating that the attach is to receive
emergency services. The network which support emergency services for an MSin limited service state provides
emergency attach service to this MS, according to regulatory requirements. The UESin limited service state determine
that the cell supports emergency bearer services for IMS based emergency calls over UTRAN from a broadcast
indicator in AS.

TS 23.401 [89] describesin clause "IMS Emergency Session Support" how the network provides emergency services
according to different local regulations. Roaming or mobility restrictions are not applied when the network supports
emergency services. Emergency Attach is supported only in UTRAN access.

An MSthat camps normally on acell, i.e. without any conditions that result in limited service state, initiates the normal
GPRS attach procedure if not already attached. A normal attached IMS enabled M S is assumed to have a non-
emergency PDN connection. A normal attached M S initiates the GPRS PDP Context Activation procedure by
indicating emergency service to receive emergency bearer services. The UEsthat camp normally on acell are informed
that the PLMN supports emergency bearer services for IMS based emergency calls over UTRAN from the Emergency
Service Support indicator in the Attach and RAU procedures. If the NAS signalling that the MS performsin order to
obtain emergency bearer services fails due to the network applying NAS level congestion control as per clause 5.3.6.2,
the MS applies the emergency attach behaviour as specified for MSsin limited service state.

NOTE 1: Failure of the normal initial attach may occur e.g. when the network rejects the request with a back-off
time.

NOTE 2: The establishment of the emergency bearer services may fail e.g. when the MS needs to perform a RAU
procedure prior to the GPRS PDP Context Activation procedure, i.e. the MS moved into a non-registered
Routeing Area with the MM back-off timer running in the MS. Another example is when the MS needs to
perform a Service Request procedure prior to the GPRS PDP Context Activation procedure, i.e. the MSis
in PMM-IDLE state when the emergency call is triggered.
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The details for Emergency Attach are included in the Combined GPRS/IM S| Attach procedure, see clause 6.5.3.

5.10.4 PDP Context Activation for emergency bearer services

The procedure is executed after the M S has successfully performed a GPRS attach and is valid for both normal and
limited service state. The MS shall always activate a new PDP Context when emergency bearer services are invoked.
When the M'S detects an emergency call and it is required to establish a PDP context within the same network as the
SGSN, the M S performs a PDP context activation with an indication of emergency usage so that emergency call
handling can be provided by the local network per configuration without subscription limitations. The request for
emergency bearer servicesisindicated as Request Type "emergency” in the PDP Context Activation message.

MS request for emergency PDP context activation is added into the PDP Context Activation Procedurein
clause9.2.2.1.

The enhancements to support M S request for emergency PDP context activation are:
a) The PDP Context Activation Request includes an indication of emergency usage.
b) Configuration parametersin the network are used to override subscription limitations such as bearer QoS.

The PDN GW/GGSN sdlection function in the SGSN shall derive a PDN GW/GGSN identity in the visited PLMN by
using the Emergency APN. The PDN GW/GGSN addressis derived from the PDN GW/GGSN identity by using the
Domain Name Service function. If the Domain Name Service function provides alist of PDN GW/GGSN addresses,
one PDN GW/GGSN addressis selected from thislist. If the selected PDN GW/GGSN cannot be used, e.g. due to an
error, then another PDN GW/GGSN is selected from the list. The specific interaction between the SGSN and the
Domain Name Service function may include functionality to allow for the retrieval or provision of additional
information regarding the PDN GW capabilities (e.g. whether the PDN GW supports PMIP based or GTP-based S5/S8,
or both).

If there is already an emergency bearer activated, the SGSN shall reject any PDP context activation request for normal
services if the mobility and access restrictions do not allow the MS to access normal services.

If the PDN GW/GGSN identity is statically configured in the SGSN, then it may be a FQDN or an IP Address[es].

5.10.5 Handling of PDN Connections for Emergency Bearer Services

The PDP contexts (described in clause 5.10.4) of aPDN Connection associated with the emergency APN shall be
dedicated for IMS emergency sessions and shall not allow any other type of traffic. The Emergency PDP contexts shall
not be changed to normal PDP contexts and vice versa.

The PDN GW/GGSN shall block any traffic that is not from or to addresses of network entities (e.g. P-CSCF) providing
IMS emergency service. If PCC is not deployed, the list of allowed addresses may be configured in the

PDN GW/GGSN by the operator. When dynamic PCC is deployed, the procedures are as described in TS 23.203 [88].

If there is already an emergency PDN connection, the M S shall not request another emergency PDN Connection. The
SGSN shall reject any additional emergency PDN Connection requests. The M S shall not initiate any Secondary PDP
Context Activation Procedure or any PDP Context Modification Procedure for the emergency PDN connection. The
PDN GW/GGSN shall reject any M Sinitiated Secondary PDP Context Activation Procedure or any PDP Context
Modification Procedure that is for the emergency PDN Connection.

The ARP reserved for emergency bearer service shall only be assigned to bearers associated with an emergency PDN
Connection. When PCC is not used the PDN GW/GGSN provides static policy.

For emergency attached MS, SGSN initiates an implicit detach based on an inactivity timeout specific to emergency.

ETSI



3GPP TS 23.060 version 10.5.0 Release 10 57 ETSI TS 123 060 V10.5.0 (2011-11)

6 Mobility Management Functionality

6.1 Definition of Mobility Management States

6.1.0 General

The Mobility Management (MM) activities related to a subscriber are characterised by one of three different MM states.
In A/Gb mode, the MM states for a GPRS subscriber are IDLE, STANDBY, and READY . In lu mode, the MM states
for a GPRS subscriber are PMM-DETACHED, PMM-IDLE, and PMM-CONNECTED. Each state describes a certain
level of functionality and information allocated. The information sets held at the MS and the SGSN are denoted MM
context.

The MM state relates only to GPRS MM activities of a subscriber. The MM state is independent of the number and
state of PDP contexts for that subscriber.

NOTE: A GERAN/UTRAN MSthat isalso capable of E-UTRAN access has both MM states and EPS Mobility
Management (EMM) states. The EMM states and the effects on the EMM and MM states of inter-RAT
mobility between GERAN/UTRAN and E-UTRAN are described in TS 23.401 [89].

6.1.1 Mobility Management States (A/Gb mode)

6.1.1.1 IDLE (GPRS) State

In GPRS IDLE state, the subscriber is not attached to GPRS mobility management. The MS and SGSN contexts hold no
valid location or routeing information for the subscriber. The subscriber-related mobility management procedures are
not performed.

The MS performs PLMN selection and cell selection and re-selection.

Data transmission to and from the mobile subscriber as well as the paging of the subscriber is not possible. The GPRS
MS is seen as not reachable in this case.

In order to establish MM contextsin the MS and the SGSN, the M S shall perform the GPRS Attach procedure.

6.1.1.2 STANDBY State

In STANDBY state, the subscriber is attached to GPRS mobility management. The MS and SGSN have established
MM contexts as described in clause "Information Storage".

Pages for data or signalling information transfers may be received. It is aso possible to receive pages for the CS
services viathe SGSN. Data reception and transmission are not possiblein this state.

The M S performs GPRS Routeing Area (RA) and GPRS cell selection and re-selection locally. The M S executes
mobility management procedures to inform the SGSN when it has entered a new RA. The M S does not inform the
SGSN on a change of cell in the same RA. Therefore, the location information in the SGSN MM context contains only
the GPRS RAI for MSsin STANDBY state.

The MS may initiate activation or deactivation of PDP contexts whilein STANDBY state. A PDP context shall be
activated before data can be transmitted or received for this PDP context.

The SGSN may have to send data or signalling information to an MSin STANDBY state. The SGSN then sends a
Paging Request in the routeing area where the MSislocated if PPF is set. If PPF is cleared, then paging is not done.
The MM state in the MSis changed to READY when the M S responds to the page, and in the SGSN when the page
response is received. Also, the MM state in the MSis changed to READY when data or signalling information is sent
from the MS and, accordingly, the MM state in the SGSN is changed to READY when data or signalling information is
received fromthe MS.

The MS or the network may initiate the GPRS Detach procedure to move to the IDLE state. After expiry of the mobile
reachable timer the SGSN may perform an implicit detach in order to return the MM contextsin the SGSN to IDLE
state. The MM and PDP contexts may then be deleted.
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For S4-SGSN, after expiry of the mobile reachable timer the SGSN should clear the PPF flag in the SGSN and start an
Implicit Detach timer, with arelatively large value and if ISR is activated, at least dightly larger than the UE's
GERAN/UTRAN Deactivate ISR timer. After the Implicit Detach timer expires, the S4-SGSN can perform an implicit
detach in order to return the MM contextsin the SGSN to IDLE state.

6.1.1.3 READY State

In READY dtate, the SGSN MM context corresponds to the STANDBY MM context extended by location information
for the subscriber on the cell level. The M S performs mobility management procedures to provide the network with the
actual selected cell. GPRS cell selection and re-selection isdone locally by the MS, or may optionally be controlled by
the network.

Anidentifier of the cell, the Cell Global Identity including RAC and LAC, isincluded in the BSSGP header of the data
packet fromthe MS; see TS 48.018 [78].

The MS may send and receive PDP PDUs in this state. The network initiates no GPRS pages for an MSin READY
state. Pages for other services may be done viathe SGSN. The SGSN transfers downlink data to the BSS responsible
for the subscriber's actual GPRS cell.

The MS may activate or deactivate PDP contexts while in READY state.

Regardlessif aradio resource is allocated to the subscriber or not, the MM context remainsin the READY state even
when there is no data being communicated. A timer supervisesthe READY state. An MM context moves from READY
stateto STANDBY state when the READY timer expires. In order to move from READY stateto IDLE state, the MS
initiates the GPRS Detach procedure.
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The movement from one state to the next is dependent on the current state (IDLE, STANDBY, or READY) and the
event that occurs (e.g. GPRS attach).

READY timer expiry

Forceto STANDBY

GPRS Detach

PDU transmission

STANDBY

MM State Model of MS

Implicit Detach

Cancel Location

GPRS Detach
GPRS Attach or
Cancel Location

or

READY timer expiry
or

Forceto STANDBY
or
Abnormal RLC condition

STANDBY

MM State Model of SGSN

PDU reception

Figure 16: Functional Mobility Management State Model

Figure 16 describes the following state transitions:

Moving from IDLE to READY:

- GPRS Attach: The MS requests access and alogical link to an SGSN isinitiated. MM contexts are established at
the MS and SGSN.

Moving from STANDBY to IDLE:

- Implicit Detach: The MM and PDP contexts in the SGSN shall return to IDLE and INACTIVE state. The MM
and PDP contextsin the SGSN may be deleted. The GGSN PDP contexts shall be deleted. If ISR is not
activated, the P-GW and S-GW bearer contexts shall be del eted.

- Cancel Location: The SGSN receivesa MAP Cancel Location message from the HLR, and removes the MM and
PDP contexts.

Moving from STANDBY to READY:

- PDU transmission: The MS sends an LLC PDU to the SGSN, possibly in response to a page.

- PDU reception: The SGSN receives an LLC PDU from the MS.

Moving from READY to STANDBY:

- READY timer expiry: The MS and the SGSN MM contexts return to STANDBY state.
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- Forceto STANDBY: The SGSN indicates an immediate return to STANDBY state before the READY timer
expires.

- Abnormal RLC condition: The SGSN MM context returnsto STANDBY state in case of delivery problems on
the radio interface or in case of irrecoverable disruption of a radio transmission.

Moving from READY to IDLE:

- GPRS Detach: The MS or the network requests that the MM contexts return to IDLE state and that the PDP
contexts return to INACTIVE state. The SGSN may delete the MM and PDP contexts. The PDP contexts in the
GGSN/P-GW and S-GW shall be deleted.

- Cancel Location: The SGSN receives a MAP Cancel Location message from the HLR, and removes the MM and
PDP contexts.

6.1.2 Mobility Management States (lu mode)

6.1.2.1 PMM-DETACHED State

In the PMM-DETACHED state there is no communication between the MS and the 3G-SGSN. The MS and SGSN
contexts hold no valid location or routeing information for the MS. The MS MM state machine does not react on system
information related to the 3G-SGSN. The MSis not reachable by a 3G-SGSN, asthe M S location is not known.

In order to establish MM contextsin the MS and the SGSN, the MS shall perform the GPRS Attach procedure. When
the PS signalling connection is established between the MS and the 3G-SGSN for performing the GPRS attach, the state
changesto PMM-CONNECTED in the 3G-SGSN and in the MS. The PS signalling connection is made up of two parts:
an RRC connection and an lu connection.

6.1.2.2 PMM-IDLE State

The MS location is known in the 3G-SGSN with an accuracy of arouteing area. Paging is needed in order to reach the
MS, e.g. for signalling. The MS and SGSN have established MM contexts as described in clause " Information Storage”.

The MS shall perform arouteing area update if the RA changes. Signalling towards the HLR is needed if the 3G-SGSN
does not have an MM context for thisM S,

The MS and 3G-SGSN shall enter the PMM-CONNECTED state when the PS signalling connection is established
between the M S and the 3G-SGSN.

GPRS detach changes the state to PMM-DETACHED. The 3G-SGSN may perform an implicit GPRS detach any time
after the M S reachable timer expiry. The MS's MM context is deleted, preferably after a certain (implementation
dependent) time. The HLR may be informed about the deletion (see clause "Purge Function”).

For S4-SGSN, after expiry of the mobile reachable timer the 3G-SGSN should clear the PPF flag in the SGSN and start
an Implicit Detach timer, with ardatively large value and if ISR is activated, at least slightly larger than the UE's
GERAN/UTRAN Deactivate | SR timer. After the Implicit Detach timer expires, the SGSN can perform an implicit
detach in order to return the MM contextsin the SGSN to PMM-DETACHED state.

6.1.2.3 PMM-CONNECTED State

The MS location is known in the 3G-SGSN with an accuracy of a serving RNC. In the PMM-CONNECTED state, the
location of the MSis tracked by the serving RNC. The M S performs the routeing area update procedure when RAI in
the MM system information changes.

When an MS and a 3G-SGSN are in the PMM-CONNECTED state, a PS signalling connection is established between
the MS and the 3G-SGSN.

In the 3G-SGSN, PS signalling connection release or failed downlink transfer with cause "IMSI unknown in RNC"
changes the state to PMM-IDLE.

The MS shall enter the PMM-IDLE state when its PS signalling connection to the 3G-SGSN has been released or
broken. This release or failure is explicitly indicated by the RNC to the M S or detected by the MS (RRC connection
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failure). The radio connection shall also be released if a URA update fails because of "RRC connection not established",
or if the URA update timer expires while the MSis out of UTRAN (or lu mode GERAN) coverage.

After asignalling procedure (e.g. routeing area update), the 3G-SGSN may decide to release the PS signalling
connection, after which the state is changed to PMM-IDLE.

GPRS detach changes the state to PMM-DETACHED.

6.1.2.4 State Transitions and Functions

Figure 17 introduces the MM states for a GPRS subscriber (PMM). The states and activations are further described
below the figure.

PMM-
DETACHED

PMM-
DETACHED

Detach,
PS Attach Reject, PS Detach
RAU Reject

Detach,
PS Attach Reject
RAU Reject

PS Detach

PS Attach PS Attach

PS Signalling
onnegtion Release

PS Signalling
onnegtion Release

PMM-
< CONNECTED

SM-ACTIVE or N SM-ACTIVE or
INACTIVE PS Signalling INACTIVE
Connection Establish

PMM-
CONNECTED

SM-ACTIVE or
INACTIVE

PMM-IDLE PMM-IDLE

SM-ACTIVE or
INACTIVE

PS Signalling
Connection Establish

Serving RNC
relocation

MS MM States 3G-SGSN MM States

Figure 17: PMM State Model

NOTE: Inboth the PMM-IDLE and the PMM-CONNECTED states, session management may or may not have
activated a PDP context. The consequenceisthat in PMM-CONNECTED state, only asignalling
connection may be established. In PMM-IDLE state, a PDP context may be established, but no
corresponding connection over the lu interface nor the radio are established.

Moving from PMM-DETACHED to PMM-CONNECTED intheMS;

- GPRS Attach: The MM context shall move to the PMM-CONNECTED state when a PS signalling connection is
established between the M S and the 3G-SGSN for performing a GPRS attach. If the GPRS attach is accepted an
MM context is created in the M S.

Moving from PMM-CONNECTED to PMM-DETACHED intheMS;

- GPRS Detach: The MM context shall move to the PMM-DETACHED state when the PS signalling connection
is released between the MS and the 3G-SGSN after the M S has performed a GPRS detach or after the network-
initiated GPRS detach is performed. The MM context in the MS may be del eted.

- RAU Regject: The MM context shall move to the PMM-DETACHED state when the PS signalling connection is
released between the MS and the 3G-SGSN after a RAU isrejected by the 3G-SGSN. The MM context may be
deleted.

- GPRS Attach Reject: The MM context shall move to the PMM-DETACHED state when the PS signalling
connection is rel eased between the M S and the 3G-SGSN after a GPRS attach is rejected by the 3G-SGSN. The
MM context may be deleted.

Moving from PMM-CONNECTED to PMM-IDLE intheMS:

- PS Signalling Connection Release: The MM context shall move to the PMM-IDLE state when the PS signalling
connection is released.

ETSI



3GPP TS 23.060 version 10.5.0 Release 10 62 ETSI TS 123 060 V10.5.0 (2011-11)

Moving from PMM-IDLE to PMM-CONNECTED inthe MS:

- PS Signalling Connection Establishment: The MM context shall move to the PMM-CONNECTED state when
the PS signalling connection is established between the M S and the 3G-SGSN.

Moving from PMM-IDLE to PMM-DETACHED inthe M S

- Implicit GPRS Detach: The MM context shall locally move to the PMM-DETACHED state, e.g. in the case of
removal of the battery, the USIM, or the SIM from the TE.

Moving from PMM-DETACHED to PMM-CONNECTED in the 3G-SGSN:

- GPRS Attach: The MM context shall move to the PMM-CONNECTED state when a PS signalling connection is
established between the MS and 3G-SGSN for performing a GPRS attach. If the GPRS attach is accepted, an
MM context is created in the 3G-SGSN.

Moving from PMM-CONNECTED to PMM-DETACHED in the 3G-SGSN:

- GPRS Detach: The MM context shall move to the PMM-DETACHED state when the PS signalling connection
is released between the MS and the 3G-SGSN after the M S has performed a GPRS detach or after the network-
initiated GPRS detach is performed. The MM context in the 3G-SGSN may be deleted.

- RAU Regject: The MM context shall move to the PMM-DETACHED state when the PS signalling connection is
released between the MS and the 3G-SGSN after a RAU isrejected.

- GPRS Attach Reject: The MM context shall move to the PMM-DETACHED state when a PS signalling
connection is rel eased between the M S and the 3G-SGSN after a GPRS attach is rejected by the 3G-SGSN.

Moving from PMM-CONNECTED to PMM-IDLE in the 3G-SGSN:

- PSSignalling Connection Release: The MM context shall move to the PMM-IDLE state when the PS signalling
connection is released.

Moving from PMM-IDLE to PMM-CONNECTED in the 3G-SGSN:

- PS Signalling Connection Establishment: The MM context shall move to the PMM-CONNECTED state when
the PS signalling connection is established.

Moving from PMM-IDLE to PMM-DETACHED in the 3G-SGSN:

- Implicit GPRS Detach: The MM context may locally move to the PMM-DETACHED state after expiry of the
MS Reachable timer. The MM and PDP context(s) in the 3G-SGSN may be deleted, preferably after an
implementation-dependent time. For $4-SGSN, the MM context may locally move to the PMM-DETACHED
state after expiry of the Implicit Detach timer.

6.1.2.4.1 Handling of Un-synchronous States in the UE and the Network

6.1.24.1.1 Unsynchronous PMM states in the UE and the SGSN

In case of RRC connection release with cause "Directed Signalling connection re-establishment™ or in case of an error,
the PMM state of the MS and the 3G-SGSN may lose synchronisation. In this case the MS may bein the PMM-IDLE
state while the 3G-SGSN isin the PMM-CONNECTED state.

NOTE 1: The opposite (MSin the PMM-CONNECTED state and SGSN in the PMM-IDLE state) shall never
happen because the 3G-SGSN may not have the RAI where the MSisreally located, so downlink transfer
isimpossible until the periodic URA update timer expires.

This situation is recovered by a successful M S initiated connection establishment, e.g. for a RAU or for data transfer, or
by afailed downlink transfer with cause "IM S| unknown in RNC", triggering a paging procedure from the 3G-SGSN.

If the SGSN in PMM-CONNECTED state receives lu connection establishment request from the M S, the SGSN shall
ensure the new [u connection and the existing one are for the same M S, and if so the SGSN shall process the new
request and release existing lu connection and all RABs associated with it. To ensure that the new [u connection and the
existing one are for the same M S, the SGSN may perform the security functions. If the lu connection establishment
request is for signalling only and if Direct Tunnel was established for the MS, the SGSN (in Gn/Gp mode) sends Update
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PDP Context Request(s) to the GGSN(s) or the SGSN (in S4/S5/S8 mode) sends Update Bearer Request to the S-GW,
to establish the GTP tunnels between SGSN and GGSN(s)/S-GW. If the lu connection establishment request is for data
transfer the SGSN may immediately establish a new direct tunnel and, in Gn/Gp mode, send Update PDP Context
Request(s) to the GGSN(s) or, in S4/S5/S8 mode, send Update Bearer Request to the S-GW and include the RNC's
Address for User Plane and, downlink TEID for data.

The UE shall also perform a RAU procedure immediately on entering PMM-IDLE state when it has received a RRC
Connection Release message with cause "Directed Signalling connection re-establishment” even if the RA has not
changed since the last update. The UE shall perform a subsequent Service regquest procedure after successful completion
of the RA Update procedure to re-establish the radio access bearer when it has pending user data to send.

NOTE 2: The RNC will send aRRC CONNECTION RELEASE message with cause "Directed Signalling
Connection re-establishment" when it is unable to contact the SRNC to validate the UE due to lack of lur
connection (see TS 25.331[52]).

6.1.2.4.1.2 Unsynchronous states in the UE and the UTRAN

In abnormal cases, the UTRAN can believe the UE isin the RRC-CONNECTED state while the UE is actually in the
RRC-IDLE state.

Symptoms of this condition are that the UTRAN has an lu interface connection to the SGSN and the UTRAN pages
with the RNTI but receives no answer from the UE.

For UTRAN paging triggered by CS domain pages, the RNC should take the responsibility to recover this situation by
re-paging with the Core Network Identity in the cells of that RNC which are in the Location Areaindicated by the CN.
A conseguence of thisre-paging isthat it may lead to the RNC having two RRC connections for one UE but different
RNTIs. To resolve this, when the RNC receives the Common ID message from the MSC, the RNC may request the
release of the 1u-PS connection associated with any different RNTI previously associated with that IMSI.

6.2 Mobility Management Timer Functions

6.2.1 READY Timer Function (A/Gb mode)

The READY timer function maintainsthe READY timer in the MS and SGSN. The READY timer controls the time an
MSremainsin READY stateinthe MS and the SGSN. The READY timer shall be reset and begin running inthe MS
when an LLC PDU istransmitted, and in the SGSN when an LLC PDU is correctly received. When the READY timer
expires, the MS and SGSN MM contexts shall return to STANDBY state.

Thelength of the READY timer shall be the samein the MS and SGSN. The initial length of the READY timer shall be
defined by a default value. The SGSN, and only the SGSN, may change the length of the READY timer by transmitting
anew value in the Attach Accept or Routeing Area Update Accept messages.

If the READY timer length is set to zero, the MS shall immediately be forced into STANDBY state. If the timer length
isset to al 1s (binary), the READY timer function shall be deactivated, i.e. the timer no longer runs and the M S
remainsin READY dtate.

6.2.2 Periodic RA Update Timer Function

The Periodic RA Update Timer function monitors the periodic RA update procedure in the MS. The length of the
periodic RA update timer is sent in the Routeing Area Update Accept or Attach Accept message. The periodic RA
update timer is unique within an RA. Upon expiry of the periodic RA update timer, the M S shall start a periodic
routeing area update procedure.

The SGSN may allocate long periodic RAU timer value to the MS as per clause 5.3.13.5.

If the MSisin GERAN/UTRAN coverage but out of GERAN/UTRAN PS coverage when the periodic RA update timer
expires, then, if the MSis M Sl-attached to a network in network operation mode I, the periodic location update
procedure (or other appropriate location update procedure) shall be started immediately. In addition, and irrespective of
whether or not the MS was IM Sl -attached, regardless of the network operation mode, the periodic RA update procedure
(or other appropriate update procedure) shall be started as soon as the M S returns to GERAN/UTRAN PS coverage.
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If the MSisout of GERAN/UTRAN PS coverage or camps on E-UTRAN when the periodic RA update timer expires
then:

- if the MSisboth IMSI- and GPRS-attached and returnsto GERAN/UTRAN coverage in a cell that supports
packet-domain servicesin network operation mode I, then the combined RA / LA update procedure with IMS|
attach requested shall be started as soon as the M S returns to GERAN/UTRAN coverage,

- if the MSisboth IMSI- and GPRS-attached and returnsto GERAN/UTRAN coverage in a cell that supports
packet-domain servicesin network operation mode Il or I11, or if a GPRS only-attached M S returns to
GERAN/UTRAN coverage in a cell that supports packet-domain services, then the periodic RA update
procedure shall be started as soon as the M S returns to GERAN/UTRAN coverage; or

- if the MSreturnsto GERAN/UTRAN coverage in a cell that does not support packet-domain services, and if the
MS is IMSl-attached, then the periodic location update procedure (or other appropriate location update
procedure) shall be started as soon as the M S returns to GERAN/UTRAN coverage in that cell. In addition, and
irrespective of whether or not the MS was IM Sl-attached, the periodic RA update procedure (or other
appropriate update procedure) shall be started as soon as the MS returns to GERAN/UTRAN PS coverage.

If the MS lost GERAN/UTRAN PS coverage or camped on E-UTRAN but the periodic RA update timer did not expire
while not camping on a GERAN/UTRAN PS cell, then the M S shall not perform the periodic RA update procedure
because of the MS's return to GERAN/UTRAN PS coverage.

If the MS lost GERAN/UTRAN coverage or camped on E-UTRAN but the periodic RA update timer did not expire
while not camping on a GERAN/UTRAN cell, the M S shall not perform the periodic RA update procedure because of
the MS'sreturn to GERAN/UTRAN coverage.

If the MS's periodic RAU timer expires and ISR is activated the MS shall start the GERAN/UTRAN Deactivate ISR
timer. After the GERAN/UTRAN Deactivate | SR timer expiresthe MS shall deactivate ISR by settingits TIN to
"GUTI".

The GERAN/UTRAN Deactivate | SR timer is stopped when the M S performs a successful RAU.

6.2.3 Mobile Reachable Timer Function

The Mobile Reachable Timer function monitors the periodic RA update procedure in the SGSN. The mobile reachable
timer shall be dightly longer than the periodic RA update timer used by an MS.

The mobile reachable timer is stopped when the READY state or PMM-CONNECTED state is entered. The mobile
reachable timer is reset and started when the state returnsto STANDBY or PMM-IDLE.

If the mobile reachable timer expires, the SGSN shall clear PPF. Typically, in GPRS, this causes the SGSN to stop
sending GPRS paging or CS paging messages to the MS, but other features (e.g. MSC/VLR-based call forwarding) may
happen immediately. PPF is set when the next activity from the MSis detected. The MM and PDP contexts shall be
kept in the SGSN.

When an MSfirst registersin an SGSN, then PPF is set.
The PPF in the SGSN is specific to GERAN/UTRAN access.

TS 23.401 [89] specifies a separate PPF for E-UTRAN. If the SGSN is combined with an MME, the SGSN's PPF shall
have no impact on whether or not the MME performs paging in E-UTRAN.

When the SGSN applies General NAS level Mobility Management Congestion Control to aM S, the SGSN may need to
adjust the mobile reachable timer and/or implicit detach timer (as clause 5.3.6.2.4).

6.3 Interactions Between SGSN and MSC/VLR

6.3.0 General

Theinteractions described in this clause shall be supported if the optional Gsinterface isinstalled. All functionality of
this clause applies for A/Gb mode and Iu mode unless stated differently.
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NOTE: Thefunctionality described in this clause operates independently of whether or not the M S supports
E-UTRAN access.

An association is created between SGSN and MSC/V LR to provide for interactions between SGSN and MSC/VLR. The
association is created when the VLR stores the SGSN number and the SGSN stores the VLR number. The association is
used for co-ordinating M Ss that are both GPRS-attached and | M Sl -attached.

The association supports the following actions:

- IMSI attach and detach via SGSN. This makes combined GPRS/ IMSI attach and combined GPRS/ IM S|
detach possible, thus saving radio resources.

- Co-ordination of LA update and RA update, including periodic updates, thus saving radio resources. A combined
RA / LA update is sent from the MSto the SGSN. The SGSN forwards the LA update to the VLR.

- Paging for a CS connection via the SGSN.

- Alert procedures for non-PS services.

- ldentification procedure.

- MM Information procedure.

- CSand PS registration coordination in networks that support network sharing as defined in TS 23.251 [83] so
that a UE is registered with the same core network operator in the CS and PS domain.

6.3.1 Administration of the SGSN - MSC/VLR Association

The SGSN - MSC/VLR association is created at the following occasions:
- Combined GPRS/ IMS| attach.
- GPRS attach when the MSis already |M Sl -attached.
- Combined RA / LA update when the MS performs IMSI attach and is already GPRS-attached.

- Combined RA / LA update when an IMS| and GPRS-attached M S changes from an area of network operation
mode 1 or |11 to an area of network operation mode |.

The association isinitiated by the SGSN. The SGSN creates an association by sending a BSSAP+ message concerning a
particular MSto the VLR. An SGSN that does not provide functionality for Intra Domain Connection of RAN Nodes to
Multiple CN Nodes uses the RAI to determine the VLR number. An SGSN that provides functionality for Intra Domain
Connection of RAN Nodes to Multiple CN Nodes uses the RAI and a hash value from the IMSI to determine the VLR
number. During a CS connection, an MSin class-B mode of operation (A/Gb mode) cannot perform GPRS attach nor
routeing area updates, only MSsin class-A mode of operation can perform these procedures. If a GPRS attach was
made during a CS connection, the association shall be initiated by a combined RA / LA update after the CS connection
has been rel eased.

The association is updated on the following occasions:
- Whenan MS changes VLR.
- When an M S changes SGSN.

The association is not updated during a CS connection.

NOTE: When the Idle mode Signalling Reduction feature described in TS 23.401 [89] is active, the association is
not impacted just because of maobility between GERAN/UTRAN and E-UTRAN, unless CS Fallback isin
use (see TS 23.272[93)).

When the MSisinidle mode (see GSM 03.22 [7] and TS 23.122 [7h]), the association is updated with the combined
RA / LA updates procedure.
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In relation to a CS connection, the association is managed in the following way:
MSin class-A or CS/PS mode of operation:

AnMSin class-A or CS/PS mode of operation makes RA updates but no combined RA / LA updates during the CS
connection. If the MS changes SGSN, the SGSN (according to normal RA update procedures, see clause "Inter SGSN
Routeing Area Update") updates the HLR and the GGSN, but not the VLR, about the new SGSN number.

If the MS changes M SC during the CS connection, the subscriber data still remainsin the old VLR until the CS
connection is released and acombined RA / LA update or LA update is made. The association is also not updated
during the CS connection.

After the CS connection has been released, a combined RA / LA update is performed (if there has been a change of RA,
or if a GPRS attach was performed and the new cell indicates network operation mode 1), and the association is updated
according to combined RA / LA update procedures, see clause "Combined RA / LA Update Procedure”. If the new cell
indicates network operation mode I or 111, then the MS performs an LA update.

M Sin class-B mode of operation (A/Gb mode):

An MSin class-B mode of operation does not make any RA updates during a CS connection. The SGSN number
therefore remains the same during the CS connection and does not need to be updated in the VLR. If the MS changes
MSC during the CS connection, the subscriber data still remainsin the old VLR until the CS connection has been
released and a combined RA / LA update or LA update is made. Therefore, the VLR number remains the same during
the CS connection. After the CS connection has been released, the MS performs an RA update and an LA update if the
RA has changed and the new cell indicates network operation mode Il or |11, or acombined RA / LA update if the RA
has changed and the new cell indicates network operation mode |. The association is updated according to the combined
RA / LA update procedures, see clauses"Inter SGSN Routeing Area Update”" and "Combined RA / LA Update
Procedure”.

The SGSN - MSC/VLR association is removed at the following occasions:
- AtIMS| detach.
- At GPRS detach.
- SGsassociation establishment, see TS 23.272 [93].

When the MSC/VLR receives an LA update viathe A or lu interface from an MS or establishes a SGs association with
an MME for which a Gs association exists for that MS, the MSC/V LR shall remove the association without notifying
the SGSN. When the SGSN receives a (non-combined) RA update from an M S for which an association exists, the
SGSN shall remove the association without notifying the MSC/VLR. When the MSC/VLR receivesaBSSAP+ MS
Unreachable message from the SGSN indicating that PPF is cleared, the state of the association shall not be changed at
the MSC/VLR.

6.3.2 Combined RA / LA Updating

When the MSis both IMSI and GPRS-attached, the LA and RA updating is done in a co-ordinated way to save radio
resources if supported by the network operation mode. When the MS enters a new RA in network operation mode |, the
MS sends a Routeing Area Update Request message to the SGSN, as described in clause "Combined RA / LA Update
Procedure". The LA updateisincluded in the RA update. The SGSN then forwards the LA update to the MSC/VLR.
The MSC/VLR optionally returnsanew VLR TMSI that is sent to the M S viathe SGSN.

An MSin class-A mode of operation involved in a CS connection makes only RA updates and no combined RA / LA
updates to the SGSN.

An MSin CS/PS mode of operation involved in a CS connection makes only RA updates and no combined RA / LA
updates to the SGSN.

An MSin class-B mode of operation involved in a CS connection does not make any updates during the CS connection.

An MSiin class-C mode of operation never makes combined RA / LA updates. MSsin CS mode of operation and MSs
in PS mode of operation never make combined RA / LA updates.
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6.3.3 CS Paging (A/Gb mode)

When an MSis both IMSI and GPRS-attached in a network that operatesin mode I, the MSC/V LR executes paging for
circuit-switched services viathe SGSN. If the MSisin STANDBY state, it is paged in the routeing area and in the null
routeing area (see clause "Routeing Area ldentity *). If the MSisin READY state, it is paged in the cell. A paging timer
in the M SC supervises the paging procedure. The SGSN converts the MSC paging message into an SGSN paging
message.

The CS Paging procedureisillustrated in figure 18. Each step is explained in the following list.

MS | Bss | | sGsN | | MSCIVLR

1. P
<+ =

2. Paging Request
<ag|g equ

3. Paging Request
<ag|g equ

4. SABM (Paging&xponse)
5. SCCP Connection Request (Paging Rsponse)

Figure 18: CS Paging Procedure in A/Gb mode

1) The SGSN receives aPage (IMSI, VLR TM S|, Channel Needed, Priority, Location Information) message from
the MSC. Channel Needed is defined in TS 48.008 [18] and indicates to the M S which type of CS channel is
needed to be requested in the response. VLR TMSI and Channel Needed are optional parameters. Priority isthe
circuit-switched paging priority parameter as defined in TS 48.008 [18].

2) The SGSN sends a BSSGP Paging Request (IMSI, TLLI, VLR TMSI, Area, Channel Needed, QoS) message to
the BSS serving the MS. Areais derived from either the MS's MM context in the SGSN or, if no such
information is available, from the Location Information received from the MSC/VLR. Areaindicates asingle
cell for aREADY state MS or arouteing areafor aSTANDBY state MS. VLR TM S| and Channel Needed are
included if received from the MSC. If Channel Needed was not received from the MSC, then a default Channel
Needed parameter indicating circuit-switched paging isincluded by the SGSN. QoS indicates the priority of this
Paging Request relative to other Paging Request messages buffered in the BSS. If the location area where the
MS was last known to be located has an associated null routeing area, then the SGSN shall send an additional
BSSGP Paging Request message to each BSS serving this null RA.

3) The BSS trandates the incoming BSSGP Paging Request message into one radio Paging Request message per
cell. If adedicated radio resourceis assigned to the MSin a cell, then the BSS transmits one Paging Request
(VLR TMSI or IMSI, Channel Needed) message on this radio resource, without stopping possibly ongoing data
transfers for the MS. Otherwise, the BSS pages the MS with one Paging Request (VLR TMSI or IMSI, Channel
Needed) message on the appropriate paging channel in each addressed cell. Thisisdescribed in TS 43.064 [11].

4) Upon receipt of a Paging Reguest message for a circuit-switched service the MS may accept to respond to this
reguest and shall follow the CS procedures for paging response (random access, immediate assignment, and
paging response) as specified in TS 24.008 [13].

5) When received at the BSS, the Paging Response message is sent to the MSC, which shall stop the paging
response timer.
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6.3.3.1 Paging Co-ordination in A/Gb mode

The network may provide co-ordination of paging for circuit-switched and packet-switched services. Paging co-
ordination means that the network sends paging messages for circuit-switched services on the same channel as used for
packet-switched services, i.e. on the GPRS paging channel or on the GPRS traffic channel, and the MS needs only to
monitor that channel. Three network operation modes are defined:

- Network operation mode |: the network sends a CS paging message for a GPRS-attached M S, either on the same
channel as the GPRS paging channel (i.e. the packet paging channel or the CCCH paging channel), or on a
GPRS traffic channel. This means that the MS needs only to monitor one paging channel, and that it receives CS
paging messages on the packet data channel when it has been assigned a packet data channel.

- Network operation mode |1: the network sends a CS paging message for a GPRS-attached M S on the CCCH
paging channel, and this channel is also used for GPRS paging. This means that the M'S needs only to monitor
the CCCH paging channel, but that e.g. CS paging continues on this paging channel even if the MS has been
assigned a packet data channel, unless BSS paging co-ordination as described in 8.1.6 is active.

- Network operation mode I11: the network sends a CS paging message for a GPRS-attached MS on the CCCH
paging channel, and sends a GPRS paging message on either the packet paging channel (if allocated in the cell)
or on the CCCH paging channel. This means that an M S that wants to receive pages for both circuit-switched
and packet-switched services shall monitor both paging channelsin the cell, if the packet-paging channel is
allocated. The core network performs no paging co-ordination. See, however, also 8.1.6 for description of paging
co-ordination on BSS level.

Table 2: Paging Channel Configuration in different Network Operation Modes for A/Gb mode without
BSS paging co-ordination

Mode Circuit Paging Channel GPRS Paging Channel CN Paging co-ordination
Packet Paging Channel Packet Paging Channel
I CCCH Paging Channel CCCH Paging Channel Yes
Packet Data Channel Not Applicable
II CCCH Paging Channel CCCH Paging Channel No
III CCCH Paging Channel Packet Paging Channel No
CCCH Paging Channel CCCH Paging Channel

For MSs with an SGSN — MSC/VLR association, which is established viathe GS interface, all M SC-originated paging
of GPRS-attached M Ss shall go viathe SGSN, thus allowing network co-ordination of paging. Paging co-ordination
shall be made by the SGSN based on the IMSI, and is provided independently of whether the MSisin STANDBY or in
READY state. The network operatesin mode I.

When no SGSN — MSC/V LR association exists, all MSC-originated paging of GPRS-attached MSs shall go viathe A
interface, and co-ordination of paging cannot be performed by the core network. The network shall then either:

- operate in mode |1, meaning that the packet common control channel shall not be allocated in the cell; or

- operate in mode |11, meaning that the packet common control channel shall be used for GPRS paging when the
packet paging channel is allocated in the cell.

The network operation mode (mode |, 11, or 111) shall be indicated as system information to MSs. Additional system
information can indicate that M Ss configured to use the extended NMO | system information (see TS 24.368 [111])
shall use NMO |, regardless of what NMO isindicated by system information for other MSs. If this additional system
information is absent, M Ss configured to use the extended NMO | system information shall use the system information
that represents the network operation mode for other M Ss. From these indications, the M S determines which mode
appliesto it. That mode shall be used when using the procedures described in other clauses of this specification.

For proper operation, the mode of operation should be the same in each cell of arouteing area.

Based on the system information provided by the network, the MS can then choose, according to its capabilities,
whether it can attach to GPRS services, to non-GPRS services, or to both.
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6.3.4 CS Paging (lu mode)

When an MSis both IMSI- and GPRS-attached in a network that operatesin mode |, the M SC/V LR executes paging for
circuit-switched services viathe SGSN.

In the MSC, a paging timer supervises the paging procedure.

The CS Paging procedure isillustrated in Figure 19. Each step is explained in the following list.

1)

MS BSS/RNS SGSN MSC/VLR
& Page

2. Paging
-

3. Pagin

A ging
4. RRC Initial %act Transfer (Paging Response)
5. RANAP Initial UE (Paging Reiponse)

Figure 19: CS Paging Procedure in lu mode

The SGSN receives aPage (IMSI, VLR TMSI, Location Information) message from the MSC. If VLR TMSI is
omitted, the IMSI is used instead of the TM S as a paging address at the radio interface. If location information
is not included, the SGSN shall page the MSin al the cells served by the VLR and the SGSN, unless the SGSN
has reliable information about the location of the M S.

NOTE 1: If the PS network support paging optimization and MS has Emergency Service in CS domain, CS paging

2)

procedure via SGSN may fail.

The 3G-SGSN sends a RANAP Paging (IMSI, TMSI, Area, CN Domain Indicator) message to each RNS.

IMSI is needed by the RNSin order to calculate the M S paging group and to identify the paged MS. TMSI is
included if received from the MSC. Areaindicates the areain which the MSis paged, and is derived from either
the MS's MM context in the SGSN or, if no such information is available, from the Location Information
received from the MSC/VLR. CN Domain Indicator indicates which domain (CS or PS) initiated the paging
message, and in this case it must be set to "CS" by the SGSN. Thelist of CSG IDsfor paging isincluded when
the SGSN is configured to support paging optimisation described in clause 5.3.9. For paging optimisation, the
CSG IDs of expired CSG subscriptions and valid CSG subscriptions are both included in the list.

NOTE 2: An expired CSG subscription indicates that the MSis not allowed service in the CSG. However, since the

3)
4)

5)

removal of the CSG from the MSis pending, it is possible the MS will camp on that CSG and therefore
the MSisstill paged for the CSG.

For more details on the radio resource part of the paging procedure, see clause "Paging Initiated by CN".

Upon receipt of a Paging Request message for a circuit-switched service, the M S responds to this request and
returns the paging response as specified in TS 44.018 [85] in an RRC Initia Direct Transfer message as specified
in TS 25.331 [52]. CN Domain Indicator is set to "CS" in the Initial Direct Transfer message.

When received at the RNS, the Paging Response message is sent in an RANAP Initial UE message to the MSC,
which shall then stop the paging response timer.

6.34.1 Network Operation Modes for lu mode

The network operation mode is used to indicate whether the Gs interface isinstalled or not. When the Gsinterface is
present, M Ssinitiate combined procedures.

Table 3: Network Operation Modes for lu mode

Mode Network configuration Combined procedure by MT
I Gs interface is present Yes
IT Gs interface is not present No
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The network operation mode (mode | or I1) shall be indicated as system information to the MSs. Additional system
information can indicate that M Ss configured to use the extended NMO | system information shall use NMO [,
regardless of what NMO isindicated by system information for other MSs. If this additional system informationis
absent, M Ss configured to use the extended NMO | system information shall use the system information that represents
the network operation mode for other M Ss. From these indications, the MS determines which mode appliesto it. That
mode shall be used when using the procedures described in other clauses of this specification.

For proper operation, the mode of operation should be the same in each cell of arouteing area.

Based on the system information provided by the network, the MS derives whether to initiate combined update
procedures or separate update procedures.

NOTE: Network operation modes | and Il for lu mode correspond to modes | and Il for A/Gb mode, respectively.
Mode |11 appliesto A/Gb mode only, but not to lu mode.

6.3.4a CS Paging (in case Selective RA Update)

When an MSis both IMSI- and GPRS-attached in a network that operatesin mode |, and the MSC/V LR executes
paging for circuit-switched services viathe SGSN that support Selective RA Update Procedure, if the MSisin
STANDBY or PMM-IDLE state, the SGSN shall cause the page to be sent in all cellsin the routeing area wherethe M S
islocated. This can include both A/Gb mode and Iu mode cells (see clause " Selective RA Update”).

The CS Paging procedure in A/Gb mode isillustrated in figure 18 and the CS Paging procedure in lu modeisillustrated
infigure 19.

6.3.5 Non-GPRS Alert

The MSC/VLR may request an SGSN to report activity from a specific MS. In this case, the MSC/VLR shall send a
BSSAP+ Alert Request (IMSI) message to the SGSN where the MSis currently GPRS-attached.

Upon reception of the Alert Request (IMSI) message, the SGSN shall set NGAF. If NGAF is set for an MS, the SGSN
shall inform the MSC/V LR when the next activity from that MS (and the MSis both IMSI- and GPRS-attached) is
detected, and shall clear NGAF.

If the activity detected by the SGSN leads to a procedure towards the MSC/V LR, the SGSN shall just follow this
procedure. If the activity detected by the SGSN does not lead to any procedure towards the MSC/VLR, the SGSN shall
send an MS Activity Indication (IMSI) message towards the MSC/VLR.

6.3.6 MS Information Procedure

When the MSis marked at the VLR as both IMSI- and GPRS-attached, the VLR may perform the M S Information
procedure viathe SGSN. If the information requested by the VLR in the MS Information procedure is known by the
SGSN, then the SGSN shall return this information to the VLR without interrogating the MS.

If the information requested is M S identity information (e.g. IMEI) that is not known by the SGSN but is known by the
MS, then the SGSN shall interrogate the MS in a similar manner to that described in clause "ldentity Check
Procedures”.

In A/Gb mode, if the information requested is M S location information, then thisindicates a request for Cell Global
Identity and Cell Identity Age. In lu mode, if the information requested is M S location information, then thisindicates a
request for Service Area ldentity and Service Area ldentity Age, and in this caseif an lu connection for the M S exists,
then the SGSN shall use the Location Reporting procedure (see clause "L ocation Reporting Procedure”) in order to
retrieve the Service Area ldentity.

The MS Information procedure isillustrated in Figure 20. Procedure steps are explained in the following list.
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1)

2)

3)
4)

5)

MS | |BSS/RNS | | sGsN | | MSC/VLR]

& MS Information Request

% Identity Request
3. Identity Response

>
4““':;99@!?9“0“3?@ rting
5. MS InformafLon Response

Figure 20: MS Information Procedure

The MSC/VLR sends an MS Information Request (IM S, Information Type) message to the SGSN. Information
Type indicates the information that the MSC/VLR is requesting for that IMSI.

If the information requested is not known by the SGSN but should be known by the M S, then the SGSN
interrogates the MSin asimilar manner to that described in the clause "Identity Check Procedures'. The SGSN
sends an ldentity Request (Identity Type) message to the M S.

The M S responds with an Identity Response (Mobile Identity) message to the SGSN.

In lu mode, if an [u connection for the M S exists, then the SGSN shall use the Location Reporting procedure to
retrieve the Service Area Identity. If the BSS/RNS cannot determine the current Service Area of the M S, it
indicates in the Location Report message that the request could not be fulfilled and may report the Last Known
Service Areawith an indication of how long has past since the MS was known to be in the indicated Service
Area

The SGSN sends an MS Information Response (IMSl, Information) message to the MSC/VLR. Information
contains the information requested by the MSC/VLR.

If an lu connection for MS exist and RAN node cannot determine current Service Area and Last Known Service
Areais not reported, the SGSN shall include in the M S Information Response message the last successfully
received Service Area |dentity with time elapsed since it was saved by SGSN.

6.3.7 MM Information Procedure

When the MSis marked at the VLR as both IMSI- and GPRS-attached, the VLR may perform the MM Information
procedure viathe SGSN. The MM Information procedure is typically used to inform the MS about such things as the
network name and the local time zone of the mobile.

The MM Information procedureisillustrated in Figure 21.

1)

2)

6.4

| Ms | | BSS/RNS | | SGSN | | MSC/VLR|
4. MM Informatio

=]

. MM Informatio

>

Figure 21: MM Information Procedure

The SGSN receives an MM Information (IMSI, Information) message from the MSC/VLR. Information isthe
information that the MSC/VLR is sending to the MS.

The SGSN sends an MM Information (Information) message to the M S including the information received by
the MSC/VLR.

MM Procedures

In A/Gb mode, the MM procedures shall use the LLC and RLC/MAC protocols for message transmission across the Gb
and Um interfaces. The MM procedures shall provide information to the underlying layersto enable reliable
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transmission of MM messages on the Um interface. TS 43.064 [11] defines the mapping between LLC and the radio
channels used.

In lu mode, the MM procedures shall use the RANAP and RRC protocols for message transmission across the lu and
radio interfaces, respectively.

Furthermore, the MM procedures use MAP interfaces between Gn/Gp SGSN and HLR (Gr), and between SGSN and
EIR (Gf), and a BSSAP+ interface between SGSN and MSC/VLR (Gs). Between $4-SGSN and HSS, the interface is
Diameter based (S6d).

However, to assist with SGSN transition the use of MAP based Gr between the S4-SGSN and HSS is not precluded.

User data can in general be transmitted during MM signalling procedures. In A/Gb mode, user data transmitted during
attach, authentication, and routeing area update procedures may be lost and may therefore have to be retransmitted. In
order to minimise the need for retransmission, the MS and SGSN should not transmit user data during attach and
authentication procedures. In case of routeing area update procedures, the user data transfer is allowed with restriction
specified in description of these proceduresin clauses 6.9.1.2 and 6.9.1.3.

6.5 GPRS Attach Function

6.5.0 General

An MS shall perform a GPRS Attach to the SGSN in order to obtain access to the GPRS services. If the MSis
connected in A/Gb mode, it shall perform an A/Gb mode GPRS Attach procedure. If the MSis connected viain lu
mode, it shall perform an lu mode GPRS Attach procedure.

In the attach procedure, the MS shall provide its identity and an indication of which type of attach that is to be executed.
Theidentity provided to the network shall be the MS's Packet TMSI (P-TMSI) or IMSI. The P-TMSI may be derived
froma GUTI when the MSis E-UTRAN capable. If the MS does not have avalid P-TMSI or avaid GUTI, the MS
shall provide its IMSI. For emergency attach, the IMEI shall be included when the MS has no IMSI, no valid GUTI and
no vaid P-TMSI.

In order to limit load on the network, only when performing a GPRS Attach with anew PLMN (i.e. not the registered
PLMN or an equivalent PLMN of the registered PLMN), an MS configured to perform Attach with IMSI at PLMN
change (see TS 24.368 [111]) shall identify itself with its IMSI instead of any stored temporary identifier.

During the Attach procedure, the M S provides its PS Handover and inter-RAT Handover capabilitiesin the Attach
Reguest message. The SGSN uses the inter-RAT indicator and/or other indicatorsto ask the MS (using the Attach
Accept message) to send the other RAT's Radio Access Capabilitiesin the Attach Complete message.

6.5.1 A/Gb mode GPRS Attach Procedure

A GPRS attach is made to the SGSN. A GPRS-attached MS makes IM Sl attach via the SGSN with the combined RA /
LA update procedure if the network operation mode is|. In network operation modes || and 111, or if the MSis not
GPRS-attached, the MS makes an IM S| attach as already defined in A/Gb mode. An IMSl-attached MSin class-A
mode of operation engaged in a CS connection shall use the (non-combined) GPRS Attach procedures when it performs
a GPRS attach.

At the RLC/MAC layer, the MS shall identify itself with aLocal or Foreign TLLI if the MSis aready GPRS-attached
and is performing an IMSI attach. Otherwise, the M S shall identify itself with aForeign TLLI, or aRandom TLLI if a
valid P-TMSI is not available. The Foreign or Random TLLI isused as an identifier during the attach procedure until a
new P-TMSI is allocated.

After having executed the GPRS attach, the MSisin READY state and MM contexts are established in the MS and the
SGSN. The MS may then activate PDP contexts as described in clause " Activation Procedures”.

An IMSl-attached M S that can only operate in class-C mode of operation shall follow the normal IMS| detach
procedure before it makes a GPRS attach. A GPRS-attached M S in class-C mode of operation shall always perform a
GPRS detach before it makes an IMS| attach.

If the network operatesin mode | (see clause "Paging Co-ordination in A/Gb mode"), then an MS that is both GPRS-
attached and IM Sl -attached shall perform the Combined RA / LA Update procedures.
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If the network operatesin mode Il or 111, then a GPRS-attached M S that has the capability to be simultaneously GPRS-
attached and IM Sl -attached shall perform the (non-combined) Routeing Area Update procedures, and either:

- access the non-GPRS common control channels for CS operation (the way that CS operation is performed in
parallel with GPRS operation is an M S implementation issue outside the scope of the present document); or

- if CSoperation is not desired, depending on system information that defines whether or not explicit detach shall
be used, either:

- avoid al CSsignalling (in which case the MS may beimplicitly IMSI detached after awhile); or

- perform an explicit IMSI detach via the non-GPRS common control channels (if the MS was aready IM SI-
attached).

The Combined GPRS/ IMSI Attach procedureisillustrated in Figure 22.

6.5.2 lu mode GPRS Attach Procedure

A GPRS-attached MS makes an IM S| attach viathe SGSN with the combined RA / LA update procedure if the network
operatesin mode I. If the network operatesin mode 1, or if the MSis not GPRS-attached, the MS makes anormal IMSI
attach. An IM Sl-attached M S engaged in a CS connection shall use the (non-combined) GPRS Attach procedure when
it performs a GPRS attach.

After having executed the GPRS attach, the MSisin the PMM-CONNECTED state and MM contexts are established in
the MS and the SGSN. The MS may then activate PDP contexts as described in clause " Activation Procedures'.

An IMSl-attached M S that cannot operate in CS/PS mode of operation shall follow the normal IMSI detach procedure
before it makes a GPRS attach. A GPRS-attached M S that cannot operate in CS/PS mode of operation shall perform a
GPRS detach before it makes an IMS| attach.

In networks that support network sharing as defined in TS 23.251 [83], the SGSN may be informed by the RNS about
the identity of the selected core network operator when receiving the Attach Request message. If available, this
information is stored in the SGSN MM context.

During the GPRS Attach procedure, if the SGSN supports SRV CC and if any of the conditions described in step 7 in
Figure 22 are satisfied, if the UE SRV CC capability has changed, it notifies the HSS with the UE SRV CC capability
e.g. for further IMS registration.

For emergency attach handling, see clause 5.10.3.

For Emergency Attach only GPRS emergency attach is performed and no combined GPRS and IM S| attach is specified.
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Combined GPRS / IMSI Attach procedure

The Combined GPRS/ IMSI Attach procedureisillustrated in Figure 22.

new old
| Ms || RAN || newsGsN| | oldSGSN || GGsN || EIR || MSCIVLR | | HLR || MSCIVLR
1. Attach Request
2. Identification Request
- Identification Response
3. Identity Request [~~~ 77
e iy
3. Identity Response
4. Authentication
il e e B R e it ity >
5, IMEI Check
o Sl Bl r>g------------- m=== P
6. Delete PDR Context Reduest
(A) >
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7a. Update Location
fa _pcate Location | _ _ ________l_____ »

ﬂ)-_c_a_“Ee_' Location_ | _ _ _ _ _ _|_______.
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___________________________ >
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.>

8g. Update Location Ack

Figure 22: Combined GPRS / IMSI Attach Procedure

NOTE 1: All steps except steps 6 and 7d, 7e are common for architecture variants using Gn/Gp based interaction

with GGSN and using S4-based interaction with SS-GW and P-GW. For an S4-based interaction with
S-GW and P-GW, procedure steps (A) are defined in clause 6.5.3A and procedure steps (B) are defined in

clause 6.5.3B.
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NOTE 2: For an Emergency Attach in which the M S was not successfully authenticated, steps 6, 7, 8 and 11 are not

performed.

1) In A/Gb mode, the MSinitiates the attach procedure by the transmission of an Attach Request (IMSI or P-TM S

2)

and old RAI, MS Radio Access Capability, MS Network Capability, CKSN, Attach Type, DRX Parameters, old
P-TMSI Signature, additional P-TMSI, Voice domain preference and UE's usage setting) message to the SGSN.
IMSI shall be included if the MS does not have avalid P-TMSI available, or, if the MSis configured to perform
Attach with IMSI at PLMN change and is accessing anew PLMN. If the MS hasavalid P-TMSI or avalid
GUTI, then P-TM SI and the old RAI associated with P-TM S| shall be included. MS Radio Access Capability
contains the MS's GPRS multisiot capabilities, frequency bands, etc. as defined in TS 24.008 [13]. Attach Type
indicates which type of attach isto be performed, i.e. GPRS attach only, GPRS Attach while already IMS
attached, or combined GPRS/ IMSI attach. If the MS uses P-TM S for identifying itself and if it has also stored
itsold P-TM S| Signature, then the MS shall include the old P-TMSI Signature in the Attach Request message.

For lu mode, the M Sinitiates the attach procedure by the transmission of an Attach Request (IMSI or P-TMSI
and old RAI, Core Network Classmark, KSI, Attach Type, old P-TMSI Signature, Follow On Request, DRX
Parameters, additional P-TMSI) message to the SGSN. IM S| shall be included if the MS does not have avalid
P-TMSI available or avalid GUTI. If the MS uses P-TM S for identifying itself and if it has also stored its old
P-TMSI Signature, then the MS shall include the old P-TMSI Signature in the Attach Request message. If the
MS hasavaid P-TMSI, then P-TMSI and the old RAI associated with P-TMSI shall be included. KSI shall be
included if the M S has valid security parameters. Core Network Classmark is described in clause "M S Network
Capability". The MS shall set "Follow On Request” if there is pending uplink traffic (signalling or user data).
The SGSN may use, as an implementation option, the follow on request indication to release or keep the lu
connection after the completion of the GPRS Attach procedure. Attach Type indicates which type of attachisto
be performed, i.e. GPRS attach only, GPRS Attach while already IM S| attached, or combined GPRS/ IM S|
attach.

In both A/Gb and Iu mode, the DRX Parameters contain information about DRX cycle length for GERAN,
UTRAN and possibly other RATS, e.g. E-UTRAN.

If the MSiinitiates the Attach procedure at a CSG cell or a hybrid cell, the RAN indicates the CSG ID of the cell
with the Attach Request message sent to the new SGSN. If the M S attaches viaa hybrid cell, the RAN indicates
the CSG access mode to the new SGSN. If the CSG access mode is not indicated but the CSG ID isindicated,
the SGSN shall consider the cell asa CSG cell.

The E-UTRAN capable MS stores the TIN in detached state. If the MS's TIN indicates"P-TMSI" or "RAT
related TMS|" and the MS holds avalid P-TMSI then the "old P-TMSI" IE indicates thisvalid P-TMSI. If the
MSsTIN indicates"GUTI" and the MS holds avalid GUTI then the "old P-TMSI" IE indicatesa P-TMSI
mapped from the GUTI. If the UE has avalid NAS token, the truncated NAS token shall be included in the"old
P-TMSI signature” |E as described in TS 33.401 [91]. Otherwise, an empty NAS token shall be included in the
"old P-TMSI Signature" IE.

Mapping aGUTI to P-TMSI/RAI is specified in TS 23.003 [4]. If the MS holds avalid P-TM S| then the MS
indicates the P-TMSI as additional P-TMSI, regardless whether the "old P-TMSI" |E aso indicates this P-TMSI
or aP-TM S| mapped from a GUTI.

The UE sets the voice domain preference and UE's usage setting according to its configuration, as described in
clause 5.3.15.

For an Emergency Attach the M S shall indicate emergency service and the IMSI shall be included if the MS
does not have avalid P-TM S| or avalid GUTI available. The IMEI shall be included when the MS has no valid
IMSI, no valid P-TMSI and no valid GUTI. The UE shall set the "Follow On Request” to indicate that there is
pending uplink traffic and the UE shall initiate the activation of an emergency PDP context after successful
Emergency Attach.

If the SGSN is not configured to support Emergency Attach the SGSN shall reject any Attach Request that
indicates emergency service.

If the MSidentifiesitself with P-TMSI and the SGSN has changed since detach, the new SGSN sends an
Identification Request (P-TM S, old RAI, old P-TMSI Signature) to the old SGSN (this could be an old MME)
to request the IMSI. If the new SGSN provides functionality for Intra Domain Connection of RAN Nodes to
Multiple CN Nodes, the new SGSN may derive the old SGSN from the old RAI and the old P-TMSI and send
the Identification Request message to this old SGSN. Otherwise, the new SGSN derives the old SGSN from the
old RAI. In any case the new SGSN will derive an SGSN that it believesisthe old SGSN. This derived SGSN is
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3)

4)

5)

6)

7)

itself the old SGSN, or it is associated with the same pool area as the actual old SGSN and it will determine the
correct old SGSN from the P-TM S| and relay the message to that actual old SGSN. The old SGSN responds with
| dentification Response (IMSI, Authentication Triplets or Authentication Quintets). If the MSis not knownin
the old SGSN, the old SGSN responds with an appropriate error cause. The old SGSN also validates the old
P-TMSI Signature and responds with an appropriate error cause if it does not match the value stored in the old
SGSN. If the old SGSN isa MME and the truncated NAS token isincluded in the "old P-TM S| Signature” |E,
this validation checks the NAS token as described in TS 33.401 [91].

For an Emergency Attach if the MSidentifies itself with atemporary identity that is not known to the SGSN, the
SGSN shall immediately request the IMSI from the MS. If the UE identifiesitself with IMEI, the IMSI request
shall be skipped.

If the MSis unknown in both the old and new SGSN, the SGSN sends an Identity Request (Identity Type =
IMSI) to the MS. The M S responds with Identity Response (IMSI).

The authentication functions are defined in the clause " Security Function”. If no MM context for the MS exists
anywhere in the network, then authentication is mandatory. Ciphering procedures are described in clause
"Security Function”. If P-TMS| allocation is going to be done and the network supports ciphering, the network
shall set the ciphering mode.

If the SGSN is configured to support Emergency Attach for unauthenticated IMSls and the MS indicated
emergency service, the SGSN skips the authentication and security setup or the SGSN accepts that the
authentication may fail and continues the attach procedure. If the MS is emergency attached and not successfully
authenticated, integrity protection and ciphering shall not be performed.

The equipment checking functions are defined in the clause "ldentity Check Procedures'. Equipment checking is
optional.

For an Emergency Attach, the MS may have included the IMEI in the Attach Request message. If not, and the
IMSI cannot be authenticated, the SGSN shall retrieve the IMEI fromthe M S.

For an Emergency Attach, the IMEI check to the EIR may be performed. If the IMEI is blocked, operator
policies determine whether the Emergency Attach procedure continues or is stopped.

If there are active PDP contexts in the new SGSN for this particular MS (i.e. the M S re-attaches to the same
SGSN without having properly detached before), the new SGSN del etes these PDP contexts by sending Delete
PDP Context Request (TEID) messages to the GGSNs involved. The GGSNs acknowledge with Delete PDP
Context Response (TEID) messages.

If the SGSN number has changed since the GPRS detach, or if it isthe very first attach, or if the Automatic
Device Detection (ADD) function is supported and the IMEISV has changed (see TS 22.101 [82] for ADD
functional requirement), or if the MS provides an IMSI or the MS provides an old P-TMSI/RAI which doesn't
point to avalid context in the SGSN, or for some network sharing scenario (e.g. GWCN) if the PLMN-ID of the
RALI supplied by the RNC is different from that of the RAI in the UE's context, then the SGSN informs the HLR:

a) The SGSN sends an Update Location (SGSN Number, SGSN Address, IMSI, IMEISV, Update Type,
Homogenous Support of IMS Over PS Sessions, UE SRV CC capability) to the HLR. IMEISV issent if the
ADD function is supported. Update Type indicates thisif Attach procedure is set to "SGSN only
registration”. Homogenous Support of IMS Over PS Sessions indicates whether or not "IMS Voice over PS
Sessions' is supported homogeneously in all RAsin the serving SGSN.

If the SGSN determines that only the UE SRV CC capability has changed, the SGSN sends a GPRS Update
Location to the HSS to inform about the changed UE SRV CC capability.

b) The HLR sends Cancel Location (IMSI, Cancellation Type) to the old SGSN. Also if the Update Type
indicates Attach and the HSS has the MME registration, then the HSS sends Cancel Location (IMS],
Cancellation Type) to the old MME. The Cancellation Type indicates the old MME or SGSN to release the
old Serving GW resource.

¢) Theold SGSN acknowledges with Cancel Location Ack (IMSI). If there are any ongoing procedures for that
MS, the old SGSN shall wait until these procedures are finished before removing the MM and PDP contexts.

d) If there are active PDP contexts in the old SGSN for this particular MS, the old SGSN deletes these PDP
contexts by sending Delete PDP Context Request (TEID) messages to the GGSNs involved.
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8)

€) The GGSNs acknowledge with Delete PDP Context Response (TEID) messages.

f) The HLR sends Insert Subscriber Data (IMSI, Subscription Data, CSG subscription data for the PLMN) to
the new SGSN. If the S6d interface is used between an $S4-SGSN and HSS the message "I nsert Subscriber
Data" is not used. Instead, the Subscription Datais sent by HSS in the message Update L ocation Ack.
(Step 7h).

If the M S initiates the Attach procedure at a CSG cell, the new SGSN shall check whether the CSG ID is
contained in the CSG subscription and is not expired. If the CSG ID is not present or expired, the SGSN shall
send an Attach Reject message to the MS with an appropriate cause value. The M S shall remove the CSG ID
and associated PLMN from its Allowed CSG list, if present.

g) Thenew SGSN validates the MS's presence in the (new) RA. If due to regional subscription restrictions or
access restrictions (see TS 23.221 [80] and TS 23.008 [79]) e.g. CSG restrictions, the MSis not allowed to
attach in the RA, the SGSN rejects the Attach Request with an appropriate cause, and may return an I nsert
Subscriber Data Ack (IMSI, SGSN Area Restricted) message to the HLR. If subscription checking fails for
other reasons, the SGSN rejects the Attach Request with an appropriate cause and returns an Insert
Subscriber Data Ack (IMSI, Cause) message to the HLR. If the network supports the MOCN configuration
for network sharing, the SGSN may, if the MSis not a'Network Sharing Supporting M S, in this case decide
to initiate redirection by sending a Reroute Command to the RNS, as described in TS 23.251 [83] instead of
rejecting the Attach Request message. If all checks are successful then the SGSN constructs an MM context
for the MS and returns an Insert Subscriber Data Ack (IMSI) message to the HLR. If the S6d interfaceis
used between S4-SGSN and HSS the message "Insert Subscriber Data Ack" is not used. Instead the
subscription data check performed by S4-SGSN is done when the S4-SGSN has received the message
"Update Location Ack" from HSS (Step 7h).

h) The HLR acknowledges the Update L ocation message by sending an Update Location Ack to the SGSN after
the cancelling of old MM context and insertion of new MM context are finished. If the S6d interface is used
the Update Location Ack messages includes the subscription Data. If the Update Location is rejected by the
HLR, the SGSN rejects the Attach Request from the MS with an appropriate cause. If the network supports
the MOCN configuration for network sharing, the SGSN may, if the MSis not a 'Network Sharing
Supporting M S, in this case decide to initiate redirection by sending a Reroute Command to the RNS, as
described in TS 23.251 [83] instead of rejecting the Attach Request message.

For an Emergency Attach in which the M S was not successfully authenticated, the SGSN shall not send an
Update L ocation Request to the HLR.

For an Emergency Attach, the SGSN shall ignore any unsuccessful Update Location Ack from HLR and
continue with the Attach procedure.

If Attach Typein step 1 indicated GPRS Attach while aready IMSI attached, or combined GPRS/ IM S|
attached, then the VLR shall be updated if the Gs interface isinstalled. When the SGSN does not provide
functionality for the Intra Domain Connection of RAN Nodes to Multiple CN Nodes, the VLR number is derived
from the RAI. When the SGSN provides functionality for Intra Domain Connection of RAN Nodesto Multiple
CN Nodes, the SGSN uses the RAI and a hash value from the IMSI to determine the VLR number. The SGSN
starts the location update procedure towards the new M SC/V LR upon receipt of the first Insert Subscriber Data
message from the HLR in step 6d). This operation marks the MS as GPRS-attached in the VLR.

a) The SGSN sends a L ocation Update Request (new LAI, IMSI, SGSN Number, Location Update Type)
message to the VLR. Location Update Type shall indicate IMSI attach if Attach Type indicated combined
GPRS/ IMSI attach. Otherwise, Location Update Type shall indicate normal location update. The VLR
creates an association with the SGSN by storing SGSN Number. . In networks that support network sharing,
the Location Update Request includes the identity of the selected core network operator if the SGSN has
received this information from the RAN, as described in TS 23.251 [83].

b) If the LA updateisinter-MSC, the new VLR sends Update Location (IMSI, new VLR) to the HLR.
c) If the LA updateisinter-MSC, the HLR sends a Cancel Location (IMSl) to the old VLR.
d) Theold VLR acknowledges with Cancel Location Ack (IMSI).

€) If the LA updateisinter-MSC, the HLR sends Insert Subscriber Data (IMSl, subscriber data) to the new
VLR. The subscriber data may contain the CSG subscription data for the PLMN.
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f) The VLR acknowledges with Insert Subscriber Data Ack (IMSl).

g) After finishing the inter-M SC location update procedures, the HLR responds with Update L ocation Ack
(IMSI) to the new VLR.

h) The VLR responds with Location Update Accept (VLR TMSI) to the SGSN.

9) The SGSN selects Radio Priority SMS, and sends an Attach Accept (P-TMSI, VLR TMSI, P-TMSI Signature,
Radio Priority SMS, IMS voice over PS Session Supported Indication, Emergency Service Support indicator)
message to the MS. P-TM Sl isincluded if the SGSN allocates anew P-TMSI. The IMS voice over PS Session
Supported Indication is set as described in clause 5.3.8.

The Emergency Service Support indicator informsthe M S that Emergency PDP contexts are supported, i.e. the
MSis allowed to request activation of emergency PDP contexts when needed.

When receiving the Attach Accept message the E-UTRAN capable UE shall setits TIN to"P-TMSI" asno ISR
Activated isindicated at Attach.

If the attach isinitiated by manual CSG selection viaa CSG cell, the MS upon receiving the Attach Accept
message at a CSG cell shall add the CSG ID and associated PLMN of the cell where the MS has sent the Attach
Request message to its Allowed CSG list if it is not already present. Manual CSG selection is not supported
when an emergency service has been initiated.

If the MSinitiates the Attach procedure at a hybrid mode CSG cell, the SGSN shall check whether the CSG 1D
is contained in the CSG subscription and is not expired. The SGSN shall send an indication whether the UE isa
CSG member to the RAN aong with the RANAP message. Based on this information the RAN may perform
differentiated treatment for CSG and non-CSG members.

NOTE 3: If the MS receives a Attach Accept message via a hybrid cell, the MS does not add the corresponding
CSG ID and associated PLMN to its Allowed CSG list. Adding aCSG ID and associated PLMN to the
MS's Allowed CSG list for ahybrid cell is performed only by OTA or OMA DM procedures.

10)If P-TMSI or VLR TMSI was changed, the M'S acknowledges the received TMSI(s) by returning an Attach
Complete message to the SGSN.

11)If VLR TMSI was changed, the SGSN confirmsthe VLR TMSI re-allocation by sending a TM S| Reallocation
Complete messageto the VLR.

For an Emergency Attach the SGSN shall not check for access restrictions, regional restrictions, subscription
restrictions (e.g. CSG restrictions) or perform CSG access control.

If the Attach Request cannot be accepted, the SGSN returns an Attach Reject (IMSI or IMEI, Cause) message to the
MS. IMEI shall be sent if it is an Emergency Attach and no valid IMSI exists. If the network supports the MOCN
configuration for network sharing, the SGSN may, if the MSis not a'Network Sharing Supporting MS), in this case
decide to initiate redirection by sending a Reroute Command to the RNS, as described in TS 23.251 [83] instead of
returning an Attach Reject (IMSI, Cause) message to the MS.

The CAMEL procedure call shall be performed, see referenced procedurein TS 23.078 [8b]:
Cl) CAMEL_GPRS Attach and CAMEL_PS Notification.
They are called in the following order:
- The procedure CAMEL_GPRS Attach iscalled. In Figure 22, the procedure returns as result " Continue”.

- Thenthe procedure CAMEL_PS Natification is called. The procedure returns as result " Continue”.

6.5.3A Combined GPRS / IMSI Attach procedure, Delete Bearer by the new
SGSN, using S4

The procedure described in figures 22A shows only the steps, due to use of $4, that are different from the Gn/Gp variant

of the procedure given in clause 6.5.3.
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new SGSN | s-ow | | P-GW

6a. Delete Session Request

6b. Delete Session Request
(A)

6c. Delete Session Response

6d. Delete Session Response

Figure 22A: Combined GPRS / IMSI Attach Procedure

NOTE: Steps6aand 6d are common for architecture variants with GTP based S5/S8 and PMIP-based S5/S8. For
a PMIP-based S5/S8, procedure step (A) isdefined in TS 23.402 [90]. Steps 6b and 6¢ concern GTP

based S5/S8

6) If there are active PDP contexts in the new SGSN for this particular M S (i.e. the M S re-attaches to the same
SGSN without having properly detached before), the new SGSN del etes these PDP contexts by sending Delete
Session Request (Cause, Operation Indication) messages to the GWs involved. If ISR is activated the Cause
indicates that the old S-GW shall delete the bearer resources on the other old CN node by sending Delete Session
Request message to the other CN node. The Operation Indication flag is set by the new SGSN. Thisindicates to
the S-GW that the S-GW shall initiate a del ete procedure towards the PDN GW. The GW's acknowledges with
Delete Session Response messages. If a PCRF is deployed, the PDN GW employs an IP-CAN Session
Termination procedure interacts with the PCRF to indicate that resources have been released.

6.5.3B Combined GPRS / IMSI Attach procedure, Delete Bearer by the old
SGSN, using S4

The procedure described in figure 22B shows only the steps, due to use of $4, that are different from the Gn/Gp variant
of the procedure given by clause 6.5.3.

old SGSN [ sew ] | PGw |

7d1. Delete Session Request

7d2. Delete Session Request
——»

(A)

7el. Delete Session Response
-«

7e2. Delete Session Response

<

Figure 22B: Combined GPRS / IMSI Attach Procedure

NOTE: Steps 7d1 and 7e2 are common for architecture variants with GTP based S5/S8 and PM I P-based S5/S8.
For a PMIP-based S5/S8, procedure step (A) isdefined in TS 23.402 [90]. Steps 7d2 and 7el concern

GTP based S5/S8.

7) If the SGSN number has changed since the GPRS detach, or if it isthe very first attach, or if the Automatic
Device Detection (ADD) function is supported and the IMEISV has changed (see TS 22.101 [82] for ADD
functional requirement), or for some network sharing scenario (e.g. GWCN) if the PLMN-ID of the RAI
supplied by the RNC is different from that of the RAI in the UE's context, then the SGSN informs the HLR:
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a) The SGSN sends an Update Location (SGSN Number, SGSN Address, IMSI, IMEISV) to the HLR. IMEISV
issent if the ADD function is supported.

b) The HLR sends Cancel Location (IMSI, Cancellation Type) to the old SGSN with Cancellation Type set to
Update Procedure.

c) Theold SGSN acknowledges with Cancel Location Ack (IMSI). If there are any ongoing procedures for that
MS, the old SGSN shall wait until these procedures are finished before removing the MM and PDP contexts.

d) If there are active PDP contexts in the old SGSN for this particular MS, the old SGSN deletes these PDP
contexts by sending Delete Session Request (Cause, Operation Indication) messages to the GWsinvolved. If
ISR is activated the Cause indicates that the old S-GW shall delete the bearer resources on the other old CN
node by sending Delete Bearer Request message to the other CN node. The Operation Indication flag is set
by the old SGSN.This indicates to the S-GW that the S-GW shall initiate a delete procedure towards the PDN
GW. The GWs return Delete Session Response message to the old SGSN. If a PCRF is deployed, the PDN
GW employs an IP-CAN Session Termination procedure.

€) The GWs acknowledge with Delete Session Response messages.

6.6 Detach Function

The GPRS Detach procedure alows:
- an MSto inform the network that it does not want to access the SGSN-based services any longer; and
- the network to inform an M S that it does not have access to the SGSN-based services any more.

The Detach function allows an M S to inform the network that it wants to make a GPRS and/or IMSI detach, and it
allows the network to inform an M S that it has been GPRS-detached or IM Sl-detached by the network.

The different types of detach are:
- IMSl detach;
- GPRSdetach; and
- combined GPRS/ IMSI detach (MS-initiated only).
The MSis detached either explicitly or implicitly:
- Explicit detach: The network or the MS explicitly requests detach.

- Implicit detach: The network detaches the M S, without notifying the M S, a configurati on-dependent time after
the mobile reachable timer expired, or after an irrecoverable radio error causes disconnection of the logical link.

In the explicit detach case, a Detach Request (Cause) is sent by the SGSN to the M S, or by the MS to the SGSN.
The MS can make an IM S| detach in one of two ways depending on whether it is GPRS-attached or not:

- A GPRS-attached M S sends a Detach Request message to the SGSN, indicating an IMSI detach. This can be
made in combination with GPRS detach.

- AnMSthat is not GPRS-attached makes the IMSI detach as already defined in A/Gb mode or |u mode.

In the Mobile-originated Detach Request message there isan indication to tell if the detach is due to switch off or not.
Theindication is needed to know whether a Detach Accept message should be returned or not.

In the network-originated Detach Request message there may be an indication to tell the MSthat it is requested to
initiate GPRS Attach and PDP Context Activation procedures for the previoudly activated PDP contexts.
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6.6.1 MS-Initiated Detach Procedure

The MS-Initiated Detach procedure when initiated by the MSisillustrated in Figure 23.

| wms ||BssiutRAN| sesN || GGsN || MscivLR

1. Detach Request

v

A

~—

2. Delete PDP Context Request
' 2. Delete PDP Context Response

l

C1

3. IMSI Detach Indication
4. GPRS Detach Indication

»
»

Cc2

‘5. Detach Accept

6. PS Signalling Connection|Release
< > —>

Figure 23: MS-Initiated Combined GPRS / IMSI Detach Procedure

NOTE: All steps except step 2 are common for architecture variants using Gn/Gp based interaction with GGSN
and using $4 based interaction with S-GW and P-GW. For an $4 based interaction with S-GW and
P-GW, procedure steps (A) are defined in clause 6.6.3.

1) The MS detaches by sending Detach Request (Detach Type, P-TM S|, P-TMSI Signature, Switch Off) to the
SGSN. Detach Type indicates which type of detach isto be performed, i.e., GPRS Detach only, IMSI Detach
only or combined GPRS and IM S| Detach. Switch Off indicates whether detach is due to a switch off situation
or not. The Detach Request message includes P-TMSI and P-TM S| Signature. P-TMSI Signatureis used to
check the validity of the Detach Request message. If P-TMSI Signatureis not valid or is not included, the
authentication procedure should be performed.

If the SGSN receives a Detach Request viaa CSG cell with Switch Off parameter indicating that detach is not
dueto a switch off situation, and the CSG subscription for this CSG ID is absent or expired, the SGSN shall
trigger a SGSN-initiated Detach procedure as specified in clause 6.6.2.1.

2) If GPRS detach, the active PDP contexts in the GGSNs regarding this particular M S are deactivated by the
SGSN sending Delete PDP Context Request (TEID) to the GGSNs. The GGSNs acknowledge with Delete PDP
Context Response (TEID).

3) If IMSI detach, the SGSN sends an IMSI Detach Indication (IMSI) message to the VLR.

4) If the MS wants to remain IM Sl-attached and is doing a GPRS detach, the SGSN sends a GPRS Detach
Indication (IMSI) message to the VLR. The VLR removes the association with the SGSN and handles paging
and location update without going viathe SGSN.

5) If Switch Off indicates that detach is not due to a switch off situation, the SGSN sends a Detach Accept to the
MS.

6) If the MS was GPRS detached, then the 3G-SGSN rel eases the PS signalling connection.
The CAMEL procedure calls shall be performed; see referenced proceduresin TS 23.078 [8b]:
Cl) CAMEL_GPRS PDP_Context_Disconnection.
This procedure is called several times. once per PDP context. The procedure returns as result " Continue”.

C2) CAMEL_GPRS Detach and CAMEL_PS_ Notification.
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They are called in the following order:
- The procedure CAMEL_GPRS Detach is called. The procedure returns as result " Continue".

- Then the procedure CAMEL_PS Natification is called. The procedure returns as result " Continue”.

6.6.2 Network-Initiated Detach Procedure

6.6.2.1 SGSN-Initiated Detach Procedure
The SGSN-Initiated Detach procedure when initiated by the SGSN isillustrated in Figure 24.

| wms ||BsswutRAN| sesN || GGsN || mscvir

1. Detach Request

A)| 2. Delete PDP Context Request

2. Delete PDP Context Response

C1

3. GPRS Detach Indication

4. Detach Accept

5. PS Signalling Connection |Release

Figure 24: SGSN-Initiated GPRS Detach Procedure

NOTE: All steps except step 2 are common for architecture variants using Gn/Gp based interaction with GGSN
and using $4 based interaction with S-GW and P-GW. For an $4 based interaction with S-GW and
P-GW, procedure steps (A) are defined in clause 6.6.3.

1) The SGSN informsthe MSthat it has been detached, by sending Detach Request (Detach Type) to the MS.
Detach Type indicates if the MS is requested to make a new attach and PDP context activation for the previously
activated PDP contexts. If so, the attach procedure shall be initiated when the detach procedure is completed.

If this Detach procedure is due to the MS's Detach Request viaa CSG cell which the MSis not allowed to
access, i.e. the CSG subscription for this CSG ID is absent or expired, the SGSN shall send a Detach Request to
MS with an appropriate cause indicating the MSis not allowed to access this CSG.

2) The active PDP contexts in the GGSNs regarding this particular MS are deactivated by the SGSN sending Delete
PDP Context Request (TEID) messages to the GGSNs. The GGSNs acknowledge with Delete PDP Context
Response (TEID) messages.

3) If the MS was both IMSI- and GPRS-attached, the SGSN sends a GPRS Detach Indication (IMSI) message to
the VLR. The VLR removes the association with the SGSN and handles paging and location update without
going viathe SGSN.

4) The MS sends a Detach Accept message to the SGSN any time after step 1. If the M S receives Detach Request
from the SGSN viaa CSG cell with the cause indicating the MSis not allowed to access this CSG, the MS shall
remove this CSG ID and associated PLMN from its Allowed CSG list, if present.

5) After receiving the Detach Accept message, if Detach Type did not request the MS to make a new attach, then
the 3G SGSN releases the PS signalling connection.

The CAMEL procedure calls shall be performed, see referenced procedurein TS 23.078 [8b]:
Cl) CAMEL_GPRS PDP_Context_Disconnection.
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This procedure is called several times. once per PDP context. The procedure returns as result " Continue”.
C2) CAMEL_GPRS Detach and CAMEL_PS Notification.
They are called in the following order:
- The procedure CAMEL_GPRS Detach is called. The procedure returns as result " Continue".

- Then the procedure CAMEL_PS Natification is called. The procedure returns as result " Continue”.

6.6.2.2 HLR-Initiated Detach Procedure

The HLR-Initiated Detach procedure is initiated by the HLR. The HLR uses this procedure for operator-determined
purposes to request the removal of a subscriber's MM and PDP contexts at the SGSN. The HLR-Initiated Detach
Procedureisillustrated in Figure 25.

For MS with emergency PDP Context, the SGSN shall not send detach message to M S. Instead the SGSN shall
deactivate al the non emergency PDP Contexts.

Ms | [BssiutRaN | sesN || GesN || HLR | mscivir
1. Cancel Logation

| 2. Detach Rgquest

(A)_3. Delete PDP Context Request

S Delete PDP Context Response

C1

4. GPRS Detach Indication

\ 4

5. Detach Accept

>

C2

6. Cancel Logation Ack

7. PS Signalling Connection|Release

»>| < P

Figure 25: HLR-Initiated GPRS Detach Procedure

NOTE: All steps except step 2 are common for architecture variants using Gn/Gp based interaction with GGSN
and using $4 based interaction with S-GW and P-GW. For an $4 based interaction with S-GW and
P-GW, procedure steps (A) are defined in clause 6.6.3.

1) If the HLR wants to request the immediate deletion of a subscriber's MM and PDP contexts from the SGSN, the
HLR shall send a Cancel Location (IMSI, Cancellation Type) message to the SGSN with Cancellation Type set
to Subscription Withdrawn.

2) The SGSN informs the M Sthat it has been detached by sending Detach Request (Detach Type) to the MS.
Detach Type shall indicate that the MS is not requested to make a new attach and PDP context activation.

3) The active PDP contexts in the GGSNs regarding this particular MS are deactivated by the SGSN sending Delete
PDP Context Request (TEID) messages to the GGSNs. The GGSNs acknowledge with Delete PDP Context
Response (TEID) messages.

4) If the MS was both IMSI- and GPRS-attached, the SGSN sends a GPRS Detach Indication (IMSI) message to
the VLR. The VLR removes the association with the SGSN and handles paging and location update without
going viathe SGSN.

5) The MS sends a Detach Accept message to the SGSN any time after step 2.
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6) The SGSN confirms the deletion of the MM and PDP contexts with a Cancel Location Ack (IMSI) message.

7) After receiving the Detach Accept message, if Detach Type did not request the MS to make a new attach, then
the 3G-SGSN releases the PS signalling connection.

The CAMEL procedure calls shall be performed, see referenced proceduresin TS 23.078 [8b]:
Cl) CAMEL_GPRS PDP_Context_Disconnection.
This procedure is called several times. once per PDP context. The procedure returns as result " Continue”.
C2) CAMEL_GPRS Detach and CAMEL_PS Notification.
They are called in the following order:
- The procedure CAMEL_GPRS Detach is called. The procedure returns as result " Continue".

- Thenthe procedure CAMEL_PS Natification is called. The procedure returns as result " Continue”.

6.6.3 SGSN interaction during Detach Procedure when using S4

SGSN [servingaw | [PoN Gw | HSS

A) Delete Session Request

B) Delete Segsion Request

(A1)
C) Delete Segsion Response|

<

D) Delete Session Response
<

Figure 25A: SGSN interaction when using S4

NOTE 1: Steps A and D are common for architecture variants with GTP based S5/S8 and PMIP-based S5/S8. For a
PMIP-based S5/S8, procedure step (A1) isdefined in TS 23.402 [90]. Steps B and C concern GTP based
S5/S8.

A) For each PDN connection, the EPS Bearer(s) in the Serving GW regarding this particular MS are deactivated by
the SGSN by sending Delete Session Request to the Serving GW. This message indicates that all bearers
belonging to that PDN connection shall be released.

B) The Serving GW sends Delete Session Request to the PDN GW. The PDN GW may interact with PCRF (refer to
TS23.203[88]).

C) The PDN GW acknowledges the bearer deactivation to the SS-GW by sending a Del ete Session Response.
D) The SGW acknowledges with Delete Session Response.

Further messages due to I SR and messages between S-GW and P-GW are described in clause 5.3.8 "Detach procedure”
of TS23.401[89].
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6.7 Purge Function

The Purge function allows an SGSN to inform the HLR that it has deleted the MM and PDP contexts of a detached MS.
The SGSN may, as an implementation option, delete the MM and PDP contexts of an MS immediately after the implicit
or explicit detach of the MS. Alternatively, the SGSN may keep for some time the MM and PDP contexts and the
authentication triplets of the detached M S, so that the contexts can be reused at alater GPRS attach without accessing
the HLR.

When the SGSN deletes the MM and PDP contexts, it shall initiate the Purge procedure as illustrated in Figure 26.

SGSN HLR
1. Purge MS
|
2. Purge MS Ack
& g

Figure 26: Purge Procedure

1) After deleting the MM and PDP contexts of a detached M S, the SGSN sends a Purge MS (IMSI) message to the
HLR.

2) TheHLR setsthe MS Purged for GPRS flag and acknowledges with a Purge MS Ack message.

6.8 Security Function

6.8.0 General
The GERAN/UTRAN Security function:

- Guards against unauthorised packet-domain service usage (authentication of the MS by the network and service
request validation).

- Provides user identity confidentiality (temporary identification and ciphering).

- Provides user data and signalling confidentiality (ciphering).

- Provides, for lu mode only, dataintegrity and origin authentication of signalling data (integrity protection).

- Provides, by UMTS authentication (USIM) only, authentication of the network by the MS.
GERAN/UTRAN security-related network functions are described in TS 43.020 [6] and in TS 33.102 [61].

NOTE: The security functionsrelated to mobility between GERAN/UTRAN access and E-UTRAN access are
described in TS 33.401 [91] and TS 23.401 [89].

6.8.1 Authentication

The Authentication function includes two types of authentication: "UMTS authentication" and "GSM authentication".
These procedures are independent of the RAN modes, i.e. each procedure may be executed in A/Gb mode or in lu
mode. UMTS authentication requires a USIM for the M S and Authentication Quintets in the SGSN. GSM
authentication bases on a SIM for the MS and Authentication Tripletsin the SGSN or it bases on a GSM capable USIM
for the MS and parameters derived from Authentication Quintets in the SGSN.

"UMTS authentication" implies mutual authentication, i.e. authentication of the M S by the network and authentication
of the network by the MS. It also implies establishment of a new UMTS ciphering key (CK) and integrity key (IK)
agreement between the SGSN and the MS.

"GSM authentication” implies authentication of the M S by the network and establishment of anew GSM ciphering key
(Kc) agreement between the SGSN and the MS.
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6.8.1.1 GSM Authentication procedure

The GSM Authentication procedure performs subscriber authentication, or selection of the ciphering algorithm, or both.
In A/Gb mode it performs in addition the synchronisation of the start of ciphering. Authentication triplets are stored in
the SGSN. The MSC/VLR shall not authenticate the M S via the SGSN upon IM S| attach, nor location update, but may
authenticate the M S during CS connection establishment. Security-related network functions are described in
TS43.020[6].

The GSM Authentication procedure isillustrated in Figure 27.

MS || RaN || sesN || HLR |

1. Send Authentication Info
T

1. Send Authenttication Info Ack
% Authentication and Ciphering Request

2. Authentication and Ci pherﬁ; Response

Figure 27: GSM Authentication Procedure

1) If the SGSN does not have a previously stored authentication vector, a Send Authentication Info (IMSI) message
is sent to the HLR. The HLR responds with a Send Authentication Info Ack (Authentication Triplets or quintets)

message.

2) The SGSN sends an Authentication and Ciphering Request (RAND, CKSN, Ciphering Algorithm) message to
the MS. The M S responds with an Authentication and Ciphering Response (SRES) message.

In A/Gb mode, the M S starts ciphering after sending the Authentication and Ciphering Response message as described
in clause "Start of Ciphering".

Change of the ciphering a gorithm during PS Handover procedure is described in TS 43.129 [87].

In lu mode, the SGSN and the M S shall generate the UMTS CK and IK from the GSM Kc using the standardised
conversion functions specified for this purposein TS 33.102 [61].

In lu mode, the start of ciphering is controlled by the security mode procedure described in TS 33.102 [61].
If the SGSN cannot determine the HLR address to establish the Send Authentication Info dialogue, the GSM
Authentication of Procedure fails.

6.8.1.2 UMTS Authentication procedure

The UMTS authentication procedure is described in TS 33.102 [61]. The UMTS authentication procedure executed
from the SGSN performs both the mutual authentication and security keys agreement. Authentication quintets are stored
in the SGSN. The MSC/VLR shall not authenticate the MS viathe SGSN upon IMSI attach nor upon location update,
but may authenticate the MS during CS connection establishment.

The UMTS Authentication procedureisillustrated in Figure 28.

Ms || RaN || sGsN || HLR |

1. Send Aut[@tication Info

1. Send Authen‘tication Info Ack

% Authentication and Ciphering Request

3. Authentication and Cipheri

>

g Response

A/

Figure 28: UMTS Authentication
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1) If the SGSN does not have previoudy stored UMTS Authentication Vectors (quintets), a Send Authentication
Info (IMSI) message is sent to the HLR. Upon receipt of this message, the HLR responds with a Send
Authentication Info Ack message including an ordered array of quintetsto the SGSN. Each quintet contains
RAND, XRES, AUTN, CK, and IK. The generation of quintetsin HLR is performed as specified in
TS33.102 [61].

2) At authentication, the SGSN selects the next in-order quintet and transmits the RAND and AUTN, that belong to
this quintet, to the MSin the Authentication and Ciphering Request (RAND, AUTN, KSI) message. The SGSN
also selectsaKey Set Identifier, KSI, and includes thisin the message.

3) At reception of this message, the USIM inthe MS verifies AUTN and, if accepted, the USIM computes the
signature of RAND, RES, in accordance with TS 33.102 [61]. If the USIM considers the authentication as being
successful, the MS returns an Authentication and Ciphering Response (RES) message to the SGSN. During
generation of authentication vectors, the USIM in the M S also computes a new Ciphering Key, CK, and a new
Integrity Key, IK. These keys are stored together with the KSI until KSI is updated at the next authentication.

If the USIM considers the authentication being unsuccessful, e.g., in case of an authentication synchronisation
failure, the M S returns the Authentication and Ciphering Failure message to the SGSN. The actions then taken
are described in TS 33.102 [61].

In A/Gb mode, the SGSN and the M S shall generate the K¢ from the UMTS CK and IK using the standardised
conversion function specified for this purposein TS 33.102 [61].

In A/Gb mode, the M S starts ciphering after sending the Authentication and Ciphering Response message as described
in clause "Start of Ciphering".

In lu mode, the start of ciphering is controlled by the security mode procedure described in TS 33.102 [61].

If the SGSN cannot determine the HLR address to establish the Send Authentication Info dialogue, the UMTS
Authentication Procedure fails.

6.8.2 User Identity Confidentiality

6.8.2.1 User Identity Confidentiality (A/Gb mode)

A Temporary Logical Link Identity (TLLI) identifies auser in A/Gb mode. The relationship between TLLI and IMS] is
known only inthe MS and in the SGSN. TLLI is derived from the P-TMSI alocated by the SGSN or built by the MS as
described in clause "NSAPI and TLLI for A/Gb mode".

NOTE: Followinginter-RAT mobility from E-UTRAN, the MS will use valuesfor the TLLI and P-TMSI as
instructed by the old MME.

6.8.2.2 User Identity Confidentiality (lu mode)

A Radio Network Temporary Identity (RNTI) identifies a user between the MS and an lu mode RAN. The relationship
between RNTI and IMS!I is known only inthe MS and in the RAN. A P-TM S identifies a user between the MS and the
SGSN. Therelationship between P-TM S| and IMSI is known only in the MS and in the SGSN.

NOTE: Following inter-RAT mobility from E-UTRAN, the MS will use avalue for the P-TMSI as instructed by
the old MME.

6.8.2.3 P-TMSI Signature

P-TMSI Signatureis optionally sent by the SGSN to the MSin Attach Accept and Routeing Area Update Accept
messages. |f the P-TMSI Signature has been sent by the SGSN to the M S since the current P-TM S| was allocated, then
the MS shall include the P-TMSI Signature in the next Routeing Area Update Request, Detach Request, and Attach
Request for identification checking purposes. If the P-TMSI Signature was sent, then the SGSN shall compare the
P-TMSI Signature sent by the MS with the signature stored in the SGSN. If the values do not match, the SGSN should
use the security functions to authenticate the MS. If the values match or if the P-TMSI Signature is missing, the SGSN
may use the security functions to authenticate the MS. The P-TMSI Signature parameter has only local significancein
the SGSN that allocated the signature.
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NOTE: Followinginter-RAT mobility from E-UTRAN, the P-TMSI signature is also used for a different function
and may carry other information from the MS to the old MME (see TS 23.401 [89]) without modification
by the new SGSN.

If the network supports ciphering, the SGSN shall send the P-TMSI Signature ciphered to the MS. Routeing Area
Update Request and Attach Request, into which the M S includes the P-TMSI Signature, are not ciphered.

6.8.2.4 P-TMSI Reallocation Procedure

The SGSN may attempt to reallocate the P-TMSI at any time that the MSisin GERAN/UTRAN PS coverage. The
reallocation procedure can be performed by the P-TM S| Reallocation procedure, or it can be included in the Attach or
Routeing Area Update procedures. The P-TMSI reallocation during PS Handover procedure is described in
TS43.129[87].

The P-TMSI Reallocation procedureisillustrated in Figure 29.

MS BSSUTRAN SGSN

é P-TMSI Redlocation|Command

2. P-TMSI Redlocation/Complete

>

Figure 29: P-TMSI Reallocation Procedure

1) The SGSN sendsaP-TM S| Reallocation Command (new P-TMSI, P-TM S| Signature, RAl) message to the MS.
P-TMSI Signature is an optional parameter that the MS, if received, shall return to the SGSN in the next Attach
and Routeing Area Update procedures.

2) The MSreturns aP-TM S| Reallocation Complete message to the SGSN.

6.8.3 User Data and GMM/SM Signalling Confidentiality

6.8.3.1 Scope of Ciphering

In A/Gb mode, the scope of ciphering is from the ciphering function in the SGSN to the ciphering function in the MS.
Ciphering isdone in the LLC layer, and from the perspective of the A/Gb mode MS-BTS radio path, an LLC PDU is
transmitted as plain text.

In lu mode, the scope of ciphering is from the ciphering function in the RAN to the ciphering function in the MS.

MS BSSUTRAN SGSN

P Scope of GPRS ciphering

. Scope of UMTS ciphering

Figure 30: Scope of Ciphering

6.8.3.2 Ciphering Algorithm

TS 41.061 [2] contains the requirements for the GPRS Encryption Algorithm (GEA) for A/Gb mode. The A/Gb mode
ciphering key Kc is an input to the algorithm. The standard key management procedures for the Kc shall be used.

In lu mode ciphering is performed with the UMTS Encryption Algorithm (UEA). The lu mode Ciphering Key CK isan
input to the algorithm.
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6.8.3.3 Start of Ciphering

In A/Gb mode, the M S starts ciphering after sending the Authentication and Ciphering Response message. The SGSN
starts ciphering when a valid Authentication and Ciphering Response message is received from the MS. In the routeing
area update case, if ciphering was used before the routeing area update, and if the authentication procedure is omitted,
then the SGSN shall resume ciphering with the same algorithm when a ciphered Routeing Area Update Accept message
is sent, and the M S shall resume ciphering when a ciphered Routeing Area Update Accept message is received.

In lu mode, the start of ciphering is controlled by the security mode procedure described in TS 33.102 [61].

6.8.4 Identity Check Procedures

The Identity Check procedure isillustrated in Figure 31.

MS | [BSSUTRAN|[ sGsN || ER

1. |dentity Request
<@ y Req

1. Identity Response

2. Check IMEI

2. Check IMEI Ack
-

Figure 31: Identity Check Procedure

1) The SGSN sends Identity Request (Identity Type) to the MS. The M S responds with Identity Response (Mobile
| dentity).

2) If the SGSN decides to check the IMEI against the EIR, it sends Check IMEI (IMEI) to EIR. The EIR responds
with Check IMEI Ack (IMEI).
6.8.5 Data Integrity Procedure (lu mode)

The Data Integrity procedure is performed between the MS and the RAN. It is applicable only to radio signalling. The
Ilu mode integrity check is made with the UMTS Integrity Algorithm (UIA). The UMTS Integrity Key IK isan input to
the algorithm. The start of the data integrity procedureis controlled by the security mode procedure as described in
TS33.102[61].

6.9 Location Management Function

6.9.0 General

The Location Management function provides:
- mechanismsfor cell and PLMN selection;

- amechanism for the network to know the Routeing Areafor MSsin STANDBY, PMM-IDLE, READY, and
PMM-CONNECTED states;

- amechanism for the 2G-SGSN to know the cell identity for MSsin READY state;

- amechanism for the lu mode RAN to know the RAN registration areaidentity or cell identity for MSsin
PMM-CONNECTED state;

- amechanism for the lu mode RAN to indicate to an MS in RRC Connected mode when a Routeing Area Update
procedure shall be performed by providing the RAI; and

- amechanism for the network in lu mode to know the address of the serving BSC/RNC handling an MSin
PMM-CONNECTED state. This mechanism is the serving RNC relocation procedure.
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NOTE 1: The SGSN may not know the Routeing Area where the lu mode MSis physically located for an MSisin
RRC Connected mode. An MSin PMM-CONNECTED state is necessarily in RRC Connected mode. An
MSin PMM-IDLE state isin RRC Connected mode only if the MSisin CS MM-CONNECTED state.

In lu mode, the tracking of the location of the MSison three levels (cell, RAN area, or RA); see TS 23.121 [54].
In A/Gb mode, the tracking of the location of the MSison two levels (cell or RA).
Routing Area Update procedure may be triggered by a PS Handover procedure as described in TS 43.129 [87].

Routing Area Update procedure may be triggered by an Inter RAT Handover from EUTRAN to GERAN/UTRAN as
described in TS 23.401 [89].

Routing Area Update procedure may be triggered by the ISR function as described in TS 23.401 [89].
Other specified events may also trigger the Routing Area Update procedure.
Routeing Area (RA) is defined in clause "Routeing Area |dentity".

Emergency bearer service is not supported in GERAN PS domain. Relocation to A/Gb mode shall be prevented if an
MSin UTRAN with emergency bearer services tries to handover to GERAN PS domain.

If SIPTO using GW selection is enabled for a PDN connection, the SGSN should re-eval uate whether the PGW/GGSN
location is still acceptable. If the SGSN determines that GW relocation is needed, the SGSN may initiate PDN
deactivation with reactivation requested according to clause 9.2.4.2 at the end of the routing area update procedure.

NOTE 2: It depends on the operator's configuration in the SGSN whether to use the deactivation with reactivation
reguest or allow the continued usage of the already connected GW.
6.9.1 Location Management Procedures (A/Gb mode)
The PLMN shall provide information for the MSto be able to:
- detect when it has entered a new cell or anew RA; and
- determine when to perform periodic RA updates.

The MS detectsthat it has entered a new cell by comparing the cell's identity with the cell identity stored in the MS's
MM context. The MS detects that a new RA has been entered by periodically comparing the RAI stored inits MM
context with that received from the new cell. The MS shall consider hysteresisin signal strength measurements.

When the MS camps on anew cell, possibly in anew RA, thisindicates one of three possible scenarios:
- acdl updateisrequired;
- arouteing area update is required; or
- acombined routeing area and location area update is required.

In all three scenariosthe M S stores the cell identity inits MM context.

If the MS enters anew PLMN, the MS shall perform arouteing area update, unlessit is not alowed to do so for the
reasons specified in TS 24.008 [13] and TS 23.122 [7h], or it isan M S configured to perform Attach with IMS| at
PLMN change.

In network mode of operation |1 and 111, whenever an M S determines that it shall perform both an LA update and an RA
update:

1. It shal initiate the LA update and then initiate the RA update, if the MSisin class A mode of operation.
2. It shall perform the LA update first if the MSis not in class A mode of operation.

Routeing Area Update Request messages shall be sent unciphered, since in the inter-SGSN routeing area update case
the new SGSN shall be able to process the request.
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6.9.1.1 Cell Update Procedure

A cell update takes place when the M S enters a new cell inside the current RA and the MSisin READY state. If the
RA has changed, arouteing area update is executed instead of a cell update.

If the network does not support the Cell Notification which is an optimised Cell Update Procedure (see TS 24.008 [13]),
the M S performs the cell update procedure by sending an uplink LLC frame of any type except the LLC NULL frame
(see TS 44.064 [15]) containing the MS'sidentity to the SGSN. If the network and the M S support the Cell Notification,
then the MS shall usethe LLC NULL frame containing the MSsidentity in order to perform a cell update. The support
of Cell Natification is mandatory for the M S the network, but the network and the M S have to support the Cell Update
Procedure without using the LLC NULL frame for backward compatibility reasons.

In the direction towards the SGSN, the BSS shall add the Cell Global Identity including RAC and LAC to al BSSGP
frames, see TS 48.018 [78]. A cell update is any correctly received and valid LLC PDU carried inside a BSSGP PDU
containing a new identifier of the cell.

The SGSN records this MS's change of cell and further traffic towards the MSis conveyed over the new cell. If
requested by the GGSN according to charging requirementsin clause 15.1.1a, the SGSN shall forward the new CGI to
the GGSN based on the procedures defined in clause 15.1.3.2. If requested by the S-GW/P-GW according to charging
requirementsin clause 15.1.0, the SGSN shall forward the new CGI to the S-GW/P-GW based on the procedures
defined in clause 15.1.3.2a.

6.9.1.2 Routeing Area Update Procedure

6.9.1.2.0 General
A Routeing Area Update takes place when a GPRS-attached M S detects:

- that it has entered a new RA (except for the case of an MS configured to perform GPRS Attach with IMSI when
entering an RA in anew non-equivalent PLMN in RRC-IDLE mode);

- when the periodic RA update timer has expired;
- when the MS has to indicate changed access capabilities or DRX parameters to the network;

- for aUE supporting CS fallback, or configured to support IMS voice, or both, a change of the UE's usage setting
or voice domain preference for E-UTRAN,;

- for an SR-VCC capable MS, the M S has changed its MS Classmark 2, or MS Classmark 3, or Supported Codec
information;

- for A/Gb mode, when a suspended MSis not resumed by the BSS (see clause " Suspension of GPRS Services');
- when the MSreselects GERAN/UTRAN with the TIN indicating "GUTI";

- the RRC layer in an E-UTRAN capable UE informs the UE's NAS layer that an RRC connection failure
occurred in E-UTRAN and thisled the MSto select a GERAN/UTRAN cell;

- when the UE Network Capability and/or MS Network Capability are changed; or

- thatitisregistered for IMS voice and has moved from a RAT that supports IMS voice over PS sessions (see
clause 5.3.8 for more information) to one that does not, or vice versa. It shall be possible using Device
Management or initial provisioning to configure the UE to apply/not apply this particular exception.

NOTE: A UE moving between RATsthat both support IMS voice over PS sessions, or, both that do not support
IMS voice over PS sessions, is unaffected by the above.

The SGSN detectsthat it isan intra-SGSN routeing area update by noticing that it also handlesthe old RA. In this case,
the SGSN has the necessary information about the MS and there is no need to inform the S-GW/P-GWs or GGSNs or
the HLR/HSS about the new M S location. A periodic RA update is always an intra SGSN routeing area update.

During the Routeing Area Update procedure, the M S provides its PS Handover inter-RAT Handover capabilitiesin the
Routeing Area Update Request message. The SGSN uses the inter-RAT indicator and/or other indicatorsto ask the MS
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(using the Routeing Area Update Accept message) to send the other RAT's Radio Access Capabilitiesin the Routeing
Area Update Complete message.

During the Routeing Area Update procedure, if the SGSN supports SRV CC and if the UE SRV CC capability has
changed, it notifies the HSS with the UE SRV CC capability e.g. for further IMS registration.

6.9.1.2.1 Intra SGSN Routeing Area Update
The Intra SGSN Routeing Area Update procedure isillustrated in Figure 32. This procedure applies for S4-SGSNs and
for Gn/Gp SGSNSs.
MS BSS SGSN
1. Routeing Area Update Request >
2. Security Functions
< >
z Routeing Area Update Accept
C1
4. Routeing Area Update Complete >

Figure 32: Intra SGSN Routeing Area Update Procedure

1) The MS sends a Routeing Area Update Request (P-TM S, old RAI, old P-TMSI Signature, Update Type, MS
Radio Access Capability, DRX parameters, MS Network Capability, additional P-TMSI/RAI, Voice domain
preference and UE's usage setting) to the SGSN. Update Type shall indicate RA update or periodic RA update.
The BSS shall add the Cell Global Identity including the RAC and LAC of the cell where the message was
received before passing the message to the SGSN, see TS 48.018 [78]. MS Radio Access Capability contains the
MS GPRS multislot capabilities, supported frequency bands, etc as defined in TS 24.008 [13]. DRX Parameters
areincluded if the MS has altered its DRX Parameters.

If the E-UTRAN capable UE's TIN indicates "GUTI" and the UE holds avalid GUTI then the UE indicates the
GUTI asthe old P-TMSI and old RAI. If the UE's TIN indicates "P-TMSI" or "RAT-related TMSI" and the UE
holdsavalid P-TM S| and related RAI then these two elements are indicated as old P-TM S| and old RAL.
Mapping aGUTI to aP-TMS| and an RAI is specified in TS 23.401 [89]. In this scenario of intra SGSN RAU,
the TIN indicates "P-TMSI" or "RAT-related TMSI".

If the EFUTRAN capable UE holds avalid P-TMSI and related RAI then the UE indicates these parameters as
additional P-TMSI/RAI, regardliess whether the old P-TMSI and old RAI indicate the same parameters or
parameters mapped from a GUTI.

The Gn/Gp SGSN shall ignore this additional P-TMSI/RAL.

The UE sets the voice domain preference and UE's usage setting according to its configuration, as described in
clause 5.3.15.

2) Security functions may be executed. These procedures are defined in clause " Security Function”.

3) The SGSN validates the MS's presence in the new RA. If, dueto regional subscription restrictions, the MSis not
allowed to be attached in the RA, or if subscription checking fails, the SGSN rejects the routeing area update
with an appropriate cause. If al checks are successful, the SGSN updates the MM context for the MS. A new
P-TMSI may be allocated. A Routeing Area Update Accept (P-TMSI, P-TMSI Signature, IMS voice over PS
Session Supported Indication) is returned to the MS. The IMS voice over PS Session Supported Indication is set
as described in clause 5.3.8.

If ISR is activated for the MS when the S4-SGSN receives the Routeing Area Update Request in the intra SGSN
scenario, the S4-SGSN should maintain ISR by indicating ISR Activated in the Routeing Area Update Accept

message.

4) If P-TMSI wasreallocated, the M S acknowledges the new P-TMSI by returning a Routeing Area Update
Complete message to the SGSN.
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For some network sharing scenario (e.g. GWCN) if the PLMN-ID of the RAI supplied by the RNC is different from
that of the RAI in the UE's context, then the SGSN shall informs the HLR.

If the routeing area update procedure fails a maximum allowable number of times, or if the SGSN returns a Routeing
Area Update Reject (Cause) message, the MS shall enter IDLE state.

The CAMEL procedure calls shall be performed, see referenced procedurein TS 23.078 [8b] C1:

Cl) CAMEL_GPRS Routeing_Area Update Session, CAMEL_PS Notification and
CAMEL_GPRS Routeing_Area Update Context.

They are called in the following order:

- The procedure CAMEL_GPRS Routeing Area Update Sessionis called once per session. It returnsas a
result " Continue".

- Thenthe procedure CAMEL_PS Notification is called once per session. It returns as aresult " Continue”.

- Thenthe procedure CAMEL_GPRS Routeing_Area_Update Context is called once per PDP context. It
returns as aresult "Continue”.

ETSI



3GPP TS 23.060 version 10.5.0 Release 10 94 ETSI TS 123 060 V10.5.0 (2011-11)

6.9.1.2.2 Inter SGSN Routeing Area Update

The Inter SGSN Routeing Area Update procedure isillustrated in Figure 33 for mobility between two Gn/Gp SGSNs
and for mobility from S4-SGSN to Gn/Gp SGSN. The Inter SGSN Routeing Area Update procedure between two $4-
SGSNs shows differences for the stepsin the boxes (A) and (B). The Inter SGSN Routeing Area Update procedure
from Gn/Gp SGSN to S4-SGSN shows differences for the stepsin the box (B). These different step descriptions of the
boxes are described in clause "Inter SGSN Routeing Area Update and Combined Inter SGSN RA / LA Update using
7/

MS || BSs || newsGSN|| oldSGSN|| GGSN || HLR

1. Routeing Area Update @quest

| 2. SGSN antext Request

2. SGSN Context Response
-

Lol . A)
3. Security Functions (
= | y | -

4. SGSN Context Acknowledge
P

C1

5. Forward Packets

B> Tttt
6. Update PDP Context Rﬁuest

(B)
Update PDP Context Respons

D

6
-
7. Update Location

8, Cancel Location

-

8. Cancel Location Ack

Insert Subscriber Data

© Ao

. Insert Subscriber Data Ack

Update Location Ack

10.
-
Cc2

él. Routeing Area Update Accept

C3

12. Routeing Area Update>CompIete

Figure 33: Inter SGSN Routeing Area Update Procedure

NOTE 1: All stepsin figure 33, except steps 2, 4, and 6, are common for architecture variants using Gn/Gp based
and $4 based SGSN. For specific interaction with S4 based SGSN, procedure steps (A) and (B) are
defined in the clause 6.9.1.2.2a.

1) The MS sends a Routeing Area Update Request (old RAI, old P-TMSI Signature, Update Type, MS Radio
Access Capability, DRX parameters, MS Network Capability, additional P-TMSI/RAI, Voice domain preference
and UE's usage setting) to the new SGSN. Update Type shall indicate RA update or periodic RA update. The
BSS shall add the Cell Global Identity including the RAC and LAC of the cell where the message was received
before passing the message to the SGSN. MS Radio Access Capability containsthe MS GPRS multislot
capabilities, supported frequency bands, etc. as defined in TS 24.008 [13]. DRX Parameters are included if the
MS has altered its DRX Parameters.
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2)

3)

If the EFUTRAN capable UE's TIN indicates "GUTI" and the UE holds avalid GUTI then the UE indicates the
GUTI asthe old P-TMSI and old RAII. If the UE's TIN indicates"P-TMSI" or "RAT-related TMSI" and the UE
holds avaid P-TMSI and related RAI then these two elements are indicated as old P-TM S| and old RAL.
Mapping aGUTI to aP-TMSI and an RAI is specified in TS 23.401 [89]. In this scenario of inter SGSN RAU,
the TIN indicates"P-TMSI" or "RAT-related TMSI".

If the E-UTRAN capable UE holdsavalid P-TMS| and related RAI then the UE indicates these parameters as
additional P-TMSI/RAI, regardliess whether the old P-TMSI and old RAI indicate the same parameters or
parameters mapped from a GUTI.

The Gn/Gp SGSN shall ignore this additional P-TM SI/RAL.

The UE sets the voice domain preference and UE's usage setting according to its configuration, as described in
clause 5.3.15.

The new SGSN sends SGSN Context Request (old RAI, TLLI, old P-TMSI Signature, New SGSN Address) to
the old SGSN to get the MM and PDP contexts for the MS. If the new SGSN provides functionality for Intra
Domain Connection of RAN Nodesto Multiple CN Nodes, the new SGSN may derive the old SGSN from the
old RAI and the old P-TMSI (or TLLI) and send the SGSN Context Request message to this old SGSN.
Otherwise, the new SGSN derives the old SGSN from the old RALI. In any case the new SGSN will derive an
SGSN that it believesisthe old SGSN. This derived SGSN isitself the old SGSN, or it is associated with the
same pool area asthe actual old SGSN and it will determine the correct old SGSN from the P-TMSI (or TLLI)
and relay the message to that actual old SGSN. The old SGSN validates the old P-TM S| Signature and responds
with an appropriate error cause if it does not match the value stored in the old SGSN. This should initiate the
security functionsin the new SGSN. If the security functions authenticate the M S correctly, the new SGSN shall
send an SGSN Context Request (old RAI, TLLI, MS Validated, New SGSN Address) message to the old SGSN.
MS Validated indicates that the new SGSN has authenticated the MS. If the old P-TM S| Signature was valid or
if the new SGSN indicates that it has authenticated the M'S, the old SGSN stops assigning SNDCP N-PDU
numbers to downlink N-PDUs received, and responds with SGSN Context Response (MM Context, PDP
Contexts, Negotiated Evolved ARP). If the MSis not known in the old SGSN, the old SGSN responds with an
appropriate error cause. The old SGSN stores New SGSN Address, to allow the old SGSN to forward data
packets to the new SGSN. Each PDP Context includes the SNDCP Send N-PDU Number for the next downlink
N-PDU to be sent in acknowledged mode to the MS, the SNDCP Receive N-PDU Number for the next uplink
N-PDU to be received in acknowledged mode from the M S, the GTP sequence number for the next downlink
N-PDU to be sent to the MS and the GTP sequence number for the next uplink N-PDU to be tunnelled to the
GGSN. The old SGSN starts atimer and stops the transmission of N-PDUs to the MS. The new SGSN shall
ignore the M S Network Capability contained in MM Context of SGSN Context Response only when it has
previously received an MS Network Capability in the Routeing Area Request.

SNDCP and GTP sequence numbers are not relevant for anew S4-SGSN if provided by an old Gn/Gp SGSN
and need not to be provided by an old $S4-SGSN as the EPS network shall not configure usage of "delivery order
regquired" and no acknowledged mode NSAPIs (SNDCP) as described in clause "Network Configuration for
Interaction with E-UTRAN and S4-SGSNs'.

Security functions may be executed. These procedures are defined in clause " Security Function”. Ciphering
mode shall be set if ciphering is supported. If the SGSN Context Response message did not include IMEISV and
ADD is supported by the SGSN, the SGSN retrievesthe IMEISV from the MS.

If the security functionsfail (e.g. because the SGSN cannot determine the HLR address to establish the Send
Authentication Info dialogue), the Inter SGSN RAU Update procedure fails. A reject shall be returned to the MS
with an appropriate cause.
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4)

5)

6)

7)

8)

The new SGSN sends an SGSN Context Acknowledge message to the old SGSN. Thisinforms an old Gn/Gp
SGSN that the new SGSN is ready to receive data packets belonging to the activated PDP contexts. Only old
Gn/Gp SGSNs may forward data to a new Gn/Gp or S4-SGSN.

The old SGSN marksin its context that the MSC/V LR association and the information in the GGSNs and the
HLR areinvalid. Thistriggers the MSC/VLR, the GGSNs, and the HLR to be updated if the MSiinitiates a
routeing area update procedure back to the old SGSN before compl eting the ongoing routeing area update
procedure. If the security functions do not authenticate the M S correctly, then the routeing area update shall be
rejected, and the new SGSN shall send areject indication to the old SGSN. The old SGSN shall continue asiif
the SGSN Context Request was never received.

Only old Gn/Gp SGSNs may forward datato a new SGSN. An old Gn/Gp SGSN duplicates the buffered
N-PDUs and starts tunnelling them to the new SGSN. Additional N-PDUs received from the GGSN before the
timer described in step 2 expires are also duplicated and tunnelled to the new SGSN. N-PDUs that were already
sent to the M S in acknowledged mode and that are not yet acknowledged by the MS are tunnelled together with
the SNDCP N-PDU number. No N-PDUs shall be forwarded to the new SGSN after expiry of the timer
described in step 2.

SNDCP N-PDU numbers are not relevant for S4-SGSNs as the network shall not configure usage of
acknowledged mode NSAPIs (SNDCP) as described in clause "Network Configuration for Interaction with E-
UTRAN and $4-SGSNs'. A new S4-SGSN indicates reserved TEID and |P address parameters from an SGW to
an old Gn/Gp SGSN so that the old Gn/Gp SGSN can forward data packets when needed. The SGW discards
any packets received from old Gn/Gp SGSN.

The new SGSN sends Update PDP Context Request (new SGSN Address, TEID, QoS Negotiated, Negotiated
Evolved ARP, serving network identity, CGI/SAI, User CSG Information, RAT type, MS Info Change
Reporting support indication, NRSN) to the GGSNs concerned. The SGSN shall send the serving network
identity to the GGSN. NRSN indicates SGSN support of the network requested bearer control. The inclusion of
the Negotiated Evolved ARP IE indicates that the SGSN supports the Evolved ARP feature. If the new SGSN
did not receive a Negotiated Evolved ARP |E in the SGSN Context Response message from the old SGSN then
the new SGSN shall derive this value from the Allocation/Retention Priority of the QoS profile negotiated
according to Annex E of TS 23.401 [89]. The GGSNSs update their PDP context fields and return Update PDP
Context Response (TEID, Prohibit Payload Compression, APN Restriction, MS Info Change Reporting Action,
CSG Information Reporting Action, BCM, Negotiated Evolved ARP). The GGSN sets the Negotiated Evolved
ARP based on local policy or PCC. The Allocation/Retention Priority of the QoS Profile Negotiated is derived
from the Evolved ARP according to the mapping principles of TS 23.401 [89] Annex E. The Prohibit Payload
Compression indicates that the SGSN should negotiate no data compression for this PDP context. User CSG
Information includes CSG ID, access mode and CSG membership indication. The SGSN shall apply the
Negotiated Evolved ARP if received from the GGSN.

The new SGSN informsthe HLR of the change of SGSN by sending Update L ocation (SGSN Number, SGSN
Address, IMSI, IMEISV, UE SRV CC capahility) to the HLR. IMEISV issent if the ADD function is supported.

The HLR sends Cancel Location (IMSI, Cancellation Type) to the old SGSN with Cancellation Type set to
Update Procedure. If the timer described in step 2 is not running, the old SGSN removes the MM and PDP
contextsEPS Bearer Contexts and an old S4-SGSN releases in addition the S-GW resources when the new
SGSN isaGn/Gp SGSN or when an S-GW change is performed. GTPv1 SGSN context transfer signalling
indicates to the old S4-SGSN that the new SGSN is a Gn/Gp SGSN, which does not signal any S-GW change.
When the timer described in step 2 is running, the MM and PDP/EPS Bearer Contexts and any affected S-GW
resources are removed when the timer expires and the SGSN received a Cancel Location. The old S4-SGSN
deletes S-GW bearer resources by sending Delete Session Request (Cause, Operation Indication) messages to the
SGW. If ISR is activated the Cause indicates that the old S-GW shall delete the bearer resources on the other old
CN node by sending Delete Bearer Request message to the other CN node. The Operation Indication flag is not
set by the old S4-SGSN. This indicates to the S-GW that the S-GW shall not initiate a del ete procedure towards
the PDN GW.

When the timer described in step 2 expires and no Cancel Location was received the S4-SGSN removes the PDP
contexts/EPS Bearer Contexts but preserves the MM context.

Thetimer started in step 2 allows the old SGSN to complete the forwarding of N-PDUSs. It also ensures that the
MM and PDP contextsEPS Bearer Contexts are kept in the old SGSN in case the M S initiates another inter-
SGSN routeing area update before completing the ongoing routeing area update to the new SGSN. The old
SGSN acknowledges with Cancel Location Ack (IMS).
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9) The HLR sends Insert Subscriber Data (IMSI, Subscription Data) to the new SGSN. The new SGSN validates
the MS's presence in the (new) RA. If due to regional subscription restrictions or access restrictionsthe MSis
not allowed to be attached in the RA, the SGSN rejects the Routeing Area Update Request with an appropriate
cause, and may return an Insert Subscriber Data Ack (IMSI, SGSN Area Restricted) message to the HLR. If all
checks are successful, the SGSN constructs an MM context for the MS and returns an Insert Subscriber Data
Ack (IMSI) message to the HLR. If the S6d interface is used between S4-SGSN and HSS the messages " | nsert
Subscriber Data" and "Insert Subscriber Data Ack™ are not used. Instead, the Subscription Datais sent by HSS in
the message Update L ocation Ack (Step 10).

10) The HLR acknowledges the Update Location by sending Update Location Ack (IMSI, GPRS Subscriber Data
(only if S6d interface is used)) to the new SGSN.

11) The new SGSN validates the MS's presence in the new RA. If due to roaming restrictions or access restrictions
the MS, is not alowed to be attached in the SGSN, or if subscription checking fails, the new SGSN regjects the
routeing area update with an appropriate cause. If al checks are successful, the new SGSN constructs MM and
PDP contexts/EPS Bearer Contexts for the MS. A logical link is established between the new SGSN and the MS.
The new SGSN responds to the MS with Routeing Area Update Accept (P-TMSI, P-TMSI Signature, Receive
N-PDU Number, IMS voice over PS Session Supported Indication). Receive N-PDU Number contains the
acknowledgements for each acknowledged-mode NSAPI used by the M S, thereby confirming all mobile-
originated N-PDUs successfully transferred before the start of the update procedure. The IMS voice over PS
Session Supported Indication is set as described in clause 5.3.8.

ISR Activated is never indicated to the MSin case of inter SGSN RAU as described in TS 23.401 [89]. The
E-UTRAN capable UE setsits TIN to "P-TMSI" or "RAT-related TMSI" as described for Routing Area Update
proceduresin TS 23.401 [89].

12) The M S acknowledges the new P-TMSI by returning a Routeing Area Update Compl ete (Receive N-PDU
Number) message to the SGSN. Receive N-PDU Number contains the acknowledgements for each
acknowledged-mode NSAPI used by the M S, thereby confirming all mobile-terminated N-PDUs successfully
transferred before the start of the update procedure. If Receive N-PDU Number confirms reception of N-PDUs
that were forwarded from the old SGSN, these N-PDUs shall be discarded by the new SGSN. LLC and SNDCP
inthe MS are reset.

For arejected routeing area update operation, due to regional subscription, roaming restrictions, access restrictions (see
TS23.221[80] and TS 23.008 [79]) or because the SGSN cannot determine the HLR address to establish the locating
updating dialogue, the new SGSN should not construct an MM context. In the case of receiving the subscriber data from
HLR, the new SGSN may construct an MM context and store the subscriber data for the M S to optimize signalling
between the SGSN and the HLR. A reject shall be returned to the M S with an appropriate cause. Upon return to idle, the
MS shall act according to TS 23.122 [7h].

If the new SGSN is unable to update the PDP context/EPS Bearer Context in one or more GGSNs/P-GWSs, the new
SGSN shall deactivate the corresponding PDP contexts/EPS Bearer Contexts as described in clause " SGSN-initiated
PDP Context Deactivation Procedure”. This shall not cause the SGSN to reject the routeing area update.

The PDP Contexts/EPS Bearer Contexts shall be sent from old to new SGSN in a prioritized order, i.e. the most
important PDP Context/EPS Bearer Context first in the SGSN Context Response message. (The prioritization method is
implementation dependent, but should be based on the current activity).

The new SGSN shall determine the Maximum APN restriction based on the received APN Restriction of each PDP
context/EPS Bearer Context from the GGSN/P-GW or old $4-SGSN and then store the new Maximum APN restriction
value.

If the new SGSN is unable to support the same number of active PDP contexts as received from old SGSN, the new
SGSN should use the prioritisation sent by old SGSN as input when deciding which PDP contextsEPS Bearer Contexts
to maintain active and which ones to delete. In any case, the new SGSN shall first update all contextsin one or more
GGSNg/P-GWs and then deactivate the context(s) that it cannot maintain as described in clause " SGSN-initiated PDP
Context Deactivation Procedure”. This shall not cause the SGSN to reject the routeing area update.

If the timer described in step 2 expires and no Cancel Location (IMSI) was received from the HLR, the old SGSN stops
forwarding N-PDUs to the new SGSN.

If the routeing area update procedure fails a maximum allowable number of times, or if the SGSN returns a Routeing
Area Update Reject (Cause) message, the MS shall enter IDLE state.
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The CAMEL procedure calls shall be performed, see referenced proceduresin TS 23.078 [8b]:

Cl) CAMEL_GPRS PDP_Context Disconnection, CAMEL_GPRS Detach and CAMEL_PS Notification.

They are called in the following order:

The CAMEL_GPRS_PDP_Context_Disconnection procedure is called several times: once per PDP context. The
procedure returns as result " Continue”.

Then the CAMEL_GPRS Detach procedure is called once. The procedure returns as result " Continue'.

Then the CAMEL_PS Noatification procedureis called once. The procedure return as result " Continue”.

C2) CAMEL_GPRS Routeing_Area Update Session and CAMEL_PS Notification.

They are called in the following order:

- The CAMEL_GPRS Routeing_Area Update Session procedureis called. The procedure returns as result
"Continue".

- Thenthe CAMEL_PS Notification procedureis called. The procedure returns as result " Continue”.

C3) CAMEL_GPRS Routeing_Area Update Context.

This procedure is called several times. once per PDP context. It returns as result " Continue".

6.9.1.2.2a Inter SGSN Routeing Area Update and Combined Inter SGSN RA / LA Update

using S4

The procedures described in figures 33a and 33b show only the steps 2 and 4 for the case when new and old SGSNs are
S4-SGSNs and step 6 when the new SGSN is an S4-SGSN. These steps are different from the Gn/Gp variant of the
procedure given by clauses 6.9.1.2.2 and 6.9.1.3.2. The ISR function is deactivated in Inter SGSN RAU as defined in
TS 23.401[89].

New SGSN Old SGSN

2. Context Request (A)

2. Context Response

&
<

4. Context Acknowledge

Figure 33a: Step 2 and 4 for Inter SGSN Routeing Area Update Procedure and Combined Inter SGSN

RA / LA Update between S4-SGSNs

2. The new SGSN sends a Context Request (old RAI, TLLI, old P TMSI Signature, New SGSN Address) to the old

SGSN to get the MM and EPS Bearer contexts for the MS. If the new SGSN provides functionality for Intra
Domain Connection of RAN Nodesto Multiple CN Nodes, the new SGSN may derive the old SGSN from the
old RAI and the old P-TMSI (or TLLI) and send the Context Reguest message to this old SGSN. Otherwise, the
new SGSN derivesthe old SGSN from the old RAL. In any case the new SGSN will derive an SGSN that it
believesisthe old SGSN. This derived SGSN isitself the old SGSN, or it is associated with the same pool area
asthe actual old SGSN and it will determine the correct old SGSN from the P-TMSI (or TLLI) and relay the
message to that actual old SGSN. The old SGSN validates the old P TMSI Signature and responds with an
appropriate error cause if it does not match the value stored in the old SGSN. This should initiate the security
functionsin the new SGSN. If the security functions authenticate the M S correctly, the new SGSN shall send a
Context Request (old RAI, TLLI, MS Validated) message to the old SGSN. MS Validated indicates that the new
SGSN has authenticated the MS. If the old P TMSI Signature was valid or if the new SGSN indicates that it has
authenticated the M S, the old SGSN responds with a Context Response (MM Context, EPS Bearer Contexts).
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MM Context and EPS Bearer Context when used at the S16 interface are defined by clause 13.2.2. If the MSis
not known in the old SGSN, the old SGSN responds with an appropriate error cause. The old SGSN starts a
timer and stops the transmission of N-PDUs to the MS. The new SGSN shall ignore the MS Network Capability
contained in MM Context of Context Response only when it has previously received an MS Network Capability
in the Routeing Area Request.

For RAU between two $4-SGSNs, the old SGSN shall include the Change Reporting Action and CGI/SAI/RAI
change support indication in the Context Response message.

4. The new SGSN sends a Context Acknowledge message to the old SGSN. The old SGSN marksin its context
that the MSC/V LR association and the information in the GWs and the HSS are invalid. This triggers the
MSC/VLR, the S-GW, the P-GW and the HSS to be updated if the M S initiates a routeing area update procedure
back to the old SGSN before completing the ongoing routeing area update procedure. If the security functions do
not authenticate the M S correctly, then the routeing area update shall be rejected, and the new SGSN shall send a
reject indication to the old SGSN. The old SGSN shall continue as if the Context Request was never received.

SGSN S-GW P-GW

6A) Modify Bearer Reduest (B)

6B) Modify Bearer Request

(B1)

' 6C) Modify Bearer Responge

B 6D) Modify Bearer Regponse

Figure 33b: Step 6 for Inter SGSN Routeing Area Update Procedure and Combined Inter SGSN RA /
LA Update to S4-SGSNs

NOTE: Steps A) and D) are common for architecture variants with GTP based S5/S8 and PMIP-based S5/S8. For
a PMIP-based S5/S8, procedure steps (B1) are defined in TS 23.402 [90]. Steps B) and C) concern GTP
based S5/S8.

6A) If the S-GW does not change, the new SGSN updates these EPS Bearer contexts by sending Modify Bearer
Request (SGSN Tunnel Endpoint Identifier for Control Plane, EPS Bearer ID(s), SGSN Address for Control
Plane, SGSN Address(es) and TEID(s), PDN GW addresses and TEIDs (for GTP-based S5/S8) or GRE keys (for
PMIP-based S5/S8) at the PDN GW(s) for uplink traffic, serving network identity, CGI/SAl, User CSG
Information, RAT type, MS Info Change Reporting support indication). The SGSN puts the according NSAPI in
the field of EPS Bearer ID. If ISR is activated on the S-GW that is updated by a new SGSN then this S-GW
deletes the bearer resources on the other old CN node by sending Delete Session Request message(s) to that CN
node.

If the SS-GW changes or if an S-GW needs to be allocated (Gn/Gp to $4-SGSN RAU) the SGSN selects an
S-GW and sends a Create Session Request message (APN-AMBR) with the content as described for the Modify
Bearer Request message to the S-GW.

For Gn/Gp to S4-SGSN RAU, the new $4-SGSN provides APN-AMBR to the Serving GW. Details on mapping
MBR to APN-AMBR are specified in Annex E of TS 23.401 [89].

6B) If the SSGW has changed, or if an S GW needs to be allocated (Gn/Gp to S4-SGSN RAU), or the RAT type
has changed, or the S-GW received CGI/SAI from the S4-SGSN, the S-GW sends Modify Bearer Request (EPS
Bearer ID(s), serving network identity, CGI/SAI, User CSG Information, RAT type, MS Info Change Reporting
support indication, APN-AMBR) messages to the P-GWs involved.

6C) The P-GWs acknowledge by sending Modify Bearer Response (TEID, Prohibit Payload Compression, MS
Info Change Reporting Action, CSG Information Reporting Action, Default bearer id, APN-AMBR) messagesto
S-GW. The Prohibit Payload Compression indicates that the SGSN should negotiate no data compression for this
PDP/EPS Bearer context. The default bearer id isincluded if the UE moves from a Gn/Gp SGSN to an $4-
SGSN.
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6D) The S-GW acknowledges the user plane switch to the new SGSN via the message Modify Bearer Response

(Cause, Serving GW Tunnel Endpoint Identifier for Control Plane, Serving GW Address for Control Plane, PDN
GW addresses and TEIDs (for GTP-based S5/S8) or GRE keys (for PMIP-based S5/S8) at the PDN GW(s) for
uplink traffic, Prohibit Payload Compression, MS Info Change Reporting Action, CSG Information Reporting
Action, default bearer id, APN-AMBR). If the SGSN sent a Create Session Request message the S-GW sends a
Create Session Response message with the content as described for the Modify Bearer Response message to the
SGSN.

If there are active GBR bearers with maximum bit rate set to 0, the S4-SGSN should use the SGSN-initiated
PDP Context Deactivation Procedure using $4 (as defined in clause 9.2.4.2) to deactivate the PDP Context.

6.9.1.3 Combined RA / LA Update Procedure

6.9.1.3.0 General

A combined RA / LA update takes place in network operation mode | when:

the MS enters anew RA (except for the case of an MS configured to perform GPRS Attach with IMS| when
entering an RA in anew non-equivalent PLMN in RRC-IDLE mode, in which case, a Combined GPRS Attach
shall be performed) or

when a GPRS-attached M S performs an IMSI attach or
when the M S has to indicate changed access capabilities or DRX parameters to the network, or

for a UE supporting CS fallback, or configured to support IMS voice, or both, a change of the UE's usage setting
or voice domain preference for E-UTRAN, or

for an SR-VCC capable MS, the M S has changed its M S Classmark 2, or MS Classmark 3, or Supported Codec
information, or

when a suspended M S is not resumed by the BSS (see clause " Suspension of GPRS Services'), or
when the M S reselects GERAN/UTRAN with the TIN indicating "GUTI", or

the RRC layer in an E-UTRAN capable UE informsthe UE's NAS layer that an RRC connection failure
occurred in E-UTRAN and this led the MSto select a GERAN/UTRAN cell.

when aEPS and IM S| attached MS camps on GERAN/UTRAN and the E-UTRAN periodic TAU timer expires
and the TIN indicates "RAT Related TMSI".

the UE Network Capability and/or MS Network Capability are changed.

The M S sends a Routeing Area Update Request indicating that an LA update may also need to be performed, in which
case the SGSN forwards the LA update to the VLR. This concerns only idle mode (see TS 23.122 [7b]), as ho combined
RA / LA updates are performed during a CS connection.
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6.9.1.3.1 Combined Intra SGSN RA / LA Update

The Combined RA / LA Update (intra SGSN) procedure isillustrated in Figure 34. This procedure applies for S4-
SGSNs and for Gn/Gp SGSNs.

new old
MS | | BSS | [ sGsN | | MSCVLR HLR MSC/VLR
1. Routeing Area Update Re%
2. Security Functions
= Dmted > < >

3. Location l&date Request

4a. Update Logation
-

4bh. Cancel Location
|

4c. Cancd Locgation Ack

4d. Insert Subscriber Data

4e. Insert SuE:riber Data Ack

4f. Update Location Ack

5. Location Update Accept

2 Routeing Area Update Accept
\

C1

7. Routeing Area Update Co&lete

8. TMSI Rea& cation Complete

Figure 34: Combined RA / LA Update in the Case of Intra SGSN RA Update Procedure

1) The MS sends a Routeing Area Update Request (old RAI, old P-TM S| Signature, Update Type, MS Radio
Access Capability, DRX parameters, MS Network Capability, additional P-TMSI/RAI, Voice domain preference
and UE's usage setting) to the SGSN. Update Type shall indicate combined RA / LA update, or, if the MS wants
to perform an IMSI attach, combined RA / LA update with IMSI attach requested. The BSS shall add the Cell
Glaobal Identity including the RAC and LAC of the cell where the message was received before passing the
message to the SGSN. MS Radio Access Capability contains the MS GPRS multislot capabilities, supported
frequency bands, etc as defined in TS 24.008 [13]. DRX Parameters are included if the M S has atered its DRX
Parameters.

If the E-UTRAN capable UE's TIN indicates"GUTI" and the UE holds avalid GUTI then the UE indicates the
GUTI asthe old P-TMSI and old RAI. If the UE's TIN indicates "P-TMSI" or "RAT-related TMSI" and the UE
holdsavalid P-TMSI and related RAI then these two elements are indicated as old P-TM S| and old RAL.
Mapping aGUTI to aP-TMSI and an RAI is specified in TS 23.401 [89]. In this scenario of Combined RA/LA
Update in the Case of Intra SGSN RAU, the TIN indicates "P-TMSI" or "RAT-related TMSI".

If the E-UTRAN capable UE holdsavalid P-TMS| and related RAI then the UE indicates these parameters as
additional P-TMSI/RAI, regardless whether the old P-TMSI and old RAI indicate the same parameters or
parameters mapped from a GUTI.

The Gn/Gp SGSN shall ignore this additional P-TMSI/RAL.

The UE sets the voice domain preference and UE's usage setting according to its configuration, as described in
clause 5.3.15.
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2) Security functions may be executed. This procedure is defined in clause " Security Function”. If the security
functions fail (e.g. because the SGSN cannot determine the HLR address to establish the Send Authentication
Info dialogue), the Inter SGSN RAU Update procedure fails. A regject shall be returned to the MS with an
appropriate cause.

3) If the association has to be established, if Update Type indicates combined RA / LA update with IMSI attach
reguested, or if Update Type indicates combined RA / LA update without IMSI attach and the the M S Network
Capability |E indicates that EMM Combined procedure is supported, or if the LA changed with the routeing area
update, the SGSN sends a Location Update Request (new LAI, IMSI, SGSN Number, Location Update Type) to
the VLR. Location Update Type shall indicate IMSI attach if Update Type in step 1 indicated combined RA / LA
update with IMSI attach requested. Otherwise, Location Update Type shall indicate normal location update.
When the SGSN does not provide functionality for the Intra Domain Connection of RAN Nodes to Multiple CN
Nodes, the VLR number is derived from the RAI. When the SGSN provides functionality for Intra Domain
Connection of RAN Nodesto Multiple CN Nodes, the SGSN uses the RAI and a hash value from the IMSI to
determine the VLR number. The VLR creates or updates the association with the SGSN by storing SGSN
Number.

4) If the subscriber datainthe VLR is marked as not confirmed by the HLR, the new VLR informsthe HLR. The
HLR cancelsthe datain the old VLR and inserts subscriber datain the new VLR:

a) Thenew VLR sends an Update Location (new VLR) to the HLR.

b) The HLR cancelsthe datain the old VLR by sending Cancel Location (IMS]) to the old VLR.
c) Theold VLR acknowledges with Cancel Location Ack (IMSI).

d) TheHLR sendsInsert Subscriber Data (IM S, subscriber data) to the new VLR.

€) The new VLR acknowledges with Insert Subscriber Data Ack (IMS).

f) The HLR responds with Update L ocation Ack (IMSI) to the new VLR.

5) Thenew VLR allocatesanew VLR TMSI and responds with Location Update Accept (VLR TMSI) to the
SGSN. VLR TMSI is optional if the VLR has not changed.

6) The SGSN validatesthe MS's presence in the new RA. If due to regional subscription restrictions the MSis not
allowed to be attached in the RA, or if subscription checking fails, the SGSN rejects the routeing area update
with an appropriate cause. If al checks are successful, the SGSN updates the MM context for the MS. A new
P-TMSI may be allocated. The SGSN responds to the M S with Routeing Area Update Accept (P-TMSI, VLR
TMSI, P-TMSI Signature, IMS voice over PS Session Supported Indication). The IMS voice over PS Session
Supported Indication is set as described in clause 5.3.8.

For using $4 variant, if ISR is activated for the MS when the S4-SGSN receives the Routeing Area Update
Request in the intra SGSN scenario, the S4-SGSN should maintain ISR by indicating ISR Activated in the
Routeing Area Update Accept message.

7) If anew P-TMSI or VLR TMSI was received, the MS confirms the reallocation of the TMSIs by returning a
Routeing Area Update Compl ete message to the SGSN.

8) The SGSN sendsa TMSI Reallocation Complete message to the VLR if the M S confirmsthe VLR TMSI.

For some network sharing scenario (e.g. GWCN) if the PLMN-ID of the RAI supplied by the RNC is different from
that of the RAI in the UE's context, then the SGSN shall informsthe HLR.

If the routeing area update procedure fails a maximum allowable number of times, or if the SGSN returns a Routeing
Area Update Reject (Cause) message, the MS shall enter IDLE state.

If the Location Update Accept message indicates a reject, this should be indicated to the MS, and the MS shall not
access non-GPRS services until a successful Location Update is performed.

The CAMEL procedure calls shall be performed, see referenced proceduresin TS 23.078 [8b]:

Cl) CAMEL_GPRS Routeing_Area Update Session, CAMEL_PS Notification and
CAMEL_GPRS Routeing_Area Update Context.

They are called in the following order:
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- The procedure CAMEL_GPRS Routeing Area Update Sessionis called once per session. In Figure 34, the
procedure returns as result " Continue”.

- Thenthe procedure CAMEL_PS Natification is called. The procedure returns as result " Continue”.

- Then the procedure CAMEL_GPRS Routeing Area Update Context is called once per PDP context. In
Figure 34, the procedure returns as result " Continue".
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The Combined RA / LA Update (inter-SGSN) procedure isillustrated in Figure 35 for mobility between two Gn/Gp
SGSNs and for mobility from S4-SGSN to Gn/Gp SGSN. The Inter SGSN Routeing Area Update procedure between
two $4-SGSNs shows differences for the steps in the boxes (A) and (B). The Inter SGSN Routeing Area Update
procedure from Gn/Gp SGSN to S4-SGSN shows differences for the steps in the box (B). These different step
descriptions of the boxes are described in clause "Inter SGSN Routeing Area Update and Combined Inter SGSN RA /

LA Update using $4".
new old
MS || BSS ||newsGsN| [ oldsGsN || GGSN ||MSC/VLR HLR MSC/VLR
1. Routeing Area Update Reguest
2. SGSN Context Request(A
£ 200
2. SGSN Context Response
3. Security Functions
> L
4. SGSN Context Acknowledge
- —
C1
5. Forward Packets
6. Update PDP Context Request
(B) >
2 Update PDP Context Responsg
7. Update Location
P >
8, Cancel Location
-
8. Cancel Location Ack
P
9. Insert Subscriber Data
-
9. Insert Subscriber Data Ack >
30. Update Lacation Ack
11. Location Update Request
12a. Updatg Liocation
 12b. Cancetlocation
12¢_Cancel Location Ack
124 Insert Subscriber Data
12 Insert Subscriber Data Ack
1" Update Location Ack
33. Location Update Accept
Cc2
34. Routeing Area Update Accept
C3
15. Routeing Area U[&ite Complete
16. TMSI Realllocation Complete >

Figure 35: Combined RA / LA Update in the Case of Inter SGSN RA Update Procedure
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NOTE: All stepsinfigure 35, except steps 2, 4 and 6, are common for architecture variants using Gn/Gp based

1)

2)

3)

and $4 based SGSN. For specific interactions with S4 based SGSNs, procedure steps (A) and (B) are
defined in the clause 6.9.1.2.2a.

The MS sends a Routeing Area Update Request (old RAI, old P-TMSI Signature, Update Type, MS Radio
Access Capability, DRX parameters, MS Network Capability, additional P-TMSI/RAI, Voice domain preference
and UE's usage setting) to the new SGSN. Update Type shall indicate combined RA / LA update, or, if the MS
wants to perform an IMSI attach, combined RA / LA update with IMSI attach requested. The BSS shall add the
Cdll Global Identity including the RAC and LAC of the cell where the message was received before passing the
message to the SGSN. MS Radio Access Capahility contains the MS GPRS multislot capabilities, supported
frequency bands, etc. asdefined in TS 24.008 [13]. DRX Parameters are included if the MS has altered its DRX
Parameters.

If the EFUTRAN capable UE's TIN indicates "GUTI" and the UE holds avalid GUTI then the UE indicates the
GUTI asthe old P-TMSI and old RAII. If the UE's TIN indicates "P-TMSI" or "RAT-related TMSI" and the UE
holds avaid P-TMSI and related RAI then these two elements are indicated as old P-TM S| and old RAL.
Mapping aGUTI to aP-TMSI and an RAI is specified in TS 23.401 [89]. In this scenario of Combined RA/LA
Update in the case of inter SGSN RAU, the TIN indicates "P-TMSI" or "RAT-related TMSI".

If the E-UTRAN capable UE holdsavalid P-TMS| and related RAI then the UE indicates these parameters as
additional P-TMSI/RAI, regardiess whether the old P-TMSI and old RAI indicate the same parameters or
parameters mapped from a GUTI.

The Gn/Gp SGSN shall ignore this additional P-TM SI/RAL.

The UE sets the voice domain preference and UE's usage setting according to its configuration, as described in
clause 5.3.15.

The new SGSN sends SGSN Context Request (old RAI, TLLI, old P-TMSI Signature, New SGSN Address) to
the old SGSN to get the MM and PDP contexts for the MS. If the new SGSN provides functionality for Intra
Domain Connection of RAN Nodesto Multiple CN Nodes, the new SGSN may derive the old SGSN from the
old RAI and the old P-TMSI (or TLLI) and send the SGSN Context Request message to this old SGSN.
Otherwise, the new SGSN derives the old SGSN from the old RALI. In any case the new SGSN will derive an
SGSN that it believesisthe old SGSN. This derived SGSN isitself the old SGSN, or it is associated with the
same pool area as the actual old SGSN and it will determine the correct old SGSN from the P-TMSI (or TLLI)
and relay the message to that actual old SGSN. The old SGSN validates the old P-TM S| Signature and responds
with an appropriate error cause if it does not match the value stored in the old SGSN. This should initiate the
security functionsin the new SGSN. If the security functions authenticate the M S correctly, the new SGSN shall
send an SGSN Context Request (old RAI, TLLI, MS Vaidated, New SGSN Address) message to the old SGSN.
MS Validated indicates that the new SGSN has authenticated the MS. If the old P-TMSI Signature was valid or
if the new SGSN indicates that it has authenticated the M'S, the old SGSN stops assigning SNDCP N-PDU
numbers to downlink N-PDUs received, and responds with SGSN Context Response (MM Context, PDP
Contexts, Negotiated Evolved ARP). If the MSis not known in the old SGSN, the old SGSN responds with an
appropriate error cause. The old SGSN stores New SGSN Address until the old MM context is cance