ETSl TS 123 008 V10.2.0 (2011-04)

Technical Specification

Digital cellular telecommunications system (Phase 2+);
Universal Mobile Telecommunications System (UMTS);
LTE;

Organization of subscriber data

(B3GPP TS 23.008 version 10.2.0 Release 10)

)

E e Lte

—

D




3GPP TS 23.008 version 10.2.0 Release 10 1 ETSI TS 123 008 V10.2.0 (2011-04)

Reference
RTS/TSGC-0423008va20

Keywords
GSM, LTE, UMTS

ETSI

650 Route des Lucioles
F-06921 Sophia Antipolis Cedex - FRANCE

Tel.: +334 9294 42 00 Fax: +33 4 93 65 47 16

Siret N° 348 623 562 00017 - NAF 742 C
Association a but non lucratif enregistrée a la
Sous-Préfecture de Grasse (06) N° 7803/88

Important notice

Individual copies of the present document can be downloaded from:
http://www.etsi.org

The present document may be made available in more than one electronic version or in print. In any case of existing or
perceived difference in contents between such versions, the reference version is the Portable Document Format (PDF).
In case of dispute, the reference shall be the printing on ETSI printers of the PDF version kept on a specific network drive
within ETSI Secretariat.

Users of the present document should be aware that the document may be subject to revision or change of status.
Information on the current status of this and other ETSI documents is available at
http://portal.etsi.org/tb/status/status.asp

If you find errors in the present document, please send your comment to one of the following services:
http://portal.etsi.org/chaircor/ETSI_support.asp

Copyright Notification

No part may be reproduced except as authorized by written permission.
The copyright and the foregoing restriction extend to reproduction in all media.

© European Telecommunications Standards Institute 2011.
All rights reserved.

DECT™, PLUGTESTS™, UMTS™, TIPHON™, the TIPHON logo and the ETSI logo are Trade Marks of ETSI registered
for the benefit of its Members.
3GPP™is a Trade Mark of ETSI registered for the benefit of its Members and of the 3GPP Organizational Partners.
LTE™ is a Trade Mark of ETSI currently being registered
for the benefit of its Members and of the 3GPP Organizational Partners.
GSM® and the GSM logo are Trade Marks registered and owned by the GSM Association.

ETSI


http://www.etsi.org/
http://portal.etsi.org/tb/status/status.asp
http://portal.etsi.org/chaircor/ETSI_support.asp

3GPP TS 23.008 version 10.2.0 Release 10 2 ETSI TS 123 008 V10.2.0 (2011-04)

Intellectual Property Rights

IPRs essential or potentially essential to the present document may have been declared to ETSI. The information
pertaining to these essential IPRs, if any, is publicly available for ETSI member s and non-member s, and can be found
in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETS in
respect of ETS standards', which is available from the ETS| Secretariat. Latest updates are available on the ETSI Web
server (http://webapp.etsi.org/| PR/home.asp).

Pursuant to the ETSI IPR Palicy, no investigation, including I PR searches, has been carried out by ETSI. No guarantee
can be given as to the existence of other IPRs not referenced in ETSI SR 000 314 (or the updates on the ETSI Web
server) which are, or may be, or may become, essential to the present document.

Foreword
This Technical Specification (TS) has been produced by ETSI 3rd Generation Partnership Project (3GPP).

The present document may refer to technical specifications or reports using their 3GPP identities, UMTS identities or
GSM identities. These should be interpreted as being references to the corresponding ETSI deliverables.

The cross reference between GSM, UMTS, 3GPP and ETS! identities can be found under
http://webapp.etsi.org/key/queryform.asp.

ETSI


http://webapp.etsi.org/IPR/home.asp
http://webapp.etsi.org/key/queryform.asp

3GPP TS 23.008 version 10.2.0 Release 10 3 ETSI TS 123 008 V10.2.0 (2011-04)

Contents
INtellectual Property RIGNES.... ..ottt b e b nr e nen e 2
0 Yo (o SRS 2
0= 11 o ST 12
0 000 RS SSPR 13
0.1 REFEIEICES ...ttt sttt et et et e e st et e sae e bt e Rt e aeen e e e e eesReeRe e Rt en e et e eeaeeeeeebeeneene et eneenes 13
0.2 F Y o] 1= V7= (0] P 16
1 g1 0o [ Tox £ o o TSRS 16
11 D= 1 1] (o) o [T PP PRUSTORPP 16
12 S 0= 0 S = o 1 1L =SSR 16
13 Subscriber datain functional units other than the HLR, HSS, VLR, SGSN, $4-SGSN, GGSN, MME, S
GW, P-GW, ePDG, GMLC, SMLC @Nd LIMU.....ccciiiiiiieicierieeee ettt 18
1.4 Subscriber datain WLAN-IW fUNCLIONGl UNITS........c.oiiii e st 18
2 Definition of subscriber datafor CS and PS dOMaIN ..........ccccoeieiiriiininireseseeeeeeeses e 18
21 Datarelated to subscription, identification and NUMDENTNG ..........cooririiiirere s 18
211 Data defining the SUDSCriptioN Profile...........ccoi e 18
2111 International Mobile Subscriber [dentity (IMSI) .....oouiii e e 18
2112 NEWOrK ACCESS MOUE (NAM) ...ttt ettt et e e e s e e s e e sneesbe e teenseenaenseesseenrens 18
2113 IMSI UnauthentiCated INQICALOT ..........coiiiieieeieeeeee ettt st s sb e 19
21.2 Mobile Station International ISDN NUmber (MSISDN) .....coiiiiiiiiec e 19
213 MSISDNS for multinUMbErTNG OPLION .......ccueeiiieiicie et sra e te e e s reeaeennesneeenes 19
2131 The BasiC MSISDN iNAICALON ......ccuciiiiiieieeeeeee et se e s te et sseeneeee e e eeseesresneeneeneenees 19
2132 The MSISDN-AIEIT iNGICALON .......cueieirieieeeeeeeeeee ettt e e e e e sresbesneeneeneeneas 19
214 Temporary mobile subscriber identity (TMSI) .....o.oiiii e 19
215 Packet-Temporary Maobile Subscriber Identity (P-TMSI) ....ccooiiiiiiii e 19
216 Temporary Link Layer [dentifier (TLLE) ..o e 19
217 = 1810 (o 0 I PO RTSS 20
218 Loca Maobile Station 1dentity (LIMSI) ......oceieeceeiee ettt e ee e s 20
219 International Mobile Equipment [dentity (IMEI) .......coiueiieiieeee e 20
2.2 Datarelated t0 MObDIle StaliON tYPES .......icvieeeeieeieee et sae et e st et e e entesreesreesseenreeeenneennes 20
221 Y Ko o TSRS 0 g O (= o o] Y P 20
222 LMU 1dENtifIEr (GSM ONIY) ..eeoveieeiieieieeiesie ettt st sttt sttt st se e st s te e sbe st ne s 20
223 International Mobile Equipment Identity and Software Version (IMEISV) ... 20
2.3 Datarelated to authentication and CIPNENNG ........ccciiiiiiii e 20
231 Random Number (RAND), Signed Response (SRES) and Ciphering Key (KC) ....c.cooevvrineineneinenieen 20
232 Random Challenge (RAND), Expected Response (XRES), Cipher Key (CK), Integrity Key(IK) and
Authentication TOKEN(AUTN), KASME ..ot 21
233 The Ciphering Key Sequence NUMDEr (CKSN) .....ocuciiiiiiiieeree e 21
234 The Key Set IANIfIEr (KSI) ..ottt bbb e 21
235 Selected Ciphering ALGOITRM ........oc et e st e e re e teeneeneeenes 21
236 LT = 01 N oSO PR PR TPRPR 21
237 L Y B IS0 = = P 21
238 ACCESS NEIWOTK [AENLIY (ANID) ...eeieeeiieieee et s ettt e et e srae e sreesaeeseenaeeneeenaesneesseesnens 22
24 Dz e g K= =0 o T 0= 011 oo 22
241 Mobile Station Roaming NUMBDEr (MSRN) .......coiiiiieseee et s 22
242 Location Area ldentifiCation (LA ..ottt 22
243 Routing Area |dentifiCation (RAD) ... 22
24.4 Yoo SRS 22
245 RV I 0020 SRS 22
24.6 Y O o 1H o= O TPRRSRRN 22
24.7 (1 1W< SO SPRSR PSR 22
248 GSIN NMUMDEY ...ttt ettt ettt st bt et e s e e bt e b e s e e st e beseebeebese e st e besb e e et e s be e ebenbeneesenbenennens 22
2481 SGSN NUMBET ...ttt sttt s et e st e st b e st et be st e ne st et en e e b et enenbenaenennis 23
2482 LTI NI 1W< TSR 23
2483 YT W 4 SO SRPSRTS 23

ETSI



3GPP TS 23.008 version 10.2.0 Release 10 4 ETSI TS 123 008 V10.2.0 (2011-04)

249
2491
2492
24.10
2411
24111
24112
2412
24.13
24.14
24.14a
2.4.14b
24.15
24151
24.15.2
24153
24.15.3a
24.16
24.17
24171
24172
24.17.2A
24.17.2B
24173
24174
24175
24.18
24.19
24.20
2421
24.22
2.5
251
252
253
254
2.6

2.7
271
2172
273
274
2741
2742
2743
2744
2745
2175
2.7.6
2.7.6A
2.7.7
2.7.7A
278
2.7.8A
279
2791
2792
2.8
281
282
2821
2822

IVILC NUIMIDEY ...tttk sttt bbb bt et h e e e e et e b e e b e he e s e e e e b e se e eb e e b e eme et e e e besbe et e e neennenen 23
SMLC NUMDBEN (GSM ONIY) ...ttt e st e s teesae e aeeneeeneeereentesnnennaesseennens 23
GIMLC NUIMDEY ...ttt h ettt s e bbbt a e st e e e b e b e sRe e b e e et eh e e e e s e besb et e sbeabeeneennennen 23

ST 01 o T o) e g1 = o 1o 23

Regional SUbSCHiption INFOIMELiON...........ueiieeee ettt ee e enes 24
LS VA N 1 £ SR RSTOSRPRN 24
0T X @a o S K PSS 24

MSC @A rESIIICIEA Flag ....cveeeteieeeeee ettt bbbt b e et b e bbb 24

LA NOL BHTOWE FlBJ ...ttt et b et b e et b e bt b e b 24

SGSN area reSIICIEA Flag .....veeeveiieiete ettt b e b se b b nnenea 24

RA NOt @HOWED TIAG ...ttt e et b e bbb 25

QLI AN (0182 0T = o N = S 25

Service restriction datainduced Dy FOaMING........c.ccuirierieiine e e ae e 25
ODB-iNAUCEd DAITING AL ..........cceeeieesieeieee e ee e s e e esreenaeenseeneeeseesneesseeneens 26
Roaming restriction due to unsupported fEALUIE ..........ccvevieie e 26
Roaming restricted in the SGSN due to unsupported fEALUNE...........ccveveereereere e 26
Roaming restricted in the MME due to unsupported fEaIUre ...........ccveveereeveese e 26

Cell Global ID 0F SErVICE ATEAID ...ttt st s re et et seeseesneeneeeeneas 26

Localised Service Area INfOrMELION ..........ooeii ettt e st e b s e eneeneens 27
LSA TABNEITY ...ttt e b e ek b e ek bt e e bt b e et eb e s b et eb e b e bt nbe e ene 27
LSA PrIOMITY .ottt ettt b e b e b e st bt ek b e se e s e e b e s e e Rt e bt se et eb e s b e e eb e sh e bt b e ene 27
LSA Preferential ACCESS INAICALON ........c.oiiiiieieetieeee ettt e e seesne e eneeneen 27
LSA Active Mode SUPPOIt TNICEION ........coirieiiirieesie sttt 27
LSA ONlY ACCESS INTICALON........eeveeieiieiee e st esteeteete et e s teeste e te e teestessaessaesseesaeesseeseenseessesseesseessenssnns 27
LSA ACHVE MOUE INAICAION .......eiuiitiiieiieiestesie sttt sb ettt st e sb et ae e e st bt sbe s e ennennen 27
RV YV o 1= o = SRS 27

ACCESS RESITCHION DAL .....c.eeeueeieeeeie sttt bbbt s e bbb e b e e et e sbenbe s aeene e e ennees 27

S Le et @ o o = = () I S 28

[P-SIM=GWV NUMDEY ...ttt bttt e e et b e bt e h e a e et et se e b e sbe e b e e st e s e b e sreebesaesb e e e eneenes 28

PAOING ATBA ...ttt b et e et b e et b e s bt b e et b e R e e R R b e Rt R et b e et b e 28

Closed Subscriber Group INfOrMELION ........c.coireiiirieese et b e e seenen 28

Datarelated t0 DASIC SEIVICES ......cieeeeee ettt ettt st ae et et e e et e e e e e seeseesaeeneenee e aneees 29

ProviSion Of DEAIEr SEIVICE ........o ittt e ae e e e ee e e beseesbe e e eneeneens 29

PrOVISION Of TElESEIVICE. ... ittt ettt et s e e se et e s seeneeneeseesbesneeseeneenseneens 29

Bearer Capability @llOCALION .........ccooii ettt et et reene e enes 29

TranSfEr Of SIM OPLION. ... .ooiiicii et et e st et e s te e teetesneesseesseenseenseenseenaenreenrensens 29

Datarelated tO SUPPIEMENTAIY SEIVICES .......cccieiii et e see et e e e ree s sre s ae e s e sre e te e be e e snaesseesteeeeensenneesnes 30
M ODI € SEALTON SEAEUS TBEA. ...ttt sttt sttt b et e st et b e bt eb e e e e e e sbesreebesneene e e ennenes 30

1Y IS 0 = = o 1= o I = OSSPSR 30

Mobile station Not Reachable for GPRS (MNRG).........ccoiiuiiieiiee et ee e 30

MObility ManagEMENE SELE..........coueeiereeieite ettt b e et bbb 30

RESIOFALTON FIAGS ...ttt bbbt b et b b et b bbbt b e p e 30
Confirmed by Radio COntaCt iNGICALON ..........coruieeiriieeerieeeies et 30
Subscriber Data Confirmed by HLR/HSS iNAICAOT ........ccviveiiirieiiiiriee e 31
Location Information Confirmed in HLR/HSS iNGiCaLOr ...........cccoieieiineie e 31
(01 01C ot QS Y 11 o o= o TSRS 31
VLR-READIEINAICALON .......eiueieieiieeee e bbb e bt b e 31

MS purged fOr NON-GPRS fIa0 ......cceiiieieece et ettt teeteeneesneesnes 31

MS purged for GPRS/UE purged in SGSN flag .......cccoviieiieiieseese st 31

L] oW o =0 T T 1Y/ = 31

Mobile station Not Reachable via M SC Reason (MNRR-MSC).......ccccccvviieiieiieieeieseseesees e eee s e 32

Mobile station Not Reachable via SGSN Reason (MNRR-SGSN) .......cccccvvirneereeieee s see e 32

S0 oIS o] o= o= = o (0] 1 12 | SO 32

(@0 Tors I e or= o gl (= ot= Y o [OOSR 32

Datarelated to UE reachability ProCEOUIES ..........ooiiiiieeieieee et 32
URRP-IMME ..ottt sttt sttt st e et st e et e st e et e s ae s et e sae e eb e st e e eseeeeseesessaneetesaeneeseseaeerens 32
URRP-SGSN ...ttt ettt sttt et et e ettt s et eaeeeess e e see et e eaeeaeeneeseeneeseeebesseeneeneensenseseessesneensensans 32

Datarelated to Operator Determined BaIrting ..........ccocieiieiieiieie s seeste e see sttt srae e ste e eesnee s 33

SUDSCITIEN SEBLUS ...ttt ettt e bbbt a et e b se ke bt b e et et et sbenbesmeene e e ennas 33

Operator Determined Barring general data...........ccocvevuvecieiiseesiee ettt 33
Barring Of OULQOING CaAlIS........eciieiece ettt ettt e eeneesbe e entesnaesnaesreenenes 33
Barring of iNCOMING CallS........ccuviiiieie s sae e e et e st e enaesnaesreenneas 33

ETSI



3GPP TS 23.008 version 10.2.0 Release 10 5 ETSI TS 123 008 V10.2.0 (2011-04)

2.8.2.3 Barring Of FOAMING ........coiiiiieii et et e e e s e esre e be e e e teestesstessaesaeesaeeseesneesanesneesseenseenseans 33
2.8.24 Barring Of premium rale CallS.......c.oieiie ettt et esnaesneesreenneen 34
2.8.25 Barring of supplementary ServiCeS ManageMENt...........cccuereereereerierieseeseeseeseeseeesseesesseesseesseesseesses 34
2.8.2.6 Barring of registration of Call FOrWarding ...........ccvcciiiiiieriesee e 34
2.8.2.7 Barring of invocation Of Call tranSfer ...........cuv i 34
2.8.2.8 Barring of Packet Oriented SEIVICES ......cccuviuieeicieeies et se et sre et a e et e e e e snaesnaesreeseeas 35
283 Operator Determined Barring PLMN-SPECITIC data..........coveeruirieiriiieiiicereeeereee s 35
284 NOLIfiCAION L0 CSE FlaG ...t iveieeieite ettt b e bbb 35
285 OSIMSCF QUUIESS IS ...ttt b et b bbbt b et e e bt b e et b b e e b b e ens 35
29 Data related tO NANUOVET ........oc.iieeeeeeee ettt et e s ae st e st e e e e e e e neeseeseesbeeneeneeneeneees 35
291 L P20 (0177 VT 01 = P URSRR 35
2.10 Datarelated to Short MESSAPE SUPPOM .....c.veeieeierieieesee st e st esteete e e esaesaesseesreesseeseensesssesseasseesseesseenseensesnensnns 35
2.10.1 Messages Waiting Data (IMWWD)........oceo et ee ettt e st e ae et eenaessaestaeste e teenteennesnnennes 35
2.10.2 Mobile Station Not Reachable Flag (MNRF) ........cviiie et 35
2.10.3 Memory Capacity Exceeded Flag (MCER) .......cco oottt 36
2104 Mobile station Not Reachable for GPRS (MNRG).........cocieiieiinie et 36
2.10.4A UE Not Reachable vialP-SM-GW Flag (UNRI) .......ccoiiiieeeeeee st 36
2.105 Mobile station Not Reachable via M SC Reason (MNRR-MSC) .........ccvirrinineineneeseneee e 36
2.10.5A Mobile station Not Reachable via SGSN Reason (MNRR-SGSN) .......ccccveriininnineneeeserese e 36
2.10.5B UE Not Reachable via IP-SM-GW Reason (UNRR) ..........coiiiiiiinieenerieeete st sre e sreseeeenens 36
211 Data related t0 SUDSCITDEN T8O ......e ettt ae e et esee st e besnesne e e eneeneens 36
2111 I o R G 1 (=00l SRR 36
2112 TACE TYPB...ce e e et h e h b e e s e e sae e e a e n e s e e e 36
2113 OpPerations SYSEEMS IAENTILY ....ccvveiee e e e s e et e et e s e s reesteesteesesneesseesneesseenseenseans 36
2114 L I I =T RN I o< PRSP STRPR 36
2115 N = g (0 G @ o T I =0T PP PP PPPPR 37
2.11.6 TraCe ACHVALEH TN VLR ... bbb bbb bbb a e eae e e e e s 37
2117 Trace ACHVALEA 1N SGSN ... bbbttt s e bbb e bt e s e et e sbenbesaeene e e ennees 37
2118 Foreign Subscriber RegISEred iN VLR ......cco oottt e nesnne s 37
2119 I R G 1 (=001 SRR 37
2.11.10 THBCE AEPEN ... bbb bbb et 37
21111 LiSt Of NE tYPESTO TrACE ....c.ecueite ettt sttt st b et e et bbbt et b b 37
21112 THIQOEIING EVENES.. ..ttt ettt etttk b e s b skt b e b e b et b b e e e bt b e e e a e b e b e st eb e bt e b e ne e 37
21113 IS 0 BT 1 = Tor s S (o 1 = O TRRR 37
21114 IP address Of Trace ColleCtioN ENLILY ........ccceerieiieiicie ettt et aeenee e ens 38
21115 Y @ g1 e 1= o) S 38
212 Datarelated to the support of voice group and broadcast CallS.........ccovvveie i 38
2121 V GCS Group Membership LISt .....cceciecieieeiese ettt este e sree e e sneeneenaeenneenaesnensnaesnens 38
2122 VBS Group MembBership LiSt......coceeieecece sttt re e saeenne e enaeenaesraenraeneenn 38
21221 Broadcast Call [nitiation AHTOWED LiSt.......ccooiiiiiiieieieriese st s 38
213 Data relatetd t0 PSINAM ...ttt sttt sttt et e ae e e et e s eeseeebesaeeteeneeneenaeaseseesaeeseeneeneennens 39
2131 PP TP e e e e r e r e r e e e e 39
2132 ] AN (0| =SOSR 39
2133 N IS P URTSRS 39
2134 Packet Data ProtoCOl (PDP) SEALE.........ccciririeeiiereeie ettt st sb e 39
2135 INEW SGSN AGUIESS. ...ttt ettt ee ettt et e e et e eeseesbesae et e e aeeneeeesaebesaeebesseeneeneesseasesnesseeneenseseens 39
2.13.6 ACCESS POINE NAME (APN) <.ttt et e st e et e e e satesseesseesteentesneeeneeenseeneennensreesnens 39
2137 GOSN AQAIESS 1N USE ...ttt sttt h ettt et b e bt bt h et e b se e b e s bt eb e e ae et et sheebesneene e e ennes 39
2.13.8 VPLMN AdAreSS AHTOWEG. ..ottt bttt e b bbb b b st ene e e e e s 39
2.13.9 )= T o 0 [0 =S 40
2.13.10 SGSEN AGAIESS. ...ttt bttt b e bt bt e ae s e e e e b e s et e bt ebeeh e ehe et en e e e e nb e be bt nb e neene e e ennan 40
21311 LTS T TSP PP PRRSRRP 40
2.13.12 Quality Of SErViCe SUDSCITDEA .......oouiiiiiieeete bbb e 40
2.13.13 QUAltY OF SEIVICE REGUESIEM. ... ..ttt b e bbbt b b e 40
21314 Quality Of SErviCe NEGOTIAIEM. ........c.ervieeiereeeet et b bbb 40
2.13.15 |5 PR 40
2.13.16 L SRS 40
21317 DIRX PArBIMELEIS ...ttt sttt bbb bt b e h e b e e e e e e r e e e Rt e bt eheeh e e heeme e e e ee e besbeebeeneennennen 40
2.13.18 L0001 0=\ T o o 41
2.13.19 NON-GPRS AlErt FIag (NGAF) .ottt bt b ettt sae b e e 41
2.13.20 CHIBSSIMEIK ...ttt e bbbt a e e e et e se e e b e e Rt e b e e ae e e e b e sE e bt s heeh e e e e b e besheebesneene e e ennan 41
21321 Tunnel Endpoint IDENLIfier (TEID) ...voiciiee ettt se et see et a st et e e ete e snaesseesneesseeseennenns 41

ETSI



3GPP TS 23.008 version 10.2.0 Release 10 6 ETSI TS 123 008 V10.2.0 (2011-04)

2.13.22
2.13.23
2.13.24
2.13.25
2.13.26
2.13.27
2.13.28
2.13.29
2.13.30
2.13.30A
2.13.31
2.13.32
2.13.32A
2.13.33
2.13.34
2.13.35
2.13.36
2.13.37
2.13.38
2.13.39
2.13.40
21341
2.13.42
21343
2.13.44
2.13.45
2.13.46
2.13.47
2.13.48
2.13.49
2.13.50
2.1351
2.13.52
2.13.53
21354
2.13.55
2.13.56
2.1357
2.13.58
2.13.59
2.13.60
2.1361
2.13.62
2.13.63
2.13.64
2.13.65
2.13.66
2.13.67
2.13.68
2.13.69
2.13.70
21371
2.13.72
2.13.73
2.13.74
2.13.75
2.13.76
2.13.77
2.13.78
2.13.79
2.13.80
21381

0 [0 o 1 7P 41
L0 Lol o1 S 1Y TP 41
PDP CONEXE TABNTITIEN ...ttt se e bt b e e e e et sbesb e e e enneneea 41
PDP Context Charging CharaCteriStiCS.......cuuiuieiiieiicie et e e et se et teenesneeenes 41
IMIIMEE NBIMIE .. ..ttt h b et e e s s e s he e s R e s Re e eR e e et e et e nn e e Reenb e e e b e e b e e e e e nesnnesnnenns 41
VLR NBIMIE. ...tttk e e s et e e e e ae e e ae e eR e e e Re e R e e R e e e e e aeesaeesae e aReeneenneenreennenneenreenneen 42
NON-EPS Alert FIag (NEAF) ..ottt e bbb 42
UE level APN-OI-REDIGCEMENL.......ccuiieeiiitiieiesteet ettt st s b e e eb e e ebesnennenen 42
ST o1s oo 1= o I L N 1Y T SR 42
USEHO UE-AMBIR..... ettt sttt ettt et st be et et e e ae et e eeseeebesee et e e neenee e ensenteseeseesneeneeneaneas 42
APN-CONfigUratioN-Profil€ .......c.ooieiie bbb 42
SUDSCIDE APN-AMBR. ...ttt bbbttt b e bt b e he e et e st e besbesbe s st ene e e ennas 42
USEO APN-AMBR ...ttt e bbbt e e e bt b e e bt bt et e s e s e b et e sbesbesaeene e e eneas 42
Subscribed-RAT-Frequency-Sel€Ction-Priority-1D .........cccccvir i 42
L I TP U URURRSRST 43
IVTE TABMLITY ...ttt ettt b ettt e h bbb et e e e e e e Rt e bt eh e eb e e aeem e e e e e e besaeebe e e eneeneen 43
Selected NAS AIGOITNM ... e s e sae e seesntesseesneesreenseenseens 43
SElECLEd AS ALGOTTTAM ..ot b bbb b bbb 43
(00101 SR [ 1= 01 ) 11 SRS 43
D VN o o 1=\ P RSRR 43
VPLMN AdAreSS ATTOWE. ..ottt sttt se et aesneeae e e e beseesaesneeneeneeneees 43
PDIN GWW THENLITY ..eoveeeieeteieeeete ettt ettt st b et b e et b e e bt b e se et b e st et eb e s b et eb e b e 43
THACKING AT LIS ... ettt b bbbt b et b e st bbb et e 43
F N NI (== 1 [ (o o TSSOSO PP UR PRSPPI 43
APN TN USE.. ettt e bbbt e e e ekt e bt eh e e a e ek e e e e R e eE e eh e eb e Rt eh e e e e e e b eR e eRe Rt ene e e enr s 43
TATD OF 1BSE TAU ..t b bbbt s e e et e b e e Rt eb e eh e e bt e aeeas e e e e b e s besbeebeeneenneneenras 44
LO0= I o L= 011 o = TSP 44
MME F-TEID FOF SLL ..ottt st eb e e e b bt she b e e e e e e e e e besaeeb e e e ennenen 44
IMIME UE STAP ID ...ttt ettt ekt b et s et b e sh e eb e et e e e e e e e besaeeb e s e ennenen 44
S OV e I T o g 1 I SRS 44
SA-SGSN F-TEID for S4 (Control Plane).........ccccerieeiriieerieieiesteeeie st 44
SA-SGSN F-TEID fOr S4 (USEr PIANE) .....cueeviiiieiiriiieierteee ettt 44
S-GW F-TEID for S5/S8 (CONLIOl PIANE) ......c.covireeiertirieiirtirieiet sttt 44
SOV e I T o] g 1 O RSR 44
S-GW F-TEID fOr S5/S8 (USEl PIANE)......ccutitieeietiesieesteeseesteseeseeseeste e e eteestesseessaesreesseesseeeesneesseenseensenns 44
ENOTEB AGAIESS......ccuieieeiie ettt et b e bt e b e he e st e e e se e b e sb e eb e s heeae e e e st e besbenbesaeene e s ennas 44
ENOTEB UE SLAP ID ...ttt et bttt e bbbt e e e e s b et e sbe b e st ens e e ennas 45
ENOAEB F-TEID FOF SL-U... ittt sttt et s b e sb e b e st s ee st et sbeebe st ene e e eneas 45
E-UTRAN/UTRAN K@Y S Flag ... eoueeueeeeieie ettt s s 45
= L= o =0 J @ N T o 1= 1 o) o T'o PSP 45
UE Radio ACCESS Capahility .......ceevereeeeterieiete sttt ettt sttt et bbb e b b nnenen 45
UE NEEWOIK CaPAIHTTY ....veeeeeieeieeieete ettt ettt b e et b et 45
LOCAtTiON ChaNGE REPOIT .......ueiteieeieite ettt b e bbbt b et b e e et b et 45
UE SPECific DRX PAraMELENS........c.eiuiieieitereetesteseet ettt sttt sttt bbbt s b e b sbe e b b nnenea 45
PDN-GW F-TEID for S5/S8 (USEl PIAINE) .....c.ceiiueeitirieieierieeeie ettt sttt sttt st 45
PDN GW F-TEID for S5/S8 (CONrol PIANE) ........ccceirieieirieieie ettt s 45
EPS BEAMEY ID.... ittt ettt h ettt b e e bRt e bRt eb et ea e et e e e b she b e e e e 45
EPS BEAMEr QOS.... .. ittt sttt ettt bt b e ae e h et e bbbt e bRt R e et R eR e Rt Rt R e et e e e bt eheebe e e ennenrea 46
L I TP TSP S OO U PR URTURURPRRI 46
5 I I TP U RO TP URTURURPRRI 46
L0117 o 1 0T 8 o P 46
EPS PDN Connection Charging CharaCteriStiCS........coviiiiieiee et see et e e 46
D = U= PSRN 46
Yoo SR 46
Yoo SR 46
Ly I I/ PP PP 46
S101 HRPD aCCeSS NOUE 1P BOAIESS ... .ottt st sttt see e e eneas 46
S103 FOrWarding AGAIrESS ......ccueeitieieeeee ettt e st e e et e e te e teseesseesseesse e seentesseesseesseenseesesneesnes 46
SL103B GRE KEY(S) -+uvvtterueeueeueetaniesstatesieeueeeessestesaesbesaeeseesee s asbeseesbesbeebeeae e s enseseeabesbeehe e e enbenbesbenbesneensesennes 47
Permanent USEr TABNLITY .....cc.eeieiie ettt e st e et et e estesraeste e te e seentesneesneesnes 47
MODI Ity CaPADIITIES ...ttt bttt et bt bt e e e e e b s aesb e e e ne e 47
IMAG TP BHAIESS ...ttt bbbttt bbbt s bt st s e e e e bese e eb e s bt e st et e eb e s besaeebe e e ennennea 47

ETSI



3GPP TS 23.008 version 10.2.0 Release 10 7 ETSI TS 123 008 V10.2.0 (2011-04)

2.13.82
2.13.83
2.13.84
2.13.85
2.13.86
2.13.87
2.13.88
2.13.89
2.13.90
2.1391
2.13.92
2.13.93
2.13.94
2.13.95
2.13.96
2.13.97
2.13.98
2.13.99
2.13.100
2.13.101
2.13.102
2.13.103
2.13.104
2.13.105
2.13.106
2.13.107
2.13.108
2.13.109
2.13.110
213111
213114
2.13.115
2.13.116
2.13.117
2.13.118
2.13.119
2.13.120
213121
2.13.122
2.13.123
2.13.124
2.13.125
214
2141
21411
21412

21413
21414
21415
21416
21417
21418
21419
2.14.1.10
214111
214112
2142
21421
21422
2.14.2.2A
21423

Visited NEtWOrK THENETIEN .....c.oieiie e r bt 47
e o 7= 1Y/ o P 47
Yoo TSSO 47
Yoo OSSP 47
S U 1o 1 o= o] (o =S 47
UPIINK S5 GRE KEY ....eviiteieeieeie sttt ettt sttt et sttt sttt s be et st et be st st s beseenenbeseenesbenseneees 47
DOWNIINK S5 GRE K@Y ..ottt sttt st st s b e st b et s b e e bt bese et b et et e b 47
UPIINK SB GRE K@Y ...ttt ettt ettt st b e et b e s bbbt b e bbb e e et eb et et et e s ne e 47
DOWNIINK S8 GRE K@Y ..ottt sttt sttt st st b e et b et b e e bt bt et b e e et et e b 48
S28 GRE KBYS...ceceieeee ettt R et r e nr e r et eenen 438
S2B) GRE KBSttt ettt ettt b et b ettt b bt b b e bR e bR e R bt s Rt b e n e Rt et b e p e nn 48
MODITE NOTE TABNLIFIEN ...ttt sb e bttt e e bt sbe b e s e e e e neea 48
[PVA Default ROULEN AGOIESS........oitiieiieeeieeeee sttt sttt sttt e bbbt e e e et saesb e s e enneeen 48
LiNK-10CEI @OAIESS.........eiuiieeeieee sttt bbbttt e e bbbt st st e e e e e b e besbesb e e e ennennea 48
NON BGPP USEl DELA......c.eeeieriieiie ettt sn e e e sae e s r e e b e s b e e b e e reeneenesnneenes 48
BGPP AAA SEIVEN TABNEILY ....eivieetiiteietiriee ettt e ettt s e s b saeneebeseeneenas 48
Selected [P mODIlity MOUE..........oo ittt e st et e e e tesaeseesaeesreenseenreens 48
Diameter Server 1dentity OF HSS ..o 48
S S VN =T 0 1 USRS 49
S GW F-TEID TOF S12.....cuiitiietiite ettt sttt sttt sttt ese et e s s as s e s e st e s ese st e s esessessesessessesensessenenss 49
RNC F-TEID fOF SL2......citiiietiiieiietesteseee sttt e e te et ste e esestesaesesteseesesbeseesesbeseesestessesestesseneabessenensesseneans 49
Y e I T R 0 G TSRS 49
SA-SGSN F-TEID fOF S3....eitiiieietiiieietisieie sttt et aese st e s esessessesessessesessessenessessesessessesensessenenss 49
LN I T AN oo o] o T 5/ o= S 49
S-GW F-TEID fOr S4 (CONrOl PIANE) .......ceeieeeeieeiieieeee e se et ste e teeste e s st sreesneseesneesneenseenneens 49
S GW F-TEID fOr S4 (USEr PlANE) .....eeieeieeceeesieeste et eteeestee e ste e teesaessaesseasse e teenteentesnsesneesseesnnesseenseensenns 49
RAT-Frequency-Selection-Priority-I1D iNUSE........cccccv ettt 49
APN level APN-OI-REPIGCEMENL .........ccieiieiiece et ete ettt ste e s esreesteeaessneeneeenaessaessaesnens 49
UNAUhENtiCALEO IIMS] ... .ot bbbttt e bbbt et e b e b b e b e s aeene e e ennas 50
[\ @01 1= ox i o] o I 1 I S SRRN 50
ST IO == 1 4TS o o SRS 50
Subscribed Periodic RAU/TAU TIMEY ....oiieie ettt et st se e e sseeeseesaesneeneeneeneas 50
ePDG F-TEID for S2D (CONLIOl PlANE)......c.couiiiiiciiriiieierteeere et 50
€PDG F-TEID fOr S2D (USEr PIANE) ....ccveieeieitirieietereeeet ettt 50
PGW F-TEID for S2b (CONLrol PIANE).......cccueieeceeceesteeee e ete e st te et te e s e srae e seeaeeneeeneesnes 50
PGW F-TEID fOr S2D (USEr PlaN€) ....cveeieiei ettt sttt et ae et teeteenesneennes 51
YL ST @Y = 1T 1 YOS 51
YL SR = Sy = ] 1 RSO STSTS 51
LIPA PBITNISSION. ...ttt sttt ettt st b bt bt ae e e se ke s a e eh e e st e e e e e se e bt eheeb e e aeese e e e neesbesaeebeeneennenens 51
LIPA AHTOWE VPLIMIN LISt .iitiiieiiiieieeisiesieesie ettt st see et sttt et st nesbesee e sbeseenesbenseneees 51
VPLMN LIPA AITOWED.......ccuiieiiiiiietiitisiei sttt e st sesbe e s sesbesessesbensesestessenessenseneens 51
REIBY NOUE INTICBLON ...ttt sttt b et b e et b e et bese et b b et b e s ne e 51
DAt relatetd t0 CAMEL ..ottt ettt ettt e e se e besaeebe e st e st eneeseeneenaeasesbesaeeseeneeneeneens 51
Subscriber Data Stored iINHLR ..ot sttt et s ene e e eneas 51
Originating CAMEL Subscription Information (O-CSI) ..o 51
Terminating CAMEL Subscription Information (T-CSl) and VM SC Terminating CAMEL
Subscription INfFOrMation (VT=CSI))..ecceieiieieere e etesee e ee e steesae e e e e s re e seesseesaesnaesseensens 52
Location information/Subscriber state iNterrOgation. ..........c.veueveeieereeie e e s e s re e e e e sree e 53
USSD CAMEL subscription information(U-CSI) .........cccvemieiieiieseese e see e 53
Supplementary Service invocation NotificatioN(SS-CSI) .......coveveeieiie e 53
Trangation Information flag (TIF-CSI) ....ceeoiei e s 53
Mobility Management event notification (M-CSI) ........ccoeiiiieiiesieseesie e 54
Mobile Originated Short Message Service CAMEL Subscription Information (MO-SMS-CS).......... 54
Mobile Terminating Short Message Service CAMEL Subscription Information (MT-SMS-CS))....... 55
GPRS CAMEL Subscription Information (GPRS-CSI)......ccccuririiriiieerinieeseseeesieseeesie s 55
Dialled service CAMEL Subscription Information (D-CSl).......cccoerrerireeneninienienesesieseere e 56
Mobility Management for GPRS event notification (MG-CSI) ........ccoceerireinincinenec e 56
Other Data Stored iNthE HLR ........ooiiee et r bbb e e 57
Negotiated CAMEL Capability HaNAIiNgG.........c.cccveiieieeieecie e snae s 57
SUPPOIEA CAMEL PhaSES .....ecveceieciiestiesteese et ee st e st e steeteestessaesteesteeteesesneesaeesneesseenseensesnsessenssenssnns 57
OFfErEd CAMELZ CSIS....o.iiiitiiieieierieete sttt sttt ettt b et se b e s st b et ene b e naenennan 57
UGHCSI ittt st sttt ettt s e et b e e e Rt b e s A e Rt E e A e Rt ekt e A e e Rt eE et R e e et ebeeRe e ebenae e ebeneeneerens 58

ETSI



3GPP TS 23.008 version 10.2.0 Release 10 8 ETSI TS 123 008 V10.2.0 (2011-04)

21424 (0TS S O =T [0 (1= o] O SR 58
2143 SUDSCriber data StOred IN VLR ...t et bttt b bt ene e neas 58
2143.1 Originating CAMEL Subscription INformation (O-CSI) ......cccuvviiiieiieieeseeie s se e 58
2.14.3.2 VMSC Terminating CAMEL Subscription Information (VT-CSI) ......cceoevieiie i 58
2.14.3.3 Supplementary Service invocation NotifiCatioN(SS-CSI) ......ccveieeeeiie e 59
21434 Mobility Management event notification (M-CSI) ........ccoeiiiieiieriese e 59
21435 Mobile Originating Short Message Service CAMEL Subscription Information (MO-SMS-CSI)........ 60
2.14.3.6 Mobile Terminating Short Message Service CAMEL Subscription Information (MT-SMS-CS))....... 60
21437 Dialled service CAMEL Subscription Information (D-CSl).......cccoerreriinieniene s 61
21438 Trandation INformation flag (TIF-CSI) .......cciiiiere e 61
2144 D= =S (o= o [T TR € O RSN 61
21441 Mobile Originating Short Message Service CAMEL Subscription Information (MO-SMS-CSI)........ 61
2.14.4.2 Mobile Terminating Short Message Service CAMEL Subscription Information (MT-SMS-CSl)........ 62
21443 GPRS CAMEL Subscription Information (GPRS-CSI)........ccccviieiieiieseeseere e 63
21444 Mobility Management for GPRS event notification (MG-CSI)........ccccovveviiienieeneese e 63
2.15 D= =N = o (o N 1S ST 63
2151 S I AN K= S T 1= SOOI 63
2.16 Data relatet t0 LOCAL ON SEIVICES. ....cuiiiieiieiee et ree ettt ettt e e se e e seesbesbesaeese e e eneensessessesaesseeneeneeneens 64
2.16.1 Subscriber Data Stored iNHLR ..ottt et e ene e e eneas 64
21611 PrIVACy EXCEPLION LISt ....ccuiiiiiiitiieeiite ettt ettt st b e et b e e et b e b b nnenen 64
216.1.2 GIMLC NUMDEL'S ...ttt sttt et e st e teseeebesaeeseenee st e teseesbesaeeseeneenseeeseesbesneesesneeneeneans 64
2.16.1.3 Y@ I = I TP TORUSTSSPRN 64
21614 SEIVICE TYPES. .ttt ettt ettt ettt bbbt et bt e et h e et h e e e e e b e e e e s eb R e s e bt e R et es e bt e st bt e e bt e e enn 64
2.16.2 Data StOred iN GIMLC ... .ottt e b et b et e e et b sb e eb e bt e s e et e se e besbeebe e e enneneea 64
2.16.3 Data stored in SMLC (GSM ONIY) ...uviiiiiiicieie ettt sttt e ra et e te e e e e eteeneesneeenes 64
2.16.4 Datastored in LMU (GSM ONIY) ...cueiiiiieece ettt s sae st e e e a st e te e e e teenaeenensneennes 64
2.16.5 Datastored in the MSC (GSM ONIY) ...oeiieiieieee st sae et e b e e te e teeteeneesneennes 64
2.16.6 Datastored in the BSC (GSM ONIY) ....ueiiuiiiieiece sttt sttt e s et et seeteeeesnneenes 64
2.17 Datarelated 10 SUPEr-CRalQEr ........cc.eiiieeeieee et ste e e s e e e e e e e estesaaesaeesseensesneesneesaeesseenseensenns 65
2171 AGE INAICALOT .....veeeieeteee ettt bbb h b st b b a bt b et bt e b et e a s b e b e st b et et eb et 65
2.18 Data related t0 DEarer SErVICE PITOMLY .....ocveiiiieirieieert ettt b et n e 65
2181 CS AlIOCALION/RELENTTON PITOMTY ...ttt ettt b e se bbb bt sb e b e ens 65
219 Data relaled tO ChAIGING .......eoveeruireeiet ettt bbbt b et b bt b et a e b e st bbb b 65
2191 Subscribed Charging CharaCleriStiCS ... ...couriiiirieiiie e b e e besreseene 65
2.20 Datarelated t0 IMS CentraliZEd SEIVICE......c.iiiiiiieieeee ettt bbbttt e e e bbb ne e 65
2201 [[@35] 1o [[or= (o g TP U YU PRURURURURRN 65
221 Data relaletd t0 SRV CC ...ttt ettt e s ettt be b e sttt e st e be st e ne et e tenenbenteneens 65
2211 S 1 S ST 65
2212 0 R O O 0= o = o 11 11 ST SPS 65
2.22 Data relaletd t0 MBIMS ..ottt ettt ne ket e st et et st ne e 66
2221 MBMS GW F-TEID for Sm (Control Plan€)..........ccooreiiirieenereee ettt 66
2222 MBMS GW F-TEID for SN (Control PlaN€).........cccoiieiiirieesenee sttt 66
2223 Temporary Mobile Group TAENEILY ..........coiie bbb 66
2224 MBIMS FIOW THENEIEN ...ttt se et eeene e ae e e besneebeeneenseneens 66
2225 MBMS [P MUItiCast DiStriDULTON.........coiiiieiietieeee ettt saesbe e e eneennens 66
2.22.6 IMIBIMIS SEIVICE ATBAL ... cueeeeieite et eteeeeiee e te ettt s e st e eeseestesbesaeese e e aneeseeseeeaeaaeeseeneeneeneeasessesaesseeneenseneens 66
3 Definition of datafor [P Multimedia domain............ccoereeeinininesese e s 66
31 Datarelated to subscription, identification and NUMDENTNG ........cocveviiiieeseere e 66
311 L A LU LS = e Y 66
3.1.2 0o Tl WS < g [ 1= g ) = O SN 66
3.1.2A PrIVALE SEIVICE THBNMLITY ......eiveieeeete e et b e et b et b e bbb 67
3.1.2B PUDIIC SENVICE THBNLITY ...t et b et b et b et b e bbb 67
313 Barring INQICATON ......cveeieeieee et b bbbt b e bbb et b e bbb 67
314 List of authorized visited NEtWOrkK idENtifIErS ........coveeiiee e 67
3.15 Servicesrelated 10 UNregisteret SEALE ........coi ettt b e 67
3.1.6 Implicitly Registered Public User [dentity SELS.......c.occviieieeiiei et 67
317 Default Public User 1dentity iINAICALOT ...........ccveiuieieiiecie e se et e et e seeaeeeesneesnes 67
318 PSI ACHVELION SEALE........c.eeitiiteitietieieeeee sttt b e sb b ae s e e et e s bt bt sbe bt s e ese e e e anesbesbesbe e e enneneeas 68
3.1.9 T o] = Y20 =0 T S 68
3.1.10 AlaS PUDIIC USEr TAENLITY SEES....uiiiiiieiie ettt st e e st teeteenteenteenteenaenseessaesnens 68
3111 L OOSE-ROULE INAICBLION. ...ttt ettt et b st e e et bbbt st e e e e e e besaeeb e e e ennenens 68

ETSI



3GPP TS 23.008 version 10.2.0 Release 10 9 ETSI TS 123 008 V10.2.0 (2011-04)

3.1.12
3.1.13
3.2
321
322
3.2.2A
323
324
325
3.2.6
327
3.3
331

332
3321
3322
3323
3324
3325
331
3331
3.4
341
342
3.5
351
3.5.2
353
354
355
3.5.6
3.5.7
3.6
36.1
36.2
3.7
371
3.7.2
3.7.3
374
3.8
381
3.8.2
3.8.3
3.84
385
39
391

3A
3A1
3A.2
3A.3
3A4
3A5
3A.6
3A.7
3A.8
3A.9
3A.10
3A.11

SENVICE PrIOMTY LEVEL ... .ottt sttt e s e s ae e s aeeae e aeeenaeeseasteesreenteeeeeneennes 68
=0T [0 o 1 68
Datarelated tO FEQISITALION .......eccveiie ettt et e e e ste et e e aesaeesaeesseenteenseesaessaesseesseeseensenneennns 69
LS 0[RS 0] IS = (S 69
IO @ N - o 1= TSSO 69
AAS INBITIE.... et R R R e R e e R e R e e Rt e Rt nRe e sRe e eRe e aR e e Rt e n e renneennnennees 69
Diameter Client 1dentity Of SFCSCR...... .ot st 69
Diameter Server 1dentity Of HSS ... ..o e 69
UE Not Reachable via IP-SM-GW Flag (UNRI) ..o e 69
UE Not Reachable via IP-SM-GW Reason (UNRR) ..ot 69
S-CSCF Restoration INfOIMELION. ........ciueiieieeee ettt st see e e e e seesee e eneeeeneas 70
Datarelated to authentication and CIPhEITNG ........ccveciiie e 70
Random Challenge (RAND), Expected Response (XRES), Cipher Key (CK), Integrity Key (IK) and
AUthentiCation TOKEN (AUTN) .....eoiieiece e st st esee st et e et et e st et e e estesseesseesreesseensesseesseenssessansseessens 70
Datarelated to SIP Digest AUNENLICALION...........c.ciiiiiee et se e e e sne e reeneeens 70
[0 == N[ o= P 70
(DT 1= A N OSSPSR 70
DiIgESE NEXINOMCE. ...ttt sttt b et b e et b et b e et b e s e e he b s e e ae b e s e e bt e b e ss e st eb e s e et ebe s b et eb e be e 70
Yoo S 70
Authentication Pening FIa0........co.ooeiiiieiiie bbb 70
Datarelated to NASS Bundled AUhENtiCaiON ..........ccooviiiiireie et neen 71
NI Ko = I O TSRS 71
Datarelated S-CSCF sel€Ction iNfOrMaLion ..........couoieieieiine sttt se et seesre e e eneeneens 71
S AL 0= o T= o ] == 71
S-CSCF Reassignment PENAING FIa0.........cooviiiiieiiee ettt e sttt 71
Datarelated to Application and SErVICE tHIQQEIS......ueuieieree e ereeseesee st e s steeae e e st e e e ste e e e steesseeeenneeenes 71
Yoo RO 71
T T (S g O 1= - TSP U O TPRURURURURRN 71
AppPlication SErVer INFOIMBLION ........oouiiee et et seesreesreenseeneeeneeenaessenssaesnens 71
0SS Y Yo g o = 4 o] IO 71
Shared IFC SEt TABNTITIEN ... .oieiee et e et s ee e et e tesae b e s e enee e eneas 72
TranNSPArENE DBLAL........cceiieiiiieii e e e e s a e e 72
APPlICation SErVEr TAENTITY LiSk......oiieeiriieerieere bbb 72
Datarelated to Core Network ServicesS AUhOrZation ...........cooeeeeieienene e e 72
Subscribed Media Profile IAENTITIEN .........coori e 72
List of Subscribed IMS Communication Service ldentifiers..........oeeoeerinineiisreeeeee e 72
Dz e g K= =0 o I =T o oo T 72
Primary Event Charging FUNCLION NAIME..........ccci i ste ettt 72
Secondary Event Charging FUNCLION NAIME..........cooiiiieiicecc et 73
Primary Charging Collection FUNCLION NAME...........cccoviieiieiieseee et 73
Secondary Charging Collection FUNCEION NBME............coiiiiiiirieesie ettt ere e b eenen 73
Datarelated to CAMEL SUPPOIt Of IMS SEIVICES.......coueieeiriiieiiieeeetert et 73
Originating 1P Multimedia CAMEL Subscription Information (O-IM-CSl)........ccccvineininninieerees 74
Terminating |P Multimedia CAMEL Subscription Information (VT-IM-CSl) ..o 75
Dialled Services IP Multimedia CAMEL Subscription Information (D-IM-CSl) .......ccccccvveneinennceneenn 76
OSMSCF AArESS FOr M CSl ...ttt b bttt b b bt 76
IM-SSF adreSS fOr IIM CSl ...ttt et sttt sttt st et st st e e st e e enees 76
Datarelated t0 IMS SErVICE LEVE] TTACE .....coii ittt et e b s e 76
IMS Service Level Trace INFOrMELION .........oiiiuirieieie et s sb e neea 76
Datarelated to Generic Authentication ArChiteCtUre..........oveveieiiererese e 76
GAA SEIVICE TY Pttt ettt ekttt ettt h et b e bbb et eb e s e e st bt sh e s e e bt sE e R e e bt seehe e b seebeebesb e e ebesbe e ebesbennenen 77
(7N NS Y Tor Lo L= 011 1= O 77
GBA USEr SECUIMLY SEIINGS ....eeveveeeeteseeiete sttt b bbbt b e b e b e b b e b sbe e ebesbennenen 77
USEN SECUMEY SEIIING -.veveueeteieeie ettt st b et b et b e bbbt b e s st bene et b e s b et eb e b 77
USEN PUBIIC TABNTITY ..ottt bbb bbb et b e bbb 77
(T AN NN 11 g0 2= (0] N i =T P 77
Bootstrapping TransaCtion TAENLITIEN ..........cvecei et 77
L I = 1 2= 78
UTCC SECUMTY TYPE cuviuiiterieneetesteeeteseeeetesae e steseesestesee e sbeseesestesae st sbeseesesbeseesesbeseeseabeseesesbeseenesbeseenesbessenens 78
I N €01 o PRSP RTRPRTR 78
T ] (01U o 1 o = Y2 78

ETSI



3GPP TS 23.008 version 10.2.0 Release 10 10 ETSI TS 123 008 V10.2.0 (2011-04)

3A.12 AN AN (0[SOS 78
3A.13 L T o Y2 78
3A.14 Boostrapping INfO Creation TiMB......c.uiiiei e cee sttt e esr e te e se e teetesneesneesnes 78
3A.15 Diameter Server 1dentity Of HSS ... ..ottt ettt te e teene e enes 78
3B  Definition of subscriber data |-WLAN AOMEIN.........c.ccoiiriieieininenesesese e e 79
3B.1 Data related to subscription, identification and NUMBEITNG.........cooreiiiiir s 79
3B.11 Y SRS 79
3B.1.2 Mobile Subscriber ISDN NUMDEr (MSISDIN) ......oovciiiieinieriee ettt 79
3B.1.3 LA N e SRR 79
3B.14 List of authorized visited NEtWOrk identifiers ...... oo e 79
3B.15 SGPP AAA PrOXY NBIMIE ...ttt st ste st sees s testeses s steseesesseseesesseneese st ensesessensesessesenessesseneasessenensen 79
3B.1.6 SGPP AAA SEIVES INGITIE ...ttt ettt b et et se st e e bt s b et es e s b et esesbe s eneabeseeneabeseeneanis 79
3B.1.7 S YT aTo [ T = ST 79
3B.1.8 SENVING WAG ...ttt ettt ettt s et e e e st b e e e Rt e b et e Rt b e e e e Rt ek et e Rt b et e st e b et en e beneenennn 79
3B.1.9 WLAN UE LOCE [P AGAIESS ......oueeiiiieiiesie ettt sttt et et s s 79
3B.1.10 WLAN UE REMOLE IP AGAIESS ...ttt st st eenee st e ssesbesneene e e eneees 80
3B.2 Data relaled tO FEQISIIALION ........cuiieieeeertieet ettt b bbb et b e bbb 80
3B.21 USEE SEBEUS ...t euteeuteeueeeteeeteeste e teete s ee s aeesaeesae e et e aeeeaeeeae e et e e beesbeemeeeaeesaeesaeeeae e et emeeamseeaeeabeenbeeabeenbeenseeneesaeesnes 80
3B.2.2 EMErgenCy ACCESS FIAJ.....c.uci ittt et b et b et b e et nb e n e 80
3B.2.3 Diameter Server 1dentity OF HSS ...t 80
3B.3 Data related to authentication and CIPNEITNG .........oereiiiriee e 80
3B.3.1 Random Number (RAND), Signed Response (SRES) and Ciphering Key (KC) .....cccevveveeveeieeiecier s 80
3B.3.2 Random Challenge (RAND), Expected Response (XRES), Cipher Key (CK), Integrity Key (IK) and
AUthentiCation TOKEN (AUTN) .....eoiiiecie ettt et et e st et e e e entesseesseesreesseensesseesseennsessanssenssens 80
3B.3.3 MBSEEN KEBY (IMK) ittt sttt bbbt b e bt b e s b et b et e et ebene e e ebesbe e ebenbeneens 81
3B.34 TranSent EAP KEYS (TEKS) .. .ottt ettt sttt e e st essaesneesneenaeenteenseenaennannneennens 8l
3B.35 Master SESSION KEY (MSK) ...ttt sttt b et b bbb et bbb n e 81
3B4 (D = 150 (S =SS Lo o RSN 81
3B.4.1 =SS0 gl [ L= 011 11 SRS 81
3B.4.2 =SS o] o o I T 0= | SRS 81
3B.5 Operator Determined Barring general datal..........c.ovveirerieiienieeseree et 81
3B.5.1 W-APN AULNOTTSEA LISt ..ottt st ettt et te et e st e sheesaeesreebeenteeareeaeesreestaestens 8l
3B.5.1.1 AV N o NI o U= 1) = o T SRS 81
3B.5.1.2 RTAT e e AV T T T o T Y 0T I PR 8l
3B.5.1.3 W-APN Charging DAt LiSt......cccoveiieieiiesiee ettt sttt sttt st 82
3B.5.14 Static WLAN UE ReMOLE [P AAUArESS LISt ....cuvviiieeiiieieirieiesesee sttt 82
3B.5.1.5 Maximum NUMDEr OF ACCESSES LISt ......ceuereeieieeiieiterie ettt e sb e e 82
3B.5.1.6 ACCESS INUMDEY LISE ...ttt sttt e bbbt e b s e b s bt bt e st e e e e e sr et e saeeb e e e enne s 82
3B.5.2 ACCESS DEPENAENCE FIAY ...ttt bbbt bbb et bt 82
3B.5.3 [-WLAN ACCESS TYPR ...ttt s e e s s sa e b e e s b e b e n e s ne e e s 82
3B.6 QOS GENEIEI LA ... ettt b et b et b e bt b e et b e s e et bt s e e st et b e e e st eb e s e et b e e e b b 82
3B.6.1 Max SUDSCribDed BanAWidth.............coiiiieee ettt e et e 82
3B.6.2 ROULING POICY ...ttt b e et b e et b e e b e b et b et et b e b et et b e 82
3B.6.3 Subscribed 3GPP WLAN QOS Profil€......c.ciiieiiiieiriieesieeicsee sttt 82
3B.6.4 Authorized 3GPP WLAN QOS Profil€ ......cciiiieiiieiriieneie st 83
3B.7 Datarelated 10 CRargiNg........ccce i ieeceese e e e te e s e s e e s te e teentesaaessaesse e seenteensesneesneesseesseanseensenns 83
3B.7.1 L0170 ] oo I - > SR 83
3B.7.1.1 (O =0 1 a0 O == ot = = ot TSR 83
3B.7.2 Primary OCS Charging FUNCLION NAMIE ........ccuviiiiiiciesie et ste ettt entesnaeeaesnaesneesnes 83
3B.7.3 Secondary OCS Charging FUNCEION NBIME .......c.ciuiriiiiiriiirereeei et 83
3B.7.4 Primary Charging Collection FUNCLION NAIME..........cccoiiiiiiieseeee et 83
3B.7.5 Secondary Charging Collection FUNCLON NAIME...........ccciiiiiriiiniereeesesee e 83
3B.7.6 WLAN SESSION TABNTITTEN ...ttt ettt st s e e e e et e e e s aesneeneeneeneenes 83
3B.7.7 PDG Charging IABNTIFIEN .......c.eiveieeeiteeeeie ettt b e ettt 83
3C Datarelated to Access Network Discovery and Selection Function (ANDSF) .......cccoovveveiencnenienne 84
O R €< o 1= - TSP TP PP URUROSTP 84
3C.2 o] 103 g1 0] 7= 1 o SRR 84
3C.3 DT E o0V YA g1 0] 1 7= 1 o PSR 84
3C4 L0 oo o) o S RRSRRN 84
4 Summary of data stored in 10CatiON FEISLEN'S ......ccuv e ens 85

ETSI



3GPP TS 23.008 version 10.2.0 Release 10 11 ETSI TS 123 008 V10.2.0 (2011-04)

5 ACCESSING SUDSCIIDEr OF PSI Aat@.......cccviiiecii ettt st e ne e ne s 85
5.1 CS Network ACCeSS MOUE Data SLOMBgE. ... cccveeeereereesieesie et ete et e steeste e e e teseeseesreesaeesseeseeneesnseeseesseesseesses 87
5.2 PS Network Access Mode SEOrage (GPRS) .......coiieiieiciesiesees e e se s e s sreesre et e e e e e e te e e snaeesesneesneesnes 89
5.2A PS Network ACCesS MO SLOTAgE (EPS) .......curuiieiiriiieierieie ettt s 92
53 [P MUItimedia SErvViCe Dala SIOTAOE ......c.veeeeereeeeiert ettt sttt sttt a et b e bbbt e nas 97
54 Generic Authentication Architecture Service Dala SIOTE0E .......coveuvrveererereee ettt 98
55 [-WLAN SErVIiCE DAa SEOTBOE. ......cveueerereeieterteeete sttt ettt b et b et eb e bt s e bt s st b e s bt neebe e neens 99
56 MBMS SEOrAgE (EPS) ...eneceeitieetest ettt ettt b bt b bbbt s st b et b et e nb e e neens 99
Annex A (informative): ChangE NISLONY .....oouiiieeeee et 100
[ 11 (ST PURRRTR 104

ETSI



3GPP TS 23.008 version 10.2.0 Release 10 12 ETSI TS 123 008 V10.2.0 (2011-04)

Foreword
This Technical Specification (TS) has been produced by the 3 Generation Partnership Project (3GPP).
The present document provides a mechanism giving reliable transfer of signalling messages within the 3GPP system.

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where:
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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0 Scope

The present document provides details concerning information to be stored in home subscriber servers, visitor location
registers, GPRS Support Nodes and Call Session Control Function (CSCF) concerning mobile subscriber.

Clause 2 contains all details concerning the definition of the parameters, often given by reference to other
specifications, and where the parameter is to be stored.

Table 1 in clause 3 gives a summary overview and clause 4 identifies the reference information required for accessing
the information.

In this specification, if there is no specific indication, the following principles apply:
- "SGSN" refersto an SGSN which may support the Gn and Gp interfaces or the $4 interface or both.
- "SA-SGSN" refersto an SGSN which only supports the 4 interface.
- "Gn/Gp-SGSN" refersto an SGSN which only supports the Gn and Gp interfaces.

0.1 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

o References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

e For aspecific reference, subsequent revisions do not apply.

o For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

(1]
[2]

(3]
[4]

3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

3GPP TS 22.002
(PLMN)".

3GPP TS 22.003:
3GPP TS 22.004:
3GPP TS 23.003:

3GPP TS 23.007

3GPP TS 23.009:

3GPP TS 23.012

3GPP TS 23.015:
3GPP TS 23.040:
3GPP TS 22.060:
3GPP TS 23.067:
3GPP TS 23.078:

Stage 2".

3GPP TS 23.081:
3GPP TS 23.082:

: "Circuit Bearer Services (BS) supported by a Public Land Mobile Network

"Circuit Teleservices supported by a Public Land Mobile Network (PLMN)".
"General on supplementary services'.

"Numbering, addressing and identification"”.

: "Restoration procedures’.

"Handover procedures".

: "Location Management Procedures”.

"Technical realization of Operator Determined Barring (ODB)".

"Technical redlization of the Short Message Service (SMS)".

"General Packet Radio Service (GPRS); Service description; Stage 1".
"Enhanced Multi-Level Precedence and Preemption service (EMLPP); Stage 2".

"Customised Applications for Mobile network Enhanced Logic (CAMEL);

"Line identification supplementary services, Stage 2".

"Call Forwarding (CF) Supplementary Services; Stage 2".
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[16] 3GPP TS 23.083: "Call Waiting (CW) and Call Hold (HOLD) Supplementary Services; Stage 2".
[17] 3GPP TS 23.084: "Multi Party (MPTY) Supplementary Service; Stage 2".

[18] 3GPP TS 23.085: "Closed User Group (CUG) Supplementary Service; Stage 2".

[19] 3GPP TS 23.086: "Advice of Charge (AoC) Supplementary Service; Stage 2.

[20] 3GPP TS 23.088: "Call Barring (CB) Supplementary Service; Stage 2".

[21] 3GPP TS 23.060: "General Packet Radio Service (GPRS); Service Description; Stage 2".

[22] 3GPP TS 23.078: "Customised Applications for Mobile network Enhanced Logic (CAMEL);
Stage 2".

[23] 3GPP TS 23.090: "Unstructured Supplementary Service Data (USSD); Stage 2".

[24] 3GPP TS 23.116: "Super-Charger Technical Realization; Stage 2."

[25] 3GPP TS 23.135: "Multicall supplementary service; Stage 2"

[26] 3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3".

[27] 3GPP TS 29.002: "Mobile Application Part (MAP) specification".

[28] 3GPP TS 29.007: "Genera reguirements on interworking between the Public Land Mobile
Network (PLMN) and the Integrated Services Digital Network (ISDN) or Public Switched
Telephone Network (PSTN)".

[29] 3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunnelling Protocol (GTP)
across the Gn and Gp interface”.

[30] 3GPP TS 42.032: "Digital cellular telecommunications system (Phase 2+); Immediate Service
Termination (1ST) Service description - Stage 1".

[31] 3GPP TS 43.020: "Digital cellular telecommunications system (Phase 2+); Security-related
network functions".

[32] 3GPP TS 43.035: "Digital cellular telecommunications system (Phase 2+); Immediate Service
Termination (IST); Stage 2".

[33] 3GPP TS 43.068: "Digital cellular telecommunications system (Phase 2+); Voice Group Call
Service (VGCS); Stage 2".

[34] 3GPP TS 43.069: "Digital cellular telecommunications system (Phase 2+); Voice Broadcast
Service (VBS); Stage 2".

[35] 3GPP TS 23.071: "Location Services (LCS); Functional Description; Stage 2".

[36] GSM 12.03: "Digital cellular telecommunications system (Phase 2+) (GSM); Security
management".

[37] 3GPP TS 52.008: "GSM Subscriber and equipment trace".

[38] ITU-T Recommendation Q.763: "Signalling System No. 7 - ISDN User Part formats and codes'.

[39] ANSI T1.113: "Signalling System No7 (SS7); Integrated Services Digital Network (ISDN) User
Part"

[40] 3GPP TS 32. 250: "Telecommunication Management; Charging management; Circuit Switched
(CS) domain charging”.

[41] 3GPP TS 32. 251: "Telecommuni cation Management; Charging management; Packet Switched
(PS) domain charging".

[42] 3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
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[43]

[44]
[45]
[46]
[47]
[48]
[49]
[50]
[51]
[52]
[53]
[54]

[55]

[56]
[57]

[67]

[68]
[69]
[70]
[71]
[72]

[73]

3GPP TS 29.228: "IP Multimedia (IM) Subsystem Cx and Dx interfaces; Signalling flows and
message contents'.

3GPP TS 29.229: "Cx and Dx Interfaces based on the Diameter protocol; Protocol details'.
IETF RFC 3261: "SIP: Session Initiation Protocol".

IETF RFC 2396: "Uniform Resource Identifiers (URI): Generic Syntax".

Void

IETF RFC 4282: "The Network Access Identifier".

3GPP TS 33.203: "3G security; Access security for |P-based services'.

3GPP TS 23.002: "Network Architecture”.

IETF RFC 3588: "Diameter Base Protocol”.

3GPP TS 33.102: "3G Security; Security Architecture”.

3GPP TS 23.218: "IP Multimedia (IM) session handling; IM call model; Stage 2".

3GPP TS 29.328: "IP Multimedia Subsystem (IMS) Sh interface signalling flows and message
contents’.

3GPP TS 23.278: " Customised Applications for Mobile network Enhanced Logic (CAMEL) - IP
Multimedia System (IMS) interworking; Stage 2".

3GPP TS 23.271: "Location Services (LCS); Functional description; Stage 2".

3GPP TS 23.221: "Architectural requirements ™.

3GPP TS 33.220: "Generic Authentication Architecture (GAA);Generic bootstrapping architecture”.
3GPP TS 29.109 "Zh and Zn Interfaces based on the Diameter protocol; Protocol details'.

IETF RFC 3548: "The Basel6, Base32, and Base64 Data Encodings”.

3GPP TS 23.251: "Network Sharing; Architecture and Functional Description”.

3GPP TS 23.234: "3GPP Systen to WLAN Interworking System Description, Stage 2".

3GPP TS 29.234: "3GPP system to Wireless Local Area Network (WLAN), Stage 3".

3GPP TS 32.422: " Subscriber and equipment trace: Trace control and configuration management”.
3GPP TS 32.421.; "Subscriber and equipment trace: Trace concepts and requirements’.

3GPP TS 32.252: "Telecommunication management; Charging management; Wireless Local Area
Network (WLAN) charging".

3GPP TS 32.299: "Telecommunication management; Charging management; Diameter charging
applications'.

3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP — stage 3"
IETF RFC 2617: "HTTP Authentication: Basic and Digest Access Authentication”.
3GPP TS 23.018: "Basic call handling; Technical realization".

3GPP TS 23.292: "IP Multimedia Subsystem (IMS) Centralized Services'

| ETF draft-dawes-sipping-debug-02 (August 2010): "Private Extension to the Session Initiation
Protocol (SIP) for Debugging”

3GPP TS 33.401: "3GPP System Architecture Evolution (SAE); Security architecture”
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[74] 3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for
Evolved Universal Terrestrial Radio Access Network
(E-UTRAN) access'

[75] 3GPP TS 29.274: "Evolved GPRS Tunneling Protocol for Control Plane"

[76] 3GPP TS 32.298: " Telecommunication Management; Charging Management; Charging Data
Record (CDR) parameter classification.”

[77] 3GPP TS 23.402: " Architecture enhancements for non-3GPP accesses "

[78] 3GPP TS 29.273: "3GPP EPS AAA Interfaces’

[79] 3GPP TS 29.275: "Proxy Mobile IPv6 (PM1Pv6) based Mobility and Tunneling protocols"

[80] 3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC), Stage 2"

[81] 3GPP TS 29.272: "MME Related Interfaces Based on Diameter Protocol”

[82] 3GPP TS 24.302: " Access to the 3GPP Evolved Packet Core (EPC) via non-3GPP access
networks, Stage 3"

[83] 3GPP TS 29.305: "InterWorking Function (IWF) between MAP based and Diameter based
interfaces’

[84] 3GPP TS 32.251: "Telecommunication management; Charging management; Packet Switched
(PS) domain charging”

[85] 3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional
description; Stage 2".

[86] 3GPP TS 24.312: "Access Network Discovery and Selection Function (ANDSF) Management
Object (MO)".

[87] 3GPP TS 23.237: "IP Multimedia Subsystem (IMS) Service Continuity; Stage 2".

[88] 3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universa

Terrestrial Radio Access Network (E-UTRAN); Overall description; Stage 2".

0.2 Abbreviations

For the purposes of the present document, the abbreviations listed in 3GPP TR 21.905 [1] apply.

1 Introduction

1.1 Definition

The term subscriber data is used to designate al information associated with a subscription which is required for service
provisions, identification, authentication, routing, call handling, GPRS mode transmission, charging, subscriber tracing,
operation and maintenance purposes. Some subscriber data are referred to as permanent subscriber data, i.e. they can
only be changed by administration means. Other data are temporary subscriber data which may change as a result of
normal operation of the system.

Unless shown to be conditional, all dataitems are considered to be mandatory.

1.2 Storage facilities

This specification considers subscriber data stored in the following types of functional unit:
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Home subscriber server (HSS) which contains all permanent subscriber data and all relevant temporary
subscriber data to support the call control and session management entities of the different Domains and
Subsystems.

Home location register (HLR) which contains all permanent subscriber data and all relevant temporary
subscriber data for all mobile subscribers permanently registered in the HLR for CS and PS Domains.

NOTE: accordingto 3GPP TS 23.002 [50] HLR is a subset of the HSS functionality.

Visitor location register (VLR) which contains all subscriber datarequired for call handling and other purposes
for mobile subscribers currently located in the area controlled by the VLR.

Serving GPRS Support Node (SGSN) which contains all subscriber data required for GPRS mode transmission
and other purposes for mobile subscribers currently located in the area controlled by the SGSN.

Gateway GPRS Support Node (GGSN) which contains all subscriber data required for GPRS mode transmission
for mobile subscribers using any service provided by the GGSN.

Mobility Management Entity (MME) which contains all subscriber data required for EPS mode transmission and
other purposes for mobile subscribers currently located in the area controlled by the MME.

Serving GW (S-GW) which contains all subscriber data required for EPS mode transmission for mobile
subscribers currently served by the S-GW.

PDN GW (P-GW) which contains all subscriber data required for EPS mode transmission for mobile subscribers
using any service provided by the P-GW.

ePDG which contains all subscriber data required for EPS mode transmission for mobile subscribers currently
served by the ePDG via a non 3GPP access.

Gateway Mobile Location Center (GMLC) which contains all subscriber data required for external clients of the
Location Services (LCS).

In GSM, Serving Mobile Location Center (SMLC) which contains all LMU data required to manage location
measurementsin LMUSs.

NOTE 1. A type A LMU isanetwork entity that shares many of the attributes of an M S including subscription data

inthe HLR and identification using an IMS.

Serving Call Session Control Function (S-CSCF) which handles the session states in the |P Multimedia (IM)
Subsystem. Further definition of the S-CSCF is provided in 3GPP 23.228 [42].

In addition, subscriber data may also be stored in the following functional unit:

Group Call Register (GCR) which contains all data required for configuration, set-up and handling of voice
group and voice broadcast calls. This encompasses subscribers identities (mobile as well as fixed network) who
are nominated as dispatchers for one or several groups within the area controlled by the GCR.

NOTE 2: The data stored in the GCR is not strictly "subscriber data”. Description of GCR data is therefore out of

scope of this specification and is covered in the corresponding specifications for enhanced Multi Level
Precedence and Pre-emption Service (eMLPP), Voice Group Call Service (VGCS) and V oice Broadcast
Service (VBS) instead (3GPP TS 23.067 [12], 3GPP TS 43.068 [33] and 3GPP TS 43.069 [34]).

NOTE 3: The MME and SGSN Emergency Configuration Data, which are applied for all emergency bearer

services, are not subscriber data and therefore out of the scope of this specification. See 3GPP TS 23.401
[74] and 3GPP TS 23.060 [21].
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1.3 Subscriber data in functional units other than the HLR,
HSS, VLR, SGSN, S4-SGSN, GGSN, MME, S-GW, P-GW,
ePDG, GMLC, SMLC and LMU

Theindividual Subscriber Authentication Key Ki defined in 3GPP TS 43.020 [31] is stored in the Authentication Centre
(AuC); itisalso stored in the SIM and therefore available in the MS. Version numbers of algorithms A3 and A8 may
also be stored in the AuC.

Bootstrapping Server Function (BSF) handles subscriber”s bootstrapping information after bootstrapping procedurein
Generic Authentication Architecture (GAA) system. A bootstrapping procedure creates security association between an
UE and a BSF. Using the stored user"s bootstrapping information and the security association the BSF can provide
security services to network application functions (NAF) contacted by the UE. Functions of the BSF are defined in
3GPP TS 33.220 [58] and 3GPP TS 29.109 [59].

NOTE: Itisfor further study whether or not other types of functional units containing mobile subscriber
parameters are to be included in this specification. Such units could include encryption key distribution
centres, maintenance centres, etc.

1.4 Subscriber data in WLAN-IW functional units

This specification considers subscriber data stored in the following types of functional unit for [-WLAN:

- 3GPP AAA Server which contains all subscriber data necessary to maintain 3GPP WLAN Direct Access and
3GPP WLAN IP Access.

- 3GPP AAA Proxy which contains subscriber data necessary to perform AAA proxy functionality in the VPLMN
and to provide charging inter operator settlement functionality.

- Packet Data Gateway (PDG) which contains all subscriber data necessary to manage 3GPP WLAN IP Access
tunnels.

- WLAN Access Gateway (WAG) which contains all subscriber data necessary to manage a per user firewall
between the WLAN-AN and PLMN and to perform per tunnel charging.

2 Definition of subscriber data for CS and PS domain

2.1 Data related to subscription, identification and numbering

2.1.1 Data defining the subscription profile

2111 International Mobile Subscriber Identity (IMSI)
International Maobile Subscriber Identity (IMSl) is defined in 3GPP TS 23.003 [5].

IMSI is permanent subscriber data. IMSI isstored in HLR, HSS, VLR, SGSN, $4-SGSN, GGSN, MME, S-GW, P-GW,
ePDG and SMLC. For Anonymous Access, IMSI isnot used in SGSN nor in GGSN. The IMSI serves as the root of the
subscriber data pseudo-tree.

For emergency attached UEs without IMSI (e.g; UICCless UE) or with an unauthenticated IMSI, IMEI is used instead
of IMSI to identify the UE.

21.1.2 Network Access Mode (NAM)

The Network Access Mode (NAM) definesif the subscriber is registered to get access to the CS (non-GPRS/EPS
network), to the PS (GPRS/EPS) network or to both networks. NAM describes the first level of the subscriber data
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pseudo-tree below the IMSI root. It is permanent subscriber data stored in the HSS/HLR and the SGSN with the Gs
interface option, and the MME with the SGsinterface option.

2.1.1.3 IMSI Unauthenticated indicator

For an emergency attached UE with an unauthenticated IM SI, the IMSI Unauthenticated indicator is set to reflect that
the IMS! is unauthenticated. See 3GPP TS 23.401 [74] and 3GPP TS 23.060 [21].

The IMSI Unauthenticated indicator is atemporary subscriber data stored in the MME, S-GW, P-GW, SGSN, $4-
SGSN, GGSN

2.1.2 Mobile Station International ISDN Number (MSISDN)

Mobile Station ISDN Number (MSISDN) is defined in 3GPP TS 23.003 [5].

The MSISDN is permanent subscriber data and is stored in HLR, VLR, SGSN, GGSN, MME, S-GW, P-GW, 3GPP
AAA Server and ePDG(for GTP-based S2b only).

If the multinumbering option applies, the MSISDN stored in the VLR and in the Gn/Gp-SGSN isthe Basic MSISDN,
see subclause 2.1.3.1.
2.1.3 MSISDNs for multinumbering option

If the HPLMN allocates different MSISDNs for different Basic Services (see 3GPP TS 29.007 [28]), these numbers are
conditionally stored as permanent datain the HLR.

2.1.3.1 The Basic MSISDN indicator

The Basic MSISDN is defined in 3GPP TS 23.012 [8]. The Basic MSISDN indicator marks the MSISDN to be used as
Basic MSISDN.

It is permanent subscriber data stored conditionally in the HLR.

2.1.3.2 The MSISDN-Alert indicator

The MSISDN-Alert is defined in 3GPP TS 23.040 [10]. The MSISDN-Alert indicator marks the MSISDN to be used as
MSISDN-Alert.

It is permanent subscriber data stored conditionally in the HLR.

2.1.4 Temporary mobile subscriber identity (TMSI)
Temporary mobile subscriber identity (TMSI) is defined in 3GPP TS 23.003 [5].

The TMSI istemporary subscriber data and is conditionally stored in the VLR.

2.1.5 Packet-Temporary Mobile Subscriber Identity (P-TMSI)

Packet-Temporary Mobile Subscriber Identity (P-TMSI) isdefined in 3GPP TS 23.003 [5]. Its usage is described in
3GPP TS 23.060 [11]. P-TMSI is accompanied by the P-TMSI Signature, see subclause 2.3.7.

The P-TMSI istemporary subscriber data and is conditionally stored in the SGSN.

2.1.6 Temporary Link Layer Identifier (TLLI)
Temporary Link Layer Identifier (TLLI) isdefined in 3GPP TS 23.003 [5]. It is derived from the P-TMSI by the MS

and occursin the variants Local TLLI and Foreign TLLI. The TLLI istemporary subscriber data and is conditionally
stored in the SGSN. For use of TLLI see 3GPP TS 23.060 [11].
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2.1.7 Random TLLI

Random TLLI is chosen randomly by the MS. It isdefined in 3GPP TS 23.003 [5]. Random TLLI isshort living
temporary subscriber data and is conditionally stored in the SGSN. For use of Random TLLI see 3GPP TS 23.060 [11].

A Random TLLI may be used if no valid P-TMSI isavailable.

2.1.8 Local Mobile Station Identity (LMSI)

Loca Mobile Station Identity (LM SI) isdefined in 3GPP TS 23.003 [5]. The LMSI istemporary subscriber data. The
LMSI may be stored inthe VLR; if it isreceived in the HLR it must be stored there.

2.1.9 International Mobile Equipment Identity (IMEI)

International Mobile Equipment Identity (IMEI) is defined in 3GPP TS 23.003 [5]. The IMEI istemporary subscriber
dataand is conditionally stored in the HSS, SGSN, S4-SGSN, GGSN, MME, S-GW and P-GW.

2.2 Data related to Mobile Station types

2.2.1 Mobile Station Category

Mobile Station Category has a structure identical to that of "Calling Party's Category" defined in ISUP
(ITU-T Recommendation Q.763 [39]).

The following values of category shall be supported:
- ordinary subscriber.
The category is assigned per IMSI.

Mobile Station Category is permanent subscriber dataand is stored in HLR and VLR.

2.2.2 LMU ldentifier (GSM only)
The LMU identifier is part of the subscriber datafor a Type A LMU, when associated with an NSS based SMLC, and
servesto distinguishaType A LMU from anormal MS.

2.2.3 International Mobile Equipment Identity and Software Version
(IMEISV)

International Mobile Equipment Identity and Software Version (IMEISV) isdefined in 3GPP TS 23.003 [5]. The
IMEISV istemporary subscriber data and is stored in the VLR, SGSN and conditionally in HLR.

2.3 Data related to authentication and ciphering

2.3.1 Random Number (RAND), Signed Response (SRES) and Ciphering
Key (Kc)

Random Number (RAND), Signed Response (SRES) and Ciphering Key (Kc) form atriplet vector used for
authentication and encryption as defined in 3GPP TS 43.020 [31].

For GSM users, triplet vectors are calculated in the 2G AuC and provided to the 2G HLR (see GSM 12.03[36]), and for
UMTS userstriplet vectors are derived from quintuplet vectorsin the 3G HLR or 3G VLR, if needed
(see 3GPP TS 33.102 [52]).

A set of up to 5 triplet values are sent from the 2G HLR to the VLR and the SGSN on request. These data are temporary
subscriber data conditionally stored in the VLR and the SGSN.
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2.3.2 Random Challenge (RAND), Expected Response (XRES), Cipher
Key (CK), Integrity Key(IK) and Authentication Token(AUTN),
KASME

Random Challenge (RAND), Expected Response (XRES), Cipher Key (CK), Integrity Key(IK) and Authentication
Token (AUTN) form a quintuplet vector used for user authentication, data confidentiality and dataintegrity as defined
in3GPP TS 33.102 [52].

Random Challenge (RAND), Expected Response (XRES), Key for Access Security Management Entity (KASME) and
Authentication Token (AUTN) form an EPS vector used for user authentication, data confidentiality and data integrity
as defined in 3GPP TS 33.401 [73].

When both HLR and VLR or SGSN are 3G, a set of quintuplet vectors are calculated in the AuC, and upto 5
quintuplets are sent from the HLR to the VLR and to the SGSN on request (see 3GPP TS 29.002 [27]). These data are
temporary subscriber data conditionally stored in the HLR, the VLR and the SGSN.

Whenthe HLR is 2G and the VLR or SGSN are 3G, quintuplet vectors are derived by the 3G VLR or SGSN from the
received triplet vectors from the HLR, if needed (see 3GPP TS 33.102 [52]).
2.3.3 The Ciphering Key Sequence Number (CKSN)

The Ciphering Key Sequence Number (CKSN) is used to ensure GSM authentication information (Kc) consistency
between the M S and the VLR and between the M S and the SGSN.

CKSN and its handling are defined in 3GPP TS 24.008 [26] and 3GPP TS 43.020 [31]. It is atemporary subscriber data
and is stored in the VLR and in the SGSN.

2.3.4 The Key Set Identifier (KSI)

The Key Set Identifier (KSI) is used to ensure UMTS authentication information (CK and 1K) consistency between the
MS and the VLR and between the MS and the SGSN.

For EPS the Key Set Identifier (KSI also noted KSIagve ) is used to ensure EPS authentication information (K asue)
consistency between the MS and the MME.

KSI and its handling are defined in UMTS TS 24.008 [26] and UMTS TS 33.102 [52]. It is temporary subscriber data
and is stored in the VLR and the SGSN.

KSlasve and its handling are defined in 3GPP TS 23.401[74]. It istemporary subscriber dataand is stored in the MME.

2.3.5  Selected Ciphering Algorithm
Selected Ciphering Algorithm is defined in 3GPP TS 23.060 [21].

Selected Ciphering Algorithm is temporary subscriber data stored in the SGSN.

2.3.6 Current Kc
Current Kc is defined in 3GPP TS 43.020 [31].

Current Kc istemporary subscriber data stored in the SGSN.

2.3.7 P-TMSI Signature

P-TMSI Signatureisdefined in TSs 3GPP TS 23.003 [5] and 3GPP TS 23.060 [21]. It is used for identification
checking purposes.

P-TMSI Signature is temporary subscriber data and is conditionally stored in the SGSN.
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2.3.8  Access Network Identity (ANID)
Access Network Identity is defined in TSs 3GPP TS 24.302 [82] and 3GPP TS 29.273 [78].
ANID istemporary subscriber data stored in HSS and 3GPP AAA server.

2.4 Data related to roaming

2.4.1 Mobile Station Roaming Number (MSRN)
Mobile Station Roaming Number (MSRN) is defined in 3GPP TS 23.003 [5].
NOTE: There may be more than one MSRN simultaneously per IMSI.

The MSRN is short-lived temporary subscriber data stored in the VLR.

2.4.2 Location Area ldentification (LAI)
Location Area Identification (LAI) is defined in 3GPP TS 23.003 [5].

The LAl istemporary subscriber data and is stored in the VLR.

2.4.3 Routing Area Identification (RAI)
Routing Area Identification (RAI) is defined in 3GPP TS 23.003 [5].

The RAI istemporary subscriber data and is stored in the SGSN.

244  Void

2.4.5 VLR number
VLR number isdefined in 3GPP TS 23.003 [5].

The VLR number istemporary subscriber data and is stored in the HLR. Absence of the VLR number in HLR indicates
that the mobile station is deregistered for non-GPRS or the subscriber has not a non-GPRS subscription in the HLR.
The VLR number is stored in the SGSN with the Gs interface option. For usage of the VLR number in SGSN, please
refer to 3GPP TS 23.060 [21].

2.4.6 MSC number
MSC number is defined in 3GPP TS 23.003 [5].

The MSC number istemporary subscriber dataand is stored in the HLR and conditionally in the VLR. For absence of
the MSC number inthe HLR, the remarks on VLR number apply accordingly, see subclause 2.4.5.

2.4.7 HLR number
HLR number is defined in 3GPP TS 23.003 [5].

The HLR number may be stored in the VLR and Gn/Gp-SGSN. It isreceived as a mandatory parameter in the updating
location accepted message. This data may be needed to retrieve subscribersto be restored after HLR reset.

The HLR number is temporary subscriber data and may optionally be stored in the VLR and Gn/Gp-SGSN.

2.4.8 GSN number

GSN number occurs as SGSN number and as GGSN number.
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2481 SGSN number
SGSN number isthe SS7 address of the SGSN . It isdefined in 3GPP TS 23.003 [5].

The SGSN number is temporary subscriber dataand is stored in the HLR for a GPRS subscription. It is conditionally
stored in the VLR if the Gs interface isinstalled. Absence of the SGSN number in the HLR indicates that the mobile
station is deregistered for GPRS or the subscriber has no GPRS subscription in the HLR. Absence of the SGSN number
inthe VLR indicates that there is no association between the VLR and the SGSN for thisMS. The SGSN number isto
be distinguished from the SGSN address described in subclause 2.13.10.

2.4.8.2 GGSN number

GGSN number isthe SS7 address of the GGSN .It is defined in 3GPP TS 23.003 [5]. Its usage is described in
3GPP TS 23.060 [21]. It is contained in the GGSN-list stored in the HLR and does not appear as separate subscriber
data. Cf. subclause 2.13.11.

2.4.8.3 IWF number

IWF number isthe SS7 address of the IWF. It has the same format asa"VLR number" or "SGSN number" which are
defined in 3GPP TS 23.003 [5]. Its usage is described in 3GPP TS 29.305 [83].

2.4.9 MLC number

The MLC number occurs as an SMLC number and asa GMLC number.

249.1 SMLC number (GSM only)
The SMLC number isthe E.164 address of an NSS based SMLC.

The SMLC number is permanent data that may be stored in an MSC in association with either a set of IMSIs belonging
to LMUs controlled by the SMLC or a set of cell identifiers belonging to the geographic area served by the SMLC.

2492 GMLC number

The GMLC number isthe E.164 address of the GMLC. One or more GMLC numbers may be stored in the MS
subscriber datain the HLR and downloaded to the VLR and SGSN. These GMLC numbersidentify the GMLCs for the
particular MS from which alocation request for this MS may be confined for particular LCS clients.

2.4.10 Subscription restriction

Subscription restriction is a parameter indicating whether or not certain restrictions apply to the subscription. The
parameter takes either of the following values (see also GSM 02.13 [36]):

- accessible areafor service;

- al GSM PLMNs;

- onenational and all foreign GSM PLMNSs;

- regionaly restricted (part of a GSM PLMN in one country);
- regionaly restricted plus all other GSM PLMNSs.

The HLR/HSS associates |ocation updating information with subscription restriction. It deregistersthe MSif the PLMN
isnot allowed and sets:

- the MSC arearedtricted flag if the MSC areais not allowed, see subclause 2.4.12;
- SGSN arearestricted flag if the SGSN areais not allowed, see subclause 2.4.14.

Handling of Regionally Restricted Subscription is defined in subclause 2.4.11. By operator agreement, regional
restriction in parts of different GSM PLMNSsis aso possible.
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The subscription restriction is permanent subscriber data and is stored in the HLR.

2.4.11 Regional Subscription Information

If a mobile subscriber has aregiona subscription, the HLR/HSS shall store alist of up to ten Regional Subscription
Zone ldentities (RSZIs) per Network Destination Code (NDC) of the PLMN involved. The structure of RSZI is defined
in 3GPP TS 23.003 [5]; sinceit is composed of the PLMN identification (CC NDC) and the Zone Code it is sufficient to
store the Zone Code List per CC NDC.

On updating the MME, VLR or the SGSN, the HLR/HSS identifies the VPLMN and NDC given by the VLR or SGSN
number or VPLMN-Id and transfers the pertaining Zone Code List to the VLR or SGSN or MME. The VLR or SGSN
or MME derives from the Zone Code List the allowed and not allowed MSC or SGSN or MME areas and location
aress; it setsthe "L A not allowed flag" should the target LAI of the mobile station be excluded, and it informs the
HLR/HSS should the MSC or SGSN or MME area be excluded. Signalling of cause value "location area not allowed"
towards the mobile station is defined in TSs 3GPP TS 29.002 [27] and 3GPP TS 24.008 [26].

24111 RSZI lists

The RSZI lists are permanent subscriber data stored conditionally in the HLR/HSS.

2.4.11.2 Zone Code List
The VLR and the SGSN and the MME shall store as permanent and conditional subscriber data at least those Zone
Codes by which they are affected.

2.4.12 MSC area restricted flag

MSC arearestricted flag is a parameter which can take either of the following values:
- MSC arearestricted;
- MSC areanot restricted.

The parameter is set in the HLR during updating of the VLR. Handling of unsupported services and information
received from the VLR based on national roaming or regionally restricted subscription (subclause 2.4.11) determine its
value. The parameter contributes to the "M S Not Reachable" state for handling of terminating traffic in the HLR. The
default value is"MSC area not restricted".

The MSC arearestricted flag is temporary subscriber data and is contained in the HLR.

2.4.13 LA not allowed flag

The LA not alowed flag is set in the VLR depending on National Roaming, Regionally Restricted Subscription and
Roaming Restriction Due To Unsupported Feature, see 3GPP TS 29.002. It is applied to restrict service on alocation
areabasis.

The LA not alowed flag is temporary subscriber data stored inthe VLR.

2.4.14 SGSN area restricted flag

SGSN arearestricted flag is a parameter which can take either of the following values:
- SGSN arearestricted;
- SGSN areanot restricted.

The parameter is set in the HLR during updating of the SGSN. Handling of unsupported services and information
received from the SGSN based on national roaming or regionally restricted subscription (subclause 2.4.11) determine its
value. The parameter contributes to the "M S Not Reachable" state for handling of terminating traffic in the HLR. The
default value is"SGSN area not restricted"”.
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The SGSN arearestricted flag is temporary subscriber data and is contained in the HLR.

2.4.14a RA not allowed flag

The RA not allowed flag is set in the SGSN depending on National Roaming, Regionally Restricted Subscription and
Roaming Restricted in the SGSN Due To Unsupported Feature, see 3GPP TS 29.002. It is applied to restrict service on
arouting area basis.

The RA not allowed flag is temporary subscriber data stored in the SGSN.

2.4.14b TA not allowed flag

The TA not allowed flag is set in the MME depending on National Roaming, Regionally Restricted Subscription and
Roaming Restricted in the MME Due To Unsupported Feature, see 3GPP TS 29.272[81]. It is applied to restrict service
on atracking area basis.

The TA not allowed flag istemporary subscriber data stored in the MME.

2.4.15 Service restriction data induced by roaming

If in the course of roaming or at updating of the VLR or SGSN or MMEthe HLR/HSS isinformed that the VLR or
SGSN or MME does not support certain sensitive services or features, or, the HLR/HSS is informed in data request that
the VLR or the SGSN or the MME supports only specific services, features or phases which do not correspond to
subscribed services, features or phases, the HLR/HSS takes appropriate measures to restrict service for the mobile
gtation in that VLR or SGSN or MME by setting and sending network induced replacing services such as available
services, features or phases, barring programs or the roaming restriction for the MSC or SGSN or MME area.

These network-induced data have to be kept separate in the HLR, and where possible as discussed below in the VLR,
from the permanent subscriber data of the call barring supplementary services, from the barring related data that can be
modified by the subscriber or from the permanent regional subscription data.

These network-induced data have to be kept separate in the HLR/HSS, and where possible as discussed below in the
SGSN and MME, from the permanent regional subscription data.

The network induced data take precedence over the subscriber data of the user where they are in conflict. If, in the
course of roaming, restrictions caused by a service are lifted, the original subscriber data have to be re-installed both in
HLR, in SGSN, in MME and in VLR when applicable, regarding any remaining restrictions due to other service
replacements.

All network-induced restriction data are temporary subscriber data.

For ODB, 3GPP TS 23.015 [9] recommends mainly barring programs to replace this feature. The replacing barring data
are conditionally stored in the HLR and VLR. In the VLR they cannot be distinguished from the permanent
supplementary services data with the available signalling means, and no additional storage is needed. Interrogation shall
reflect in both HLR and VLR the valid setting of the replacing temporary data; to prevent interference with Subscriber
Controlled Input and to inform the customer on the restriction, the "control of barring services' subscription option is
also temporarily set to the value "by the service provider".

CUG isaso replaced by Outgoing Call Barring as described in 3GPP TS 23.085 [18].

Roaming restriction in the MSC area due to unsupported featuresis used to replace AoCC, see 3GPP TS 23.086, and
Zone Codes for regional subscription, see subclause 2.4.11 and 3GPP TS 29.002. A flag inthe HLR and the VLR, see
subclause 2.4.15.2, collects the sources of network-induced roaming restriction which are also kept separate by the
HLR.

Roaming restriction in the SGSN area due to unsupported featuresis used to replace Zone Codes for regional
subscription, see subclause 2.4.11 and 3GPP TS 29.002. A flag in the HLR and the SGSN, see subclause 2.4.15.3,
collects the sources of network-induced roaming restriction which are also kept separate by the HLR.

Roaming restriction in the MME area due to unsupported features is used to replace Zone Codes for regional
subscription, see subclause 2.4.11 and 3GPP TS 29.272[81]. A flag in the HSS and the MME, see subclause 2.4.15.3a,
collects the sources of network-induced roaming restriction which are also kept separate by the HSS.
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2.4.15.1 ODB-induced barring data

ODB-induced barring data are temporary data stored conditionally in the HLR; they include the necessary replacing
barring programs for outgoing and incoming calls depending on the ODB profile. The subscription option "control of
barring services" is set to "by the service provider”. The corresponding barring supplementary services for outgoing
callsare set by the HLR and sent to the VLR.

2.4.15.2 Roaming restriction due to unsupported feature

Roaming restriction due to unsupported feature is a parameter which indicates that one or several services or features
are not supported by the M SC, resulting in roaming restriction in the MSC area. It can take either of the following
values:

- roaming restricted;
- roaming not restricted.

The parameter governsthe "L A not allowed flag" in the VLR (see subclause 2.4.13) and the "M SC area restricted flag"
inthe HLR (see subclause 2.4.12); see also 3GPP TS 29.002.

The flag "roaming restriction due to unsupported feature” istemporary subscriber data stored inthe VLR and in the
HLR.
2.4.15.3 Roaming restricted in the SGSN due to unsupported feature

Roaming restricted in the SGSN due to unsupported feature is a parameter which indicates that one or several services
or features are not supported by the SGSN, resulting in roaming restriction in the SGSN area. It can take either of the
following values:

- roaming restricted;
- roaming not restricted.

The parameter governs the "RA not allowed flag" in the SGSN (see subclause 2.4.14a) and the " SGSN area restricted
flag" in the HLR (see subclause 2.4.14); see a'so 3GPP TS 29.002.

The flag "roaming restricted in the SGSN due to unsupported feature" is temporary subscriber data stored in the SGSN
and inthe HLR.
2.4.15.3a  Roaming restricted in the MME due to unsupported feature

Roaming restricted in the MME due to unsupported feature is a parameter which indicates that one or several services
or features are not supported by the MME, resulting in roaming restriction in the MME area. It can take either of the
following values:

- roaming restricted;
- roaming not restricted.
The parameter governsthe " TA not alowed flag" in the MME (see subclause 2.4.14b).

The flag "roaming restricted in the MME due to unsupported feature” is temporary subscriber data stored in the MME
and in the HSS.

2.4.16 Cell Global ID or Service Area ID

The Cell Global ID or Service ArealD indicates the cell global identity of the cell in GSM (see 3GPP TS 23.003 [5]) or
the service areaidentification of the service areain UMTS (see 3GPP TS 23.003 [5]) in which the MSis currently in
radio contact or in which the MS was last in radio contact. The VLR and SGSN shall update the stored Cell Global 1D
or Service Area |D at establishment of every radio connection.

The cell ID istemporary subscriber data stored inthe VLR and SGSN. It is conditional data, the VLR and SGSN shall
store it whenever the subscriber datais marked as confirmed by radio contact.
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In EPS the cell global 1D contains the last known E-UTRAN cell and istemporary subscriber data stored in MME.

2.4.17 Localised Service Area Information

If a mobile subscriber has alocalised service area subscription, the HLR shall store alist of up to 20 Localised Service
Arealdentities (LSA IDs) per PLMN. The structure of LSA ID is defined in 3GPP TS 23.003 [5].

On updating the VLR or the Gn/Gp-SGSN, the HLR identifies the VPLMN given by the VLR or SGSN number and
transfers the applicable LSA ID List to the VLR or Gn/Gp-SGSN. The VLR or Gn/Gp-SGSN derives fromthe LSA 1D
List the allowed LSA(S), priority of each LSA, the preferential access indicator, the active mode support indicator and
active mode indication and the "L SA only access' indicator.

24.17.1 LSA Identity
LSA Identity (LSA ID) is defined in 3GPP TS 23.003 [5]. The element uniquely identifies a LSA.

24.17.2 LSA Priority

Localised Service Area Priority (LSA Priority) isdefined in GSM 08.08. The LSA Priority is permanent subscriber data
stored conditionally in the HLR.

2.4.17.2A LSA Preferential Access Indicator

The Localised Service Area Preferential Access Indicator definesif the subscriber shall be favoured in cells belonging
to the LSA at resource allocation compared to other subscribers. The LSA Preferential Access Indicator is permanent
subscriber data stored conditionally in the HLR.

2.4.17.2B  LSA Active Mode Support Indicator

The Localised Service Area Active Mode Support Indicator definesif cells belonging to the LSA shall be favoured for
the subscriber compared to other cells at resource allocation. The LSA Active Mode Indicator is permanent subscriber
data stored conditionally in the HLR.

2.4.17.3 LSA Only Access Indicator

The LSA Only Access Indicator definesif the subscriber is only allowed within its subscribed LSAs. The LSA Only
Access Indicator is permanent subscriber data stored conditionally in the HLR.

24.17.4 LSA Active Mode Indicator

The Localised Service Area Active Mode Indicator definesif the LSA Identity of the cell in which the MSis currently
in radio contact with shall be indicated to the subscriber in active mode. The LSA Active Mode Indicator is permanent
subscriber data stored conditionally in the HLR.

2.4.17.5 VPLMN Identifier

The VPLMN Identifier identifiesthe VPLMN in which an LSA Identity is applicable. Thisidentifier is not applicable to
Universal LSA IDsasdefined in 3GPP TS 23.003 [5]. The VPLMN identifier is permanent subscriber data stored
conditionally in the HLR.

2.4.18 Access Restriction Data

The use of this datais described in 3GPP TS 23.221 [57].

The Access Restriction Data is permanent subscriber data stored in the HLR/HSS, and temporary subscriber data stored
inthe VLR and SGSN and MME.

The parameter takes either of the following values:
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-  GERAN not allowed, the subscriber shall not be allowed to access the network in GERAN radio access. Valid
for Idle and Connected mode;

- UTRAN not allowed, the subscriber shall not be allowed to access the network in LA/RAsusing a UTRAN radio
access. Valid for Idle and Connected mode;

- E-UTRAN not alowed, the subscriber shall not be allowed to access the network in TAsusing aE-UTRAN
radio access. Valid for Idle and Connected mode;

- GAN not allowed, the subscriber shall not be allowed to access the network via GAN;

- |-HSPA-Evolution not allowed, the subscriber shall not be allowed to access the network in LA/RAs using |-
HSPA-Evolution radio access. Valid for Idle and Connected mode;

- HO-To-Non-3GPP-Access not allowed, the subscriber shall not be allowed to handover to non-3GPP access.

The use of this parameter for LA/RA/TA update procedures is described in 3GPP TS 23.012 [8] and 3GPP TS 23.060
[21], and 3GPP TS 23.401 [74].

2.4.19 Selected CN operator ID

The selected CN operator ID indicates which core network operator Network Sharing supporting UES have chosenin a
shared network. The use of thisdatais described in 3GPP TS 23.251 [61]. And thisdatais identified by aPLMN ID
(MCC+MNC) as described in 3GPP TS 23.003 [5].

The selected CN operator ID istemporary subscriber data stored conditionally in the VLR and the SGSN in a shared
network for non-GPRS and GPRS services respectively.

Thisdataisalso stored in VLR for GPRS services if the Gsinerface isinstalled.

2.4.20 IP-SM-GW number

The IP-SM-GW number indicates the address of the external IP-SM-GW that can be used as an alternative route for
delivering mobile terminated short messages. The |P-SM-GW number is temporary subscriber data and is stored
conditionally in the HLR. The absence of the IP-SM-GW number in the HLR indicates that no external IP-SM-GW is
available for MT-SM routing.

2.4.21 Paging Area

Asan option, and for paging optimization purpose, the VLR may control Paging Areas. A Paging Areaisalist of up to
5 Location Areas. The structure of the Location Areais specified in 3GPP TS 29.002 [27]. The Paging Areais
temporary data stored inthe VLR and in the HLR.

The use of thisdataisdescribed in TS 23.012 [8] and in TS 23.018 [70].

2.4.22 Closed Subscriber Group Information

If a mobile subscriber has a Closed Subscriber Group (CSG) subscription, the HLR/HSS shall store Closed Subscriber
Group Information which isalist of up to 50 CSG-lds per PLMN and for each CSG-Id optionally an associated
expiration date which indicates the point in time when the subscription to the CSG-1d expires and optionally
corresponding APNs which can be accessed via Local 1P access from this CSG identified by the CSG-1d; an absent
expiration date indicates unlimited subscription; an expired expiration date may indicate that removal of the CSG-1d
from the UE (e.g. by OMA DM or OTA update) is pending. The structure of CSG-1d isdefined in 3GPP TS 23.003 [5].

On updating the VLR or the SGSN or MME, the HSS/HLR identifies the VPLMN and transfers the applicable CSG-
Ids, expiration dates and the APNs allowed for LIPA (if present) to the VLR or SGSN or MME.

If an applicable (i.e. applicable for the current serving PLMN) CSG-Id is added to the Closed Subscriber Group
Information in the subscriber datain the HLR/HSS, or an expiration date for an applicable CSG-Id is changed (added,
modified or removed), or the APNs allowed for LIPA for an applicable CSG-1d is changed (added, modified or
removed), then the HLR/HSS shall transfer applicable CSG-Ids, expiration dates, and APNs allowed for LIPA to the
VLR or SGSN or MME.

ETSI



3GPP TS 23.008 version 10.2.0 Release 10 29 ETSI TS 123 008 V10.2.0 (2011-04)

NOTE 1. The APNsalowed for LIPA information are not applicableto the VLR.

When a CSG-Id expires, or the expiration date is changed (added or modified) to an expired date, the CSG-1d should be
removed from the UE (e.g. by OMA DM or OTA update). After successful removal of the CSG-1d from the UE, the
HLR/HSS should delete the CSG-Id and, if applicable, update the VLR or SGSN or MME. The two operations may not
be correlated in the sense that they may be performed independently by different systems. The temporal relationship
between the two operationsis out scope of this specification and therefore depends on the operator policy.

If the subscription is terminated by other means than expiry, then CSG-Ids that are not expired should not be removed at
the HLR/HSS,; rather the expiration date may be modified to an expired date.

CSG-ldsthat are expired should not be removed from the HLR/HSS before being removed from the UE.

NOTE 2: Inthe VLR or SGSN or MME an expired CSG-Id subscription indicates that the UE is not allowed
service in the CSG. However, since the CSG-Id removal from the UE is pending, the UE may still camp
on that CSG and therefore the UE may still be paged in the CSG.

Closed Subscriber Group Information is permanent subscriber data and is conditionally stored in HLR/HSS, VLR,
SGSN, and MME.

2.5 Data related to basic services

251 Provision of bearer service

Provision of bearer service is a parameter identifying whether a bearer service is provisioned to the mobile subscriber or
not. This provision can be achieved through subscription of the mobile subscriber or the bearer service can be generally
available. The parameter "provision of bearer service" must be set for the bearer service defined in 3GPP TS 22.002 [2]

for which a subscription is required.

Provision of bearer service is permanent subscriber dataand is stored inthe HLR and VLR.

252 Provision of teleservice

Provision of teleservice is a parameter identifying whether ateleservice is provisioned to the mobile subscriber or not.
This provision can be achieved through subscription of the mobile subscriber or the teleservice can be generaly
available. The parameter "provision of teleservice" must be set for the teleservices defined in GSM 02.03 [36]for which
asubscription is required.

Provision of teleservice is permanent subscriber data and is stored in the HLR, Gn/Gp-SGSN and VLR.

2.5.3 Bearer capability allocation

Bearer capability allocation is a parameter stored against each ISDN number in the case when the Home PLMN
allocates one directory number per teleservice and bearer service. In thiscaseit is used to permit the establishment of
the correct bearer capability on the connection to the MS. (See 3GPP TS 29.007 [28]). The bearer capability alocation
is not required when the Home PLMN only allocates one directory number per subscriber for all bearer services and
teleservices. It is permanent data stored conditionally in the3GPP TS 43.020 [31].

2.5.4  Transfer of SM option

Transfer of SM option is a parameter indicating which path should be used for transfer of Terminating Short Message
when GPRS is not supported by the GMSC. Two options are possible:

- transfer of SM viathe MSC when GPRS is not supported in the GM SC: this option is used to indicate that SM
shall always be sent via the MSC when the GM SC does not support the GPRS functionality;

- transfer of SM viathe Gn/Gp-SGSN when GPRS is not supported in the GMSC: this option is used to indicate
that SM shall always be sent via the Gn/Gp-SGSN when the GM SC does not support the GPRS functionality.

Transfer of SM option is permanent subscriber data stored in HLR for a GPRS subscription.
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The data has an interim nature since in the final solution, the decision on SM Transfer istaken in the SMS-GM SC.

2.6 Data related to supplementary services

Subscriber data related to supplementary services are contained in the 3GPP TS 23.08x and 3GPP TS 23.09x series of
Technical Specifications, that is 3GPP TS 23.081 [14] and following describing the network functionality of
supplementary services. Additionally, subscriber data related to the Multicall (MC) supplementary service are contained
in3GPP TS 23.135 [25].

Thereis no data type which is mandatory for all supplementary services; note that the provision status is mandatory for
all supplementary services except CUG, 3GPP TS 23.085 [18]. All other data are conditional depending on the
provision.

2.7 Mobile station status data

2.7.1 IMSI detached flag

IMSI detached flag is a parameter indicating that the MSisin the IMSI detached state, i.e. the subscriber is no longer
reachable. For definition and handling see 3GPP TS 23.012 [8] and 3GPP TS 29.002 [27]. The parameter takes the
following values:

- IMS| detached;
- IMSI attached.

The parameter is temporary subscriber data and is stored conditionally inthe VLR.

2.7.2 Mobile station Not Reachable for GPRS (MNRG)

In HLR, MNRG indicates whether the MS is marked as GPRS detached or GPRS not reachable in the Gn/Gp-SGSN
and possibly in the GGSN. The reason why the M S is GPRS not reachable is indicated in the Mobile Not Reachable via
SGSN Reason (MNRR-SGSN).

In Gn/Gp-SGSN, MNRG indicates whether activity from the MS shall be reported to the HLR.
In GGSN, MNRG indicates whether the MS is marked as GPRS detached in the Gn/Gp-SGSN.
MNRG isdescribed in 3GPP TS 23.060 [21]. It is temporary subscriber data stored in the HLR, in the Gn/Gp-SGSN
and in the GGSN.
2.7.3 Mobility Management State
The Mobility Management State indicates the GPRS state of the M S. It takes one of three possible values:
1. READY: The MSis GPRS attached and itslocation is known at Cell Identity level.
2. STANDBY: The MSis GPRS attached and itslocation is known at Routing Area level.
3. IDLE: The MSis not GPRS attached.

The parameter is described in 3GPP TS 23.060 [21]. It is temporary subscriber data stored in the SGSN.

2.7.4 Restoration flags

In the case of SGSN, MME, VLR or HLR failure, location register data have to be restored as described in 3GPP TS
23.007 [6] and 3GPP TS 29.002 [27]. The following flags are used for this purpose.

2741 Confirmed by Radio Contact indicator
Confirmed by Radio Contact indicator is a restoration indicator defined in 3GPP TS 23.007 [6].
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It istemporary subscriber data, stored in the VLR.

2.7.4.2 Subscriber Data Confirmed by HLR/HSS indicator
Subscriber Data Confirmed by HLR/HSS indicator is a restoration indicator defined in 3GPP TS 23.007 [6].

It istemporary subscriber data, stored inthe VLR, inthe SGSN and in the MME.

2.74.3 Location Information Confirmed in HLR/HSS indicator
Location Information Confirmed in HLR/HSS indicator is a restoration indicator defined in 3GPP TS 23.007 [6].
It istemporary subscriber data, stored inthe VLR and in the SGSN and in the MME.

2.7.4.4 Check SS indicator
Check SSindicator isarestoration indicator defined in 3GPP TS 23.007 [6].

It istemporary subscriber dataand is stored in the HLR.

2.7.4.5 VLR-Reliable indicator
VLR-Reliable indicator is arestoration indicator defined in 3GPP TS 23.007 [6].

It istemporary subscriber data and is stored in the SGSN and in the MME.

2.7.5 MS purged for non-GPRS flag

MS purged for non-GPRS flag is set in the HLR per IMSI record in order to indicate that the subscriber data for the MS
concerned have been purged in the VLR. The parameter takes the following values:

- MSpurged;
- MSnot purged.

The default value is"MS not purged”. The parameter is temporary subscriber data, stored in the HLR.

2.7.6 MS purged for GPRS/UE purged in SGSN flag

MS purged for GPRS/UE purged in SGSN flag is set in the HLR/HSS per IMSI record in order to indicate that the
subscriber data for the MS/UE concerned have been purged in the SGSN. The parameter takes the following values:

- MSpurged for GPRS/UE purged in SGSN;

- MSnot purged for GPRSUE not purged in SGSN.
The default valueis "M S not purged for GPRS'/"UE not purged in SGSN". The parameter is temporary subscriber data,
stored in the HLR/HSS for a PS subscription.
2.7.6A UE purged in MME flag

UE purged in MME flag is set in the HSS per IMSI record in order to indicate that the subscriber data for the UE
concerned have been purged in the MME. The parameter shall take the following values:

- UE purged in MME;
- UE not purged in MME.

The default value is "UE not purged in MME". The parameter is temporary subscriber data, stored in the HSS for aPS
subscription.
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2.7.7 Mobile station Not Reachable via MSC Reason (MNRR-MSC)
Mobile station Not Reachable via M SC Reason (MNRR-MSC) for SMSis defined in 3GPP TS 23.040 [10].The
MNRR-MSC istemporary subscriber data. It is conditionally stored in the HLR.

2.7.7A Mobile station Not Reachable via SGSN Reason (MNRR-SGSN)
Mobile station Not Reachable via SGSN Reason (MNRR-SGSN) for SMSisdefined in 3GPP TS 23.040 [10].The
MNRR-SGSN istemporary subscriber data. It is conditionally stored in the HLR.

2.7.8 Subscriber data dormant

Subscriber data dormant is set in the VLR per IMS| record in order to indicate that the subscriber data belong to a
subscriber that has moved outside the VLR area (see 3GPP TS 23.012 [8]). The parameter takes the following val ues:

- Subscriber data dormant;
- Subscriber data not dormant.

The parameter is temporary subscriber dataand is stored in the VLR.

2.7.8A Cancel Location received

Cancel Location received is set by a VLR supporting the MT roaming retry feature per IMSI record to indicate that a
Cancel Location message has been received from the HLR. Thisis used to determine whether to trigger MT roaming
retry upon receipt of an incoming call, see subclause 7.3.2.1 of 3GPP TS 23.018 [5a]. The parameter takes the following
values: true or false.

The parameter is temporary subscriber dataand is stored in the VLR.

2.7.9 Data related to UE reachability procedures

2791 URRP-MME

The UE Reachability Request Parameter for the MME (URRP-MME) indicates that UE activity notification from MME
has been requested by the HSS. For definition and handling of the data see 3GPP TS 23.401 [74].

URRP-MME istemporary subscriber data conditionally stored in the MME and in the HSS.

2.7.9.2 URRP-SGSN

The UE Reachability Request Parameter for the SGSN (URRP-SGSN) indicates that UE activity notification from
SGSN has been requested by the HSS. For definition and handling of the data see 3GPP TS 23.060 [21].

URRP-SGSN is temporary subscriber data conditionally stored in the SGSN and in the HSS.

2.7.9.3 Service-related Entity list

Thisinformation element isalist of service related entities (i.e. gsmSCF address list or AS Identity list, see the
definition of gsmSCF address list in chapter 2.14.2.4 and the definition of AS Identity list in chapter 3.5.7) which have
subscribed to a notification of UE reachability (e.g. IP-SM-GW )

Service-related Entity list is temporary subscriber data stored in the HSS.
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2.8 Data related to Operator Determined Barring

2.8.1 Subscriber status

Subscriber statusis aflag which indicates whether the subscriber is subject to operator determined barring.

It is permanent subscriber data, and is conditionally stored in the HLR/HSS, the SGSN, the MME and the VLR.
2.8.2 Operator Determined Barring general data

28.2.1 Barring of outgoing calls

Barring of outgoing calls indicates which one of the following categories of operator determined barring of outgoing
calls applies to the subscriber:

- No barring of outgoing calls;

- Barring of al outgoing calls;

- Barring of al outgoing international calls;

- Barring of al outgoing international calls except those directed to the home PLMN country;
- Barring of al outgoing inter-zona calls;

- Barring of al outgoing inter-zonal calls except those directed to the home PLMN country;

- Barring of al outgoing international calls except those directed to the home PLMN country AND barring of all
outgoing inter-zonal calls.

It is permanent data, and is stored conditionally in the HLR/HSS, the SGSN and the VLR.

28.2.2 Barring of incoming calls

Barring of incoming calls indicates which one of the following categories of operator determined barring of incoming
calls applies to the subscriber:

- No barring of incoming calls;

- Barring of al incoming calls;

- Barring of al incoming calls when roaming outside the home PLMN country;

- Barring of al incoming calls when roaming outside the zone of the home PLMN country.

It is permanent data, and is stored conditionally in the HLR.

2.8.2.3 Barring of roaming

Barring of roaming indicates which one of the following categories of operator determined barring of roaming applies
to the subscriber:

- No barring of roaming;
- Barring of roaming outside the home PLMN;
- Barring of roaming outside the home PLMN country.

It is permanent data, and is stored conditionally in the HLR/HSS for non-GPRS, GPRS subscription and EPS
subscription.
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28.24 Barring of premium rate calls

Barring of premium rate calls indicates which one of the following categories of operator determined barring of
premium rate calls applies to the subscriber:

- No barring of premium rate calls;

- Barring of premium rate (information) calls;

- Barring of premium rate (entertainment) calls;

- Barring of premium rate (information) calls and premium rate (entertainment) calls.

It is permanent subscriber data, and is stored conditionally in the HLR and the VLR.

2.8.25 Barring of supplementary services management

Barring of supplementary services management is a flag which indicates whether the subscriber is subject to operator
determined barring of supplementary services management.

It is permanent subscriber data, and is stored conditionally in the HLR and the VLR.

2.8.2.6 Barring of registration of call forwarding

Barring of registration of call forwarding indicates which one of the following categories of operator determined barring
of registration of call forwarding applies to the subscriber:

- Barring of registration of any forwarded-to number;

- Barring of registration of any international forwarded-to number;

- Barring of registration of any international forwarded-to number except a number within the HPLMN country;
- Barring of registration of any inter-zonal forwarded-to number;

- Barring of registration of any inter-zonal forwarded-to number except a number within the HPLMN country.

It is permanent subscriber data, and is stored conditionally in the HLR.

2.8.2.7 Barring of invocation of call transfer

Barring of invocation of call transfer indicates which of the following categories of operator determined barring of
invocation of call transfer applies to the subscriber:

One of:
- Barring of invocation of any call transfer;
- Barring of invocation of call transfer where at |east one of the two callsisacall charged to the served subscriber;

- Barring of invocation of call transfer where at least one of the two callsisacall charged to the served subscriber
at international rates;

- Barring of invocation of call transfer where at |east one of the two callsisacall charged to the served subscriber
at inter-zonal rates,

and independently:
- Barring of invocation of call transfer where both calls are calls charged to the served subscriber;
and independently:

- Barring of invocation of call transfer when there is an existing transferred call for the served subscriber in the
same MSC/VLR.

It is permanent subscriber data, and is stored conditionally in the HLR and the VLR.
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2.8.2.8 Barring of Packet Oriented Services

Barring of Packet Oriented Services indicates which one of the following categories of operator determined barring of
Packet Oriented Services applies to the subscriber:

- Barring of al Packet Oriented Services;

- Barring of Packet Oriented Services from access points that are within the HPLMN whilst the subscriber is
roaminginaVPLMN;

- Barring of Packet Oriented Services from access points that are within the roamed to VPLMN.

It is permanent subscriber data, and is stored conditionally in the HLR/HSS, the SGSN and MME.

2.8.3 Operator Determined Barring PLMN-specific data

Operator determined barring PLM N-specific data indicates which of the following categories of operator specific
barring, in any combination, appliesto the subscriber:

- Operator specific barring (type 1);

Operator specific barring (type 2);

Operator specific barring (type 3);
- Operator specific barring (type 4).

It is permanent subscriber data. It is stored conditionally in the HLR/HSS, the SGSN and in the VLR when the
subscriber is registered in the home PLMN.

2.8.4 Notification to CSE flag

This information element indicates whether the change of ODB data shall trigger Notification on Change of Subscriber
Data or not.

2.8.5 gsmSCF address list

Thisinformation element contains the list of gsmSCF addresses to which Notification on Change of Subscriber Dataiis
to be sent.

2.9 Data related to handover

2.9.1 Handover Number
Handover Number is defined in 3GPP TS 23.003 [5] and its use is specified in 3GPP TS 23.009 [7].

The Handover Number is short-lived subscriber data and is stored in the VLR.

2.10 Data related to short message support

2.10.1 Messages Waiting Data (MWD)
Messages Waiting Data (MWD) is defined in 3GPP TS 23.040 [10].

The MWD istemporary subscriber data, and is conditionally stored in the HLR.

2.10.2 Mobile Station Not Reachable Flag (MNRF)

Mobile Station Not Reachable Flag (MNRF) isdefined in 3GPP TS 23.040 [10].
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The MNRF istemporary data. It is stored in the VLR and conditionally stored in the HLR.

2.10.3 Memory Capacity Exceeded Flag (MCEF)
Memory Capacity Exceeded Flag (MCEF) isdefined in 3GPP TS 23.040 [10].

The MCEF istemporary subscriber data and is conditionally stored in the HLR.

2.10.4 Mobile station Not Reachable for GPRS (MNRG)

For MNRG see subclause 2.7.2.

2.10.4A UE Not Reachable via IP-SM-GW Flag (UNRI)

For UNRI see subclause 3.2.5.

2.10.5 Mobile station Not Reachable via MSC Reason (MNRR-MSC)

For MNRR-MSC see subclause 2.7.7.

2.10.5A Mobile station Not Reachable via SGSN Reason (MNRR-SGSN)

For MNRR-SGSN see subclause 2.7.7A.

2.10.5B UE Not Reachable via IP-SM-GW Reason (UNRR)

For UNRR see subclause 3.2.6.

2.11 Data related to subscriber trace

2.11.1 Trace Reference
The Trace Reference is defined in 3GPP TS 52.008 [37].

The Trace Reference is permanent subscriber data and is conditionally stored in the HLR and VLR.

2.11.2 Trace Type
The Trace Typeisdefined in 3GPP TS 52.008 [37].

The Trace Type is permanent subscriber data and is conditionally stored inthe HLR and VLR.

2.11.3 Operations Systems ldentity
The Operations Systems Identity is defined in 3GPP TS 52.008 [37].

The Operations Systems I dentity is permanent subscriber data and is conditionally stored inthe HLR and VLR.

2.11.4 HLR Trace Type
The HLR Trace Typeis defined in 3GPP TS 52.008 [37].

The HLR Trace Type is permanent subscriber data and is conditionally stored in the HLR.
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2.11.5 MAP Error On Trace
The MAP Error On Trace is defined in 3GPP TS 52.008 [37].

The MAP Error On Trace is temporary subscriber data and is conditionally stored in the HLR.

2.11.6 Trace Activated in VLR
The Trace Activated in VLR flag is defined in 3GPP TS 52.008 [37].

The Trace Activated in VLR flag is temporary subscriber data and is conditionally stored inthe HLR and VLR.

2.11.7 Trace Activated in SGSN
The Trace Activated in SGSN flag is defined in 3GPP TS 52.008 [37].
The Trace Activated in SGSN flag is temporary subscriber data and is conditionally stored in the HLR and SGSN.

2.11.8 Foreign Subscriber Registered in VLR

The Foreign Subscriber Registered in VLR flag is handled by operation and maintenance meansinthe VLR and is
defined in 3GPP TS 52.008 [37].

The Foreign Subscriber Registered in VLR flag is permanent subscriber data and is conditionally stored in the VLR.

2.11.9 Trace Reference 2
Trace reference 2 is defined in 3GPP TS 32.421 [65] and in 3GPP TS 32.422 [64].

The Trace Reference 2 is permanent subscriber data and is conditionally stored in the HSS/HLR, VLR, SGSN, MME
and 3GPP AAA Server.

2.11.10 Trace depth

The Trace depth isdefined in 3GPP TS 32.422 [64].

The Trace depth is permanent subscriber data and is conditionally stored in the HSSYHLR, VLR and SGSN MME and
AAA Server.

2.11.11 List of NE types to trace

The List of NE typesto trace isdeinfed in 3GPP TS 32.422 [64].

The List of NE typesto trace is permanent subscriber data and is conditionally stored in the HSS/'HLR, VLR SGSN,
MME and 3GPP AAA Server.

2.11.12 Triggering events

The Triggering event is defined in 3GPP TS 32.422 [64].

The Triggering event is permanent subscriber data and is conditionally stored in the HSS/HLR, VLR SGSN, MME and
AAA Server.

2.11.13 List of interfaces to trace

The List of interfaces to trace is defined in 3GPP TS 32.422 [64].

The List of interfaces to trace is permanent subscriber dataand is conditionally stored inthe HLR, VLR, SGSN, MME
and AAA Server.
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2.11.14 IP address of Trace Collection Entity
The IP address of Trace Collection Entity is defined in 3GPP TS 32.422 [64].

The IP address of Trace Collection Entity is permanent subscriber data and is conditionally stored in the HSS/HLR,
VLR, SGSN, MME and 3GPP AAA Server

2.11.15 MDT-Configuration
The MDT-Configuration is defined in 3GPP TS 32.422 [64]. It contains:

Job type

Area Scope

List of measurements

Reporting Trigger

Report Interval

Report Amount

Event Threshold RSRP

Event Threshold RSRQ

Logging Interval

Logging Duration

The MDT-Configuration is permanent subscriber data and is conditionally stored in the HSS/HLR, VLR, SGSN, and
MME.

2.12  Data related to the support of voice group and broadcast
calls

2.12.1 VGCS Group Membership List
VGCS Group Membership List and its special condition of storagein VLR isdefined in 3GPP TS 43.068 [33].

The VGCS Group Membership List is permanent subscriber data. It is stored conditionally in HLR and in the VLR.

2.12.2 VBS Group Membership List
VBS Group Membership List and its special condition of storagein VLR isdefined in 3GPP TS 43.069 [34].

The VBS Group Membership List is permanent subscriber data. It is stored conditionally in HLR and in the VLR.

2.12.2.1 Broadcast Call Initiation Allowed List

The Broadcast Call Initiation Allowed List and its special condition of storagein VLR is defined in
3GPP TS 43.069[34].

It is permanent subscriber data. It is stored conditionally in HLR and in the VLR.
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2.13 Data related to PS NAM

The data listed in this subclause pertain to the Network Access Mode "PS " and have no counterpart for CS.

2.13.1 PDP Type

PDP Typeisdefined in 3GPP TS 23.060 [21]. It indicates which type of protocol is used by the MSfor a certain
service, e.g. IPand X.25.

PDP Type is permanent subscriber data and conditionally stored in HLR, SGSN and GGSN.

2.13.2 PDP Address

PDP Addressisdefined in 3GPP TS 23.060 [21]. It holds the address of the MS for a certain service, e.g. an X.121
address. If dynamic addressing is allowed, PDP Addressis empty in the HLR, and, before the PDP context is activated,
empty in the SGSN.

PDP Address is permanent subscriber data and conditionally stored in HLR, SGSN and GGSN.

2.13.3 NSAPI
NSAPI isdefined in 3GPP TS 23.060 [21]. It holds the index of the PDP Context.

NSAPI istemporary subscriber data and conditionally stored in SGSN and GGSN.

2.13.4 Packet Data Protocol (PDP) State
PDP State is defined in 3GPP TS 23.060 [21]. The PDP State is either ACTIVE or INACTIVE.

PDP State istemporary subscriber data and conditionally stored in SGSN.

2.13.5 New SGSN Address

New SGSN Addressis defined in 3GPP TS 23.060 [21]. It isthe |P-address of the new SGSN, to which N-PDUs should
be forwarded from the old SGSN after an inter-SGSN routing update.

New SGSN Address istemporary subscriber data and conditionally stored in SGSN.

2.13.6  Access Point Name (APN)

Access Point Name (APN) is defined in 3GPP TS 23.003 [5] and 3GPP TS 23.060 [21] and 3GPP TS 23.401[74]. The
APN field in the HLR/HSS contains either only an APN Network Identifier (i.e. an APN without APN Operator
Identifier) or the wild card value (defined in 3GPP TS 23.003 [5]).APN is permanent subscriber data conditionally
stored in HLR/HSS, in GGSN, SGSN, MME, S-GW and PDN.

2.13.7 GGSN Address in Use

GGSN Addressin Useisdefined in 3GPP TS 23.060 [21]. It isthe IP address of the GGSN currently used by a certain
PDP Address of the MS.

GGSN Addressistemporary subscriber data and conditionally stored in Gn/Gp-SGSN.

2.13.8 VPLMN Address Allowed

VPLMN Address Allowed is defined in 3GPP TS 23.060 [21]. It specifies whether the M S is allowed to use a dynamic
address allocated in any VPLMN.

VPLMN Address Allowed is permanent subscriber data and conditionally stored in HLR and SGSN.
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2.13.9 Dynamic Address
Dynamic Addressis defined in 3GPP TS 23.060 [21]. It indicates whether the address of the MSis dynamic.

Dynamic Addressistemporary subscriber data conditionally stored in GGSN.

2.13.10 SGSN Address
SGSN Addressisdefined in 3GPP TS 23.003 [5]. It isthe IP Address of the SGSN currently serving the M S.

SGSN Addressis temporary subscriber data stored in HLR and stored conditionally in GGSN. A pendant is the SGSN
number, cf subclause 2.4.8.

2.13.11 GGSN-list

GGSN-list isdefined in 3GPP TS 23.060 [21]. It defines the GGSNs to be contacted when activity from the MSis
detected and MNRG is set. It contains the GGSN number and optionally the GGSN | P address.

GGSN-list istemporary subscriber data stored in the HLR.

2.13.12 Quality of Service Subscribed

Quality of Service Subscribed is defined in 3GPP TS 23.060 [21]. It specifies the quality of service subscribed for a
certain PDP context.

Quality of Service Subscribed is permanent subscriber data and conditionally stored in HLR and SGSN.

2.13.13 Quality of Service Requested

Quality of Service Requested is defined in 3GPP TS 23.060 [21]. It specifies the quality of service requested for a
certain PDP context.

Quality of Service Requested istemporary subscriber data and conditionally stored in Gn/Gp-SGSN.

2.13.14 Quality of Service Negotiated

Quiality of Service Negotiated is defined in 3GPP TS 23.060 [21]. It specifies the quality of service for a certain PDP
context, negotiated between the MS and the SGSN, and then the GGSN.

Quality of Service Negotiated istemporary subscriber data and conditionally stored in Gn/Gp-SGSN and GGSN.

2.13.15 SND

SND isdefined in 3GPP TS 23.060 [21]. It is the GPRS Tunnelling Protocol sequence number of the next downlink
N-PDU.

SND istemporary subscriber data conditionally stored in Gn/Gp-SGSN and GGSN.

2.13.16 SNU

SNU isdefined in 3GPP TS 23.060 [21]. It isthe GPRS Tunnelling Protocol sequence number of the next uplink
N-PDU.

SNU istemporary subscriber data and conditionally stored in SGSN and GGSN.

2.13.17 DRX Parameters
DRX Parametersis defined in 3GPP TS 23.060 [21].

DRX Parametersis temporary subscriber data stored in SGSN.

ETSI



3GPP TS 23.008 version 10.2.0 Release 10 41 ETSI TS 123 008 V10.2.0 (2011-04)

2.13.18 Compression

Compression isdefined in 3GPP TS 23.060 [21]. There is one set of negotiated compression parameters per QoS
priority level.

Compression is temporary subscriber data conditionally stored in the SGSN.

2.13.19 Non-GPRS Alert Flag (NGAF)

Non-GPRS Alert Flag (NGAF) isdefined in 3GPP TS 23.060 [21]. It indicates whether activity from the M S shall be
reported to the MSC/VLR.

NGAF istemporary subscriber data and is conditionally stored in the SGSN if the Gs interface isinstalled.

2.13.20 Classmark
MS Classmark is defined in 3GPP TS 24.008 [26].

Classmark is temporary subscriber data stored in the SGSN.

2.13.21 Tunnel Endpoint IDentifier (TEID)

Tunnel Endpoint Identifier is defined in 3GPP TS 29.060 [29]. TEID istemporary subscriber data conditionally stored
in SGSN and GGSN.

2.13.22 Radio Priority

Radio Priority isdefined in 3GPP TS 23.060 [21]. It indicates the RLC/MAC radio priority level for uplink user data
transmission for a certain PDP context.

Radio Priority istemporary subscriber data and conditionally stored in SGSN.

2.13.23 Radio Priority SMS

Radio Priority SMSisdefined in 3GPP TS 23.060 [21]. It indicates the RLC/MAC radio priority level for uplink SMS
transmission.

Radio Priority SMSistemporary subscriber data and conditionally stored in SGSN.

2.13.24 PDP Context Identifier
PDP Context Identifier is defined in 3GPP TS 23.060 [21]. It identifies uniquely each PDP context.

PDP Context Identifier is permanent subscriber data and conditionally stored in HLR and Gn/Gp-SGSN.

2.13.25 PDP Context Charging Characteristics

PDP Context Charging Charactertisticsis defined in 3GPP TS 32. 251 [41]. It indicates the charging type to be applied
to the PDP context.

PDP Context Charging Characteristics is permanent subscriber data and conditionally stored in HLR, SGSN and
GGSN.

2.13.26 MME name

MME nameis defined in 3GPP TS 23.003 [5].
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The MME name is temporary subscriber data and is stored in the HSS. Absence of the MME name in HSS indicates
that the UE is not registered for EPS via 3GPP E-UTRAN access. The MME name is conditionally stored inthe VLR
for MMEs for which the SGsinterface is supported.

2.13.27 VLR name

The VLR nameis conditionally stored in the MME for VLRs for which the SGsinterface is supported. Absence of the
VLR namein MME indicates that there is no association between MME and VLR.

2.13.28 Non-EPS Alert Flag (NEAF)
Non-EPS Alert Flag (NEAF) indicates whether activity from the UE shall be reported to the VLR.

NEAF istemporary subscriber data and is conditionally stored in the MME for which the SGs interface is supported.

2.13.29 UE level APN-OI-Replacement

UE level APN-OI-Replacement (see 3GPP TS 23.401 [74] and 3GPP TS 23.060 [21]) is permanent data conditionally
stored in the HSS and MME/SGSN.

2.13.30 Subscribed UE-AMBR

Subscribed UE-AMBR (see 3GPP TS 23.401[74]) is permanent data stored in HSS and MME.

2.13.30A Used UE-AMBR

Used UE-AMBR (see 3GPP TS 23.401[ 74]) istemporary data stored in MME.

2.13.31 APN-Configuration-Profile

The APN-Configuration-Profile contains a Context-1dentifier, which identifies the default APN-Configuration, and a
list of APN-Configurations, each identified by a Context-1dentifier. For detailed content see 3GPP TS 29.272[81] and
3GPPTS29.273[78].

The default APN configuration (default APN) is permanent data.

Thelist of APN-Configuration is permanent data stored in HSS, MME, S4-SGSN, ePDG and AAA-server with the
following exceptions:

- PDN GW identity for the active PDN connections; stored in HSSif the user has non-3GPP subscription. For
static PDN GW alocation, the PDN GW identity is aso permanent data.

- APN-Specific-Data optionally stored as part of the APN context for the wildcard APN.

2.13.32 Subscribed APN-AMBR

Subscribed APN-AMBR is part of each APN configuration (see 3GPP TS 29.272[81]) and 3GPP TS 29.273[78] and is
permanent data stored in HSS, 3GPP AAA Server, MME, $4 SGSN and ePDG(for GTP-based S2b only).

2.13.32A Used APN-AMBR

Used APN-AMBR istemporary data stored in MME, S4 SGSN and P-GW for each active APN (see 3GPP TS
23.401[74], 3GPP TS 23.060 [21] and 3GPP TS 23.402 [ 77]).

2.13.33 Subscribed-RAT-Frequency-Selection-Priority-1D

The Subscribed-RFSP-ID (see 3GPP TS 23.401 [74] and 3GPP TS 23.060 [21) is permanent data conditionally stored
in HSS, $4-SGSN, Gn/Gp-SGSN and MME.
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2.13.34 GUTI

The GUTI (see 3GPP TS 23.003 [5]) is temporary data conditionally stored in MME.

2.13.35 ME Identity

For 3GPP access the ME Identity istemporary data and contains the IMEISV see subclause 2.2.3.

2.13.36 Selected NAS Algorithm

Selected NAS security algorithm sent by MME to UE (see 3GPP TS 23.401 [74]) and is temporary data stored in MME

2.13.37 Selected AS Algorithm

Selected AS security algorithms are defined in 3GPP TS 23.401 [74] and is temporary subscriber data stored in the
MME.

2.13.38 Context Identifier

Index of the PDN subscription context (see 3GPP TS 23.401 [74]) is permanent data stored in HSS and MME.

2.13.39 PDN Address

Indicates subscribed 1Pv4 address and/or 1Pv6 prefix istemporary data stored in S-GW, PDN-GW, MME, ePDG and
3GPP AAA Server, and is permanent datain HSS (static address allocation based on subscriber profile in HSS; see
3GPP TS 23.401 [74]).

2.13.40 VPLMN Address Allowed

VPLMN Address Allowed specifies whether for this APN the UE is allowed to use the PDN GW in the domain of the
HPLMN only, or additionally the PDN GW in the domain of the VPLMN (see 3GPP TS 23.401 [74]). It is permanent
data stored in HSS, and temporary datain MME, ePDG and 3GPP AAA Server.

2.13.41 PDN GW identity
PDN GW identity is the identity of the PDN GW used for this APN. The PDN GW identity may be an FQDN or an IP

address. The PDN GW identity is permanent datain HSS when static assignment is used and temporary datain HSS
when dynamic assignment is used. It istemporary datain MME, $4-SGSN, ePDG and 3GPP AAA Server.

2.13.42 Tracking Area List

Tracking arealist contains the current list of tracking areas (see 3GPP TS 23.401 [74]) and istemporary data stored in
MME.

2.13.43 APN Restriction

APN Restriction is defined in 3GPP TS 23.060 [21] for GPRS and in 3GPP TS 23.401 [74] for EPS. It is temporary
data stored in MME, SGSN and S-GW and contains the maximum restriction for each PDP context/EPS Bearer
Context.

2.13.44 APN in use

APN in use contains the APN (see 2.13.6) currently in use (see 3GPP TS 23.401 [74], 3GPP TS 23.060 [21] and 3GPP
TS23.402[77] ) and it is temporary data stored in S4-SGSN, MME, S-GW, ePDG and PDN-GW.
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2.13.45 TAI of last TAU

TAI of the TA in which the last Tracking Area Update was initiated and is temporary data stored in MME.

2.13.46 Cell Identity Age

In E-UTRAN Cell Identity Age contains time elapsed since the last E-UTRAN Cell Global Identity was acquired (see
3GPP TS 23.401 [74]) and is temporary data stored in MME.

2.13.47 MME F-TEID for S11

F-TEID for S11 is defined in 3GPP TS 29.274 [75]. MME F-TEID for S11 istemporary data conditionaly stored in
MME and S-GW.

2.13.48 MME UE S1AP ID

"MME UE S1AP ID" isthe Unique identity of the UE within MME (see 3GPP TS 23.401 [74]) and is temporary data
stored in MME.

2.13.49 S-GW F-TEID for S11

F-TEID for S11 isdefined in 3GPP TS 29.274[75]. SSGW F-TEID for S11 istemporary data conditionaly stored in
MME and S-GW.

2.13.50 S4-SGSN F-TEID for S4 (Control plane)

F-TEID for $4 isdefined in 3GPP TS 29.274[75]. S4-SGSN F-TEID for $4 istemporary data conditionally stored in S-
GW and $4-SGSN.

2.13.51 S4-SGSN F-TEID for S4 (User plane)

F-TEID for $4 isdefined in 3GPP TS 29.274[75]. S4-SGSN F-TEID for $4 istemporary data conditionally stored in S-
GW and S4-SGSN.

2.13.52 S-GW F-TEID for S5/S8 (control plane)

F-TEID for S5/S8(control plane) is defined in 3GPP TS 29.274[75]. SSGW F-TEID for S5/S8(control plane) is
temporary data conditionally stored in PDN-GWand S-GW.

2.13.53 S-GW F-TEID for S1-U

F-TEID for S1-U isdefined in 3GPP TS 29.274[75]. SS~GW F-TEID for S1-U istemporary data conditionally stored in
eNodeB and S-GW.

2.13.54 S-GW F-TEID for S5/S8 (user plane)

F-TEID for S5/S8 (user plane) is defined in 3GPP TS 29.274{75]. SSGW F-TEID for S5/S8 (user plane) istemporary
data conditionally stored in PDN-GWand S-GW.

2.13.55 eNodeB Address

The eNodeB Addressidentifies the IP address of the eNodeB currently used for control plane signalling (see 3SGPP TS
23.401 [74]) and istemporary data stored in MME.
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2.13.56 eNodeB UE S1AP ID

The"eNodeB UE S1APID " isthe Unique identity of the UE within eNodeB (see 3GPP TS 23.401 [74]) and is
temporary data stored in MME.

2.13.57 eNodeB F-TEID for S1-U

F-TEID for S1-U isdefined in 3GPP TS 29.274[75]. eNodeB F-TEID for S1-U istemporary data conditionally stored
in S-GW.

2.13.58 E-UTRAN/UTRAN Key Set flag
The "E-UTRAN/UTRAN Key Set flag" indicates whether the UE is using security keys derived from UTRAN or E-

UTRAN security association (see 3GPP TS 23.401 [74]). E-UTRAN/UTRAN Key Set flag is temporary data
conditionally stored in MME.

2.13.59 Selected CN operator id

Selected CN operator id contains the selected core network operator identity (to support network sharing as defined in
TS 23.251 [24]). Selected CN operator id is temporary data conditionally stored in MME.

2.13.60 UE Radio Access Capability

UE Radio Access Capability (see 3GPP TS 23.401 [74]) is temporary data conditionally stored in MME.

2.13.61 UE Network Capability

UE network capabilities (see 3GPP TS 23.401 [74]) including security algorithms and key derivation functions which
shall be supported by the UE. UE Network Capability istemporary data conditionally stored in MME.
2.13.62 Location Change Report

L ocation Change Report indicates the requirement to communicate Cell or TAI to the PDN GW with this EPS bearer
Context (see 3GPP TS 23.401 [74]) and is temporary data stored in MME and $4-SGSN.

2.13.63 UE Specific DRX Parameters

UE specific DRX parameters for A/Gb mode, lu mode and S1-mode (see 3GPP TS 23.401[74]). UE specific DRX
parameters are temporary data conditionaly stored in MME.

2.13.64 PDN-GW F-TEID for S5/S8 (user plane)

F-TEID for S5/S8 (user plane) is defined in 3GPP TS 29.274[75]. PDN-GW F-TEID for S5/S8 (user plane) is
temporary data conditionally stored in PDN-GW, MME, $4-SGSN and S-GW for each EPS Bearer within the PDN
connection see 3GPP TS 23.401[ 74] and 3GPP TS 23.060 [21].

2.13.65 PDN GW F-TEID for S5/S8 (control plane)

F-TEID for S5/S8 (control plane) isdefined in 3GPP TS 29.274[75]. PDN-GW F-TEID for S5/S8 (control plane) is
temporary data conditionally stored in PDN-GW, MME, $4-SGSN and S-GW.

2.13.66 EPS Bearer ID

An EPS bearer identity uniquely identifies an EPS bearer for one UE accessing via E-UTRAN, UTRAN, GERAN or an
S2b bearer for one UE accessing via non-3GPP access with GTP on S2b. EPS Bearer ID istemporary data stored in
MME, $4 SGSN, S-GW, ePDG(for GTP-based S2b only) and PDN-GW for each EPS Bearer or S2b bearer within the
PDN connection see 3GPP TS 23.401[74], 3GPP TS 23.060 [21] and 3GPP TS 23.402 [77].
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2.13.67 EPS Bearer QoS

EPS Bearer QoS contains QCl and ARP and optionally: GBR and MBR in case of GBR bearer. ARP contains a priority
level, the preemption capability and the preemption vulnerability. EPS Bearer QoS is temporary data stored in MME,
4 SGSN, S-GW, ePDG(for GTP-based S2b only) and PDN-GW for each EPS Bearer within the PDN connection; see
3GPPTS23.401[74] , 3GPP TS 23.060 [21] and 3GPP TS 23.402 [77].

2.13.68 UL TFT

Uplink Traffic Flow Template for each EPS Bearer or S2b bearer within the PDN connection see 3GPP TS 23.401[ 74]
and 3GPP TS 23.402 [77], and is temporary data stored inS-GW (for PMIP-based S5/S8 only), PDN-GW and ePDG
(for GTP-based S2b only).

2.13.69 DL TFT

Downlink Traffic Flow Template for each EPS Bearer or S2b bearer within the PDN connection see 3GPP TS
23.401[74] and 3GPP TS 23.402 [77], and is temporary data stored inS-GW (for PMIP-based S5/S8 only) and PDN-
GW.

2.13.70 Charging Id

Charging Id isdefined in 3GPP TS 32.298[76] and temporary data conditionally stored in PDN-GW and S-GW for each
EPS Bearer within the PDN connection see 3GPP TS 23.401[74].

2.13.71 EPS PDN Connection Charging Characteristics

EPS PDN Connection Charging Characteristics are defined in 3GPP TS 32.251[84] as permanent subscriber data
conditionally stored in the HSS, 3GPP AAA Server and temporary data conditionally stored in MME, S-GW, ePDG
and PDN-GW for each PDN connection see 3GPP TS 23.401[74] and 3GPP TS 23.402 [77].

2.13.72 Default bearer

Default bearer Identifies the EPS Bearer 1d of the default bearer within the given PDN connection (see 3GPP TS
23.401[74] , 3GPP TS 23.060 [21] and 3GPP TS 23.402 [77] ) and is temporary data stored in MME , $4 SGSN, S-GW,
ePDG (for GTP-based S2b only) and PGW.

2.13.73 Void
2.13.74 Void

2.13.75 RAT Type

RAT Type (radio access technology, access type) contains the current RAT type of the Last known access system. RAT
Typeistemporary data conditionally stored in HSS, 3GPP AAA Server, S4-SGSN, MME, S-GW, PDN-GW and
ePDG.

2.13.76 S101 HRPD access node IP address

S101 HRPD access node | P address contains the | P address of the HRPD AN used for the S101 tunnel for a UE (see
3GPP TS 23.402) and is temporary data stored conditionally in the MME.

2.13.77 S103 Forwarding Address

S103 Forwarding Address contains the HSGW | P address used for data forwarding to the HRPD access over S103
interface (see 3GPP TS 23.402) and is temporary data stored conditionally in the MME.
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2.13.78 S103 GRE key(s)

GRE Key(s) used for the data forwarding tunnel to the HSGW - one per UE-PDN connection and is Temporary data
conditionally stored S-GW.

2.13.79 Permanent User ldentity

Permanent user identity is defined in 3GPP TS 23.003[5] and is permanent data mandatory stored in HSS, 3GPP AAA-
server, 3GPP AAA-server proxy, PDN-GW S-GW and ePDG.

2.13.80 Mobhility Capabilities

Mobhility Capabilitiesis defined in 3GPP TS 29.273 [78] and istemporary data conditionally stored in ePDG, PDN-GW
and 3GPP-AAA-server.

2.13.81 MAG IP address

MAG IP addressis defined in 3GPP TS 29.273 [ 78] and is temporary data conditionally stored in 3GPP-AAA-server.

2.13.82 Visited Network Identifier

Visited Network Identifier is defined in 3GPP TS 29.273 [ 78] and is temporary data conditionally stored in 3GPP-
AAA-server.

2.13.83 EAP payload

EAP payload is defined in 3GPP TS 29.273[78]. and is temporary data conditionally stored in 3GPP-AAA-server.
2.13.84 Void
2.13.85 Void

2.13.86 MIP Subscriber profile

MIP Subscriber profileis defined in 3GPP TS 29.273 [ 78] and is temporary data conditionally stored in AAA-server
and Trusted Non-3GPP or ePDG.

2.13.87 Uplink S5 GRE Key

Uplink traffic of a given PDN connection sent over PMIP-based S5 is encapsulated with the uplink S5 GRE key (see
3GPP TS 29.275[79]) and istemporary data stored in MME, SGW and PDN-GW.

2.13.88 Downlink S5 GRE Key

Downlink traffic of a given PDN connection sent over PMIP-based S5 is encapsul ated with the downlink S5 GRE key
(see 3GPP TS 29.275[79]) and is temporary data stored in SGW and PDN-GW.

2.13.89 Uplink S8 GRE Key

Uplink traffic of agiven PDN connection sent over PMIP-based S8 is encapsulated with the S5/S8 uplink GRE key (see
3GPP TS 29.275[79]) and is temporary data stored in MME, SGW and PDN-GW.
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2.13.90 Downlink S8 GRE Key

Downlink traffic of agiven PDN connection sent over PMIP-based S8 is encapsulated with the S5/S8 uplink GRE key
(see 3GPP TS 29.275[79]) and is temporary data stored in SGW and PDN-GW.

2.13.91 S2a GRE Keys

Traffic of agiven PDN connection sent over PMIP-based S2a is encapsulated with the per-direction (uplink or
downlink) S2a GRE key (see 3GPP TS 29.275[79]) and is temporary data stored in the Trusted non-3GPP Access
MAG, and SGW (S2a chained with S8) or PDN-GW (unchained S2a).

2.13.92 S2b GRE Keys

Traffic of agiven PDN connection sent over PMIP-based S2b is encapsulated with the per-direction (uplink or
downlink) S2b GRE key (see 3GPP TS 29.275[79]) and istemporary data stored in the ePDG, and SGW (S2b chained
with S8) or PDN-GW (unchained S2b).

2.13.93 Mobile Node Identifier

Mobile Node Identifier is defined in 3GPP TS 29.275[79] and is temporary data stored in SGW and PDN-GW.

For emergency attached UEs without IMSI (e.g. UICCless UE) or with an unauthenticated IMSI, the Mobile Node
Identifier is derived from the UE IMEI to identify the UE.

2.13.94 IPv4 Default Router Address

IPv4 Default Router Address (see 3GPP TS 29.275[79]) is temporary data stored in SGW and PDN-GW.

2.13.95 Link-local address

Link-local address (see 3GPP TS 29.275[79]) is temporary data stored in SGW and PDN-GW.

2.13.96 Non 3GPP User Data

Non 3GPP User Data (see 3GPP TS 29.273[78]) is permanent data conditionally stored in HSS. The Non 3GPP User
Datais stored astemporary dataalsoin AAA Server, Trusted Non-3GPP GW and ePDG. A further subset, the APN
context for the served PDN connection is stored in the PDN GW as temporary data.

2.13.97 3GPP AAA Server Identity

The 3GPP AAA Server Identity isthe Diameter identity of the 3GPP AAA server defined in 3GPP TS 29.273 [78] and
istemporary data stored in the HSS, PDN GW, Trusted Non-3GPP GW and ePDG. Absence of the 3GPP AAA Server
Identity in the HSS indicates that the UE is not registered for EPS via non 3GPP access.

2.13.98 Selected IP mobility mode

IP mobility mode is defined in 3GPP TS 24.302 [82] and is temporary data conditionally stored in the 3GPP AAA
Server, Trusted Non-3GPP GW and ePDG.

2.13.99 Diameter Server Identity of HSS

The Diameter Server Identity of HSS identifies the HSS storing the EPS related data of a user. The format of the
Diameter Server Identity isthe Diameter Identity defined in IETF RFC 3588 [51].

The Diameter Server Identity of the HSS is temporary data and is conditionally stored in MME, S4-SGSN and 3GPP
AAA Server.
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2.13.100 SGSN name
SGSN nameis defined in 3GPP TS 23.003 [5].

The SGSN name is temporary subscriber data and is stored in the HSS, if S6d interface is supported.

2.13.101 S-GW F-TEID for S12

F-TEID for S12 isdefined in 3GPP TS 29.274(75]. SS~GW F-TEID for S12 is temporary data conditionally stored in
RNC and S-GW.

2.13.102RNC F-TEID for S12

F-TEID for S12 isdefined in 3GPP TS 29.274[75]. RNC F-TEID for S12 istemporary data conditionally stored in RNC
and S-GW.

2.13.103MME F-TEID for S3

F-TEID for S3isdefined in 3GPP TS 29.274[75]. MME F-TEID for S3 is temporary data conditionally stored in $4-
SGSN and MME.

2.13.104 S4-SGSN F-TEID for S3

F-TEID for S3isdefined in 3GPP TS 29.274[75]. $4-SGSN F-TEID for S3 istemporary data conditionally stored in
$4-SGSN and MME.

2.13.105PDN GW Allocation Type

PDN GW Allocation Type specificsif the PDN has been statically provisioned for acertain APN, or if it can be
dynamically selected by the MME. It is permanent data stored in HSS, and temporary data stored in MME.

2.13.106 S-GW F-TEID for S4 (control plane)

F-TEID for $4 (control plane) is defined in 3GPP TS 29.274[75]. SSGW F-TEID for $4 (control plane) is temporary
data conditionally stored in S4-SGSN and S-GW.

2.13.107 S-GW F-TEID for S4 (user plane)

F-TEID for $4 (user plane) is defined in 3GPP TS 29.274[75]. S GW F-TEID for $4 (user plane) is temporary data
conditionally stored in S4-SGSN and S-GW.

2.13.108 RAT-Frequency-Selection-Priority-ID in Use

The RFSP-ID in Use (see 3GPP TS 23.401 [ 74] and 3GPP TS 23.060 [21]) is temporary data conditionally stored in $4-
SGSN, Gn/Gp-SGSN and MME.

2.13.109 APN level APN-OI-Replacement

APN level APN-OI-Replacement (see 3GPP TS 23.401 [74] and 3GPP TS 23.060 [21]) is permanent data conditionally
stored in the HSS and MME/SGSN.

APN level APN-OI-Replacement has the same role as UE level APN-OI-Replacement.

If both the APN level APN-OI-Replacement and UE level APN-OI-Replacement are present, the APN level APN-OI-
Replacement has a higher priority than UE level APN-OI-Replacement.
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2.13.110 Unauthenticated IMSI

For an emergency attached UE with an unauthenticated IM S, the Unauthenticated IM S| is temporary data stored in
SGW and the PDN-GW. See 3GPP TS 29.275[79].

2.13.111 PDN Connection ID

PDN Connection ID (see 3GPP TS 29.275[79]) is used to uniquely identify a PDN Connection over PMIP based
interface if multiple PDN Connections to the same APN is supported. PDN Connection ID istemporary dataand is
conditionally stored in SGW, PDN-GW, trusted-non-3GPP access or ePDG if both MAG and LMA support multiple
PDN connection to the same APN.

2.13.112 MS Network Capability

MS network capabilities (see 3GPP TS 23.060 [21]) including security algorithms and capabilities which shall be
supported by the MS. MS Network Capability istemporary data conditionally stored in MME and SGSN.
2.13.113Voice Domain Preference and UE's Usage Setting

V oice domain preference and UE's usage setting (see 3GPP TS 24.008 [26]) provides the network with the UE's usage
setting and the voice domain preference. The network uses the UE's usage setting and the voice domain preference to
select the RFSP index in use as specified in 3GPP TS 23.401 [74]. Voice domain preference and UE's usage setting is
temporary data conditionally stored in MME and SGSN.

2.13.114 SIPTO Permission

SIPTO Permission indicates whether the traffic associated with a particular APN is alowed or not for SIPTO, as
defined in the 3GPP TS 23.060 [21] and the 3GPP TS 23.401 [74].

The SIPTO Permission for the wild card APN shall apply to any APN that is not explicitly present in the subscription
data.

SIPTO Permission is permanent data and is conditionally stored in the HSS, MME and SGSN.

2.13.115 Subscribed Periodic RAU/TAU Timer

The Subscribed Periodic RAU/TAU Timer (see 3GPP TS 23.401 [74] and 3GPP TS 23.060 [21]) is permanent data
conditionally stored in the HLR/HSS, MME and SGSN.

2.13.116ePDG F-TEID for S2b (control plane)

F-TEID for S2b (control plane) is defined in 3GPP TS 29.274[75]. ePDG F-TEID for S2b (control plane) istemporary
data conditionally stored in ePDG (for GTP-based S2b only) and PGW.

2.13.117ePDG F-TEID for S2b (user plane)

F-TEID for S2b (user plane) is defined in 3GPP TS 29.274[75]. eéPDG F-TEID for S2b (user plane) istemporary data
conditionally stored in ePDG (for GTP-based S2b only) and PGW.

2.13.118 PGW F-TEID for S2b (control plane)

F-TEID for S2b (control plane) is defined in 3GPP TS 29.274[75]. PGW F-TEID for S2b (control plane) is temporary
data conditionally stored in ePDG (for GTP-based S2b only) and PGW.
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2.13.119PGW F-TEID for S2b (user plane)

F-TEID for S2b (user plane) is defined in 3GPP TS 29.274[75]. PGW F-TEID for S2b (user plane) istemporary data
conditionally stored in ePDG (for GTP-based S2b only) and PGW.

2.13.120 MPS CS Priority

MPS CS Priority indicates that the UE is subscribed to the eMLPP in the CS domain, as defined in 3GPP TS 23.401
[74].

MPS CS Priority is permanent data and is conditionally stored in the MME.

NOTE: The MME getsthe MPS CS Priority information from the HLR/HSS, which derives this information from
the eM L PP Subscription Data as defined in the 3GPP TS 29.002 [27].

2.13.121 MPS EPS Priority

MPS EPS Priority indicates that the UE is subscribed to the MPS in the EPS domain, as defined in 3GPP TS 23.401
[74].

MPS EPS Priority is permanent data and is conditionally stored in the HLR/HSS and MME.

2.13.122 LIPA Permission

LIPA Permission indicates whether the corresponding APN is allowed to be accessed via Local 1P Access, as defined in
3GPP TS 23.060 [21] and 3GPP TS 23.401[74].

The LIPA Permission for aWildcard APN appliesto any APN that is not explicitly present in the subscription data.

LIPA Permission is permanent data and is conditionally stored in the HLR/HSS, MME and SGSN.

2.13.123 LIPA Allowed VPLMN List

LIPA Allowed VPLMN List indicates the PLMNs where the UE is allowed to use LIPA, it is permanent dataand is
conditionally stored in the HLR/HSS.

2.13.124VPLMN LIPA Allowed

VPLMN LIPA Allowed indicates whether the UE is allowed to use LIPA in the PLMN where the UE is attached, as
defined in the 3GPP TS 23.060 [21] and the 3GPP TS 23.401 [74].

VPLMN LIPA Allowed is permanent data and is conditionally stored in the MME and the SGSN.

2.13.125 Relay Node Indicator
Relay Node Indicator indicates whether the subscriber is a Relay Node (see 3GPP TS 36.300 [88]).

Relay Node Indicator is permanent data and is conditionally stored in the HLR/HSS and MME.

2.14 Data related to CAMEL

2.14.1 Subscriber Data stored in HLR

2.14.1.1 Originating CAMEL Subscription Information (O-CSI)

This data defines the contents of the Originating CAMEL subscription information used to interwork with the gsmSCF
for MO and MF call. It consists of:
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- ATDPIist. The TDP listisalist of TDP descriptions. Each TDP description contains the following elements:

1

DP Value. The DP value identifies the DP in the MO State Model where service triggering may take place.
For O-CSl, the allowed DP value are DP Collected_info, DP Route Select Failure.

A gsmSCF address. It is the gsmSCF address (E164 number) where the CAMEL serviceis treated for the
subscriber. A gsmSCF address is associated to each serviceKey.

A serviceKey. The serviceKey identifies to the gsmSCF the service logic. A serviceKey is associated to each
TDP.

A default Call Handling. The default call handling indicates whether the call shall be released or continued as
reguested in case of error in the gsmSSF to gsmSCF dialogue. A default Call Handling is associated to each
serviceKey.

DP criteria. The DP criteriaindicates on which criteria the gsmSSF shall access the gsmSCF. DP criteriais
associated to each TDP.

TDP Triggering Criteria ServiceKey | gsmSCF | Default Call
(see note) address Handling
DP Collected_ Info |No Criterion One One E164 [One Default
Number criteria ServiceKey gsmSCF [call handling
Basic service code criteria address
Call type criteria
DP Route_Select_ |No criterion One One E164 |One Default
Failure Cause value criteria ServiceKey gsmSCF |call handling
address
NOTE:  One or more TDP criteria shall be applicable. All applicable triggering criteria must
be satisfied before the dialogue is established with the gsmSCF.

- CAMEL capability handling. It givesthe CAMEL phase associated to the O-CSl (CAMEL phase 1, phase 2,
phase 3, or phase 4).

- TheCSl state. The CSl state indicates whether the O-CSl is active or not.

- Thenotification flag, the notification flag indicates whether changes of the O-CSl shall trigger Notification on
Change of Subscriber Data.

2.14.1.2 Terminating CAMEL Subscription Information (T-CSI) and VMSC

Terminating CAMEL Subscription Information (VT-CSI));

This data defines the contents of the terminating CAMEL subscription information used to interwork with the gsmSCF
for MT call. It consists of:

- ATDPIist. The TDPIist isalist of TDP descriptions. Each TDP description contains the following elements:

1

DP Value. The DP value identifiesthe DP in the MT State Model where service triggering may take place.
For T-CSl, the allowed DP value are DP Terminating_Attempt_Authorised, DP T_Busy, DP T_No_Answer.

A gsmSCF address. It is the gsmSCF address (E.164 number) where the CAMEL service istreated for the
subscriber. A gsmSCF address is associated to each serviceKey.

A serviceKey. The serviceKey identifies to the gsmSCF the service logic. A serviceKey is associated to each
TDP.

A default Call Handling. The default call handling indicates whether the call shall be released or continued as
reguested in case of error in the gsmSSF to gsmSCF dialogue. A default Call Handling is associated to each
serviceKey.

DP criteria. The DP criteriaindicates on which criteria the gsmSSF shall access the gsmSCF. DP criteriais
associated to each TDP.

ETSI



3GPP TS 23.008 version 10.2.0 Release 10 53 ETSI TS 123 008 V10.2.0 (2011-04)

TDP Triggering Criteria ServiceKey gsmSCF Default Call
(see note) address Handling
DP Terminating_ No Criterion One serviceKey | One E164 | One Default call
Attempt_Authorised Basic service criteria gsmSCF handling
address
DP T_Busy No criterion One serviceKey | One E164 | One Default call
Cause value criteria gsmSCF handling
address
DP T_No_Answer No criterion One One E164 | One Default call
Cause value criteria service Key gsmSCF handling
address
NOTE:  One or more TDP criteria shall be applicable. All applicable triggering criteria must be
satisfied before the dialogue is established with the gsmSCF.

- CAMEL capability handling. It gives the CAMEL phase associated to the T-CSI/VT-CSI (CAMEL phasel,
phase2, or phase3, or phased).

- The CSl state indicates whether the T-CSI/VT-CSI is active or not.

- Noatification flag. The notification flag indicates whether the change of the T-CSI/VT-CSI shall trigger
Notification on Change of Subscriber data.

2.14.1.3 Location information/Subscriber state interrogation.

This dataitem indicates whether or not the HLR shall send the location information and state of the called subscriber, as
available, when a GM SC requests routeing information for an MT call.

21414 USSD CAMEL subscription information(U-CSI)
Thisdatais used on USSD request receipt from the MS. It consists of alist of:
- aservice code: the service code defines a specific application in the gsmSCF;

- agsmSCFaddress: it is the gsmSCF address (E.164 number) where the USSD application istreated for this
subscriber.

2.14.1.5 Supplementary Service invocation notification(SS-CSI)
Thisdatais used to notify the gsmSCF about Supplementary service invocation. It consists of:

- notification criterion, which may be alist of Supplementary Service(s). The possible Supplementary Services
are: ECT, CD or MPTY, CCBS;

- agsmSCFaddress: it is the gsmSCF address (E.164 number) where the notification of the Supplementary Service
invocation is treated for this subscriber;

- C9l state, indicates whether the SS-CS is active or not;

- notification flag: it indicates whether the change of the SS-CSI shall trigger Notification on Change of
Subscriber data.

2.14.1.6 Translation Information flag (TIF-CSI)

- TIF-CSl flag is used to indicate that the HLR shall not attempt to perform any actions on the FTN (trandation,
prohibited FTN checks, call barring checks) at the registration procedure.

- Natification flag. The notification flag indicates whether the change of TIF-CSI flag shall trigger Notification on
Change of Subscriber data.
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2.14.1.7 Mobility Management event notification (M-CSI)

This data indicates which Mobility Management events shall be reported to the gsmSCF. It consists of:

gsmSCF address: thisisthe address of the gsmSCF where the Mobility Management event notification shall be
sent to. The gsmSCF addressisin E.164 format.

ServiceKey: the serviceKey isincluded in the notification to the gsmSCF and indicates to the gsmSCF which
Service Logic shall be applied.

Mobility Management Triggers: these triggers define which Mobility Managements events shall be reported to
the gsmSCF. The mobility managements triggers may contain one or any combination of the following elements:

Location update in the same VLR service area;

Location update to another VLR service areg;

IMSI attach;

MSinitiated IMSI detach (explicit detach);

Network initiated IMSI detach (implicit detach).
The CSI state, indicates whether the M-CSl is active or not.

Notification flag. The notification flag indicates whether the change of M-CSl shall trigger Notification on
Change of Subscriber data.

2.14.1.8 Mobile Originated Short Message Service CAMEL Subscription Information

(MO-SMS-CSI)

This data defines the contents of the MO SMS CAMEL subscription information. The MO SMS CAMEL Subscription
Information is used for the following interworking:

Interworking between gsmSCF and gsmSSF, for CAMEL control of circuit switched MO SMS;
I nterworking between gsmSCF and gprsSSF, for CAMEL control of packet switched MO SMS.

MO-SMS-CSI consists of the following dataitems:

TDPList. The TDP listisalist of SMS TDP descriptions. Each TDP description contains the following
elements:

1. DPVaue. The DP valueidentifiesthe DPinthe MO SM S State Model where service triggering may take
place.
For MO-SMS-CSl, the only alowed DP valueis SMS _Collected_Info.

2. gsmSCF Address. The gsmSCF address is the address (E164 number) of the gsmSCF where the MO SMS
CAMEL Service associated with this TDP, is located for this subscriber.

3. ServiceKey. The serviceK ey identifies to the gsmSCF the service logic that shall be applied.

4. Default SMS handling. The default SMS handling indicates whether the MO SM'S submission request shall
be rejected or continued in the case of error in the dialogue between the gsmSSF and gsmSCF or between the
gprsSSF and gsmSCF;

CAMEL Capability Handling. CAMEL Capability Handling indicates the CAMEL Phase that is required for the
MO SMS service. The CAMEL Capability Handling for MO-SM S-CSlI shall have the value CAMEL phase 3.

CSl| state: indicates whether the MO-SMS-CS is active or not.

Notification flag indicates whether the change of the SMS-CSI shall trigger Notification on change of subscriber
Data or not.
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2.14.1.9 Mobile Terminating Short Message Service CAMEL Subscription Information
(MT-SMS-CSI)

This data defines the contents of the mobile terminating short message service CAMEL subscription information. The
MT-SMS-CSI CAMEL Subscription Information is used for the following interworking:

- Interworking between gsmSCF and gsmSSF, for CAMEL control of circuit switched MT SMS;
- Interworking between gsmSCF and gprsSSF, for CAMEL control of packet switched MT SMS.
MT-SMS-CSI consists of the following dataitems:

- TDPList. The TDPlistisalist of MT SMS TDP descriptions. Each TDP description contains the following
elements:

1. DPValue. The DP vaueidentifiesthe DPinthe MT SMS State Model where service triggering may take
place.
For MT-SMS-CSl, the only allowed DP vaue is DP SMS-Delivery-Reguest

2. gsmSCF Address. The gsmSCF address is the address (E164 number) of the gsmSCF wherethe MT SMS
CAMEL Service associated with this TDP, islocated for this subscriber.

3. ServiceKey. The serviceKey identifies to the gsmSCF the service logic that shall be applied.

4. Default SMS handling. The default SM S handling indicates whether the MT SMS delivery request shall be
rejected or continued in the case of error in the dialogue between the gsmSSF and gsmSCF or between the
gprsSSF and gsmSCF-.

5. DP criterion. The DP criterion indicates on which criterion the gsmSSF shall access the gsmSCF. A DP
criterion is associated with each TDP. For MT-SM S the DP criterion is the TDPU type. The criterion may be

absent.
TDP Triggering ServiceKey gsmSCF address Default SMS
Criterion Handling
DP SMS-Delivery |[TDPU type One serviceKey |One E164 gsmSCF One Default
Request address SMS handling

- CAMEL Capahility Handling. CAMEL Capability Handling indicates the CAMEL Phase that is required for the
MT SMS service. The CAMEL Capability Handling for MT-SMS-CSl shall have the value CAMEL phase 4.

- CSl dtate: indicates whether the MT-SMS-CSI is active or not.
- Noatification flag indicates whether the change of the MT-SMS-CSI shall trigger Notification on change of
subscriber Data or not.
2.14.1.10 GPRS CAMEL Subscription Information (GPRS-CSI)

This data defines the contents of the GPRS CAMEL subscription information. The GPRS CAMEL Subscription
Information is used for the interworking between gsmSCF and gprsSSF, for CAMEL control of packet switch call.

GPRS-CSI consists of the following dataitems:

- TDPList. The TDPlist isalist of GPRS TDP descriptions. Each TDP description contains the following
elements:

1. DPValue. The DP value identifies the DP in the GPRS State Model where service triggering may take place.

2. gsmSCF Address. The gsmSCF address is the address (E164 number) of the gsmSCF where the GPRS
CAMEL Service associated with this TDP, is located for this subscriber.

3. Service Key. The service key identifies to the gsmSCF the service logic that shall be applied.
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4. Default GPRS handling. The default GPRS handling indicates whether the GPRS submission request shall be
rejected or continued in the case of error in the dial ogue between the gprsSSF and gsmSCF.

- CAMEL Capahility Handling. CAMEL Capability Handling indicates the CAMEL Phase that is required for the
GPRS service. The CAMEL Capability Handling for GPRS-CSI shall have the value CAMEL phase 3.

- The CSl state indicates whether the GPRS-CSI is active or not.
- Thenotification flag indicates whether the change of the GPRS-CSI shall trigger Notification on change of
subscriber Data or not.
2.14.1.11  Dialled service CAMEL Subscription Information (D-CSI)

This data defines the contents of the dialled service CAMEL subscription information used to interwork with the
gsmSCF for MO and MF call. It is applicable at TDP Analysed Info. It consists of:

- DPCriterialist. This consists of 1 to 10 entries. Each entry shall contain the following items:
1. DP Criterion. It indicates when the gsmSSF shall request gsmSCF for instructions. It is a destination number.

2. A gsmSCF address. It is the gsmSCF address (E164 number) where this Subscribed Dialled CAMEL service
istreated for the subscriber. A gsmSCF address is associated to each DP Criterion.

3. A serviceKey. The serviceKey identifiesto the gsmSCF the service logic. A serviceKey is associated to each
DP Ciriterion.

4. A default Call Handling. It indicates whether the call shall be released or continued as requested in case of
error in the gsmSSF to gsmSCF dialogue. A default Call Handling is associated to each DP Criterion.

- CAMEL capability handling. It indicates the CAMEL phase associated to the D-CSI (CAMEL phase3, or Camel
phase4 shall be indicated).

- CSl dtate: indicates whether the D-CSI is active or not.
- Notification Flag. It indicates whether the change of the D-CSI shall trigger the Notification on Change of
Subscriber Data.
2.14.1.12  Mobility Management for GPRS event notification (MG-CSI)

This data indicates which Mobility Management for GPRS subscriber events shall be reported to the gsmSCF. It
consists of:

- gsmSCF address: thisis the address of the gsmSCF where the Mobility Management event notification shall be
sent to. The gsmSCF addressisin E.164 format.

- Service Key: the service key isincluded in the notification to the gsmSCF and indicates to the gsmSCF which
Service Logic shall be applied.

- Mobility Management Triggers: these triggers define which Mobility Managements events shall be reported to
the gsmSCF. The mobility management triggers may contain one or any combination of the following elements:

Routeing area update of MSto a different SGSN service areg;

Routeing area update of MS within the same SGSN service area;
- GPRSattach (e.g. MS switched on, successful routeing area update after network initiated detach);
- MSinitiated GPRS detach (e.g. MS switched off);

- Network-initiated transfer to the "not reacheable for paging" state (the network has not received a periodic
routeing area update from the MS and assumes that the M S is unreacheable).

- The CSl state indicates whether the MG-CSl is active or not.

- Natification flag. The notification flag indicates whether the change of MG-CSl shall trigger Notification on
Change of Subscriber data.
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2.14.2 Other Data stored in the HLR

21421 Negotiated CAMEL Capability Handling

The HLR shall have a set of negotiated CAMEL Capability Handling variables. Each CSI that may be downloaded to
the VLR or to the SGSN shall have a negotiated CAMEL Capability Handling (CCH) variable associated with it.

The negotiated CCH variable for a CSl indicates what CAMEL Phase isindicated in that CSl inthe VLR or SGSN.

When the negotiated CCH variable has avalue NULL, it indicates that the given CSI has not been downloaded to the
VLR or SGSN.

The following table shows the negotiated CAMEL Capability Handling variables.

Variable name Associated CSI | CSl stored in | Allowable values for
negotiated CCH

O-CSI Negotiated CAMEL Capability Handling O-CSlI VLR NULL, 1,2, 3,4
D-CSI Negotiated CAMEL Capability Handling D-CSI VLR NULL, 3, 4
SS-CSI Negotiated CAMEL Capability Handling SS-Csli VLR NULL, 2
VT-CSI Negotiated CAMEL Capability Handling VT-CSI VLR NULL, 3, 4
MO-SMS-CSI VLR Negotiated CAMEL Capability Handling |MO-SMS-CSI VLR NULL, 3
MT-SMS-CSI VLR Negotiated CAMEL Capability Handling |MT-SMS-CSI VLR NULL, 4
M-CSI Negotiated CAMEL Capability Handling M-CSI VLR NULL, 3
MG-CSI Negotiated CAMEL Capability Handling MG-CSI SGSN NULL, 4
MO-SMS-CSI SGSN Negotiated CAMEL Capability MO-SMS-CSI SGSN NULL, 3
Handling
MT-SMS-CSI SGSN Negotiated CAMEL Capability Handling|MT-SMS-CSI SGSN NULL, 4
GPRS-CSI Negotiated CAMEL Capability Handling GPRS-CSI SGSN NULL, 3

There is no negotiated CAMEL Capability Handling variable associated with TIF-CSI.

The HLR does not store a Negotiated CAMEL Capability Handling for CSls that are sent to the GMSC, since a
subscriber is not permanently registered in a GM SC.

21422 Supported CAMEL Phases

The HLR shall store the supported CAMEL Phases of the VLR where the subscriber is currently registered and the
SGSN where the subscriber is currently attached.

The following variables are required:
- VLR Supported CAMEL Phases
- SGSN Supported CAMEL Phases

The HLR does not store the Supported CAMEL Phases of the GM SC, since a subscriber is not permanently registered
at aGMSC.

2.14.2.2A Offered CAMEL4 CSls

The HLR shall store the offered CAMEL4 CSls of the VLR where the subscriber is currently registered and the SGSN
where the subscriber is currently attached.

The following variables are required:
- VLR Offered CAMEL4 CSls
- SGSN Offered CAMELA4 CSls

The HLR does not store the Offered CAMEL4 CSls of the GMSC, since a subscriber is not permanently registered at a
GMSC.

ETSI




3GPP TS 23.008 version 10.2.0 Release 10 58 ETSI TS 123 008 V10.2.0 (2011-04)

2.14.2.3 UG-CSlI

The USSD general CAMEL service(UG-CSI) isaso stored in the HLR. Thisdatais used on USSD request receipt from
the MS. It consists of alist of:

- aservice code. The service code defines a specific application in the gsmSCF;
- agsmSCFaddress. It isthe gsmSCF address (E.164 number) where the USSD application is treated for this
subscriber.
2.14.2.4 gsmSCF address for CSI
Thisinformation element contains the list of gsmSCF address(E164 address) to which Notification on Change of
Subscriber Dataisto be sent.

2.14.3 Subscriber data stored in VLR

2.14.3.1 Originating CAMEL Subscription Information (O-CSI)
The Originating CAMEL Subscription Information (O-CSl) are stored in the VLR.

This data defines the contents of the originating CAMEL subscription information used to interwork with the gsmSCF
for MO and CF calls. It consists of:

- ATDPIist: The TDPlist isalist of TDP descriptions. Each TDP description contains the following elements:

1. DPValue. The DP value identifies the DP in the MO State Model where service triggering may take place.
For O-CSl, the allowed DP value are DP Collected_info, DP Route_Select_Failure.

2. A gsmSCF address. It is the gsmSCF address (E164 number) where the CAMEL serviceis treated for the
subscriber. A gsmSCF address is associated to each serviceKey.

3. A serviceKey. The serviceKey identifiesto the gsmSCF the service logic.. A serviceKey is associated to each
TDP.

4. A default Call Handling. The default call handling indicates whether the call shall be released or continued as
requested in case of error in the gsmSSF to gsmSCF dialogue. A default Call Handling is associated to each
serviceKey.

5. DPcriteriac The DP criteriaindicates on which criteriathe gsmSSF shall access the gsmSCF. DP criteriais
associated to each TDP.

- CAMEL capability handling. It gives the CAMEL phase associated to the O-CSl (CAMEL phasel, or phase2,
phase3, or phased).
2.14.3.2 VMSC Terminating CAMEL Subscription Information (VT-CSI)

This data defines the contents of the visited terminating CAMEL subscription information used by the VM SC to
interwork with the gsmSCF for an MT call. It consists of:

- ATDPIist. The TDPIist isalist of TDP descriptions. Each TDP description contains the following elements:

1. DPVaue. The DP vaueidentifiesthe DPinthe MT State Model where service triggering may take place.
For VT-CSI, the allowed DP value are DP Terminating Attempt Authorised, DP T_Busy, DP T_No_Answer.

2. A gsmSCF address. It is the gsmSCF address (E164 number) where the CAMEL service is treated for the
subscriber. A gsmSCF address is associated to each serviceKey.

3. A serviceKey. The serviceKey identifies to the gsmSCF the service logic. A serviceKey is associated to each
TDP.
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4. A default Call Handling. The default call handling indicates whether the call shall be released or continued as
requested in case of error in the gsmSSF to gsmSCF dialogue. A default Call Handling is associated to each
serviceKey.

5. DP criteria: The DP criteriaindicates on which criteria the gsmSSF shall access the gsmSCF.
- CAMEL capability handling. It gives the CAMEL phase associated to the VT-CSI. It isset to CAMEL phase3
or phase4.
2.14.3.3 Supplementary Service invocation notification(SS-CSlI)
This datais used to notify the gsmSCF about Supplementary Service invocation. It consists of :
- anotification criterion, which may be ECT, CD or MPTY

- agsmSCFaddress. It isthe gsmSCF address (E164 number) where the notification of the Supplementary service
invocation is treated for this subscriber.

2.14.3.4 Mobility Management event notification (M-CSI)
This data indicates which Mobility Management events shall be reported to the gsmSCF. It consists of:

- gsSMSCF address : Thisisthe address of the gsmSCF where the Mobility Management event notification shall be
sent to. The gsmSCF address must bein E.164 format.

- ServiceKey: The serviceKey isincluded in the notification to the gsmSCF and indicates to the gsmSCF which
Service Logic shall be applied.

- Mobility Management Triggers. These triggers define which Mobility Managements events shall be reported to
the gsmSCF. The mobility managements triggers may contain one or any combination of the following elements:

Location update in the same VLR service area;

L ocation update to another VLR service areg;

IMSI attach;

MSinitiated IMSI detach (explicit detach);

Network initiated IMSI detach (implicit detach).
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2.14.35 Mobile Originating Short Message Service CAMEL Subscription Information
(MO-SMS-CSI)

This data defines the contents of the MO SMS CAMEL subscription information used for the interworking between
gsmSCF and gsmSSF, for CAMEL control of circuit switched MO SMS.

MO-SMS-CSI consists of the following dataitems:

- TDPList. The TDPlist isalist of SMS TDP descriptions. Each TDP description contains the following
elements:

1. DPVaue. The DP valueidentifiesthe DPinthe MO SMS State Model where service triggering may take

place.
For MO-SMS-CS, the only alowed DP valueis SMS Collected_Info.

2. gsmSCF Address. The gsmSCF addess is the address (E164 number) of the gsmSCF.
3. ServiceKey. The serviceK ey identifies to the gsmSCF the service logic that shall be applied.

4. Default SMS handling. The default SM S handling indicates whether the MO SM S submi ssion request shall
be rejected or continued in the case of error in the dialogue between the gsmSSF and gsmSCF or between the
gprsSSF and gsmSCF;

-  CAMEL Capability Handling. CAMEL Capability Handling indicates the CAMEL Phase that is required for the

MO SMS service.
The CAMEL Capability Handling for MO-SMS-CSI shall have the value CAMEL phase 3.

2.14.3.6 Mobile Terminating Short Message Service CAMEL Subscription Information
(MT-SMS-CSI)

This data defines the contents of the mobile terminating short message service CAMEL subscription information. The
MT-SMS-CSI CAMEL Subscription Information is used for interworking between gsmSCF and gsmSSF, for CAMEL
control of circuit switched MT SMS.

MT-SMS-CSI consists of the following data items:
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- TDPList. The TDPlistisalist of MT SMS TDP descriptions. Each TDP description contains the following
elements:

1. DPValue. The DPvaueidentifiesthe DPinthe MT SMS State Model where service triggering may take
place.
For MT-SMS-CS, the only allowed DP valueis SMS-Delivery-Request

2. gsmSCF Address. The gsmSCF address is the address (E164 number) of the gsmSCF wherethe MT SMS
CAMEL Service associated with this TDP, islocated for this subscriber.

3. ServiceKey. The service key identifies to the gsmSCF the service logic that shall be applied.

4. Default SMS handling. The default SM S handling indicates whether the MT SMS delivery request shall be
rejected or continued in the case of error in the dialogue between the gsmSSF and gsmSCF or between the
gprsSSF and gsmSCF

5. DP criterion. The DP criterion indicates on which criterion the gsmSSF shall access the gsmSCF. A DP
criterion is associated with each TDP. For MT-SM S the DP criterion is the TDPU type. The criterion may be

absent.
TDP Triggering Criterion ServiceKey gsmSCF | Default SMS
address Handling
DP SMS-Delivery TDPU type One serviceKey [One E164 |One Default
Request gsmSCF |SMS handling
address

-  CAMEL Capability Handling. CAMEL Capability Handling indicates the CAMEL Phase that is required for the
MT SMS service. The CAMEL Capability Handling for MT-SM S-CSI shall have the value CAMEL phase 4.
2.14.3.7 Dialled service CAMEL Subscription Information (D-CSI)

This data defines the contents of the dialled service CAMEL subscription information used to interwork with the
gsmSCF for MO and MF call. It is applicable at TDP Analysed Info. It consists of:

- DPCriterialigt, this consists of 1 to 10 entries containing : DP Criterion: It indicates when the gsmSSF shall
request gsmSCF for instructions.

1. A gsmSCF address. It is the gsmSCF address (E164 number) where this Subscribed Dialled CAMEL service
istreated for the subscriber. A gsmSCF address is associated to each DP Criterion.

2. A serviceKey. The serviceKey identifies to the gsmSCF the service logic. A serviceKey is associated to each
DP Criterion.

3. A default Call Handling. It indicates whether the call shall be released or continued as requested in case of
error in the gsmSSF to gsmSCF dialogue. A default Call Handling is associated to each DP Criterion.

- CAMEL capability handling. It indicates the CAMEL phase associated to the D-CSI (CAMEL phase3 or
CAMEL phase4 shall be indicated).

2.14.3.8 Translation Information flag (TIF-CSI)

Thisflag is used to indicate that the VLR shall not attempt to perform any actions on the deflected to number (DTN).

2.14.4 Data stored in SGSN

2.14.41 Mobile Originating Short Message Service CAMEL Subscription Information
(MO-SMS-CSI)

This data defines the contents of the MO SMS CAMEL subscription information. The MO-SMS-CSl in SGSN is used
for the Interworking between SGSN and gsmSCF, for CAMEL control of packet switched MO SMS.
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MO-SMS-CSI consists of the following dataitems:

- TDPList. The TDPlistisalist of SMS TDP descriptions. Each TDP description contains the following
elements:

1

DP Value. The DP vaueidentifiesthe DP in the MO SM S State Model where service triggering may take
place.
For MO-SMS-CSl, the only alowed DP value is SMS Collected Info.

gsmSCF Address. The gsmSCF addess is the address (E.164 number) of the gsmSCF where the MO SMS
CAMEL Service associated with this TDP, is located for this subscriber.

ServiceKey. The serviceKey identifies to the gsmSCF the service logic that shall be applied.

Default SM S handling. The default SM S handling indicates whether the MO SM S submission request shall
be rgjected or continued in the case of error in the dial ogue between the gprsSSF and gsmSCF.

-  CAMEL Capability Handling. CAMEL Capability Handling indicates the CAMEL Phase that is required for the
MO SMS service.
The CAMEL Capability Handling for MO-SMS-CSI in SGSN shall have the value CAMEL phase 3.

2.14.4.2

Mobile Terminating Short Message Service CAMEL Subscription Information
(MT-SMS-CSI)

This data defines the contents of the mobile terminating short message service CAMEL subscription information. The
MT-SMS-CSI CAMEL Subscription Information is used for the Interworking between gsmSCF and gprsSSF, for
CAMEL control of packet switched MT SMS.

MT-SMS-CSI consists of the following data items:

- TDPList. The TDPlistisalist of MT SMS TDP descriptions. Each TDP description contains the following
elements:

1

DP Value. The DP valueidentifiesthe DP inthe MT SMS State Model where service triggering may take
place.
For MT-SMS-CSI, the only allowed DP valueis SMS-Delivery-Request

gsmSCF Address. The gsmSCF address is the address (E164 number) of the gsmSCF wherethe MT SMS
CAMEL Service associated with this TDP, is located for this subscriber.

ServiceKey. The serviceKey identifies to the gsmSCF the service logic that shall be applied.

Default SM S handling. The default SM S handling indicates whether the MT SMS delivery request shall be
rejected or continued in the case of error in the dial ogue between the gprsSSF and gsmSCF.

DP criterion. The DP criterion indicates on which criterion the gsmSSF shall access the gsmSCF. A DP
criterion is associated with each TDP. For MT-SM S the DP criterion is the TDPU type. The criterion may be
absent.

TDP Triggering Criterion ServiceKey gsmSCF | Default SMS
address Handling
DP SMS-Delivery TDPU type One serviceKey [One E164 |One Default
Request gsmSCF  [SMS handling
address

- CAMEL Capahility Handling. CAMEL Capability Handling indicates the CAMEL Phase that is required for the
MT SMS service. The CAMEL Capability Handling for MT-SMS-CSl shall have the value CAMEL phase 4.
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2.14.4.3

GPRS CAMEL Subscription Information (GPRS-CSI)

This data defines the contents of the GPRS CAMEL subscription information. The GPRS CAMEL Subscription
Information is used for the interworkingbetween gsmSCF and gprsSSF, for CAMEL control of packet switch call.

The GPRS-CSI consists of the following dataitems:

- TDPList. The TDP listisalist of GPRS TDP descriptions. Each TDP description contains the following
elements:

1
2.

DP Value. The DP vaue identifies the DP in the GPRS State Model where service triggering may take place.

gsmSCF Address. The gsmSCF address is the address (E164 number) of the gsmSCF where the GPRS
CAMEL Service associated with this TDP, islocated for this subscriber.

Service Key. The service key identifies to the gsmSCF the service logic that shall be applied.

Default GPRS handling. The default GPRS handling indicates whether the GPRS submission request shall be
rejected or continued in the case of error in the dialogue between the gprsSSF and gsmSCF.

- CAMEL Capahility Handling. CAMEL Capability Handling indicates the CAMEL Phase that is required for the
GPRS service. The CAMEL Capability Handling for GPRS-CSI in SGSN shall have the value CAMEL phase 3.

21444 Mobility Management for GPRS event notification (MG-CSI)

This data indicates which Mobility Management for GPRS events shall be reported to the gsmSCF. It consists of

- gSMSCF address : Thisis the address of the gsmSCF where the Mobility Management for GPRS event
notification shall be sent to. The gsmSCF address must be in E.164 format.

- ServiceKey: The service key isincluded in the notification to the gsmSCF and indicates to the gsmSCF which
Service Logic shall be applied.

- Mobility Management Triggers. These triggers define which Mobility Management events shall be reported to
the gsmSCF. The mobility management triggers may contain one or any combination of the following elements:

2.15

2.15.1

Routeing area update of MSto a different SGSN service areg;

Routeing area update of M S within the same SGSN service areg;

GPRS attach (e.g. MS switched on, successful routeing area update after network initiated detach);
MS-initiated GPRS detach (e.g. MS switched off);

Network-initiated transfer to the "not reacheable for paging" state (the network has not received a periodic
routeing area update from the M S and assumes that the MSis unreacheable).

Data related to IST

IST Alert Timer

The IST Alert Timer indicates the timer value that the VM SC and the GM SC shall use to inform the HL R about each of
the call activitiesthat an IST non-CAMEL subscriber performs.

This parameter is only sent to the VLRs which support the non-CAMEL IST functionality.
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2.16 Data related to Location Services

2.16.1 Subscriber Data stored in HLR

2.16.1.1 Privacy Exception List

This data contains the privacy classes for any target M S that identify the LCS clients permitted to locate the MS. For a
detailed definition of this data, refer to 3GPP TS 23.271 [56].

2.16.1.2 GMLC Numbers

This data contains the GM L C addresses for an M S subscriber. These addresses may be used to verify that alocation
request from specific LCS clientsis authorized for the target MS.

2.16.1.3 MO-LR List

This data contains the classes of MO-LR that are permitted for the MS subscriber. For a detailed definition of this data,
refer to 3GPP TS 23.271 [56].

2.16.1.4 Service Types

This data contains the privacy settings for any target M S that identify the permitted service types for LCS clients
requesting positioning of the MS. For a detailed definition of this data, refer to 3GPP TS 23.271 [56].

2.16.2 Data stored in GMLC

The GMLC stores datarelated to LCS clients. Refer to 3GPP TS 23.271 [56] for adetailed description.

2.16.3 Data stored in SMLC (GSM only)

The SMLC stores data related to associated Type A and Type B LMUs from which location measurements may be
received. Refer to GSM 23.271 [56] for a detailed description.

2.16.4 Data stored in LMU (GSM only)

The LMU stores datarelated to its LCS measurement and O& M capabilities and may store datarelated to LCS
measurements and O& M reports that it isrequired to provideto its controlling SMLC. The nature and content of this
datais not defined in GSM.

2.16.5 Data stored in the MSC (GSM only)

In order to support routing of connectionless LCS messagesto an SMLC or aType B LMU, the MSC may store
permanent routing data for an SMLC or a Type B LMU in association with a specific location area identifier or location
areaidentifier plus cell identifier.

2.16.6 Data stored in the BSC (GSM only)

In order to support routing of connectionless LCS messagesto an SMLC or aType B LMU, the BSC may store
permanent routing datafor an SMLC or a Type B LMU in association with a specific location areaidentifier or location
areaidentifier plus cell identifier.
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2.17  Data related to Super-Charger

2.17.1 Age Indicator

This dataindicates the age of the subscription data provided by the HLR, e.g. the date and time at which the subscriber
data was last modified in the HLR.

2.18 Data related to bearer service priority

2.18.1 CS Allocation/Retention priority

The Circuit Switched ( CS) Allocation/Retention priority corresponds to the allocation/retention priority which is
defined in 3GPP TS 23.107 [6]. It specifies the relative importance compared to other UMTS bearers for allocation and
retention of the UMTS bearer in the CS domain.

The parameter is permanent subscriber dataand is conditionally stored inthe HLR and VLR.

2.19 Data related to charging

2.19.1 Subscribed Charging Characteristics

Subscribed Charging Characteristics are specified in 3GPP TS 32.251[84], for example whether the subscriber isa
normal, prepaid, flat rate and/or hot billing subscriber.

Subscribed Charging Characteristics is permanent subscriber data and conditionally stored in HSS/HLR, SGSN, MME
and ePDG (for GTP-based S2b only) (see 3GPP TS 23.060 [21], 3GPP TS 23.401 [74] and 3GPP TS 29.273[78]).

2.20 Data related to IMS Centralized Service

2.20.1 ICS Indicator
The ICS Indicator specifies whether or not the subscriber isan ICS user (see 3GPP TS 23.292 [ 71]).

The ICS Indicator is permanent subscriber data and is conditionally stored in the HSS, MME, VLR and SGSN.

2.21 Data related to SRVCC

2.21.1 STN-SR
The STN-SR identifies the Session Transfer Number for SRV CC (see 3GPP TS 23.003 [5]).
The STN-SR istemporary data and is conditionally stored in the HSS, MME and SGSN (see 3GPP TS 23.216 [80]).

The existence or absence of a STN-SR datain the HSS indicates that the user is SRV CC subscribed or not SRVCC
subscribed. Thisinformation on SRV CC subscription is independent of the STN-SR value. The creation or deletion of
the STN-SR datain the HSS is ensured by provisioning.

NOTE: Backward compatibility cases (e.g. Pre-Release 10 AS) can still require provisioning of the STN-SR.

2.21.2 UE SRVCC Capability
This information element indicates the SRV CC capability of the UE and is described in 3GPP TS 23.237 [87].
The UE SRV CC Capability is temporary data conditionally stored in the HSS, MME and SGSN.
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2.22 Data related to MBMS

2.22.1 MBMS GW F-TEID for Sm (Control Plane)

The MBMS GW F-TEID for Sm (Control Plane) is defined in 3GPP TS 29.274 [75]. MBMS GW F-TEID for
Sm(control plane) istemporary data conditionally stored in MBMS GW and MME.

2.22.2 MBMS GW F-TEID for Sn (Control Plane)

The MBMS GW F-TEID for Sn (Control Plane) isdefined in 3GPP TS 29.274 [75]. MBMS GW F-TEID for Sn(control
plane) is temporary data conditionally stored in MBMS GW and SGSN.

2.22.3 Temporary Mobile Group Identity

Temporary Mobile Group Identity (TMGI) (see 3GPP TS 23.246 [85]) is temporary data stored in MBMS GW, MME
and SGSN.

2.22.4 MBMS Flow ldentifier

The MBMS Flow Identifier is defined in 3GPP TS 23.246 [85]. MBMS Flow Identifier istemporary data conditionally
stored in MBMS GW, MME and SGSN.

2.22.5 MBMS IP Multicast Distribution

The MBMS IP Multicast Distribution is defined in 3GPP TS 29.274 [75]. MBMS IP Multicast Distribution is temporary
data conditionally stored in MBMS GW, MME and SGSN.

2.22.6 MBMS Service Area

The MBMS Service Areais defined in 3GPP TS 29.274 [75]. MBMS Service Areaistemporary data conditionally
stored in MBMS GW, MME and SGSN.

3 Definition of data for IP Multimedia domain

This section describes the IMS data for IMS subscribers and PS| users.

3.1 Data related to subscription, identification and numbering

3.1.1 Private User ldentity

The Private User Identity is applicable to IM S subscribers only. The Private User Identity isin the form of a Network
Access Identifier (NAI), whichis defined in IETF RFC 4282 [48].

If the GAA bootstrapping is based on authentication data from the IM domain, the corresponding Private User Identity
fromthe IM d omain (IMPI) isused asit is. If the GAA bootstrapping is based on the authentication data from the
CS/PS domain, a Private User Identity is derived from user"s IM S| according 3GPP TS 23.003 [5] is used.

The Private User Identity is permanent subscriber dataand is stored in HSS and in S-CSCF.

3.1.2 Public User Identities

The Public User Identities of an IMS subscriber contain one or several instances of Public User Identity or Wildcarded
Public User Identity, which are defined in 3GPP TS 23.003 [5].

The Public User Identities are permanent subscriber data and are stored in HSS, S-CSCF and BSF.
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3.1.2A Private Service Identity

The Private Service Identity is applicable to a PSI user and is similar to a private user identity in the form of a Network
Access Identifier (NAI), whichisdefined in IETF RFC 4282 [48]. The Private Service |dentity is operator defined.

The Private Service ldentity is permanent data and is stored in HSS and S-CSCF.

3.1.2B Public Service Identity

The Public Service Identity hosted by an application server may match either to adistinct PSI or awilcarded PS| that is
stored inthe HSS. The PSI isdefined in 3GPP TS 23.003 [5].

The relationship between Wildcarded Public Service Identities and Private Service |dentitiesis one-to-one.
A Public Service Identity (distinct PSI or Wildcarded PSI) cannot be shared by more than one Private Service Identity.
The Public Service Identity is permanent data and is stored in HSS and S-CSCF-.

3.1.3 Barring indication

Flag associated to each Public User Identity to indicate that the identity is barred from any IMS communication. A
Public User Identity that is barred is allowed to register with the IMS.

The Barring indication is permanent subscriber data and is stored in the HSS and in the S-CSCF.

3.14 List of authorized visited network identifiers

Thelist of authorized visited network identifiersis associated with the Public User Identity to indicate which visited
network identifiers are allowed for roaming. If the Public User Identity is part of a set of implicitly registered Public
User Identities, the list of authorized visited network identifiers shall be the same for the whole set.

Thelist of authorized visited network identifiers is permanent subscriber dataand is stored in the HSS. Thislist can bea
linear list of visited network identifiers or a compound list of network identifier types e.g. home PLMN or home
country; however the exact structure of the list is an implementation option.

3.1.5 Services related to Unregistered State

The Services related to Unregistered State is a parameter associated to each Public User Identity and Public Service
Identity and it indicates whether the identity has services related to unregistered state or not. For a Public Service
I dentity the parameter shall always be set to value indicating that the identity has services related to unregistered state.

The Services related to Unregistered State is permanent subscriber data stored in the HSS.

3.1.6 Implicitly Registered Public User Identity Sets

The Implicitly Registered Public User Identity Set contains one or several instances of Public User Identity of an IMS
subscriber, and is defined in 3GPP TS 29.228 [43] following the described concept in 3GPP TS 23.228 [42]. Severd
Implicitly Registered Public User Identity Sets can be configured for a given user. Each Public User Identity shall be
included in no more than one Implicitly Registered Public User |dentity Set.

The Implicitly Registered Public User Identity Sets are permanent subscriber data and are conditionally stored in HSS
and in S-CSCF.
3.1.7 Default Public User Identity indicator

The Default Public User Identity indicator marks the Public User Identity to be used as default Public User Identity in
each Implicitly Registered Public User Identity Set, and is defined in 3GPP TS 29.228 [43]. There shall be one Default
Public User Identity per Implicitly Registered Public User Identity Set.

The Default Public User Identity indicator is permanent subscriber data and is conditionally stored in the HSS.
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3.1.8 PSI Activation State
The PSI Activation State is specific for Public Service Identities and is defined in 3GPP TS 29.328 [54].

The PSI Activation State indicator for distinct PSlsistemporary subscriber dataand is stored in the HSS. The PS|
Activation State indicator for wildcarded PSIsis permanent subscriber data and is stored in the HSS. A wildcarded PSI
or adistinct PSI that matches a wildcarded PS| shall not be activated/deactivated viathe Sh interface.

3.1.9 Display Name

The Display Name is a string associated with a Public I dentity

The Display Name is permanent subscriber data and is conditionally stored in the HSS and in the S-CSCF.

3.1.10 Alias Public User Identity Sets

The Alias Public User Identity Set contains two or more Public User Identities of an IMS subscriber, and these Public
User Identitiesin the set are aliases of each other and their treatment isidentical. Severa Alias Public User Identity Sets
can be configured for a given user. Each Public User Identity shall be included in no more than one Alias Public User
Identity Set. All the Public User Identitiesin every Alias Public User Identity Set shall be included in the same
Implicitly Registered Public User Identity Set, and shall be linked to the same Service Profile and share the same
service data for each and every service, but there can be more than one Alias Public User Identity Set per Implicitly
Registered Public User Identity Set and Service Profile.

The Alias Public User Identity Sets are permanent subscriber data and are conditionally stored in the HSS and in the S-
CSCF.
3.1.11 Loose-Route Indication

The Loose-Route Indication indicates if the loose-route mechanism is required for al the Public User Identities
belonging to a Private User Identity. It isdefined in 3GPP TS 29.228 [43] following the described concept in 3GPP TS
24.229 [68].

The Loose-Route Indication shall have the same value for all the Private |dentities of the IMS subscription if at least
one Public User Identity is shared by the multiple Private | dentities; otherwise, each Private User Identity may have a
different Loose-Route Indication value.

The Loose-Route Indication is permanent subscriber data and is conditionally stored in the HSS and in the S-CSCF.

3.1.12 Service Priority Level

The Service Priority Level indicates the Priority Level alowed for the Public Identity. It is defined in 3GPP TS 29.228
[43] following the described concept in 3GPP TS 24.229 [68].

The Service Priority Level is permanent subscriber data and is conditionally stored in the HSS and the S-CSCF.

3.1.13 Extended Priority

The Extended Priority provides priority information for the Public Identity. It provides support for more than one
subscribed namespaces in an operator”s network, as included in priority mechanisms described in 3GPP TS 24.229 [68]
and it isdefined in 3GPP TS 29.228 [43].

The Extended Priority is permanent subscriber data and is conditionally stored in the HSS and the S-CSCF.
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3.2 Data related to registration

3.2.1 Registration Status

The Registration Status, specified in 3GPP TS 29.228 [43], contains the status of registration of a Public User Identity
or aPublic Service Identity (i.e. registered, not registered, unregistered). A Public Service Identity shall have only the
registration status not registered or unregistered.

The Registration Status is temporary subscriber data and is stored in HSS.

3.2.2 S-CSCF Name

For an IMS subscriber, the S-CSCF Name identifies the S-CSCF allocated to the IM S subscriber when the subscriber is
registered to IP Multimedia Services. It is used during mobile terminated sessions set-up and re-registrations.

For a Public Service ldentity the S-CSCF Name identities the S-CSCF alocated to the PSI for basic IMSrouting. It is
used during terminated call set-up for aPS| user.

The S-CSCF Name shall be in the form of a SIP URL asdefined in IETF RFC 3261 [45] and RFC 2396 [46].

For an IMS subscriber and PSI user, the S-CSCF Name is temporary dataand is stored in HSS.

3.2.2A AS Name

For aPSl user the AS Name identifies the application server hosting the Public Service Identity and is used for direct
routing of a Public Service Identity.

The AS Name shall be in the form of a SIP URL as defined in IETF RFC 3261 [45] and RFC 2396 [46].

The AS Name is permanent data and is stored in the HSS.

3.2.3 Diameter Client Identity of S-CSCF

The Diameter Client Identity of the S-CSCF identifies the Diameter client in the S-=CSCF when the IMS subscriber is
registered to IP Multimedia Services or a PS| user has an assigned S-CSCF. It is used in requests sent by the HSS to the
S-CSCF. The format of the Diameter Client Identity isthe Diameter Identity defined in IETF RFC 3588 [51].

The Diameter Client Identity of the S-CSCF istemporary dataand is stored in HSS.

3.2.4 Diameter Server Identity of HSS

The Diameter Server Identity of HSS identifies the Diameter Server in the HSS when the IM S subscriber is registered to
IP Multimedia Services or the identity of HSS holding the IMS data of a PSI user. It is used in requests send by the S-
CSCF to the HSS. The format of the Diameter Server Identity isthe Diameter Identity defined in IETF RFC 3588 [51].

For an IMS subscriber and PSI user, the Diameter Server |dentity of the HSS is temporary dataand is stored in S-CSCF-.

3.2.5 UE Not Reachable via IP-SM-GW Flag (UNRI)

The UNRI istemporary subscriber data stored in the HLR/HSS and in the IP-SM-GW (AS). It indicates whether the UE
is marked not reachable for short message delivery viathe IMS.

3.2.6 UE Not Reachable via IP-SM-GW Reason (UNRR)

The UNRR istemporary subscriber data stored in the HLR/HSS. It indicates the reason why M T short message delivery
failed at the IP-SM-GW.
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3.2.7 S-CSCF Restoration Information

The S-CSCF Restoration Information, specified in 3GPP TS 29.228 [43], contains information for the S-CSCF to
restore services for the user, including the list of SIP Proxiesin the Path header, the Contact information and the UE"s
subscription information..

The S-CSCF Restoration Information is temporary subscriber dataand is stored in the HSS and S-CSCF.

3.3 Data related to authentication and ciphering

The Datarelated to authentication and ciphering are applicable to IMS subscribers only.

3.3.1 Random Challenge (RAND), Expected Response (XRES), Cipher
Key (CK), Integrity Key (IK) and Authentication Token (AUTN)

For contents of Random Challenge (RAND), Expected Response (XRES), Cipher Key (CK), Integrity Key(IK) and
Authentication Token (AUTN) see subclause 2.3.2.

A set of quintuplet vectors are calculated in the HSS, and sent from the HSS to the S-CSCF (see 3GPP TS 29.228 [43]).

These data are temporary subscriber data conditionally stored in the HSS and in the S-CSCF.

3.3.2 Datarelated to SIP Digest Authentication

3.3.2.1 Digest Nonce

The Digest Nonce is arandom (non-predictable) value selected by the S-CSCF (see 3GPP TS 29.228 [43]) and used by
the client to calculate the authentication response (see IETF RFC 2617 [69]).

The Digest Nonce is temporary subscriber data and is stored in the S-CSCF.

3.3.2.2 Digest HAl

Digest HAl isthe value calculated as defined in IETF RFC 2617 [69]. It is calculated by the HSS and used by the S-
CSCF to create the Expected Response (see 3.3.2.14). It is also used to create the Response-Auth (see 3.3.2.15) after a
successful authentication verification has occurred.

HA1 is permanent subscriber data and is stored in the HSS and the S-CSCF.

3.3.2.3 Digest Nextnonce

Nextnonce is the nonce the server wishes the client to use for a future authentication response (see IETF RFC 2617
[69]).

Digest Nextnonce is temporary subscriber data and is stored in the S-CSCF.

3.3.24 Void

3.3.2.5 Authentication Pending Flag

The Authentication Pending flag, described in 3GPP TS 29.228 [43], indicates that the authentication of a Public User
Identity - Private User Identity pair is pending and waiting for confirmation.

The Authentication Pending Flag is temporary data and is stored in the HSS.
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3.3.1 Data related to NASS Bundled Authentication

3.3.3.1 Line Identifier List

Line Identifier List contains alist of fixed broadband access line identifiers associated to the user and used by the S
CSCF to authenticate the user.

Line Identifier List is permanent subscriber data and is stored in HSS and the S-CSCF.

3.4 Data related S-CSCF selection information

34.1 Server Capabilities

The Server Capabilities contains information to assist the I-CSCF in the selection of a S-CSCF for an IM S subscriber or
aPSI user. For definition and handling of the data see 3GPP TS 29.228 [43] and 3GPP TS 29.229 [44].

The Server Capabilities information is permanent dataand is stored in HSS.

3.4.2 S-CSCF Reassignment Pending Flag

The S-CSCF Reassignment Pending Flag, described in 3GPP TS 29.228 [43] indicates that the subscription can be
reassigned to anew S-CSCF (i.e. the current S-CSCF is not responding).

The S-CSCF Reassignment Pending Flag istemporary dataand is stored in the HSS.

3.5 Data related to Application and service triggers

For definition and handling of these data see 3GPP TS 23.218 [53].

3.5.1 Void

352 Initial Filter Criteria

A set of Initial Filter Criteria are stored for each user, for each application or service that the user request may invoke.
The relevant service points of interest are defined in 3GPP TS 23.218 [53] subclause 5.2.

Each set of filter criteriaincludes the Application Server Address, AS priority, Default Handling, Subscribed Media,
Trigger Points and Optional Service Information.

For aPSl| that is routed according to the basic IMS routing principles, Initial Filter criteriais mandatory in order to route
towards the AS hosting the PSI.

3.5.3 Application Server Information

The HSS may store Application Server specific information for each user. This information may include Service Key,
Trigger Points, and Service Scripts etc. (see 3GPP TS 23.218 [53] subclause 9.3.1)

3.54 Service Indication

The Service Indication, associated with a public user identity, identifies exactly one set of service related transparent
data (see 3GPP TS 29.328 [54]), which is stored in an HSS in an operator network. It isdefined in 3GPP TS 29.328
[54].

The Service Indication is permanent subscriber data and is stored in the HSS and one or more ASs.
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355 Shared IFC Set Identifier

Shared iFC Set Identifier identify sets of Initial Filter Criteriathat may be shared by more than one IM S subscriber or
PSI user. The trandation from a Shared iFC Set Identifier to the set of initia Filter Criteria isperformed inthe S
CSCF based on operator configuration.

The Shared iFC Set Identifier are permanent data stored in the HSS and in the S-CSCF.

3.5.6 Transparent Data

The Transparent Datais information stored in the HSS by the AS per Service Indication and Public User Identity or
Public Service Identity (Repository Data). It is defined in 3GPP TS 29.328 [54]. If the Public Service |dentity matches a
Wildcarded Public Service Identity, the transparent data shall be stored per Wildcarded PSl, and not for each specific
Public Service Identity matching that Wildcarded PSI. Transparent Data for Wildcarded Public User Identities shall also
be stored per Wildcarded Public User Identity, and not for each identity matching that Wildcarded Public User Identity.
Transparent data for an Alias Public User Identity Set shall be stored and shared by each and every Public User Identity
within the same Public User Identity Set.

The Transparent Data is temporary subscriber data and is stored in the HSS and one or more ASs.

3.5.7  Application Server Identity List

The Application Server Identity List is stored in the HSS per Public User Identity or Public Service Identity and per
requested user data (data-reference) for a given expiration time. It identifies the application servers which subscribed to
notifications of the user data updates and need to be notified when the data subscribed changes.

Application Server Identity List istemporary data and is stored in the HSS.

3.6 Data related to Core Network Services Authorization

3.6.1 Subscribed Media Profile Identifier

The Subscribed Media Profile Identifier identifies a set of session description parameters that the IM S subscriber or
PSI user is authorized to request. The trandation from the Profile Identifier to the set of subscribed mediais performed
inthe S-CSCF based on operator configuration.

The Subscribed Media Profile Identifier is permanent data stored in the HSS and in the S-CSCF.

3.6.2 List of Subscribed IMS Communication Service Identifiers

Thelist of subscribed IMS Communication Service Identifiersis associated with the IMS Public Identity and identifies
thelist of IMS communication services that the subscriber is authorized to use as specified in 3GPP TS 23.228 [42].
The syntax of the IMS Communication Service Identifier is defined in 3GPP TS 24.229 [68]. The usage of IMS
Communication Service Identifier for policing the allowed IMS communication service is performed in the S-CSCF and
in the AS based on operator configuration.

The List of Subscribed IMS Communication Service Identifiers is permanent data stored in the HSS and conditionally
inthe S.CSCF and AS.

3.7 Data related to Charging

The following charging function names shall be common to the entire IMS Subscription i.e. the same set of charging
function names shall be returned for al the identities inside the same IM'S Subscription.

3.7.1 Primary Event Charging Function Name

The Primary Event Charging Function Name identifies the primary Online Charging Function, which performs on-line
charging. The format is specified in 3GPP TS 29.229 [44].

The Primary Event Charging Function Name is permanent data stored in the HSS and in the S-CSCF.
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3.7.2 Secondary Event Charging Function Name

The Secondary Event Charging Function Name identifies the secondary Online Charging Function, which performs on-
line charging. The format is specified in 3GPP TS 29.229 [44].

The Secondary Event Charging Function Name is permanent data stored in the HSS and in the S-CSCF.

3.7.3 Primary Charging Collection Function Name

The Primary Charging Collection Function Name identifies the primary Charging Data Function, which provides off-
line charging support for IMS subscribers and PSlIs. The format is specified in 3GPP TS 29.229 [44].

The Primary Charging Collection Function Name is permanent data stored in the HSS and in the S-CSCF.

3.7.4 Secondary Charging Collection Function Name

The Secondary Charging Collection Function Name identifies the secondary Charging Data Function, which provides
off-line charging support for IM S subscribers and PSls. The format is specified in 3GPP TS 29.229 [44].

The Secondary Charging Collection Function Name is permanent data stored in the HSS and in the S-CSCF.

3.8 Data related to CAMEL Support of IMS Services

The Datarelated to CAMEL Support of IMS Services are applicable to IMS subscribers only.
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3.8.1 Originating IP Multimedia CAMEL Subscription Information
(O-IM-CSI)

This data defines the contents of the Originating IP Multimedia CAMEL subscription information used to interwork
with the gsmSCF for originating | P multimedia sessions. It consists of:

- ATDPIlist. The TDP listisalist of TDP descriptions. Each TDP description contains the following elements:

1. DPValue. The DP value identifies the DP in the O-IM-BCSM where service triggering may take place. For
O-IM-CSl, the allowed DP values are DP Collected_info, DP Route_Select Failure.

2. A gsmSCF address. It is the gsmSCF address (E164 number) where the CAMEL service is treated for the
subscriber. A gsmSCF address is associated to each serviceKey.

3. A serviceKey. The serviceKey identifies to the gsmSCF the service logic. A serviceKey is associated to each
TDP.

4. A default Call Handling. The default call handling indicates whether the IP Multimedia session shall be
released or continued as requested in case of error in the IM-SSF to gsmSCF dialogue. A default Call
Handling is associated to each serviceKey.

5. DP criteria. The DP criteriaindicates on which criteria the IM-SSF shall access the gsmSCF. DP criteriais

associated to each TDP.
TDP Triggering Criteria (*) ServiceKey | gsmSCF | Default Call
address Handling
DP Collected_ Info |No Criterion One One E164 |One Default
Number criteria ServiceKey gsmSCF |call handling
address
DP Route_Select_ |No criterion One One E164 |One Default
Failure Cause value criteria ServiceKey gsmSCF |call handling
address
NOTE:  One or more TDP criteria shall be applicable. All applicable triggering criteria must
be satisfied before the dialogue is established with the gsmSCF.

-  CAMEL capability handling. It gives the CAMEL phase associated to the O-IM-CSI (phase 4).

- TheCSl state. The CSl state indicates whether the O-IM-CSl is active or not. The CSl state is not sent to the IM-
SSF.

- Thenotification flag, the notification flag indicates whether changes of the O-IM-CSI shall trigger Notification
on Change of Subscriber Data towards the gsmSCF and IM-SSF. The notification flag is not sent to the IM-SSF.
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3.8.2 Terminating IP Multimedia CAMEL Subscription Information
(VT-IM-CSI)

This data defines the contents of the terminating 1P Multimedia CAMEL subscription information used to interwork
with the gsmSCF for terminating 1P multimedia sessions. It consists of:

- ATDPIlist. The TDP listisalist of TDP descriptions. Each TDP description contains the following elements:

1. DPValue. The DP value identifiesthe DP in the T-IM-BCSM where service triggering may take place. For
VT-IM-CS, the allowed DP values are DP Terminating_Attempt_Authorised, DP T_Busy, DP
T_No_Answer.

2. A gsmSCF address. It is the gsmSCF address (E.164 number) where the CAMEL service is treated for the
subscriber. A gsmSCF address is associated to each serviceKey.

3. A serviceKey. The serviceKey identifiesto the gsmSCF the service logic. A serviceKey is associated to each
TDP.

4. A default Call Handling. The default call handling indicates whether the IP Multimedia session shall be
released or continued as requested in case of error in the IM-SFF to gsmSCF dialogue. A default Call
Handling is associated to each serviceKey.

5. DP criteria. The DP criteriaindicates on which criteria the IM-SSF shall access the gsmSCF. DP criteriais

associated to each TDP.
TDP Triggering Criteria (*) | ServiceKey gsmSCF Default Call
address Handling
DP Terminating_ No Criterion One serviceKey |One E164 |One Default call
Attempt_Authorised gsmSCF  |handling
address
DP T_Busy No criterion One serviceKey [One E164 |One Default call
Cause value criteria gsmSCF  |handling
address
DP T_No_Answer No criterion One One E164 |One Default call
Cause value criteria service Key gsmSCF  |handling
address
NOTE:  One or more TDP criteria shall be applicable. All applicable triggering criteria must be
satisfied before the dialogue is established with the gsmSCF.

- CAMEL capability handling. It givesthe CAMEL phase associated to the VT-IM-CSI (CAMEL phase 4).
- The CSl state indicates whether the VT-IM-CSI is active or not. The CSI state is not sent to the IM-SSF.

- Natification flag. The notification flag indicates whether the change of the VT-IM-CSI shall trigger Notification
on Change of Subscriber data towards the gsmSCF and IM-SSF. The notification flag is not sent to the IM-SSF.
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3.8.3 Dialled Services IP Multimedia CAMEL Subscription Information
(D-IM-CSI)

This data defines the contents of the dialled service CAMEL subscription information used to interwork with the
gsmSCF for originating and forwarded IP Multimedia sessions. It is applicable at TDP Analysed Info. It consists of:

- DPCriterialist. This consists of 1 to 10 entries. Each entry shall contain the following items:
1. DP Criterion. It indicates when the IM-SSF shall request gsmSCF for instructions. It is a destination number.

2. A gsmSCF address. It is the gsmSCF address (E164 number) where this Subscribed Dialled CAMEL service
istreated for the subscriber. A gsmSCF address is associated to each DP Criterion.

3. A serviceKey. The serviceKey identifies to the gsmSCF the service logic. A serviceKey is associated to each
DP Criterion.

4. A default Call Handling. It indicates whether the IP Multimedia session shall be released or continued as
reguested in case of error in the IM-SSF to gsmSCF dialogue. A default Call Handling is associated to each
DP Ciriterion.

-  CAMEL capability handling. It indicates the CAMEL phase associated to the D-IM-CSI (CAMEL phase 4).
- CSl dtate: indicates whether the D-IM-CS| is active or not. The CSI state is not sent to the IM-SSF.
- Notification Flag. It indicates whether the change of the D-IM-CSI shall trigger the Notification on Change of
Subscriber Data towards the gsmSCF and IM-SSF. The notification flag is not sent to the IM-SSF.
3.8.4 gsmSCF address for IM CSI
Thisinformation element contains the list of gsmSCF address (E164 address) to which Notification on Change of
Subscriber Dataisto be sent.

3.85 IM-SSF address for IM CSI

This information element contains the IM-SSF address to which Notification on Change of Subscriber Dataisto be
sent. The IM-SSF addressis entered in the HSS/HLR at UE registration and is deleted when the HSS/HLR initiates or is
notified of the UE deregistration.

3.9 Data related to IMS Service Level Trace

391 IMS Service Level Trace Information

The IMS Service Level Trace Information is utilised by the S-CSCF and the Application Server to enable service level
tracing within the IMS Core Network. The format of the IMS Service Level Trace Information is defined in clause 14
within IETF draft-dawes-sipping-debug [72].

TheIMS Service Level Trace Information istemporary subscriber data and is stored in the HSS, S-CSCF and
Application Server.

3A Data related to Generic Authentication Architecture

The Generic Authentication Architecture (GAA) isindependent from CS/PS and IM domains, but it requires a
subscription in the HSS for every its users at least in one of the domains for generation of authentication vectors. The
need for a GAA specific subscriptiondata in the HSS for GAA specific user identities and/or authorization controlsis
GAA application dependingent. At the same time, GAA shall not be considered as a separate domain in the same sense
asthe notion of a'domain' is considered for CS and PS.

The Generic Authentication Architecture is defined in 3GPP TS 33.220 [58] and 3GPP TS 29.109 [59]. For data related
to GAA, see also the definition of Private User Identity in chapter 3.1.1.
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3A.1 GAA Service Type
The GAA Service Typeisan enumerated integer, which is defined in 3GPP TS 29.109 [58].
The GAA Service Typeis permanent subscriber dataand is stored in the HSS, BSF and NAF.

3A.2 GAA Service ldentifier

The GAA Service Identifier (GSID) is an integer, which uniquely identifies a GAA Service. For example a set of NAFs
belonging to a certain GAA Service Type and owned or managed by a certain operator may provide the same operator
specific service and they may use the same GAA Service Identifier to identify their servicesto BSF. The owner of the
user"s home HSS may define different GAA Authorization flags and allowed Private User Identities for each GAA
Service |dentifiers separately.

The GAA Service ldentifier is permanent subscriber data and is stored in the HSS, BSF and NAF.

3A.3 GBA User Security Settings

The GBA User Security Settings (GUSS) isidentified by a Private User Identity. The GBA User Security Settings
contains optional BSF control information (i.e., UICC Security Type and optional Key Lifetime) and a set of User
Security Setting (USS).

The GBA User Security Settingsis permanent subscriber data and is stored in the HSS, and the BSF.

3A4 User Security Setting

The User Security Setting (USS) is unique identified by a combination of Private User Identifiers (IMPI) and GAA
Service Identifiers (GSID). The User Security Setting contains alist of allowed public indentities for the service and
possible authorization flags. No duplicates are allowed.

The User Security Setting is permanent subscriber data and is stored in the HSS, BSF and NAF.

3A.5 User Public Identity

The User Public Identity (UID) is afreely defined string that can be used as user”s public identity in a GAA application.
A list of allowed User Public Identities is stored for each GAA Service Subscription. A User Public Identity may be
connected to several GAA Service Subscription.

The User Public Identity is permanent subscriber data and is stored in the HSS, BSF and NAF.

3A.6 GAA Authorization flag

The GAA Authorization flag isa GAA Service type specific integer code, which authorizes a defined security operation
in the GAA service. A list of allowed operations is stored for each GAA Service Subscription.

The values of the authorization flags for each application type using them are listed in TS 29.109 [59]

The Authorization Flag is permanent subscriber data and is stored in the HSS, BSF and NAF.

3A.7 Bootstrapping Transaction Identifier

The Bootstrapping Transaction Identifier (B-T1D) identifies the security association between a BSF and a UE after a
bootstrapping procedure in GAA. According [57] the B-TID value shall be also generated in format of NAI by taking
the base64 encoded RAND value [60] and the BSF server name, i.e. base64 encoded

(RAND)@BSF_servers domain_name.

The Bootstrapping Transaction Identifier is temporary subscriber dataand is stored in the BSF and NAF.
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3A.8 Key Lifetime

Key Lifetimeisan integer which defines the length of the validity period of bootstrapping information in BSFin
seconds.

The Key Lifetime is permanent subscriber data and is stored in the HSS, and the BSF.

3A.9 UICC Security Type

The UICC Security Type indicates the allocation of security procedure inside a User Equipment i.e. are security
applications executed entirely inside mobile equipment or aso in UICC .

The values of UICC Security Type are defined in TS 29.109 [59]
The UICC Security Typeis permanent subscriber data and is stored in the HSS and BSF.

3A.10 NAF Group

The NAF Group contains one or more NAF Address elements (cf. subclause 3.9.12) defining the NAFs that belong to
the NAF Group. The NAF Group isidentified by NAF Group Identity (cf. subclause 3.9.11).

NOTE: The grouping of NAFsisdone in each home network separately, i.e. one NAF contacting BSFsin
different home networks belongs to different groups in every home network.

The NAF Group Setting is permanent subscriber data and is stored in the BSF.

3A.11 NAF Group ldentity

The NAF Group Identity is afreely defined string that the home operator can uses as a name of a group of NAFs.

The NAF Group Identity is permanent subscriber dataand is stored in the HSS and BSF.

3A.12 NAF Address

The NAF Addressis afreely defined string that can be used identify one or more NAFs. The NAF Address may contain
afully qualified domain identitying asingle NAF. The NAF Address may also contain a domain name with wildcards
"*" and it can be used to identity multiple NAFs.

The NAF Addressis permanent subscriber data and is stored in the BSF.

3A.13 Key Expirytime

Key Expirytimeis an integer which defines the expiry time of bootstrapping information in BSF in seconds according
to Diameter Time format as specified in IETF RFC 3588[51].

The Key Expirytime is temporary subscriber data and is stored in the BSF and NAF.

3A.14  Boostrapping Info Creation Time

Boostrapping Info Creation Time is an integer which defines the point of time when the corresponding boostrapping
information is created in BSF in seconds according.

3A.15 Diameter Server ldentity of HSS

The Diameter Server ldentity of HSS identifies the HSS storing the GAA specific subscription data for a subscriber. It
is used in requests send by the BSF to the HSS. The format of the Diameter Server Identity is the Diameter Identity
defined in IETF RFC 3588 [51].

The Diameter Server Identity of the HSS is temporary dataand is stored in BSF.
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3B Definition of subscriber data I-WLAN domain

3B.1 Data related to subscription, identification and numbering

3B.1.1 IMSI

The International Maobile Subscriber Identity (IMSI) isdefined in 3GPP TS 23.003 [5]. The IMSI serves as the root of
the subscriber data pseudo-tree.

3B.1.2 Mobile Subscriber ISDN Number (MSISDN)

Mobile Subscriber ISDN Number (MSISDN) is defined in 3GPP TS 23.003 [5]. One MSISDN is used for WLAN-IW
subscription. If the multinumbering option applies, the MSISDN used is the Basic MSISDN (see section 2.1.3 for more
information on MSISDNs for multinumbering option).

3B.1.3 W-APN

The WLAN Access Point Name (W-APN) is defined in 3GPP TS 23.003 [5]. This parameter identifies a data network
and a point of interconnection to that network (Packet Data Gateway).

3B.1.4 List of authorized visited network identifiers

The list of authorized visited network identifiers field indicates which 3GPP visited network identifiers are allowed for
roaming.

Thislist can be alinear list of visited network identifiers or acompound list of network identifier types e.g. home
PLMN or home country; however the exact structure of the list is an implementation option.

3B.1.5 3GPP AAA Proxy Name

The 3GPP AAA Proxy Name, specified in 3GPP TS 29.234 [63], defines the Diameter or RADIUS Identity of the
3GPP AAA Proxy node.

3B.1.6 3GPP AAA Server Name

The 3GPP AAA Server Name, specified in 3GPP TS 29.234 [63], defines the Diameter or RADIUS Identity of the
3GPP AAA Server node.

3B.1.7 Serving PDG List

The Serving PDG List field contains the addresses of the PDGs to which the WLAN UE is connected.

3B.1.8 Serving WAG

The Serving WAG field contains the WAG address information obtained through the successful user authentication
procedure.

3B.1.9 WLAN UE Local IP Address

The WLAN UE Local IP Addressfield, specified in 3GPP TS 23.234 [62], represents the | Pv4/IPv6 address of the
WLAN UE inthe WLAN AN. It isan address used to deliver the packet toaWLAN UE inaWLAN AN.
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3B.1.10 WLAN UE Remote IP Address

The WLAN UE Remote IP Address field, specified in 3GPP TS 23.234 [62], represents the I Pv4/1Pv6 address of the
WLAN UE in the network which the WLAN UE is accessing. It is an address used in the data packet encapsulated by
the WLAN UE-initiated tunnel and is the source address used by applicationsin the WLAN UE. The WLAN UE
Remote | P address is per W-APN, see section 3B.5.1.4.

3B.2 Data related to registration

3B.2.1 User Status

The User Status field identifies the registration status of the I-WLAN User. The User Status shall be either
REGISTERED, in which case there is an associated Serving 3GPP AAA Server Name stored at the HSS, or
NOT_REGISTERED, in which case there may or may not be a 3GPP AAA Server Name stored.

3B.2.2 Emergency Access Flag

The Emergency Accessflag is specified in 3GPP TS 29.234 [63]. It enables operators to control the accessto I-WLAN
for emergency purposes. The parameter takes either of the following values:

- Accessisfor emergency purposes.
- Accessis not for emergency purposes.

Theflagissetinthe 3GPP AAA Server if the Direct |P accessisindicated to be for emergency purposes.

3B.2.3 Diameter Server ldentity of HSS

The Diameter Server Identity of HSS identifies the identity of HSS storing the I-WLAN specific subscription data for a
subscriber. It is used in requests send by the 3GPP AAA Server to the HSS. The format of the Diameter Server |dentity
isthe Diameter Identity defined in IETF RFC 3588 [51].

The Diameter Server Identity of the HSS is temporary dataand is stored in 3GPP AAA Server.

3B.3 Data related to authentication and ciphering

3B.3.1 Random Number (RAND), Signed Response (SRES) and Ciphering
Key (Kc)

Random Number (RAND), Signed Response (SRES) and Ciphering Key (Kc) fields form atriplet vector used for
authentication and encryption as defined in 3GPP TS 43.020 [31].

In1-WLAN for SIM based users, triplet vectors are calculated in the 2G AuC and provided to the 2G HLR/HSS (see
GSM 12.03[36]). For USIM based users, triplet vectors are derived from quintuplet vectorsin the 3G HLR/HSS if
needed (see 3GPP TS 33.102 [52]).

A set of up to 5 triplet values are sent from the 2G HLR/HSS to the 3GPP AAA Server upon request. These data are
temporary subscriber data stored in the 3GPP AAA Server.

3B.3.2 Random Challenge (RAND), Expected Response (XRES), Cipher
Key (CK), Integrity Key (IK) and Authentication Token (AUTN)
Random Challenge (RAND), Expected Response (XRES), Cipher Key (CK), Integrity Key (IK) and Authentication

Token (AUTN) fields form a quintupl et vector used for user authentication, data confidentiality and data integrity as
defined in 3GPP TS 33.102 [52].
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InI-WLAN, aset of quintuplet vectors are calculated in the AuC, and up to 5 quintuplets are sent from the HLR/HSS to
the 3GPP AAA Server upon request (see 3GPP TS 29.002 [27]).

These data are temporary subscriber data stored in the HSS and 3GPP AAA Server.

3B.3.3 Master Key (MK)
The Master Key (MK) field is defined in 3GPP TS 33.234 [18]. It enables keys to be derived.

3B.3.4 Transient EAP Keys (TEKS)

The Transient EAP Keys (TEKS) field is defined in 3GPP TS 33.234 [18] and are used to protect the EAP packets.

3B.3.5 Master Session Key (MSK)

The Master Session Key (MSK) field isdefined in 3GPP TS 33.234 [18] and is used to obtain the key material required
for the link layer confidentiality mechanism and | Psec confidentiality mechanism.

3B.4 Data related to session

3B.4.1 Session ldentifier

The Session Identifier field, specified in 3GPP TS 29.234 [63], indicates a unique Diameter signalling session specific
to the user.

3B.4.2 Session-Timeout

The Session-Timeout field, specified in 3GPP TS 29.234 [63], indicates the maximum period for a session measured in
seconds. It is used for re-authentication purposes. If thisfield does not appear, the WLAN AN shall apply default time
intervals.

3B.5 Operator Determined Barring general data

3B.5.1 W-APN Authorised List

The W-APN Authorised field is specified in 3GPP TS 29.234 [63]. It contains authorization information for each W-
APN. This parameter indicates the list of allowed W-APNs, the environment where the access is allowed and optionally
the charging data specific for that W-APN and the Static | P address.

3B5.1.1 W-APN ldentifier List

See subclause 3B.1.3.

3B.5.1.2 W-APN Barring Type List

The W-APN Barring Type field is specified in 3GPP TS 29.234 [63]. It indicates the subscriber access type to the home
and visited network's services. The parameter takes either of the following values:

- Allow accessto thisW-APN regardless of whether the subscriber islocated inaVPLMN or in the HPLMN;
- Prohibit access to this W-APN within the HPLMN when the subscriber islocated in aVPLMN;
- Prohibit access to this W-APN within the VPLMN when the subscriber islocated in aVPLMN;

- Prohibit access to this W-APN within the HPLMN when the subscriber islocated in the HPLMN;
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- Prohibit accessto public Internet through any W-APN regardless of whether the subscriber islocated in a
VPLMN or inthe HPLMN.

3B.5.1.3 W-APN Charging Data List

The W-APN Charging Data field is specified in 3GPP TS 29.234 [63]. When this parameter is present, it supersedes the
general charging information to be applied for the subscriber. See subclause 3B.7.

3B.5.1.4 Static WLAN UE Remote IP Address List

WLAN UE IP Address field identifies the IPv4/IPv6 address that the operator has statically assigned to the WLAN UE.
See subclause 3B.1.10.

3B.5.1.5 Maximum Number of Accesses List

The Maximum Number of Accessesis specified in 3GPP TS 29.234[63]. It enables operators to specify the maximum
number of concurrent accesses per W-APN.

3B.5.1.6 Access Number List

Access Number is an integer counter kept at the 3GPP AAA Server per W-APN.

3B.5.2 Access Dependence Flag

The Access Dependence Flag is specified in 3GPP TS 29.234 [63]. It enables operators to authenticate a subscriber
accessing the I-WLAN by WLAN 3GPP P Access independently of a previous WLAN 3GPP Direct WLAN Access.
The parameter takes either of the following values:

- Allow accessto WLAN 3GPP IP Access independently of a previous WLAN 3GPP Direct Access.

- Prohibit accessto WLAN 3GPP IP Access independently of a previous WLAN 3GPP Direct Access.

3B.5.3 [-WLAN Access Type

The I-WLAN Access Type field is specified in 3GPP TS 29.234 [63]. It indicates the types of access the subscriber has
used to access to the IWLAN. The parameter takes either of the following values:

- WLAN 3GPP IP Access;

- WLAN 3GPP Direct Access.

3B.6 QoS general data

3B.6.1 Max Subscribed Bandwidth
The Max Subscribed Bandwidth field, specified in 3GPP TS 29.234 [63], indicates the Max subscribed bandwidth.

3B.6.2 Routing Policy

The Routing Policy field, specified in 3GPP TS 29.234 [63], defines a packet filter for an 1P flow.

3B.6.3 Subscribed 3GPP WLAN QoS Profile

The Subscribed 3GPP WLAN QoS Profile field, specified in 3GPP TS 29.234 [63], defines a subscribed 3GPP WLAN
QoS profile per W-APN.
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3B.6.4 Authorized 3GPP WLAN QoS Profile

The Authorized 3GPP WLAN QoS Profile field, specified in 3GPP TS 29.234 [63], defines the authorized 3GPP
WLAN QoS profile per W-APN for a user.

3B.7 Data related to Charging

3B.7.1 Charging Data

The Charging Data field identifies the Charging Characteristics plus the Charging Nodes to be applied per user for all
W-APNSs or per user for individual W-APNSs.

3B.7.1.1 Charging Characteristics

Charging Characteristics field is defined in 3GPP TS 32.252 [66]. It indicates the charging type to be applied to the
user tunnel.

3B.7.2 Primary OCS Charging Function Name

The Primary OCS Charging Function Name field identifies the Primary OCS Function node that performs on-line based
charging. The format is specified in 3GPP TS 29.234 [63].

3B.7.3 Secondary OCS Charging Function Name

The Secondary OCS Charging Function Name field identifies the Secondary OCS Charging Function node that
performs on-line based charging. The format is specified in 3GPP TS 29.234 [63].

3B.7.4 Primary Charging Collection Function Name

The Primary Charging Collection Function Name field identifies the primary Charging Collection Function node that
provides off-line charging support for the IMS subscribers. The format is specified in 3GPP TS 29.234 [63].
3B.7.5 Secondary Charging Collection Function Name

The Secondary Charging Collection Function Name field identifies the secondary Charging Collection Function node
that provides off-line charging support for the IMS subscribers. The format is specified in 3GPP TS 29.234 [63].

3B.7.6 WLAN Session ldentifier

The WLAN Session Identifier isthe identifier generated by 3GPP AAA Server and sent to PDG. Togther with PDG
Charging Identifier, it is used for correlating WLAN AN and PDG charging data. The format is specified in 3GPP TS
32.299 [67].

3B.7.7 PDG Charging Identifier

The PDG Charging Identifier isthe identifier generated by PDG and sent to 3GPP AAA Server. Togther with WLAN
Session Identifier, it isused for correlating WLAN AN and PDG charging data. The format is specified in 3GPP TS
32.299 [67].
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3C Data related to Access Network Discovery and
Selection Function (ANDSF)

3C.1 General

Following subclauses describe the Data that is defined on per user basis and is related to Access Network Discovery and
Selection Function (ANDSF).

3C.2 Policy Information

This set and contains alist of inter-system mobility policies. Each policy contains the following information while the
corresponding coding is defined in 3GPP TS 24.312 [86]:

- Rule Priority: indicates the priority of the correspondent intersystem mobility policy;

- Prioritized Access: a set of information providing lists of possible technologies the UE can access. The
technologies are prioritized based on operator preferences. It is also possible to indicate an access technology as
forbidden or asrestricted;

- Vdidity Areaand Time of the Day: these two sets of information indicate where and when the policy can be
applied by the UE. Different ways to describe the area of validity of the policy are provided and described in 3GPP
TS 24.312 [86]. There can be multiple policies valid (e.g. overlapping validity areas): in this case, the value of Rule
Priority is used as discriminator;

- Roaming: itindicatesif the policy isaso vaid if the UE is roaming.

This set is permanent data conditionally stored in the ANDSF.

3C.3 Discovery Information

This set contains the information regarding the access networks the UE can discover.
It contains the following information while the corresponding coding is defined in 3GPP TS 24.312 [86]:
- Access Network Type: indicates the type of the network for which discovery assistance information is provided;

- Access Network Area: describes the location where the access network indicated in the correspondent Access
Network Type is expected to be available. Different waysto describe the area of validity of the policy are provided
in3GPP TS 24.312 [86];

- Access Network Information Reference: is a pointer to a set containing the relevant information for the networks
the UE can discover (e.g. SSIDs and correspondent channelsin case of WLAN access).

This set is permanent data conditionally stored in the ANDSF.

3C.4 UE Location

This set provides information about the UE location, i.e. it isaway to indicate the position of the UE. Thisinformation
can be used by ANDSF to limit the number of information sent to the UE. Different ways to describe the UE location
are provided in 3GPP TS 24.312 [86].

This set is temporary data conditionally stored in the ANDSF.
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4 Summary of data stored in location registers

Table 5.1 gives an overview of data stored in location registers for non-GPRS Network Access Mode (CS), whereas
table 5.2 shows the data stored in the location registers, in the Gn/Gp-SGSN and in the GGSN for GPRS Network
Access Mode. Tables 5.2A-1 show the data stored in the location registers, in the SGSN, $4-SGSN, MME, S-GW, P-
GW, ePDG, 3GPP AAA server and 3GPP AAA server Proxy for EPS Network Access Mode. Table 5.3 gives an
overview of data stored for IP Multimedia services. In the tables, M = mandatory means that this parameter is stored for
all subscribers with subscription of the Network Access Mode as shown in the table heading and defining the table; and
C = conditional means that the parameter is subject to some condition (e.g. subscription of teleservice or other services,
reception of optional message or short-lived data). The type indication indicates whether the subscriber datais
temporary (T) or permanent (P) data, where permanent data can be set and modified but by the operator, whereas the
temporary data are set and changed automatically by network functions.

5 Accessing subscriber or PSI data

It shall be possible to retrieve or store subscriber data concerning a specific MS from the HSS by use of each of the
following references:

- International Mobile Subscriber Identity (IMSI);
- Mobile Station ISDN Number (MSISDN).

It shall be possible to retrieve or store subscriber P Multimedia service data concerning a specific IMS subscription
from the HSS by use of each of the following references:

- Private User Identity;
- Public User Identity.

It shall be possible to retrieve or store PSI P Multimedia service data from the HSS by use of each of the following
references:

- Public Service Identity.

It shall be possible to retrieve or store subscriber data concerning a specific MS from the VLR by use of each of the
following references:

- International Mobile Subscriber Identity (IMSI);
- Temporary Mobile Subscriber Identity (TMSI).

It shall be possible to retrieve or store subscriber data concerning a specific MS from the SGSN by use of each of the
following references:

- International Mobile Subscriber Identity (IMSI);
- Packet Temporary Mobile Subscriber identity (P-TMSI);

- International Mobile Equipment Identity (IMEI) for emergency attached UEs without IMSI (e.g; UICCless UE)
or with an unauthenticated IMSI.

It shall be possible to retrieve or store subscriber data concerning a specific MS from the GGSN by use of the following
reference:

- International Mobile Subscriber Identity (IMSI);

- International Mobile Equipment Identity (IMEI) for emergency attached UEs without IMSI (e.g; UICCless UE)
or with an unauthenticated IMSI.

It shall be possible to retrieve or store subscriber data concerning a specific MS from the MME by use of each of the
following references:

- International Mobile Subscriber Identity (IMS);
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- Globally Unique Temporary Identity (GUTI);

- International Mobile Equipment Identity (IMEI) for emergency attached UEs without IMSI (e.g; UICCless UE)
or with an unauthenticated IMSI.

It shall be possible to retrieve or store subscriber data concerning a specific MS from the S-GW and P-GW by use of the
following reference:

- International Mobile Subscriber Identity (IMSI);

- International Mobile Equipment Identity (IMEI) for emergency attached UEs without IMSI (e.g; UICCless UE)
or with an unauthenticated IMSI.

It shall be possible to retrieve or store subscriber data concerning a specific MS from the 3GPP AAA Server by use of
each of the following references:

- International Mobile Subscriber Identity (IMSI);
- Mobile Subscriber ISDN Number (MSISDN).

It shall be possible to retrieve or store subscriber data concerning a specific MS from the 3GPP AAA Proxy by use of
the following reference:

- Mobile Subscriber ISDN Number (MSISDN).

It shall be possible to retrieve or store subscriber data concerning a specific MS from the ePDG by use of each of the
following references:

- International Mobile Subscriber Identity (IMSI).

It shall be possible to retrieve or store subscriber data concerning a specific MS from the WAG by use of the following
reference:

- Mobile Subscriber ISDN Number (MSISDN).

It shall be possible to retrieve or store subscriber data concerning a specific MS from the PDG by use of each of the
following references:

- International Mobile Subscriber Identity (IMSI);
- Mobile Subscriber ISDN Number (MSISDN).

NOTE: Seeclause 4 for explanation of M, C, T and Pin table 5.1, table 5.2, table 5.2A-1, table 5.2A-2, table
5.2A-3 and table 5.3.
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CS Network Access Mode Data Storage

Table 5.1: Overview of data stored for CS Network Access Mode

PARAMETER

| SUBCLAUSE [ HLR [ VLR [TYPE

IMSI

Network Access Mode

International MS ISDN number
multinumbering MSISDNs

Basic MSISDN indicator
MSISDN-Alert indicator

TMSI

LMSI

Mobile Station Category

LMU Identifier

IMEISV

RAND, SRES and Kc

RAND, XRES, CK, IK and AUTN
Ciphering Key Sequence Number
Key Set Identifier (KSI)

MSRN

Location Area Identity

VLR number

MSC number

HLR number

Subscription restriction

RSZI lists

Zone Code List

MSC area restricted flag

LA not allowed flag

ODB-induced barring data

Roaming restriction due to unsupported feature
Cell Global ID or Service Area ID
LSA Identity

LSA Priority

LSA Preferential Access Indicator
LSA Active Mode Support Indicator
LSA Only Access Indicator

LSA Active Mode Indicator

VPLMN Identifier

Access Restriction Data

Selected CN operator ID

IP-SM-GW number

Paging area

Closed Subscriber Group Information
Provision of bearer service

Provision of teleservice

BC allocation

IMSI detached flag

Confirmed by Radio Contact indicator
Subscriber Data Confirmed by HLR indicator
Location Information Confirmed in HLR indicator
Check SS indicator

MS purged for non-GPRS flag
MNRR-MSC

Subscriber data dormant

Cancel Location received

Subscriber status

Barring of outgoing calls

Barring of incoming calls

Barring of roaming

Barring of premium rate calls

Barring of supplementary service management
Barring of registration of call forwarding
Barring of invocation of call transfer
Operator determined barring PLMN-specific data
Notification to CSE flag for ODB
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PARAMETER | SUBCLAUSE | HLR | VLR |TYPE

gsmSCF address list for ODB 2.8.5 C - P
Handover Number 29.1 - C T
Messages Waiting Data 2.10.1 C - T
Mobile Station Not Reachable Flag 2.10.2 C M T
Memory Capacity Exceeded Flag 2.10.3 C - T
Trace Reference 2111 C C P
Trace Type 2112 C Cc P
Operations Systems Identity 2.11.3 C C P
HLR Trace Type 2114 C - P
MAP Error On Trace 2.11.5 C - T
Trace Activated in VLR 2.11.6 C C T
Foreign Subscriber Registered in VLR 2.11.7 - C P
Trace Reference 2 2.11.9 C C P
Trace depth 2.11.10 C C P
List of NE types to trace 2.11.11 C C P
Triggering events 2.11.12 C C P
List of interfaces to trace 2.11.13 C C P
MDT-Configuration 2.11.15 C C P
VGCS Group Membership List 2121 C C P
VBS Group Membership List 2122 C C P
Broadcast Call Initiation Allowed List 21221 C C P
Originating CAMEL Subscription Information (O-CSl) 2.14.1.1/31 C C P
Terminating CAMEL Subscription Information (T-CSl) 2.141.2 C - P
VMSC Terminating CAMEL Subscription Information (VT-CSI) 2.14.1.2/3.2 C C P
Location Information/Subscriber state Information 2.14.1.3 C - P
USSD CAMEL subscription information(U-CSI) 2.14.1.4 C - P
SS invocation notification (SS-CSI) 2.14.1.5/3.2 C C P
Translation information flag(TIF-CSI) 2.14.1.6/3.6 C C P
Dialled service CAMEL Subscription Information (D-CSI) 2.14.1.11/3.7 C C P
USSD General CAMEL service information (UG-CSI) 21424 C - P
O-CSI Negotiated CAMEL Capability Handling 21421 C T
SS-CSI Negotiated CAMEL Capability Handling 2.14.2.1 C T
VT-CSI Negotiated CAMEL Capability Handling 21421 C T
Short Message Service CAMEL Subscription 2.14.1.8/2.14.3. C C P
Information(MO-SMS-CSI) 5

Short Message Service CAMEL Subscription 2.14.1.9/2.14.3. C C P
Information(MT-SMS-CSI) 6

MO-SMS-CSI VLR Negotiated CAMEL Capability Handling 21421 C T
MT-SMS-CSI VLR Negotiated CAMEL Capability Handling 21421 C P
M-CSI Negotiated CAMEL Capability Handling 21421 C T
VLR Supported CAMEL Phases 2.14.2.3 C T
GsmSCF address for CSI 21424 C P
VLR Offered CAMEL4 CSls 2.14.2.2A C T
IST Alert Timer 2151 C C P
Privacy Exception List 2.16.11 C C P
GMLC Numbers 2.16.1.2 C C P
MO-LR List 2.16.1.3 C C P
Service Types 2.16.14 C C P
Age Indicator 2.17.1 C C T
CS Allocation/Retention priority 2.18.1 C C P
ICS Indicator 2.20.1 C C P
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5.2 PS Network Access Mode Storage (GPRS)
Table 5.2: Overview of data used for PS Network Access Mode (GPRS)
PARAMETER Subclause | HLR VLR Gn/Gp- GGSN TYPE
SGSN

IMSI 2111 M M C C P
Network Access Mode 2112 M - C notel - P
IMSI Unauthenticated indicator 2.1.1.3 - - C C T
International MS ISDN number 2.1.2 M M M M P
multinumbering MSISDNs 2.1.3 C - - P
Basic MSISDN indicator 2.1.3.1 C - - - P
MSISDN-Alert indicator 2.1.3.2 C - - - P
P-TMSI 215 - - C - T
TLLI 216 - - C - T
Random TLLI 2.1.7 - - C - T
IMEI 2.1.9 - - C C T
IMEISV 223 C - C C T
RAND/SRES and Kc 23.1 - C - T
RAND, XRES, CK, IK, AUTN 23.2 M - C - T
Ciphering Key Sequence Number 2.3.3 - - M - T
Key Set Identifier (KSI) 2.34 - - M - T
Selected Ciphering Algorithm 2.35 - - M - T
Current Kc 2.3.6 - - M - T
P-TMSI Signature 2.3.7 - - C - T
Routing Area Identity 243 - - M - T
VLR Number 245 M - C note2 - T
SGSN Number 2.48.1 M C note2 - - T
GGSN Number 2.48.2 M - - - P
RSZI Lists 24111 C - - - P
Zone Code List 2.4.11.2 - - C - P
RA not allowed flag 2.4.14a - - M - T
SGSN area restricted flag 2.4.14 M - - T
Roaming Restricted in the SGSN due to unsupported 2.4.15.3 M - M - T
feature

Cell Global ID or Service Area ID 2.4.16 - - C - T
LSA Identity 24.17.1 C C C - P
LSA Priority 2.4.17.2 C C C - P
LSA Preferential Access Indicator 2.4.17.2A C C C P
LSA Active Mode Support Indicator 2.4.17.2B C C C P
LSA Only Access Indicator 2.4.17.3 C C C - P
LSA Active Mode Indicator 24174 C C C - P
VPLMN Identifier 24.175 C - - - P
Access Restriction Data 2.4.18 C - C - P
IP-SM-GW number 2.4.20 C - - T
Closed Subscriber Group Information 2.4.22 C C - P
Provision of teleservice 252 C - C - P
Transfer of SM option 254 M - - - P
MNRG 2.7.2 M - M M T
MM State 2.7.3 - - M - T
Subscriber Data Confirmed by HLR Indicator 2.74.2 - - M - T
Location Info Confirmed by HLR Indicator 2743 - - M - T
VLR-Reliable Indicator 2745 - - C notel - T
MS purged for GPRS flag 2.7.6 M - - - T
MNRR-SGSN 2.7.7A C - - - T
Subscriber Status 2.8.1 C - C - P
Barring of outgoing calls 28.21 C - - P
Barring of roaming 2.8.23 C - - - P
Barring of Packet Oriented Services 2.8.2.8 C - C - P
ODB PLMN-specific data 2.8.3 C - C - P
Noatification to CSE flag for ODB 2.8.4 C - - - T
gsmSCF address list for ODB 2.8.5 C - - - P
Trace Activated in SGSN 2.11.7 C - C - P
Trace Reference 2 2.11.9 C - C C P
Trace depth 2.11.10 C - C C P
List of NE types to trace 21111 C - C C P
Triggering events 2.11.12 C - C C P
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List of interfaces to trace 2.11.13 C - C C P
MDT-Configuration 2.11.15 C C C - P
PDP Type 2.13.1 C - C M P
PDP Address 2.13.2 C - C M P
NSAPI 2.13.3 - - C C T
PDP State 2.13.4 - - C - T
New SGSN Address 2.135 - - C T
Access Point Name 2.13.6 C - C PIT
GGSN Address in Use 2.13.7 - - C - T
VPLMN Address Allowed 2.13.8 C - C - P
Dynamic Address 2.13.9 - - - C T
SGSN Address 2.13.10 - - - M T
GGSN-list 2.13.11 M - - - T
Quality of Service Subscribed 2.13.12 C - C - P
Quality of Service Requested 2.13.13 - - C - T
Quality of Service Negotiated 2.13.14 - - C M T
SND 2.13.15 - - C C T
SNU 2.13.16 - - C C T
DRX Parameters 2.13.17 - - M - T
Compression 2.13.18 - - C - T
NGAF 2.13.19 - - C note2 T
Classmark 2.13.20 - - M - T
TEID 2.13.21 - - C C T
Radio Priority 2.13.22 - - C - T
Radio Priority SMS 2.13.23 - - C - T
PDP Context Identifier 2.13.24 C - C - T
PDP Context Charging Characteristics 2.13.25 C - C C P
UE level APN-OI-Replacement 2.13.29 C - C - P
Subscribed-RFSP-ID 2.13.33 C - C - P
APN Restriction 2.13.43 - - C C P
RFSP-ID in Use 2.13.108 - - C - T
APN level APN-OI-Replacement 2.13.109 C - C - P
SIPTO Permission 2.13.114 C - C - P
Subscribed Periodic RAU/TAU Timer 2.13.115 C - C - P
LIPA Permission 2.13.122 C - C - P
LIPA Allowed VPLMN List 2.13.123 C - - - P
VPLMN LIPA Allowed 2.13.124 - - C - P
GPRS CAMEL Subscription Information (GPRS-CSI) 2.14.1.10/2.1 C - C - C
4.4.4
MO Short Message Service CAMEL Subscription 2.14.1.8/2.14. C - C - C
Information(MO-SMS-CSI) 4.1
MT Short Message Service CAMEL Subscription 2.14.1.9/2.14. C - C - C
Information(MT-SMS-CSI) 4.2.
MO-SMS-CSI SGSN Negotiated CAMEL Capability 2.14.2.1 C - - - P
Handling
MT-SMS-CSI SGSN Negotiated CAMEL Capability 2.14.2.1 C - - - P
Handling
Mobility Management for GPRS event notification 2.14.1.12/2.1 C - C - C
(MG-CsSlI) 4.4.4
MG-CSI Negotiated CAMEL Capability Handling 2.142.1 C - - - P
GPRS-CSI Negotiated CAMEL Capability Handling 2.14.2.1 C - - T
SGSN Supported CAMEL Phases 2.14.2.3 C - - - T
SGSN Offered CAMEL4 CSls 2.14.2.2A C - - - T
GsmSCF address for CSI 21424 C - - - P
Age Indicator 2.16.1 C - C - T
Privacy Exception List 2.16.1.1 C - C - P
GMLC Numbers 2.16.1.2 C - C - P
MO-LR List 2.16.1.3 C - C - P
Service Types 2.16.14 C - C - P
Subscribed Charging Characteristics 2.19.1 C - C C P
ICS Indicator 2.20.1 C C C - P
STN-SR 2.21.1 C - C - T

The HLR column indicates only GPRS related use, i.e. if the HLR uses a parameter in non-GPRS Network Access
Mode but not in GPRS Network Access Mode, it is not mentioned in thistable 5.2.

NOTE 1. This parameter isrelevant in the SGSN only when the Gsinterface isinstalled.
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NOTE 2: TheVLR columnisapplicableif Gsinterfaceisinstalled. It only indicates GPRS related data to be stored
and is only relevant to GPRS subscribersregistered in VLR.

For special condition of storage seein clause 2. See clause 4 for explanation of M, C, T and Pin table 5.2.
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5.2A  PS Network Access Mode Storage (EPS)

Table 5.2A-1: Overview of data used for PS Network Access Mode (EPS 3GPP access)

PARAMETER Subclause| HSS | VLR S4- | MME |S-GW | PDN- | TYPE
(see | SGSN GW
note3)

IMSI 21.11 M C C C C C P
Network Access Mode 2112 M - - C - - P

(see

note

1)
IMSI Unauthenticated indicator 2.1.13 - - C C C C T
International MS ISDN number 2.1.2 C - C C C C P
P-TMSI 215 - - C - - - T
TLLI 2.1.6 - - C - - - T
Random TLLI 2.1.7 - - C - - - T
IMEI 2.1.9 C - C C C C T
IMEISV 223 C - C C - - T
RAND/SRES and Kc 23.1 - C - - - T
RAND, XRES, CK, IK, AUTN 2.3.2 M - C C - - T
RAND, XRES, KASME, AUTN 2.3.2 M - C - - T
Ciphering Key Sequence Number |2.3.3 C - M - - - T
Key Set Identifier (KSI) 234 - - M - - - T
KSlasme 234 - - M - - T
Selected Ciphering Algorithm 2.35 - - M - - - T
Current Kc 2.3.6 - - M - - - T
P-TMSI Signature 2.3.7 - - C - - - T
Routing Area ldentity 2.4.3 - - M - - - T
IWF number 2.4.8.3 C - - - - - T
RSZI Lists 24111 C - - - - P
Zone Code List 24.11.2 - - C C - - P
SGSN area restricted Flag 2.4.14 M - - - - T
RA not allowed flag 2.4.14a - - M - - - T
TA not allowed flag 2.4.14b - - M - - T
Roaming Restricted in the SGSN |2.4.15.3 M - M - - - T
due to unsupported feature
Roaming Restricted in the MME ~ |2.4.15.3a M - M - - T
due to unsupported feature
Cell Global Identity 2.4.16 - - - C - - T
Access Restriction Data 2.4.18 C - C C - - T
Closed Subscriber Group 2.4.22 C C C C - - P
Information
Confirmed by Radio Contact 27.4.1 - C - - - - T
indicator
Subscriber Data Confirmed by 2.7.4.2 - - M M - - T
HLR/HSS Indicator
Location Info Confirmed by 2743 - - M M - - T
HLR/HSS Indicator
VLR-Reliable Indicator 2.7.45 - - C(see | C - - T
note 5) | (see
note
2)

UE purged in SGSN flag 2.7.6 M - - - - - T
UE purged in MME flag 2.7.6A M - - - - T
URRP-MME 2.7.9.1 C - - C - - T
URRP-SGSN 2.7.9.2 C - C - - - T
Subscriber Status 2.8.1 C - C C - - P
Barring of outgoing calls 28.21 C - C - - - P
Barring of roaming 2.8.23 C - - - - - P
Barring of Packet Oriented 2.8.2.8 C - C - - P
Services
ODB PLMN-specific data 2.8.3 C - C - - - P
Trace Activated in SGSN 2.11.7 C - C - - - P
Trace Reference 2 2.11.9 C C C C - - P
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PARAMETER Subclause| HSS | VLR S4- | MME |S-GW | PDN- | TYPE
(see | SGSN GW
note3)
Trace depth 2.11.10 C C C C - - P
List of NE types to trace 2.11.11 C C C C - - P
Triggering events 2.11.12 C C C C - - P
List of interfaces to trace 2.11.13 C C C C - - P
IP address of trace collection 2.11.14 C C C C C C P
entity
MDT-Configuration 2.11.15 C C C C - - P
Access Point Name (APN). 2.13.6 M - M M M M P
MME name 2.13.26 M C - - - - T
VLR name 2.13.27 - - - C - - T
(see
note
2)
NEAF 2.13.28 - - - C - - T
(see
note
2)
UE level APN-OI-Replacement 2.13.29 C - C - - P
Subscribed UE-AMBR 2.13.30 M - M M - - P
Used UE-AMBR 2.13.30A - - - C - - T
APN-Configuration-Profile 2.13.31 M - M M - - P
Subscribed APN-AMBR 2.13.32 M - M M M M P
Used APN-AMBR 2.13.32A - - C C - C T
Subscribed-RFSP-ID 2.13.33 C - - C - - P
GUTI 2.13.34 - - - C - - T
ME identity (IMEISV) 2.13.35 C - C C - - T
Selected NAS Algorithm 2.13.36 - - M - - T
Selected AS Algorithm 2.13.37 - - M - - T
Context Identifier 2.13.38 M - M M M M P
PDN Address 2.13.39 C - C C C C P/T
(see
note4)
VPLMN Address Allowed 2.13.40 M - M M - - P
PDN GW identity 2.13.41 M - M M P/IT
(see
note4)
Tracking Area List 2.13.42 - - - M - - T
APN Restriction 2.13.43 - C C C C P
APN in use 2.13.44 - - M M M M T
TAI of last TAU 2.13.45 - - - M - - T
Cell Identity Age 2.13.46 - - - C - - T
MME F-TEID for S11 2.13.47 - - - C C - T
MME UE S1AP ID 2.13.48 - - - C - - T
S-GW F-TEID for S11 2.13.49 - - - C - T
S4-SGSN F-TEID for S4 (control  |2.13.50 C T
plane)
S4-SGSN F-TEID for S4 (User 2.13.51 C T
plane)
S-GW F-TEID for S5/S8 2.13.52 - - - C C C T
(control plane)
S-GW F-TEID for S1-U 2.13.53 - - - C C - T
S-GW F-TEID for S5/S8 2.13.54 - - - - C C T
(user plane)
eNodeB Address 2.13.55 - - - C - - T
eNodeB UE S1AP ID 2.13.56 - - - C - - T
eNodeB F-TEID for S1-U 2.13.57 - - - - C - T
E-UTRAN/UTRAN Key Setflag  |2.13.58 - - C - - T
Selected CN operator id 2.13.59 - - C - - T
UE Radio Access Capability 2.13.60 - - - C - - T
Location Change Report Required |2.13.62 - - C C - - T
UE specific DRX parameters 2.13.63 - - C - - T
PDN GW F-TEID for S5/S8 2.13.64 - - C C C C T
(user plane)
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PARAMETER Subclause| HSS | VLR S4- | MME [S-GW | PDN-| TYPE
(see | SGSN GW
note3)
PDN GW F-TEID for S5/S8 2.13.65 - - C C C Cc T
(control plane)
EPS Bearer ID 2.13.66 - - C C C T
EPS Bearer QoS 2.13.67 C C C C T
UL TFT 2.13.68 - - - C C C T
DL TFT 2.13.69 - - - C C C T
Charging Id 2.13.70 - - C - C C T
EPS PDN Connection Charging |2.13.71 C - C C C C P
Characteristics
Default bearer 2.13.72 - - - C C C T
URRP-MME 2.13.73 C - - C T
RAT Type (Access Type) 2.13.75 C - C C C C T
Diameter Server Identity of the 2.13.99 C C T
HSS
SGSN name 2.13.100 M - - - - - T
S-GW F-TEID for S12 2.13.101 C T
RNC F-TEID for S12 2.13.102 C T
MME F-TEID for S3 2.13.103 C C T
S4-SGSN F-TEID for S3 2.13.104 C C T
PDN GW Allocation Type 2.13.105 M M P
S-GW F-TEID for S4 (control 2.13.106 C C T
plane)
S-GW F-TEID for S4 (user plane) [2.13.107 C C T
RFSP-ID in Use 2.13.108 - - C C - - T
APN level APN-OI-Replacement  |2.13.109 C - C C - - P
PDN Connection ID 2.13.111 - - - - C C T
MS Network Capability 2.13.112 - - C C - - T
Voice Domain Preference and 2.13.113 - - C C - - T
UE's Usage Setting
SIPTO Permission 2.13.114 C - C C - - P
Subscribed Periodic RAU/TAU 2.13.115 C - C C - - P
Timer
LIPA Permission 2.13.122 C - C C - - P
LIPA Allowed VPLMN List 2.13.123 C - - - - - P
VPLMN LIPA Allowed 2.13.124 - - C C - - P
Relay Node Indicator 2.13.125 C - - C - - P
Privacy Exception List 2.16.1.1 C - C - - - P
GMLC Numbers 2.16.1.2 C - C - - - P
MO-LR List 2.16.1.3 C - C - - - P
Service Types 2.16.14 C - C - - - P
Subscribed Charging 2.191 C - C C - - P
Characteristics
ICS Indicator 2.20.1 C C C C - - P
STN-SR 2211 C - C C - - T
UE SRVCC Capability 2212 C - C C - - T
NOTE 1: This parameter is relevant in the MME only when the SGs interface is installed.
NOTE 2: Only is applicable if SGs interface is installed. It only indicates EPS related data to be
stored and is only relevant to EPS subscribers registered in VLR.
NOTE 3: The VLR column is applicable if SGs/Sv interface is installed. It only indicates EPS related
data to be stored and is only relevant to EPS subscribers registered in VLR.
NOTE 4: If Static IP address allocation provisioned in the subscriber profile in the HSS is chosen,
PDN address is permanent data.
NOTE 5: Only is applicable if Gs interface is installed. It only indicates EPS related data to be stored
and is only relevant to EPS subscribers registered in VLR.

For special condition of storage seein clause 2. See clause 4 for explanation of M, C, T and Pin table 5.2A-1.
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Table 5.2A-2: Overview of data used for PS Network Access Mode (EPS non 3GPP access)

PARAMETER Subclause| HSS | MME | S-GW | PDN- | ePDG | 3GPP | 3GPP | TYPE
GW AAA | AAA
server | server
Proxy
IMSI 21.1.1 M C C C C - - P
International MS ISDN number 212 C C C C C C - P
RAND, XRES, CK, IK, AUTN 23.2 M - - - - M - T
RAND, XRES, KASME, AUTN 23.2 M - - - - M - T
Access Network Identity 2.3.8 C - - - - C - T
Trace Reference 2 2.11.9 C C - - - C - P
Trace depth 2.11.10 C C - - - C - P
List of NE types to trace 2.11.11 C C - - - C - P
Triggering events 2.11.12 C C - - - C - P
List of interfaces to trace 2.11.13 C C - - - C - P
IP address of Trace Collection 2.11.14 C C - - - C - P
Entity
APN-Configuration-Profile 2.13.31 M - - C C C - T
Subscribed APN-AMBR 2.13.32 M - - C C C - P
Used APN-AMBR 2.13.32A - - - C - - - T
PDN Address 2.13.39 C - C C C C - T/P
(see
Note)
VPLMN Address Allowed 2.13.40 M C - - C C - P
PDN GW identity 2.13.41 M C - - C C - P
APN in use 2.13.44 - - - C C - - T
EPS Bearer ID 2.13.66 - - - C C - - T
EPS Bearer QoS 2.13.67 - - - C C - - T
EPS PDN Connection Charging |2.13.71 C - - C C C - P
Characteristics
RAT Type (Access Type) 2.13.75 C - C C C C - T
Permanent User Identity 2.13.79 M - M M M M - P
Mobility Capabilities 2.13.80 - - - M C C - T
MAG IP address 2.13.81 - - C - T
Visited Network Identifier 2.13.82 C - - C C C - T
EAP payload 2.13.83 - - - - - C - P
MIP Subscriber profile 2.13.86 M - - M - - - P
Uplink S5 GRE Key 2.13.87 - C C C - - - T
Downlink S5 GRE Key 2.13.88 - - C C - - - T
Uplink S8 GRE Key 2.13.89 - C C C - - - T
Downlink S8 GRE Key 2.13.90 - - C C - - - T
S2a GRE Keys 2.13.91 - - C C C - - T
S2b GRE Keys 2.13.92 - - C C C - - T
Mobile Node Identifier 2.13.93 - - C C - - - T
IPv4 Default Router Address 2.13.94 - - C C - - - T
Link-local address 2.13.95 - - C C - - - T
Non 3GPP User Data 2.13.96 C - - - C C -
3GPP AAA Server Identity 2.13.97 C - - C C - T
Selected IP mobility mode 2.13.98 - - - C C C - T
Diameter Server Identity of HSS  |2.13.99 - C - - - C - T
Unauthenticated IMSI 2.13.110 - - C C - - - T
PDN Connection ID 2.13.111 - - C C C - - T
ePDG F-TEID for S2b (control 2.13.116 - - - C C - - T
plane)
ePDG F-TEID for S2b (user 2.13.117 - - - C C - - T
plane)
PGW F-TEID for S2b (control 2.13.118 - - - C C - - T
plane)
PGW F-TEID for S2b (user plane) [2.13.119 - - - C C - - T
Subscribed Charging 2.19.1 M - - - C C - P
Characteristics
Master session Key 3B.3.5 - - - C C C - T
NOTE: If Static IP address allocation provisioned in the subscriber profile in the HSS is chosen, PDN address
is permanent data.
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For special condition of storage seein clause 2. See clause 4 for explanation of M, C, T and P in table 5.2A-2.
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Table 5.2A-3: Overview of data used for PS Network Access Mode (optimized handover to 3GPP2)

PARAMETER Subclause| HSS | MME | S-GW | PDN- | ePDG | 3GPP | 3GPP | TYPE
GW AAA | AAA
server | server
Proxy
Access Restriction Data 2.4.18 C C - - - - - T
Barring of Packet Oriented 2.8.2.8 C Cc - - - - - P
Services
RAT Type 2.13.75 C - - - - - - T
S101 HRPD access node IP 2.13.76 - C - - - - - T
address
S103 Forwarding Address 2.13.77 - C C - - - - T
S103 GRE key(s) 2.13.78 - C C - - - - T

NOTE: A UE may be simultaneoudy attached to EPS and have simultaneously active PDN connections or IP
flows via different access systems (3GPP access and a non 3GPP access).
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5.3 IP Multimedia Service Data Storage

Table 5.3: Overview of IMS subscriber data used for IP Multimedia services

PARAMETER | Subclause | HSS | S-CSCF|IM-SSF| AS | TYPE
Private User Identity 3.1.1 M M - P
Public User Identity 3.12 M M - P
Barring Indication 3.1.3 M M - P
List of authorized visited network identifiers 3.14 M - - P
Services related to Unregistered State 3.15 M - - P
Implicitly registered Public User Identity sets 3.1.6 C C - - P
Default Public User Identity indicator 3.1.7 C - - - P
Display Name 3.1.9 C C - - P
Alias Public User Identities Set 3.1.10 C C - - P
Loose-Route Indication 3.1.11 C C P
Service Priority Level 3.1.12 C C P
Extended Priority 3.1.13 C C P
Registration Status 3.21 M - - T
S-CSCF Name 3.2.2 M - - T
Diameter Client Identity of S-CSCF 3.23 M - - T
Diameter Server Identity of HSS 3.24 - - C T
UNRI 3.25 C - - C T
UNRR 3.2.6 C - - - T
S-CSCF Restoration Information 3.2.7 C C - - T
RAND, XRES, CK, IK and AUTN 3.3.1 M C - T
Digest Nonce 3.3.21 - C T
Digest HA1 3.3.2.2 C C P
Digest Nextnonce 3.3.2.3 - C T
Authentication Pending Flag 3.3.25 C T
Line Identifier List 3.3.3.1 C C - - P
Server Capabilities 3.4.1 C - - P
S-CSCF Reassignment Pending Flag 3.4.2 C - T
Initial Filter Criteria 3.5.2 C C - P
Application Server Information 3.53 C C - - P
Service Indication 354 M - M P
Shared iFC Set Identifier 355 C C P
Transparent Data 3.5.6 C C T
Application Server Identity List 3.5.7 C - - - T
Subscribed Media Profile Identifier 3.6.1 C C - P
List of Subscribed Communication Service 3.6.2 M C C P
Identifiers
Primary Event Charging Function Name 3.7.1 C Note 1 C - P
Secondary Event Charging Function Name 3.7.2 C C - - P
Primary Charging Collection Function Name 3.7.3 C Note 1 C - - P
Secondary Charging Collection Function Name 3.7.4 C C - - P
O-IM-CSI 3.8.1 C - C - P
VT-IM-CSI 3.8.2 C - C - P
D-IM-CSI 3.8.3 C - C - P
GsmSCF address for IM CSI 3.84 C - - - P
IM-SSF address for IM CSI 3.85 C - - - T
IMS Service Level Trace Information 3.9.1 C C - C T
Note 1: At least one of these Primary Charging Function Names shall be mandatorily provisioned in the HSS.

Table 5.3A: Overview of PSl user data used for IP Multimedia services

PARAMETER | Subclause | HSS | S-CSCF|IM-SSF| AS | TYPE
Private Service Identity 3.1.2A M M - P
Public Service Identity 3.1.2B M M M P
Services related to Unregistered State 3.15 M - - P
PSI Activation State 3.1.8 M M T
Display Name 3.1.9 C C - - P
Registration Status 3.2.1 M - - T
S-CSCF Name 3.2.2 C - T
AS Name 3.2.2A Cc - - P
Diameter Client Identity of S-CSCF 3.23 M - - T
Diameter Server Identity of HSS 3.24 - M - C T
Server Capabilities 3.4.1 C - - P
Initial Filter Criteria 3.5.2 C C - P
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PARAMETER | Subclause | HSS [ S-CSCF | IM-SSF| AS | TYPE
Application Server Information 3.5.3 C C - - P
Service Indication 354 M - M P
Shared iFC Set Identifier 355 C C P
Transparent Data 3.5.6 C C T
Subscribed Media Profile Identifier 3.6.1 C C - P
Primary Event Charging Function Name 3.7.1 C Note 1 C - - P
Secondary Event Charging Function Name 3.7.2 C C - P
Primary Charging Collection Function Name 3.7.3 C Note 1 C - - P
Secondary Charging Collection Function Name 3.7.4 C C - - P

Note 1: At least one of these Primary Charging Function Names shall be mandatorily provisioned in the HSS.

5.4 Generic Authentication Architecture Service Data Storage

Table 5.4: Overview of data used for GAA services

PARAMETER

| Subclause | HSS |

Private User Identity

GAA Service Type

GAA Service Identifier

GBA User Security Settings
User Security Setting

User Public Identity

GAA Authorization flag
Bootstrapping Transaction Identifier
Key Lifetime

UICC Security Setting

NAF Group

NAF Group Identity

NAF Address

Key Expirytime

Boostrapping Info Creation Time
Diameter Server Identity of HSS

311
3A.1
3A.2
3A.3
3A4
3A5
3A.6
3A.7
3A.8
3A.9
3A.10
3A.11
3A.12
3A.13
3A.14
3A.15

<<

0O 00O 0O0=ZZLL

<<

BSF | NAF [ TYPE
C P
M P
M P

p
M P
M P
C P
M T
P
P
P
P
P
M T
M T
T

000 LL

The possible user"s GBA User Security Settings (GUSS) are stored in HSS with User Private Identifier (IMPI) as

retrieval key.

The bootstrapping procedure creates a bootstrapping information entity to the BSF with B-TID asretrieval key.
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5.5 I-WLAN Service Data Storage
Table 5.5: Overview of data used for I-WLAN services
PARAMETER Subclause| HSS 3GPP | 3GPP AAA PDG WAG | TYPE
AAA Proxy
Server

IMSI 3B.1.1 M M C P
MSISDN 3B.1.2 M M M M M P
W-APN 3B.1.3 C C C C T
List of authorized visited network identifiers ~ 3B.1.4 M P
3GPP AAA Proxy Name 3B.1.5 C C C C C T
3GPP AAA Server Name 3B.1.6 C C C C T
Serving PDG List 3B.1.7 C C T
Serving WAG 3B.1.8 C C T
WLAN UE Local IP address 3B.1.9 C C T
WLAN UE Remote IP address 3B.1.10 C C C P
User Status 3B.2.1 M M T
Emergency Access 3B.2.2 M T
Diameter Server Identity of HSS 3B.2.3 C T
RAND, SRES, Kc 3B.3.1 C T
RAND, XRES CK, IK, AUTN 3B.3.2 M C T
Master Key (MK) 3B.3.3 M T
Transient EAP Keys (TEKS) 3B.3.4 M T
Master Session Key (MSK) 3B.3.5 C T
Session Identifier 3B.4.1 M C C T
Session-Timeout 3B.4.2 C P
W APN Identifier List 3B.5.1.1 C C C P
W-APN Barring Type List 3B.5.1.2 C C P
W-APN Charging Data List 3B.5.1.3 C C C P
Static WLAN UE Remote IP Address List 3B.5.1.4 C C C P
Maximum-Number-Accesses List 3B.5.15 C C P
Access-Number List 3B.5.1.6 M T
Access Dependence Flag 3B.5.2 M M P
I-WLAN Access Type 3B.5.3 M M T
Max Subscribed Bandwidth 3B.6.1 C C C P
Routing Policy 3B.6.2 C C C C T
Subscribed 3GPP WLAN QoS Profile 3B.6.4 C C P
Authorized 3GPP WLAN QoS Profile 3B.6.4 C C T
Charging Characteristics 3B.7.11 M M C P
Primary OCS Charging Function Name 3B.7.2 C Note 1 C C P
Secondary OCS Charging Function Name 3B.7.3 C C C P
Primary Charging Collection Function Name 3B.7.4 C Note 1 C C P
Secondary Charging Collection Function 3B.7.5 C C C P
Name

WLAN Session Identifier 3B.7.6 M C C T
PDG Session Identifier 3B.7.7 C C M T

Note 1: At least one of these Primary Charging Function Names shall be mandatorily provisioned in the HSS.

5.6 MBMS Storage (EPS)

Table 5.6-1: Overview of data used for MBMS (EPS)

PARAMETER Subclause SGSN MME MBMS TYPE
GW
MBMS GW F-TEID for Sm(Control Plane) 2.22.1 - C C T
MBMS GW F-TEID for Sn(Control Plane) 2.22.2 C - C T
Temporary Mobile Group Identity 2.22.3 C C C T
MBMS Flow Identifier 2.22.4 C C C T
MBMS IP Multicast Distribution 2.22.5 C C C T
MBMS Service Area 2.22.6 C C C T
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Annex A (informative):
Change history

Change history

TSG CN#| Spec Version CR <Phase> | New Version Subject/Comment

Apr 1999 |[GSM 03.08 [7.0.0 Transferred to 3GPP CN1

CN#03 [23.008 R99 3.0.0 Approved at CN#03

CN#05  [23.008 3.0.0 002r1  [R99 3.1.0 Approved at CN#05

CN#06 |23.008 3.1.0 003r1 [R99 3.2.0 Introduction of the Super-Charger Concept
in TS 23.008

CN#06  [23.008 3.1.0 004r3  [R99 3.2.0 Authentication Enhancements

CN#06  [23.008 3.1.0 009 R99 3.2.0 Authentication Enhancements

CN#06  [23.008 3.1.0 0ior2  [R99 3.2.0 Combined CR on 23.008

CN#06  |23.008 3.1.0 011 R99 3.2.0 Organization of Subscriber Data for LCS

CN#07 [23.008 3.2.0 012r2 [R99 3.3.0 Introduction of "Natification to CSE flag" to
the operator determined barring data

CN#07  [23.008 3.2.0 013 R99 3.3.0 Correction of LSA Information

CN#07 [23.008 3.2.0 014r2  [R99 3.3.0 The addition of priority information to
subscriber data

CN#07  [23.008 3.2.0 015r1 [R99 3.3.0 Introduction of Multicall

CN#07 _ [23.008 3.2.0 016r1  [R99 3.3.0 Parallel handling of multiple PDP contexts

CN#07  [23.008 3.2.0 019r1  [R99 3.3.0 Introduction of Service Area ldentification

CN#07  |23.008 3.2.0 020r1  [R99 3.3.0 Addition of gsmSCF address list to CSI

CN#07  [23.008 3.2.0 023r1  [R99 3.3.0 Combined CR on 23.008

CN#07 (23.008 3.2.0 024 R99 3.3.0 Adding D-CSI to table with Negotiated
CAMEL Capability Handling variables

CN#07  |23.008 3.2.0 025 R99 3.3.0 Addition of PDP Context Identifier

CN#08 [23.008 3.3.0 017 R99 3.4.0 Addition of subscribed charging
characteristics information

CN#08 (23.008 3.3.0 026r2 [R99 3.4.0 Editorial changes on 23.008 draft version
3.2.0

CN#08 (23.008 3.3.0 027 R99 3.4.0 Clarifications on GSM vs. UMTS specific
parts

CN#08 [23.008 3.3.0 029 R99 3.4.0 Addition of charging characteristics per PDP
context

CN#09 [23.008 3.4.0 030 R99 3.5.0 Deletion of "Barring of roaming" stored in
SGSN

CN#09 [23.008 3.4.0 031 R99 3.5.0 Corrections of the description of BC
allocation for VLR (Release 99)

CN#11 |23.008 3.5.0 Rel-4 4.0.0 Version updated from R99 to Rel-4 after
CN#11

CN#11 [23.008 3.5.0 032r1 [Rel-4 4.0.0 Declare barring data for ODB PS

CN#11 [23.008 3.5.0 033r2 [Rel-4 4.0.0 Addition of LCS related subscriber data for
PS domain

CN#12  |23.008 4.0.0 035r3 [Rel-4 4.1.0 Correction of references

CN#12 [23.008 4.0.0 037 Rel-4 41.0 Supported CAMEL Phases in VLR is
temporary

CN#15 [23.008 4.1.0 038r5 [Rel-5 5.0.0 Addition of multimedia information elements

CN#15 [23.008 41.0 039r1 [Rel-5 5.0.0 Collective CRs against 23.008 for CAMEL
phase4

CN#16  [23.008 5.0.0 041r2  [Rel-5 5.1.0 Filter Criteria Modifications

CN#16  [23.008 5.0.0 043 Rel-5 5.1.0 Correction to TS 23.008

CN#16 |23.008 5.0.0 044 Rel-5 5.1.0 Correction of the DP criteria table for T-CSI
and VT-CSI on the Rel05 collective CR

CN#16 [23.008 5.0.0 045r1  [Rel-5 5.1.0 Splitting of CAMEL phase 4

CN#16  [23.008 5.0.0 047r1  [Rel-5 5.1.0 Addition of Service Indication

CN#16 [23.008 5.0.0 048r1 [Rel-5 5.1.0 CR on the charging function address format

CN#16 |23.008 5.0.0 051 Rel-5 5.1.0 Correction of errors introduced with the
taken into account CAMEL phase 4

CN#16  [23.008 5.0.0 052r1 [Rel-5 5.1.0 LCS: Service Type and Codeword
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Change history

TSG CN#| Spec Version CR <Phase> | New Version Subject/Comment

CN#16  [23.008 5.0.0 053 Rel-5 5.1.0 Alignment of 23.008

CN#17  [23.008 5.1.0 054r1  [Rel-5 5.2.0 The Organisation of CAMEL IMS Data

CN#17 |23.008 5.1.0 056r1 [Rel-5 5.2.0 Handling of partial implementations of
CAMEL phase 4

CN#17 [23.008 5.1.0 057 Rel-5 5.2.0 Wrong Camel capability handling for the
O-CSlI, T-CSl, VT-CSIl and D-CSI

CN#18 [23.008 5.2.0 058 Rel-5 5.3.0 Addition of Barring Indication of multimedia
public identities

CN#18 [23.008 5.2.0 060 Rel-5 5.3.0 Deleting codeword related information

CN#18 |23.008 5.2.0 061rl1  [Rel-5 5.3.0 Correction to the form of public user identity

CN#19 [23.008 5.3.0 065r1 [Rel-5 5.4.0 Clarification of IMPU barring handling

CN#19 |23.008 5.3.0 067r1 [Rel-5 5.4.0 Definition of the Subscribed Media Profile
Identifier

CN#20 (23.008 5.4.0 068 Rel-5 5.5.0 Storage of UESBI in the VLR and SGSN

CN#20 [23.008 5.4.0 121 Rel-5 5.5.0 Distinction between Roaming Restriction
Due To Unsupported Feature and Roaming
Restricted in the SGSN Due To
Unsupported Feature

CN#21 |23.008 5.5.0 122r2 |Rel-5 5.6.0 Addition of a list of authorized visited
network identifiers

CN#22 [23.008 5.6.0 126 Rel-5 5.7.0 Registration status

CN#22 |23.008 5.6.0 128r1 |Rel-5 5.7.0 Correct table of IMS elements

CN#22 |23.008 5.7.0 127r4  |Rel-6 6.0.0 Services related to unregistered state

CN#23 [23.008 6.0.0 129 Rel-6 6.1.0 Inclusion of Access_Restriction_Data
parameter

CN#24  (23.008 6.1.0 130r4 |Rel-6 6.2.0 Add IMEISV to 'data stored in the HLR' due
to ADD function

CN#25 |23.008 6.2.0 133r3  |Rel-6 6.3.0 GAA Domain Data Structure

CN#26 (23.008 6.3.0 135r1 |Rel-6 6.4.0 Inclusion of selected CN operator ID
parameter

CN#26 |23.008 6.3.0 136 Rel-6 6.4.0 Optimization of User Profile Download

CN#26 (23.008 6.3.0 137 Rel-6 6.4.0 Subscribed Media Profile Identifier

CN#26 |23.008 6.3.0 138r1 |Rel-6 6.4.0 Domain independent GAA

CN#26 [23.008 6.3.0 140 Rel-6 6.4.0 Correction to authorization flag definition

CN#26 |23.008 6.3.0 141 Rel-6 6.4.0 Introduction of NAF groups

CN#26 [23.008 6.3.0 142r1 |Rel-6 6.4.0 WLAN-IW data handling: additions to
23.008

CN#27 [23.008 6.4.0 134r4  |Rel-6 6.5.0 Adding trace control and configuration
parameters to subscriber data in HSS
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CT#28 |23.008 6.5.0 0150 Rel-6 6.6.0 Removal of implied link between MS and
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Address
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Registration Set
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CT#28 |23.008 6.5.0 0151r1 ([Rel-6 6.6.0 Addition of Maximum-Number-Accesses
AVP and Number-Accesses Data types

CT#28 |23.008 6.5.0 0144r4 [Rel-6 6.6.0 Public Service Identity

CT#28 |23.008 6.6.0 152r2 |Rel-6 6.7.0 Correction on I-WLAN Service Data Storage
table

CT#28 [23.008 6.6.0 153 Rel-6 6.7.0 Correction to handling of Maximum-
Number-Accesses description

CT#28 |23.008 6.6.0 154R2 |Rel-6 6.7.0 PSI routing

CT#28 |23.008 6.6.0 155r1 |Rel-6 6.7.0 Update to GAA time data items

CT#28 |23.008 6.6.0 156r1 |Rel-6 6.7.0 PSI Activation

CT#28 [23.008 6.6.0 157r1 |Rel-6 6.7.0 Removing references to Diameter draft

CT#28 [23.008 6.6.0 159r1 |Rel-6 6.7.0 IMSI handling at the PDG

CT#28 [23.008 6.6.0 160 Rel-6 6.7.0 Change of reference from Release 5 to
Release 6
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TSG CN#| Spec Version CR <Phase> | New Version Subject/Comment
CT#28 [23.008 6.6.0 161 Rel-6 6.7.0 Association of the Charging Information with
the IMS Subscription
CT#28 [23.008 6.6.0 162 Rel-6 6.7.0 Charging-Information Correction
CT#30 |23.008 6.7.0 0163r1 [Rel-6 6.8.0 Incorrect References
CT#30 [23.008 6.7.0 0164r1 [Rel-6 6.8.0 Correction on I-WLAN Sevice Data Storage
table
CT#30 [23.008 6.7.0 0165r2 [Rel-6 6.8.0 Updating the table of I-WLAN Data Storage
CT#30 [23.008 6.8.0 Rel-7 7.0.0 Rel-7 version was created because of ETSI
TISPAN references.
CT#31 [23.008 7.0.0 0169r1 [Rel-7 7.1.0 Correction to the Max Requested Bandwidth
in I-'WLAN data storage
CT#32 [23.008 7.1.0 0172r2 [Rel-7 7.2.0 Roaming handling with implicilty registered
Public User IDs
CT#33 [23.008 7.2.0 0179r1 [Rel-7 7.3.0 Correction of the handling of transparent
data
CT#33 [23.008 7.2.0 0176r2 [Rel-7 7.3.0 Storage of the Display Name in the IM Core
Network Subsystem
CT#34 [23.008 7.3.0 0170r4 [Rel-7 7.4.0 Support of SMS over IP networks
0181r1 Activation Status of a PSI
0183r1 Charging identifier storage
0187r1 User Status valid values
0190r1 Definition of Wildcarded PSls
0194 Clarification of the definition of the Service
Indication
0195r1 Addition of Emergency Access Flag to |-
WLAN User data
CT#35 |23.008 7.4.0 0196r1 [Rel-7 7.5.0 Subscriber data for Operator Determined
Barring
0198r2 Correction of user data
0199r2 QoS parameter storage in I-WLAN entities
0201 MNRR correction
0205r1 Netwok Access Identifier Update
CT#36 |23.008 7.5.0 0200r1 [Rel-7 7.6.0 Addition of UNRI
0206 Mobile Termination whilst the MS is moving
to another MSC
0207r2 Definition of the List of Subscribed IMS
Communication Service Identifiers
0209 Negotiated CAMEL Capability Handling for
M-CSI and SS-CSI
CT#37 |23.008 7.6.0 0210 Rel-7 7.7.0 Mandatory Charging Data in the HSS
0211r1 Repository Data for Alias Public User
Identities
0213r1 Repository Data for Wildcarded PSls
CT#38 [23.008 7.7.0 0220 Rel-7 7.8.0 Addition of Alias Public User Identities
CT#38 |23.008 7.8.0 0214r5 [Rel-8 8.0.0 Updates to 23.008 for Digest
CT#39  23.008 8.0.0 0222r2 [Rel-8 8.1.0 Update for Supporting NASS-Bundled-
Authentication
0223r1 PSI clarification
0226 Wildcarded Public User Identities
CT#40  23.008 8.1.0 0221r1 [Rel-8 8.2.0 Paging optimization with A/lu flex
CT#41  23.008 8.2.0 0229 Rel-8 8.3.0 Addition of IMS Centralized Service
subscription information
0230r1 Support of "Loose-Route" indication from
HSS
0232 Add S-CSCF Restoration Information as
One Subscriber Data
CT#42  23.008 8.3.0 0234r1 [Rel-8 8.4.0 Introduction of new subscriber related data
for CS fallback
0233r4 Closed Subscriber Group
0236 Support for IMS Service Level Trace
0238r2 EPS related Subscriber Data
CT#43  23.008 8.4.0 0245r1 [Rel-8 8.5.0 AliasesRepositoryData removal
0239r3 Correction and alignments with interface
specifications
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0244 EPS Subscription Data
Ct#44 23.008 8.5.0 0248r2 [Rel-8 8.6.0 Loose Route Indication
0249 Parameters storage related to ISR
0251r3 User data related to UE reachability
notification procedure
CT#45  23.008 8.6.0 0252r1 |[Rel-8 8.7.0 Subscribed and EPS PDN Connection
Charging Characteristics
0254r1 HSS Data Corrections
0256r1 SA2 alignment in 23.008
0258r1 Correction on some ODB parameters
description
0259r3 Removal of URRD
CT#45  23.008 8.7.0 0253r1 [Rel-9 9.0.0 Managing membership of CSG users
0257r1 Subscriber Data for MBMS in EPS
CT#46  23.008 9.0.0 0260r2 |[Rel-9 9.1.0 Information storage for IMS emergency call
over GRPS and EPS
0262r1 Correction on AMBR
0263r3 APN level APN-OI replacement
0266r1 ICS-Flag
0265r1 Information Storage correction
0268r2 RFSP alignment in 23.008
0274 Information storage for IMS emergency call
over EPS non 3GPP access
0280 Corrections to "eNB F-TEID for S1-U"
0285r2 S4-SGSN and Gn/Gp-SGSN
0287r2 PDN Connection Id
CT#47  23.008 9.1.0 0292r1 [Rel-9 9.2.0 Priority service information stored in HSS
0288r2 ANDSF Subscription Data
CT#48  23.008 9.2.0 0304r1 [Rel-9 9.3.0 Update of IETF Reference
0296r3 Missing IMS information related to AS
identities
0298r1 HPLMN ODB
0299 Information storage for UE's usage setting
and voice capability
0302r1 URRP for SGSN
CT#49  23.008 9.3.0 0309 Rel-9 9.4.0 S-CSCF re-assignment pending flag
CT#49  23.008 9.4.0 0305r1 [Rel-10 10.0.0 SIPTO Permission Indicator
CT#50  23.008 10.0.0 0313r2 [Rel-10 10.1.0 Subscriber's data for MAPCON
0322r2 Missing Restoration flags for Gs/SGs
interface
0328r1 Addition of UE Purge Flag
0326r1 Periodic TAU/RAU timer in HSS
subscription
0325r5 Enhanced SRVCC Subscriber Data
0318r2 Definition of Alias Public User Identities
0316r1 Clarification on SIPTO Permission for
Wildcard APN
0315r2 Non-3GPP data storage for S2b-GTP
0312r1 Addition of MPS Priority as Subscriber Data
0311r1 Addition of LIPA permission as Subscriber
Data
0317r2 Addition of Service-related Entity
Information elements to the Subscriber
Data and removal of duplicated information
CT#51  23.008 10.1.0 0330r2 [Rel-10 10.2.0 Minimization of Drive Tests (MDT)
0333r2 Subscription Data for Relay Node
0334 New Extended Priority data
0335 MT Roaming Retry and Super Charger
0337r1 STN-SR and SRVCC subscription
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