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Trademarks
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Foreword

Thisfinal draft Technical Specification (TS) has been produced by ETSI Technical Committee Railway
Telecommunications (RT), and is now submitted for the V ote phase of the ETSI Standardisation Request deliverable
Approva Procedure (SRAAP).

The present document is part 2 of a multi-part deliverable covering Building Blocks and Functions for the Future
Railway Mobile Communication System (FRMCS), asidentified below:

Part 1:  "Transport Stratum™;

Part 2: " Service Stratum”;

Part 3:  "Train On-Board functions and interfaces’;
Part 4.  "Trackside functions and interfaces’;

Part 5:  "User Equipment (UE) capabilities’.

Modal verbs terminology

In the present document "shall”, "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and
"cannot" are to be interpreted as described in clause 3.2 of the ETSI Drafting Rules (Verbal forms for the expression of
provisions).

"must" and "must not" are NOT allowed in ETSI deliverables except when used in direct citation.
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Introduction

As the needs of the railway sector continue to evolve, ongoing digitalisation presents the appropriate response. In 2012,
UlIC initiated efforts to devel op the Future Railway Mobile Communication System (FRMCS) - a modern replacement
for GSM-R, which is expected to become obsolete in the early 2030s. This UIC project resulted in the creation of the
FRMCS Functional Requirements Specification (FRS) and the FRMCS System Requirements Specification (SRS), both
of which focus primarily on the communication needs of railways and serve as the foundation for developing the
GSM-R successor.

The present document defines the building blocks and functions of the FRMCS Service Stratum, detailing how these

components interact i.e. interfaces and procedures, and provide FRMCS services to users and groups of users using
them for communicating amongst each other.

ETSI
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1 Scope

The present document defines the Service Stratum for the Future Railway Mobile Communications System (FRMCS).
In general, the FRMCS Service Stratum provides communication service and corresponding complementary service
resulting from 3GPP Mission Critical Services (MCX) and 3GPP multimedia system.

While FRMCS is defined in various FRMCS ETSI Technical Specifications, the present document determines
necessary components of the FRM CS Service Stratum, encompassing:

. Building blocks and corresponding reference points of 3GPP MCX/IMS.

. Reference points between MC systems/IMS for interconnection and unilateral use by M C organizations
(MC migration).

. Reference points between the MC system/IM S and external systems.

. QoS and priority management.

o User identification, authentication and authorization for the use of the FRMCS service stratum.
e  Communication security aspects.

. Complementary and auxiliary service, e.g. alternative user addressing schemes.

2 References

2.1 Normative references

References are either specific (identified by date of publication and/or edition number or version number) or
non-specific. For specific references, only the cited version applies. For non-specific references, the latest version of the
referenced document (including any amendments) applies.

Referenced documents which are not found to be publicly available in the expected location might be found in the
ETSI docbox.

NOTE: While any hyperlinks included in this clause were valid at the time of publication, ETSI cannot guarantee
their long-term validity.

The following referenced documents are necessary for the application of the present document.

[1] ETSI TS 123228 (V18.9.0): "Digital cellular telecommunications system (Phase 2+) (GSM);
Universal Mobile Telecommunications System (UMTS); LTE; 5G; IP Multimedia Subsystem
(IMS); Stage 2 (3GPP TS 23.228 version 18.9.0 Release 18)".

[2] ETSI TS 123280 (V18.12.0): "LTE; Common functional architecture to support mission critical
services; Stage 2 (3GPP TS 23.280 version 18.12.0 Release 18)".

[3] ETSI TS124 482 (V18.0.1): "L TE; Mission Critical Services (MCS) identity management;
Protocol specification (3GPP TS 24.482 version 18.0.1 Release 18)".

[4] ETSI TS 124 484 (V18.7.0): "LTE; Mission Critical Services (MCS) configuration management;
Protocol specification (3GPP TS 24.484 version 18.7.0 Release 18)".

[5] ETSI TS133180 (V18.1.0): "LTE; Security of the Mission Critical (MC) service (3GPP
TS 33.180 version 18.1.0 Release 18)".

[6] ETSI TS 123 379 (V18.12.0): "L TE; Functional architecture and information flows to support
Mission Critical Push To Talk (MCPTT); Stage 2 (3GPP TS 23.379 version 18.12.0 Release 18)".

[7] ETSI TS124 379 (V18.10.0): "L TE; Mission Critical Push To Talk (MCPTT) call control;
Protocol specification (3GPP TS 24.379 version 18.10.0 Release 18)".

ETSI
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https://www.etsi.org/deliver/etsi_ts/123200_123299/123228/18.09.00_60/ts_123228v180900p.pdf
https://www.etsi.org/deliver/etsi_ts/123200_123299/123280/18.12.00_60/ts_123280v181200p.pdf
https://www.etsi.org/deliver/etsi_ts/124400_124499/124482/18.00.01_60/ts_124482v180001p.pdf
https://www.etsi.org/deliver/etsi_ts/124400_124499/124484/18.07.00_60/ts_124484v180700p.pdf
https://www.etsi.org/deliver/etsi_ts/133100_133199/133180/18.01.00_60/ts_133180v180100p.pdf
https://www.etsi.org/deliver/etsi_ts/123300_123399/123379/18.12.00_60/ts_123379v181200p.pdf
https://www.etsi.org/deliver/etsi_ts/124300_124399/124379/18.10.00_60/ts_124379v181000p.pdf

(8]
[9]
[10]
[11]

[12]

[13]

[14]

[15]
[16]
[17]
[18]

[19]

[20]

2.2
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ETSI TS123282 (V18.10.0): "L TE; Functional architecture and information flows to support

Mission Critical Data (MCData); Stage 2 (3GPP TS 23.282 version 18.10.0 Release 18)".
ETSI TS 124 282 (V18.10.0): "LTE; Mission Critical Data (MCData) signalling control; Protocol

specification (3GPP TS 24.282 version 18.10.0 Release 18)".

ETSI TS124 582 (V18.2.0): "LTE; Mission Critical Data (MCData) media plane control; Protocol
specification (3GPP TS 24.582 version 18.2.0 Release 18)".

ETSI TS123 281 (V18.9.0): "LTE; Functional architecture and information flows to support
Mission Critical Video (MCVideo); Stage 2 (3GPP TS 23.281 version 18.9.0 Release 18).

ETSI TS123 002 (V18.0.0): "Digital cellular telecommunications system (Phase 2+) (GSM);
Universal Mobile Telecommunications System (UMTS); LTE; Network architecture (3GPP
TS 23.002 version 18.0.0 Release 18)".

ETSI TS 124 229 (V18.7.0): "Digital cellular telecommunications system (Phase 2+) (GSM);
Universal Mobile Telecommunications System (UMTS); LTE; 5G; IP multimediacall control
protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP);
Stage 3 (3GPP TS 24.229 version 18.7.0 Release 18)".

ETSI TS 133203 (V18.1.0): "Digital cellular telecommunications system (Phase 2+) (GSM);
Universal Mobile Telecommunications System (UMTYS); LTE; 3G security; Access security for
IP-based services (3GPP TS 33.203 version 18.1.0 Release 18)".

ETSI TS 103 765-1: "Rail Telecommunications (RT); Future Railway Mobile Communication
System (FRMCS); Building Blocks and Functions; Part 1: Transport Stratum”.

ETSI TS 103 792: "Rail Telecommunications (RT); Future Railway Mobile Communication
System (FRMCS); Interworking with GSM-R".

UIC FIS-7970: "Future Railway Mobile Communication System; Functiona Interface
Specification”, Version 2.1.0.

ETSI TS123 283 (V18.2.0): "LTE; Mission Critical Communication Interworking with Land
Mobile Radio Systems (3GPP TS 23.283 version 18.2.0 Release 18)".

ETSI TS 123 203 (V18.0.0): "Digital cellular telecommunications system (Phase 2+) (GSM);
Universal Mobile Telecommunications System (UMTS); LTE; Policy and charging control
architecture (3GPP TS 23.203 version 18.0.0 Release 18)".

ETSI TS 123 503 (V18.9.0): "5G; Policy and charging control framework for the 5G System
(5GS); Stage 2 (3GPP TS 23.503 version 18.9.0 Release 18)".

Informative references

References are either specific (identified by date of publication and/or edition number or version number) or
non-specific. For specific references, only the cited version applies. For non-specific references, the latest version of the
referenced document (including any amendments) applies.

NOTE:

While any hyperlinksincluded in this clause were valid at the time of publication, ETSI cannot guarantee
their long-term validity.

The following referenced documents may be useful in implementing an ETSI deliverable or add to the reader's
understanding, but are not required for conformance to the present document.

[i.1]

[i.2]

ETSI TR 103 791: "Rail Telecommunications (RT); Future Railway Mobile Communication
System (FRMCS); Terminology for FRMCS specifications’.

ETSI TS 103 764: "Rail Telecommunications (RT); Future Railway Mobile Communication
System (FRMCS); System Architecture”.
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https://www.etsi.org/deliver/etsi_ts/124200_124299/124282/18.10.00_60/ts_124282v181000p.pdf
https://www.etsi.org/deliver/etsi_ts/124500_124599/124582/18.02.00_60/ts_124582v180200p.pdf
https://www.etsi.org/deliver/etsi_ts/123200_123299/123281/18.09.00_60/ts_123281v180900p.pdf
https://www.etsi.org/deliver/etsi_ts/123000_123099/123002/18.00.00_60/ts_123002v180000p.pdf
https://www.etsi.org/deliver/etsi_ts/124200_124299/124229/18.07.00_60/ts_124229v180700p.pdf
https://www.etsi.org/deliver/etsi_ts/133200_133299/133203/18.01.00_60/ts_133203v180100p.pdf
https://www.etsi.org/deliver/etsi_ts/103700_103799/10376501/
https://www.etsi.org/deliver/etsi_ts/103700_103799/103792/
https://uic.org/IMG/pdf/uic_frmcs_fis_fis-7970_v2.1_0.pdf
https://www.etsi.org/deliver/etsi_ts/123200_123299/123283/18.02.00_60/ts_123283v180200p.pdf
https://www.etsi.org/deliver/etsi_ts/123200_123299/123203/18.00.00_60/ts_123203v180000p.pdf
https://www.etsi.org/deliver/etsi_ts/123500_123599/123503/18.09.00_60/ts_123503v180900p.pdf
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[i.3] ETSI TS 103 765-3: "Rail Telecommunications (RT); Future Railway Mobile Communication
System (FRMCS); Building Blocks and Functions; Part 3: Train On-Board functions and
interfaces'.

[i.4] ETSI TS 103 765-4: "Rail Telecommunications (RT); Future Railway Mobile Communication

System (FRMCS); Building Blocks and Functions; Part 4: Trackside functions and interfaces’.

3 Definition of terms, symbols and abbreviations

3.1 Terms

For the purposes of the present document, the terms given in ETSI TR 103 791 [i.1] and the following apply:
FRMCS SIP Core: Set of entities either:
. compliant with ETSI TS 123 228 [1] (3GPP IP multimedia core network subsystem);

e or supporting the reference pointsidentified in ETSI TS 123 280 [2], clause 7.5.3 compliant with the reference
points defined in ETSI TS 123 002 [12].

3.2 Symbols

Void.

3.3 Abbreviations

For the purposes of the present document, the following abbreviations apply:

3GPP 3G Partnership Project

5GC 5G Core

AKA Authentication and Key Agreement

API Application Programming Interface

APP Application

AS Application Server

ATO Automatic Train Operation

ATP Automatic Train Protection

CsC Common Service Core

DNS Domain Name Service

FIS Functional Requirement Specification (UIC)
FQDN Fully Qualified Domain Name

FRMCS Future Railway Mobile Communication System
FROP FRMCS On-Board Profile

FRS Functional Requirement Specification (UIC)
FSiwr FRMCS InterWorking Function

FSwni FRMCS Network-to-Network Interface
FSoni FRMCS Other Network Interface

GRE Generic Routing Encapsulation

GSM-R Global System for Mobile communications - Railways
H2H Host-to-Host

H2N Host-to-Network

HTTP Hyper Text Transfer Protocol

IBCF Interconnect Border Control Function

l[dM I dentity Management

IMS IP Multimedia Subsystem

IP Internet Protocol

IPcon | P connectivity

IWF InterWorking Function

LC Loose-Coupled (Application)
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MC Mission-Critical

MCPTT Mission-Critical Push-To-Tak

MCX Mission Critical Service

MFCN Mobile Fixed Communication Network
NAT Network Address Trandation

NDS Network Domain Security

NEF Network Exposure Function

NNI Network-to-Network Interface

OB On-Board FRMCS

ONI Other Network Interface

NOTE: ONI only gets used as part of FSoni, which isin thelist already.

PCF Policy Control Function
PLMN Public Land Mobile Network
QoS Quiality of Service
SAP Service Access Point
SCTP Stream Control Transmission Protocol
SDS (MCData) Short Data Service
SIP Session Initiation Protocol
SLC Super-Loose Coupled
SRS System Requirement Specification (UIC)
TAP Transport Access Point
TCMS Train Control and Management System
TLS Transport Layer Security
TrGW Transition GateWay
TS TrackSide
UDP User Datagram Protocol
UE User Equipment
URI Uniform Resource |dentifier
4 Architecture principles

4.1 General

Clause 4 describes system architecture of the Service Stratum to support communication services and complementary
services for FRMCS. The system architecture is applicable for FRMCS using 3GPP Mission Critical Services (MCX)
and the related MCX architecture defined in ETSI TS 123280 [2], ETSI TS 123 379[6], ETSI TS 123 281 [11] and
ETSI TS 123 282 [8] from 3GPP Release 18 onwards.

4.2 Architecture

The system architecture of the FRMCS service stratum isillustrated in Figure 4.2-1.

The FRMCS service stratum may consist of different domains, independent of the geographical alocation, and follows
the Service Client - Server approach (Figure 4.2-1) applicable in on-network operation mode.

The necessary interconnection between the different FRM CS service domains enables the service stratum users to
communicate between them using SAP interconnection via FSwn reference point.

For communication with legacy railway communication systems, i.e. GSM-R, the FRMCS Service Stratum enables the
necessary interworking using SAP Legacy Systems via FSwr reference point (Figure 4.2-1) for this purpose.

For the communication with external systems, e.g. MFCN, the FRM CS Service Stratum enables the necessary
interconnection/interworking using the SAP External Systems via FSon; reference point (Figure 4.2-1).

For the transmission of the communications between Service Client and Service Server encompassing signalling and
user data, the FRMCS service stratum (Figure 4.2-1) uses unicast transmission paths of the FRMCS transport stratum
using the TAPs in accordance with ETSI TS 103 765-1 [15].
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The components of the various SAPs are described in more detail in the following clauses.

Other FRMCS Non-FRMCS &
Service Domains Non-EIRENE
Service Domains

Scope of ETSI TS 103 765-2

Interconnectio/ Interworking

FSwai FSoni
FRMCS
Service
Domain /\
1
|
Service )Function(s)
Applicati U FRMCS
pplication FRMCS Service Server(s)
Service /\ /\
Client(s) —(—)- 5GS R
e T . .
FRMCS Service Domain
Transport Stratum
Application Interconnection Legacy Interworking
OB app FSiwe
TSapp

Legacy Service Domain
GSM-R

Figure 4.2-1: FRMCS Service Stratum - system architecture

5 FRMCS Service Stratum constituents

5.1 Stand-alone FRMCS Service Domain

51.1 Functional entities
The signalling control functions of the FRMCS Service Stratum shall comply with ETSI TS 123 280 [2].

The FRMCS Service Domain shall support the following functional server entities as described in ETSI TS 123 280 [2],
clause 7.4.2.2:

e  Configuration management server.

. | dentity management server.

. Key management server.

. L ocation management server.

. Functional alias management server.

The FRMCS Service Domain shall support the following functional server entities for the MCPTT service (limited to
MCPTT ad hoc group call and emergency alert realized through MCPTT ad hoc group call):

. MCPTT server as described in ETSI TS 123 379 [6], clause 7.4.2.3.2.
. Floor control server as described in ETSI TS 123 379 6], clause 7.4.2.3.4.
o Media distribution function as described in ETSI TS 123 379 [6], clause 7.4.2.3.5.

. MCPTT user database as described in ETSI TS 123 379 [6], clause 7.4.2.3.7.
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The FRMCS Service Domain shall support the following functional server entities for the MCData service (limited to
MCData |PCon and MCData SDS):

. MCData server asdescribed in ETSI TS 123 282 [8], clause 6.4.3.1.2.

o MCData user database as described in ETSI TS 123 282 [8], clause 6.4.3.1.3.

. MCData notification server as described in ETSI TS 123 282 [8], clause 6.4.3.5.

5.1.2

Reference points

The FRMCS Service Domain shall support the following reference points between Service Client and Service Server:

. reference points for IMS/SIP and HTTP signalling as listed in Table 5.1.2-1;

. reference points for Common service core aslisted in Table 5.1.2-2;

. reference pointsfor MCPTT aslisted in Table 5.1.2-3; and

. reference points for MCData (SDS, IPcon) aslisted in Table 5.1.2-4.

Table 5.1.2-1: Reference Points of a stand-alone FRMCS Service Domain
for IMS/SIP and HTTP Signalling

MCx Reference Endpoints Underlying MCx ETSI Reference
Point signalling/control plane

SIP-1 SIP Signalling user agent - FRMCS SIP Core Gm ETSI TS 123 002 [12]

SIP-2 FRMCS SIP Core - Application Server (AS) ISC and Ma ETSI TS 123 002 [12]

HTTP-1 HTTP client - HTTP proxy Ut ETSI TS 123 002 [12]

HTTP-2 HTTP proxy - HTTP server HTTP ETSI TS 123 280 [2]

AAA-1 SIP database - FRMCS SIP core Cx ETSI TS 123 002 [12]

AAA-2 FRMCS SIP core - Diameter proxy Cx ETSI TS 123 002 [12]

Table 5.1.2-2: Reference Points of a stand-alone FRMCS
Service Domain for Common Service Core
MCx Endpoints Underlying MCx ETSI Reference
Reference signalling/control plane
Point

CSC-1 Identity management Client - Identity HTTPS (TLS) ETSI TS 133 180 [5]
management Server

CSC-4 Configuration management Client - HTTP-1 and HTTP-2 SIP-1 and |ETSI TS 123 280 [2]
Configuration management Server SIP-2

CSC-5 Configuration management Server - MC HTTP-1 and HTTP-2, SIP-2 ETSI TS 123 280 [2]
service server

CSC-8 Key management Client - Key management HTTP-1 and HTTP-2 ETSI TS 123 280 [2]
Server

CSC-9 Key management Server - MC service server HTTP-1 and HTTP-2 ETSI TS 123 280 [2]

CSC-10 Key management Server - Group management |HTTP-1, HTTP-2 (and may use [ETSI TS 123 280 [2]
Server HTTP-3)

CSC-13 Configuration management Server - MC ETSI TS 123 280 [2]
service user database

CSC-14 Location management Client - Location SIP-1 and SIP-2, HTTP-1 and ETSI TS 123 280 [2]
management Server HTTP-2

CSC-15 Location management Server - MC service SIP-1 and SIP-2, HTTP-1 and ETSI TS 123 280 [2]

server

HTTP-2
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Table 5.1.2-3: Reference Points of a stand-alone FRMCS Service Domain for MCPTT

MCx Reference Endpoints Underlying MCx signalling/control ETSI Reference
Point plane
MCPTT-1 MCPTT Server - MCPTT Client SIP-1, SIP-2, HTTP-1, HTTP-2 ETSI TS 123 379 [6]
(via SIP/IMS Core)
MCPTT-2 MCPTT Server - MCPTT User AAA-1 ETSI TS 123 379 [6]
database
MCPTT-4 Floor control server - Floor SGi ETSI TS 123 379 [6]
participant ETSI TS 123 002 [12]
MCPTT-5 MCPTT Server - 5GC N5/Rx (via PCF for trusted domain) ETSI TS 123 379 [6]
N33 (via NEF for un-trusted domain) ETSI TS 123 203 [19]
ETSI TS 123 503 [20]
MCPTT-7 Media distribution function - Media |SGi ETSI TS 123 379 [6]
mixer ETSI TS 123 002 [12]

Table 5.1.2-4: Reference Points of a stand-alone FRMCS Service Domain for MCData (SDS and IPcon)

MCx Reference Endpoints Underlying MCx signalling/control ETSI Reference
Point plane
MCData-2 MCData server - MCData user  |SCTP based Diameter management [ETSI TS 123 282 [8]
database application protocol ETSI TS 123 283 [18]
MCData-5 MCData server - 5GC N5/Rx (via PCF for trusted domain) ETSI TS 123 282 [8]
N33 (via NEF for un-trusted domain) |ETSI TS 123 203 [19]
ETSI TS 123 503 [20]
MCData-10 Message notification client - ETSI TS 123 282 [8]

MCData notification server

MCData-SDS-1 |MCData Server - MCData Client [SIP-1 ETSI TS 123 282 [8]
SIP-2
MCData-SDS-2  |SDS distribution function - SDS  |SGi ETSI TS 123 282 [8]
function (unicast) ETSI TS 123 002 [12]
MCData-IPcon-1 |MCData Server - MCData Client [SIP-1 ETSI TS 123 282 [8]
SIP-2

U-IPcon distribution function -
U-IPcon function (unicast)

MCData-IPcon-2 ETSI TS 123 282 [8]

NOTE: Interface AAA-1 may not be exposed as described in ETSI TS 123 280 [2], clause 9.2.2.2, note 1.

5.1.3 Procedures

The FRMCS Service Domain shall support the functionalities required for the following procedures of clause 6:
. MC User registration in Home FRMCS Service Domain.
. MC User deregistration in Home FRMCS Service Domain.

. FRMCS nominal operation procedures.

52 FRMCS Service Domain in interaction with other FRMCS
Domains
521 Functional entities

To provide the necessary signalling and voice codec adaptation for interworking with external networks, the FRMCS
Service Domain shall support the following functions of the IP Multimedia Core Network Subsystem defined in ETSI
TS123228[1]:

o IBCF and TrGW for interworking with public wireless systems, such as PLMN or other FRMCS service
domains as described in ETS| TS 124 229 [13].
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The FRMCS Service Domain shall support the following functional server entities for the MCPTT service:

MC gateway server asdescribed in ETSI TS 123 379 [6], clause 7.4.2.3.8.

The FRMCS Service Domain shall support the following functional server entities for the MCData service:

5.2.2

MC gateway server asdescribed in ETSI TS 123 282 [9], clause 6.4.3.1.5.

Reference points

This clause specifies the reference points between two FRM CS service domains.

FSw provides the following functionalities to comply with SAP Interconnection:

Support of inter-FRM CS service domain application and control plane signalling (SIP and HTTP signalling).
Communication services between MC Service Users served by different FRMCS Service Domains.
Topology hiding support.

Inter-FRM CS service domain out of band sharing (certificate exchange between FRMCS service domains).

Inter-FRM CS service domain interconnection security.

NOTE: Out of band sharing mechanism is not specified in the present document and subject to agreement

between FRM CS operators.

The FRMCS Service Domain shall support the following reference points which constitute FSyn at the Service Stratum
for the MC application plane and MC signalling control plane:

MCX-1 as specified in ETSI TS 123 280 [2], clause 7.5.2.19.
CSC-17 as specified in ETSI TS 123 280 [2], clause 7.5.2.17.
CSC-20 as specified in ETSI TS 123 280 [2], clause 7.5.2.21.
CSC-21 as specified in ETS| TS 123 280 [2], clause 7.5.2.22.
CSC-22 as specified in ETSI TS 123 280 [2], clause 7.5.2.23.
CSC-23 as specified in ETS| TS 123 280 [2], clause 7.5.2.24.
CSC-24 as specified in ETSI TS 123 280 [2], clause 7.5.2.25.
SIP-3 as specified in ETSI TS 123 280 [2], clause 7.5.3.4.
HTTP-3 as specified in ETSI TS 123 280 2], clause 7.5.3.7.

AAA-2 as specified in ETSI TS 123 280 [2], clause 7.5.3.9.

The FRMCS Service Domain shall support the following reference points which constitute FSuni @t the Service Stratum
for the MCPTT service:

MCPTT-3 as specified in ETSI TS 123 379 [6], clause 7.5.2.4.

MCPTT-10 as specified in ETSI TS 123 379 [6], clause 7.5.2.13.

The FRMCS Service Domain shall support the following reference points which constitute FSun @t the Service Stratum
for the MCData service:

MCData-3 as specified in ETS| TS 123 282 [8], clause 6.4.4.1.3.
MCData-9 as specified in ETSI TS 123 282 [8], clause 6.4.4.1.8.

MCData-10 as specified in ETSI TS 123 282 [§], clause 6.4.4.1.9.
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5.2.3 Procedures

The FRMCS Service Domain shall support the functionalities required for the following procedures of clause 6:
. MC User registration in Foreign FRM CS Service Domain.
. MC User deregistration in Foreign FRMCS Service Domain.
o Inter FRMCS service domain transition.

. Communications encompassing multiple FRM CS Service Domains.

5.3 FRMCS Domain in interaction with a GSM-R system

531 Functional entities

No additional functional entities are required for a FRMCS Service Domain in interaction with a GSM-R system.

5.3.2 Reference points

The FRMCS Service Domain shall support the following reference points as specified ETSI TS 103 792 [16],
clause 5.2:

. IWF-1.
° IWF-2.
° IWF-3.

5.3.3 Procedures

No additional procedures are required for a FRMCS Service Domain in interaction with a GSM-R system.

5.4 FRMCS interaction with non-FRMCS non-EIRENE System

The present document does not specify normative requirements applicable to interaction of FRMCS with non-FRMCS
non-EIRENE System.

6 FRMCS service procedures

6.1 MC User registration

6.1.1 MC User registration in Home FRMCS Service Domain
This clause describes the MC User registration procedure in Home FRMCS Service Domain.

The values passed into this procedure by its caller entity (e.g. On-Board FRMCSin ETSI TS 103 765-3 [i.3] or FRMCS
Trackside Gateway in ETSI TS 103 765-4 [i.4]) shall be used by the IdM Client and individual MC Service clients
involved in the procedures referenced below. These values are MC User ID and its associated password, scope and
IMS/SIP credential.
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The MC User registration procedure in Home FRM CS Service Domain is constituted of the following steps:
Step 1 - Bootstrap of M C default/initial configurations

The MC procedures for the configuration of MCS UE initial configuration Management Object and the default MCS
user profile configuration Management Object(s) shall conformto ETSI TS 124 484 [4], clause 4.2.2 for the online
configuration case.

NOTE: The URIsof Configuration Management Server and the I dentity Management Server are retrieved from
FROP.

Step 2 - MC User authentication and M C token acquiring

The IdM Client procedures for user authentication in primary MC system shall conformto ETSI TS 124 482 [3],
clause 6.2.1.

The IdM Server procedures for user authentication in primary MC system shall conformto ETSI TS 124 482 [3],
clause 6.3.1.

Step 3 - Configuration of M C service user profileand M C service group

The MC procedures for subscribing to the MCS UE configuration document, the MCS user profile configuration
document and the M CS service configuration document for each enabled MC Service shall conformto ETSI
TS 124 484 [4], clause 4.2.2 for the online configuration case.

Step 4 - SIP registration

The signalling user agent shall establish a secure connection to the SIP core for the purpose of SIP authentication and
registration and subsequently perform the SIP level registration asper ETSI TS 133 180 [5], clause 5.1.1, step B-1.

Step 5- M C Service User authorization per M C Service in the scope

All MC clients scoped for the authenticated MC User ID in step 2 shall perform the M C service authorization sending
the access token to the MC server using SIP PUBLISH message as per ETSI TS 133 180 [5], clause 5.1.3.2.3.

SIP Digest shall be used as security mechanism with for MC clients of tight coupled and loose coupled applications.
SIP Digest shall be used for FRMCS SIP Core access authentication over non-3GPP access including NDS/IP as per
Annex N (SIP Digest without TLS) and Annex O (SIP Digest with TLS) of ETSI TS 133 203 [14]. IMS AKA as
specified in ETSI TS 133 203 [14] should be limited to FRMCS Handhelds.

6.1.2 MC User registration in Foreign FRMCS Service Domain
This clause describes the MC User registration in Foreign FRMCS Service Domain.

The values passed into this procedure by its caller entity (i.e. On-Board FRMCSin ETSI TS 103 765-3 [i.3]) shall be
used by the IdM Client and individual MC Service clients involved in the procedures referenced below. These values
are MC User ID and its associated password, scope and the IMS/SIP credentialsin the Home FRMCS Service Domain
and in the Foreign FRMCS Service Domain.

The MC User registration procedure in Foreign FRMCS Service Domain for a MC user associated to interoperable
applicationsis congtituted of the following steps:

Step 1 - MC User authentication in primary M C system and selection of user profileto permit migration tothe
selected partner M C system

If this has not been executed previously, the steps 1 to 3 in clause 6.1.1 shall be performed. In this step, the MC client
obtains the M C service user profile from the primary MC system to permit migration to the selected partner MC system
(each user profile received from the primary M C system contains alist of partner M C systems to which migrationis
permitted using that user profile, together with their access information).

NOTE 1: The"selected partner MC system" is the one which is associated to the Foreign FRM CS Service Domain.
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Step 2- The M C User migration procedur e as defined in clause 6.4.1 shall be performed on the authenticated
MC User in Step 1

M C users associated with non-interoperabl e applications of Type IV cannot be permitted to migrate to the partner MC
system. M C user authentication and corresponding M C service user authorization for each MC service associated with
non-interoperabl e applications shall be as described in clause 6.1.1.

NOTE 2: The transport path to the home FRMCS Service Domain is as described in ETSI TS 103 765-1 [15].

6.2 FRMCS nominal operation procedures

6.2.1 MCPTT voice services

6.2.1.1 General

The FRMCS Service Domain shall support ETSI TS 123 379 [6], clause 10.19.3.1 for MCPTT ad hoc group call
procedures using "on-demand" Session.

The FRMCS Service Domain shall support for the ad hoc group call criteriathe comma-separated list as specified in
UIC FRMCS FIS-7970 [17], clause 4.3.6.10.3 with values as specified in UIC FRMCS FIS-7970 [17],
clause 4.3.6.10.4, Table 2 and clause 4.4.6.1.4, Table 4.

NOTE: The present document does not specify any normative requirements related to MCPTT private cal, in
particular related to ETSI TS 103 792 [16], clause 8.
6.2.1.2 Call setup
The FRMCS Service Domain shall support ETS| TS 124 379 [7], clauses 17.3.2.1 and 17.4.2 for MCPTT ad hoc group
call setup.
6.2.1.3 Call rejoin, modify and determine participants

The FRMCS Service Domain shall support ETSI TS 124 379 [7], clauses 17.3.4.1 and 17.4.4.1 for MCPTT ad hoc
group call regjoin.

The FRMCS Service Domain shall support ETS|I TS 124 379 [7], clauses 17.3.5.1 and 17.4.5.1 for MCPTT ad hoc
group call modification of the participant list or criteriafor the participant list.

The FRMCS Service Domain shall support ETSI TS 124 379 [7], clauses 17.3.6 and 17.4.6 for MCPTT ad hoc group
call participants determination.
6.2.1.4 Location service

The FRMCS Service Domain shall support ETSI TS 124 379 [7], clause 13.2.2 for MCPTT ad hoc group call location
reporting configuration.

The FRMCS Service Domain shall support ETSI TS 124 379 [7], clause 13.2.3 for MCPTT ad hoc group call location
information request.

The FRMCS Service Domain shall support ETSI TS 124 379 [7], clause 13.2.4 for MCPTT ad hoc group call location
information report.
6.2.1.5 Emergency alert

The FRMCS Service Domain shall support ETSI TS 124 379 [7], clauses 6.3.3.1.13.8 and 6.3.3.1.13.9 for initiating and
cancelling an MCPTT ad hoc group emergency alert.

The FRMCS Service Domain shall support ETSI TS 124 379 [7], clause 6.3.3.1.13.10 for determining MCPTT users
that are authorized for receiving MCPTT ad hoc group emergency alert participant information.
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The FRMCS Service Domain shall support ETSI TS 124 379 [7], clause 6.3.3.1.23 to populate meptt-info MIME
bodies for ad hoc group emergency alert.

The FRMCS Service Domain shall support ETSI TS 124 379 [7], clause 6.3.3.1.24 for generating a SIP MESSAGE
request to containing the participant lists of an MCPTT ad hoc group emergency alert.

The FRMCS Service Domain shall support ETSI TS 124 379 [7], clause 6.3.3.1.25 to validate ad hoc group priority
request parameters.

The FRMCS Service Domain shall support ETS|I TS 124 379 [7], clauses 12.1A2 and 12.1A3 for MCPTT ad hoc group
emergency alert.

6.2.1.6 Call release

The FRMCS Service Domain shall support ETSI TS 124 379 [7], clauses 17.3.3.1 and 17.4.3 for MCPTT ad hoc group

cal release.

6.2.2 MCData IP Connectivity

6.2.2.1 General

MCData |PCon is used to provide transparent |P connection between FRMCS Service Clients acting as MCData | Pcon
clientsasper ETSI TS 124 282 [9] and ETSI TS 124 582 [10].

The transparent |P data connection is achieved by using an GRE over UDP Tunnelling of the application layer P flow.
Two different connectivity models are defined within FRMCS:

. Host-to-Host Connectivity Model (H2H), providing atransparent | P connection between two host entities each
with a defined |P address.

. Host-to-Network Connectivity Model (H2N), providing a transparent 1P connection between a single host
entity (defined viaan I P address) and an | P network where multiple hosts can be connected.

Figure 6.2.2.1-1 depicts the service layer model for both Host-to-Host and Host-to-Network connectivity.

On-Board FRMCS [ T eGenTes | FRMCS Trackside
Domain(s) Gateway

TSuee H H

OBase AP ost-to-Host
API
LCApp A |4 OBuse APl servicas SIP/MC Signaling T TS APl services | LCApp C
{H2H) o0E Ul o (HzH) (e.g. RBC)
Data transfer »| Cient A MCData IPcon GREoverUDP tunnel {Host-to-Host) > Client C Dat4 transfer .

Host-to-Network

Trackside Application
Network D

LCAPPB | 0B, AP servicds SIP/MC Signaling
{H2N) L] wme 1 mc App DO
Data transf Client B b [ Datdtransfer |———  (DNS)
a transfer ien MCData IPcon GREoverUDP tunnel {Host-to-Network] ient
v

App D1

App D2
(e.g. PKI)

NOTE: The relevant OBAPP/TSAPP API services (open session, incoming sessing, etc.) depend on whether the
On-Board-FRMCS/FRMCS-Trackside-Gateway is acting as originator or terminator of the end-to-end
(reference ETSI TS 103 765-3 [i.3] for On-Board FRMCS and to ETSI TS 103 765-4 [i.4] for FRMCS
Trackside Gateway.

Figure 6.2.2.1-1: Service Layer model of Host-to-Host (H2H) and Host-to-Network (H2N) connectivity
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6.2.2.2 Basic mandatory procedures

6.2.2.2.1 MCData IPcon session establishment

The originating M CData client procedures for MCData | Pcon session establishment shall conformto ETSI
TS124 282 [9], clause 20.2.1.

The terminating M CData client procedures for MCData | Pcon session establishment shall conform to ETSI
TS124 282 [9], clause 20.2.2.

The FRMCS Service Domain shall support ETSI TS 124 282 [9], clauses 20.3 and 20.4 for MCData | Pcon session
establishment.
6.2.2.2.2 MCData IPcon media plane

The originating M CData client procedures for MCData | Pcon media plane shall conformto ETSI TS 124 582 [10],
clause 13.1.2.

The terminating M CData client procedures for MCData | Pcon media plane shall conform to ETSI TS 124 582 [10]
clause 13.1.3.

The FRMCS Service Domain shall support ETS| TS 124 582 [10], clauses 13.2 and 13.3 for MCData | Pcon media
plane.
6.2.2.2.3 MCData |IPcon session release

The originating M CData client procedures for MCData | Pcon session release shall conformto ETSI TS 124 282 [9],
clause 13.2.2.2.2.1.

The terminating M CData client procedures for MCData | Pcon session release shall conform to ETSI TS 124 282 [9],
clause 13.2.2.2.2.2.

The FRMCS Service Domain shall support ETSI TS 124 282 [9], clauses 13.2.2.2.3, 13.2.2.2.4.2, 13.2.2.2.4.3 and
13.2.2.2.4.4 for MCData | Pcon session release.

If the caller entity indicates that the user has ended the call, the RELEASE_CAUSE in the SIP Reason header field of
SIPBYE shall besetto 1 ("user ends cal") asdefined in ETSI TS 124 229 [13], clause 5.1.5 and Table 7.2A.18.11-2)
on each hop from originating M CData client up to the terminating M CData client.

6.2.2.3 MCData IPcon session establishment

6.2.2.3.1 On-Board-FRMCS-originated MCData IPcon session establishment
The originating MCData client shall send a MCData | Pcon session request to the MCData server (see clause 6.2.2.2.1):

. If the MCData client is configured by the On-Board FRMCS to use the Functional Alias as the recipient
identifier, the originating M CData Client shall set the <call-to-functional-alias-ind> element in the SIP
INVITE to "true" as per ETSI TS 124 282 [9], clause 20.2.1 step 8, and shall insert the URI of the functional
dias, which is passed to this procedure by the On-Board FRMCS, as a part of <resource-lists> element as per
ETSI TS124 282[9], clause 20.2.1 step 7.

. The originating M CData client shall fill the <user-requested-priority> element in the SIP INVITE as per ETS
TS 124 282 [9], clause 20.2.1 step 8, if avalue is passed into this procedure by the On-Board FRMCS.

NOTE 1: The value of <user-requested-priority> is associated to the Communication Session Category as specified
in clause 6.2.5 of the present document.

The following SIP response codes with the FRM CS-specific warning texts shall be supported by the M CData clients
and the FRMCS Service Domain:

. If the terminating application is not locally bound, the SIP response shall be set to 480 with warning text
"FRMCS-Terminating application is not locally bound".
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o If the terminating application is not allowed by profile to receive an incoming session, the SIP response shall
be set to 403 with warning text "FRMCS-Terminating application is not allowed to receive an incoming
session".

. If theincoming session timer (i.e. T_INCOMING_SESSION) is expired at the terminating FRMCS entity, the
SIP response shall be set to 408 with warning text "FRM CS-Terminating application did not respond in time to
session invitation”.

. If the terminating application entity declined the request, the SIP response shall be set to 603 with warning text
"FRMCS-Terminating application declined the request”.

The IP management during the establishment of On-Board originated sessions of type Host-to-Host and
Host-to-Network is described in clauses 6.2.2.4.2 and 6.2.2.4.3 respectively.

The <application-data> element within the AnyExt extension field of MCData |Pcon session request, sent on each hop
from originating MCData client up to the terminating M CData client, shall be set as specified in clauses 6.2.2.4.2 and
6.2.2.4.3, respectively for Host-to-Host and Host-to-Network addressing schemes.

NOTE 2: The detailed format of <application-data> is not specified in the present document.

6.2.2.3.2 FRMCS-Trackside-originated MCData IPcon session establishment
The originating M CData client shall send a MCData | Pcon session reguest to the MCData server (see clause 6.2.2.2.1):

. If the MCData client is configured by the FRMCS Trackside Gateway to use the Functional Alias asthe
recipient identifier, the originating MCData Client shall set the <call-to-functional-alias-ind> element in the
SIPINVITE to "true" asper ETSI TS 124 282 [9], clause 20.2.1 step 8, and shall insert the URI of the
functional alias, which is passed to this procedure by the FRMCS Trackside Gateway, as a part of
<resource-lists> element asper ETSI TS 124 282 [9], clause 20.2.1 step.

. The originating MCData client shall fill the <user-requested-priority> element in the SIP INVITE as per ETS
TS 124 282 [9], clause 20.2.1 step 8, if avalue is passed into this procedure by the FRMCS Trackside
Gateway.

NOTE 1: The value of <user-requested-priority> is associated to the Communication Session Category as specified
in clause 6.2.5 of the present document.

The following SIP response codes with the FRM CS-specific warning texts shall be supported by the MCData clients
and the FRMCS Service Domain:

. If the terminating application is not locally bound, the SIP response shall be set to 480 with warning text
"FRMCS-Terminating application is not locally bound".

. If the terminating application is not allowed by profile to receive an incoming session, the SIP response shall
be set to 403 with warning text "FRM CS-Terminating application is not allowed to receive an incoming
session”.

o If the incoming session timer (i.e. T_INCOMING_SESSION) is expired at the terminating FRM CS entity, the
SIP response shall be set to 408 with warning text "FRM CS-Terminating application did not respond in time to
session invitation".

o If the terminating application entity declined the request, the SIP response shall be set to 603 with warning text
"FRMCS-Terminating application declined the request".

NOTE 2: FRMCS Trackside Gateway cannot originate a Host-to-Network M CData I Pcon session.

The IP management during the establishment of a Trackside originated session of type Host-to-Host is described in
clause 6.2.2.4.4.

The <application-data> element within the AnyExt extension field of MCData | Pcon session request, sent on each hop
from originating MCData client up to the terminating MCData client, shall be set as specified in clause 6.2.2.4.4.

NOTE 3: The detailed format of <application-data> is not specified in the present document.
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6.2.2.4 IP management and data transfer for H2H and H2N addressing schemes

6.2.2.4.1 IP layer model

The set of different IP address ranges relevant to a Loose Coupled Applicationisdefined in ETSI TS 103 764 [i.2],
clause 8. The MCData signaling to setup MCData | Pcon tunnel between the On-Board FRMCS and the FRMCS
Trackside Gateway is using the service domain I P address range (SD_PUB_IP).

If aMCData client within the On-Board FRMCSis not using an |P within SD_PUB_|P, the On-Board FRMCS shall
implement aNAT function to translate | P addresses used for MCData signalling to and from the SD_PUB_IP range.

If aMCData client within the FRM CS Trackside Gateway is not using an |P within SD_PUB_IP, the FRMCS
Trackside Gateway, shall implement a NAT function to translate | P addresses used for MCData signalling to and from
the SD_PUB_IP range.

The following are the pre-requisite for the proceduresin clauses 6.2.2.4.2 t0 6.2.2.4.4:

. The On-Board Loose-Coupled Application has completed the Local Binding as per ETSI TS 103 765-3 [i.3],
clause 7.3.1.1.

e  The Trackside Application has completed the local binding as per ETSI TS 103 765-4 [i.4], clause 6.3.1.1.
. The On-Board FRM CS maintains a pool of virtual IPsintherange of OB_PRV _IP, called ViOB.
. The FRMCS Trackside Gateway maintains a pool of virtual IPsintherangeof TS FTG_IP, called ViTS.

NOTE: Inthe OBape/TSare API context, references to the Loose-Coupled Application aso include the Super
Loose-Coupled Application that utilizes an external APl agent.

6.2.2.4.2 IP management during an On-Board-FRMCS-originated Host-to-Host session
establishment
The IP management during the session establishment phase is done as follows (illustrated in Figure 6.2.2.4.2-1):

1)  Upon the reception of arequest on OBapp for opening a session of type H2H, the On-Board FRMCS acts as
specified in ETSI TS 103 765-3 [i.3], clause 7.3.2.1. If the request is valid:

a) theOn-Board Loose-Coupled Application | P address, namely OBAL, isretrieved from the request.

b) The On-Board FRMCS selects one | P address from the ViOB, representing the Trackside Application for
this OBape session within the On-Board FRMCS, namely the ViOB TSA1.

2) TheMCDatalPcon session request initiated by the originating MCData Client is forwarded up to the
terminating M CData Client as defined in clause 6.2.2.2.1 of the present document:

a)  The<application-data> in the SIP requests sent on each hop from originating M CData client up to the
terminating M CData client shall include IP address ViOB TSA1.

3)  Upon reception of a MCData | Pcon session request at the FRMCS Trackside Gateway:

a) The FRMCS Trackside Gateway selects avirtual |P address out of the ViTS, representing the On-Board
Loose-Coupled Application within the FRMCS Trackside Gateway, namely ViTS OBAL.

b) The FRMCS Trackside Gateway sends a notification of type "incomingSessionNotif" to the Trackside
Application as per ETSI TS 103 765-4 [i.4], clause 6.3.2.3.

4)  Upon reception of an incoming session acceptance response from the Trackside Application, the FRMCS
Trackside Gateway retrieves the Trackside Application IP address (i.e. TSA1) from the response.

5) The Trackside Application Network NAT function (definition in ETSI TS 103 765-4 [i.4], clause 5.4.1) shall
maintai n the mapping between the couple | P addresses (OBA1, ViOB TSAL) and (ViITSOBAL, TSAL).

6) TheMCDatalPcon session responseinitiated by the terminating MCData Client is forwarded up to the
originating MCData Client as defined in clause 6.2.2.2.1 of the present document.
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7)  Upon the reception of the responsein step 6, the On-Board FRMCS sends a notification of type
"openSessionFinal AnswerNotif * to the On-Board Loose-Coupled Application (as per ETSI
TS 103 765-3[i.3], clause 7.3.2.1).

8) Upon the reception of SIP OK, the FRMCS Trackside Gateway should send a notification of type
"openSessionFinal AnswerNotif " to the Trackside Application.

NOTE 1: Following this procedure, the On-Board Loose-Coupled Application will use the ViOB TSA1 (obtained
at step 7) asthe destination 1P address for its outgoing I P packets linked to this H2H session.

NOTE 2: (If step 8 isnot implemented): When the session is On-Board Originated, the first IP packet needsto be
sent from On-Board towards the Trackside. The Trackside Application learns from the previously
received packets which IP address to use as the destination I1P address for its outgoing packets (i.e. ViTS
OBA1).

NOTE 3: (If step 8 isimplemented): Following this procedure, the Trackside Application will usethe ViTS OBA1
(obtained at step 8) as the destination | P address for its outgoing | P packets linked to this H2H session.
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Figure 6.2.2.4.2-1: H2H session establishment
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6.2.2.4.3 IP management during an On-Board-FRMCS-originated Host-to-Network session

establishment

Pre-requisite: the H2N network endpoint is configured within FRMCS Trackside Gateway as defined in ETSI
TS 103 765-4[i.4], clause 6.1.2.

The IP management during the session establishment phase is done as follows:

1)

Upon the reception of arequest on OBape for opening a session of type H2N, the On-Board FRMCS acts as
specified in ETSI TS 103 765-3 [i.3], clause 7.3.2.1. If therequest is valid:

a) TheOn-Board Loose-Coupled Application |P address, namely OBA1, isretrieved from the request.

b)  For thisH2N session request, the On-Board FRM CS selects one | P address from the ViOB, representing
the Trackside Application for this OBapp session within the On-Board FRMCS, namely the ViOB TSAX.

¢) Theremoteld provided in the OBape request for aH2N session is mapped within the FROP to Functional
AliassM C Service ID representing the H2N network endpoint within FRMCS Trackside Gateway. The
terminating M CData Client in the following stepsis the one associated to thisMC Service ID.

NOTE 1: Thedns request provided in the OBarr request for aH2N session carries the FQDN of the intended

2)

3)

4)

5)

6)

application server whose DNS resolution is requested at the same time of session establishment.
Alternatively, the application can directly provide the IP address of the intended application server
(i.e. TSAX) indns_request.

The MCData IPcon session request initiated by the originating MCData | Pcon is forwarded up to the
terminating M CData Client as defined in clause 6.2.2.2.1 of the present document. The <application-data> in
the SIP requests sent on each hop from originating M CData client up to the terminating MCData client shall
include the value provided in dns_request of the OB apr request and the | P address ViOB TSAX.

Upon reception of a MCData | Pcon session request addressing a M CData client representing the H2N
Network endpoint within the FRMCS Trackside Gateway, if the <application-data> contains the FQDN of the
Trackside Application server:

a A DNSclient within the FRMCS Trackside Gateway sends a DNS request for the resolution of the
FQDN retrieved from <application-data> to the DNS server.

b)  Upon the reception of the DNS response including TSAX as the resolved | P address, the FRMCS
Trackside Gateway selectsavirtual |P address out of the ViTS, representing the On-Board
Loose-Coupled Application within the FRMCS Trackside Gateway, namely ViTS OBAL.

The FRMCS Trackside Gateway maintains a mapping between the couple IP addresses (OBA1, ViOB TSAX)
and (ViTS OBA1, TSAX) as specified in ETSI TS 103 765-4 [i.4], clause 5.4.1.

The MCData | Pcon session response initiated by the terminating MCData Client is forwarded up to the
originating MCData Client as defined in clause 6.2.2.2.1 of the present document.

Upon the reception of the response in step 5, the On-Board FRM CS sends a notification of type
" openSessionFinal AnswerNotif" towards the On-Board Loose-Coupled Application (as per ETSI
TS 103 765-3i.3], clause 7.3.2.1).

NOTE 2: If the On-Board application is Super-Loose Coupled, the API agent needs also to include a DNS server.

Upon reception of a DNS request from the On-Board SLC Application, the APl agent setsthe
dns_request parameter of OBapr for opening a session to the FQDN to be resolved (which isretrieved
from the DNS request).
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6.2.2.4.4 IP management during a Trackside-Gateway-originated Host-to-Host session

establishment

The IP management during the session establishment phase is done as follows:

1)

2)

3)

4)

5)

6)

7)

8)

Upon the reception of arequest on T Sape for opening a session of type H2H, the FRM CS Trackside Gateway
actsas specified in ETSI TS 103 765-4 [i.4], clause 6.3.2.1. If the request is valid:

a) The Trackside Loose-Coupled Application |P address, namely TSA1, isretrieved from the request.

b) The FRMCS Trackside Gateway selects one | P address from the ViTS, representing the On-Board
Application for this T Sape session within the FRM CS Trackside Gateway, namely the ViTS OBAL.

The MCData | Pcon session request initiated by the originating MCData Client is forwarded up to the
terminating MCData Client as defined in clause 6.2.2.2.1 of the present document.

Upon reception of aMCData | Pcon session request at the On-Board FRMCS:

a) TheOn-Board FRMCS selects avirtual |P address out of the ViOB, representing the Trackside
Loose-Coupled Application within the On-Board FRMCS, namely ViOB TSA1L.

b) The On-Board FRMCS sends a notification of type "incomingSessionNotif" to the On-Board Application
asper ETSI TS 103 765-3 [i.3], clause 7.3.2.3.

Upon reception of an incoming session acceptance response from the On-Board Application, the On-Board
FRMCS retrieves the On-Board Application IP address (i.e. OBA1) from the response.

The MCData IPcon session response initiated by the terminating MCData Client is forwarded up to the
originating MCData Client as defined in clause 6.2.2.2.1 of the present document:

a) The<application-data> in the SIP requests sent on each hop from terminating M CData client up to the
originating MCData client shall include IP address ViOB TSAL.

The Trackside Application Network NAT function (definitionin ETSI TS 103 765-4 [i.4], clause 5.4.1) shall
maintain the mapping between the couple | P addresses (OBA1, ViOB TSAL) and (VITSOBAL, TSAL).

Upon the reception of the response in step 5, the FRM CS Trackside Gateway sends a notification of type
"openSessionFinal AnswerNotif " to the Trackside Loose-Coupled Application (as per ETS
TS 103 765-4 [i.4], clause 6.3.2.1).

Upon the reception of SIP OK, the On-Board FRM CS should send a notification of type
" openSessionFinal AnswerNotif * to the On-Board Application.

NOTE 1: Following this procedure, the Trackside Loose-Coupled Application will usethe ViTS OBAL1 (obtained at

step 5) as the destination |P address for its outgoing | P packets linked to this H2H session.

NOTE 2: If step 8 isnot implemented: When the session is Trackside Originated, the first | P packet needs to be

sent from Trackside towards the On-Board. The On-Board Application learns from the previously
received packets which | P address to use as the destination | P address for its outgoing packets (i.e. ViOB
TSA1L).

NOTE 3: If step 8 isimplemented: Following this procedure, the On-Board Application can use the ViOB TSA1

(obtained at step 8) as the destination | P address for its outgoing | P packets linked to this H2H session.
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6.2.2.4.5 Data transfer from the On-Board-FRMCS to the FRMCS Trackside Gateway

For Datatransfer from the On-Board-FRMCS to the FRM CS Trackside Gateway, the following steps are undertaken
(see Figure 6.2.2.4.5-1 and clause 6.2.2.2.2):

1) TheMCDataclient within the On-Board FRM CS encapsulates the incoming | P packets from the On-Board LC
Application (source: OBA1, destination: ViOB TSA1) into the MCData | Pcon GRE over UDP tunnel.

2) TheMCDataclient within FRMCS Trackside Gateway decapsulates the packets arriving from the GRE tunnel.

3) TheTrackside Application Network NAT shall replace the source and destination |P addresses (source:
OBA1,destination: ViOB TSA1) in the decapsulated | P packet of step 2 by (source: ViTS OBAL,destination:
TSAL).

4) The FRMCS Trackside Gateway shall forward the packet resulting from step 3 towards the Trackside LC
Application.
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Figure 6.2.2.4.5-1: H2H data transfer in both direction:
(top) from On-Board to Trackside and (bottom) from Trackside to On-Board
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6.2.2.4.6 Data transfer from the FRMCS Trackside Gateway to the On-Board-FRMCS

For Data transfer from a FRM CS Trackside Gateway to an On-Board-FRMCS, the following steps are undertaken (see
Figure 6.2.2.4.5-1 and clause 6.2.2.2.2):

1) TheTrackside Application Network NAT shall replace the source and destination | P addresses (source: TSAL,
destination: ViTS OBAL1) in the incoming I P packets from the Trackside LC Application by (source: ViOB
TSAL, destination: OBA1).

2) TheMCDataclient within the FRMCS Trackside Gateway encapsulates the IP packets resulted from the step 1
(source: ViOB TSA1, destination: OBA1) into the M CData | Pcon GRE over UDP tunnel.

3) TheMCData client within the On-Board FRMCS decapsul ates the packets arriving from the GRE tunnel.
4) The On-Board FRMCS shall forward the packet resulting from step 3 towards the On-Board LC Application.

6.2.2.5 MCData IPcon session release

When this procedureis called by either On-Board FRMCS or FRMCS Trackside Gateway, the corresponding M CData
client shall initiate the release of the MCData communication (see clause 6.2.2.2.3).

6.2.3 MCData SDS

The FRMCS Service Domain shall support ETSI TS 124 282 [9], clauses 9.2.2.3.1 (excluding step 4a) and 9.2.2.4.2
(excluding step 6).

6.2.4 MCData File Distribution

The present document does not specify normative requirements for MCData file distribution service.

6.2.5 QoS and priority signalling

User's requested priority from MC session request as per ETSI TS 123 280 [2] shall be used for indicating the requested
QoS and priority to the MC Service Server. Requested priority shall be used to uniquely identify railway
communication session categories.

The conveyance of <user-requested-priority> in the SIP INVITE messages during the call establishment is defined per
MC Servicein clause 6.

The <user-requested-priority> value shall be 6 digit non-negative integer starting with non-zero digit. Format of
<user-requested-priority> shall be [Communication Session Category] [Sub-category] where:

. [Communication Session Category] is 4 digit field that uniquely indicates Communication Session Category.

. [Sub-category] is 2-digit field that uniquely indicates further priority distinction within the same
Communication Session Category.

The <user-requested-priority> field of the SIP INVITE shall be used between the MC Service Client and (MC Service
Server of) the FRMCS Service Domain. The Resource-Priority header field of the SIP INVITE shall always be set to
"Normal”.

NOTE: The mapping of the combination of Communication Session Category and Sub-category to the
<user-requested-priority> field of SIP INVITE needs to be consistent between the MC Service Client and
its serving FRM CS Service Domains (an example of such mapping is presented in Table A-1).

The Application Function shall send relevant QoS and priority parameters (i.e. afAppld and resPrio, as specified in
ETSI TS 103 765-1 [15], clause 8.1) over Rx or N5 interfaces.
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6.2.6 Functional aliasing
This clause describes the functional aliasing for FRMCS Service Domain.

The procedures for MCData server serving the MCData user for management of functional alias shall conformto ETS
TS 124 282[9], clause 8.3.2.

The procedures for MCData server owning functional alias shall conformto ETSI TS 124 282 [9], clause 8.3.3.

The procedures for MCPTT server serving the MCPTT user for management of functional aias shall conformto ETSI
TS124 379 [7], clause 9A.2.2.2.

The procedures for MCPTT server owning functional alias shall conformto ETSI TS 124 379 [7], clause 9A.2.2.3.

6.2.7 Arbitration

The present document does not specify normative requirements with respect to arbitration.

6.3 MC User deregistration

6.3.1 MC User deregistration in Home FRMCS Service Domain

This clause describes the MC Service User deregistration in Home FRMCS Service Domain. MC Service User
deregistration implies MC Service User can no longer receive MC services and SIP services.

Pre-requisite: the ongoing communications of the MC Service User are released.

If this procedure isinitiated by its caller entity (e.g. within On-Board FRMCS or FRM CS Trackside Gateway), the
MC Service Client shall perform the user-initiated SIP deregistration procedure as specified in ETSI TS 124 229 [13],
clause 5.1.1.6.

6.3.2 MC User deregistration in Foreign FRMCS Service Domain

This clause describes the MC Service User deregistration in Foreign FRMCS Service Domain. MC Service User
deregistration implies MC Service User can no longer receive MC services and SIP services.

Pre-requisite: the ongoing communications of the MC Service User is released.

If this procedureisinitiated by its caller entity (i.e. On-Board FRMCSin ETSI TS 103 765-3[i.3]), the MC Service
Client deregistration procedure in Foreign FRMCS Service Domain is constituted of the following steps:

Step 1- Migrated M C Service User deauthorization

For amigrated MC Service user, the MC Service Client shall initiate migration service deauthorization procedure as
described in clause 6.4.2. of the present document.

Step 2 - User-initiated SIP deregistration

The MC Service Client shall perform the user-initiated SIP deregistration procedure as specified in ETSI
TS 124 229[13], clause 5.1.1.6.

6.3.3 Network initiated MC User deregistration

The present document does not specify network initiated MC Service User deregistration.
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6.4 Inter FRMCS service domain transition

6.4.1 MC Service User migration

This clause describes the steps that shall be undertaken for MC User migration of agiven MC User. The values passed
into this procedure by its caller entity shall be used by the IdM Client and individual MC Service clientsinvolved in the
procedures referenced below.

Precondition: The MC User is authenticated, and the MC Service client has selected the user profile which permits
migration to the selected partner MC system as described in ETSI TS 133 180 [5], clause C.2.

NOTE 1. The"selected partner MC system" is the one which is associated to the Foreign FRMCS Service Domain.
Step 1 - Security token acquisition from the primary M C system

The IdM Client procedures for security token acquisition from primary MC system shall conform to ETSI
TS124 482 [3], clause 6.2.2.

The ldM Server procedures for security token acquisition from primary M C system shall conformto ETSI
TS 124 482 [3], clause 6.3.2.

Step 2 - MC token acquisition from the partner M C system

The ldM Client procedures for token acquisition from partner MC system shall conformto ETSI TS 124 482 [3],
clause 6.2.3.

The ldM Server procedures for user authentication in the partner MC system shall conformto ETSI TS 124 482 [3],
clause 6.3.3.

Step 3 - Configuration of M C service user profileand MC service group in the partner MC system

The MC procedures for subscribing to the MCS UE configuration document, the MCS user profile configuration
document and the M CS service configuration document for each enabled MC Service shall conform to ETSI
TS 124 484 [4], clause 4.2.2 for the online configuration case.

Step 4 - Service authorization for migration to the partner MC system
The MCPTT client procedure for migration service authorization shall conformto ETSI TS 124 379 [7], clause 7A.2.

The partner MCPTT server procedure for migration service authorization shall conformto ETSI TS 124 379 [7],
clause 7A.3.

The partner MCPTT gateway server procedure for migration service authorization shall conformto ETS|
TS 124 379[7], clause 7A 4.

The primary MCPTT gateway server procedure for migration service authorization shall conform to ETSI
TS 124 379[7], clause 7A.5.

The primary MCPTT server procedure for migration service authorization shall conformto ETSI TS 124 379 [7],
clause 7A.6.

NOTE 2: How the MCPTT gateway server determines the public service identity of the targeted MCPTT function
in the interconnected MCPTT system or the URI of the MCPTT gateway server in the interconnected
MCPTT system is out of the scope of the present document.

The MCData client procedure for migration service authorization shall conformto ETSI TS 124 282 [9], clause 7A.2.

The partner MCData server procedure for migration service authorization shall conformto ETSI TS 124 282 [9],
clause 7A.3.

The partner MCData gateway server procedure for migration service authorization shall conformto ETSI
TS 124 282 [9], clause 7A.4.

The primary M CData gateway server procedure for migration service authorization shall conformto ETSI
TS 124 282 [9], clause 7A.5.
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The primary M CData server procedure for migration service authorization shall conformto ETSI TS 124 282 [9],
clause 7A.6.

NOTE 3: How the MCData gateway server determines the public service identity of the targeted MCData function
in the interconnected M CData system or the URI of the MCData gateway server in the interconnected
MCData system is out of the scope of the present document.

NOTE 4: FSuni interface is used for Inter-domain exchanges. For out of band sharing between Home & Foreign
FRMCS Service Domain, FSyni conforms to SAP interconnection as described in clause 5.2.2 of the
present document.

6.4.2 Migrated MC Service user deauthorization

This clause describes the requirements for migrated M C Service user deauthorization when the user leaves a Foreign
FRMCS Service Domain (to move to another Foreign FRMCS Service Domain or to go back to the Home FRMCS
Service Domain).

The MCPTT client procedure for MC user migration deauthorization shall conformto ETSI TS 124 379 [7],
clause 7A.2.3.

The partner MCPTT server procedure for migration service deauthorization shall conformto ETSI TS 124 379 [7],
clause 7A.3.7.

The partner MCPTT gateway server procedure for migration service deauthorization shall conformto ETSI
TS124 379[7], clause 7A 4.

The primary MCPTT gateway server procedure for migration service deauthorization shall conformto ETSI
TS124 379[7], clause 7A.5.

The primary MCPTT server procedure for migration service deauthorization shall conform to ETS| TS 124 379 [7],
clause 7A.6.2.

NOTE 1: How the MCPTT gateway server determines the public service identity of the targeted MCPTT function
in the interconnected MCPTT system or the URI of the MCPTT gateway server in the interconnected
MCPTT system is out of the scope of the present document.

The MCData client procedure for migration service deauthorization shall conformto ETSI TS 124 282 [9],
clause 7A.2.3.

The partner MCData server procedure for migration service deauthorization shall conformto ETSI TS 124 282 [9],
clause 7A.3.6.

The partner MCData gateway server procedure for migration service deauthorization shall conformto ETSI
TS 124 282 [9], clause 7A.4.

The primary M CData gateway server procedure for migration service deauthorization shall conformto ETS
TS 124 282 [9], clause 7A.5.

The primary MCData server procedure for migration service deauthorization shall conform to ETSI TS 124 282 [9],
clause 7A.6.2.

NOTE 2: How the MCData gateway server determines the public service identity of the targeted M CData function
in the interconnected M CData system or the URI of the MCData gateway server in the interconnected
MCData system is out of the scope of the present document.
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6.5 Communications encompassing multiple FRMCS Service
Domains

6.5.1  MCPTT voice services in interconnected FRMCS service Domains
The MCPTT proceduresin clause 6.2.1 apply for interconnected FRMCS Service Domains.

If the interconnected FRM CS Service Domains are considered to be in different trust domains, the FRMCS Service
Domain shall conform to the procedures regarding MC Gateway Server asdefined in ETSI TS 124 379 [7], clause 6.8.
6.5.2  MCData IP Connectivity in interconnected FRMCS Service Domains
The MCData IPcon proceduresin clause 6.2.2 apply for interconnected FRM CS Service Domains.

If the interconnected FRM CS Service Domains are considered to be in different trust domains, the FRMCS Service
Domain shall conform to the procedures regarding MC Gateway Server asdefined in ETSI TS 124 282 [9], clause 6.8.
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Annex A (informative):
Mapping table for Communication Session Category with
User Requested Priority

Table A-1 provides an example mapping table between some Communication Session Category, Sub-category and the
<user-requested-priority> field of the SIP INVITE.

Table A-1: Mapping for QoS and priority signalling

Communication Session Category Sub-category <user-requested-priority> field of
the SIP request
FRMCS Signaling N/A 100000
Predefined Default N/A 100100
Emergency Voice N/A 101100
Voice Urgent Driver-to-Controller 100200
Normal Driver-to-Controller  |100201
TCMS N/A 111900
ATP Regular Data N/A 110400
ATP Compl. Data N/A 111800
ATO Data N/A 110500
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