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Foreword

This Technical Specification (TS) has been produced by ETSI Technical Committee Intelligent Transport Systems
(ITS).

The present document is part 3 of a multi-part deliverable. Full details of the entire series can be found in part 1 [i.1].

Modal verbs terminology

In the present document “shall”, "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and
"cannot" are to be interpreted as described in clause 3.2 of the ETSI Drafting Rules (Verbal forms for the expression of
provisions).

"must" and "must not" are NOT allowed in ETSI deliverables except when used in direct citation.

Executive summary

The standard for Vulnerable Road Users (VRU) awarenessis split into three documents:

o ETSI TR 103 300-1 [i.1] provides a definition of the Vulnerable Road Users (VRU) system and its
components. It describes and categorizestypical use cases relevant to traffic safety that involve road users
such as pedestrians, bicyclists, e-scooters, motorcycles, animals and road workers and are enabled by
Cooperative Intelligent Transport Systems. The Technical Report concludes with a preliminary analysis of the
challenges to be solved by the VRU awareness basic service.

. ETSI TS 103 300-2 [1] definesthe VRU related requirements, as well as the functional architecture of the
VRU system. In addition, the content of this specification analyses the impact of use cases, requirements and
functional architecture on existing standards (for instance the CAM European Standard [6]).

ETSI
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e  The present document specifiesthe VRU awareness Basic Service (VBS) that has been introduced in the
architecture of the VRU system defined in ETSI TS 103 300-2 [1].

The objective of the VBS serviceis to enable the transmission and reception of VRU Awareness Messages (VAM) to
enhance the protection of road users such as pedestrians, bicyclists, motorcyclists as well as animals that may pose a
safety risk to other road users.

The present document specifies the operation of the VBS inside the ITS station, including in the case when they group
into clusters with similar behaviour, the conditions for disseminating the VAM and the VAM format, semantics and
syntax. The present document delivers atoolbox intended to fulfil the VBS objective. The VBS and the VAM are
expected to be included in the C-ITS framework, which is under the responsibility of the application developers.

Clause 4 introduces the context of the VBS, explains the basic principles of the VAM and recalls afew definitions from
ETSI TS 103 300-2 [1], for example the VRU categorization into four profiles of road users. It introduces the different
services provided by the VBS: handling the VRU role to activate the VBS operations only when the device owner is
indeed a VRU, sending and receiving VAMSs.

Clause 5 provides a more detailed description of the VRU basic service. It explains how the VBSis positioned within
the facilities layer of the ITS station architecture. It describes the internal functional architecture of the VBS, with the
following main functions: VRU basic service management, VRU cluster management, VAM transmission management
and encoding, and the VAM decoding and reception management. All the interactions between the VBS and other
functions of the facilities layer, other ITS-S layers such as applications and Networking and Transport layer, as well as
management and security entities are presented. Finally, this clause specifies the operation of the VBS in case of VRU
clusters, i.e. how to create, join, leave and breakup VRU clusters.

Clause 6 specifiesthe different conditions for the VAM dissemination: transmission method using broadcast, as
specified in ETS| TS 103 300-2 [1] and the periodicity of the VAM transmission. Triggering conditions are detailed, for
individual VAMs sent by individual VRUs on their own, or cluster VAMs sent by the cluster leader on behalf of the
other devices located inside the cluster. In addition to the clustering operation, specific rules apply to mitigate the
redundancy of information in the radio channel and prevent the VRU device to send the VAM under certain conditions.
Security constraints and methods to prevent false warning are presented to enhance trust into VAMS, including
certificate attachment policy and privacy considerations.

Clause 7 provides the format and coding rules of the VAM, which is specified in more detail in annex A (ASN.1
coding), and annex B (definition of the different parameters in each container).

Clause 8 collects the numerical values to be applied to the various parameters introduced in the previous clauses for
VRU clustering decisions, membership handling, VAM generation and triggering conditions.

Annex C provides a timer-controlled approach for the VBS protocol operation as one potential variant compliant,
considering both the originating and the receiving I TS-S operation.

ETSI TS 103 300-2 [1] specifiesthat VRU belonging to the VRU profile 3 (motorcycles) should not transmit the VAM,
asit includes data which are already transmitted in the CAM by these vehicles. Y et, these are considered as VRUs and
would benefit from an increased awareness from other road users. Annex D recommends the inclusion of a special
vehicle container into the CAM sent by these VRUSs.

Annex G proposes additional elements for further study on VRU behaviour learning and potential transitions between
different VRU profiles.

Annex H gives an example of implementation in the case of active road workers.

Annex | proposes a future extension of the present document to enable the dissemination of the VAM by non VRU ITS
S. Thiswould be helpful to integrate non-equipped VRUsin the VRU C-ITS architecture specified in ETSI
TS 103 300-2 [1].

ETSI
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Introduction

Cooperative awareness within road traffic means that road users and roadside infrastructure are informed about each
other's position, dynamics and attributes. Road users are al kind of road vehicleslike cars, trucks, motorcycles, bicycles
or even pedestrians and roadside infrastructure equipment including road signs, traffic lights or barriers and gates. The
awareness of each other isthe basis for several road safety and traffic efficiency applications. It is achieved by regular
exchange of information among vehicles, pedestrians and road-side infrastructure based on wireless networks, called
V2X network and as such it can be considered part of Intelligent Transport Systems (ITS). An integral part of road ITS
are the class of vulnerable road users including pedestrians, bicyclists, motorcyclists and animals. In order to efficiently
participate in the road safety related I TS communication a continuous repeated awareness message is transmitted by
these vulnerable road users using the V ulnerable Road Users Awareness Message (VAM).

The construction, management and processing of VAMs is done by the Vulnerable Road Users basic service (VRU
basic service), which is part of the facilities layer within the I TS communication architecture defined in ETSI
TS103898[i.11] .

The present document has been subject to amgjor revision between V2.1.2 and V2.2.1 to dign with the update of the
ITS Common DataDictionary (ETSI TS 102 894-2 [7]) fromV1.3.1to V2.1.1. It isin Stage 4 of itslifecycle.

The present document is not yet fully Release 2 compliant as the Release 2 framework is still under discussion at the
time of preparation of the present version of the present document. The compliance will be achieved in the next
revision.

ETSI
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1 Scope

The present document defines the communication protocols, message format, semantics and syntax as well as key
interfaces and protocol operation for the VRU awareness service, hereafter named the VRU Basic Service (VBS).

2 References

2.1 Normative references

References are either specific (identified by date of publication and/or edition number or version number) or
non-specific. For specific references, only the cited version applies. For non-specific references, the latest version of the
referenced document (including any amendments) applies.

Referenced documents which are not found to be publicly available in the expected |ocation might be found at
https://docbox.etsi.org/Reference.

NOTE: While any hyperlinks included in this clause were valid at the time of publication, ETSI cannot guarantee
their long term validity.

The following referenced documents are necessary for the application of the present document.

[1] ETSI TS 103 300-2: "Intelligent Transport Systems (ITS); Vulnerable Road Users (VRU)
awareness, Part 2: Functional Architecture and Requirements definition; Release 2".

[2] Void.

[3] ETSI TS 103 836-5-1: "Intelligent Transport Systems (ITS); Vehicular Communications;
GeoNetworking; Part 5: Transport Protocols; Sub-part 1: Basic Transport Protocol; Release 2.

[4] ETSI EN 302 890-2: "Intelligent Transport Systems (ITS); Facilities Layer function; Part 2:
Position and Time management (PoTi); Release 2".

[5] ETSI TS 103 938: "Intelligent Transport Systems (ITS); Vehicular Communications; Basic Set of
Applications; Local Dynamic Map (LDM); Release 2".

[6] ETSI TS 103 900: "Intelligent Transport Systems (ITS); Vehicular Communications; Basic Set of
Applications; Specification of Cooperative Awareness Basic Service; Release 2",

[7] ETSI TS 102 894-2: "Intelligent Transport Systems (ITS); Users and applications requirements,
Part 2: Applications and facilities layer common data dictionary; Release 2".

[8] ETSI TS 103 097: "Intelligent Transport Systems (ITS); Security; Security header and certificate
formats, Release 2".

[9] ETSI TS 102 965: "Intelligent Transport Systems (ITS); Application Object Identifier (ITS-AID);
Registration; Release 2".

[10] Void.

[171] ETSI TS 103 574: "Intelligent Transport Systems (ITS); Congestion Control Mechanisms for
C-V2X PC5 interface; Access layer part; Release 2".

[12] ETSI TS 102 731: "Intelligent Transport Systems (ITS); Security; Security Services and
Architecture; Release 2",

[13] Void.

[14] Void.

[15] SO 8855:2011: "Road vehicles -- Vehicle dynamics and road-holding ability -- Vocabulary”.

ETSI


https://docbox.etsi.org/Reference

10 ETSI TS 103 300-3 V2.2.1 (2023-02)

[16] Recommendation I TU-T X.691/ISO/IEC 8825-2 (1997-12): "Information technology - ASN.1
encoding rules: Specification of Packed Encoding Rules (PER)".

2.2 Informative references

References are either specific (identified by date of publication and/or edition number or version number) or
non-specific. For specific references, only the cited version applies. For non-specific references, the latest version of the
referenced document (including any amendments) applies.

NOTE: While any hyperlinks included in this clause were valid at the time of publication, ETSI cannot guarantee
their long-term validity.

The following referenced documents are not necessary for the application of the present document but they assist the
user with regard to a particular subject area.

[i.1] ETSI TR 103 300-1: "Intelligent Transport Systems (ITS); Vulnerable Road Users (VRU)
awareness; Part 1: Use Cases definition; Release 2".

[i.2] ETSI TS 103 836-4-1: "Intelligent Transport Systems (ITS); Vehicular Communications,
GeoNetworking; Part 4: Geographical addressing and forwarding for point-to-point and point-to-
multipoint communications; Sub-part 1: Media-Independent Functionality; Release 2".

[i.3] ETSI TS 103 836-3: "Intelligent Transport Systems (ITS); Vehicular Communications,
GeoNetworking; Part 3: Network Architecture; Release 2".

[i.4] ETSI TS 102 894-1: "Intelligent Transport Systems (ITS); Users and applications requirements,
Part 1. Facility layer structure, functional requirements and specifications; Release 2.

[i.5] ETSI TS 102 723-11: "Intelligent Transport Systems (ITS); OSI cross-layer topics; Part 11:
Interface between networking and transport layer and facilities layer; Release 2".

[i.6] ETSI TS 102 723-5: "Intelligent Transport Systems (ITS); OSI cross-layer topics; Part 5: Interface
between management entity and facilities layer; Release 2".

[i.7] ISO EN 17419: "Intelligent Transport Systems -- Cooperative Systems -- Classification and
management of I TS applicationsin aglobal context".

[1.8] ETSI TS 102 723-8: "Intelligent Transport Systems (ITS); OS| cross-layer topics; Part 8: Interface
between security entity and network and transport layer; Release 2".

[i.9] SAE J3194: "Taxonomy and Classification of Powered Micro mobility Vehicles'.

[i.10] SAE J2945/9: "V ulnerable Road User Safety M essage Minimum Performance Requirements'.

[i.11] ETSI TS 103 898: "Intelligent Transport Systems (ITS); Communications Architecture;
Release 2".

[1.12] ETSI TS 103 301: "Intelligent Transport Systems (ITS); Vehicular Communications; Basic Set of

Applications; Facilities layer protocols and communication requirements for infrastructure
services; Release 2.

3 Definition of terms, symbols and abbreviations

3.1 Terms

For the purposes of the present document, the terms given in ETSI TR 103 300-1 [i.1], ETSI TS 103 300-2 [1] and the
following apply:

cluster VAM: Vulnerable Road User (VRU) Awareness Message (VAM) including information about a cluster of
VRUs
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farm animal: animal living under the supervision of an owner

individual VAM: Vulnerable Road User (VRU) Awareness Message (VAM) including information about an individual
VRU

NOTE: A VAM without any further qualification can indifferently be a cluster VAM or an individual VAM.

low-risk geographical area: area part of the road infrastructure where the safety related traffic context is relaxed for
VRUs such as pedestrian areas as described in use case UC-F1in ETSI TR 103 300-1 [i.1]

NOTE 1: Locations where the device holder is not considered asaVRU (e.g. inside a building, inside a public
transport) are not considered as |ow-risk geographical areas but instead as "zero-risk" geographical areas.

NOTE 2: VRUs may learn about these areas through their navigation application or when receiving a
corresponding MAPEM (see ETSI TS 103 301 [i.12]). Low-risk geographical areas are expected to be
signalled as low risk by arelevant authority. In the case when motor vehicles are allowed to enter such an
area, it is generally under their own responsibility to enforce special restrictions such alow speed
limitation.

service animal: animal which supports a specific service to a human, like a guiding dog or a police horse without
person

wild animal: animal living without any supervision

3.2 Symbols

Void.

3.3 Abbreviations

For the purposes of the present document, the abbreviations given in ETSI TR 103 300-1 [i.1], ETSI TS 103 300-2 [1]
and the following apply:

BTP Basic Transport Protocol

CA Cooperative Awareness (basic service)
CAM Cooperative Awareness Message
CDD Common Data Dictionary

CPM Collective Perception Message

CPS Collective Perception Service

DCC Decentralized Congestion Control
DDP Device Data Provider

DENM Decentralized Environmental Notification Message
FA-SAP Fecilities Application SAP

FL-SDU Facilities Layer-Service Data Unit

ITS Intelligent Transport Systems
ITSAID ITS Application Identifier

ITSS ITS Station

MAC Medium Access Control

MAPEM MAP (topology) Extended Message
MF-SAP Management Facilities SAP

MIB Management I nformation Base
NF-SAP Networking and transport Facilities SAP
PCI Protocol Control Information

PoTi Position and Time

PTW Powered Two Wheelers

RF Radio Frequency

R-ITS-S Roadside ITS Station

RLT Road and Lane Topology

SAP Service Access Point

SF-SAP Security Facilities SAP

TLM Traffic Light Manoeuvre

ETSI



12 ETSI TS 103 300-3 V2.2.1 (2023-02)

uc Use Case
VAM VRU Awareness Message
VBS VRU Basic Service
V-ITSS Vehicle ITS Station (VRU or non-VRU)
VRU Vulnerable Road User
4 VRU basic service introduction

4.1 Background

ETSI TS 103 300-2 [1] specifies the requirements for the C-I TS service related to VRU protection, as well asthe VRU
system architecture. The present document further elaborates on the details of the VRU basic service and the
transmission of the Vulnerable Road User Awareness Messages (VAMS). VAMSs are messages transmitted from VRU
ITS-Sto create and maintain awareness of vulnerable road users participating in the VRU system.

VRU ITS-S shal aways use the VAM, while other ITS-Sincluding infrastructure and vehicle ITS-S can use CPM to
signal the identified presence of aVRU in the vicinity. The relevant use cases are depicted in ETSI TR 103 300-1 [i.1].
If their configuration permits, VRU ITS-S shall be capable of receiving CPMsin order to get the full environment
awareness. Infrastructure ITS-S and vehicular ITS-S should be capable of receiving VAMs. The information included in
the VAM can be used to enhance their overall perception.

A VAM contains status and attribute information of the originating VRU ITS-S. The content may vary depending on
the profile of the VRU ITS-S. VRU Profiles are specified in ETSI TS 103 300-2 [1] and reminded below. A typical
status information includes time, position, motion state, cluster status, etc. Typical attribute information includes data
about the VRU profile, type, dimensions, etc. On reception of aVAM the receiving ITS-S becomes aware of the
presence, type, and status of the originating VRU ITS-S. The received information can be used by the receiving ITS-S
to support several VRU related I'TS applications. For example, by comparing the status of the originating VRU ITS-S
with its own status, areceiving ITS-Sis able to estimate the collision risk with the originating VRU ITS-S and may
inform the ITS-S user viathe HMI.

The VRU Basic Service (VBS) isthe facilities layer entity supporting I TS applications for the transmission and
reception of the VAM message. Multiple I TS applications may rely on the VRU basic service. It is assigned to domain
application support facilitiesin ETSI TS 102 894-1 [i.4].

Besides the support of applications, the awareness of other ITS-S gained by the VRU basic service may be used in the
networking & transport layer for the position dependent dissemination of messages, e.g. DENM by GeoBroadcasting as
specified in ETS| TS 103 836-4-1 [i.2]. The generation and transmission of VAM is managed by the VRU basic service
by implementing the VAM protocol.

Asareminder, the following VRU profiles are specified in clause 6.1 of ETSI TS 103 300-2 [1]:

e VRU Profile 1 - Pedestrian. Typical VRUsin this profile: pedestrians, i.e. road users not using a mechanical
device for their trip. It includes for exampl e pedestrians on a pavement, but also children, prams, disabled
persons, blind persons guided by a dog, elderly persons, persons walking beside their bicycle.

e VRU Profile 2 - Bicyclist. Typical VRUsin this profile: bicyclists and similar e.g. light vehiclesriders,
possibly with an electric engine. It includes bicyclists, but also wheelchair users, horses carrying arider,
skaters, e-scooters, personal transporters, etc.

e VRU Profile 3 - Motorcyclist. Typical VRUs in this profile: motorcyclists, which are equipped with engines
that allow them to move on the road. It includes users (driver and passengers, e.g. children and animals) of
Powered Two Wheelers (PTW) such as mopeds (motor scooters), motorcycles or side-cars.

e  VRU Profile 4 - Animal. Animals presenting a safety risk to other road users. Typical VRUsin this profile:
dogs, wild animals, horses, cows, sheep, etc. Some of these VRUs might have their own ITS-S (e.g. dog in a
city or ahorse) but most of the VRUs in this profile will not be able to send the VAM and only be indirectly
detected, especially wild animalsin rural areas and highway situations.

NOTE: A VRU vehicleitself does not represent aVVRU but only the combination with at |east one person will
create the VRU.
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4.2 Services provided by VRU basic service

The VRU basic serviceisafacilities layer entity that operates the VAM protocol. It provides three main services.
handling the VRU role, sending and receiving of VAMSs.

The VRU basic service uses the services provided by the protocol entities of the ITS networking & transport layer to
disseminate the VAM.

Handling VRU role

The VBS receives unsolicited indications from the VRU profile management entity (see clause 6.4 in ETSI
TS 103 300-2 [1]) on whether the device user isin a context whereit is considered asaVRU (e.g. pedestrian crossing a
road) or not (e.g. passenger in abus). The VBS remains operational in both states, as defined in Table 1.

Table 1: Possible roles of the VRU during VRU basic service operation

VRU role Specification Valid VRU | Valid VRU Additional explanation
profiles types

VRU_ROLE_ON |The device user is considered |ALL ALL The VBS state should be changed

as a VRU. according to the condition of VRU
Based on information received device user as notified by the VRU
from VRU profile management profile Management entity. The VRU
entity, the VBS shall check the device can send VAMs, receive
type of VRU and the profile of VAMs, or both while checking the
VRU. It shall also handle the position of VRU device user through
VBS clustering state and the PoTi entity. Except for VRUs of
provide services to other profile 3, it may execute the VRU
entities, as defined in clause 5. clustering functions (see clause 5).
VRU_ROLE_OFF |The device user is not ALL ALL The VRU is located in a "zero-risk"
considered as a VRU. The geographical area, for example in a
VRU device shall neither send bus, in a passenger car, etc.
nor receive VAMSs. The VBS remains operational in this
state to monitor any notification that
the role has changed to
VRU_ROLE_ON.

NOTE: There may be cases where the VRU profile management entity provides invalid information, e.g. the VRU
device user is considered as a VRU, while its role should be VRU_ROLE_OFF. This is implementation
dependent, as the receiving ITS-S should have very strong plausibility check and take into account the VRU
context during their risk analysis. The precision of the positioning system (both at transmitting and receiving
side) would also have a strong impact on the detection of such cases.

Sending VAM s
Sending of VAMSs consists of two activities. generation of VAMs and transmission of VAMs,

In VAM generation, the originating I TS-S composes the VAM, which is then delivered to the I TS networking and
transport layer for dissemination.

InVAM transmission, the VAM istransmitted over one or more communications media using one or more transport
and networking protocols. A natural model is for VAMsto be sent by the originating ITS-Sto al ITS-Sswithin the
direct communication range.

VAMs are generated at afrequency determined by the controlling VRU basic servicein the originating ITS-S. If aVRU
ITS-Sisnotinacluster, or isthe leader of acluster, it transmitsthe VAM periodicaly. VRU ITS-Sthat are in a cluster,
but not the leader of a cluster, do not transmit the VAM. The generation frequency is determined based on the change of
kinematic state, location of the VRU ITS-S, and congestion in the radio channel.

Security measures such as authentication are applied to the VAM during the transmission process in coordination with
the security entity.

Receiving VAM s

Upon receiving aVAM, the VRU basic service makes the content of the VAM available to the I TS applications and/or
to other facilities within the receiving ITS-S, such asaLoca Dynamic Map (LDM). It applies all necessary security
measures such as relevance or message integrity check in coordination with the security entity.
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5 VRU basic service functional description

5.1 VRU basic service in the ITS architecture

Figure 1 presents the main components of the ITS-S architecture that directly impact the VRU system operation.

The VRU Basic Service (VBS) shal be afacilities layer entity of the ITS-S architecture. Functions other than those
shown in the figure may be present as defined in ETSI TS 102 894-1 [i.4] and support the operation of this service, e.g.
the communication support facilities. Figure 1 also presents the interfaces mapped to the ITS-S architecture. The VRU
basic service is responsible for transmitting the VAM message, to identify whether the VRU is part of a cluster and to
enabl e the assessment of the potential risk of collision by ITS applications. The VRU basic service consumes data from
and provides datato other services located in the facilities layer in order to collect relevant information for VAM
generation and to forward the received VAM content for further processing.

ITS-Sfacilities layer entities for the collection of data shall be the Device Data Provider (DDP) and the Position and
Time management (PoTi) and for received data the Local Dynamic Map (LDM) as receiving terminal. The DDP
provides the device status information obtained from itslocal perception entities (see ETSI TS 103 300-2 [1]). The
PoTi, specified in ETSI EN 302 890-2 [4] shall provide the position of the ITS-S and time information. The LDM as
specified in ETSI TS 103 938 [5] is a database in the ITS-S, which shall be updated with received VAM data. The VRU
basic service may also interact with other servicesin the ITS-Sfacilities layer: the DCC-FAC, to set the VAM duty
cycle, the CA basic service to provide information for the motorcycle special container, the Collective Perception
Service (CPS) to receive CPMs, the Road and Lane Topology (RLT) service to receive MAPEMs and the Traffic Light
Manoeuvre service to receive SPATEMS.

The VBS shall interact through the MF-SAP (see facilities layer interfacesin ETSI TS 103 898 [i.11]) with the VRU
profile management entity in the Management entity to learn whether the ITS-S has the VRU role, which are the VRU
profile and type (see ETSI TS 103 300-2 [1]), whether it acts asa single VRU or leader of a VRU cluster, etc. The VBS
shall aso interact through the MF-SAP to select the best available network and communication profile (transport,
network and access layer) to be used for the VAM broadcasting.

The VRU basic service interfaces through:

o the NF-SAP with the networking & transport layer (N&T) for exchanging of VAM messages with other
ITSS;

e  the SF-SAP with the Security entity to access security services for VAM transmission and VAM reception;
e the FA-SAP with the application layer if received VAM data are provided directly to the applications;
e the MF-SAP with the management entity as explained above.

The functionalities of the VRU basic service are defined in clause 5.2, the interfaces illustrated in Figure 1 are defined
inclause 5.3.
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Figure 1: VRU basic service within the ITS-S architecture

5.2 VRU basic service functional architecture

This clause provides a summary of the VRU basic service. The VRU basic service functions are represented in Figure 2.
This clause introduces these VVBS functions, which are further detailed in the next clauses of the present document.

VRU Basic Service 'EI

IF.MF )}— — ) IF.MF
VRU Basic service management
IF.FA ) VRU Cluster management _O IF.FA

r
I
IF.NF ) | VAM Reception management : _O|F-NF

IF.OFa )—— | VAM Transmission management ! —O IF.OFa
LT S NI .
| VAM Encoding{ | VAM Decoding ! Orsr
L

e ' (VRU-TX, VRU-Rx, VRU-St)

NOTE 1: The VAM reception management and the VAM decoding functions are only present in VRU equipment types

VRU-Rx and VRU-St.
NOTE 2: The VAM transmission management and the VAM encoding functions are only present in VRU equipment

types VRU-Tx and VRU-St.
NOTE 3: The IF.OFa (interfaces to other facilities) are implementation dependent.

Figure 2: VRU basic service functions

VRU basic service management

The VRU basic service management shall execute the following functions (see ETSI TS 103 300-2 [1]):

. Store assigned ITS-AID and port nhumber(s) to be used for the VRU basic service.

ETSI



16 ETSI TS 103 300-3 V2.2.1 (2023-02)
. Store the VRU configuration received at ITS-Sinitialization time or updated later for the coding of VAM data
elements.
. Manage the interaction with other basic services, e.g. PoTi and DDP.
. Receive information from and transmit information to the HMI, depending on the VRU profile.
. Activate/deactivate the VAM transmission according to the VRU profile management parameters.

. Manage the triggering condition for VAM transmission taking into account the network congestion control
rules, as specified in ETSI TS 103 300-2 [1].

VRU cluster management

When implemented, the VRU cluster management function shall execute the following functions (see clause 5.4 for
further details):

. Detect if the associated VRU has the capability to become the leader of acluster.
o Manage the VRU cluster or combined cluster creation and breaking up.
. Compute and store the cluster parameters for the coding of VAM data elements specific to the cluster.
. Detect if the associated VRU should join or leave a cluster.
. Manage the VBS state machine associated to the VRU according to detected cluster events.
e  Activate or de-activate the transmission of VAMs according to the VBS clustering state.
VAM decoding

The VAM decoding function shall extract the relevant data elements contained in the received VAM. These data
elements are then communicated to the VAM reception management function.

The VAM decoding function is available only if the VAM reception management function is available.

VAM reception management

The VAM reception management function shall execute the following functions after VAM messages decoding:
. Check the relevance of the received message according to its current mobility characteristics and state.

. Determine whether the received message and its security "envelope' meet all the relevant security conditions,
including consistency, plausibility and cryptographic integrity.

. Delete or store the received message data elements in the LDM according to previous operations results.

In the VRU-ITS-S, the presence of this function shall depend on the VRU equipment type (see ETS

TR 103 300-1 [i.1]) and shall be provided to the VBS with itsinitial configuration (see VRU profile management
function in clause 6.5.12 of ETSI TS 103 300-2 [1]). For example, VRUs of type VRU-TX will not include the VAM
reception management function.

VAM transmission management

The VAM transmission management function shall perform the following operations upon request of the VRU basic
service management function:

e  Assemblethe VAM data elements complying with the message specification.
. Send the constructed VAM to the VAM encoding function.

In the VRU-ITS-S, the presence of this function shall depend on the VRU equipment type (see ETSI

TR 103 300-1 [i.1]) and shall be provided to the VBS with itsinitial configuration (see VRU profile management
functionin clause 6.5.12 of ETSI TS 103 300-2 [1]). For example, VRUs of type VRU-RX will not include the VAM
transmission management function.
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VAM Encoding

The VAM encoding function encodes the Data Elements provided by the VAM transmission management function
complying with the VAM specification.

The VAM encoding function shall trigger the VAM transmission to the Networking and Transport layer viathe
configured port indicating the selected communication profile.

The VAM encoding function is available only if the VAM transmission management function is available.

5.3 Interfaces of the VRU basic service

5.3.1  VRU basic service interfaces in the facilities layer (IF.OFa)

The interactions between the VRU basic service and other facilities layer entitiesin the ITS-S architecture are used to
obtain information for the generation of the VAM. The interfaces for these interactions are described in Table 2.

Table 2: VRU basic service interfaces (IF.OFa)

Interfaced functionality Parameters
PoTi Information of the positioning and timing are sent to the VRU basic service, i.e. the
position of the ITS-S and time information specified in ETSI EN 302 890-2 [4].
Further details are described in clause 6.5.10.3 of ETSI TS 103 300-2 [1].
CA Basic service In case of a motorcycle, the VRU basic service needs to inform the Cooperative
Awareness basic service that the vehicle is a VRU from VRU profile 3 and trigger the
dedicated container when transmitting CAMs. It also needs to provide associated DEs to
put in the VRU special container, e.g. type of profile, roll angle, path prediction, etc.
Congestion Control Information to optimize the use of the available channel are sent to the VRU basic
service, e.g. T_GenVam_Dcc in the case of the ITS-G5 access layer.

Further details are described in clause 6.5.10.5 of ETSI TS 103 300-2 [1].
HMI support The interactions between the VRU basic service and the HMI support function of the
facilities layer are necessary for the exchange of information (parameters, data
elements) to be used for the management of the VRU awareness service and the
provisioning of data elements in VAMs. The HMI support function can be implemented to
select any proper data in the candidate list such as VRU profile. The HMI support
function can forward input data from the touchscreen or button in the device of VRU to
VRU basic service. Awareness advices and alert may be provided to VRU via its HMI
according to its personalized characteristics.

Further details are described in clause 6.5.7 of ETSI TS 103 300-2 [1].

LDM LDM/VAM data are exchanged via the interface between LDM and the VRU basic
service. Further details are described in clause 6.5.10.2 of ETSI TS 103 300-2 [1].

Device Data Provider The DDP provides the device status information obtained from its local perception

(DDP) entities (see ETSI TS 103 300-2 [1]) to the VRU basic service.

Other application support |Information to trigger the transmission of messages is sent to the VRU basic service. The

facilities VRU basic service forwards received messages to the relevant applications. Further

details are described in clause 6.5.10.4 of ETSI TS 103 300-2 [1].

5.3.2 Interface to the ITS applications (IF.FA)

An TS application isafunction of the ITS application layer that implements the application logic of one or more use
Cases.

The VRU basic service provides the interfaces to the I TS-S applications for the VAM protocol operation of the
originator ITS-S and receiver ITS-S.

NOTE: Theinterfaceto the ITS application layer may be implemented as an APl with data exchanged between
the VRU basic service and I TS applications viathis API. In another possible implementation, the
interface to the application layer may be implemented as FA-SAP. Specifications of the FA-SAP and the
corresponding protocols and APIs are out of scope of the present document.

According to designers implementation, the VBS may need to directly exchange data, parameters, states evolutions and
event detection signals with an ITS application.
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When the SPAT/MAP basic service islocally present, the traffic light states (phase and timing) should be
communicated to the application which is using it for predicting the VRU motion dynamic according to the VRU
related traffic light phase and timing and the likelihood that the VRU behaves in respect of the traffic light state. The
result of this application analysis, for example as the path prediction, may then be provided to the VBS for inclusion in
the VAM.

The VRU cluster status and the path prediction can be the cases when the VBS may need to exchange data, parameters
with ITS applications directly. The VBS may need to exchange data with ITS applications via LDM to detect whether
the VRU islocated in alow-risk geographical area, which impacts the sending of VAM.

As the specification of these interactions, via a possible API, between the VBS and an ITS application is
implementation dependent, it is out of the scope of the present document.

5.3.3 Interface to the ITS-S networking and transport layer (IF.NF)

5.3.3.1 General requirements

The VRU basic service exchanges information with ITS networking & transport layer viathe interface NF in Figure 2.
A specification of the interface IF.NF asNF-SAP in Figure 1 is provided in ETSI TS 102 723-11 [i.5].

At theoriginating ITS-S, the VRU basic service shall provide the VAM embedded in a Facilities Layer-Service Data
Unit (FL-SDU) together with Protocol Control Information (PCI) according to ETSI TS 103 836-5-1 [3] tothe ITS
networking & transport layer. At the receiving ITS-S, the ITS networking & transport layer will pass the received VAM
to the VRU basic service, when available.

The minimum data set that shall be passed between VRU basic service and I TS networking & transport layer for the
originating and receiving ITS-Sis specified in Table 3.

Table 3: Data passed between VRU basic service and the ITS Networking & Transport layer

Category Data Data requirement Mandatory/Optional
Data passed from the |[VAM {vam} as specified in annex A Mandatory
VRU basic serviceto  |PCI Depending on the protocol stack applied in the |Mandatory
the ITS networking & networking and transport layer as specified in
transport layer clause 5.3.3.2 0r 5.3.3.3
Data passed from the |Received VAM [{vam} as specified in annex A Mandatory
ITS networking &
transport layer to the
VRU basic service

The interface between the VRU basic service and the Networking & Transport Layer relies on the services of the
GeoNetworking/BTP stack as specified in clause 5.3.3.2 or to the |Pv6 stack and the combined | Pv6/GeoNetworking
stack as specified in clause 5.3.3.3.

5.3.3.2 Interface to the GeoNetworking/BTP stack

The VRU basic service may rely on services provided by the GeoNetworking/BTP stack to disseminate aVAM to a
geographic destination area.

PCI being passed from VRU basic service to the GeoNetworking/BTP stack shall comply with Table 3 and Table 4.
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Table 4: Data passed from VRU basic service to GeoNetworking/BTP
at the originating ITS-S

Category Data Requirement Mandatory/Conditional
Data passed from BTP type BTP header type B (ETSI Conditional
the VRU basic TS 103 836-5-1 [3], The data shall be passed if the value is not
service to clause 7.2.2) provided by the ITS-S configuration, e.g. defined
GeoNetworking/BTP in a Management Information Base (MIB) or if
the value is different from the default value as set
in the MIB.
Destination port |As specified in ETSI Conditional
TS 103 836-5-1 [3] The data shall be passed if the value is not
(see note) provided by the ITS-S configuration, e.g. defined

in a Management Information Base (MIB) or if
the value is different from the default value as set

in the MIB.
Destination port |As specified in ETSI Conditional
info TS 103 836-5-1 [3] The data shall be passed if the value is not

provided by the ITS-S configuration, e.g. defined
in a Management Information Base (MIB) or if
the value is different from the default value as set

in the MIB.
GN Packet GeoNetworking SHB Conditional
transport type The data shall be passed if the value is not

provided by the ITS-S configuration, e.g. defined
in a Management Information Base (MIB) or if
the value is different from the default value as set

in the MIB.
GN Unspecified, ITS-G5 or Conditional
communication [LTE-V2X The data shall be passed if the value is not
profile provided by the ITS-S configuration, e.g. defined

in a Management Information Base (MIB) or if
the value is different from the default value as set

in the MIB.
GN security SECURED or Conditional
profile UNSECURED The data shall be passed if the value is not

provided by the ITS-S configuration, e.g. defined
in a Management Information Base (MIB) or if
the value is different from the default value as set
in the MIB.

GN Traffic class |Same GN Traffic class Mandatory.
value as for the CAM

GN Maximum  |Shall not exceed 1 000 ms  |Mandatory.
packet lifetime

Length Length of the VAM Mandatory.

NOTE:  When a global registration authority for ITS application ISO EN 17419 [i.7] is operational, the BTP destination
port registered with this authority should be used.

5.3.3.3 Interface to the IPv6 stack and the combined IPv6/GeoNetworking stack

A VAM may use the IPv6 stack or the combined | Pv6/GeoNetworking stack for VAM dissemination as specified in
ETSI TS 103 836-3[i.3].

NOTE: Whenthe VAM dissemination makes use of the combined IPv6/GeoNetworking stack, the interface
between the VRU basic service and the combined 1Pv6/GeoNetworking stack may be identical to the
interface between the VRU basic service and 1Pv6 stack. The transmission of VAM over the IPv6 stack is
out of scope of the present document.
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5.34 Interface to the ITS-S management entity (IF.MF)

The VRU basic service may exchange primitives with Management entity of the ITS-S viathe MF-SAP interface
depicted in Figure 1. The VRU basic service gets information for congestion control from the management entity.

The VRU basic service shall be able to receive unsolicited notifications from the ITS-S management entity when the
VRU role changes from VRU (e.g. pedestrian crossing aroad) to not VRU (e.g. passenger in abus) and vice-versa.

NOTE 1: A specification of the MF-SAP and alist of primitives exchanged with the management layer are
provided in ETSI TS 102 723-5[i.6].

NOTE 2: Specifications of the MF-SAP and the corresponding protocol are out of scope of the present document.

NOTE 3: The VRU basic service receives communication profile parameters from the network management
function located in the Management entity for the selection of the network and its associated
communication profile to be used for the VAM dissemination.

5.35 Interface to the ITS-S security entity (IF.SF)

The VRU basic service may exchange primitives with the Security entity of the ITS-S viathe SF-SAP interfacein
Figure 1 using the SF interface (IF.SF) provided by the Security entity in Figure 2. The SF-SAP interfaceis provisioned
in ETSI TS 103 898 [i.11] but not yet specified as of the current version of the present document. Accordingly, this
clauserefersinformatively to ETSI TS 102 723-8 [i.8] asit specifies a functionality equivalent to the functionality
defined in this clause, even though targeted at the SN-SAP interface.

The VBS shall subscribe to the identity change service provided by the security entity as specified in ETSI
TS 102 731 [12]. A model for subscribing to this serviceis provided by the SN_IDCHANGE_SUBSCRIBE primitives
in ETSI TS 102 723-8[i.g].

When the VBS s notified by the security entity of a pending identifier change, it shall temporarily stop generating
VAMs. Once the VBS receives notification that the identifier change has been committed, it shall restart generating and
sending VAMSs. The VAMs sent after the COMMIT shall have different Stationld and (if present) Clusterld values than
the VAMSs sent before the COMMIT. A model for being notified of and committing to identifier changesis provided by
the SN-SAP primitive SN_IDCHANGE_EVENT with command types PREPARE and COMMIT as specified in ETS
TS 102 723-8]i.9].

The VBS may determine through mechanisms out of the scope of the present document that its VRU isin an elevated-
hazard situation and may in this situation inhibit identifier change. Once the elevated hazard situation is over the VBS
shall permit identifier change again. The VBS should not prolong identifier locking unnecessarily. A model for locking
and unlocking identifier changesis provided by the SN-SAP primitives SN_ID_LOCK and SN_ID_UNLOCK as
specified in ETSI TS 102 723-8 [i.9].

NOTE: Specifications of the SF-SAP and the corresponding protocol are out of the scope of the present
document.

54 VRU cluster specification

5.4.1  VRU clustering functional overview

The clustering operation as part of the VRU basic service is intended to optimize the resource usage in the ITS system.
These resources are mainly spectrum resources and processing resources.

A huge number of VRUs in a certain area (pedestrian crossing in urban environment, large squares in urban
environment, special events like large pedestrian gatherings) would lead to a significant number of individual messages
sent out by the VRU ITS-S and thus a significant need for spectrum resources. Additionally, all these messages would
need to be processed by the receiving ITS-S, potentially including overhead for security operations.
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In order to reduce this resource usage, the present document specifies clustering functionality. A VRU cluster is a group
of VRUs with a homogeneous behaviour (see ETSI TS 103 300-2 [1]), where VAMs related to the VRU cluster provide
information about the entire cluster. Within aVRU cluster, VRU devices take the role of either leader (one per cluster)
or member. A leader device sends VVAMs containing cluster information and/or cluster operations. Member devices
send VAM s containing cluster operation container to join/leave the VRU cluster. Member devices do not send VAMs
containing cluster information container at any time.

A cluster may contain VRU devices of multiple profiles. A cluster is referred to as "homogeneous' if it contains devices
of only one profile, and "heterogeneous" if it contains VRU devices of more than one profile (e.g. a mixed group of
pedestrians and bicyclists). The VAM Cluster|nformationContainer contains a field allowing the cluster container to
indicate which VRU profiles are present in the cluster. Indicating heterogeneous clustersis important since it provides
useful information about trajectory and behaviours prediction when the cluster is broken up.

Thesupport of the clustering function isoptional in the VBSfor all VRU profiles.

The decision to support the clustering or not is implementation dependent for all the VRU profiles. When the conditions
are satisfied (see clause 5.4.2.4), the support of clustering is recommended for VRU profile 1. An implementation that
supports clustering may also allow the device owner to activate it or not by configuration. This configuration is also
implementation dependent. If the clustering function is supported and activated in the VRU device, and only in this
case, the VRU ITS-S shall comply with the requirements specified in clause 5.4.2 and clause 7 of the present document,
and define the parameters specified in clause 5.4.3. As a consequence, cluster parameters are grouped in two specific
and conditional mandatory containersin the present document.

The basic operations to be performed as part of the VRU cluster management in the VRU basic service are:
. Cluster identification: intra-cluster identification by cluster participants in Ad-Hoc mode.

. Cluster creation: creation of acluster of VRUsincluding VRU devices located nearby and with similar
intended directions and speeds. The details of the cluster creation operation are given in clause 5.4.2.2.

. Cluster breaking up: disbanding of the cluster when it no longer participatesin the safety related traffic or
the cardinality drops below a given threshold.

. Cluster joining and leaving: intro-cluster operation, adding or deleting an individual member to an existing
cluster.

. Cluster extension or shrinking: operation to increase or decrease the size (area or cardinality).

Any VRU device shall lead a maximum of one cluster. Accordingly, a cluster leader shall break up its cluster before
starting to join another cluster. This requirement also appliesto combined VRUs as defined in ETSI TS 103 300-2 [1]
joining a different cluster (e.g. while passing a pedestrian crossing). The combined VRU may then be re-created after
leaving the heterogeneous cluster as needed. For example, if abicyclist with aVVRU device, currently in a combined
cluster with his bicycle which also has a VRU device, detectsit could join alarger cluster, then the leader of the
combined VRU breaks up the cluster and both devices each join the larger cluster separately. The possibility to include
or merge VRU clusters or combined VRUs inside a VRU cluster isleft for further study.

The present document specifies asimple in-band VAM signalling for the operation of VRU clustering. Further methods
may be optionally defined to establish, maintain and tear up the association between devices (e.g. Bluetooth®, UWB,
etc.). They are out of scope of the present document.
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Depending on its context, the VRU Basic Service (VBS) shall bein one of the cluster states specified in Table 5.

Table 5: Possible states of the VRU basic service related to cluster operation

VBS State Specification Valid VRU Valid VRU Additional explanation
profiles types
VRU-IDLE The device user is not ALL ALL The VRU role as defined in
considered as a VRU clause 4.2 is VRU ROLE_OFF.
VRU-ACTIVE- VAMs or CAMs (in case of  |ALL VRU-St, In this state a VRU ITS-S may
STANDALONE |VRU Profile 2) are VRU-TX indicate an intention to join a cluster,
transmitted with information or indicate that it has just left a
related to only that VRU cluster.
VRU-ACTIVE- VAMs are transmitted and VRU profile 1, |VRU-St
CLUSTER- include a container with VRU profile 2
LEADER specific data elements
related to the cluster
VRU-PASSIVE |The VRU device does not ALL except VRU-St, The VRU is member of a cluster or
transmit VAMs VRU profile 3 |VRU-TX located in a low-risk geographical
area defined in clause 3.1 (see
FCOMO03 in ETSI TS 103 300-2 [1]).
In the case the area rules authorize
the traffic of motor vehicles, the VBS
can also remain in VRU-ACTIVE-
STANDALONE VBS state and
increase the periodicity of the VAMs.

Inal VBS states, the VRU basic servicein aVRU device shall remain operational.

5.4.2.2

Events triggering a transition between VBS clustering states

In addition to the normal VAM triggering conditions defined in clause 6, the following events shall trigger a VBS state
transition related to cluster operation. Parameters that control these events are summarized in clause 8, Table 14 and

Table 15.

. Entering VRU role: VRU-IDLE

When the VBS in VRU-IDLE determines that the VRU device user has changed itsroleto VRU_ROLE_ON
(e.g. by exiting abus), it shall start the transmission of VAMSs, as defined in clause 4.2. A VBS executing this

transition shall not belong to any cluster.

- Next state: VRU-ACTIVE-STANDALONE

. Leaving VRU role: VRU-ACTIVE-STANDALONE

When the VBS in VRU-ACTIVE-STANDALONE determines that the VRU device user has changed itsrole
to VRU_ROLE_OFF (e.g. by entering a bus or a passenger car), it shall stop the transmission of VAMSs, as
defined in clause 4.2. A VBS executing this transition shall not belong to any cluster.

- Next state: VRU-IDLE

. Creating a VRU cluster: Initial state: VRU-ACTIVE STANDALONE

When the VBSin VRU-ACTIVE-STANDALONE determines that it can form a cluster based on the received
VAMs from other VRUSs (see conditionsin clause 5.4.2.4), it shall take the following actions:

1) Generate arandom cluster identifier. The identifier shall be locally unique, i.e. it shall be different from
any cluster identifier in aVAM received by the VBS in the last timeCluster UniquenessThreshold time,
and it shall be non-zero. The identifier does not need to be globally unique, asacluster isalocal entity

and can be expected to live for a short time frame.
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2) Determineaninitial cluster dimension to delimit the cluster bounding box. To avoid false positives, the
initial bounding box shall be set to include only the cluster leader VRU.

3) Setthe size of the cluster to minCluster Sze and the VRU cluster profiles field to its own VRU profile.
4)  Transition to the next state, i.e. start transmitting cluster VAMS.

NOTE 1: The random selection of the cluster ID protects against the case where two cluster |eaders, which select an
ID simultaneously, select the same identifier.

NOTE 2: Cluster creation is different from cluster joining as defined in clause 5.4.2.4 in that a VRU device joining
acluster gives an indication that it will join the cluster beforehand, while a VRU device creating a cluster
simply switches from sending individual VAM s to sending cluster VAMSs.

- Next state: VRU-ACTIVE-CLUSTER-LEADER
. Breaking up a VRU cluster: Initia state: VRU-ACTIVE-CLUSTER-LEADER

When the VBS in VRU-ACTIVE-CLUSTER-LEADER determines that it should break up the cluster, it shall
includein the cluster VAMs aVRU cluster operation field indicating that it will disband the cluster with the
VRU cluster'sidentifier and areason to break up the VRU cluster (see clause 7.3.5 for the list of possible
reasons).

It shall then shortly stop sending cluster VAMs. Thisindication is transmitted for timeCluster BreakupWarning
in consecutive VAMS.

All VRU devicesin the cluster shall resume sending individual VAMSs, i.e. they transition to state VRU-
ACTIVE-STANDALONE. Other VRUs may then attempt to form new clusters with themselves as leaders as
specified above.

- Next state: VRU-ACTIVE-STANDALONE
. Joining a VRU cluster: Initial state: VRU-ACTIVE-STANDALONE

When aVRU device receives cluster VAMs from a cluster leader, the VBSin VRU-ACTIVE-
STANDALONE shall analyse the received cluster VAMSs and decide whether it should join the cluster or not
(see conditionsin clause 5.4.2.4). Joining a cluster is an optional operation.

identified cluster along with an indication of the time at which it intends to stop sending individual VAMs. It
shall send these indications for a time timeCluster JoinNotification.

Once the VRU has sent the appropriate number of notifications, it joins the cluster, i.e. it stops transmission
and starts monitoring the cluster VAMs from the cluster leader.

Cancelled-join handling: If the VBS determines that it will not join the cluster after having started the joining
operation (for example because it receivesaVAM with the maximal cluster size (cardinality) maxCluster Size
exceeded), it stopsincluding the cluster join notification in itsindividual VAMs and includes the cluster leave
notification for a time timeClusterLeaveNotification. This allows the cluster |eader to track the size of its
cluster.

Failed-join handling: If after ceasing to send individual VAMsthe VBS determines that the cluster leader has
not updated the cluster state to contain that new member (e.g. the deviceis not inside the bounding box
information provided in the received cluster VAM from the cluster leader, or the size is not consistent with
observed cluster join and leave natifications), or the cluster it intended to join does not exist anymore, the VBS
shall leave the cluster, i.e. it shall start transmitting individual VAMs again and remain in VRU-ACTIVE-
STANDALONE state. The VBS shall take this action if the first cluster VAM received after

timeCluster JoinSuccess passes does not account for the ego VBS.

When the ego VBS transmits individual VAMs after a cancelled-join or afailed-join, it shall:
a) usethesame station ID it used before the cancelled-join or failed-join;

b) include the cluster leave notification for a time timeCluster LeaveNotification.
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A VRU ITS-Sthat experiences a"failed join" of thistype may make further attempts to join the cluster. Each
attempt shall follow the process defined in this transition case.

A VRU device may determine that it is within a cluster bounding box indicated by a message other than a
VAM (for example a CPM). In that case, it shall follow the cluster join process described here, but shall
provide the specia value "0" asidentifier of the cluster it joins.

- Next state: VRU-PASSIVE
Leaving a VRU cluster: Initia state: VRU-PASSIVE

When aVRU in acluster receives VAMs from the VRU cluster leader, the VBS shall analyse the received
VAMs and decide whether it should leave the cluster or not (see clause 5.4.2.4). Leaving the cluster consists of
resuming to send individual VAMs.

When the VRU ITS-S leaves the cluster, the VAMs that it sends after state VRU-PASSIVE ends, shall
indicate that it is leaving the identified cluster with areason why it leaves the identified cluster (see
clause 7.3.5 for the list of reasons). It shall include thisindication for time timeCluster LeaveNotification.

A VRU isaways allowed to leave a cluster for any reason, including its own decision or any safety risk
identified.

After aVRU leaves a cluster and starts sending individual VAMSs, it should use different identifiers (including
Stetion ID inthe VAM and pseudonym certificate) from the onesit used in individual VAMs sent before it
joined the cluster. Exception: if the VRU experiences a cancelled-join or afailed-join as specified above (in
"Joining a VRU cluster" transition), it should use the Station ID and other identifiers that it was using before
the failed join to allow better tracking by the cluster leader of the state of the cluster for a

numCluster VAMRepeat number of VAMSs, and resume the pseudonymization of its Station ID afterwards.

A VRU devicethat isin VRU-PASSIVE state and within a cluster indicated by a message other than aVAM
(for example a CPM) may decide to resume sending the VAM because it has determined it was within the
cluster indicated by the other message, but is now going to leave or has left that cluster bounding box. In that
case, it shall follow the cluster leave process described here, indicating the special cluster identifier value "0".

- Next state: VRU-ACTIVE-STANDALONE

Determining VRU cluster leader lost: In some cases, the VRU cluster |eader may lose communication
connection or fail asanode. In this case, the VBS of the cluster leader cannot send VAMSs any more on behalf
of the cluster. When aVBSin VRU-PASSIVE state because of clustering determines that it did not receive
VAMs from the VRU cluster leader for atime timeCluster Continuity, it shall assume that the VRU cluster
leader islost and shall leave the cluster as specified previoudly.

- Next state: VRU-ACTIVE-STANDALONE

Events not triggering a transition between VBS clustering states

The following actions do not trigger a state transition but shall cause an update of information.

Extending or shrinking a VRU cluster: State: VRU-ACTIVE-CLUSTER-LEADER

A VAM indicating that aVRU isjoining the cluster allows the VRU cluster leader to determine whether the
cluster is homogeneous or heterogeneous, its profile, bounding box, velocity and reference position, etc. The
cluster data elements in the cluster VAM shall be updated by the VRU cluster |eader to include the new VRU.
The same applies when a VRU leaves the cluster.

Changing a VRU cluster |1D: State: VRU-ACTIVE-CLUSTER-LEADER, VRU-PASSIVE
A cluster leader may change the cluster ID at any time and for any reason.

The cluster leader shall include in its VAMs an indication that the cluster ID is going to change for time
timeCluster | dChangeNotification before implementing the change. The notification indicates the time at which
the change will happen. The cluster leader shall transmit a cluster VAM with the new cluster ID as soon as
possible after the ID change. VRU devicesin the cluster shall observe at that time whether there is a cluster
with anew ID that has similar bounding boxes and dynamic properties to the previous cluster. If thereis such
acluster, the VRU devices shall update their internal record of the cluster ID to the newly observed cluster ID.
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If there is no such cluster, the VRU devices shall execute the leave process with respect to the old cluster.
VRU devices that |eave a cluster that has recently changed ID may use either the old or the new cluster ID in
their leave indication for time timeClusterldPersist. After that time, they shall only use the new cluster I1D.

If the VBS of acluster leader receivesaVAM from another VRU with the same identifier asits own, it shall
immediately trigger a change of the cluster ID complying with the process described in the previous

paragraph.

NOTE: Thetransmission of intent to change cluster ID does not significantly impact privacy. Thisis because an

5424

eavesdropper who is attempting to track a cluster and islistening to the cluster VAMs at the time of an ID
change will be able to determine continuity of the cluster anyway, by "joining the dots" of its trgjectory
through the ID change using the dynamic information. 1D change isintended mainly to protect against an
eavesdropper who is not continually listening, but instead has the capability to listen only in discrete,
isolated locations. For this eavesdropper model, including a " change prepare” notification for a short time
does not significantly increase the likelihood that the eavesdropper will be able to track the cluster
through the ID change. The new cluster ID is not provided in the notification, only the time when the ID
isintended to change.

Conditions for clustering operations

Conditionsto determine whether to createa cluster: aVRU device withaVBSin VRU-ACTIVE-STANDALONE
can create acluster if al these conditions are met:

It has sufficient processing power (indicated in the VRU configuration received from the VRU profile
management function).

It has been configured with VRU equipment type VRU-St (as defined in clause 4.4 of ETS
TR 103 300-1 [i.1]).

It isreceiving VAMs from numCreateCluster different VRUs not further away than maxCluster Distance.

It has failed to identify a cluster it could join.

Another possible condition is that the VRU-ITS-S has received an indication from a neighbouring V-ITS-Sor R-ITS-S

that aclu

ster should be created. Thisisleft for further study.

Conditionsto deter mine whether to join or leave a cluster in normal conditions. aVRU device whose VBSiisin
VRU-ACTIVE-STANDALONE state shall determine whether it can join or should leave a cluster by comparing its
mesasured position and kinematic state with the position and kinematic state indicated in the VAM of the VRU cluster
leader. Joining a cluster is an optional operation.

If the compared information fulfils certain conditions, i.e. the cluster has not reached its maximal size
(cardinality) maxClusterSize, the VRU iswithin the VRU cluster bounding box or at a certain distance
maxCluster Distance away from the VRU cluster leader and vel ocity difference less than

maxCluster Vel ocityDifference of own velocity, the VRU device may join the cluster.

After joining the cluster, when the compared information does not fulfil the previous conditions any longer,
the VRU device shall leave the cluster. If changing itsrole to non-VRU (e.g. by entering a bus or a passenger
car), the VRU device shall also follow the leaving process described in clause 5.4.2.2.

If the VRU device receives VAMSs from two different clusters that have the same cluster ID (e.g. due to hidden
node situation), it shall not join any of the two clusters.

In the case the VBS, after leaving a VRU cluster, determines that it has entered a low-risk geographical area as
defined in clause 3.1 (e.g. through the reception of a MAPEM), according to requirement FCOMO3 in ETSI
TS 103 300-2 [1], it shdll transition to the VRU-PASSIVE state (see clause 6).

The VBS shall indicate in the VAM the reason why it leaves a cluster, as defined in clause 7.3.5.
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In some cases, merging VRU clusters can further reduce VRU messaging in the network. For example, moving VRU
clusters on asidewalk with similar coherent cluster velocity profiles may have fully or partialy overlapped bounding
boxes (see clause 5.4.3) and so may merge to form one larger cluster. This shall be done as specified in clause 5.4.1, i.e.
the second cluster leader shall break up its cluster, enter VRU-ACTIVE-STANDALONE state and join the new cluster
asanindividual VRU. All devicesthat were part of the cluster led by the second cluster leader become individual VRUs
(i.e. enter VRU-ACTIVE-STANDALONE state) and may choose individually to join the cluster led by the first cluster
leader.

5425 State diagram related to VRU cluster operation
Figure 3 illustrates the state diagram related to VRU cluster operation.
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safe zone and may afterwards become passive again.
Figure 3: VBS state diagram related to VRU cluster operation
5.4.2.6 Application to the specific case of a combined VRU

A combined VRU groups the device of at least one VRU from VRU Profile 1 (e.g. a pedestrian) and the device located
inaVRU vehicle from VRU Profile 2 or VRU Profile 3 (e.g. motorcycle, bicycle, wheel chair, mounted animal), as
described in ETSI TS 103 300-2 [1]. As a pre-requisite to the creation of a combined VRU, the VBSin the VRU
vehicle deviceis activated and hasitsrole set to VRU. In the case when only one element of the couple { VRU, VRU
vehicle} isequipped with aVRU device, it shall behave as aregular VRU. The combined clustering function is an
optional function in the VBS, in the same manner as the clustering (see clause 5.4.1).

When the combined clustering function is used, the operation of a combined VRU shall follow the same rules as the
operation of aVRU cluster:

. When the VBSin VRU-ACTIVE-STANDALONE of the VRU vehicle ITS-S (seeclause 4.4 in ETSI
TS 103 300-2 [1]) determinesthat it can form a combined VRU, it shall send aVAM indicating that it will
lead the cluster by including cluster information (if it is aprofile 2 device) or a CAM containing cluster
information in the VRU extension (if it isaprofile 3 device).

o If the VRU vehicle ITS-Sisaprofile 3 VRU, then when the VBS in the P-ITS-S of the VRU determines that
the cluster joining conditions are met, it shall send aVAM indicating that it joins the combined cluster using
the standard cluster join process. In the case of acombined VRU, the maximal bounding box of aVRU cluster
is reduced to maxCombinedCluster Distance.

» |f the VRU vehicle ITS-Sisaprofile2 VRU, it shall continue to send cluster VAMs for at least
timeCombinedVruCluster Opportunity. If no P-ITS-S hasin that time indicated that it will join the cluster, the
VRU vehicle ITS-S shall stop sending cluster VAMs (the P-ITS-S does not need to complete the join in that
time so long as it has started to include the join indication in its VAMS). If the VRU vehicle ITS-S has stopped
sending cluster VAMSs, the P-ITS-S may create a combined cluster, i.e. it may send cluster VAMs with cluster
cardinality 1, and shall send the cluster VAM for atime at least equal to timeCombinedVruCluster Opportunity.
While the P-ITS-Sis sending cluster VAMs, the VRU vehicle ITS-S may initiate the process of joining the
cluster.
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NOTE: This process allows flexibility in which ITS-Sisthe cluster leader because in practice either the P-ITS-S
or the profile 2 VRU vehicle ITS-S may be better equipped to act as the leader. The present document
does not specify how either I TS-S determines whether or not to join a cluster; the process may, for
example, involve user intervention on either or both ITS-S or pre-configured setting. Future versions of
the present document may provide more support for automated cluster leader decisions, for example by
including the data structures for cluster leaders to make statements about their capabilities that could be
inputs to those decisions.

e  WhentheVBSin the cluster member VRU device determines that the clustering conditions are not met
anymore (separation from the cluster leader VRU device), it shall leave the cluster using the cluster leave
process specified in clause 5.4.2.2.

Figure 4 illustrates an exampl e of the instantiation of the state diagram presented in Figure 3 for acombined VRU made
of aperson holding a VRU-enabled personal device and a VRU-enabled bicycle.

)

P-ITS-S Entering VRU role VRU-ACTIVE Joining a combined VRU (see note 1) |
(Profile 1) VRU-IDLE Leaving VRU role 1 STANDALONE | Leavinga combined VRU (seenote 2) VRU-PASSIVE
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Note 1: when clustering conditions are met

Note 2: when either

* Clustering conditions are not met anymore, maybe due to brutal
separation

* Cluster leader is lost

Figure 4. Example of a combined VRU

5.4.3 Cluster information parameters
A VRU cluster is considered as a single entity in the overall VRU communication system. If a cluster exists, cluster

members shall not transmit VAMS, and only the cluster leader shall transmit cluster VAMs that describe the entire
cluster. The parametersincluded in acluster VAM shall beasin Table 6.

Table 6: Cluster VAM parameters

Cluster identifier M
Bounding box of the VRU cluster (shape) M e  Circle (the centre of a circle, radius)
e Rectangle (the reference point, length, width)
e Polygon (list of positions which indicate polygon
points)
Cardinality size of the VRU cluster M e Number of cluster members in the cluster + 1 (the
cluster leader)
e Initial value shall be "1"
Profiles of VRUs within the VRU cluster (@)
NOTE: "M"stands for "mandatory” which means that the data element shall be always included in the cluster
VAM message. "O" stands for "optional” which means that the data element can be included in the
cluster VAM message.

6 VAM dissemination

6.1 VAM transmission method

Point-to-multipoint communication shall be used for transmitting VAMS, as specified in ETSI TS 103 300-2 [1].
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NOTE:  Point-to-multipoint communication is specified in ETSI TS 103 836-4-1 [i.2] and ETSI
TS 103 836-3[i.3].

6.2 Frequency/Periodicity range of VAMs

NOTE: The values of the parametersin clause 6.2 are provided in clause 8, Table 16.
A VAM generation event results in the generation of one VAM.

The minimum time elapsed between the start of consecutive VAM generation events shall be equal to or larger than

T GenVam. T_GenVamislimitedto T_GenVamMin < T_GenVam <T_GenVamMax, where T_GenVamMin and
T_GenVamMax are specified in Table 16 (clause 8). When a cluster VAM istransmitted, the T_GenVam could be
smaller than that of individual VAM. The minimum time elapsed between two consecutive low frequency containers
(see clause 7.3.4) is captured as 2 000 ms. The low frequency container carries configuration attributes and they
normally vary slower than other VAM attributes. This selection may also contribute to bandwidth efficiency and power
saving.

The conditions for triggering the VAM generation shall be checked repeatedly every T_CheckVamGen.
T_CheckVamGen shall be equal to or lessthan T_GenVamMin.

The low frequency container of the VAM isincluded periodically or when the VRU cluster operation container is
present (see clause 7.3.2). It shall beincluded in the first VAM generation since the vulnerable user basic service
activation. After that, the low frequency container of VAM shall be included every time the time elapsed since the
generation of the last VAM with the low frequency container is equal to or greater than 2 000 ms.

In case of ITS-G5, T_GenVam shall be managed according to the channel usage requirements of Decentralized
Congestion Control (DCC). The parameter T_GenVam shall be provided by the VBS management entity in the unit of
milliseconds. If the management entity provides this parameter with avalue above T_GenVamMax, T_GenVam shall be
setto T_GenVamMax and if the value isbelow T_GenVamMin or if this parameter is not provided, the T_GenVam shall
be set to T_GenVamMin. The parameter T_GenVam represents the currently valid lower limit for the time elapsed
between consecutive VAM generation events.

In case of LTE-V2X PC5, T_GenVam shall be managed in accordance to the congestion control mechanism defined by
the access layer specified in ETSI TS 103 574 [11].

6.3 Transmitting VAMs

VRU ITS-Sin VRU-ACTIVE-STANDALONE state shall send "individual VAMSs', while VRU ITS-Sin
VRU-ACTIVE-CLUSTERLEADER VBS state shall transmit "cluster VAMS' on behalf of the VRU cluster. Cluster
member VRU ITS-Sin VRU-PASSIVE VBS state shall send individual VAMs containing

VruCluster OperationContainer while leaving the VRU cluster. VRU ITS-Sin VRU-ACTIVE-STANDALONE shall
send VAM as "individual VAM" containing VruClusterOperationContainer while joining the VRU cluster.

6.4 Triggering conditions

6.4.1 Individual VAM transmission management by VBS at VRU ITS-S

NOTE: The vaues of the parametersin clause 6.4 are provided in Table 17.

Thefirst timeindividual VAM shall be generated immediately after VBS activation. The VAM shall also be generated
at the earliest time instant for transmission if any of the following conditions are satisfied and the individual VAM
transmission does not subject to redundancy mitigation techniques:

1) AVRUIisinVRU-IDLE VBS state and has entered VRU-ACTIVE-STANDALONE.

2) A VRUIisin VRU-PASSIVE VBS state; it decides to leave the cluster and entersin VRU-ACTIVE-
STANDALONE VBS state.

3) A VRUIisin VRU-PASSIVE VBS state; it has determined that VRU cluster leader islost and has decided to
enter VRU-ACTIVE-STANDALONE VBS stete.
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4) A VRUIisin VRU-ACTIVE-CLUSTER-LEADER VBS state; it has determined breaking up the cluster and
has transmitted VRU cluster VAM with disband indication; it has decided to enter VRU-ACTIVE-
STANDALONE VBS state.

Consecutive VAM transmissions are contingent upon the conditions described here. Consecutive individua VAM
generation events shall occur at an interval equal to or larger than T_GenVam. An individual VAM shall be generated
for transmission as part of a generation event if the originating VRU ITS-Sis still in VBS VRU-ACTIVE-
STANDALONE VBS state, any of the following conditions is setisfied and individual VAM transmission is not subject
to redundancy mitigation techniques:

1) Thetime elapsed since the last time the individual VAM was transmitted exceeds T_GenVamMax.

2)  The Euclidian absolute distance between the current estimated position of the reference point of the VRU and
the estimated position of the reference point lastly included in an individual VAM exceeds a pre-defined
threshold minReferencePointPositionChangeThreshold.

3) Thedifference between the current estimated ground speed of the reference point of the VRU and the
estimated absolute speed of the reference point of the VRU lastly included in an individual VAM exceeds a
pre-defined threshold minGroundSpeedChangeThreshold.

4)  The difference between the orientation of the vector of the current estimated ground velocity of the reference
point of the VRU and the estimated orientation of the vector of the ground velocity of the reference point of
the VRU lastly included in an individual VAM exceeds a pre-defined threshold
minGroundVel ocityOrientationChangeThreshol d.

5) TheVRU has determined that there is a difference between the current estimated trajectory interception
probability with vehicle(s) or other VRU(S) and the trajectory interception probability with vehicle(s) or other
VRU(9) lastly reported in an individual VAM exceeds a predefined threshold
minTrajectorylnterceptionProbChangeThreshold.

6) Theoriginating I TS-SisaVRU in VRU-ACTIVE-STANDALONE VBS state and has decided to join a
cluster after its previous individual VAM transmission.

7)  VRU has determined that one or more new vehicles or other VRUSs have satisfied the following conditions
simultaneously after the lastly transmitted VAM:

- coming closer than Minimum Safe Lateral Distance (MSLaD) laterally;
- coming closer than Minimum Safe Longitudinal Distance (MSLoD) longitudinally;

- coming closer than Minimum Safe Vertical Distance (MSVD) verticaly.

6.4.2 Cluster VAM transmission management by VBS at VRU ITS-S

Thefirst time VRU cluster VAM shall be generated immediately after VBS activation. The VAM shall aso be
generated at the earliest time instant for transmission if any of the following conditions are satisfied and the VRU
cluster VAM transmission is not subject to redundancy mitigation techniques:

1) AVRUInVRU-ACTIVE-STANDALONE VBS State determinesto form aVRU cluster.

Consecutive VRU cluster VAM transmissions are contingent upon the conditions described here. Consecutive VRU
cluster VAM generation events shall occur at cluster leader at an interval equal to or larger than T_GenVam. A VRU
cluster VAM shall be generated for transmission by the cluster leader as part of a generation event if any of the
following conditionsis satisfied and VRU cluster VAM transmission is not subject to redundancy mitigation
techniques:

1) Thetime elapsed since the last time the VRU cluster VAM was transmitted exceeds T_GenVamMax.

2) The Euclidian absolute distance between the current estimated position of the reference point of the VRU
cluster and the estimated position of the reference point lastly included in aVRU cluster VAM exceeds a
pre-defined threshold minReferencePointPositionChangeThreshold.

3) Thedifference between the current estimated distance from the cluster boundary and the estimated distance
based on the last transmitted VAM exceeds a pre-defined threshold minCluster DistanceChangeThreshol d.
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The difference between the current estimated ground speed of the reference point of the VRU cluster and the
estimated absolute speed of the reference point lastly included a VRU cluster VAM exceeds a pre-defined
threshold minGroundSpeedChangeThreshold.

The difference between the orientation of the vector of the current estimated ground velocity of the reference
point of the VRU cluster and the estimated orientation of the vector of the ground velocity of the reference
point lastly included in aVRU cluster VAM exceeds a pre-defined threshold

minGroundVel ocityOrientationChangeThreshold.

The VRU cluster leader has determined that there is difference between the current estimated trajectory
interception probability with vehicle(s) or other VRU(s) and the trgjectory interception probability with
vehicle(s) or other VRU(S) lastly reported in acluster VAM exceeds a predefined threshold
minTrajectoryl nterceptionProbChangeThreshol d.

VRU cluster type has been changed (e.g. from homogeneous to heterogeneous cluster or vice versa) after
previous VAM generation event.

Cluster leader has determined to break up the cluster after transmission of previous VRU cluster VAM.

More than a pre-defined number of new VRUs has joined the VRU cluster after transmission of previous VRU
cluster VAM.

More than a pre-defined number of members has left the VRU cluster after transmission of previous VRU
cluster VAM.

VRU in VRU-ACTIVE-CLUSTER-LEADER VBS state has determined that one or more new vehicles or
non-member VRUSs (e.g. VRU profile 3 - motorcyclist) have satisfied the following conditions simultaneously
after the lastly transmitted VAM:

- coming closer than Minimum Safe Lateral Distance (MSLaD) lateraly;
- coming closer than Minimum Safe Longitudinal Distance (MSLoD) longitudinally;

- coming closer than Minimum Safe Vertical Distance (MSVD) vertically to the cluster bounding box.

VAM Redundancy Mitigation

A balance between frequency of VAM generation at facilities layer and communication overhead at access layer needs
to be considered without impacting VRU safety and VRU awareness in the proximity. VAM transmission at aVAM
generation event shall be subject to the following redundancy mitigation techniques:

An originating VRU ITS-S shall skip current individual VAM if al the following conditions are satisfied
simultaneously:

- The time elapsed since the last time VAM was transmitted by originating VRU ITS-S does not exceed
numskipVamsFor RedundancyMitigation (e.g. 4) times T_GenVamMax.

- The Euclidian absol ute distance between the current estimated position of the reference point and the
estimated position of the reference point in the received VAM from apeer ITS-Sisless than
minReferencePointPositionChangeThreshold.

- The difference between the current estimated speed of the reference point and the estimated absolute
speed of the reference point in received VAM from apeer ITS-Sislessthan
minGroundSpeedChangeThreshold.

- The difference between the orientation of the vector of the current estimated ground velocity and the
estimated orientation of the vector of the ground velocity of the reference point in the received VAM
from apeer ITS-Sislessthan minGroundVel ocityOrientationChangeThreshol d.

Or one of the following conditions are satisfied:

- VRU consults appropriate maps to verify if the VRU isin protected or non-drivable areas such as
buildings, etc.
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- VRU isin ageographical area designated as a pedestrian only zone (low-risk geographical area). Only
VRU profiles 1 and 4 alowed in the area (see Table 5).

- VRU considersitself asa member of aVRU cluster and cluster break up message has not been received
from the cluster leader.

- The information about the ego-V RU has been reported by another ITS-Swithin T_GenVam.
6.4.4  VAM time requirement

6.44.1 VAM generation time

Besidesthe VAM generation frequency, the time required for the VAM generation and the timeliness of the data taken
for the message construction are decisive for the applicability of datain the receiving ITS-Ss. In order to ensure proper
interpretation of received VAMs, each VAM shall be time-stamped.

NOTE: An acceptable time synchronization between the different ITS-Ssis expected and it is out of scope of the
present document.

Thetimerequired for aVAM generation shall be lessthan T_AssembleVAM. The time required for aVAM generation
refers to the time difference between time at which aVAM generation istriggered and the time at whichthe VAM is
delivered to the networking & transport layer.

6.4.4.2 VAM timestamp

The following requirements shall apply:

e  Thereference timestamp provided in aVAM disseminated by an ITS-S shall correspond to the time at which
the reference position provided in BasicContainer DF is determined by the originating ITS-S. The format and
range of the timestamp is defined in annex A.

e  Thedifference between VAM generation time and reference timestamp shall be less than 32 767 msasin
ETSI TS 103 900 [6] (see note 1).

NOTE 1: Thisrequirement is set to avoid timestamp wrap-around complications.

NOTE 2: The specification of the ITS time precision and synchronization is specified in ETSI EN 302 890-2 [4]
and is out of the scope of the present document.

6.5 Security constraints

6.5.1 Introduction

VAMsthat are transmitted over links that do not provide trust services shall be signed using I TS certificates as specified
in ETSI TS 103 097 [8]. In particular, VAMs that are transmitted over BTP with the GeoNetworking protocol shall be
signed at the GeoNetworking layer.

In general, within the certificate the permissions and privileges are indicated by a pair of identifiers, the Intelligent
Transportations Systems Application Identifier (ITS-AID) and the Service Specific Permissions (SSP). The ITS-AID as
specified in ETSI TS 102 965 [9] shall indicate the application for which permissions are being granted. The SSPisa
field that indicates specific sets of permissions, corresponding to roles and privileges, within the overall permissions
indicated by the ITS-AID.

VAMs shall beidentified with the ITS-AID specified in ETSI TS 102 965 [9] for VRU Service.

6.5.2 Service Specific Permissions (SSP)
The VAM-SSP octet scheme allows the SSP format to accommodate current and future versions of the present

document. The octet scheme is constructed of a single octet taking the value 1, indicating version V2.1.2 of the present
document.
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The SSP shall be a BitmapSsp as specified in ETSI TS 103 097 [8].

NOTE: The use of aBitmapSsp alows for the SSP to be extended in the future without needing to increase the
SSP version number.

6.5.3 Certificate attachment policy

The baseline behaviour for attaching certificates to asigned individual VAM isto attach the certificate once a second or
if a new vehicle has been observed. Specifically, when the VBS generates an individual VAM and requestsit to be
signed:

1) Ifitisone second or more since a certificate was last attached to aVAM from that sender, a certificate shall be
attached to the signed VAM.

2) If anew CAM signer has been observed since a certificate was last attached to aVAM from that sender, a
certificate shall be attached to the signed VAM. (A "new CAM signer” isa CAM signer using a certificate that
has not previously been used to sign a CAM received by the VRU device.)

3) Otherwise, acertificate shall not be attached and the Signerldentifier in the signed VAM shall be of type
digest.

The baseline behaviour for attaching certificates to a signed cluster VAM isto attach the certificate twice a second.
Specifically, when the VBS generates a cluster VAM and requests it to be signed:

1) Ifitis500 msor more since a certificate was last attached to a VAM from that sender, a certificate shall be
attached to the signed VAM.

2) Otherwise, acertificate shall not be attached and the Signerldentifier in the signed VAM shall be of type
digest.

6.5.4 Privacy considerations

The decision whether to participate in sending VAMs creates a trade-off between personal safety, which is enhanced by
the VAM, and privacy, which is reduced by the VAM. From the privacy perspective, sending the VAM creates the risk
that if an eavesdropper has an interest in tracking an individual person who isaVRU, the eavesdropper can record
VAMs and use those VAMSs (and associated data) to determine the exact or approximate path of the target individual.

The present document contains a number of mechanisms to reduce the privacy risks associated with sending VAMS,

and in particular the privacy risk against an eavesdropper who records VAMsin different locations and attempts to
determine which VAMs have come from the same VRU device. The present document does not have a goal to protect
privacy against an eavesdropper who physically follows the individual VRU, as this eavesdropper will always be able to
track the individual with or without the VAM.

The mechanisms to improve privacy in the present document are summarized below:

. Clause 5.3.5 of the present document provides a means to synchronize changes of identifiers that are inserted
into packets by different entities within the ITS-S, where in this context "identifier" means "values that are
unique or locally unigue to a particular sender and persistent”. This functionality avoids the possibility that (for
example) the pseudonym certificate changes but the sending MAC address remains the same, allowing two
messages with different certificate to be associated with each other because of the continuity of the MAC
address. This provides privacy against an eavesdropper unless that eavesdropper is listening at the exact
moment that the identifiers are changed:

- As a specific instance of identifier change synchronization, clause 7.2 of the present document requires
that that Stationld and the pseudonym are changed at the same time, as enabled by the mechanism of
clause 5.3.5.
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The clustering process provides a mechanism for individual VRUs to stop being individually traceable while
getting the benefits of the safety enhancements of the VAM, as devices within a cluster do not transmit. In
particular, clause 5.4.2.2 of the present document addresses identifier management for VRU devices leaving a
cluster. If a VRU device follows the recommendations of this clause, then if it has been in a cluster for long
enough to have meaningfully skipped sending some VAMS, it will change its identifiers on leaving the cluster.
This provides privacy against an eavesdropper even if the eavesdropper overheard both the join and the leave
activities, as the join and the leave indications cannot be correlated via the message contents. The exact
statistical improvement in the privacy of the VRU depends on factors such as cluster size and how dynamic the
cluster membershipis.

For potentially-unique but unchangeable properties of the VRU, such as dimensions and type, the present
document provides the ability for the VRU device not to include those propertiesin the VAM. Additionally,
the VAM does not contain the exact dimensions of the VRU (which would have a high probability of being
unique) but instead uses the much coarser VruSzeClass type to indicate dimensions. See clause 7.3.4 for more
information.

Other potentially privacy-reducing fields such as vruDeviceUsage can be set to indicate that the relevant
information is not being provided.

Privacy risks that persist even after these mechanisms are used include the following:

The VRU sending device may have physical RF characteristics that are unique and persistent and can be
measured by the eavesdropper, allowing the device to be identified even if the identifiersin the data or headers
are changed.

The VAM may contain information that is locally unique to the sender and cannot be changed, e.g. dynamic
characteristics which can be extracted by analysis of a series of messages, or some combination of properties
(such as size class and type) that are not unique on their own but are unigue in combination. As discussed in
the previous bulleted list in this clause, the VAM sender has the option to omit some of the information of this
type, but there will be a trade-off between privacy on the one hand, and quality of information obtained by
VAM receivers on the other. The appropriate balance is to be determined by the individual VRU device and is
out of scope for the present document.

The VAM sending device may have alimited number of pseudonym certificates and may reuse certificates
from time to time, creating the ability for an eavesdropper to determine that all instances of use of a particular
certificate are associated with the same device.

The VAM sending device may (hypothetically) have certificates with different characteristics from the
certificates used by neighbouring devices, for example in terms of validity period start time, end time, or
duration. This allows an eavesdropper to identify aVRU device as a member of the group that got certificates
with those characteristics, reducing the privacy depending on the size of that group.

Thelast two bullet pointsin the list above are intended to be addressed by a certificate policy that will specify numbers
of certificates, certificate update policy, and certificate contents for VRUSs. That policy is out of scope for the present
document, although the present document recommends that such a policy is devel oped.

6.6

6.6.1

Methods to prevent false warnings (false positives)

General Considerations

The false warnings could create dangerous situations for VRUS, and other road users. False warning and reactions to
those warnings may create network congestion in some scenarios. To prevent the fal se warnings the following
techniques may be used depending on specific applications and implementations:

Ruling out false positive warnings based on contextual information.

Using redundancy. Verifying the warning using other available means based on the I TS messages received
from other ITS-Ss or onboard sensors.

Consistent warnings required for triggering actions. The threshold values for triggering warnings could be
chosen with enough tolerance for seeing consistent warnings during adjacent message cycles.
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e  The sensor measurements for warning generation are periodically calibrated and confidence levels for
measurements are accurately indicated.

The prevention of false warning is the responsibility of both the originating ITS-S and receiving I T-S. The VAM
originating I TS-Ss may check the consistency of the information they are disseminating. For example:

. The location information in VAM and inferred location from past locations, speed, VAM reporting frequency,
acceleration information and heading should agree within reasonable margin.

e  The speed information in the VAM and inferred speed from past location, current location, accel eration
information and VAM reporting frequency should agree within reasonable margin. The speed in the VAM
should be reasonable for the VRU profile and sub-profiles.

. Acceleration information in the VAM and inferred accel eration information from past and current speeds,
heading and VAM reporting frequency should agree within reasonable margin. Accelerationsin the VAM
should be reasonable for the VRU profile and sub-profiles.

. Heading, curvature, yaw rate and VRU orientation in the VAM should agree with the trend from the past
locations.

. For the recommended safe distance (lateral, longitudinal, vertical) calculations, accurate locations of ego-VRU
and other ITS-S are necessary. The locations of other ITS-S may be obtained via C-1TS messages or other
means. The consistency check for own location and received or estimated locations of other ITS-S could be
performed as described above.

. For the Time To Collision (TTC) calculation, accurate kinematic parameters of ego-VRU and other ITS-Ssare
necessary. From own information and received I TS messages, consistency checks for kinematic parameters of
€go-VRU and other ITS-S could be performed.

. For the trgjectory interception calculations, accurate kinematic parameters of ego-VRU and other ITS-Sare
necessary. The consistency checks for own and received kinematic parameters could be performed.

e  The stability loss could be verified using vertical position or other means using onboard sensors if available.

Thereceiving I TS-Ss would do the consistency checks for their own kinematics information and kinematics information
received in VAMs from other VRU ITS-Ssin the same way as described above to identify the false warnings. It isthe
responsibility of the VRUs or the person operating the VRU (e.g. person riding on a bicycle) to identify the false
positive warnings and avoid accidents.

6.6.2 Roadworks safety

False warnings regarding roadworks are filtered out more confidently if DENM and VAM are used together for vehicles
or VRUs. If thereisaDENM to indicate that there is aroad work area ahead, plus VAMSs sent by the road workers, any
ITS-S that receives both types of messages can be aware of the road worker VRUSs confidently.

6.6.3 Weather condition

The Time To Collision (TTC) can be estimated by the VRU ITS-S receiving the safety messages from other ITS-Ss. The
dynamic motion properties (i.e. velocity, acceleration, heading, etc.) of VRU ITS-S or vehicle ITS-S are influenced by
external conditions such as weather, road conditions. For example, if it rains, the road might be more dlippery and the
Vehicle ITS-S's braking distance will increase.
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Figure 5: Increased threshold distances after receiving DENM

The VRU ITS-S can implement the VBS to consider the external condition such as weather and road condition when it
receives DENM containing the cause code type as listed below.

CauseCodeType ::= | NTEGER {
adver se\\eat her Condi ti on- Adhesi on (6),
adver se\Weat her Condi ti on- Ext r emeWeat her Condi ti on (17),
adver se\Wat her Condition-Visibility (18),
adver seWeat her Condi ti on-Preci pitation (19),
} (0..255)

The VRU ITS-S application can be implemented to increase the threshold safe distance between the VRU ITS-S and
Vehicle ITS-Sif it receives DENM indicating the adverse weather condition such as dippery road. Also, the VRU
ITS-S application can be implemented to consider that the braking distance of the Vehicle ITS-S can be increased when
it estimates the Time To Collision (TTC) if it receives DENM indicating the adverse weather condition.

6.7 Methods to prevent false negatives

The false negative situation arises when no warning message is transmitted during a dangerous situation. A false
negative could be more critical for the safety of VRUS, and other road users than afalse positive. To prevent the false
negatives, the following techniques may be used depending on specific applications and implementations:

. Using redundancy. I TS-S may use different ways (type of sensors) to perceive the environment or estimate the
kinematic attributes to predict the dangerous situation accurately.

. Generating warnings in the fal se negative situation based on contextual information.

e  The sensor measurements for warning generation are periodically calibrated and confidence levels for
measurements are accurately indicated.

It is again the responsibility of the VRUSs or the person operating the VRU (e.g. person riding on a bicycle) to detect the
false negative situation or danger and avoid accidents.
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7 VAM Format Specification

7.1 General Structure of a VAM PDU

A VAM is composed of:
. acommon ITS PDU header;
. ageneration time;
J abasic container;
. aVRU high frequency container with dynamic properties of the VRU (motion, acceleration, etc.);

. aVRU low frequency container with physical properties of the VRU (conditional mandatory, e.g. with higher
periodicity, see clause 7.3.2);

. acluster information container (optional);

. acluster operation container (optional);

. amotion prediction container (optional).

NOTE: TheVAM isextensible, but no extensions are defined in the present document.

Anillustration of the VAM structureis provided in Figure 6. Detailed data presentation rules shall be as specified in
annex A.

VAM
ITS Generation Basic High Low Cluster Cluster Motion
PDU Delta Time Container Frequency Frequency Information Operation Prediction
Header Container Container Container Container Container
Originating (optional) (optional) (optional) (optional)
ITS-S Heading
Type Lights Id Join Path History
Speed info
Position Sub- Shape Path
Lane profile Leave Prediction
position Cluster info
Size cardinality Safe
Acceleration Class size Break- Distance
i up Info
Environment Composition Trajectory
Change
Angular Indication
dynamics
Acceleration
Device Change
usage Indication
Other Heading
information Change
Indication
Stability
Change
Indication

Figure 6: General structure of a VAM
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7.2 ITS PDU header

The ITS PDU header shall be as specified in ETSI TS 102 894-2 [7]. Detailed data setting rules of the ITS PDU header
in the context of VAM shall be as follows:

. For the present document and version, the value of the DE protocolVersion shall be set to 3.
o For VAM, the DE messagel D shall be set to vam(16).
. The Stationl D shall be locally unique.

The Sationld field in the ITS PDU Header shall change when the signing pseudonym certificate changes, or when the
VRU startsto transmit individual VAMs after being a member of acluster (i.e. either when, as leader, it breaks up the
cluster, or when, as any cluster member, it leaves the cluster).

Exception: if the VRU device experiences a"failed join" of a cluster as defined in clause 5.4.2.2, it should continue to
use the Stationld and other identifiers that it used before the failed join.

The generation timein the VAM is a GenerationDeltaTime. It correspondsto the time of the reference position in the
VAM, considered astime of the VAM generation. Thisis a measure of the number of milliseconds elapsed since the
ITS epoch, modulo 2% (i.e. 65 536).

7.3 Other containers

7.3.1 Basic container
The basic container provides basic information of the originating ITS-S:

. Station type of the originating ITS-S; this DE somehow overlaps with the VRU profile, even though they do
not fully match (e.g. moped(3) and motorcycle(4) both correspond to a VRU profile 3). To enable afuture
possibility to have the VAM transmitted by non VRU ITS-S (see clause 4.1 and annex ), both data elements
are kept independent. This DE shall take the following values: pedestrian(1), bicyclist(2), moped(3),
motorcycle(4), lightVRUvehicle(12), or animal (13). Other values of stationType shall not be used in the
basicContainer transmitted in the VAM.

e  Thelatest geographic position of the originating ITS-S as obtained by the VBS at the VAM generation. It
provides the position and position confidence measured at the reference point of the originating ITS-S. The
measurement time shall correspond to generationDeltaTime described in clause 7.2. If the station type of the
originating ITS-Sis set to one out of the values listed above, the reference point shall be the ground position of
the centre of the front side of the bounding box of the VRU. Asareminder, this DF isdefined in ETSI
TS 102 894-2 [7] and includes a positionConfidenceEllipse which provides the confidence of the measured
position with the 95 % confidence level.

The basic container shall be present for VAM generated by all ITS-Ssimplementing the VBS.

7.3.2  VRU specific containers

All VAMs generated by aVRU ITS-S shal include at least a VRU High Frequency (VRU HF) container. The VRU HF
container contains potentially fast-changing status information of the VRU ITS-S such as heading or speed.

NOTE: AstheVAM isnot used by VRUSs from profile 3 (motorcyclist), none of these containers apply to VRUs
profile 3. Instead, VRUs profile 3 only transmit the motorcycle special container with the CAM (see
clause 4.1, clause 7.4 and clause 4.4 in ETSI TS 103 300-2 [1]).

In addition, VAMs generated by a VRU ITS-S may include one or more of the containers, as specified in Table 7, if
relevant conditions are met. Other containers may be added in the future.
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Table 7: VAM conditional mandatory and optional containers

Container name

Description

Condition for presence in the
VAM

VRU Low Frequency
(VRU LF) container

The VRU LF container contains static or slow-changing
vehicle data like the profile or the status of the exterior
lights.

Mandatory with higher
periodicity (see clause 6.2) or
when VRU cluster operation
container is present

VRU cluster information
container

This container provides the information/parameters
relevant to a VRU cluster.

Conditional mandatory (see
clause 5.4.1)

VRU cluster operation
container

This container provides information relevant to change of
cluster state in the VBS. It may be included by a cluster
VAM transmitter or by a cluster member (respectively
leader or ordinary member).

Conditional mandatory (see
clause 5.4.1)

VRU motion prediction
container

When the information is available in the VRU ITS-S, this
container provides dynamic VRU motion prediction
information as well as explicit path prediction.

Optional

Next clauses explain the VRU specific Data Elements (DE) of the different containers.

7.3.3

VAM VRU HF container

The VRU HF container of the VAM contains potentially fast-changing status information of the VRU ITS-S. It shall
include the parameterslisted in annex A.

Part of the information in this container do not make sense for some VRU profiles. Accordingly, they are indicated as
optional, but recommended to specific VRU profiles.

NOTE 1: TheVRU profileisincluded in the VRU LF container and so is not transmitted as often as the VRU HF
container (see clause 6.2). However, the receiver may deduce the VRU profile from the stationType field:
pedestrian indicates profile 1, bicyclist or lightV RUvehicle indicates profile 2, moped or motorcycle
indicates profile 3, and animal indicates profile 4.

e  The curvatureValue of the curvature DF is denoted as inverse of the VRU current curve radius and the turning
direction of the curve with regards to the moving direction of the VRU.

. The yawRate component shall include the yawRateValue which denotes the VRU rotation around the centre of
mass of the empty vehicle or VRU living being. The leading sign denotes the direction of rotation. The value
is negative if the motion is clockwise when viewing from the top (in street coordinates).

. The lateral Acceleration component shall indicate the VRU vehicle lateral acceleration in the street plane,
perpendicular to the heading direction of the originating ITS-S in the centre of the mass of the empty
VRU vehicle (for profile 2) or of the human or animal VRU (for profile 1 or 4). This DE shall be present if the
dataisavailable at the originating ITS-S.

. The DF used to describe the lane position in CAM [6] is not sufficient when considering VRUS, asit does not
include bicycle paths and sidewalks. Accordingly, it has been extended to cover all positions where aVRU
could be located. When present, the vruLanePosition DF shall either describe alane on the road (same as for a
vehicle), alane off the road or an island between two lanes of the previous types. Further details are provided
in the DF definition, in ETSI TS 102 894-2 [7].

NOTE 2: Additional information is needed to unambiguously identify the lane position and to allow the correlation
to amap. Thisislinked to an adequate geolocation precision.

e  Theorientation DF complements the dimensions of the VRU vehicle by defining the angle between the
VRU vehicle longitudinal axis with regards to the WGS84 north. It isrestricted to VRUs from profile 2
(bicyclist) and profile 3 (motorcyclist). When present, it shall be asdefined ETSI TS 102 894-2 [7]. The
orientation angle is different from the vehicle heading, which isrelated to the VRU movement while the
orientation is related to the VRU position. The orientation of the VRU is an important factor, especialy in the
case where the VRU has fallen on the ground after an accident and constitutes a non moving obstacle to other

road users.
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e  TherollAngle DF provides an indication of acornering two-wheeler. It is defined as the angle between the
ground plane and the current orientation of avehicle's y-axis with respect to the ground plane about the x-axis
as specified in 1SO 8855 [15]. The DF also includes the angle accuracy. Both values are coded with the

following conventions:

- Positive values mean rolling to the right side (0..."500"), where 500 corresponds to aroll angle value to

the right of 50 degrees.

- Negative values mean rolling to the left side (3 600..."3 100"), where 3 100 correspondsto aroll angle
value to the left of 50 degrees.

- Vaues between 500 and 3 100 shall not be used.

. The deviceUsage DE providesindications to the VAM receiver about a parallel activity of the VRU. ThisDE
issimilar to the DE_Personal DeviceUsageState specified in SAE J2945/9 [i.10]. It isrestricted to VRUs from
profile 1, e.g. pedestrians. When present, it shall provide the possible values given in Table 8. To respect the
user's choice for privacy, the device configuration application should include a consent form for transmitting
thisinformation. How this consent form isimplemented is out of scope of the present document. In the case
the option is opted-out (default), the device shall systematically send the value "unavailable(0)".

Table 8: vruDeviceUsage possible values

Activity definition Value Description

unavailable 0 Not determined or VRU did not consent to transmission of this personal
data in this DE

other 1 Used for states other than defined below

idle 2 Human is not interacting with device

listeningToAudio 3 Any audio source other than calling

typing 4 Including texting, entering addresses and other manual input activity

calling 5

playingGames 6

reading 7

viewing 8 Watching dynamic content, including following navigation prompts,
viewing videos or other visual contents that are not static

e  The movementControl DE indicates the mechanism used by the VRU to control the longitudinal movement of
the VRU vehicle. It is mostly aimed at VRUs from profile 2, e.g. bicyclists. When present, it will provide the
possible values given in Table 9. The usage of the different values provided in the table may depend on the
country where they apply. For example, a pedal movement could be necessary for braking, depending on the
bicycle in some countries. This DE could also serve as information for the surrounding vehicles on-board
systems to identify the bicyclist (among others) and hence improve/speed up the "matching” process of the
messages already received from the VRU vehicle (before it entered the car's field of view) and the object
which is detected by the other vehicle's camera (once the VRU vehicle enters the field of view). The impact of
this mechanism may be indicated by other DEs in the vruMotionPredictionContainer (e.g.
headingChangel ndication, accelerationChangel ndication).

Table 9: VruMovementControl possible values

Movement control applied Value Description

unavailable 0 Not determined or VRU did not consent to transmission of this
personal data in this DE

braking 1 Action applied on VRU vehicle brakes
hardBraking 2 Action applied on VRU vehicle brakes
stopPedaling 3 Action applied on VRU vehicle pedals
brakingAndStopPedaling 4 Action applied on both VRU vehicle pedals and brakes
hardBrakingAndStopPedaling 5 Action applied on both VRU vehicle pedals and brakes
noReaction 6 No action applied on VRU vehicle

7.3.4 VAM VRU LF container

The VRU LF container of the VAM contains potential slow-changing information of the VRU ITS-S. It shall include

the parameterslisted in annex A.
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The VRU LF container shall be included into the VAM with a parametrizable frequency as specified in clause 6.2. The
VAM VRU LF container has the following content:

. The profileAndSubprofile DE shall contain the identification of the profile and the sub-profile of the
originating VRU ITS-Siif defined. Table 10 shows the list of profiles and sub-profiles specified in the present
document.

The setting rules for this value are out of the scope of the present document, see ETSI TS 103 300-2 [1]. The profile
identifies the four types of VRU profiles specified in ETSI TS 103 300-2 [1]: pedestrian, bicyclist, motorcyclist, and
animal. The profile type names are descriptive: for example, a human-powered tricycle would conform to the
bicyclist profile. The subProfile identifies different types of VRUs within a profile.

Table 10: VruProfileAndSubProfile description based on profiles

Profile Profile SubProfile VruSubProfile

Index Index description

Pedestrian 1 0 Unavailable

Ordinary Pedestrian

Road workers

First responder

Unavailable

Bicyclist

Wheelchair User

Horse and rider

Rollerskater

Standing E-Scooter

Personal Transporter

E-Bicyclist (Pedelec), up to 25 km/h in Europe

E-Bicyclist (Speed-Pedelec), up to 45 km/h but with a

motion dynamic similar to a bicycle

Unavailable

Moped

Motorcycle

Motorcycle + Sidecar right

Motorcycle + Sidecar left

Seated E-scooter

Unavailable

Wild animal

Farm animal

3 Service animal

NOTE: In the context of safety related traffic communication, animals are regarded having a higher priority
than non-living objects. Thus, a specific profile has been defined in order to treat them correctly in
any kind of decision-making process.

Bicyclist 2

XN |WIN[FP|O|W[IN|F-

Motorcyclist 3

Animal (see note) 4

NP |O|O|B|WIN[F|O

The profileAndSubprofile DE isMANDATORY if the VRU LF container is present.
NOTE: The sub-profilesfor VRU profile 3 are used only in the CAM special container.

e  ThesizeClass DE containsinformation of the size of the VRU. The size classisinterpreted in combination
with the profile type to get the range of dimensions of the VRU. The sizeClassshall depend on the VRU
profile. This dependency isdepicted in Table 11.

Table 11: VruSizeClass description based on profiles

Profile Profile VruSizeClass VruSizeClass
Value Value description

Unavailable 0 0 N/A
Pedestrian 1 0 Unavailable

1 Low - 1 morlessin height

2 medium > largerthan 1 mand 1,5 m

or less in height

3 high - largerthan 1,5 m
Bicyclist 2 0 Unavailable

1 Low - 1,5 m or less height
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Profile Profile VruSizeClass VruSizeClass
Value Value description
2 medium - more than 1,5 m in height, 1 m or less
front-to-back
3 high - more than 1,5 m in height, more than
1 m front-to-back
Motorcyclist 3 0 Unavailable
1 Low - 1,5 mor less height
2 medium - more than 1,5 m in height, 1 m or less
front-to-back
3 high - more than 1,5 m in height, more than
1 m front-to-back
Animal 4 0 Unavailable
1 Low - 60 Kg orless and 1,5 m or less height
2 medium - more than 60 kg and 100 kg or less
and 1,5 m or less in height
3 high - more than 100 kg or more than 1,5 m
in height

NOTE: 1,5 m height of a VRU as a limit makes the difference between being obscured by a parked car and

not being obscured by a parked car.

7.3.5

The exteriorLights DF shall give the status of the most important exterior lights switches of the VRU ITS-S
that originates the VAM. The DE VruExteriorLight shall be optional for all VRU profiles, except under the
following condition: for VRU profile 2, the exteriorLights DF shall be present if the datais available at the

originating ITS-S.

VAM VRU cluster containers

The VRU cluster containers of the VAM contain the cluster information and/or operations related to the VRU clusters
of the VRU ITS-S. The VRU cluster containers are made of two types of cluster containers according to the
characteristics of the included data/parameters:

A VRU cluster information container shall be added to aVAM originated from the VRU cluster leader. This
container shall provide the information/parameters relevant to the VRU cluster. VRU cluster information
container shall be of type VruClusterInformationContainer.

VRU cluster information container shall comprise information about the cluster 1D, shape of the cluster
bounding box, cardinality size of cluster and profiles of VRUs in the cluster. Cluster ID is of type Cluster|D.
ClusterID is selected by the cluster leader to be non-zero and locally unique as specified in clause 5.4.2.2. The
shape of the VRU cluster bounding box shall be specified by DF Cluster BoundingBoxShape. The shape of the
cluster bounding box can be rectangular, circular or polygon.

If the component clusterProfilesis present in the VRU cluster information container, it shall not be set to al Os
if VRU own profile is pedestrian(1), bicyclist(2), or animal(4), as the sender knows that it itself is within the
cluster.

VRU cluster operation container shall contain information relevant to change of cluster state and composition.
This container may be included by a cluster VAM transmitter or by a cluster member (leader or ordinary
member). A cluster leader shall include VRU cluster operation container for performing cluster operations of
dishanding (breaking up) cluster. A cluster member shall include VRU cluster operation container in its
individual VAM to perform cluster operations of joining a VRU cluster and leaving aVRU cluster.

VRU cluster operation container shall be of type VruCluster OperationContainer.
VruCluster OperationContainer provides:

- cluster Joinlnfo for cluster operation of joining a VRU cluster by a new member. The clusterld is
identical to the clusterld component in the vrulnformationCluster Container in the VAM describing the
cluster that the sender of the clusterJoinlnfo intends to join. In this case, the joinTime indicates atime
after which the VAM transmitter will stop transmitting individual VAMSs.
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- clusterLeavelnfo for an existing cluster member to leave aVRU cluster. The clusterld isidentical to the
clusterld component in the VruCluster I nformationContainer in the VAM describing the cluster that the
sender of the cluster Leavelnfo has recently left. The clusterLeaveReason indicates the reason why the
sender of ClusterLeavelnfo has recently left the cluster, as specified in Table 12.

- clusterBreakupl nfo to perform cluster operations of disbanding (breaking up) cluster respectively by the
cluster leader. The cluster BreakupReason indicates the reason why the sender of cluster Breakuplnfo
intends to break up the cluster, as specified in Table 13. The breakupTime indicates atime after which
the VAM transmitter will stop transmitting cluster VAMs.

- clusterldChangeTimel nfo to indicate that the cluster leader is planning to change the cluster ID at the
timeindicated in the DE. The new Id is not provided with the indication for privacy reasons (see
clause 5.4.2.3 and clause 6.5.4).

A VRU devicejoining or leaving a cluster announced in a message other than a VAM shall indicate this using
the Clusterld value 0.

A VRU device leaving a cluster shall indicate the reason why it leaves the cluster using the DE
ClusterLeaveReason. The available reasons are depicted in Table 12. A VRU leader device breaking up a
cluster shall indicate the reason why it breaks up the cluster using the Cluster BreakupReason. The available
reasons are depicted in Table 13. In the case the reason for leaving the cluster or breaking up the cluster is not
exactly matched to one of the available reasons, the device shall systematically send the value
"notProvided(0)".

In particular, aVRU in acluster, may determine that one or more new vehicles or other VRUs (e.g. VRU
Profile 3 - Motorcyclist) have come closer than Minimum Safe Lateral Distance (MSLaD) laterally, and closer
than Minimum Safe Longitudinal Distance (MSLoD) longitudinally and closer than Minimum Safe Vertical
Distance (MSVD) vertically (the minimum safe distance condition is satisfied asin clause 6.5.10.5 of ETSI
TS 103 300-2 [1]); it shall leave the cluster and enter VRU-ACTIVE-STANDALONE VBS state in order to
transmit immediate VAM with Cluster LeaveReason " SafetyCondition(8)". The same appliesif any other
safety issue is detected by the VRU device.

NOTE: Device suppliers should declare the conditions on which the VRU device will join/leave a cluster.

Table 12: ClusterLeaveReason description

Name Value Description
ClusterLeaveReason notProvided
clusterLeaderLost
clusterDisbandedByLeader
outOfClusterBoundingBox
outOfClusterSpeedRange
joiningAnotherCluster
CancelledJoin
FailedJoin
SafetyCondition

NGB |W[IN|-|O

Table 13: ClusterBreakupReason description

Name Value Description
ClusterBreakupReason notProvided
clusteringPurposeCompleted
leaderMovedOutOfClusterBoundingBox
joiningAnotherCluster
enteringLowriskareaBasedonMAPs
receptionOfCPMcontainingCluster

QR WIN|FO

The VruCluster OperationContainer does not include the creation of VRU cluster by the cluster leader. When the cluster
leader startsto send acluster VAM, it indicates that it has created aVRU cluster. While the cluster leader is sending a
cluster VAM, any individual VRUSs can join the cluster if the joining conditions are met.
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7.3.6 VAM VRU Motion Prediction container

The VRU Motion Prediction Container carries the past and future motion state information of the VRU. The VRU
Motion Prediction Container of type VruMotionPredictionContainer shall contain information about the past locations
of the VRU of type PathHistory, predicted future locations of the VRU, safe distance indication between VRU and
other road users/objects of type SequenceOfSafeDistancel ndication, VRU's possible trajectory interception with another
VRU/object shall be of type SequenceOfTrajectoryl nterceptionindication , the change in the accel eration of the VRU
shall be of type AccelerationChangel ndication, the heading changes of the VRU shall be of HeadingChangelndication,
and changes in the stability of the VRU shall be of type SabilityChangel ndication:

. The pathHistory is of PathHistory type. The PathHistory DF shall comprise the VRU's recent movement over
past time and/or distance. It consists of up to 40 past path points (see ETSI TS 102 894-2 [7]). When a VRU
leaves a cluster and wants to transmit its past locationsin the VAM, the VRU may use the PathHistory DF.

e  ThePath Prediction DF is of PathPredicted type and shall define up to 15 future path points, confidence
values and corresponding time instances of the VRU ITS-S. It contains future path information for up to
10 seconds or up to 15 path points, whichever is smaller.

e  The Safe Distance Indication is of type SequenceOfSafeDistancel ndication and provides an indication of
whether the VRU is at arecommended safe distance laterally, longitudinally and vertically from up to 8 other
stations in its vicinity. The simultaneous comparisons between Lateral Distance (LaD), Longitudinal Distance
(LoD) and Vertical Distance (VD) and their respective thresholds, Minimum Safe Lateral Distance (MSLaD),
Minimum Safe Longitudinal Distance (MSLoD), and Minimum Safe Vertical Distance (MSVD) as defined in
clause 6.5.10.5 of ETSI TS 103 300-2 [1], shall be used for setting the safeDistancel ndicator DF. Other ITS-S
involved are indicated as subjectSation DE within the SafeDistancel ndication DE. The timeToCollision
(TTC) DE within the container shall reflect the estimated time taken for collision based on the latest onboard
sensor measurements and VAMS.

e  Thetrajectorylnterceptionlndication shall contain ego-VRU's possible trajectory interception with up to
8 other stationsin the vicinity of the ego-VRU. The trajectory interception of aVRU isindicated by
trajectorylnterceptionindication DF. The other ITS-Sinvolved are designated by SationID DE. The tragjectory
interception probability and its confidence level metrics are indicated by TrajectorylnterceptionProbability
and Trajectoryl nterceptionConfidence DEs.

NOTE 1: The Tragjectory Interception Indication (TI1) DF correspondsto the T1I definitionin ETSI
TS 103 300-2 [1].

e  TheaccelerationChangelndication shall contain ego-VRU's change of acceleration in the future (acceleration
or deceleration) for atime period. The DE accelOrDecel shall give the choice between acceleration and
deceleration. The DE actionDeltaTime shall indicate the time duration.

. The headingChangel ndication shall contain ego-V RU's change of heading in the future (left or right) for a
time period. The DE directionshall give the choice between heading change in left and right directions. The
DE actionDeltaTime shall indicate the time duration.

. The stabilityChangel ndication shall contain ego-VRU's change in stability for atime period. The
lossProbability shall give the probability indication of the stability loss of the ego-VRU. It is expressed in the
estimated probability of acomplete VRU stability loss which may lead to aVVRU egjection of its VRU vehicle.
Theloss of stability is projected for atime period actionDeltaTime.

NOTE 2: The description of the container is provided in annex A.

7.4 Special container for VRU Profile 3 (motorcyclist)

ITS stations in VRUSs profile 3 devices (motorcyclist) already transmit the CAM. Accordingly, as specified in ETSI
TS 103 300-2 [1] and in clause 5, they shall not transmit the full VAM but may transmit a VRU special vehicle
container in the CAM that they already transmit. When relevant, this requirement also appliesin case of a combined
VRU (see clause 5.4.2.6) made of one VRU profile 3 (motorcycle) and one or more VRU profile 1 (pedestrian(s)).

The objective of this special vehicle container isto notify to surrounding vehicles that the V-ITS-Sis hosted by aVRU
Profile 3 device and to provide additional indications about the VRU profile 3. The Motorcyclist special container shall
include the parameterslisted in clause D.2.
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7.5 VAM format and coding rules

7.5.1 Common data dictionary
The VAM format shall make use of the Common Data Dictionary (CDD) as defined in ETSI TS 102 894-2 [7].

Where applicable, DEs and DFs that are not defined in the present document shall be imported from the CDD as
specified in ETSI TS 102 894-2 [7].

NOTE 1. Detailed descriptions of all DEs and DFs setting in the context of VAM are presented in annex B of the
present document.

NOTE 2: Detailed descriptions of all DEs and DFs setting in the context of the VRU special container for CAM,
applicable to VRUs Profile 3, are presented in annex D of the present document.

7.5.2  VAM data presentation

The VAM format is presented in ASN.1. Unaligned Packed Encoding Rules (PER) as defined in Recommendation
ITU-T X.691/1SO/IEC 8825-2 [16] shall be used for VAM encoding and decoding.

The ASN.1 representation of VAM shall be as specified in annex A of the present document.

8 Parameters values

The present clause provides the values to be used for the parameters defined in clauses5to 7.

The parametersin Table 14 govern the VRU decision to create, join or leave a cluster. The parameters may be set on
individual devices or system wide and may depend on external conditions or be independent of them.

Table 14: Parameters for VRU clustering decisions (clause 5.4.2)

Parameter Type Meaning Recommended
range
numCreateCluster Integer number of VRU devices that a potential cluster [3to 5]
leader anticipates will join a cluster, if one is
created.
maxClusterDistance distance maximum distance between the edge of the [3to 5]
(in m) cluster and the VRU performing the evaluation.
This value also restricts the size of a VRU
cluster.
maxClusterVelocityDifference percentage maximum speed velocity difference inside a 5%
cluster.
maxCombinedClusterDistance |distance maximum distance between the edge of the [1to 2]
(in m) combined VRU cluster and the VRU performing

the evaluation. This value also restricts the size
of a combined VRU cluster.

minClusterSize Integer minimal size of a VRU cluster. It is used to fill the
clusterCardinalitySize field, just after creation and
before any VRU has joined (see note 1).
maxClusterSize Integer maximal size (or number of active ITS-S) of a 20 (see note 2)
VRU cluster. It is used by a VRU to check
whether it can join the cluster. In practice, the
cluster may be larger and include non-equipped
VRUSs, which cannot take part in the clustering
operation and be identified as such by the cluster
leader.

numClusterVAMRepeat Integer number of VAM repetitions with former identifiers |3
in case of a cluster cancelled-join or a failed-join.

[
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Parameter Type Meaning Recommended

range

NOTE 1: The minimal size of 1 for the cluster cardinality size does not mean any VRU can be its own cluster as a
VRU should comply with the criteria set in clause 5.4.2.4 before it creates a cluster. This value is set to 1 to
reflect the cluster condition just after it was created and before any other VRU has had an opportunity to
join.

NOTE 2: The value given in the present document is an initial indicative value. It may be revised in a later revision
after more evaluations of clustering have been performed.

The parametersin Table 15 govern the messaging behaviour around joining and leaving clusters. The parameters may
be set on individual devices or system wide and may depend on external conditions or be independent of them.

Table 15: Cluster membership parameters (clause 5.4.2)

Parameter Type Meaning Recommended
default value
timeClusterUniquenessThreshold Time When a cluster leader selects a cluster ID, it has 30 seconds

period |to be different from any cluster ID received by the
cluster leader within this time
timeClusterBreakupWarning Time |When a cluster leader has made the decision to 3 seconds
period |end a cluster, it includes in its VAMs an indication
of the forthcoming end of the cluster for this time
timeClusterJoinNoatification Time |When a VRU device sending individual VAMs 3 seconds
period |intends to join a cluster, it includes in its VAMs an
indication of this intention for this time
timeClusterJoinSuccess Time |After a VRU device joins a cluster, it waits this 0,5 seconds
period |amount of time for the cluster VAM to reflect the
fact that the VRU device has joined and leaves the
cluster if not

timeClusterldChangeNotification Time |The time for which a cluster leader advertises that |3 seconds
period |it is going to change its ID before changing it
timeClusterldPersist Time If the cluster ID for a particular device changes, 3 seconds

period |the time for which it can continue to use the old ID
in a cluster leave indication

timeClusterContinuity Time |If a VRU device that is a member of a cluster does |2 seconds
period |not receive a cluster VAM for this period of time, it
leaves the cluster

timeClusterLeaveNotification Time After a VRU device has left a cluster, it includes in |1 second
period |its VAMs an indication of the cluster it has left for
this time
timeCombinedVruClusterOpportunity |Time  |The time for which an ITS-S advertises that it is 15 seconds

period |offering to form a combined VRU cluster

Table 16 shows the parameters for aVVAM generation. The parameters may be set on individual devices or system wide
and may depend on external conditions or be independent of them.

Table 16: Parameters for VAM generation (clause 6.2)

Parameter Type Meaning Recommended
value
T_GenVamMin Time in The minimum time elapsed between the start of consecutive 100
ms VAM generation events.

For VRU LF container 2 000 ms shall be used
T_GenVamMax Time in The maximum time elapsed between the start of consecutive 5000

ms VAM generation events
T_AssembleVAM |Time in The time allocated for assembling a VAM packet in the facilities |50
ms layer

The parametersin Table 17 govern the VAM generation triggering. The parameters may be set on individual devices or
system wide and may depend on external conditions or be independent of them.
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Table 17: Parameters for VAM generation triggering (clause 6.4)

Parameter

Type

Meaning

Recommended
range

minReferencePointPositionChangeThreshold

distance
(in m)

Minimum Euclidian absolute distance
between the current estimated
position of the reference point of the
VRU (or VRU cluster) and the
estimated position of the reference
point lastly included in a VAM in
order to trigger VAM generation
based on position change of VRU (or
VRU cluster). This restricts triggering
VAM generation.

4

minGroundSpeedChangeThreshold

Speed
(in m/s)

Minimum difference between the
current estimated ground speed of
the reference point of the VRU (or
VRU cluster) and the estimated
absolute speed of the reference point
of the VRU (or VRU Cluster) lastly
included in a VAM in order to trigger
VAM generation based on speed
change of VRU (or VRU cluster).
This restricts triggering VAM
generation.

+0,5

minGroundVelocityOrientationChangeThreshold

orientation
(in degrees)

Minimum difference between the
orientation of the vector of the
current estimated ground velocity of
the reference point of the VRU (or
VRU cluster) and the estimated
orientation of the vector of the
ground velocity of the reference point
of the VRU (or VRU cluster) lastly
included in a VAM in order to trigger
VAM generation based on change in
orientation of the vector of the
ground velocity of VRU (or VRU
cluster). This restricts triggering VAM
generation.

minTrajectorylnterceptionProbChangeThreshold

Probability
(in
percentage)

Minimum difference between the
current estimated Trajectory
Interception probability of VRU (or
VRU cluster) with vehicle(s) or other
VRU(s) and the estimated collision
probability of VRU (or VRU cluster)
with vehicle(s) or other VRU(s) lastly
reported in a VAM in order to trigger
VAM generation based on Trajectory
Interception probability change of
VRU (or VRU cluster). This restricts
triggering VAM generation.

10

numSkipVamsForRedundancyMitigation

Number of
times

If conditions are satisfied for
redundancy mitigation, an originating
VRU ITS-S shall skip current
individual VAM
numsSkipVamsForRedundancyMitigat
ion times.

[2t0 10]

minClusterDistanceChangeThreshold

length
(in m)

Minimum difference between the
current estimated distance from the
VRU cluster boundary and the
estimated distance based on the last
transmitted VAM in order to trigger
VAM generation based on VRU
cluster bounding box size change.
This restricts triggering VAM
generation.
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Parameter

Type

Meaning

Recommended
range

minimumSafeLateralDistance (MSLaD)

length
(in m)

Minimum safe lateral distance
between ego-VRU and another traffic
participant (equipped or not). It
depends on the ego-VRU profiles,
their speeds, and the other traffic
participants' profiles and their
speeds. The maximum value
between 2 m and lateral distance
ego-VRU could travel in
T_GenVamMax seconds is set as
MSLabD.

A = the lateral distance ego-VRU
could travel in T_GenVamMax
seconds.

Max [2, A]

minimumSafeLongitudinalDistance (MSLoD)

length
(in m)

Minimum safe longitudinal distance
between ego-VRU and another traffic
participant (equipped or not).

It depends on the ego-VRU profiles,
their speeds, and the other traffic
participants' profiles and their
speeds.

B = the longitudinal distance ego-
VRU could travel in T_GenVamMax
seconds.

minimumSafeVerticalDistance (MSVD)

length
(in m)

Minimum safe vertical distance
between ego-VRU and another traffic
participant (equipped or not). The
overpass normally has 5 m
clearance.
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Annex A (normative):
ASN.1 specification of VAM
The ASN.1 modules specified in the present document are available at the following URL :

. https.//forge.etsi.org/rep/I TS/asnl/vam-ts103300 3/-/tree/v.2.2.1

Two ASN.1 modules are defined to support the present specification:

e  VAM-PDU-Descriptions.asn with OID:

{itu-t(0) identified-organization(4) etsi(0) itsDomain(5) wgl(1l) 103300 van(1l) mgjor-version-3(3)
m nor-version-1(1)}

. motorcyclist-special-container.asn (recommended for inclusion in the CAM) with OID:

{itu-t(0) identified-organization(4) etsi(0) itsDomain(5) wgl(1l) 103300 notorcyclist-special -
container(2) version2(2)}
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Annex B (normative):
Description of data elements and data frames
The description of data elements and data frames specified in the present document is available at the following URL:

. https.//forge.etsi.org/rep/I TS/asnl/vam-ts103300 3/-/treelv.2.2.1/docs.

The associated SHA-256 cryptographic hash digest of the referenced file offers a meansto verify the integrity of that
file. For the present version, the value are set as defined bel ow:

e  VAM-PDU-Descriptions.asn:
SHA-256 hash:5631c6d2534a7883fe329f 9f e40f45b039e3c9d0611560ea7 ef 20d3a9ba3d11f.
. motorcyclist-special-container.asn (recommended for inclusion in the CAM):

SHA-256 hash:846a7517c3de316292e331e39¢cd69446d5a281a2fd0b73fff5d804b1022c2fOf .
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Annex C (informative):
Protocol operation of the VRU basic service

C.1 Introduction

This annex provides atimer-controlled approach for the protocol operation as one potential variant compliant to the
present document. It is distinguished between the originating I TS-S operation and the receiving I TS-S operation
considered in the following clauses.

The following specification of the protocol operation is organized in three parts:
1) Protocol data setting rules specify the setting of the relevant data elements used by the protocol.
2) Protocol rulesrelated to VRU clustering are specified in clause 5.4.2.
3) Thegeneral protocol operation specifies the sequence of protocol operations.

Exception handling specifies additional protocol operations that extend the general protocol operation. They are applied
when specia conditions, referred to exceptions (for example inconsistent data) occur.

AnITS-Smaintains aloca data structure, referred to as"ITS-S message and clustering table". This data structure holds
information about VRU role, clustering state and operations together with sent and received VAM messages.

It is out of the scope of the present document to describe how this data structure isimplemented.

C.2  Originating ITS-S operation

C.2.1 Protocol data setting rules

The data setting for the originating I TS-S operation are specified in annex B.

C.2.2 T _CheckVamGen

Thetimer T_CheckVamGen schedules the time at which the VAM generation conditions are checked by the VBS, its
time out value is specified in clause 6.2.

C.2.3 Protocol data
The VRU Basic Service (VBS) stores at least the following information for the VAM originating I TS-S operation:
. VAM generation time;
. ITS-S position asincluded in VAM;
. ITS-S speed asincluded in VAM;
. ITS S heading asincluded in VAM;
. VRU rolg;
. VRU profile;

° VBS cluster state.
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C.2.4 General protocol operation

The originating ITS-S protocol starts when the VBS is activated. An originating I TS-S may execute the following
operation:

1) Set T_CheckVamGen and start the timer.
2)  Whenthetimer T_CheckVamGen expires, check the VAM generation conditions:
a) If dl the conditions are satisfied, then continue the operation.
b) If oneconditionis not satisfied, then skip step 3) to step 7).
3) Coallect datafor mandatory containers.
4)  Check if optional containers are to be added for VAM generation:
a) If yes, collect datafor optional containers.
b)  If no, continue the operation.
5) Encode VAM.
6) PassVAM to the selected networking & transport layer.
7) Savedatarequired as specified in clause C.2.3 for next VAM generation.
8) Restart thetimer T_CheckVamGen.

C.2.5 VAM construction exception

If the VBS could not construct a VAM successfully in step 5) as defined in clause C.2.4, the VBS is expected to omit
step 6) to step 8) and is expected to restart the timer T_CheckVamGen.

NOTE 1: Thefailure of the VAM construction may happen, if the VBS was not able to collect al required datafor
the VAM construction, or the collected data are not compliant to the VAM format as specified in annex A
(e.g. the value of adatais out of authorized range of the ASN.1 definition).

NOTE 2: If the VAM construction failure was due to a data provided by other entities via the interface IF.OFa, the
VBS may provide afailure notification to the corresponding data provision entity viathe |F.OFa.

C.3 Receiving ITS-S operation

C.3.1 Protocol data setting rules

No protocol data need to be set for receiving ITS-S.

C.3.2 General protocol operation

The ITS-Sreceiver protocol starts when the VBS receives a VAM and executes the following operations:
1) Decode the received VAM.
2)  Check the relevance, integrity (conformity to annex A) and plausibility of the received VAM.

3) Incaseof asuccessful check, make VAM data available by e.g. passing to the ITS application layer or to the
LDM; inthis case, execute VBS clustering operations.

4)  Incase of anon-successful check, discard the VAM and provide a failure notification to the security layer.

5) End of operation wait for the next VAM reception.
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C.3.3 Exception handling

If the VBS could not decode a VAM successfully in step 1) as defined in clause C.3.2, the VBS omits steps 2) to
step 4).

If the relevance check in step 2) indicates that the VRU is not in the relevance area of thereceiving ITS-S, the VBS
omits steps 3) to step 4).

Theintegrity or/and plausibility checks indicate that the VAM does not conform to the ASN.1 definition of annex A
or/and contains data elements values which are not plausible with previously received values. In that case, the VBS
should send a natification to the security entity in the receiving ITS-S.

C.4  VBS protocol flowcharts

This clause illustrates the protocol operation of atransmitting VRU ITS-S. Figure C.1 illustrates the general protocol
operation, while Figure C.2 illustrates the different paths for the optional clusters generation.

Set T_CheckVamGen
Start the timer

v
»

T_CheckVamGen

No expired?

'AM generation
conditions satisfied ?
(clause 6.4)

Generate and encode
mandatory containers
(VRU HF container)

Optional containers
required ?

No Generate and encode
optional containers
(see detailed figure)

»| | Pass VAM to N&T layer

v

Save data used to
generate VAM

Figure C.1: VBS general protocol operation
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Figure C.2: Optional clusters generation
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Annex D (informative):
Recommendation for CAM VRU special container applicable
to VRUs Profile 3

D.1 General consideration

As specified in ETSI TS 103 300-2 [1], VRUs from profile 3 (motorcyclist) do not send the VAM, but rather transmit
an additional special container to the CAM they already transmit. The present annex D provides the list of the data
elements to be included in the special VehicleContainer.MotorcyclistContainer proposed to be added to the CAM
standard (see clause 7.4).

The recommendation is to alocate the value reserved1(13) of DE VehicleRole specified in ETSI TS 102 894-2 [7] to
define arole of motorcyclist associated to the MotorcyclistContainer defined in clause D.2.

D.2  MotorcyclistContainer

Description A container of the CAM included in the special vehicle container.

if DE vehicleRole is set to VRUMotorcyclist(8) this container should be present.
Data setting and This DF will be presented as specified in annex A.
presentation The MotorcyclistContainer includes the following components (defined below):
requirements e vruSubProfileMotorcyclist, Mandatory (cf component of LF container

described in clause 7.3.4)
e sizeClass, Mandatory (cf. component of LF container described in

clause 7.3.4)

¢ rollAngle, Optional (cf component of HF container described in
clause 7.3.3)

e orientation, Optional (cf component of HF container described in
clause 7.3.3)

e vruSafeDistance, Optional (cf component of Motion Prediction
container described in clause 7.3.6)

e pathPrediction, Optional (cf component of Motion Prediction container
described in clause 7.3.6)

¢ stabilityChangelndication, Optional (cf component of Motion Prediction
container described in clause 7.3.6)

These data elements are defined in annex A.
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Annex E:
Void
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Annex F:
Void

ETSI



57 ETSI TS 103 300-3 V2.2.1 (2023-02)

Annex G (informative):
Additional elements for further study on VRU behaviour
prediction

G.0 Disclaimer

The present annex provides possible topics for further study that were contributed to the present document, but could
not be included in the core of the specification.

G.1  Overview

Vulnerable Road Users present a diversity of profiles which lead to random behaviours when moving in shared areas.
Moreover, their inertiais much lower than vehicles (for example a pedestrian can do a U turn in less than one second)
and as such their motion dynamic is more difficult to predict.

The VBS enables the dissemination of VRU Awareness Messages (VAM), whose purpose is to create awareness at the
level of other VRUs or vehicles, with the objective to solve conflicting situations leading to collisions. The vehicle
possible action to solve a conflict situation is directly related to the time left before the conflict, the vehicle velocity,
vehicle deceleration or lane change capability, weather and vehicle condition (for example state of the road and of the
vehicle tyres). In the best case, a vehicle needs 1 to 2 secondsto be able to avoid a collision, but in worst cases, it can
take more than 4 to 5 seconds to be able to avoid a collision. If avehicleis very closeto aVRU and with constant
velocity (for example time-to-collision between 1 to 2 seconds), it is not possible any more to talk about awareness as
this becomesreally an aert for both the VRU and the vehicle.

VRUs and vehicles which arein a conflict situation need to detect it at least 5 to 6 seconds before reaching the conflict
point to be sure to have the capability to act on time to avoid a collision. Generally, collision risk indicators (for
example TTC, TDTC, PET, etc., see ETSI TS 103 300-2 [1]) are used to predict the instant of the conflict. These
indicators need a prediction of:

o thetrgectory (path) followed by the subject VRU and the subject vehicle;
e thetimerequired by the subject VRU and the subject vehicle to reach together the conflict point.

These predictions should be derived from data elements which are exchanged between the subject VRU and the subject
vehicle. For vehicles, the trajectory and time predictions can be better predicted than for VRUS, because vehicles
trajectories are constrained to the road topography, traffic, traffic rules, etc., while VRUs have much more freedom to
move. For vehicles, their dynamicsis aso constrained by their size, their mass and their heading variation capabilities,
which is not the case for most of the VRUSs.

Accordingly, it is not possible, in many situations, to predict the VRUs exact trajectory or their velocity only based on
their recent path history and on their current position. If thisis performed, alot of false positive and false negative
results can be expected, leading to decisions of wrong collision avoidance action.

A possible way to avoid false positive and false negative results is to base respectively the vehicle and VRU path
predictions on deterministic information provided by the vehicle and by the VRU (motion dynamic change indications)
and by a better knowledge of the statistical VRU behaviour in repetitive contextua situations.

A prediction can always be verified a-posteriori when building the path history. Detected errors can then be used to
correct future predictions.
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G.2 VRU Motion Dynamic Change Indications (MDCI)

VRU Mation Dynamic Change Indications are built from deterministic indicators which are directly provided by the
VRU deviceitself or which result from a mobility modality state change (for example transiting from pedestrian to
bicycligt, transiting from pedestrian riding his bicycle to pedestrian pushing his bicycle, transiting from motorcyclist
riding his motorcycle to motorcyclist g ected from his motorcycle, transitioning from a dangerous area to a protected
area, for example entering atramway, atrain, etc.).

In the present document, the VRUs were classified into four profiles which are defined in clause 4.1.
The SAE J3194 [i.9] also proposes a taxonomy and classification of powered micro-mobility vehicles:
. Powered bicycle.
. Powered standing scooter.
. Powered seated scooter.
o Powered self-balancing board.
J Powered skates.
Their main characteristics are their kerb weight, vehicle width, top speed, power source (electrical or combustion).

NOTE 1: Human powered micro-mobility vehicles (bicycle, standing scooter) should be also considered.
Transitions between engine powered vehicles and human powered vehicles may occur, changing the
motion dynamic of the vehicle. Both, human powered and engine powered may also occur in parallel,
also impacting the motion dynamic of the vehicle.

INnETSI TS 103 300-2 [1] and in clause 5.4.2.6, a combined VRU is defined as the assembly of aVRU profile 1,
potentially with one or several additional VRU(s), with one VRU vehicle or animal. Several VRU vehicle types are
possible. Even if most of them can carry VRUS, their propulsion mode can be different, leading to specific threats and
vulnerabilities:

e  They can be propelled by a human (human riding on the vehicle or mounted on an animal).

. They can be propelled by athermal engine. In this case, the thermal engineis only activated when the ignition
system is operational .

e  They can be propelled by an electrical engine. In this case, the electrical engine isimmediately activated when
the power supply ison (no ignition).

A combined VRU can be the assembly of one human and one animal (for example human with a horse or human with a
camel). A human riding a horse may decide to get off the horse and then pull it. In this case, the VRU performs a
transition from profile 2 to profile 1 with an impact on its vel ocity.

Thisdiversity of VRUs and cluster association leads to several VBS state machines conditioning standard messages
dissemination and their respective motion dynamics. These state machines and their transitions can be summarized asin
Figure G.1.

ETSI



59 ETSI TS 103 300-3 V2.2.1 (2023-02)

,’ Profile 1 and profile 4 VRUs state machine

[

IDENM 1

VAM
T , EJECTE ' Qe @ O eecreg !
: ‘_J &) vaw = . |
H o e .

|\ ITS-S de-activated .ACI'IVE-© OSAFE @ Emergency Call ,'

Profile 2 VRUs state machine Lo
ITS-Sactivate
VAM SI"
= ACTIVE2
@ © ©

ITS-S de-activated

@ Attached device disseminating standard messages

(@] Attached device not disseminating standard messages

Figure G.1: Overview of VBS state machines

When aVRU is set asaprofile 2 VRU, with multiple attached devices, it is necessary to select an active one. This can
be achieved for each attached device at the initialization time (configuration parameter) when the device is activated. In
Figure G.1, the device attached to the bicycle has been configured to be active during its combination with the VRU.
But when the VRU returnsto a profile 1 state, the device attached to the VRU vehicle needs to be deactivated, while the
VBSin the device attached to the VRU transmits again VAMsiif not in a protected location.

NOTE 2: Inthe future, profile 2, profile 1 and profile 4 VRUs may become members of a cluster, thus adding to
their own state the state machine associated to clustering operation. This means that they need to respect
the cluster management requirements while continuing to manage their own states. When transitioning
from one state to another, the combined VRU may leave a cluster if it does not comply anymore with its
requirements.

The machine states' transitions which are identified in Figure G.1 (T1 to T4) impact the motion dynamic of the VRU.
These transitions are deterministically detected consecutively to VRU decisions or mechanical causes (for example
VRU gjection from its VRU vehicle). The identified transitions have the following VRU motion dynamic impacts.

T1: Transition from a VRU profile 1 to profile 2

Thistransition is manually or automatically triggered when the VRU takes the decision to use actively a VRU vehicle
(riding). The motion dynamic velocity parameter value of the VRU changes from alow speed (pushing/pulling his
VRU vehicle) to a higher speed related to the class of the selected VRU vehicle.

T2: Transition from a VRU profile 2 to profile 1

Thistransition is manually or automatically triggered when the VRU gets off his VRU vehicle and leavesit to become a
pedestrian. The motion dynamic velocity parameter value of the VRU changes from a given speed to alower speed
related to the class of the selected VRU vehicle.

T3: Transition from a VRU profile2 to profile 1

Thistransition is manually or automatically triggered when the VRU gets off his VRU vehicle and pushes/pullsit for
example to enter a protected environment (for example tramway, bus, train). The motion dynamic velocity parameter
value of the VRU changes from a given speed to alower speed related to the class of the selected VRU vehicle.

T4: Transition from a VRU profile2to profile 1

Thistransition is automatically triggered when aVRU is detected to be gjected from his VRU vehicle. The motion
dynamic velocity parameter value of the VRU changes from a given speed to a lower speed related to the VRU state
resulting from his gjection. In this case, the VRU vehicle is considered as an obstacle on the road and accordingly
should disseminate DENMs until it is removed from the road (its ITS-S is deactivated).
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NOTE 3: The gjection case can be detected by stability indicators including inertia sensors and the rider
competence level derived from its behaviour. The stability can then be expressed in terms of therisk level
of acomplete stability lost. When therisk level is 100 % this can be determined as a factual ejection of
the VRU.

NOTE 4: From the variation of the motion change dynamic velocity parameter value, a new path prediction can be
provided from registered "contextual" past path histories (average VRU traces). The contextual aspects
consider several parameters which are related to a context similar to the context in which the VRU is
evolving (see clause G.3 for more explanations).

Adding to the state transitions identified above, which may drastically impact the VRU vel ocity, the following VRU
indications aso impact the VRU velocity and/or the VRU trajectory (in addition to the parameters already defined in
the VAM).

Stopping indicator

The VRU or an external source (atraffic light being red for the VRU) may indicate that the VRU is stopping for a
moment. When thisindicator is set, it could also be useful to know the duration of the VRU stop. This duration can be
estimated either when provided by an external source (for example the SPATEM information received from atraffic
light) or when learned through an analysis of the VRU behaviour in similar circumstances.

Visibility indicators

Weather conditions may impact the VRU visibility and accordingly change its motion dynamic. Even if the local
vehicles may detect these weather conditions, in some cases, the impact on the VRU could be difficult to estimate by
vehicles. A typical exampleisthe following: according to its orientation, a VRU can be disturbed by a severe glare of
the sun (for example, in the morning when the sun rises, or in the evening when sun goes down), limiting its speed.

G.3 VRU Behaviour learning aspects

The collection of VRU data enables the possibility to learn and discover the VRU behaviour in many contexts which
could be highly repetitive.

A lot of VRUSs have repetitive itineraries every working day when going from home to work or to study and back when
returning from their work/study places to homes. These itineraries may be supported by transport multi-modal segments
mixing public transport means with personal transport facilities which can be the property of the VRU or rented/shared
by multiple VRUs.

When repetitive itineraries exist, whatever their purpose (work, studies, sport, shopping, etc.), the VRU traces (path
histories) collected from the VRU motion may be recorded and classified according to contextual parameters (time of
the day, travelled area, VRU profile and type, traffic level, weather conditions, VRU habits and specific behaviours,
etc.).

Then, when the VRU isin a context similar to those which have been stored in the past, it becomes possible to recover
the average and standard deviation of the existing traces and transform them into path predictions. Figure G.2 shows an
example of past traces recovery used for path prediction. Another method for path prediction (e.g. for bicycles) is based
on sensors and vehicle dynamic models (and possibly machine learning).
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Figure G.2: Example of past trace recovery for the elaboration of path prediction

The provisioning of the VRU path prediction by the VRU deviceitself is one possibility for areceiving vehicle to
predict with a certain level of trust the future path of the VRU and its associated velocity.

When remaining in a stable context (time, conflict area, VRU profile and type, etc.), the path prediction can be
elaborated from similar past traces recorded. In case of the non-existence of such personalized traces, the path
prediction could be elaborated from existing VRU generic traces showing similar contextual characteristics.

However, when a consistent motion dynamic change is detected, the elaboration of the path prediction needs to update
its contextual characteristics (for example pedestrian becomes a bicyclist) and recover past traces corresponding to the
new context.

When classifying contextual VRU traces, it is aso possible to collect data about the VRU behaviour. An exampleis
provided in Figure G.3.

In thisfigure, the VRU (a pedestrian or a bicyclist) leaves a shuttle every day at a given time (for example going to its
work place). In the shuttle, the VRU isin a protected area and accordingly does not disseminate VAMSs. Assoon as it
leaves the shuttle, the VRU enters a potential conflict area and has several possible paths (at least path 1 and path 2) to
join his working place after crossing the two-way road. Path 1 is protected by a horizontal marking (zebra area) and a
vertical sign (traffic light). Path 2 is not protected at all.

If the VRU respects the horizontal marking and vertical sign, he selects path 1 and its motion dynamic isimpacted by
the trgjectory he follows and by the necessity to wait at the level of the traffic light, in case of ared sign for
pedestriang/bicyclists. In this case, the impacts on approaching vehicles are different than if the VRU decided to follow
path 2. Following path 1 means that vehicle V1 does not see the VRU (hidden by the shuttle) and needsto receive
VAMsto secure this crossing, and that the vehicle V2 perceives the VRU who is protected by the traffic light.

If the VRU selects path 2, the vehicle V1 perceives the VRU while the VRU is hidden to vehicle V2 by the shuittle.

Accordingly, the disseminated VAMSs are not analysed in the same manner by both vehicles, independently of the path
selected by the VRU.
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Figure G.3: Example of possible different motion dynamics depending on the VRU behaviour

This example presents a repetitive situation which may occur every working day at predefined time and place. By
recording the VRU path history, every day, it may be derived:

1) theaverage path (trajectory) whichis generally followed by the VRU;
2) if the path history isvariable or not (random);

3) if the path history is constant, whether the VRU respects the horizontal marking and vertical signs allowsto
record the specific behaviour of the VRU, which could be reused in other situations.

NOTE: VRU recorded behaviour can be kept at the VRU attached device level for respecting his privacy. This

should also be used carefully, asit may be subject to liability concernsin case the VRU changes his
behaviour and an accident happens.
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Annex H (informative):
Application to use case UC-B1: Active Roadworks

This annex provides indications on how to make use of the VBSin the use case UC-B1 "Active Roadwork" described
in ETSI TR 103 300-1 [i.1]. Using the VBS and the broadcasting of V AMs would enable afiner granularity to locate
the different workers together with aDENM, as defined in current application profiles. The mix of infrastructure-based
installations, for example R-ITS-S, (broadcasting the DENM based on a digital fencing of the road work zone) and
VRU devices can be envisioned.

Road workers equipped with VRU devices sending VAM do not send CAM anymore (as specified in ETSI
TS 103 300-2 [1]).

They would not be involved in any cluster, as their movements are probably not coherent (except in some
specific moments of their work).

When inside the roadworks vehicle, they are not VRUs anymore. They are VRUs only when working on the
road.

They transmit aVRU profile 1 in the VAM.

They transmit a specific sub-profile "road workers' (in that case, the confidence in the sub-profileis very high
asthey would handle a professional device), Another equivalent sub-profile of VRU profile 1 can be defined
for first responders (police, firefighters, etc.).

The size of the VAM should be minimized to avoid consuming al the VRU device batteries.

It would make it morereliable to filter potential false warnings at the receiver sideif DENM and VAM are
used together and received by vehicles or VRUs. For example, if thereisa DENM to indicate that thereisa
road work area ahead in addition to VAMs from those road workers (with simple information as suggested
above), any ITS-Ssthat receives the two types of messages can be confidently aware of VRU the road workers
wherever they are positioned, whether inside or outside the road work zone.

NOTE: When operating the VBS, VRU devices would need to ensure data protection, guarantee the quality and

robustness of localization and take into account the very crucial limitationsto battery life. For example,
an acoustic warning signal should be triggered if the VRU device runs below a pre-determined level of its
battery.
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Annex | (informative):
Non VRU ITS-S VAM Dissemination

1.1 Introduction

Vulnerable Road User Awareness Messages (VAMS) are messages transmitted from VRU ITSsto create and maintain
awareness of vulnerable road users participating in the VRU system. A VAM contains status and attribute information
of the originating VRU ITS-S. The content may vary depending on the profile of the VRU ITS-S. A typical status
information includes time, position, motion state, cluster status, and others. Typical attribute information includes data
about the VRU profile, type, dimensions, and others. The generation, transmission and reception of VAM are managed
by the VRU Basic Service (VBS). The VRU basic service is afacilities layer entity that operatesthe VAM protocol. It
provides three main services: handling the VRU role, sending and receiving of VAMsto enhance VRU safety. It aso
specifies the VRU clustering concept in presence of high VRU density to reduce VAM communication overhead. In
VRU clustering, closely located VRUs with coherent speed and heading form afacility layer VRU cluster and only
cluster head VRU transmits the VAM. Other VRUs in the cluster skips VAM transmission. Active VRUSs (hot in VRU
cluster) send individual VAM (called Single VRU VAM).

The VAM originated from VRU ITS-s does not address awareness of non-equipped VRUSs (that is, VRUs without any
ITS-Sfor Tx, Rx or both Tx/Rx) effectively. In many crowded situations such as busy intersection, zebra crossing,
school drop off and pick up area, public bus stops, school bus stops, busy crossing near shopping mall, construction
work area, and others, both equipped and non-equipped VRUs will be present. Cluster formation and management by
anindividual VRU ITS-S (as the cluster-leader) is limited by the available resources (computational, communication,
sensing) VRU cluster formed by an individual VRU cannot include non-equipped VRUSs in the cluster. In such cases,
the VRUs should be able to decode and interpret the Collective Perception Message (CPM) to obtain the full
environment awareness for safety. To this end, Infrastructure (such as R-ITS-S) can play avital rolein detecting (via
sensors) potential VRUs and grouping them together into clusters in such scenarios including both equipped and
non-equipped VRUs. For example, a static RSE may be installed at busy intersection, zebra crossing, school drop off
and pick up area, busy crossing near shopping mall, and the like while a mobile RSE can be installed on designated
vehicles (like school bus, city bus, service vehicle) to serve as infrastructure/RSE on public bus stops, school bus stops,
construction work area, etc., for this purpose.

.2 Rationale

Existing VAM allows information sharing of either one ego-VRU or one VRU cluster. However, in case of non-VRU
ITS-S (such as RSE or designated vehicles) VAM, non-VRU ITS-S may be able to detect one or more individual
VRUs, and/or one or more VRU clustersin the FOV which need to be reported in the VAM. Modifications to the
existing VAM format to enable non-VRU ITS-SVAM are presented. Inanon-VRU ITS-SVAM, the VRU awareness
contents of one or more VRUs and/or one or more VRU clusters are carried.

In addition, detailed mechanism of non-VRU ITS-S assisted VRU clustering including both equipped and non-equipped
VRUs are considered where anon-VRU ITS-S (such as R-ITS-S) acts as a cluster leader and transmits non-VRU ITS-S
VAM.

Reporting all detected VRUs and/or VRU clustersindividually by non-VRU ITS can be very inefficient in certain
scenarios such as presence of large number of VRUS or overlapping view of VRUSs or occlusion of VRUs in the FOV of
sensors at the originating non-VRU ITS-S. Such reporting via existing DFS'DEsin the VAM in case of large number of
perceived VRUs and/or VRU clusters require large communication overhead and increased delay in reporting all VRUs
and/or VRU clusters. Non-VRU ITS-S may need to use self-admission control, redundancy mitigation or self-contained
segmentation to manage the congestion in the access layers. The self-contained segments are independent VAM
messages and can be transmitted in each successive VAM generation events.
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Therefore, an occupancy grid-based bandwidth efficient lightweight VRU awareness message could be supported to
assist with large number of detected VRUs and/or VRU clusters or overlapping view of VRUSs or occlusion of VRUsin
the FOV. Value of each cell can indicate information such as presence/absence of aVVRU, presence/absence of aVRU
cluster, and even presence/absence of non-VRUs or other objects in the environment. Moreover, non-VRU ITS-Ss such
as RSE have better perception of the environment (via sophisticated sensors) through Collective Perception Service
(CPS) by exchange of Collective Perception Message (CPM) [4]. Since VRUs are not expected to be able to listen to
CPMs and perceive the environment, non-VRU ITS-S can share light weight perceived environment information
acquired from CPSto VRUsviaVAM instead by adding corresponding DF and DEs.

1.3 Light weight dynamic road occupancy map

Non-VRU ITS-Ss such as nearby R-ITS-S with advanced sensors or perception capabilities may also be able to create,
maintain and share a dynamic road occupancy map with ego-VRU and the nearby VRUs as shown in Figurel.1. The
dynamic road occupancy map is a predefined grid area of aroad segment represented by Boolean values for the
occupancy accompanied by corresponding confidence values. Since non-VRUSs such as a nearby R-ITS-S may have
better global view of the road segment it can be used for the management of VRU clustering and dissemination of
multiple-VRU VAMs and multiple-V RU-cluster VAMSs. Furthermore, the accurate environment perception, power
availability, and computation capability of the non-VRU ITS-S could be leveraged for accurate environmental
awareness and positioning of the VRUs and vehicles.

R-ITS-S as originating ITS-S

i
.@ '@ / Q» Free Cell
(}\))j @ Occupied

Cell

TTTTTTTTTTTTTTTTTTTT "'Zj"" """""""""""" —>X Originating
Q, g, Cell

Figure I.1: Grid Occupancy Map concept shown for non-VRU ITS-S as the originating/ITS-S
Parameterization of grid map representation around the originating ITS-S

A rectangular shape for the grid is assumed as the baseline with a fixed shape for an individual grid as shown in
Figurel.1. Moreover, a parameterization of the grid in terms of the following configuration parameters and details of
the payload is proposed:

1) Reference point: Specified by the location of the originating ITS-S for the overall area.

2) Grid/cell size: Predefined global grid sizes specified by length and width of the grid assuming rectangular grid
reflecting the granularity of the cells.

3) Starting position of the cell: Starting cell of the occupancy grid (P, ;) as shown in Figure |.2 as the reference
grid. The other grid locations can be labelled based on offset from the reference grid.

4) Bitmap of the occupancy values. Boolean values representing the occupancy of each cell in the grid as
shown in Figure|l.2.

5) Confidence values. The confidence values corresponding to each cell in the grid (associated to the bitmap).

In addition to the above parameters, the mapping pattern of the occupancy grid into bitmap as shown in Figure |.2 are
also specified.
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Figure 1.2: Example Estimated Occupancy Map representation

1.4 Text Proposal

1.4.0 How to read this clause

The proposed new text to enable non-VRU ITS-SVAM dissemination is presented with "[[ ADD" and "]]".

1.4.1  Update of clause 6.3: Transmitting VAMs

"VRU ITS-Sin VRU-ACTIVE-STANDALONE state shall send 'individual VAMs, while VRU ITS-Sin VRU-ACTIVE-
CLUSTERLEADER VBS state shall transmit 'Cluster VAMS' on behalf of the VRU cluster. Cluster member VRU ITS'S
in VRU-PASS VE VBS Sate shall send individual VAMs containing VruCluster OperationContainer while leaving the
VRU cluster. VRU ITSSin VRU-ACTIVE-STANDALONE shall send VAM as 'individual VAM' containing

VruCluster OperationContainer while joining the VRU cluster.”

[ ADD:

In some cases, non-VRU ITS-S (such as Static RSE or Mobile RSE on designated vehicles like school bus, construction
work vehicle, police cars) may need to transmit aVAM (say Infrastructure VAM) specifically when non-equipped
VRUs are detected. Such Infrastructure VAM may be transmitted for reporting either individual detected VRUs or
cluster(s) of VRUs. Non-VRU ITS-S may select to transmit Infrastructure VAM reporting individual detected VRUs
and cluster(s) of VRUs in the same Infrastructure VAM by including zero or more individual detected VRUs and zero
or more clusters of VRUs in the same infrastructure VAM.

1l

ETSI



67 ETSI TS 103 300-3 V2.2.1 (2023-02)

1.4.2  Text for additional clause (to be inserted after clause 6.4.2):
VAM Transmission Management by VBS at Non-VRU
ITS-S

[[ ADD:

6.4.3 VAM Transmission Management by VBS at Non-VRU ITS-S

If Non-VRU ITS-Sis not aready transmitting consecutive (such as periodic) infrastructure VAM and the infrastructure
VAM transmission does not subject to redundancy mitigation techniques, first time Infrastructure VAM should be
generated immediately or at earliest time for transmission when any of the following conditions is satisfied:

1) Atleast one VRU isdetected by originating Non-VRU ITS-S where the detected VRU has not transmitted
VAM for at least T_GenVamMax duration; the perceived location of the detected VRU does not fall in a
bounding box of Cluster specified in any VRU Cluster VAMSs received by originating Non-VRU ITS-S during
last T_GenVamMax duration; and the detected VRU is not included in any Infrastructure VAMs received by
originating Non-VRU ITS-Sduring last T_GenVamMax duration.

2) Atleast one VRU Cluster is detected by originating Non-VRU ITS-S where the Cluster head of the detected
VRU Cluster has not transmitted VRU Cluster VAM for at least T_GenVamMax duration; the perceived
bounding box of the detected VRU cluster does not overlap more than a pre-defined threshold
max| nter VRUCluster Overlapl nfrastructureVAM with the bounding box of any VRU Clusters specified in
VRU Cluster VAMs or Infrastructure VAMSs received by originating Non-VRU ITS-S during last
T_GenVamMax duration.

Consecutive Infrastructure VAM Transmission is contingent to conditions as described here. Consecutive Infrastructure
VAM generation events should occur at an interval equal to or larger than T_GenVam. An Infrastructure VAM should
be generated for transmission as part of a generation event if the originating non-VRU ITS-S has at |east one selected
perceived VRU or VRU Cluster to be included in current Infrastructure VAM.

6.4.3.1 Perceived VRU inclusion Management in Current Non-VRU ITS-S VAM
The perceived VRUs considered for inclusion in current Infrastructure VAM should fulfil all these conditions:

1) originating Non-VRU ITS-S has not received any VAM from the detected VRU for at least T_GenVamMax
duration;

2) theperceived location of the detected VRU does not fall in a bounding box of VRU Clusters specified in any
VRU Cluster VAMs received by originating Non-VRU ITS-Sduring last T_GenVamMax duration;

3) thedetected VRU isnot included in any Infrastructure VAMs received by originating Non-VRU ITS-S during
last T_GenVamMax duration; and

4) the detected VRU does not fall in bounding box of any VRU clustersto be included in the current
Infrastructure VAM by originating Non-VRU ITS-S.

A VRU perceived with sufficient confidence level fulfilling above conditions and not subject to redundancy mitigation
techniques should be selected for inclusion in the current VAM generation event if the perceived VRU additionally
satisfy one of the following conditions:

1) TheVRU hasfirst been detected by originating Non-VRU ITS-S after the last Infrastructure VAM generation
event.

2) Thetime elapsed since the last time the perceived VRU was included in an Infrastructure VAM exceeds
T_GenVamMax.

3) The Euclidian absolute distance between the current estimated position of the reference point for the perceived
VRU and the estimated position of the reference point for the perceived VRU lastly included in the
Infrastructure VAM exceeds minReferencePointPositionChangeThreshold.
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The difference between the current estimated ground speed of the reference point for the perceived VRU and
the estimated absolute speed of the reference point for the perceived VRU lastly included in the Infrastructure
VAM exceeds minGroundSpeedChangeThreshold.

The difference between the orientation of the vector of the current estimated ground velocity of the reference
point for the perceived VRU and the estimated orientation of the vector of the ground velocity of the reference
point for the perceived VRU lastly included in the Infrastructure VAM exceeds

minGroundVel ocityOrientationChangeThreshol d.

The infrastructure or vehicles has determined that there is difference between the current estimated trajectory
interception indication with vehicle(s) or other VRU(s) and the trajectory interception indication with
vehicle(s) or other VRU(S) lastly reported in an infrastructure VAM.

One or more new vehicles or other VRUs (e.g. VRU Profile 3 - Motorcyclist) have satisfied the following
conditions simultaneoudly after the lastly transmitted VAM. The conditions are: coming closer than Minimum
Safe Lateral Distance (MSLaD) laterally, coming closer than Minimum Safe Longitudinal Distance (M SLoD)
longitudinally and coming closer than Minimum Safe Vertical Distance (MSVD) vertically to the VRU after
the lastly transmitted Infrastructure VAM.

Perceived VRU Cluster inclusion Management in Current Non-VRU ITS-S VAM

The perceived VRU Clusters considered for inclusion in current Infrastructure VAM should fulfil al of the following
conditions:

1)

The perceived bounding box of the detected VRU cluster does not overlap more than

maxl nter VRUCluster Overlapl nfrastructureVAM with the bounding box of VRU Cluster specified in any of the
VRU Cluster VAMs or Infrastructure VAMs received by originating Non-VRU ITS-S during last
T_GenVamMax duration.

A VRU Cluster perceived with sufficient confidence level fulfilling above conditions and not subject to redundancy
mitigation techniques should be selected for inclusion in the current VAM generation if the perceived VRU Cluster
additionally satisfy one of the following conditions:

1)

2)

3)

4)

5)

6)

7)

8)

The VRU Cluster hasfirst been detected by originating Non-VRU ITS-S after the last Infrastructure VAM
generation event.

The time elapsed since the last time the perceived VRU Cluster was included in an Infrastructure VAM
exceeds T_GenVamMax.

The Euclidian absolute distance between the current estimated position of the reference point of the perceived
VRU Cluster and the estimated position of the reference point of the perceived VRU Cluster lastly included in
an Infrastructure VAM exceeds minReferencePointPositionChangeThreshold.

The difference between the current estimated Width of the perceived VRU Cluster and the estimated Width of
the perceived VRU Cluster included in the lastly transmitted VAM exceeds
minCluster WidthChangeThreshold.

The difference between the current estimated Length of the perceived VRU Cluster and the estimated Length
of the perceived VRU Cluster included in the lastly transmitted VAM exceeds
minCluster LengthChangeThreshold.

The difference between the current estimated ground speed of the reference point of the perceived VRU
Cluster and the estimated absol ute speed of the reference point included in the lastly transmitted VAM exceeds
minGroundSpeedChangeThreshold.

The difference between the orientation of the vector of the current estimated ground velocity of the reference
point of the perceived VRU Cluster and the estimated orientation of the vector of the ground velocity of the
reference point included in the lastly transmitted Infrastructure VAM exceeds

minGroundVel ocityOrientationChangeThreshol d.

The infrastructure or vehicles determined that there is difference between the current estimated trajectory
interception indication with vehicle(s) or other VRU(s) and the trajectory interception indication with
vehicle(s) or other VRU(s) lastly reported in an Infrastructure VAM.

ETSI



69 ETSI TS 103 300-3 V2.2.1 (2023-02)

9) Originating Non-VRU ITS-S has determined to merge the perceived cluster with other cluster(s) after previous
Infrastructure VAM generation event.

10) Originating Non-VRU ITS-S has determined to split the current cluster after previous Infrastructure VAM
generation event.

11) Originating Non-VRU ITS-S has determined change in type of perceived VRU cluster (e.g. from
Homogeneous to Heterogeneous Cluster or vice versa) after previous Infrastructure VAM generation event.

12) Originating Non-VRU ITS-S has determined that one or more new vehicles or non-member VRUs (e.g. VRU
Profile 3 - Motorcyclist) have satisfied the following conditions simultaneously after the lastly transmitted
VAM. The conditions are: coming closer than Minimum Safe Lateral Distance (MSLaD) laterally, coming
closer than Minimum Safe Longitudinal Distance (MSLoD) longitudinally and coming closer than Minimum
Safe Vertical Distance (MSVD) vertically to the Cluster bounding box after the lastly transmitted
InfrastructureV AM.

1]

1.4.3  Additional clause after clause 7.3.6: VAM Extension
container

[[ ADD:

7.3.7 VAM Extension container

The VRU Extension container of type VamExtension should carry VRU low frequency, VRU high frequency, cluster
information container, cluster operation container, motion prediction container for each of the VRU and VRU Clusters
reported in anon-VRU ITS-S originated VAM. Extension additionally carry totallndividual VruReported,

total VruCluster Reported, VruRoadGridOccupancy containers for in anon-VRU ITS-Soriginated VAM.

e  TheRoad Grid Occupancy DF is of type VruRoadGridOccupancy and should provide an indication of whether
the cells are occupied (by another VRU ITS-station or object) or free. The indication should be represented by
the VruGridOccupancySatuslndication DE and the corresponding confidence value of should be given by
ConfidencelevelPerCell DE. Additional DF/DE s are included for carrying the grid and cell sizes, road
segment reference ID and reference point of the grid.

1]

1.4.4  Update of annex A (normative): ASN.1 specification of VAM

[[ ADD:

VanPar aneters ::= SEQUENCE {
basi cCont ai ner Basi cCont ai ner,
vr uH ghFr equencyCont ai ner Vr uH ghFr equencyCont ai ner OPTI ONAL,
vr uLowFr equencyCont ai ner Vr uLowFr equencyCont ai ner OPTI ONAL,

vrud ust erl nformati onCont ai ner Vrud usterlnformati onContai ner OPTI ONAL,
vrud ust er Oper at i onCont ai ner Vrud ust er Oper at i onCont ai ner OPTI ONAL,
vr uMot i onPr edi cti onCont ai ner Vr uMot i onPr edi cti onCont ai ner OPTI ONAL,
vanExt ensi onsNonVrul t sStati on VanExt ensi onNonVrul t sStati on OPTI ONAL,

}
--Only present for Non-VRU I TS-S Oi gi nated VAM

VanExt ensi onNonVrul tsStation ::= SEQUENCE {
total I ndi vi dual VruReported Total I ndi vi dual Vr uReported OPTI ONAL,
total Vrud ust er Reported Tot al Vrud ust er Report ed OPTI ONAL,

vanPar anet er sNonVrul t sSt ati on SEQUENCE (Sl ZE( 1. . Max)) VanPar anet er sNonVr ul t sSt ati on OPTI ONAL,
-- Max is an integer value such as 64 or 128
roadG i dCccupancy VruRoadG i dOccupancy OPTIONAL, -- defined bel ow

-- Total individual VRUs reported in this VAM

ETSI



70 ETSI TS 103 300-3 V2.2.1 (2023-02)

total I ndi vi dual VRUReported ::= | NTEGER( 1..Max) — Max is nmaxi num VRUs included in single VAM such as
32 or 64

-- Total VRU Clusters reported in this VAM

t ot al VRUO ust er Report ed c:= INTEGER( 1..Max) --— Max is nmaxi num VRU O usters included in single

VAM such as 32 or 64

VanPar anet er sNonVrul t sStati on :: = SEQUENCE {
vr uH ghFr equencyCont ai ner Vr uHi ghFr equencyCont ai ner,
vr uLowFr equencyCont ai ner Vr uLowFr equencyCont ai ner OPTI ONAL,

vrud ust er | nf or mati onCont ai ner Vrud uster | nformati onCont ai ner OPTI ONAL,
vrud ust er Oper at i onCont ai ner Vrud ust er Oper at i onCont ai ner OPTI ONAL,
vr uMbt i onPr edi cti onCont ai ner Vr uMbt i onPr edi cti onCont ai ner OPTI ONAL,

}
-- road grid occupancy rel ated paraneters and confi dence
Vr uRoadG i dCccupancy 11 = SEQUENCE{
roadsegnent | D RoadSegnent Ref erencel D, OPTIONAL, — inported fromITS
gri dRef erencePoi nt  ReferencePosition, — inported fromITS
gridsi ze Gidsi ze OPTI ONAL,
cell Si ze GidSize OPTI ONAL,
vruGi dCccupancySt at usl ndi cati on VruGri dCccupancySt at usl ndi cati on,
confi dencelLevel Per Cel | Confi dencelLevel Per Cel | OPTI ONAL,
}
GidSi ze ;= SEQUENCE {
gridLength Sem RangeLength — inported fromITS
gridw dth Sem RangelLength — inported fromI|TS
}

VruGri dCccupancySt at usl ndi cati on
Confi dencelLevel Per Cel |
— inported fromITS

SEQUENCE (Si ze(1..256,.)) OF BOOLEAN,
SEQUENCE (Si ze(1..256,.)) OF ObjectConfidence,

1]
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