ETS| TS 102 393 V1.1.1 (2005-02)

Technical Specification

Corporate telecommunication Networks (CN);
Signalling interworking between QSIG and SIP;
Call Diversion

D




2 ETSI TS 102 393 V1.1.1 (2005-02)

Reference
DTS/ECMA-00296

Keywords
interworking, QSIG, signalling

ETSI

650 Route des Lucioles
F-06921 Sophia Antipolis Cedex - FRANCE

Tel.: +334 9294 42 00 Fax: +33 4 93 65 47 16

Siret N° 348 623 562 00017 - NAF 742 C
Association a but non lucratif enregistrée a la
Sous-Préfecture de Grasse (06) N° 7803/88

Important notice

Individual copies of the present document can be downloaded from:
http://www.etsi.org

The present document may be made available in more than one electronic version or in print. In any case of existing or
perceived difference in contents between such versions, the reference version is the Portable Document Format (PDF).
In case of dispute, the reference shall be the printing on ETSI printers of the PDF version kept on a specific network drive
within ETSI Secretariat.

Users of the present document should be aware that the document may be subject to revision or change of status.
Information on the current status of this and other ETSI documents is available at
http://portal.etsi.org/tb/status/status.asp

If you find errors in the present document, please send your comment to one of the following services:
http://portal.etsi.org/chaircor/ETSI_support.asp

Copyright Notification

No part may be reproduced except as authorized by written permission.
The copyright and the foregoing restriction extend to reproduction in all media.

© European Telecommunications Standards Institute 2005.
All rights reserved.

DECT™, PLUGTESTS ™ and UMTS™ are Trade Marks of ETSI registered for the benefit of its Members.

TIPHON™ and the TIPHON logo are Trade Marks currently being registered by ETSI for the benefit of its Members.
3GPP™is a Trade Mark of ETSI registered for the benefit of its Members and of the 3GPP Organizational Partners.

ETSI


http://www.etsi.org/
http://portal.etsi.org/tb/status/status.asp
http://portal.etsi.org/chaircor/ETSI_support.asp

3 ETSI TS 102 393 V1.1.1 (2005-02)

Contents

Intellectual Property RIGNES.........oo et 5
0 Yo (o SRS 5
oL I aTES o] YOS 5
1 o010 PR 6
2 L= £ 101 6
3 TErMS AN AEFINITIONS. ..ottt st sttt et e b e be st e be e e e ens 7
31 EXEErNal AEfINITIONS .....coviieeeiiecer et e et r e r e e r e s 7
3.2 L@ 107 ge = 1T 0] (oS PTSE RSP PE TSP PRSPPI 7
321 L@ 0 1A= oo TS 7
322 Call forwarding BUSY (CFB) .......c.eiuiieiiitirieiestireet ettt eb et b bbbt nb e ns 7
323 Call forwarding NO rePlY (CENRY) .......cuiiiieiieee ettt 7
324 Call forwarding unconditional (CFU).........co.ceiiieiiiieerieeee et 7
325 Corporate telecommuni Cation NEtWOrK (CIN) ........oeeiriiiririeirereesesee s 7
326 EIEITY A ettt b e b e h e E e h R e bt E e £ bR e £ Rt R e e Rt nE e e bt R et ekt e e et Rt e e e b 8
3.2.7 ENEITY B oottt E R R R R R e R R e R e Rt e R e ren e 8
3.2.8 ENEITY €ttt E e E R R R R R e R e R R e Rt e R Rt R nen e 8
3.29 LT =T Y USRS 8
3.2.10 TP NEEWOTK ..ttt r e et r e se et r e s et e Rt se st e Rt ne et R e s e et R e e et R R e Rt e e e r e e e ere e 8
3211 I o ST TSSOSO PE VPSPPSR 8
3.212 I o 1 TSSO TE PSSP P VPSPPSR 8
3.213 0= o TSRS 8
3214 Private Integrated ServicesS NetWOrk (PISN) ......c.ciiiiiiiieieeee sttt ene e 8
3.2.15 Private Integrated services Network eXchange (PINX) ..o 8
3.2.16 REMOULING ENEITY ...ttt et b e et b e e h e b se st b e se e bt e bt se e e ebese et et e s b et ebesnene b 8
3.2.17 (O L PR UR PP RPRPUR 8
3.2.18 LU = TSRS 8
3.2.19 USEF C ettt h kbR R R R R R R R R R R R R AR Rt e R Rt s e Rt e rer e 9
4 ADDIeviations aNd CIOMNYIMS........couiiiiierire ettt sttt b e b st e sbesbe st et e e e e ssesseneenseeens 9
5 Background and architecture for SIP-QSIG iNterWOrking ........ccceeeeveieeieenieie e 9
6 (0= 0[R2 o o 1SS 9
7 Call diVErSION TN QSIG......oicieeieectie ettt eee s te e te et e e st e st e s e e st e e beesbessbesssesssseebeesseesbeenbeesseesresssenan 10
8 Call AIVEISION TN SIP ..ottt sb e bt st e st et et et et sesbesbeneeneentenean 11
9 DIVEISION INEEIWOIKING. ...ttt b e bbb s e b e e e s e e b e e n e e e s e e 12
9.1 Scenarios for diVersion INTEIWOIKING .........cocoeieiiiie bbb et 12
9.2 Mapping of NUMbErs, NAMES AN URIS .......ccooiieiece ettt e st e st e e e eeeeesneennes 12
9.3 Derivation of QSIG iVErSION MEASONS.........cciuieiriieeeeseestee e steseeseeseesreesaeseesseesseesseasseeseessaesseesseessesnsesnessnes 13
9.31 SCENAIMTO AL ...ttt b et b e bbb e bR R e R Rt R R AR Rt R R Rt R Rt e Rt e bt r e nna 13
9.32 SCENAMTO Bttt bbb R R Rt e Rt e bRt b e 13
9.33 SCENAITO C2....eeeteteretei ettt a et b bt e bbbt s bt EeE e s e R Rt e R s e R Rt e R e st e e e Rt e e bRt n bt e b nna 14
94 Derivation of SIP response codes (SCenarioS A2 anNd CL) ......cccueveeiieieiie e seesre et eee e se e see e 14
9.5 Mapping the QSIG iVEISION COUNLES ........c.citieeeiriieeteriee ettt sttt b b b s bbbt e b s ese bt sneneens 14
9.6 PrIVACY CONSIAEIALIONS. ......cuevieetiteeetert ettt ettt e e eb et b et b e e et bt b s e bt s e e e bt se e e e st bt s e e bt e e e ebene e e ens 14
9.7 INEErWOIrKING FOr SCENAMO AL ..ottt bt b e bbb bt e et b e e b b ne e s nn e ns 15
9.7.1 Transmitting @ SIP INVITE FEOUESE ......oiuiiiiieieertiee ettt 15
9.7.2 ReCaipt Of 8 SIP IXX OF 2XX FESPONSE .....cveueeuirtereeieste sttt seeiesteseesesbe s et st se et sbe e e bt s be e ebesbe st sbese et ebenneneees 15
9.7.3 Receipt of 8 SIP 4XX, BXX OF BXX FESPONSE .....c.veuertereeierteseeieeteseetstessee b sbe e b st e b st e ebesbeseesesbeseenesbesseneees 15
9.8 INLErWOIKING FOIr SCENAINO A2 ...ttt sttt et e st e s e s e e te e te e ae s e e s seeste e teenteentesseesseeteentesnsennensnes 16
98.1 ReCE Pt Of @ SIP INVITE FEOUESL.......eceeceeeeieeeie ettt se s ee sttt e s te s ae e sae e teeaeesteesaessaestaeste e seeteennesneennns 16
9.8.2 Receipt of a QSIG divertingLeglnformationl invoke APDU...........cccoiii e 16
9.8.3 Receipt of a QSIG divertingLeglnformation3 inVOKe APDU...........cccoiciiiieieeie e 16

ETSI



4 ETSI TS 102 393 V1.1.1 (2005-02)

984 Transmitting a SIP response in which History-Info isallowed ...........cccovevviieeececcceeceeeeee e 16
9.9 INterworking fOr SCENAMNO BL........cui ittt e st et e e e e e e s aeesteesteenseeneenneennns 17
99.1 RECEIPL Of @ SIP 3XX FEYPONSE .....eeeee ettt ettt e te s te e e e saeeste e aeesteeseessaessaeteenseensesneesnnesnes 17
9.9.2 Receipt of aQSIG DISCONNECT or FACILITY message containing a call Rerouteing return result

N 5 1 OSSR 18
9.9.3 Receipt of aQSIG FACILITY message containing a callRerouteing return error APDU ..........cccouvneee 18
9.94 Receipt of aQSIG FACILITY message containing a cfnrDivertedLegFailed invoke APDU..................... 19
9.10 INtErWOrking fOr SCENAMO B2.......c..cuiiiiieeieieeeet bbbt b et ens 19
9.10.1 Receipt of a QSIG FACILITY message containing a CallRerouteing invoke APDU ..........ccocoenninienne 19
9.11 INtErWOrKIiNG FOr SCENAMO CL.......iiiiiitiriiietere ettt ettt b et b bbbt eb e st b e s b b senb s ne e 19
9111 Receipt of a QSIG SETUP message containing a divertingL eglnformation2 invoke APDU..................... 20
9112 Transmitting @ QSIG CONNECT MESSAZE .....cecueerreetieeeeiesreesteetesaesseesseessesssessssseesseessssssssssssssessesssesssens 20
9.12 INtErWOrking fOr SCENAINO C2.......eciieieee ettt te s te e s e s ae e te e teentesseesseesseenteentesneesnensnes 20
9121 Transmitting @ QSIG SETUP MESSAgE ........ueiieieerieerieetiseesteesteeiessesseessessseesseessesssssessseessesssesssssesssesssens 20
9.12.2 Receipt of a QSIG message containing a divertingLeglnformation3 invoke APDU...........cccccoeveevveneee, 21
9.12.3 Sending History-INfo iN @rESPONSE........cccueiie ettt e et e te e s e se e reeteeneesneesnes 21
10  EXample MESSAgE SEQUENCES......cveiieiuieteeteeteeteetestesaeestesseetesseesestesssessesseessesteessessesssestesseessessesssensensens 21
101 o0 = o AN PSSR 21
10.11 Successful call - history information in 200 FESPONSE.........c.erueuerererierere ettt seee b e ere e seenens 22
10.1.2 Successful call - history information in Provisional FESPONSE........c.cieeeerierereriereee et seeeens 23
10.1.3 =T o o TSRS 24
10.2 o= g o ) A ST 24
10.2.1 SUCCESSFUL Call = CFU OF CFB........iiiiieiiieeitstee sttt sttt st b et st s e b stenesbeseeneenis 25
10.2.2 SUCCESSFUL Call = CFNR.....oeiiiiteiet sttt ettt ettt b et e e bt st et e b e be s e st ebesaeneebeseenennis 26
10.3 o= 0= o 8 = 0 ST 26
1031 SUCCESSF Ul AIVErSION - CFU OF CFB.....c.eiiiieiieee ettt ettt sr bt 27
10.3.2 SUCCESSF Ul AIVErSION = CFNR.......oii ettt st e et et e s e e e e s e teseesbesneeneeneeneas 28
10.3.3 Failure - CallRENOULING.EIT TECEIVE ..ottt ettt b et sb e 29
10.34 Failure - No answer fOlloWiNg CENR........c..ooiii e b 30
104 o = o T8 PSRRI 31
105 o0 = o 1 PSRRI 32
10.6 o0 = o PSR RSRR 33
10.7 SCENAiOo AL FOIIOWEH DY Bl ......oeeiceeeceeseeee ettt ettt sttt et e s e s e sne e s aeeaeenseenteenaeenaenneesneas 34
10.8 Scenario A2 followed DY SCENAIMO B2........ccviiiiiece ettt ettt aeenaeeneeenaesnaesnaesreenneas 35
10.9 Scenario C1 folloOWed BY SCENAIO AL .......ooiieeee ettt sae e s reeae et e et e esaeenaesreesreas 36
10.10 Scenario C2 fOllOWEd BY SCENAIO A2 .......oo ettt et s e e e s re e teenseentessaeeneesreesrens 37
10.11 Scenario C1 followed BY SCENANO BL........coiiiiee ettt e re et ena e s e e sreennean 38
10.12 Scenario C2 followed DY SCENAINO B2 ........cui ottt ettt e e sreennean 39
11 SECUNLY CONSIABIAIONS. .. ...eeeeeeeieieeeeeesteeeeie st e e s te e e s e eseesbesseeseesseesesteeneesaeeseensesseansessesseenseseesneensensenn 39
[ 1T (TSR P PSPPSR 40

ETSI



5 ETSI TS 102 393 V1.1.1 (2005-02)

Intellectual Property Rights

IPRs essential or potentially essential to the present document may have been declared to ETSI. The information
pertaining to these essential IPRs, if any, is publicly available for ETSI member s and non-member s, and can be found
in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETS in
respect of ETS standards’, which is available from the ETS| Secretariat. Latest updates are available on the ETSI Web
server (http://webapp.etsi.org/| PR/home.asp).

Pursuant to the ETSI IPR Palicy, no investigation, including I PR searches, has been carried out by ETSI. No guarantee
can be given as to the existence of other IPRs not referenced in ETSI SR 000 314 (or the updates on the ETSI Web
server) which are, or may be, or may become, essential to the present document.

Foreword

This Technical Specification (TS) has been produced by ECMA on behalf of its members and those of the European
Telecommunications Standards Institute (ETSI).

Brief history

The present document is one of a series of Ecma Standards defining the interworking of services and signalling
protocols deployed in corporate telecommunication networks (CNs) (also known as enterprise networks). The series
uses telecommunication concepts as developed by ITU-T and conforms to the framework of International Standards on
Open Systems I nterconnection as defined by | SO/IEC.

The present document specifies interworking between the Session Initiation Protocol (SIP) and QSIG within corporate
telecommunication networks (al so known as enterprise networks) for calls that undergo diversion. SIP is an Internet
application-layer control (signalling) protocol for creating, modifying, and terminating sessions with one or more
participants. These sessionsinclude, in particular, telephone cals. QSIG is asignalling protocol for creating, modifying
and terminating circuit-switched calls, in particular telephone calls, within Private Integrated Services Networks
(PISNSs). QSIG is specified in a number of Ecma Standards and published also as | SO/IEC International Standards.

The present document is based upon the practical experience of Ecma member companies and the results of their active
and continuous participation in the work of ISO/IEC JTC1, ITU-T, IETF, ETSI and other international and national
standardization bodies. It represents a pragmatic and widely based consensus.
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1 Scope

The present document specifies signalling interworking between "QSIG" and the Session Initiation Protocol (SIP) in
support of call diversion within corporate telecommunication networks (CN), aso known as enterprise networks.

"QSIG" isasignalling protocol that operates between Private Integrated services Network eXchanges (PINX) within a
Private Integrated Services Network (PISN). A PISN provides circuit-switched basic services and supplementary
servicesto its users. QSIG is specified in Ecma Standards, in particular [1] (call control in support of basic services), [2]
(generic functional protocol for the support of supplementary services) and a number of Standards specifying individual
supplementary services. Diversion services are specified in [4] and the QSIG signalling protocol in support of these
servicesis specified in [5]. In particular, this signalling protocol signalsinformation about call diversion to the users
involved.

SIP isan application layer protocol for establishing, terminating and modifying multimedia sessions. It istypically
carried over 1P [8], [10]. Telephone calls are considered as a type of multimedia session where just audio is exchanged.
SIPisdefined in [11]. An extension to SIP provides history information [14] that can be used to signal information
about the retargeting of arequest, in particular a call establishment request, asit is routed through a network.

The present document specifies signalling interworking for call diversion during the establishment of calls between a
PISN employing QSIG and a corporate | P network employing SIP. It covers both the impact on SIP of cal diversionin
the QSIG network and the impact on QSIG of request retargeting in the SIP network. Signalling interworking for call
diversion operates on top of signalling interworking for basic calls, which is specified in [6].

Cdll diversion interworking between a PISN employing QSIG and a public 1P network employing SIP is outside the
scope of the present document. However, the functionality specified in the present document isin principle applicable
to such a scenario when deployed in conjunction with other relevant functionality (e.g. number translation, security
functions, etc.).

The present document is applicable to any interworking unit that can act as a gateway between a PISN employing QSIG
and a corporate IP network employing SIP.

2 References

[1] ISO/IEC 11572: "Information technology - Telecommunications and information exchange
between systems - Private Integrated Services Network - Circuit mode bearer services -
Inter-exchange signalling procedures and protocol”. (also published by Ecma as Standard
ECMA-143).

[2] I SO/IEC 11582: " Telecommunications and information exchange between systems - Private
Integrated Services Network - Generic functional protocol for the support of supplementary
services - Inter-exchange signalling procedures and protocol™. (also published by Ecma as
Standard ECMA-165).

[3] I SO/IEC 13868: "Information technology - Telecommunications and information exchange
between systems - Private Integrated Services Network - Inter-exchange signalling protocol -
Name identification supplementary services'. (also published by Ecma as Standard ECMA-164).

[4] I SO/IEC 13872: "Information technology - Telecommunications and information exchange
between systems - Private Integrated Services Network - Specification, functional model and
information flows - Call Diversion supplementary services'. (also published by Ecma as Standard
ECMA-173).

[5] ISO/IEC 13873: "Information technology - Telecommunications and information exchange
between systems - Private Integrated Services Network - Inter-exchange signalling protocol - Call
Diversion supplementary services'. (also published by Ecma as Standard ECMA-174).

[6] ISO/IEC 17343: "Information technology - Telecommunications and information exchange
between systems - Corporate telecommunication networks - Signalling interworking between
QSIG and SIP - Basic services'. (also published by Ecma as Standard ECMA-339).
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[7] Ecma Technical Report TR/86: " Corporate Telecommunication Networks - User Identificationin a
SIP/QSIG Environment”.

[8] IETF RFC 791: "Internet Protocol”.

[9] IETF RFC 2119: " Key words for use in RFCs to Indicate Requirement Levels.

[10] IETF RFC 2460: "Internet Protocol, Version 6 (IPv6) Specification".

[11] IETF RFC 3261: "SIP: Session Initiation Protocol”.

[12] IETF RFC 3323: "A Privacy Mechanism for the Session Initiation Protocol (SIP)".

[13] IETF RFC 3326: "The Reason Header Field for the Session Initiation Protocol (SIP)".

[14] M. Barnes. "An Extension to the Session Initiation Protocol for Request History Information”,

draft-ietf-sipping-history-info-03 (work in progress).

3 Terms and definitions

In the present document, the key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT",
"SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" are to be interpreted as described in
RFC 2119 [9] and indicate requirement levels for compliant implementations.

For the purposes of the present document, the following definitions apply.

3.1 External definitions

The definitionsin [1] and [11] apply as appropriate.

3.2 Other definitions

3.2.1 Call diversion

The act of retargeting a call during call establishment by changing the user identity that is used as the basis for routing
to the destination.

3.2.2 Call forwarding busy (CFB)

Call diversion invoked because the targeted user is busy.

3.2.3 Call forwarding no reply (CFNR)

Call diversion invoked because the targeted user failsto reply within a certain time.

3.24 Call forwarding unconditional (CFU)

Call diversion invoked for reasons other than those leading to CFB or CFNR.

3.2.5  Corporate telecommunication Network (CN)

Sets of privately-owned or carrier-provided equipment that are located at geographically dispersed locations and are
interconnected to provide telecommunication services to a defined group of users.

NOTE 1: A CN can comprise aPISN, aprivate IP network (intranet) or a combination of the two.

NOTE 2: Also known as enterprise network.
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3.2.6 Entity A

The entity that provides information about diversion to user A.

3.2.7 Entity B

The entity that invokes diversion for a call targeted at user B.

3.2.8 Entity C

The entity that provides information about diversion to user C.

3.2.9 Gateway

An entity that performs interworking between a PISN using QSIG and an | P network using SIP.

3.2.10 IP network

A network, unless otherwise stated a corporate network, offering connectionless packet-mode services based on the
Internet Protocol (IP) as the network layer protocol.

3.2.11 LegA

The call segment between entity A and the rerouting entity for a call that undergoes diversion.

3.2.12 LegB

The call segment between the rerouting entity and entity B for acall that undergoes diversion.

3.213 LegC

The call segment between the rerouting entity and entity C for acall that undergoes diversion.

3.2.14 Private Integrated Services Network (PISN)

A CN or part of aCN that employs circuit-switched technology.

3.2.15 Private Integrated services Network eXchange (PINX)

A PISN nodal entity comprising switching and call handling functions and supporting QSIG signalling in accordance
with [1].

3.2.16 Rerouting entity

The entity that performs call rerouting on reguest from entity B and that provides information about diversion to entity
A and entity C.

3.2.17 User A

The calling user of a call that undergoes diversion.

3.2.18 UserB

The user on behalf of which call diversion isinvoked for an incoming call to that user.

ETSI
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3.2.19 UserC

The user to which acall is diverted.

4 Abbreviations and acronyms
ACK ACKnowledgement
APDU Application Protocol Data Unit
CFB Call forwarding busy
CFNR Call forwarding no reply
CFU Call forwarding unconditional
CN Corporate telecommunication Network
IP Internet Protocol
PINX Private Integrated services Network eXchange
PISN Private Integrated Services Network
PRACK PRoceed ACK nowledgement
QSIG Q-ref point SIGnalling
SIP Session Initiation Protocol
UA User Agent
UAC User Agent Client
UAS User Agent Server
URI Universal Resource Identifier

5 Background and architecture for SIP-QSIG
interworking

The background and architecture of [6] applies. In addition, the interworking function in the protocol model handles
interworking for call diversion services. Thisinvolvesinterworking between the QSIG call diversion protocol specified
in[5] and SIP, including the use of SIP request history information as specified in [14].

6 Call diversion

Call diversion, as specified in QSIG and for the purposes of the present document, is the act of retargeting a call during
call establishment by changing the user identity that is used as the basis for routing to the destination. This can be
viewed as being a change of destination user, although in some cases two identities can belong to the same user, e.g. a
home number and office number. The three usersinvolved are known as user A (the calling user A), user B (the called
user or diverting user) and user C (the diverted-to user).

Reasons for invoking diversion are various and can depend on factors such as the state of the line serving user B, the
time of day and the type or identity of user A. It could also be as a result of action by user B in response to the arrival of
acall (sometimes known as call deflection). A diversion can occur immediately, i.e. without alerting user B, or after a
period of aerting without reply. With the exception of call deflection, diversion requirements must be pre-configured
into some equipment acting on behalf of user B, e.g. atelephone, a PINX or a SIP proxy. This could be achieved, for
example, by rules-based scripting.

It is often useful or even important that the usersinvolved in adiverted call (user A and user C) are informed of the
diversion. This can be particularly important for automata, e.g. for acall diverted to avoice mail system it might be
important to indicate to the system that the call has been diverted from user B. However, privacy considerations can
sometimes |lead to the suppression of this information.

The general model for a call that undergoes diversionis shown in figure 1. Entity B isthe entity that invokes diversion,
based on configuration or, in the case of call deflection, on request from user B. The rerouting entity performs call
rerouting on instruction from entity B and provides information about the diversion to entity A and entity C. Entity A
and entity C handle diversion on behalf of users A and C respectively by providing information about diversion.
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Figure 1: Logical model for diversion in a QSIG network
From this model it can be seen that there are three call legs:
- leg A between entity A and the rerouting entity (null if these two entities are collocated);
- leg B between entity B and the rerouting entity (null if these two entities are collocated);
- leg C between entity C and the rerouting PINX (null if these two entities are collocated).

Diversion signalling on leg A providesinformation about diversion to entity A, which can useit to provide information
to user A. Diversion signalling on leg B instructs the rerouting entity to carry out rerouting. Diversion signalling on leg
C provides information about diversion to entity C, which can use it to provide information to user C.

Figure 1 also illustrates the basic dynamic behaviour:
1) Call establishment from user A asfar as entity B.
2) Rerouting request from entity B to the rerouting entity.

3) Rerouted call establishment from the rerouting entity to entity C accompanied by information about the
diversion.

4)  Information about the diversion from the rerouting entity to entity A.

Diversions can be chained. In this case the rerouted call from the rerouting entity reaches another entity B. The same or
adifferent rerouting entity then reroutes the call towards the new user C.

7 Call diversion in QSIG

Cdl diversion in QSIG isthe act of retargeting acall during call establishment by changing the called party number,
which is the user identity used as the basis for routing to the destination. Call diversionin QSIG follows the model
described above. Entity A islocated in user A's PINX (PINX A), entity B islocated in user B's PINX (PINX B) and
entity Cislocated in user C's PINX (PINX C). The rerouting entity islocated either at user B's PINX (diversion by
forward switching) or at user A's PINX (diversion by rerouting).

Because of potential interactions with other supplementary services, the signalling for which passes transparently
through intermediate (Transit) PINXs, the rerouting PINX is constrained to be either PINX B or PINX A. The former
case is known as diversion by forward switching, and is analogous to SIP retargeting by a proxy. The latter caseis
known as diversion by rerouting and is analogous to SIP retargeting by redirection.
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For the purposes of QSIG, diversions are classified into one of the following types:

- call forwarding no reply (CFNR) (forwarding as a result of no user reply after alerting user B for a certain
time);

- call forwarding busy (CFB) (forwarding as aresult of user B's device being busy); and
- call forwarding unconditional (CFU) (forwarding for reasons other than no reply or busy).
NOTE: CFU isnot necessarily entirely unconditional, since it can depend on other factors, e.g. time of day.

In common with other supplementary services, QSIG signalling for diversion is based on [2] and comprises the
following remote operations:

- callRerouting - this confirmed operation is applicable to leg B and provides a means for PINX B to request the
rerouting PINX to reroute a call to user C.

- cfnrDivertedLegFailed - this unconfirmed operation is applicable to leg B and indicates failure to establish call
leg C subsequent to accepting a callRerouting operation. cfnrDivertedL egFailed applies only to CFNR (i.e. to
diversions after user B has been aerted) and indicates to PINX B that user B should continue to be alerted. For
other types of diversion leg B is cleared down as soon as the callRerouting operation is accepted, without
waiting to seeif the call towards user C can be established.

- divertingLeglnformationl - this unconfirmed operation is applicable to leg A and signals information about the
diversion to PINX A, including any privacy requirement of user B to prevent disclosure of diversion
information to user A. Note that PINX A can use the information for internal purposes (e.g. call logging) but is
trusted not to disclose private information to user A.

- divertingLeglnformation2 - this unconfirmed operation is applicable to leg C and signals information about the
diversionto PINX C.

- divertingL egl nformation3 - this unconfirmed operation is applicable to legs A and C and signals privacy
information from PINX C to PINX A. This privacy information provides the possibility for user C to suppress
the disclosure of itsidentity to user A. PINX A must take into account both the privacy informationin
divertingLeglnformationl and the privacy information in divertingL eglnformation3 before disclosing
information to user A.

Chained diversions are supported. PINX A receives a divertingLeglnformationl operation for each diversion, but often
adivertingLeglnformation3 operation only for the final diversion (since thisinformation is not necessarily available
until answer). The final PINX C receives a single divertingL egl nformation2 operation containing information about the
first and last diversions but not intermediate diversions.

8 Call diversion in SIP

Cdl diversion is not specified for SIP. However, SIP does have the concept of retargeting an INVITE request. This
occurs at a proxy, instigated either by the proxy itself or on request from aredirect using a 3xx response. It can also
occur at the UAC as aresult of a 3xx response from aredirect. Relating this to the model, the rerouting entity for a SIP
diversion isthe proxy or UAC that retargets the INVITE request. Entity B is either that same proxy or UAC or a
redirect that issues a 3xx response. A 3xx response therefore has some synergy with a QSIG callRerouting operation.
Entity A isthe UAC for the INVITE request and entity C isthe UAS of the retargeted-to user.

Retargeting involves changing the Request-URI within the INVITE request, thisfield being the basis for routing the
request.

RFC 3261 [11] does not provide signalling support for notifying user A's UA or user C's UA that retargeting has
occurred. Additional signalling for this purpose is specified in [14]. This allows aretargeting proxy or UAC to insert a
History-Info header into a request when it is forwarded downstream, i.e. on leg C towards entity C. Moreover entity C
reflects the received History-Info header back over leg C and leg A towards entity A. In this way, both entity A and
entity C receive information about the retarget and can provide thisinformation to their respective users. The
History-Info header contains a number of entries, each containing a URI that was a Request-URI at some stage during
the routing of the call.
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Chained retargets are supported. Entity A and entity C receive information about multiple retargets carried out during
the routing of the INVITE request.

History information can be of a sensitive nature, and therefore [ 14] makes provision for keeping it private. History
information subject to privacy must not be passed outside the domain where it originates. Within that domain, the
Privacy header [12] with privacy value "history” [14] is used to indicate that either the entire history information or a
particular entry is subject to privacy and must not be passed outside the domain.

9 Diversion interworking

9.1 Scenarios for diversion interworking

From the descriptions in clauses 7 and 8 it can be seen that both diversion in QSIG and retargeting, along with the
History-Info header, in SIP can be mapped to the call diversion model described in clause 6. Therefore interworking can
be described in terms of this model.

Interworking can occur onleg A, onleg B or on leg C. In either case, the rerouting entity can be in either the SIP
network or the QSIG network. This leads to 6 interworking scenarios.

- Scenario Al: interworking on leg A, call from QSIG to SIP undergoing retargeting in the SIP network. Entity
A in QSIG network, rerouting entity, entity B and entity C in SIP network.

- Scenario A2: interworking on leg A, call from SIP to QSIG undergoing diversion in the QSIG network. Entity
A in SIP network, rerouting entity, entity B and entity C in QSIG network.

- Scenario B1: interworking on leg B, call from QSIG to SIP where QSIG network performs rerouting in
response to aredirection request from the SIP network. Entity A, entity C and rerouting entity in QSIG
network, entity B in SIP network.

- Scenario B2: interworking on leg B, call from SIP to QSIG where SIP network performs retargeting in
response to arerouting request from the QSIG network. Entity A, entity C and rerouting entity in SIP network,
entity B in QSIG network.

- Scenario C1: interworking on leg C, call diverted by QSIG network to destination in SIP network. Entity A,
entity B and rerouting entity in QSIG network, entity C in SIP network.

- Scenario C2: interworking on leg C, call retargeted by SIP network to destination in QSIG network. Entity A,
entity B and rerouting entity in SIP network, entity C in QSIG network.

Cdll diversion interworking can occur more than once for a given call (chained diversions). The different instances of
interworking can be on the same leg (where aleg passes through two or more gateways) or on different legs. For
example, entity A could bein a QSIG network, the rerouting entity and entity B could be in a SIP network, and entity C
could be in a QSIG network. In this case interworking occurs on leg A (scenario A1) and on leg C (scenario C2). Each
instance of interworking conforms to one of the 6 scenarios listed above. No new interworking scenario isintroduced as
aresult.

Chained diversions can introduce mixed scenarios whereby a particular gateway plays the role of one scenario for the
one diversion and either the same scenario or a different scenario for the next diversion. For example, consider a
gateway performing a scenario C1 role as the result of diversion in the QSIG network (rerouting entity in the QSIG
network) to a diverted-to user in the SIP network. The gateway can also perform the role of scenario Al if afurther
diversion occursin the SIP network (rerouting entity in the SIP network).

9.2 Mapping of numbers, names and URIs

Most of the examples shown in clause 10 involve mapping of identifiers, e.g. the identifier representing the diverted to
user or the identifier representing the diverting user. In QSIG users are identified by numbers. In SIP users are identified
by URIs. Mapping of identifiersis described in detail in[7].
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In some cases it may not be possible for a gateway to map a SIP URI to a QSIG number or vice versa. If itisnot
possible to derive an identifier that is essential for generating a signalling element relating to diversion, unless otherwise
stated the call should be allowed to continue without that signalling element.

In some cases it may be possible to map between a QSIG name, as defined in [3], and a SIP URI (e.g. direct mapping
between the display-name field of a URI and a QSIG name).

9.3 Derivation of QSIG diversion reasons

The History-Info header contains one or more entries, each containing a retargeted-from URI and, as an optional
parameter, a Reason header [13]. The Reason header contains the reason for retargeting. Some of the scenarios require
the derivation of a QSIG element of type DiversionReason (indicating CFU, CFB or CFNR), and the Reason header,
where available, is the most suitable source of information for this. At present the Reason header can contain either a
SIP response code or a Q.850 cause value. Normally, if the Reason header has originated at a native SIP entity as
opposed to a gateway, it will contain a SIP response code. Neither a SIP response code nor a Q.850 cause value can
directly indicate areason for diversion (CFU, CFB or CFNR). The Reason header can be extended with reasons from
other protocols, so therefore has the potential to include diversion reasonsin the future. In the absence of such an
extension to the Reason header, or if such diversion reasons are not received, SIP response codes in the Reason header
will have to suffice for deriving a QSIG element of type DiversionReason. There needs to be a default diversion reason
value to cater for cases where the Reason header is omitted or where it contains a reason that does not readily suggest a
particular diversion reason. The particular mapping will depend on the scenario concerned.

93.1 Scenario Al

In QSIG, diversion reason CFNR (from the diversionReason element of the divertingL eglnformation 1 invoke APDU)
is theoretically meaningful only after ALERTING. Also for thefirst diversion after ALERTING theoretically the only
meaningful diversion reason is CFNR. However, in practice violating these rules will probably not cause problems at
downstream PINXs.

SIP response codes do not readily distinguish between the three diversion reason values, and therefore taking account of
whether ALERTING has been sent is perhaps beneficial in selecting a more meaningful value.

The following rules SHOULD be applied in the absence of an explicit reason for diversion:
1) If the reason codein the Reason header is 486 (Busy Here) or 600 (Busy Everywhere), map to CFB.
2) Otherwiseif ALERTING has previously been sent, map to CFNR.
3) Otherwise map to CFU.

9.3.2 Scenario Bl

A diversion reason is required for the rerouteingReason element of the callRerouteing invoke APDU. A History-Info
header is not normally contained in the 3xx response (except to denote previous retargets), and therefore there is no
Reason header and the only source of information is the 3xx response code. The various 3xx response codes do not
readily map to diversion reasons.

A possible future extension would be to include a Reason header in a 3xx response to indicate the diversion reason. In
the absence of a Reason header, the following rules SHOULD be applied:

1) If ALERTING has previoudy been sent, map to CFNR.
2)  Otherwise map to CFU.

For populating the original RerouteingReason element from History-Info header entries received in provisiona
responses or in the 3xx response, the rules for scenario A1 (clause 9.3.1) apply.
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9.3.3 Scenario C2

Diversion reasons are required for the diversionReason element and optionally the original DiversionReason element of
the divertingL egl nformation2 invoke APDU. In this scenario it is not possible to determine whether alerting was
achieved prior to diversion. The following rules SHOULD be applied in the absence of an explicit reason for diversion:

1) If thereason code in the Reason header is 486 (Busy Here) or 600 (Busy Everywhere), map to CFB.
2) If thereason code in the Reason header is 480 (Temporarily Unavailable), map to CFNR.
3) Otherwise map to CFU.

9.4 Derivation of SIP response codes (scenarios A2 and C1)

QSIG elements of type DiversionReason should ideally be mapped to a corresponding reason in the History-Info header
entry, i.e. to the Reason header parameter of the retargeted-from URI. In the absence of an extension to the Reason
header for diversion reasons, the diversion reason will need to be mapped to appropriate SIP response codes. The
following rules SHOULD be applied.

1) Map CFU to 302 (Moved Temporarily).
2) Map CFB to 486 (Busy Here).
3) Map CFNR to 480 (Temporarily Unavailable).

In the absence of an element from which to derive a SIP response code, 302 (Moved Temporarily) SHOULD be used.

9.5 Mapping the QSIG diversion counter

QSIG has a mandatory diversionCounter element in a callRerouteing invoke APDU and in a divertingL egl nformation2
invoke APDU. In each case the diversionCounter element contains the number of diversions that have occurred up to
and including the present diversion. Thisalows aPINX to place alimit on the number of diversionsthat acall can
undergo, and in particular thisis away of preventing infinite loops. A PINX can reject afurther diversion if a
configurable limit has been reached.

SIP does not have the direct equivalent. The number of retargets can be deduced from the number of History-Info
header entries, subject to thisinformation being provided. Infinite looping is prevented by means of the Max-Forwards
header, which limits the number of proxies arequest can pass through. Aninitial valueis placed in this header by the
UAC, and the value is decremented at each proxy.

The fact that each signalling protocol hasits own mechanism for preventing loops, means that loops will be prevented
within the respective networks. However, without appropriate interworking between the two, looping backwards and
forwards between a QSIG network and a SIP network is possible with scenarios C1 and C2. The different approachesin
the two signalling protocols prevent a perfect solution, but the requirements and recommendations in clauses 9.11 and
9.12 for mapping from and to the diversionCounter element in a divertingL eglnformation2 invoke APDU are aimed at
reducing the chances of looping.

Because scenarios B1 and B2 involve redirection, looping is prevented by the mechanisms that exist in the network that
provides the entity (i.e. QSIG mechanisms for scenario B1 and SIP mechanisms for scenario B2). Therefore mapping to
and from the diversionCounter element in a callRerouteing invoke APDU isless critical. Requirements are specified in
clauses 9.9 and 9.10.

9.6 Privacy considerations

Both QSIG and SIP adopt asimilar principle for handling information subject to privacy. Such information can be
passed within a single domain marked as subject to privacy, but MUST NOT be passed outside that domain.

A gateway can receive information marked as subject to privacy from a QSIG entity in the same domain. It MUST
NOT pass this onto a SIP entity that is not in the same domain or not capable of providing a privacy service as defined
in[12]. When passing on to a SIP entity in the same domain and capable of providing a privacy service, the information
MUST be marked as subject to privacy.
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A gateway can receive information marked as subject to privacy from a SIP entity in the same domain. It MUST NOT
pass this on to a QSIG entity that is not in the same domain. When passing on to a QSIG entity in the same domain, the
information MUST be marked as subject to privacy.

9.7 Interworking for scenario Al

The gateway SHALL behave as specified in [6] for acall from QSIG to SIP, modified in accordance with the following.

9.7.1  Transmitting a SIP INVITE request

When transmitting a SIP INVITE request as aresult of receiving a QSIG SETUP message, the gateway SHALL include
Histinfo in a Supported header.

NOTE: If the QSIG SETUP message contains a divertingL eglnformation2 invoke APDU, scenario C1 (see
clause 9.11) also applies.

9.7.2 Receipt of a SIP 1xx or 2xx response

On receipt of a SIP 1xx or 2xx response containing a History-Info header, the gateway SHALL select any URIsin the
History-Info header except for:

- the first URI;
- any duplicated URIs; and
- any URIsthat have been received in any earlier 1xx responses.

For each selected URI, if any, the gateway SHALL attempt to generate a divertingLeglnformationl invoke APDU. If as
aresult of the SIP 1xx or 2xx response the gateway transmits a QSIG ALERTING, PROGRESS or CONNECT
message, the gateway SHALL include any generated divertingLeglnformationl invoke APDUs in that message.
Otherwise the gateway SHALL include these APDUsin aQSIG FACILITY message. If there is more than one APDU
transmitted, the order in the QSIG message SHALL be the same as the order of the corresponding URIsin the History-
Info header.

The gateway SHALL attempt to derive a nominatedNr (number) for inclusion in a divertingL eglnformationl invoke
APDU from the corresponding URI in the History-Info header (see clause 9.2). If unable to derive a number, the
gateway SHALL NOT generate an APDU based on that URI.

The gateway SHALL derive a diversionReason for inclusion in a divertingLeglnformationl invoke APDU from
information associated with the URI preceding the corresponding URI in the History-1nfo header.

If the corresponding URI in the History-Info header contains a parameter " Privacy=history" or if the response contains a
Privacy header with priv-value "history", behaviour depends on whether the gateway trusts the QSIG network to honour
privacy, i.e. whether the QSIG network isin the same domain. If not, the gateway SHALL NOT generate an APDU
based on that URI.

If atransmitted QSIG message contains one or more divertingLeglnformationl invoke APDUS, the gateway SHALL
also include in the same message a divertingL eglnformation3 invoke APDU. The presentationAllowed| ndicator
element SHOULD have the value TRUE. Element redirectionName MAY beincluded, in which case it SHALL contain
aname derived from the last URI in the received History-Info header.

9.7.3 Receipt of a SIP 4xx, 5xx or 6xx response

On receipt of a SIP 4xx, 5xx or 6xx response containing a History-Info header and resulting in the transmission of a
QSIG DISCONNECT message, the gateway SHALL attempt to generate divertingL egl nformationl invoke APDUs and
adivertingL egl nformation3 invoke APDU as it would when receiving a 1xx or 2xx response (see clause 9.7.2). If any
APDUs have been generated the gateway SHALL transmit theminaFACILITY message prior to transmitting the
DISCONNECT message.
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If instead of transmitting a QSIG DISCONNECT message the gateway transmits a further SIP INVITE request, the
gateway MAY transmit aQSIG FACILITY asabove or MAY await further information in response to the new INVITE
request.

9.8 Interworking for scenario A2

The gateway SHALL behave as specified in [6] for acall from SIP to QSIG, modified in accordance with the following.

9.8.1 Receipt of a SIP INVITE request

On receipt of aSIP INVITE request, the gateway SHALL record the presence or absence of HistInfo in a Supported
header. If absent, the gateway SHALL NOT include a History-Info header in any responding message. If present, the
gateway shall aso store any History-Info header received in the SIP INVITE request for inclusion in SIP responses.

NOTE: If aHistory-Info header is present and contains more than one APDU, scenario C2 (see clause 9.12) also
applies.

9.8.2 Receipt of a QSIG divertingLeglnformationl invoke APDU

On receipt of a QSIG divertingLeglnformationl invoke APDU in aQSIG ALERTING, PROGRESS, FACILITY or
CONNECT message, if element subscriptionOption has value notificationWithDivertedToNr and the gateway is able to
derive a URI from the nominatedNr element the gateway SHALL store the URI together with the diversionReason as a
candidate URI for inclusion in a History-Info header. The gateway MAY aso store thisinformation and mark it as
subject to privacy if element subscriptionOption has a different value (indicating privacy) and the SIP response isto be
sent to an entity in the same domain capable of providing a privacy service as defined in [12]. Each candidate URI
SHALL be stored along with any existing candidate URIs derived from previous QSIG messages. If thereisa
divertingL eglnformation3 invoke APDU in the same message, the rules of clause 9.8.3 apply after storing any candidate
URIs.

9.8.3 Receipt of a QSIG divertingLeglnformation3 invoke APDU

On receipt of QSIG divertingL eglnformation3 invoke APDU with value TRUE in element
presentationAllowedindicator in a QSIG ALERTING, PROGRESS, FACILITY or CONNECT message, the gateway
SHALL mark any candidate URIs as confirmed URIs. The gateway MAY a so augment the most recent URI with
information derived from element redirectionName in the divertingL egl nformation3 invoke APDU. On receipt of QSIG
divertingLeglnformation3 invoke APDU with value FALSE in element presentationAllowedIndicator in aQSIG
ALERTING, PROGRESS, FACILITY or CONNECT message, the gateway SHALL mark any candidate URIs as
subject to privacy if the SIP response will be sent to an entity in the same domain capable of providing a privacy service
asdefined in [12], but otherwise the gateway SHALL delete any candidate URISs.

9.8.4  Transmitting a SIP response in which History-Info is allowed

When transmitting a SIP non-2xx response in which a History-Info header is allowed, the gateway MAY include a
History-Info header if Histinfo was indicated in the Supported header in the SIP INVITE request. When transmitting a
SIP 2xx response, the gateway SHALL include a History-Info header in any of the following circumstances, provided
HistInfo was indicated in the Supported header in the SIP INVITE request:

- aHistory-Info header was received in the SIP INVITE request; or
- a History-Info header has been sent in a previous SIP provisional response; or

- thereis at least one confirmed URI available.
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The gateway SHALL build atransmitted History-Info header based on the following:

- the most recently transmitted History-Info header in a SIP provisional response to the SIP INVITE request, if
applicable;

- else, the History-Info header received in the SIP INVITE request, if applicable;

- else anew History-Info header comprising an entry that includes the URI received in the Request-URI of the
SIP INVITE request.

In each case the gateway SHAL L append to the History-Info header an entry for each of the confirmed URI s stored, if
any, in the order in which the corresponding QSIG divertingLeglnformationl invoke APDUs were received. The
gateway SHALL derive from the diversionReason associated with each URI a SIP Reason header for inclusion in the
preceding History-Info entry. If any of the confirmed URIs are marked as subject to privacy, the gateway SHALL also
include in the response a Privacy header with priv-value "history" to prevent the information being disclosed outside the
domain. Finally, the gateway SHALL delete candidate URIs from storage. In the case of a SIP provisional response the
gateway SHALL store the transmitted History-Info entries for use in the SIP final response.

NOTE 1: For example, if the SIP INVITE reguest contained URI1 and URI2, no History-Info header has been
transmitted in a previous SIP response message, and there is one confirmed URI, URI 3, stored, the
transmitted History-Info header should comprise entries containing URI1, URI2 and URI3, with the
diversionReason stored against URI 3 forming the SIP Reason header embedded in URI2.

NOTE 2: The QSIG Connected number information element can contain a different number from that in
nominatedNr in the most recent divertingL egl nformationl invoke APDU. This does not necessarily imply
afurther diversion but could instead be the result of some other behaviour in the QSIG network (e.g. call
pick-up, line hunting). No attempt should be made to build an additional History-Info entry based on the
QSIG Connected number information element.

9.9 Interworking for scenario B1

The gateway SHALL behave as specified in [6] for a call from QSIG to SIP, modified in accordance with the following.

9.9.1 Receipt of a SIP 3xx response

On receipt of a SIP 3xx response to a SIP INVITE request, the gateway MAY initiate diversion by rerouting in the
QSIG network. The decision to do this can depend on several factors, e.g.:

- the ability to derive a QSIG number to divert to;

- the particular 3xx response code;

- routing knowledge;

- policy;

- the presence of more than one URI in the Contact header;
- knowledge of previous retargeting history;

- privacy considerations, which might prevent the submission of certain information that is mandatory in a
QSIG callRerouteing invoke APDU.

The gateway MAY defer initiation of diversion by rerouting in the QSIG network until retargeting in the SIP network
has been attempted and has failed, in which case the gateway MAY take account of the reason for failure when making
its decision.

If the gateway does not initiate diversion by rerouting in the QSIG network, it SHALL either initiate clearing of the call
in the QSIG network by transmitting a QSIG DISCONNECT message or retarget the SIP INVITE request. In the latter
case, scenario A1 will apply.
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To initiate diversion by rerouting in the QSIG network, the gateway SHALL transmit aQSIG FACILITY message
containing a CallRerouteing invoke APDU constructed as follows:

9.9.2

the reroutingReason element SHOULD be derived from the SIP 3xx response code (see clause 9.3.2);

the originalReroutingReason element MAY beincluded if the gateway is aware of aprevious diversion and its
reason (e.g. if adivertingLeglnformation2 invoke APDU was present in the QSIG SETUP message or one or
more History-Info entries have been received in a provisional response or the 3xx final response);

the calledAddress element SHALL contain the QSIG number derived from a URI in the Contact header;

the diversionCounter element SHALL contain the value 1 if the gateway is unaware of any previous diversion
and SHOULD be a greater value if the gateway is aware of any previous diversions (e.g. if a
divertingLeglnformation2 invoke APDU was present in the QSIG SETUP message or a History-Info header
has been received in a provisional response prior to the 3xx final response);

the pSS1infoElement element SHALL contain QSIG information elements in accordance with [6];

the lastReroutingNr element SHALL be included and SHOULD be the number from the Called party number
information element in the received QSIG SETUP message unless the gateway is aware of any more recent
target (e.g. from areceived History-Info header in a SIP provisional response prior to the SIP 3xx response);

element subscriptionOption SHALL beincluded and SHOULD have value notificationWithDivertedToNr,
unless the gateway is aware of privacy requirements that dictate a different value;

element callingNumber SHALL be included in accordance with [5];
element callingName MAY be included in accordance with [5];

element originalCalledNr MAY be included, based either on the number in the Called party number
information in the QSIG SETUP message or element originalCalledNr in a divertingL eglnformation2 invoke
APDU in the QSIG SETUP message, in either case subject to the number being different from that in
lastReroutingNr;

element redirectingName MAY be included if the gateway is aware of a name associated with the number in
lastReroutingNr;

element originalCalledName MAY beincluded if the gateway is aware of a name associated with the number
in original CalledNr.

Receipt of a QSIG DISCONNECT or FACILITY message containing
a callRerouteing return result APDU

On receipt of a QSIG DISCONNECT message containing a call Rerouteing return result APDU, the gateway SHALL
continue to release the QSIG call.

On receipt of aQSIG FACILITY message containing a call Rerouteing return result APDU, the gateway SHALL
continue to maintain the QSIG call.

NOTE: Inthe case of CFU or CFB, a QSIG DISCONNECT message should be received shortly after the QSIG

9.9.3

FACILITY message. However, in the case of CFNR the QSIG DISCONNECT message will be delayed
until the diverted call has been established (but not necessarily answered). The gateway should not
attempt to accelerate the clearing of the leg because that will cause the QSIG rerouting PINX to clear the
whole cal. If the diverted call fails to be established the gateway will receive a cfnrDivertedL egFailed
invoke APDU.

Receipt of a QSIG FACILITY message containing a callRerouteing
return error APDU

On receipt of aQSIG FACILITY message containing a callRerouteing return error APDU, the gateway SHALL either
initiate clearing of the call in the QSIG network by transmitting a QSIG DISCONNECT message or retarget the SIP
INVITE request. In the latter case, scenario A1 will apply.

ETSI



19 ETSI TS 102 393 V1.1.1 (2005-02)

9.9.4 Receipt of a QSIG FACILITY message containing a
cfnrDivertedLegFailed invoke APDU

On receipt of aQSIG FACILITY message containing a cfnrDivertedLegFailed invoke APDU, the gateway SHALL
either initiate clearing of the call in the QSIG network by transmitting a QSIG DISCONNECT message or retarget the
SIP INVITE request. In the latter case, scenario A1 will apply.

NOTE: The QSIG expectation isthat alerting will continue at user B if diversion fails, but SIP does not support
this.

9.10 Interworking for scenario B2

The gateway SHALL behave as specified in [6] for acall from SIP to QSIG, modified in accordance with the following.

9.10.1 Receipt of a QSIG FACILITY message containing a CallRerouteing
invoke APDU

On receipt of aQSIG FACILITY message containing a Call Rerouteing invoke APDU, the gateway MAY transmit a
SIP 3xx response. The decision to do this can depend on severa factors, e.g.:

- the ahility to derive a SIP URI for inclusion in the Contact header;

- the particular type of diversion (CFU, CFB or CFNR);

- routing knowledge;

- policy;

- knowledge of previous retargeting history;

- privacy considerations, which might prevent the transmission of a SIP 3xx response.

The gateway MAY defer transmission of a SIP 3xx response until diversion by rerouting in the QSIG network has been
attempted and hasfailed, in which case the gateway MAY take account of the reason for failure when making its
decision.

If the gateway does not transmit a SIP 3xx response, it SHALL either act as the rerouting PINX and attempt diversion
by rerouting in the QSIG network or rgject the rerouting request by transmitting a QSIG FACILITY message containing
acallRerouteing return error APDU. In the former case, scenario A2 will apply instead of B2.

If the gateway transmits a 3xx response, it SHALL select the particular response code in accordance with clause 9.4.
The gateway SHALL includein the SIP 3xx response a Contact header containing a URI derived from the
calledAddress element in the QSIG callRerouteing invoke APDU. In addition, the gateway SHALL transmit either a
QSIG FACILITY message containing a callRerouteing return result APDU followed by a QSIG DISCONNECT
message or a QSIG DISCONNECT message containing a call Rerouteing return result APDU.

NOTE: Other information in the QSIG callRerouteing invoke APDU is not of any use in this situation. In
particular, use cannot be made of the diversionCounter element value for indicating previous diversionsin
the QSIG network to the SIP network, since there isinsufficient information to derive History-Info entries
to reflect these previous diversions.

9.11 Interworking for scenario C1
The gateway SHALL behave as specified in [6] for a call from QSIG to SIP, modified in accordance with the following.

This scenario appliesif the gateway sends a SIP INVITE request as aresult of receiving a QSIG SETUP message
containing a divertingLeglnformation2 invoke APDU.
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9.11.1 Receipt of a QSIG SETUP message containing a
divertingLeglnformation2 invoke APDU

The gateway SHALL include HistInfo in a Supported header in the INVITE request.

If the divertingL egl nformation2 invoke APDU contains an original CalledNr element, the gateway SHOULD attempt to
derive a URI from that number. When deriving the URI, the gateway MAY also take into account the
originalCalledName element, if present in the divertingL eglnformation2 invoke APDU. If aURI is derived, the
gateway SHALL include a Reason parameter derived from the original DiversionReason element, if present in the
divertingL eglnformation2 invoke APDU.

If the divertingL egl nformation2 invoke APDU contains divertingNr element, the gateway SHOULD attempt to derive a
URI from that number. When deriving the URI, the gateway MAY also take into account the redirectingName element,
if present in the divertingLeglnformation2 invoke APDU. If a URI is derived, the gateway SHALL include a Reason
parameter derived from the diversionReason element in the divertingL egl nformation2 invoke APDU.

The gateway SHALL include a History-Info header containing the following:

- if available, an entry containing a URI derived from the original CalledNr element of the divertingL eglnfo2
invoke APDU;

- if available, an entry containing a URI derived from the divertingNr element of the divertingLeglnfo2 invoke
APDU;

- an entry containing the URI used in the Request-URI field of the INVITE request.

9.11.2 Transmitting a QSIG CONNECT message

If scenario C1 applies, when transmitting a QSIG CONNECT message the gateway SHALL include a
divertingLegl nformation3 invoke APDU unless one has already been sent in accordance with scenario A1 (see
clause 9.7). The presentationAllowedindicator element SHOULD have the value TRUE.

9.12 Interworking for scenario C2
The gateway SHALL behave as specified in [6] for a call from SIP to QSIG, modified in accordance with the following.
This scenario appliesif the gateway sends a QSIG SETUP message as aresult of receiving a SIP INVITE request

containing two or more URIsin a History-Info header.

9.12.1 Transmitting a QSIG SETUP message

On receipt of a SIP INVITE request containing two or more URIsin a History-Info header, the gateway SHALL
attempt to derive a number and optionally a name (last diverting number and name) from the penultimate URI in the
History-Info header. If successful, the gateway SHALL also derive adiversion reason (last diversion reason), based on
the Reason parameter of that same URI, if present.

If alast diverting number has been derived and if the History-Info header contains more than two URIs, the first URI
being different from the penultimate URI, the gateway SHALL attempt to derive a number and optionally a name
(original diverting number and name) from the first URI in the History-Info header. If successful, the gateway SHALL
also derive a diversion reason (original diversion reason), based on the Reason parameter of that same URI, if present.

If alast diverting number has been derived, the gateway SHALL include in the QSIG SETUP message a
divertingLeglnformation2 invoke APDU containing the following elements:

- diversionCounter containing the number of History-Info header entries minus 1;

- diversionReason containing the last diversion reason;

divertingNr containing the last diverting number;

- redirectingName containing the original diverting name, if available (otherwise omitted).
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In addition, if an original diverting number has been derived, the gateway SHALL include the following elementsin the
divertingL egl nformation2 invoke APDU:

- original DiversionReason containing the original diversion reason;
- original CalledNr containing the original diverting number;

- orginal CalledName containing the original diverting name, if available (otherwise omitted).

9.12.2 Receipt of a QSIG message containing a divertingLegIinformation3
invoke APDU

If the gateway receives a QSIG message containing a divertingLeglnformation3 invoke APDU, the gateway SHALL
record this fact until it sends a SIP final response. Otherwise, within the context of this scenario, the gateway SHOULD
ignore a divertingL eglnformation3 invoke APDU. However, processing in accordance with scenario A2 (see clause 9.8)
may be required.

9.12.3 Sending History-Info in a response

When sending a SIP response, the gateway SHALL NOT include a History-Info header under any of the following
circumstances:

- the INVITE request did not contain HistInfo in the Supported header;

- no QSIG divertingL eglnformation3 invoke APDU has been received (and therefore the privacy situationis
uncertain); or

- a QSIG divertingLeglnformation3 invoke APDU has been received with value FALSE in element
presentationAllowedIndicator, unless the SIP response is being sent to an entity within the same domain.

If a QSIG divertingLeglnformation3 invoke APDU has been received with value FALSE in element
presentationAllowedlindicator and the SIP response is being sent to an entity in the same domain capable of providing a
privacy service as defined in [12], the gateway MAY include a History-Info header, in which case it SHALL also
include a Privacy header with priv-value "history" to prevent the information being disclosed outside the domain.

In other circumstances the gateway SHALL send a History-Info header in a 2xx response and MAY send a History-Info
header in any other response (except 100).

The History-Info header SHALL reflect information received in the History-Info header in the INVITE request.
However, processing in accordance with scenario A2 (see clause 9.8) may be required, perhaps leading to additional
information in the History-Info header.

10 Example message sequences

In the interests of keeping the diagrams simple, ACK and PRACK are not shown.
The following notation is used for diversion information within QSIG messages:
- xxx.inv - invoke application protocol data unit (APDU) of operation xxx.
- XXX.res - return result APDU of operation xxx.

- XXX.efr - return error APDU of operation xxx.

10.1 Scenario Al

Call from QSIG to SIP undergoes diversion in SIP network.
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10.1.1  Successful call - history information in 200 response

PISN

Gateway

IP network

QSIG SETUP

QSIG CALL PROCEEDING

QSIG ALERTING

INVITE req
Supported: Histinfo

100

180

QSIG CONNECT

divertingLeglnformationl.inv
divertingLeginformation3.inv

200
History-Info

E04-0002-A

Figure 2: Example of scenario Al - successful call - history information in 200 response

NOTE 1: Normally the first targeted-to URI in the History-Info header will be the original targeted-to URI (the
Request-URI inthe INVITE request sent by the gateway). The Reason header in this URI should be used
to derive the diversionReason in divertingL eglnformationl.inv (see clause 9.3). The second targeted-to
URI should be used to derive the number in divertingL eglnformationl.inv.

NOTE 2: If thereis more than one targeted-to URI (in addition to the original targeted-to URI) it would be possible
to include more than one divertingL eglnformationl invoke in the CONNECT message.
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Successful call - history information in provisional response

PISN Gateway IP network
QSIG SETUP
QSIG CALL PROCEEDING INVITE req

Supported: Histinfo

100
QSIG ALERTING Historyino
divertingLeglinformationl.inv
divertingLeginformation3.inv
200
History-Info

QSIG CONNECT

E04-0003-A

Figure 3: Example of scenario Al - successful call - history information in provisional response

NOTE 1.

NOTE 2:

NOTE 3:

NOTE 4:

NOTE5:

NOTE 6:

This shows History-Info arriving in a 180 response. An aternative would be receipt of History-Infoin a
183 response, in which case the divertingLegl nformationl.inv would be sent in the PROGRESS message
(if aPROGRESS message isto be sent) or in aFACILITY message.

Normally the first targeted-to URI in the History-Info header will be the original targeted-to URI (the
Request-URI inthe INVITE request sent by the gateway). The Reason header in this URI should be used
to derive the diversionReason in divertingL eglnformationl.inv (see clause 9.3). The second targeted-to
URI should be used to derive the number in divertingL eglnformationl.inv.

If there is more than one targeted-to URI (in addition to the original targeted-to URI) it would be possible
to include more than one divertingL egl nformationl invoke in the ALERTING (or PROGRESS or
FACILITY) message.

The divertingLeglnformation3.inv is shown as being sent in the same message as the
divertingLeglnfol.inv. Thisis because SIP has ho means of indicating later that the retargeted-to URI in
the History-Info header is not to be disclosed to the calling user. In a QSIG environment the
divertingLeglnformation3.inv cannot be sent until it is clear that the diverted-to user does not require
privacy, and therefore it is often deferred until the CONNECT message. A gateway could choose to defer
until the CONNECT message, but there is no need.

If further provisional responses are received with extended information in the History-Info header, the
additional targeted-to URIs can be used to generate further divertingL eglnformationl and
divertingLegl nformation3 invokes.

Another History-Info header will be present in the 200 OK response. Unless this contains additional
targeted-to URIs, no divertingLeglnformationl.inv should be included in the CONNECT message.
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10.1.3 Failed call
PISN Gateway IP network
QSIG SETUP
QSIG CALL PROCEEDING INVITE req

QSIG FACILITY
divertingLeglinformationl.inv
divertingLeginformation3.inv

Supported: Histinfo

100

AxXx/5XX/6XX
History-Info

QSIG DISCONNECT

QSIG RELEASE

QSIG RELEASE COMPLETE

E04-0004-A

Figure 4: Example of scenario Al - failed call

10.2 Scenario A2

Call from SIP to QSIG undergoes diversion in QSIG network.
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10.2.1 Successful call - CFU or CFB

IP network Gateway PISN
INVITE req
Supported: Histinfo
QSIG SETUP
100
QSIG CALL PROCEEDING
QSIG FACILITY
divertingLeglinformationl.inv
QSIG ALERTING
180
QSIG CONNECT
200 divertingLeginformation3.inv
History-Info

E04-0005-A

Figure 5: Example of scenario A2 (CFU or CFB)

NOTE 1: Inthe History-Info header, the first targeted-to URI should be the Request-URI in the received INVITE
reguest and the second targeted-to URI should be derived from the number in the
divertingLeglnformationl.inv. The diversionReason needs to be reflected in the Reason header in the first
targeted-to URI in the History-Info header (see clause 9.4). If more than one
divertingLeglnformationl.inv have been received in the same QSIG message or previous QSIG
messages, additional targeted-to URIs can be derived, resulting in additional entries in the History-Info
header.

NOTE 2: History-Info should be omitted if Supported: Histinfo is not present in the INVITE request.

NOTE 3: If information in the divertingLeglnformationl or divertingL eglnformation3 invoke indicates that privacy
isrequired for user C's number, then this will limit information that can be provided in the History-Info
header unless sent within the same domain.

NOTE 4: Until the divertingLeglnformation3.inv arrives, the gateway does not know whether privacy restrictions
apply, and therefore History-Info cannot be sent earlier. If divertingLeginformation3.inv arrives before
the CONNECT, History-Info may be sent in a provisional response (e.g. in 180 or 181).

NOTE 5: If after sending a History-Info header in a provisiona response, a further divertingLeglnformationl.inv
arrives, afurther History-Info header can be sent subject to the rules above. This header should contain all
entriesin the previous History-Info header and the entry derived from the latest
divertingLeglnformationl.inv.

NOTE 6: Evenif History-Info has been sent in a provisional response and no further divertingLeglnformationl.inv
has been received, the 200 response should contain a History-Info header containing all URIsin the
previous History-Info header.
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10.2.2 Successful call - CFNR
IP network Gateway PISN
INVITE req
Supported: Histinfo
QSIG SETUP

100

180

QSIG CALL PROCEEDING

QSIG ALERTING

200
History-Info

QSIG FACILITY
divertingLeginformationZl.inv

QSIG CONNECT
divertingLeginformation3.inv

E04-0006-A

Figure 6: Example of scenario A2 (CFNR)

10.3 Scenario B1

Cdl from QSIG to SIP redirected back to QSIG network.
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Successful diversion - CFU or CFB

PISN Gateway IP network

QSIG SETUP

QSIG CALL PROCEEDING INVITE req

Supported: Histinfo

100

3xx
QSIG FACILITY

callRerouting.inv

QSIG FACILITY
callRerouting.res

QSIG DISCONNECT

QSIG RELEASE

QSIG RELEASE COMPLETE

E04-0007-A

Figure 7: Example of scenario B1 (call forwarding unconditional or call forwarding busy)

NOTE 1

NOTE 2:
NOTE 3:

NOTE 4:

NOTE 5:

This scenario appliesonly if the gateway does not act as a rerouting proxy and issue afurther INVITE
request to the contact URI(S) supplied. The decision to do this might be based on the value of the contact
URI(9). If the gateway acts as a rerouting proxy, scenario Al applies to the sending of diversion
information towards the calling user.

For derivation of the reroutingReason in callRerouting.inv, see clause 9.3.

The number in callRerouting.inv should be derived from the Contact address header in the 3xx response.
If there is more than one contact address, one must be selected, e.g. the first one that can be mapped to a
number.

If the reroutingReason in call Rerouting invoke indicates CFNR, the QSIG DISCONNECT will not arrive
until the diverted call has been successfully established (alerting). The gateway should not attempt to
accelerate the clearing of the leg because that will cause the QSIG rerouting PINX to clear the whole call.

The subscriptionOption in the callRerouting.inv should indicate no restriction, which means that user B
has not requested any restriction on providing diversion information to user A. If privacy of this natureis
required, SIP redirection is an inappropriate mechanism.
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PISN

Gateway

IP network

QSIG SETUP

QSIG CALL PROCEEDING

QSIG ALERTING

INVITE req
Supported: Histinfo

100

180

QSIG FACILITY
callRerouting.inv

3xx
History-Info

QSIG FACILITY
callRerouting.res

QSIG DISCONNECT

QSIG RELEASE

QSIG RELEASE COMPLETE

E04-0008-A

Figure 8: Example of scenario B1 (call forwarding no reply)

NOTE 1: For derivation of the diversionReason in callRerouting.inv, see clause 9.3.

NOTE 2: Because thisis CFNR, the QSIG DISCONNECT will not arrive until the diverted call has been
successfully established (alerting). The gateway should not attempt to accelerate the clearing of the leg
because that will cause the QSIG rerouting PINX to clear the whole call.

NOTE 3: The subscriptionOption in the callRerouting.inv should indicate no restriction.
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10.3.3 Failure - callRerouting.err received

PISN Gateway IP network

QSIG SETUP

QSIG CALL PROCEEDING INVITE req

Supported: Histinfo

100

3xx
QSIG FACILITY

callRerouting.inv

QSIG FACILITY
callRerouting.err

QSIG DISCONNECT

QSIG RELEASE

QSIG RELEASE COMPLETE

E04-0009-A

Figure 9: Example of scenario B1 (call forwarding unconditional or call forwarding busy)

NOTE: If calRerouting.err isreceived, the gateway may attempt to take over the functions of the QSIG rerouting
PINX. Otherwise it should initiate clearing as shown.
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10.3.4 Failure - No answer following CFNR

PISN

Gateway

IP network

QSIG SETUP

QSIG CALL PROCEEDING

QSIG ALERTING

QSIG FACILITY
callRerouting.inv

QSIG FACILITY
callRerouting.res

QSIG FACILITY
cfnrDivertedLegFailed.inv

QSIG DISCONNECT

QSIG RELEASE

QSIG RELEASE COMPLETE

E04-0010-A

INVITE req
Supported: Histinfo

100

180

3xx
History-Info

Figure 10: Example of scenario B1 (call forwarding no reply followed by no answer)

NOTE:

Because the reroutingReason in callRerouting invoke indicates CFNR, a cfnrDivertedL egFailed invoke

will arrive if diversion fails. The QSIG expectation is that alerting will continue at B, but SIP does not
support this. Therefore the gateway will need to respond with a QSIG DISCONNECT.
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Scenario B2

Call from SIP to QSIG redirected back to SIP network.

NOTE 1

NOTE 2:

NOTE 3:
NOTE 4:

IP network Gateway PISN
INVITE req
Supported: Histinfo
100
QSIG SETUP
QSIG CALL PROCEEDING
QSIG ALERTING
180
QSIG FACILITY
callRerouting.inv
302

QSIG FACILITY
callRerouting.res

QSIG DISCONNECT

QSIG RELEASE

QSIG RELEASE COMPLETE

E04-0011-A

Figure 11: Example of scenario B2 (call forwarding no reply)

This scenario applies only if the gateway does not act as the rerouting PINX. This could be determined by
configuration or on a dynamic basis (e.g. depending on the value of calledAddress). If the
subscriptionOption in the call Rerouting.inv indicates that presentation of the diverted-to number to the
calling user isrestricted, the gateway should act as the rerouting PINX. If the gateway acts as the
rerouting PINX, scenario A2 applies to the sending of SIP history information towards the calling user.

302 (Moved Temporarily) seems to be the nearest 3xx match, regardless of diversionReason. It may also
be possible to add a Reason header if thisis enhanced for inclusion of a diversion reason.

The Contact header in the 302 response should be derived from the number in the callRerouting.inv.

This diagram illustrates CFNR, since callRerouting invoke arrives after ALERTING. For CFNR, the
rerouting PINX should wait to see if diversion is successful, so that the call can continue to alert B if not.
Thereis no capability in SIP to indicate success or failure of a 3xx response, and therefore the call to B
has to be cleared immediately (asfor CFU and CFB).
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10.5 Scenario C1
Call diverted in QSIG network to SIP network.
PISN Gateway IP network
QSIG SETUP
divertingLeginformation2.inv
QSIG CALL PROCEEDING Supporiad: Hiinfo
History-Info
100
180
QSIG ALERTING
200
History-Info

QSIG CONNECT
divertingLeglnformation3.inv

E04-0012-A

Figure 12: Example of scenario C1

NOTE 1: If originalCalledNr and original DiversionReason are absent, two targeted-to URIs should be included in
the History-Info header in the INVITE request. Thefirst is derived from the divertingNr element and
contains a Reason header derived from the diversionReason element (see clause 9.4). The second is

derived from the Request-URI.

NOTE 2: If originalCalledNr and original DiversionReason are present, three targeted-to URIs should be included in
the History-Info header in the INVITE request. The first is derived from the original CalledNr element and
contains a Reason header derived from the original DiversionReason element (see clause 9.4). The second
is derived from the divertingNr element and contains a Reason header derived from the diversionReason
element (see clause 9.4). Thelast is derived from the Request-URI.
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IP network Gateway PISN
INVITE req
Supported: Histinfo
History-Info
100 QSIG SETUP
divertingLeginformation2.inv
QSIG CALL PROCEEDING
QSIG ALERTING
180
_ QSIG CONNECT
200 divertingLegInformation3.inv
History-Info

E04-0013-A

Figure 13: Example of scenario C2

NOTE 1: divertingNr and diversionReason are derived from the penultimate targeted-to URI and its Reason header
in the History-Info header. See clause 9.3 for deriving diversionReason.

NOTE 2: originalCalledNr and original DiversionReason are derived from first targeted-to URI and its Reason
header respectively in the History-Info header if there are more than two URIs present in that header.

Otherwise these elements are omitted.

NOTE 3: The History-Info header may be sent earlier in a provisional response (e.g. in 180 or 183). However, it

must also be included in the 200 response.

NOTE 4: Inclusion of History-Info in aresponse will depend on privacy considerations, including
presentationAllowed indicator in divertingL eglnformation3 invoke.
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10.7  Scenario Al followed by B1
PISN Gateway IP network
QSIG SETUP
QSIG CALL PROCEEDING INVITE req
Supported: Histinfo
100
183
History-Info
QSIG PROGRESS
QSIG FACILITY
divertingLeginformationl.inv
3Xx
QSIG FACILITY History-Info
callRerouting.inv
QSIG FACILITY
callRerouting.res
QSIG DISCONNECT
QSIG RELEASE
QSIG RELEASE COMPLETE
E04-0014-A
Figure 14. Example of scenario Al followed by B1
NOTE 1: The sending of PROGRESS on receipt of a SIP 183 response is dependent on the conditions specified
in[6].
NOTE 2:

response.
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10.8  Scenario A2 followed by scenario B2

IP network

Gateway

INVITE req
Supported: Histinfo

100

302

PISN

QSIG SETUP

QSIG CALL PROCEEDING

QSIG FACILITY
divertingLeginformationZl.inv

QSIG FACILITY
callRerouting.inv

E04-0015-A

QSIG FACILITY
callRerouting.res

QSIG DISCONNECT

QSIG RELEASE

QSIG RELEASE COMPLETE

Figure 15: Example of scenario A2 followed by B2

NOTE: No History-Info is sent back because no divertingL eglnformation3.inv has been received and therefore

the privacy situation is uncertain.
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10.9  Scenario C1 followed by scenario Al

PISN Gateway IP network
QSIG SETUP
divertingLeginformation2.inv
INVITE req
History-Info
100
180
QSIG ALERTING
200
QSIG CONNECT History-Info
divertingLeginformationZl.inv
divertingLeglinformation3.inv
E04-0016-A

Figure 16: Example of scenario C1 followed by Al
NOTE: Thisissimilar to scenario C1 alone, except that scenario Al applies for mapping History-Info in the 200
response (or a provisional response) to information in the divertingL eglnformationl invoke. Care should

be taken only to map information relating to diversionsin the IP network, not information derived from
divertingLegl nformation2 invoke.
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10.10 Scenario C2 followed by scenario A2
IP network Gateway PISN
INVITE req
Supported: Histinfo
History-Info
100 QSIG SETUP

divertingLeginformation2.inv

QSIG CALL PROCEEDING

QSIG FACILITY
divertingLeginformationZl.inv

QSIG ALERTING
180
QSIG CONNECT
200 divertingLeginformation3.inv
History-Info

E04-0017-A

Figure 17: Example of scenari

NOTE: The History-Info header in the 200 response should

o0 C2 followed by A2

reflect both information from the History-Info header

received in the INVITE request and information derived from the divertingLeginformationl.inv.
However, if information in the divertingL egl nformationl or divertingL egl nformation3 invoke indicates
that privacy isrequired for user C's number, then this will limit information that can be provided in the

History-Info header.
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10.11 Scenario C1 followed by scenario B1

PISN Gateway IP network
QSIG SETUP
divertingLeginformation2.inv
INVITE req
QSIG CALL PROCEEDING Supported: Histinfo
History-Info
100
3xx
Hi -Inf
QSIG FACILITY istory-Info

callRerouting.inv

QSIG FACILITY
callRerouting.res

QSIG DISCONNECT

QSIG RELEASE

QSIG RELEASE COMPLETE

E04-0018-A

Figure 18: Example of scenario C1 followed by B1

ETSI



39 ETSI TS 102 393 V1.1.1 (2005-02)

10.12 Scenario C2 followed by scenario B2

IP network Gateway PISN
INVITE req
Supported: Histinfo
History-Info
100 QSIG SETUP

divertingLeginformation2.inv

QSIG CALL PROCEEDING

QSIG ALERTING
180
QSIG FACILITY
302 callRerouting.inv
History-Info

QSIG FACILITY
callRerouting.res

QSIG DISCONNECT

QSIG RELEASE

QSIG RELEASE COMPLETE

E04-0019-A

Figure 19: Example of scenario C2 followed by B2

NOTE: The History-Info in the 302 response reflects that received in the INVITE request.

11 Security considerations

The security considerations of [11], [14] and [6] apply.

Privacy of diversion information is an issue dealt with separately in [5] and [14] for QSIG and SIP respectively. It is
important that when interworking between QSIG and SIP the privacy measures of each network are not compromised.

For QSIG, these privacy measures are in the form of indicators in certain APDUSs, and the requirements of the present
document prevent disclosure to the SIP network of information marked as subject to privacy in the QSIG network,
except when being forwarded within the same domain to an entity capable of providing a privacy service as defined
in[12]. Inthis case, if theinformation is disclosed it is marked as being subject to privacy, so that it can be removed if
the request or response leaves that domain.

For SIP, privacy depends on the withholding of private diversion-related information or, within asingle domain,
marking it as subject to privacy. Therefore if the gateway does receive such information it will be marked as subject to
privacy. The gateway may disclose thisinformation to the QSIG network only if the QSIG network isin the same
domain, in which case the gateway will set the appropriate QSIG privacy indicators to prevent subsequent disclosure
outside the domain.
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