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Intellectual Property Rights

IPRs essential or potentially essential to the present document may have been declared to ETSI. The information
pertaining to these essential IPRs, if any, is publicly available for ETSI member s and non-member s, and can be found
in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETS in
respect of ETS standards’, which is available from the ETS| Secretariat. Latest updates are available on the ETSI Web

server (http://webapp.etsi.org/| PR/home.asp).

Pursuant to the ETSI IPR Palicy, no investigation, including I PR searches, has been carried out by ETSI. No guarantee
can be given asto the existence of other IPRs not referenced in SR 000 314 (or the updates on the ETSI Web server)
which are, or may be, or may become, essential to the present document.

Foreword

This Technical Specification (TS) has been produced by ETSI Project Telecommunications and Internet Protocol
Harmonization Over Networks (TIPHON).
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Introduction

Figure 1 shows the relationship of the present document with other TIPHON Release 3 ddliverables.

Release 3: Scope & Definition
Definition of Terms

Transport Plane Service Capabilities

Architecture & Reference
configurations

Protocol

Implementer’s
Framework

guide

] J J

H.323 profile SIP profile H.248 profile
H.245 SIP PICS H.248PICS H.225
PICS, ATS, PIXIT TS, ATS, PIXIT

Figure 1: Relationship with other TIPHON Release 3 documents

e TR 101 311 [8] provides the requirements on the transport plane,
e TS 101 878 [1] defines service capabilities that are used in the TIPHON Release 3 for asimple cal,

e TS 101 882 [3] provides the protocol framework based on the TIPHON Release 3 architecture to implement the
simple call service capabilities as defined in the present document,

e TS 101 315 (the present document) is an implementer's guide that shows how to use of the meta-protocol to
realize the capabilities as defined in TS 101 878 [1].

e TS 101 883 [4] provides the protocol mappings for the ITU-T H-323 profile,

e TS 101 884 (see hibliography) provides the protocol mappings for the SIP profile,

ETSI
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e TS 101 885 [5] provides the protocol mappings for the ITU-T H-248 profile,

e TS101 314 [2] provides the architecture and reference configurations for TIPHON Release 3.

ETSI
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1 Scope

The present document describes how the generic information flows as specified in the TIPHON baseline architecture
[2] and meta-protocol [3] will be used to specify certain inter-domain service capabilities, as required in TS 101 878 [1].

2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.

* References are either specific (identified by date of publication and/or edition number or version number) or
non-specific.

e For a specific reference, subsequent revisions do not apply.
» For anon-specific reference, the latest version applies.

[1] ETSI TS 101 878: "Telecommunications and Internet Protocol Harmonization Over Networks
(TIPHON) Release 3; Service Capability Definition; Service Capabilities for asimple call”.

[2] ETSI TS 101 314: "Telecommunications and Internet Protocol Harmonization Over Networks
(TIPHON) Release 3; abstract architecture and Reference Points Definition; Network Architecture
and Reference Points".

[3] ETSI TS 101 882: "Telecommunications and I nternet Protocol Harmonization Over Networks
(TIPHON) Release 3; Protocol Framework Definition and Interface Requirement Definition;
General (meta-protocol)".

[4] ETSI TS 101 883: "Telecommunications and Internet Protocol Harmonization Over Networks
(TIPHON) Release 3; Technology Mapping; | mplementation of TIPHON architecture using
H.323".

[5] ETSI TS 101 885: " Telecommunications and Internet protocol Harmonization Over Networks
(TIPHON) Release 3; Technology Mapping; |mplementation of TIPHON architecture using
H.248".

[6] ETSI TR 101 301: "Telecommunications and Internet Protocol Harmonization Over Networks
(TIPHON) Release 3; Release Definition; TIPHON Release 3 Definition”.

[7] ETSI TR 102 008: "Telecommunications and Internet Protocol Harmonization Over Networks
(TIPHON) Release 3; Terms and Definitions”.

[8] ETSI TR 101 311: "Telecommunications and Internet Protocol Harmonization Over Networks
(TIPHON) Release 3; Service Independent requirements definition; Transport Plane”.

[9] ETSI TS 101 520: " Telecommunications and Internet Protocol Harmonization Over Networks
(TIPHON); Implementation Conformance Statement (ICS) proforma for the support of packet
based multimedia communications systems; Support of ITU-T Recommendation H.323".

[10] ETSI TS 101 521 "Telecommunications and Internet Protocol Harmonization Over Networks
(TIPHON); Protocol Implementation Conformance Statement (PICS) proforma for the support of
call signalling protocols and media stream packetization for packet-based multimedia
communication systems; Support of ITU-T Recommendation H.225.0".

[11] ETSI TS 101 522: "Telecommunications and Internet Protocol Harmonization Over Networks
(TIPHON); Protocol Implementation Conformance Statement (PICS) proforma for the support of
control protocol for multimedia communication; Support of ITU-T Recommendation H.245".

[12] ETSI TS 101 804 (all parts): "Telecommunications and Internet Protocol Harmonization Over
Networks (TIPHON) Release 3; Technology compliance specifications”.
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3 Abbreviations
For the purposes of the present document, the following abbreviations apply:
ACQ All Call Query
APCS Authorized Priority Call Service
BC Bearer Control
BICC Beraer Independent Call Control
CcC Call Control
CDR Call Data Records
CLIP Calling Line Identification Presentation
CLIR Calling Line Identification Restriction
CR Call Routing
FG Functional Group
ICF I sochronous Convergence Function
IMP Instant M essaging and Presence
IP Internet Protocol
ISDN Integrated Services Digital Network
ISUP ISDN User Part
MC Media Control
MSC Message Sequence Chart
NAT Network Address Trandation
NNI Network-to-Network Interface
NWFG NetWork Functional Group
QoR Query on Release
QoS Quiality of Service
QOSPE QoS Policy Element
RAS Registration Admission and Status
RPoA Registration Point of Attachment
RTP Real Time Protocol
SC Service Control
SDP Session Description Protocol
SIP Session Initiation Protocol
SLA Service Level Agreement
TPE Transport Policy Entity
TRM Transport Resource M anager
TU Transport Usage
UNI User-Network Interface
VolP Voiceover IP
4 Introduction

The present document is intended to provide the users of TIPHON specifications with guidelines on their usage for

specific scenarios.

4.1 Structure of the present document

Clause 5 gives an overview of the meta-protocol role as defined in the TIPHON process [3]. The remainder of the flows
in the present document are expressed in terms of this meta-protocol. Readers interested in the implementation of a
scenario described in the present document are encouraged to read the technology mpping documents dealing with each
individual technology mentioned in the present document. See TS 101 883 [4], TS 101 884 (see bibliography),

TS 101 885 [5] and DTS/TIPHON-03028R4 (see bibliography).

The TIPHON registration method is described in clause 6.

ETSI
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In clause 7 several call scenarios are described. The services being referred to in [1] are:
e Simplecall setup,
e Simple call setup with ICF,
e Support for Intra-Domain QoS,
e Support for CLIR/CLIP,
e Billing,
e Lawful Interception,
e SCN Interworking,
¢ VoIP domains Interconnect supporting NAT,
¢ VoIlP domains Interconnect supporting Inter-domain QoS,
¢ Roaming,
¢ Number Portability,
e Priority Cdls,
¢ Emergency Calls,

e Carrier Selection.

5 TIPHON meta-protocol

5.1 Introduction

The telecommunications industry has along tradition of creating specialist protocols for individual services. Often
several flavours of one protocol were used or several protocols existed to address the same problem. From an
interworking perspective these multiple protocols represent a significant challenge, because each of them assumes that
messages and code points are available to define the service. The consequence is that the service definition is different
on either side of an interworking point, often only in a subtle way. This means that interworking is a complex problem
involving alarge number of compromises. More specifically, if there are n protocols to inter-work then there are

n x (n-1) interworking approximations that need to be devel oped.

TIPHON Release 3 introduces the use of a meta-protocol to manage the overall complexity to achieve multi-protocol
interworking. As shown in figure 2, the process of interworking is defined in terms of rules for encoding the code
points, mapping the messages and modifying states. As a consegquence, the number of interworking approximationsis
reduced to n rather than n x (n-1). A TIPHON service application is therefore defined in meta-protocol terms rather than
with any other protocol used at the point of interworking. A mechanism is then defined for interworking with each
desired, or candidate protocol. Hence a mapping to and from the meta-protocol (designed to support the services
needed) is defined for each concrete protocol to be used. This mapping must aso take into account the behaviour of
underlying transport layers and protect against message loss. The derivation of these mappingsis a complex task.
However, it is not aways possible to apply the meta-protocol to generate a complete mapping to a given protocol. This
either resultsin writing new meta-protocol extensions or in deficiencies in the chosen concrete protocol.

ETSI
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Figure 2. Meta-protocol enabled interworking

More formally, the TIPHON meta-protocol is an application level functionality, which encompasses a whole host of
applications required for next generation telephony. It provides a super set of capabilities to support the telephony
application, in a protocol and transport technology independent way. The meta-protocol consists of call state machines,
which can perform the call processing. Different standard (and non standard) protocols can be mapped to this superset
functionality to provide interworking between them. It can be implemented in its entirety to develop communications
application servers, or it can be used as atool to enhance existing protocols and to provide interworking between them.

The basis of the meta-protocol isthe TIPHON abstract architecture, which defines functional layers, reference points
and interfaces between the functional layers. (See[2] for afull definition of this structure.) A functional layer performs
a specific set of tasks, e.g. the Call Control functional layer performs call processing; the Bearer Control functional
layer performs bearer setup/negotiation, etc. A set of these layers forms a functional group.

TIPHON architecture defines five layers of functionality, which are:

e Servicelayer,

e Service Control layer,
e Cdl Control layer,

e Bearer Control layer,

¢ MediaControl layer.

ETSI
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Figure 3: TIPHON application architecture

Figure 3 shows an example of TIPHON architecture, FGs and reference points for the applications.

For the whole system to work, each functional layer carries out a set of tasks, and communicates information requests
and responses, to other functional layers. This flow of information takes place on reference points bothvertically and
horizontally.

This abstract architecture can be mapped to real "boxes', e.g. The CC and BC layers map to aNWFG (e.g. a
SoftSwitch, SIP B2BUA, H.323 gatekeeper); the Service layer could map to a Registration Server, or a Parlay Server.
The information flows between these functional layers take place at reference points in the form of real protocols, e.g.
the C reference point could be supported by H.323, SIP, BICC, ISUP etc; the N reference point could be supported by
the Megaco/H248 protocol.

But all the above standardized protocols behave differently, are technology dependent, and do not aways alow a
seamless service interworking. Also, these protocols do not fulfil the requirements of all the reference points. The
meta-protocol was devel oped to encompass the behaviour and context of all the functional layers into one set of
functionality.

Some of the services provided by the meta-protocol are given below:
¢ Registration of subscribers,
e Authentication of users,
e Authorization of services,
¢ Provide servicesin home or visiting network (roaming),
e Cdl Control functionality,

e Call setup/teardown/call management,

ETSI
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¢ Bearer Control functionality (departure from the old monolithic CC functionality, as the bearer is no more tied
tightly to the Call Control):
- Bearer setup/teardown/management,
e Aggregate bearer:
- (old trunking facility in packet networks),
e Service control/access/provision:
- Accessto switch based and non switch based services,
« Mediacontrol functionality, to manage different types of media, having different attributes,
* Providesall of above for multimedia sessions.

There are several parts of the meta-protocol, which refer to the TIPHON reference points they support, hence, the type
of services those reference points provide. The reference points supported by the meta-protocol are:

Table 1: Mapping of Reference points to target protocols

Reference Purpose Candidate protocols
point

R Registration
C Call Control SIP, H.323, BICC, ISUP
BC Bearer Control SDP, H.245, BICC-SDP
M Media RTP
N Media Control MEGACO/H.248
T Transport Control MEGACO/H.248 + EMP (TS 101 332)
S Services (access to)
SC Service Control INAP, Parlay, OSA, JAIN, SIP

There are sub parts of the above reference points, e.g. the C reference point consists of C1, C2 and C3. Each of these
subparts carry dightly different information since they operate between functional groups with a different rolein call
processing, but provide the same type of service: Call Control signalling.

SoftSwitch
48/MEGACO ) H.248/IMEGACO

RTP

Terminal/ AT
i &

«| SIP client SoftSwitch Back-end

] server Rt CIL I RS R -

5| K | sE e | ' '
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P (MG control ) —— .
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E c 5114 B
&8 H.225 Ann G 225 Ann G| @

= oSP | c
=2 ; (S
T E H.225 (Q.931 H.225.0 (Q.931) H.p25.0 (Q.931) T
o5 SIP SIP, BICC SIP,BICCi| [

© : z

© i

= H.245 H.245 H.245 i 8

S SDP SDP SDP

[3) - v

_E H.2.

13

o

(8]

Media :Bearer

Gateway

Figure 4: Example implementation of TIPHON architecture

The reference points listed in table 1 can be used as guidance of what capabilities need to be supported in an open Vol P
system. Standard protocols, such as SIP, H.323, BICC, Megaco, can be mapped to these reference points for secure and
QoS enabled intra-domain and inter-domain communications. Figure 4 shows the placement of the standardized
protocols on TIPHON abstract architecture.
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The mapping to standard protocols allow the implementation of the TIPHON system according to the choice of
technology (protocols) of avendor or service provider. Because TIPHON specifies the mapping of individual

technol ogies (protocols) to the meta-protocol, it means that interworking these protocols via the meta-protocol is an
automatic result.

The service capabilities supported by TIPHON meta-protocol can be used to develop standard or operator specific
services, allowing for "innovation for revenue generation”. These standard service capabilities supported by TIPHON
R3 are based on the requirements study [1].

For example, a service provider deploying H.323 can I nterconnect with a service provider deploying SIP, or BICC; or
even support customers on its network with devices using different protocols. If this service provider needsto
interconnect with a network that uses a different technology, an entity is needed that provides the service of this
provider over that technology. The TIPHON approach allows this service provider to express the servicein a
technology independent way and purchase entities that provide this service over any applicable technology. Also if a
technology isimplementing a service in away that is compatible with the TIPHON mapping, protocol conversionis

made easier because the underlying state machines of both implementations can be linked to the state-machine of the
TIPHON meta-protocol.

5.2 Example: Information flows for a call set-up in TIPHON
abstract architecture

The Functional entitiesin the TIPHON can communicate with each other using the meta-protocol. The information
flows can be Horizontal and Vertical, as shown in figure 3. This clause shows an example of a Simple Call set-up
between two terminals, as well as the information flow that takes place between different Functional entities, such as
Call Control (CC) and Service Control (SC). This example concentrates on call flows only in the TIPHON Application.

Terminal-Network

Services Services Terminal-Network
Interface Interface
: ol X :
3-S3validateAccess 4 4-S3Validate Access 14-S3vaidateAccess |, I 15 —S3Validate Access
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Service Service
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2 —SC2 Access and f | 5—SC2 Accessand 13 —SC2 Access and T | 16 — SC2 Access and
Routing Request 2 5 Routing Confirm Routing Request 15 Routing Confirm
: 13 * :
! 1-C1cCal & ClBearer Reque™ . I * 1, 12 —C2Call & C2Bearer Request o 1 23-C1Call & ClBearer Request
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Figure 5: Call set-up using meta-protocol

Figure 5 shows the sequence of events that takes place in asimple call set-up. The message prefixes, e.g. C1, T1, refer

to the information flows that take place on the corresponding reference points. C1 reference point, and T1 reference
point.

It is envisaged that it can be difficult for the reader to follow the events taking place in the functional entities, and
subsequent information flows vertically and horizontally in the TIPHON application plane. Therefore, the call flowsin

the rest of the present document utilize the Message Sequence Charts (M SC), to show how the meta-protocol supports
the services asdefined in TS 101 878 [1].
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6 Registration

In the TIPHON service-model, a user has a contract with one (or more) service providers. Prior to using the service, the
user shall attach to the service node that provides the service. The service node that shall be used for a particular
invocation of the service may be known a-priori or may be selected dynamically, based on the context like user
location, user permissions and preferences and |oad-sharing.

6.1 General structure

The registration service allows a user (registrant) to register with aregistrar. The registration service includes the
authentication and authorization of a subscriber (user/registrant) to access a service. It is a pre-requisite: a successful
registration would normally lead to access services which the user is entitled to use; whereas, an unsuccessful
registration would normally lead to refusal of service. The latter may however not apply in certain cases, e.g. accessing
emergency Services.

In figure 6 an overview is given of the basic registration mechanism.

User registration
Service preparatio

ervice attachment
SPoA

Figure 6: General structure of the TIPHON registration mechanism

1) User registration: The user registers for the service and shows entitlement for the service used.

2) Service preparation: The registrar selects a service node at which the user shall use the service and informs the
service node that the user is entitled to use the service.

3) Service attachment: The user (terminal) attaches to the service node and the service can be delivered.

TIPHON has developed a registration meta-protocol which defines the context, procedures and behaviour of the
Registration service. This registration meta-protocol can be mapped to standard protocols such as SIP, or RAS (H.323).
The TIPHON architecture identifies two reference points for registration: R1 and R2. R1 supports UNI and R2 supports
NNI.

Two registration scenarios shall be supported:
e the"User at home" scenario; and

¢ the"Roaming user" scenario.

6.2 User at home scenario

The NORMAL "User at home scenario” registration process involves the following steps:
e registrar discovery;
e registration with registrar;
e registration with application server.

The complete procedure is not necessary for all deployments. We start with the simplest scenario and add functionality
upon that.
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Before any kind of registration takes place, a user/terminal needs to know who the registrar is, who to register with. In
the simple case the signalling handle on the registrar (the RpoA) can be provisioned in the terminal.

However TIPHON allows for a dynamic discovery mechanism. The details of this mechanism are outside the scope of
TIPHON Release 3.

6.2.1 Simple form: Attachment only
Inits simples form the user at home scenario can default to simply the service attachment. The user may have been

provided with a username and password and/or a suitable cryptographic key that will prove the user's right to access the
service. Also in the simplest form, there is just one service node or the user terminal can select one on its own.

Registrant SpoA
The Registration Addressis
known, Service Attach Request
Authentication Information is >

available

Service Attach Response Registration Complete.

Use of Requested Services

Figure 7: Service attachment

In figure 7, asimple service attachment is shown. The user provides credentials that give it entry to the service (may be
null for an anonymous service) and may provide details of the service desired (may be null if there is only one service
provided at that node). Thisinformation is sent to the address of the service node (SpoA, Service point of Attachment).
The service node stores the relevant data, acknowledges to the user.

When the user is no longer interested in the service, the user (terminal) may detach from the service asis shownin
figure 8.

Registrant SpoA

E De-Registration
Service Detach Request

Service Detach Response

Figure 8: De-attachment

After this detachment, the user must re-attach if further service isrequired.
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Requiring that users register prior to service attachment is a more flexible and secure method.

Once the identity of the registrar and its signalling handle RpoA is known, the next step isto register with it using a
registration protocol. It is, however, important at this stage to clarify the difference/commonality between the RpoA and
registration server. RpoA isthe accessinterface to aregistrar. It may or may not be co-located with the registration
functional grouping. There may be a case when an RpoA serves as a Registrar location server, receives registration
requests, and provide the address of arelevant registration server. For simplicity, we consider a case where RpoA isthe
registrar (co-located with the registration functional grouping).

The RpoA provides the
Address(es) of the SpoA,
aong with Auth Tokens

Registrant RpoA SpoA
Registrant attempts to
U_Registration Request Register with the RpoA
— > AuthenticationVAuthorization|
\takes place

: D_Registration Confirm

The RpoA Informs the relevant
SpoA of the registration, and
requests the SpoA to provide the
uired service

D_SpoA Client Attach Notify

P The SpoA Agreesto

provide the requested

U_SpoA Client Notify Response
_SP y e Service. SpoA provides the

Authorization Token for the

session

Figure 9: Simple user registration

The user registration scenario is shown in figure 9.

Itisafour step processin which the terminal (user) initiates Registration by sending a " Registration Request” message
to the RpoA. Using the Registration Request message to the RpoA (Registration point of Attachment), the user is
identified to the registrar. This message may also carry the request for services the user wantsto use. If no services are
mentioned, the registrar assumes that all servicesthe user is entitled to are requested.

Upon receipt of this message, the following procedure takes place at RpoA.

6.2.2.1 Verification

The user is verified as a subscriber based on the Public identity he provided in the Registration Request. This
verification could involve communications between the RpoA and a database. The communication with the databaseis
outside the scope of TIPHON Release 3.

6.2.2.2 Authentication

Authentication takes place to check that the user is what he claimsto be (via Public id). The RpoA checks for the
authentication information in the Registration Request message. If the authentication information (combination of
private id and password) is not available, the registration request is declined. The user then sends another registration
request with appropriate authentication information (in a secure manner - to be discussed later).

6.2.2.3 Service attach notification

After success authentication, the RpoA checks the services requested by the Registrant. This could involve matching the
requested services with alocal (to registrar) service profile. This step is outside the scope of the present document.

The registrar selects a service node(s) that shall host the service for the user and notifies this node that it shall serve as
thisrole. The RpoA searches for the possible application servers (telephony, IMP, etc) that can provide the services
requested by the registrant. Once found, the RpoA communicates with the relevant Application Server(s), SpoA, to
inform them of the client registration, via"Client Attach Notify" message. The SpoA then either accepts or rejects to
provide the requested service (possibly based on available resources).
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6.2.2.4 Ticket generation

If the SpoA accepts to provide the requested service, it replies with a" Client Attach Response”, including aticket that
can serve as an authentication token. The service node acknowledges this and provides the RpoA with aticket that can
be passed to the user.

6.2.2.5 Response to terminal

Theregistrar collects al the tickets from all the nodes it contacted and acknowledges the registration and presents the
users with the tickets. Using this ticket the user can later show entitlement to the service nodes using the service
attachment procedure as shown in the following clause.

6.2.2.6 Attachment with SpoA

Once the registration with RpoA is completed successfully, the User then registers with the SpoA. SpoA isaservice
point of attachment, and may provide one or more services. The examples of services provided by SpoA include, but
not restricted to: VVoice over IP, Instant Messaging, etc. Note that there may be more than one SpoA (in different service
providers domain) providing these services.

The registration with the SpoA is achieved by sending a " Service Attach Request” message to the SpoA. This message
contains, amongst other data, the ticket provided by the SpoA to the RpoA, via"Client Attach Response" message, and
then to the registrant via "Registration Response" message. This token confirms that the user is authenticated to utilize
service(s) provided by the SpoA.

NOTE: For security reasons the ticket is valid for a defined period of time.

6.2.3  Single sign-on service

The above steps for registration show that the registration service in effect requires registration with two entities, RpoA
and SpoA. In simple cases these nodes may be the same. They have been modelled as separate nodes because it is
envisaged that next generation networks will provide multiple services instead of just telephony, and these services may
be provided by different servers, or even different service providers. The multiple services may include Instant
messaging, presence services, video conferencing etc. The philosophy behind the registration with the RpoA is that
there should be one point of attachment where a user registersfor all the services it wishesto use. This savesthe user
from having to register and authenticate for services with each of the application servers: the RpoA doesit on the user's
behalf.

6.2.4 De-registration

The registration is valid only for a specific time period, after which it expires. If the user/registrant wishesto continue
using services, or being registered, it needs to re-register before the registration expires. If no Re-registration is carried
out, it is assumed that the user does not want to continue to be registered, and isimplicitly de-registered at the
registration expiry timer.

If the user wants to explicitly de-register from al the services/servers, it sends a de-register request to the RpoA. The
RpoA then notifies all the SpoAs of the client detach. Thereis a possibility that the client only wishes to de-register
from a specific SpoA. It then issues a"U-SpoA Service Detach Request” to the relevant SpoA. See figure 10 for call
flows.

6.3 Roaming user scenario

Thisisascenario where a user isroaming in avisited domain. No assumption can be made about prior knowledge of
the addresses of the RpoA or SpoAs. The registration procedures, however are similar to those covered in the above
clauses.
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6.3.1 Relationships for roaming case

User registration Home
> Registrar
4 Service preparation f
Service attachment Home
Service node

Home
Service node

Figure 10: Roaming architecture

Inthisscenario it is assumed that a business relationship (SLA) exists between the home service provider and the
visiting domain that will entitle the user to receive servicesin the visiting network.

The relationships are shown in figure 10. The user discovers the serving registrar in the visited domain just as it would
discover the registrar in the home domain. The visited registrar contacts the home registrar and establishes service
entitlement. TIPHON assumes that the services rendered can be unique and may not necessarily be provided by a party
different from the home network. Therefore, for some services, the visiting network only provides a proxy for the
service signalling and relays all the signalling to the home network.

s, . Registrant ~ ServingRpoA ServingSpoA HomeRpoA HomeSpoA
: TheRoaminguser ™., Registration request

ﬁfmﬁ:; sﬁéster o » I Registration request | . . & The HomeRpoA Authenticates
{ RpoA (reference ool e - —| Client Attach NU"fY.,. " theRegistrant, and Registersit
H Lo _ Client Attach Notify |=——————————%.,...  withtherequiredSpoAs
: | _Client Attach Responsd ™ 1 5p0Ain the home domain,

i point R1)

¢ another in the Visiting domain.

<
Client Attach Responsg :
Ll ¢ Assumption:SLA alowsthe

;};e@r\:inn%a@v;g@ - Regitration Response :Registration Response Klosnl‘lé‘:g p;aioA Attach from the
ﬁﬁwomeggne; Swua H < SpoA Service Attach redest
(J.efereweuomtRZJ pssss; SpoA Service Attach reduest g
H i i Lol 1 N [P PP PP PP PP P PP PPPPPPPPY
%Eﬁi?ﬁ%}?&%“ ng :SpoA ServioeAnach Repponse g...Regisraion Complete.
................................ :SpoAServuoeAttach Refponse of RequeiajSer\/lccs

De_Registration request} o
' g De_Registration reques}
>

Client Detach Notify

»

 Client Detach Notify
[De_Registration Respong®

De_Registration Respong
<

Service Detach Request

Service Detach Request
>

AServioe Detach Responge

Service Detach Responge

Figure 11: Full roaming sign-on scenario

The detailed roaming user registration scenario is covered in the following clauses, and shown in figure 11. Thisfigure
shows aregistrant contacting alocal RpoA (after first having discovered it).

The visited domain's RPOA then contacts the home registrar to establish the service entitlement of the user.
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6.3.2 Registration with RpoA

Once the address of the serving RpoA in the visiting domain is known, the roaming subscriber sends a Register Request
message to it. Thisinformation flows on TIPHON RL1 reference point [2]. The serving RpoA identifies the Registrant as
not belonging to its domain; but to adomain it has a SLA with (this is done possibly by some database query). If the
serving RpoA does not have avalid SLA with the registrant's home service provider, the Registration request is
declined, with the appropriate "Reject Reason".

If the registrant's home service provider has avalid SLA with the serving RpoA, then the Serving RpoA contacts the
Home RpoA by sending a Registration Request message. Thisinformation flows on the TIPHON reference point R2.

The home RpoA receives the Registration request, Authenticates the Registrant, and checksif the Registrant has
subscribed for roaming service. If he has, the RpoA then checks if the Registrant is allowed the requested services. If it
is, the RpoA then checks which of the requested services need to be provided by the Serving domain (provided the
serving domain can provide those services - a check based possibly on SLA); and which services are to be provided by
the home domain. The next step isto identify the relevant SpoAs in both the home and visiting networks.

Once the target SpoAs are identified, the home RpoA informs the SpoAs of the Client attachment, via"Client Attach
Notify" message. Upon successful notification, the SpoAs will return authentication tokens to the home RpoA. The
RpoA will then send these tokens along with the SpoA Ids to the Registrant in the Registration Response message, via
the serving RpoA.

6.3.2.1 Example

Consider a scenario where the Roaming Registrant requests two service: Vol P and Instant Messaging and Presence
(IMP). The Home RpoA decides that the IMP service has to be provided at home, it will hence register the registrant
with the home IMP server, and upon successful registration (with the IMP server), it will return the SpoA 1D and
authentication token to the Registrant in the Register Response message, via serving RpoA. The home RpoA aso
checksif VolP can be provided by the serving domain, and (if yes), what isits VolP SpoA ID. The home RpoA then
registers the Registrant with the serving domain's Vol P SpoA, receives authentication token, and send the SpoA 1D and
token to the Registrant in the Registration Response message.

6.3.3  Service attachment with (proxy) SpoA

After the successful registration with home RpoA, the next step isto register for services with relevant SpoAs. For
registration with the SpoA, see procedures as described in clause 6.2.1.

The difference compared to clause 6.2.1 and this scenario is that the service attachment SpoA may involve attachment
with SpoA at the home domain or in the visiting domain. Address translation and firewalls may block the terminal from
directly accessing the SpoA. It isthe responsibility of the registrar to provide the terminal with SpoAs that can be used
by the terminal.

6.3.4 De-registration

Procedures same as clause 6.2.4 but with the added complexity that the home servers need to be informed as well. This
is shown in the bottom half of figure 11.
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-

7.1

Simple call applications and services

The following clauses describe how the services described in the [1] can be supported with the meta-protocol. The
services being referred to in [1] are:

Simple call setup

Simple call setup with ICF,

Support for Intra-Domain QoS,

Support for CLIR/CLIP,

Billing,

Lawful Interception,

SCN Interworking,

Vol P domains Interconnect supporting IP Address Tranglation,
Vol P domains | nterconnect supporting Interdomain QoS,
Roaming,

Number Portability,

Priority Calls,

Emergency Calls,

Carrier Selection.

Simple call

7.1.1 Initiating the call

This clause gives an example of asimple call asdefined in [1]. The basic flows are shown in figure 11.

The Call and Bearer Request includes a variety of information, such as:

The originating Terminal receives a Call set-up indication from its user, the Calling Party. The terminal initiates
the Call and Bearer Request to its NWFG (the SpoA). The Identity of the NWFG is provided upon Registration
(see clause 6). In TIPHON systems, no direct routed calls between the Calling party and the Called party are
alowed. The partiesinvolved in any kind of communications must be authenticated and authorized by the

service provider, to use any services.

Cdling party ID;

Cdled Party ID;

Presentation Restriction Indicator;

Operator Selection Capability;

Authorization tickets (for authorized services);
Send/Receive Media Addresses,

QOS requirements,

Codec information, etc.
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Originating Terminal NWEG Terminating Terminal
Call Request |
Bearer Request ‘f.-.'.‘.'.'; Authorization, Routing,
P Address Trangdation
Call Request }
Bearer Request »

Bearer Connect
E Call Connect

{ Bearer Connect

4 Call Connect

Call leg 2

Figure 12: Simple call set-up

When the Call and Bearer Request arrives at the NWFG, the NWFG performs, amongst other, the following
operations:

- Authorization: Validate the ticket.
- Accounting: create CDR records for accoutring and billing, etc.
- Check user/service profile for preferences, special routing issues, etc.

- Cadl Routing: an appropriate route/destination is decided to forward the Call and Bearer Request to the next
hop.

The Call Request is forwarded by the NWFG towards the destination (or next hop). Some of the information in
the Call and Bearer Request is appended. In the case of CLIR service, the Identity of the Caller may aso be
hidden from the Called party (this serviceis discussed later in detail).

When the Call and Bearer Request arrives at the terminating terminal, several things could happen. The Called
user may be busy or on another Call, so the call could either be queued at the terminal or Cleared Down with the
"User Busy" Release Reason; the terminal could start to ring, and a"Call Report" "Alerting” could be sent back
to the NWFG and the user.

When the Called party answers the call, the Call and Bearer Connect signal is sent to the NWFG. The " Connect”
message includes amongst other information, the media addresses of the Terminating Terminal.

The Cal is now in active phase and mediaflows.
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7.1.2 Clearing the call

7.2

Either party can initiate the " Call Clear-down". Figure 12 shows that the calling party initiates the call clear-
down, by sending a"Call Clear request” to the NWFG. The NWFG Sends the "Call Clear Request” to the Called
party. The Called party then "hangs- up" and a"Call Clear Confirm" message is sent back to the NWFG.

The NWFG Sends the "Call Clear Confirm" message to the Calling party, and clears down any resourcesit had
reserved for the call.

Originating Terminal NWEG Terminating Terminal
call cl
= P calClear N
4 Call Clear Confirm
r Call Clear Confirm

Figure 13: Call Clear-down

Simple call with ICF

This scenario is an extension of the scenario above. One or more Inter-Connect Functions (ICF) may be along the
(media) path of the call, either as explicit middieboxes or embedded in arouter/switch. The NWFG instructs the ICFs to
let the media pass. The ICF shall inform the NWFG of any address trandation the | CF shall employ on the media flow.

The call isinitiated in the same way as shown above.

When the Call and Bearer Request arrives at the NWFG, the NWFG performs the following additional
operations:

- Address Trandation and Routing: The destination address analysis takes place here, and.

- The NWFG also reserves the resources at the |CF by sending it a"Transport Reservation Request”. The ICF
shall provide the NWFG with any addresses that it might change.

The Call Request is forwarded by the NWFG towards the destination (or next hop). Some of the information in
the Call and Bearer Reguest is appended, e.g. the Media addresses of the Originating terminal are replaced by the
media addresses of the ICF, so that the media would flow from the terminal to the ICF, ICF to destination (or the
next hop).

When the Called party answers the call, the Call and Bearer Connect signal is sent to the NWFG. The " Connect”
message includes amongst other information, the media addresses of the Terminating Terminal. The NWFG
modifies the Bearers by sending a "Media Establish Request” to the ICF. The NWFG then sends a Call and
Bearer Connect message to the Calling party.

Figure 13 shows the amended flows. Note that there is only one I CF shown. In real scenarios one NWFG may
communicate with two ICFs, one at each end of the network.
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Originating NWEG ICE Terminating
Terminal Terminal
Call Request '
Bearer Request
" Transport Reservation Request,
(Create 2 termination) >
< Transport Reservation Responsg
Call Request }
Bearer Request
< Bearer Connect
Call Connect
ﬂ Transport Establishment Requj
< Transport Establishment Confirn
Bearer Connect
Call Connect
Call Leg2

I ST

Figure 14: Simple call with ICF

Support for intra-domain QoS

This clause describes how the meta-protocol can be used to setup a call with arequired Quality of Service, within a
domain. The difference with the previous clause is that the QoS information is passed in the signalling. Thistriggers the
QoS agorithms to be executed at the NWFGs.

The Terminal issues a Call and Bearer Request. The Bearer Request includes the Bearer information such as
Send/Receive addresses, as well as the required QoS information. The QoS information could include:

- The Service Class,
- Codec Descriptor,
- Delay Budget, etc.

The NWFG receives the Call and Bearer Request, and requests the | CF to reserve the required resources for the
call. Thisincludes creating two Terminations. a Send/Receive Termination towards the Calling Party; and a
Send/Receive Termination towards the Called party. The NWFG al so reserves resources such as the requested
Codec and Bandwidth etc. The QoS budget is verified. If the QoS budget cannot be met the call is rejected.

If the ICF has sufficient resources available to support the cal, it reserves the requested resources, and responds
to the NWFG with a Transport Reservation Confirm message. If the ICF cannot support the call, it responds with
the Reject message with appropriate Reason.

Upon successful reservation of resources, the NWFG initiates a Call and Bearer Request towards the Called
party. The Bearer Reguest includes the required bearer capabilities, as requested by the calling party. If the
Called party can support the call, it responds with a Connect message. If the Called party cannot support the call,
it responds with the appropriate Call decline message.

Upon receipt of a Call and Bearer connect message, the NWFG informs the |CF to modify the terminations

based on the information it received back from the Called Party. Thisinformation includes, for example, the
Send/Receive address of the Called party.
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The NWFG then sends a Call and Bearer Connect message to the Calling party.

Originating NWEG ICF Terminating
Terminal Terminal
Call Request ’
Bearer Request L
» Transport Reservation Request, +Creates 2 Terminations
(Creste 2 termination) N «1 towards Ori gi naI! ng Terminal
V - o1 towards Destination
Service Class ] *Codec reservation
- Codec Information . sé . +Orig terminal Media Address
. MediaAddresses ! Transport Reservation Respon: “..__forwarded.
i Other QoS parameters ‘ o
Bearer Request }

i the Originating

. Terminal isreplaced by
i the Mediaaddress

i ofthelCF

| istransferred

Bearer Connect

/" TheMedia Addressof "

Other QoS Information

Bearer Connect

-1 CAIl Connect
Establish Transport request [
’ { The QoS parameters are
i accepted
Establish Transport Confirm | TheMEDIA Send Addressis
¢ know (from the Request)

r CAIll Connect
4

CLIP/CLIR

. TheMediaReceive addressis
- provided in the Bearer
=, Connect Message

G2

Figure 15: Simple Call with QoS

There are capabilitiesin the meta-protocol to support the CLIP/CLIR service. It can be assumed that the CLIP service
will be supported by default. CLIR, however, may require a service invoke request at the terminal or the network. This
clause describes how the terminal requested CLIR service can be supported using the meta-protocol.

L]

L]

When the Caller initiates a call requesting a CLIR service, the "TCC_CallSetup_ind" indicatesto the Call
Control functionality in the terminal that the user has requested the CLIR service. Therefore, when the Call
Control Functionality initiates a Call and Bearer Reguest, it sets the "Calling Party restriction parameter” to "1D
Unavailable"

The NWFG receives the Call request with the "Calling Party restriction parameter” set to "I1D Unavailable”. It
then initiates a Call Request towards the Called party with the " Calling Party restriction parameter” set to "ID
Unavailable".

When the Called party receives the above Call request, it may accept the "Anonymous' cal, or regject it. If the
Called party acceptsthe call, it responds with a Call Connect message.

Note that thisis a secure way of providing a CLIR service asthe Caller ID or its | P address does not reach the Called
party, because the request is proxied by the NWFG. The media flow takes place viathe | CF, therefore, the media
address of the Calling party is also kept anonymous from the Called party.
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Originating Terminating
. NWFG .
Terminal Terminal
Call Reguest ¢ Calling Party 1D: Unavailable
i Called Party cannot find out the | dentity of the Calling party, not even
Bearer Request the IP address of the Calling Party because, the * Call Request’ was sent by
Call Server.
The IP address of Calling party’ s media stream is also anonymous, as the
media stream destined for Called Party originatesfromthe ICF. .. -
" Call Request: o A R R
Contains: T Call Request
CALLING Party ID - >
CALLED Party ID
. L : B R
Calling Party Restriction carer Request }
Parameter set to:
.. ID Unavailable Bearer Connect
‘ Call Connect
Bearer Connect
Call Connect

Figure 16: Simple call with CLIP/CLIR
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7.5 Event recording

The TIPHON architecture provides support to generate event records, which can be used for various purposes,
including Billing. These event records can be generated as aresult of Call Control, Bearer Control, and other events,
e.g. Cal Connect, Bearer Connect. This provides the ahility, e.g. to charge, based on either the time duration of acall,
or other resource usage, e.g. amount of bandwidth used.

This clause shows the support for accounting information.

Originatin Terminatin
ginating NWFG ICF inating
Terminal Terminal
Call Reguest '
Bearer Request
n Transport Reservation Request,
(Create 2 termination) »
‘ Transport Reservation Responsg
7 The Receipt of Call Connect & Bearer ...E Call Request
Connect can Trigger the event to H }
generate the accounting records : Bearer Request
.................................. .,::...-' >
----- Bearer Connect
5"‘ The ICF can provide additional usage .“E Call Connect
information that can be used for : -
billing purposes, duringand at the & Transport Establishment Requ
L end of acall g

Transport Establishment Confirfn

Bearer Connect

Call Connect

Figure 17: Billing

7.6 Lawful interception
The lawful Interception service isinvoked at the NWFG serving the party to be intercepted.

¢ When aNWFG receives a Call and Bearer Request, it carries out a check to find out if the Subscriber is required
to be Intercepted. This could be done via a database query, which is outside the scope of the present document. If
the subscriber is not required to be intercepted, the NWFG proceeds with the Call Setup as explained in the
clause 7.1. If the subscriber is required to be intercepted, the NWFG sends an "Internal Lawful Interception Data
Record" to inform the LI server of theinitiated call request.

NOTE: Thisexample of LI deals only with the outgoing call, the procedures for LI at the NWFG may equally
apply for an incoming call.

e ThelLl server may only require the information about outgoing/incoming calls. But, it may also require a copy of
the media/data stream between the Calling and Called parties. In such a case, an indication may be sent back to
the NWFG to send a copy of the media stream to the L1 server.

e If acopy of the media stream is required, the NWFG requests the | CF to create 3 Terminations/flows: one
Send/Receive Termination towards the Calling party; second Send/Receive Termination towards the Called Part;
and athird Send Termination towards the L1 server. The third Termination will send the copied media stream to
the LI server.
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Figure 18: Lawful interception

e The Cal setup between the Calling and Called party then proceeds as normal, and both the parties are unaware
of the call Interception. When the Called party sends a Call and Bearer Connect message, the NWFG modifies
the mediainformation at the | CFs, and an Intercepted Call Leg is activated between the ICF and the LI server.

7.7 IP and SCN interworking

The Signalling Interworking between the Vol P protocols (such as H.323/SIP) and the SCN protocol (such as SS7) takes
place at the gateway Functional grouping. The mediainterworking, i.e. IP to PCM, takes place at the Media Gateways.

The following Call Flows show an overview of simple interworking scenario between a Caller on an IP terminal calling
a subscriber on the SCN. These meta-protocol flows are symmetrical, so they apply equally to the scenario of SCN to IP
Cal setup.

e Thecdler initiates the call at the Originating terminal, and a Call and Bearer Request is sent to the NWFG.

¢ The NWFG carries out any address trand ation, performs routing checks, and routes the call to the SCN
Gateway. The SCN gateway also acts asa NWFG, and routes the call request to the SCN.

¢ The bearer from/to the terminal istied to the ICF: thisis Call Leg 1. The second Call leg is between the ICF and
the Media Gateway, and the Third Call leg is between the Media gateway and the SCN.
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Originating

: NWFG ICF SCN GWFG i
Terminal Media Gateway PSTN
Call Request '
Bearer Request Transport Reservatipn Request,
—’l (CreateZterminatio&
Transport Reservatign Confirm
Call Requ
Bearer R
Transport Reservatigg Request
I‘Transport Reservationf Response
Call Requ
Bearer Regtiest

Bearer Confiect

Call Connegt

A A

Establish Transport Request

Establish Transpok:onfirm

' Bearer Connect ‘
l‘ Call Connect
Establish Transport Request
Bearer Connect ‘ Establish TranspokConfirm
Call Connect

Figure 19: IP to SCN interworking

7.8 VoIP interconnect

The VolP Interconnect refers to a service where two or more Vol P domains provide Vol P service to each other. There
would be SLAs between the interconnecting domains governing the flow of traffic between the domains, support
roaming subscribers, and possibly provide service ubiquity.

TS 101 878 [1] identifies three types of interconnects:
e Servicelevel interconnection

Meta-protocol can provide the support for the service level interconnection, provided the interconnecting domain
supports the service capabilities, as supported in the home domain.

¢ Roaming level interconnection

Meta-protocol can provide support for the roaming level interconnection. The signalling is relayed to home domain, and
the call processing, where the call processing and service execution takes place.

e Transport level interconnection.
Meta-protocol currently supports IP as the transport layer.
Some of the main issues when providing an interconnect are:

e Addresstrandation. A Vol P domain may use a private addressing scheme, NAT, which may hamper the media
path setup in between the two domains.

e Support for QoS. This could be SLA based.

¢ Charging, whether usage based or session duration based, needs a mechanism to support both; TIPHON supports
them both.
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7.8.1 VolP interconnect with an example of IP address translation

This clause shows how a Vol P Interconnect takes place between two domains, with the support of the meta-protocol.
See figure 20. This example highlights the Vol P interconnect with address trandlation.

ICF -1 NWFG 2
i NWFG 1 ICF-1 ICF -2 ICF -2 — Service
Terminal A serviceProvider 1 SP1 sP1 sP2 sP2 Provider 2 Terminal 2
Call Request l | | |
[reeeenencansaznssmen s e - RLTT—
Transport ResREg |-+, Roul ng/Address Trandation CS1 provides MpoA of ICF-1, and Requests ICF-2 to Create 2
kT » i Call toberouted to Service Provider 2 Terminations, and provide a‘Trandated |P address for the Call leg
I Trangport Res Conffrm ~ **++- between |CF-2 and ICF-2 (SP2)
- Transport Res Reg. i 1% Termination: Create Call Leg between ICF- 1and ICF 2. :
l—"+ e 2nd Termination: Create Call Leg between ICF-2 and | CF-2 (SP2). ot
¢ NWFGL1 providesMpoA of Terminal 1, and Requests "; ‘ Transport Res m Call Request
i ICF-1toCreate 2 Terminations : 2 e
¢ 1% Termination: Create Call Leg between terminal 1and ICF ¢ Bearer Request |
H : f— - i .
¢ 20 Termination: Create Call Leg between ICF-1 and ICF-2. H S / TransportResReq] "1 ..
....... g -, sl i ransport Res Confrm BN CS2 reserves the required resources at | CF-1 H
I g and ICF-2. :
e . . 3 - Transport Res R H In addition, It requestsa ‘Trandated IP
H ICF-1 Responses with Itssgﬂd/Recave...- " NWFGL sends the Call & Bearer’ Request ” Res G rm: ...... address from ICF-2, toprovidetoCSL .
addresses for both terminations H to NWFG2 in 2 service Provider domain ansport Call Request
3 i NWFG1 provides NWFG2 with the
''''' | S Translated SND/RCV MpoA of ICF-2 mﬁ’
s . : ICF- Bearer Connect
¢ ICF-2 Responseswith its send/Receive ’.\‘9(,?, ICF, 2 ‘,S‘.h? @.‘ Ha"dwer po‘m e N—
: eSS inati H Call Connect
addresses for both terminations i ‘Es[ablish r t Reg
OO0 eI [ Etablieh Transpdft Confirm
: NWGF2 provides the ‘ Real IP : - »
: e H ablish Transpdrt
... {MpoA) of the ICF:2, (o NWFGL, ..* Establish Transpdrt Confirm
| Bearer Connect | "~ .7 P
| J Call Connect
Establish{Transport Resour
EstablishfTransport Confir
e TReoued R, '
- . NWFGL informsthe ICF-2to senditsmedia &
| Connect EstabliZn|Transport Confirm ... greamto] CF-2s Translated 1P address, ...

Figure 20: VoIP Interconnect with an example of address translation

When the NWFG 1 receives a Call and Bearer Request, it carries out address trangl ation/Routing checks. It finds

out that the called party is subscribed to another domain, and finds the interconnect |CF between domain 1 and 2.

NOTE: Itisassumed that both the domains 1 and 2 use a private addressing scheme.

NWFG 1 reserves resources at the ICF-1 (SP1), and ties the Calling party Bearer to one of its Terminations.
NWFG 1 then reserves resources at the I CF-2 (SP1), and ties one of its Terminations/flow descriptors to the
second Termination of ICF-1 (SP1).

NWFG 1 aso requests the ICF-2 (SP1) to provide a" Trandlated | P address' for the Termination/flow descriptor
towards the InterConnect Function, |CF-2 (SP2), of the second domain.

The Trandlated IP address is then transported in the Bearer Request to the NWFG-2 (SP2). Thisisto make sure
that the NWFG 2 (SP2) sends the media stream to areachable addr ess, and not a private address behind NAT.

The NWFG 2 (SP2), upon receipt of Call and Bearer Request reserves the resources at ICF-1 (SP2) and ICF-2
(SP2), and ties the relevant bearers.

The NWFG-2 aso requests the ICF-2 (SP2) to provide a" Trandated | P address' for the Send/Receive
Termination flow descriptor towards the ICF-2 (SP1). Thisisto make sure that the media stream from the
originating Domain is sent to a reachable address.

Upon successful call setup, the NWFG-2 modifies the relevant resources, and sends a Connect message back to
the NWFG-1, aong with the "Trand ated" media address of the ICF-2 (SP2).

The NWFG-1 modifies the relevant resources, and sends a Connect message back to the originating terminal.

The mediain the Originating Domain flows between the originating terminal and the ICF-2, and the mediain the
Terminating Domain flows between the ICF-2 and terminating terminal. The media between the two domains
flows between the two ICF-2s.
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7.8.2 VolP interconnect with an example of QoS

This clause highlights the support for QoS for calls originating from one domain, and terminating in another domain.
See figure 21. This clause provides the QoS support for inter-domain calls.

_ NWFG-1 ICF-1 ICF-2 ICF-2 ICF-1 NWFG-2
Terminal A sP1 SsP1 sP1 P2 sP2 sP2 Terminal 2
Call Request |
Trang)ort R ion Requeg ’ The NWFG 1 requeststhe ICF1 & 2to
Pt - reserve therequired resources ( codecs _iheee e,
Transport Resourcks Confirm ™" e .89 veurd NWFG2checkif its ICF's can support the
anspol ¢ Requirementsin the Bearer Descriptor. If
wd e, i rt RS> Reauest i NOT, then it Responds with :
X s Transport Resol Confirm *Yresscessessscncatascnane - TR
The Terminal H : o

:  providesthe Bearer : < Call Request :

¢ Descriptor, including

: Service Classit H - Bearer Request»

requires ....... ‘Transport Resourdes Request
....................................... Transport Resourdes Confirm
’ NWFG1 sendsthe Call & Bearer Request’ to NWFG2. ransport Reaotk ’eReq
NWFG1 provides the required media characteristics for
H the call, in Bearer Descriptor iransport Resougges Confirm
............................................................. O Call Roquiest
Bearer Cong

Call Connect
Establish Transpor] Resources m

Establish Transpbrt Confirm

‘ Bearer Connect
Call Connect

<

¢

Establish] Transport Resol
Establist] Transport Confi

Establ iE Transport Resourt
EstablSt] Transport Confir

iearer Connect 1

Figure 21: VoIP interconnect with an example of QoS

¢ Thetermina providesthe Bearer Descriptor in the Bearer Request.
e The NWFG-1 requests ICF-1 and I CF-2 in the originating domain to reserve the required media resources.

¢ Upon successful media reservation, the NWFG-1 sends a Call and Bearer Request to the C NWFG-2, in the
terminating domain. The Bearer request includes the required QoS for the call.

e The NWFG-2 checksif it (its domain) can support the required QoS level. If it can, it reserves the media

resources at the relevant ICFs, and continues with the call setup. If the NWFG-2 cannot support the QoS level, it
will reject the call providing the relevant reason.
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Roaming User scenario

This clause shows how the home services are provided to a roaming subscriber in avisiting domain. It is assumed that
there exists at least a"Roaming level interconnection”, and a " Transport level interconnection” between the home and
visited domain. Also, the roaming subscriber is authorized for the roaming service, and that it has successfully
registered (see clause Registration). Figure 22 shows a scenario where the Call signalling and the Bearer flow
to/through the home network. There could also be a scenario, as shown by figure 23, where only the Call Signalling
goes to the home domain for call processing/service execution, and the bearer flows directly between the originating
and terminating domain, bypassing the home domain. This may be done for an efficient usage of resources.

The roaming subscriber issues a Call and Bearer Request to the NWFG in the serving domain (SD). The NWFG
in the Serving domain isidentified as per clause: Registration. The NWFG has been notified of the roaming user
and the call treatment for the roaming subscriber, during registration. The NWFG (SD) checks the home domain
ID in the call request, realizes that the Call isfrom aroaming subscriber, who is authorized to make this call. The
NWFG reserves the necessary resourcesin its domain (at the ICF) to:

- support the required QoS level,
- tiethe bearersin both directions.
The NWFG then sends a Call and Bearer Request to the Home Domain of the Caller.

The NWFG in the Home Domain validates the Call Request, performs any service execution, reserves the
reguired resources, and sends a Call and Bearer Request to the called party.

The called party could be in the Home domain, in which case the Bearer will be set-up between the visiting
domain and the home domain, as shown in figure 22. It may, however, be the case where the terminating domain
is not the Home Domain. In such a case, the Bearer may still be setup through the home domain, or it may be
setup directly between the serving and terminating domain, for an efficient usage of resources, as shown in
figure 23.

RoamingUser  NWFG in ICFinServing  ICFin Home NWFG in Called User
erminal, Serving Domain Domain, | CF-S Domain, |CF-H Home Domain erminal,
Call request ’ I
Mueﬂ_’ . " cal Request received from NWFG in another
.» | Resource Reservation ' domain.
, Check user ID > belongs to this domain
o ‘?eponse Check for valid tickets
Reserve Resources and Route the call to destination
RECIERREEY AR V. . Call rgueg ’ ............
" REGISTRATIPN required at the Visiting ™, Bearer Request )
and Home dorhains to use the Roaming H . ’
Service | Resource Reservation
Check Service Rrovide ID > User belongs RGSDL’
to arfother Domain.

Call request
Check for Vdid Tickets (Received at Bearer Request
Hegistration)
Home Domain i$ found to have a SLA with Bearer Connect
the Visiting pomain, at Registration lish Tr rt Resources Call Connect
Call Request Routed to Home Domain

Estaplish Transport Confirm
Bearer Connect —h
Call Connect

‘ Establish Transportgouroes
Bearer Connect
| ! Call Connect

Establish Transport
<
Figure 22: Call set-up for roaming user - Call and Bearer via home domain
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Figure 23: Call set-up for Roaming user - Only call control signalling via home domain
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7.10  Number portability

TS 101 878 [1] describes the support for three flavours of number portability:
« All Call Query (ACQ).
¢ Pivot Routing.
e Query on Release (QoR).

This clause describes the support provided by the meta-protocol to support Number Portability including all the three
flavours above.

7.10.1 Number portability - All Call Query
The procedure to support ACQ is described below.

oAt Terminating
Originating NW FG 1 ICF1 NWFG 2 ICF2 terminal
terminal
Call request o
Bearer request ¢ B LR
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:  Addressfor any special treatment, : Call request (with Roqu Numb‘g() NWFG 2pe;g£r;sutrr;Call setup
including a check for ‘Number H Bearer request “,: “““““ .
Ported service. : P T s
If the called addressis found to be a T ion R
ported address, a Routing Number is ransport reservation Reqgest
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...... CRIOceLres 1or CALIER .. Esteblish Transport reqyes
 Establish Transport Confiffn
)l
Bearer Connect
<
_, Call Connect
)l
Establish Transport request
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|~ Call Connect bt St 94
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Figure 24: Number Portability - All Call Query

¢ When the Call and Bearer Request is received by the NWFG, it performs a Called Address Analysis, which
includes a check for Number portability. The specific method used for the Number Portability check is outside
the scope of the present document.

« If the Number portability check returns a value confirming that the called address is a ported address, a
"Network Routing Number" is obtained.

e TheCal and Bearer setup isthen carried out as per clause 7.1, with one exception: The Call isrouted to the
Recipient NWFG, based on the Network Routing Number, which isincluded in the Network_Call_Setup
message of the meta-protocol.
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Call drop-back
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The Originating NWFG receives a Call and Bearer Request, and performs routing query. The Call and Bearer
Request is sent to the NWFG 2.

The NWFG-2 receives the call request for the Called subscriber, performs alocation query, and finds it to be
"ported-out”. The NWFG-2 responds to NWFG-1 with a Call Report. The "Report Reason” parameter is set to
"User Moved". The Call Report also includes the "Report Parameter”, providing the "Network Routing
Number".

The NWFG-1 re-initiates the call setup, based on the routing information it received from the NWFG-2. The
routing may be direct to the recipient network (shown), or indirect (not shown).

The Call Request arrives at the Recipient NWFG (NWFG-3). The NWFG-3 performs the address analysis and
finds the called subscriber to be "ported in". The Called subscriber islocated and the call set-up proceeds as
defined in clause 7.2.
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Call request N N
The NFG2 receives the Call & Bearer Request, performs
Bearer request | Transport reservation Reguest Address Analysis. NWFG2 finds that the Requested
T 'R ation Corti number is Ported out.
:’m eservation Loryirm NWFG 2 responds with a CALL REPORT message,
Call request which includes the
N Report Reason: User Moved, and
Bearer request S Report Parameter: Routing Number ®
L
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 Parameter = NW Routinfy Number)
Call Report <
(Reason = Call Proceeding])
l Call request (based on nef NW Routing Number
>
Bearer request |
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—— <
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The Recipient NWFG receives a Call Tr ort Reservation Cofirm
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Bearer Connect D
&
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Figure 25: Number portability - Call drop-back option
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¢ The Cal and Bearer Request arrives at the NWFG-1. NWFG-2 isfound to be the destination NWFG, and the
Call and Bearer Request is routed to NWFG-2.

¢ The NWFG-2 performs the address analysis, finds the Called party to be ported out.

¢ The NWFG-2 determines the new address/route to the Called party, and the call is routed to the "Recipient”

NWFG.

¢ Therest of the procedures are same as previous clause.

The following call flows show the meta-protocol support for Pivot routing.
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Figure 26: Number portability - Pivot routing
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7.10.3 Query on Release (QoR)

This clause describes the support for QoR method to support number portability.

L]

Thefirst part of the call setup is performed as described in clause 7.2. The Call and Bearer Request arrives at the
serving NWFG, which performs the routing function, and the Called party is found to be served by the NWFG-2.

The Call and Bearer Request is routed to the NWFG-2.
When the Call and Bearer Request is received at the NWFG-2, the Called party is found to be ported out.
The Call and Bearer Request is rejected. The meta-protocol Reject message includes the reject reason: "Moved".

The NWFG-1 receives the Reject message, checks the reject reason, and queries (possibly a database) for the
routing number to destination.

The routing number is provided to the NWFG-1, by means outside the scope of the present document.
The NWFG-1 routes the call request to the Recipient NWFG-3, based on the routing number it received.

Therest of the call set-up takes place as per clause 7.2.
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Figure 27: Number Portability - Query on Release
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7.11  Periority Calls

The Authorized Priority Call Service (APCS) enables specific users to make priority calls to any destination from any
served point. The TIPHON meta-protocol has the capabilities to support the Authorized Priority Call Service. The
"Priority" parameter in the Call request can be set to treat the calls, in the network, according to their priority levels. It is
assumed that the user is able to access the network through some access medium (outside the scope of the present
document), and the network provides the priority treatment to complete the call. The network can be notified of the
priority of the call in several ways.

e Terminal/User selected.

When aterminal/user sends a Call request, the call priority can be set as required, e.g. in asimilar way as email.
The network may however, ignore this or require user authorization to utilize the service.

¢ Service Code.

Upon registration, the user requests, and if authorized, is provided with a priority call service. When the user
requires a priority treatment for acall, he indicates thisin the Call request message. The priority level can aso be
pre-set in the network based on the user 1D (activated upon registration).

The user may also be provided with a service code to access the APCS service. The user then provides the service code
to use the priority call service, each timeit requires the service.

Originating NWEG ICE Terminating
Terminal Terminal
Call Request e
o I High Pricrity
Bearer Request S h-. ...................................................... . Basedon: Priority level indicator
s : : Caller ID :
S Transport Reservation Request, : - :
(Create 2 termination) » Service Code i
; Call Request:
Transport Reservation Confirm
Priority Level: High ¢ [
Call Request }
T 1 ,..-_:""
J St Bearer Request }
................................. . Bearer Connect
Call Request: : ‘
- . : Call Connect
Priority Level: High : ‘
: Establish Transport Request
Bearer Connect ‘ Establish Transport Confirm

Call Connect ! callegl i i cdlleg2

Figure 28: Priority Calls

¢ When the user requires a priority treatment to a call, he either indicates it to the NWFG in the Call Request
(Service Offer ticket = priority call), or provides the service code to gain priority treatment. The authorization
process for this purpose is outside the scope of the present document.

e The NWFG receives a Priority indication in the Call request message, and reserves network resources to provide
apriority treatment to the call.

¢ The NWFG then sends a Call and Bearer Request to the Called party or other nodes in the network. Asthis call

request for apriority call is generated by a NWFG, the other nodes in the path provide the required service
without authorizing the Caller.
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Emergency Call is similar to the Priority call. The emergency call is usually invoked by a Service Code associated with

the emergency services, e.g. 112, 911, 999, or aURL. The terminal/user can set

the priority field, but it isthe NWFG

that is responsible to provide the necessary resources, carry out the necessary address trangdlation, and route the call to
the emergency services call centre. The following example shows how the meta-protocol provides the support for

emergency Services.

e TheCalerissuesaCall and Bearer Request, by providing the emergency services code.

e Thecal request isreceived by the NWFG, which carries out the address translation and routing. Bearer set-up is

also carried out at this stage.

* The Emergency Call Request is sent to the Emergency Call centre, and the call is connected to an operator. The
treatment of the emergency from Emergency Call centre onwards is outside the scope of the present document.

Originating NWEG Emer gency
Terminal Call Centre
Call Request ' Emergency Call ‘
oy oeed Priority Level = emergency call :
Bearer Request : i
q Transport Reservation Request, : May ‘E’N“!ﬁn;"i beu 'l’afﬁ?ﬁgmive- :
e A (Create 2 termination) B A
] Call Request: :
: Transport Reservation Confirm :
Called Party ID translated for ~ } < :
routing number = Emergency  : Call Request ’
Services o :
........ onoad P oo s
Bearer Connect
Call Request: ’ :
Emergency Call Call Connect
..... Priority Level: 1 :
Establish Transport Request
. . The Call may only be
Establish Transport Confirm :
Bearer Connect released from the :
" Emergency Call Centre,
Call Connect and not by the Caller

Figure 29: Emergency Call
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7.13  Carrier Selection
Carrier selection service can be invoked on a per call basis, or pre-selected for all calls.

In the case of per call carrier selection, the Caller may provide the "Carrier Code" in the "Operator Selection™ parameter
in the meta-protocol, or simply dial the service code prefixed to the Called number. In either case, the NWFG performs
the address and service translation, and routes the call to the required carrier.

In the case of Carrier pre-selection, al calls are routed to the requested carrier.
Figure 30 shows how the meta-protocol supportsthe carrier selection on a per call basis:
¢ TheCdlerinitiates a Call and Bearer Request, and provides the service code for the selected carrier.

¢  The NWFG receivesthe Call request and reserves the required resources. A Call leg isinitiated between the
Calling party and the ICF in the originating domain.

¢ The Cal Request isthen sent to the NWFG in the selected carrier/domain. The NWFG in the Selected
Carrier/domain then performs the call processing/routing etc. as well as reserve resources for the call.

¢ When the NWFG in the Selected domain receives a Call and Bearer Connect message, it sends a Call and Bearer
Connect message to the NWFG in the Originating domain. The Media Resources are modified at the | CFs, and
the Calling party is connected to the Called party.

Note that the address translation and QoS procedures as defined in the IP Interconnect section still apply.
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Terminal Service Provider 1 Provider 1 Service Provider 2 Service Provider 2 Terminal

J— [— |
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Call Request
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Operator Selection Parameter ~ * Bearer Request [ °
Or via Service Code :

NWFG at Service Provider 2 checksif the -] _1Tansport Rmvaﬂor‘ equest,
Caller isan Authorised Subscriber. 3 Transport request Conffrm
If Yes, Resources are reserved at the ICF < Call Request
Call request isrouted tothe Called party. ~ =****""""" " Bearer Requ
The Media addressin the Call Request from geeseeeentntt B nn
Service Provider 1 is replaced by the Media : { earer connect
. address of the ICF 2 i Call Connect
Establish Transport Request
»
‘Establish Transport Confirm
‘ Bearer Connect [
Call Connect
Establish Transport Request
>
B c ect AEstainsh Transport Confirm Leesreseseesatiteiean,
—— ¢ {ocalteg2 il |
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Figure 30: Carrier Selection
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