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Foreword

This second edition European Telecommunication Standard (ETS) has been produced by the Radio
Equipment and Systems (RES) Technical Committee of the European Telecommunications Standards
Institute (ETSI).

This ETS forms part 3 of a series of 9 laying down the arrangements for the Digital Enhanced Cordless
Telecommunications (DECT) Common Interface (Cl).

Part 1: "Overview".

Part 2 "Physical layer (PHL)".

Part 3 "Medium Access Control (MAC) layer".
Part 4 "Data Link Control (DLC) layer".

Part 5: "Network (NWK) layer".

Part 6: "ldentities and addressing".

Part 7: "Security features"”.

Part 8: "Speech coding and transmission".
Part 9: "Public Access Profile (PAP)".

Annexes A, C and D to this ETS are normative. Annex B and E to this ETS are informative.

Further details of the DECT system may be found in ETR 015, ETR 043, and ETR 056.

Transposition dates

Date of adoption of this ETS: 6 September 1996

Date of latest announcement of this ETS (doa): 31 December 1996

Date of latest publication of new National Standard
or endorsement of this ETS (dop/e): 30 June 1997

Date of withdrawal of any conflicting National Standard (dow): 30 June 1997
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1 Scope

This second edition European Telecommunication Standard (ETS) gives an introduction and overview of
the complete Digital Enhanced Cordless Telecommunications (DECT) Common Interface (Cl).

This part of the DECT CI specifiesthe Medium Access Control (MAC) layer. The MAC layer is Part 3 of the
DECT Common Interface standard and layer 2a of the DECT protocol stack.

It specifies three groups of MAC services:

- the broadcast message control service;

- the connectionless message control service; and

- the multi-bearer control service.

It also specifies the logical channels that are used by the above mentioned services, and how they are

multiplexed and mapped into the Service Data Units (SDUs) that are exchanged with the Physical Layer
(PHL).

Network layer

Network layer

|
3)
|
|

C-plane U-plane
DLC layer DLC layer
C-plane (2b)  U-plane
MAC layer
(2a)

Physical layer
(1)

The DECT protocol stack

2 Normative references

This European Telecommunication Standard (ETS) incorporates, by dated or undated reference,
provisions from other publications. These normative references are cited at the appropriate places in the
text and the publications are listed hereafter. For dated references, subsequent amendments to, or
revisions of, any of these publications apply to this ETS only when incorporated in it by amendment or
revision. For undated references the latest edition of the publication referred to applies.

[1] ETS 300 175-1 (1996): "Radio Equipment and Systems (RES); Digital European
Cordless Telecommunications (DECT); Common Interface (Cl); Part 1:
Overview".

[2] ETS 300 175-2 (1996): "Radio Equipment and Systems (RES); Digital European

Cordless Telecommunications (DECT); Common Interface (Cl); Part 2: Physical
Layer (PHL)".

[3] ETS 300 175-3 (1996): "Radio Equipment and Systems (RES); Digital Enhanced
Cordless Telecommunications (DECT); Common Interface (CI); Part 3: Medium
Access Control (MAC) layer".

[4] ETS 300 175-4 (1996): "Radio Equipment and Systems (RES); Digital European
Cordless Telecommunications (DECT); Common Interface (Cl); Part 4. Data
Link Control (DLC) layer".
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(5]

[6]

[7]

(8]

9]

[10]

3

ETS 300 175-5 (1996): "Radio Equipment and Systems (RES); Digital European
Cordless Telecommunications (DECT); Common Interface (Cl); Part 5: Network
(NWK) layer".

ETS 300 175-6 (1996): "Radio Equipment and Systems (RES); Digital European
Cordless Telecommunications (DECT); Common Interface (Cl); Part 6: Identities
and addressing".

ETS 300 175-7 (1996): "Radio Equipment and Systems (RES); Digital European
Cordless Telecommunications (DECT); Common Interface (Cl); Part 7: Security
features".

ETS 300 175-8 (1996): "Radio Equipment and Systems (RES); Digital European
Cordless Telecommunications (DECT); Common Interface (Cl); Part 8: Speech
coding and transmission".

ETS 300 175-9 (1996): "Radio Equipment and Systems (RES); Digital European
Cordless Telecommunications (DECT); Common Interface (Cl); Part 9: Public
Access Profile (PAP)".

I-ETS 300 176: "Radio Equipment and Systems (RES); Digital European
Cordless Telecommunications (DECT); Approval test specification".

Definitions and abbreviations

Most definitions and abbreviations are defined in Part 1 of this ETS, ETS 300 175-1[1]. A few
abbreviations that are specific to this part appear in subclause 3.2.

3.1

For the purposes of this ETS, the following definitions apply:

antenna diversity: See ETS 300 175-1 [1].

bearer handover:

See ETS 300 175-1 [1].

broadcast: See ETS 300 175-1 [1].

C-plane: See ETS 300 175-1 [1].

cell: See ETS 300 175-1 [1].

Central Control Fixed Part (CCFP): See ETS 300 175-1 [1].

cluster: See ETS 300 175-1 [1].

connection handover:

See ETS 300 175-1 [1].

Connectionless mode (C/L): See ETS 300 175-1 [1].

Connection Oriented mode (C/O): See ETS 300 175-1 [1].

Cordless Radio Fixed Part (CRFP): See ETS 300 175-1 [1].

double duplex bearer:

double simplex bearer:

See ETS 300 175-1 [1].

See ETS 300 175-1 [1].

duplex bearer: See ETS 300 175-1 [1].
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field: See ETS 300 175-1 [1].

Fixed Part (DECT Fixed Part) (FP): See ETS 300 175-1 [1].

Fixed radio Termination (FT): See ETS 300 175-1 [1].

full slot (slot): See ETS 300 175-1 [1].

half slot: See ETS 300 175-1 [1].

incoming call: See ETS 300 175-1 [1].

inter-cell handover: See ETS 300 175-1 [1].

logical channel: See ETS 300 175-1 [1].

Lower Layer Management Entity (LLME): See ETS 300 175-1 [1].

Lower Tester (LT): A logical grouping that contains the test equipment, a functionally equivalent DECT
PT, a functionally equivalent DECT FT and a test controller.

MAC bearer (bearer): See ETS 300 175-1 [1].

MAC connection (connection): See ETS 300 175-1 [1].
multiframe: See ETS 300 175-1 [1].

outgoing call: See ETS 300 175-1 [1].

paging: See ETS 300 175-1 [1].

phase: See ETS 300 175-1 [1].

Physical channel (channel): See ETS 300 175-1 [1].
Portable Part (DECT Portable Part) (PP): See ETS 300 175-1 [1].
Portable radio Termination (PT): See ETS 300 175-1 [1].
Radio Fixed Part (RFP): See ETS 300 175-1 [1].
Repeater Part (REP): See ETS 300 175-1 [1].

segment: See ETS 300 175-1 [1].

segmentation: See ETS 300 175-1 [1].

simplex bearer: See ETS 300 175-1 [1].

TDMA frame: See ETS 300 175-1 [1].

U-plane: See ETS 300 175-1 [1].

Wireless Relay Station (WRS): See ETS 300 175-1 [1].
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3.2 Abbreviations

For the purposes of this ETS, the following abbreviations apply:

A-MAP A-field MAP

B-MAP B-field MAP

BMC Broadcast Message Control

Bg slow Broadcast channel

C higher layer control Channel (see CS and CF)
Cl Common Interface (standard)

C/L ConnectionLess

C/O Connection Oriented

Ce higher layer signalling Channel (fast)

CBC Connectionless Bearer Control

CL higher layer ConnectionLess channel (protected; see CLg and CL)
CLg higher layer ConnectionLess channel (fast)

CLg higher layer ConnectionLess channel (slow)
CMC Connectionless Message Control

CRFP Cordless Radio Fixed Part

Cq higher layer signalling Channel (slow)

D-MAP D-field MAP

DBC Dummy Bearer Control

IuT Implementation Under Test

E/U-MUX Switch between E-type and U-type MUItipleXes
ECN Exchanged Connection Number

FMID Fixed part MAC IDentity

Ge higher layer information control channel

[ higher layer Information channel (see I and Ip)
In higher layer Information channel (unprotected)
Ip higher layer Information channel (protected)
IRC Idle Receiver Control

LBN Logical Bearer Number

LSB Least Significant Bit

LT Lower Tester

M MAC control channel

MAP bit MAPpings

MBC Multi-Bearer Control

MCEI MAC Connection Endpoint Identification

MSB Most Significant Bit

MUX time MUItipleXors

N identities channel

P Paging channel

PMID Portable part MAC IDentity

Q system information channel

REP Repeater Part

RPN Radio fixed Part Number

Sly higher layer connectionless channel (unprotected)
Slp higher layer connectionless channel (protected)
T-MUX Tail MUX

TBC Traffic Bearer Control

WRS Wireless Relay Station
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4.1 MAC layer reference model
A
A A A
MA-SAP MB-SAP MC-SAP
— e o— O S =18
w
ME-SAP ¥ ¥ .
Broadcast Connectionless Multi Cluster
Message Message Bearer Control
Control Control Control Functions
(CCF)
I
|
CBC DBC TBC IRC Cell Site
Functions
(CSF)
multiplexor multiplexor multiplexor multiplexor
y & A& [ &
A A
] - ([ CE:Z::=——
D-SAPs
v 4 \ A v
v v v

NOTE:

GUIDETO
SYMBOLS USED

Figure 1: MAC reference model

Service Endpoints
Service Instance

ervice Access Point (SAP)

+—>

MA, MB, MC and D are Service Access Points (SAPs) between the adjacent layers. Each line
through these SAPs represents an independent service instance. ME is a SAP to the
management entity.
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41.1 General

As far as possible, this ETS avoids defining specific physical architectures, and uses the MAC reference
model shown in figure 1. This reference model architecture applies equally to both the FT and the PT.

There is always a single instance of cluster control function that controls all instances of the cell site
functions. In the FT, multiple cells would require multiple instances of CSFs (one per cell). Each of these
instances connects to an independent physical layer via an independent D-SAP.

The multiplexor shown at the bottom of all CSFs is described in clause 6.
41.2 Cluster Control Function (CCF)

This includes all the MAC functions that are used to control more than one cell. A cluster contains only one
CCF. The CCF contains the following functional elements:

- BMC (Broadcast Message Control):  the functions that control and distribute the cluster's
broadcast information to/from all CBCs, TBCs and DBCs. There is only one BMC per CCF;

- CMC (Connectionless Message Control):  the functions that control and distribute the information
of all connectionless services to one or more CBCs (refer to subclause 5.7 for a description of
connectionless services). There is at most one CMC per CCF;

- MBC (Multi-Bearer Control): the functions that control the multiplexing and management of all the
data directly associated with a MAC connection between one FT and one PT. For single bearer
connections (when not performing bearer handover) an MBC only manages one TBC, for
multi-bearer connections an MBC will manage several TBCs. There is always only one MBC per
connection, and therefore a CCF can contain multiple instances of MBCs (refer to subclauses 5.5
and 5.6 for a description of bearers and connections).

4.1.3 Cell Site Functions (CSF)

This includes all the functions that are concerned with only one cell. Each CSF contains the following
functional elements:

- Connectionless Bearer Control ( CBC): the functions that control a connectionless bearer. Each
CSF may contain multiple instances of CBC (refer to subclauses 5.7 and 5.7.2.1);

- Dummy Bearer Control (DBC): the functions that control one dummy bearer. There is a maximum
of two DBCs per CSF (refer to subclause 5.7);

- Traffic Bearer Control (TBC): the functions that control one traffic bearer. Each CSF may contain
multiple instances of TBC;

- Idle Receiver Control (IRC): the functions that control the receiver when not involved with a bearer.
Each CSF may contain multiple instances of IRC, one per transceiver.

Refer to subclause 5.5.2 for descriptions of dummy bearer, traffic bearer, connectionless bearer.
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414 Relationship to physical layer elements

A TBC controls one duplex bearer or one double simplex bearer. It, therefore, controls two physical
channels.

A DBC controls one simplex bearer and, therefore, controls one physical channel.

A CBC controls either a simplex or a duplex bearer and, therefore, may control one or two physical
channels.

The IRC controls all of the radio transceivers (for one cell) on any of the available physical channels that
are not being used by the other entities (TBC, DBC or CBC). This provides various scanning functions
defined in subclauses 11.3.2, 11.4.1 and 11.8.

Each instance of the cell site functions relates to one physical cell, and thereby to a single PHL instance,
as shown in figure 2.

MA- MB- MC-
SAP SAP SAP
ME- CIquJirCt(iloonnStrol
SAP (CCF)
Cell-Site Cell-Site Cell-Site
Functions Functions Functions
(CSF) (CSF) (CSF)
| | |
D-SAP D-SAP D-SAP
Physical Physical Physical
layer layer layer

Figure 2: One MAC cluster

This expanded architecture is only significant for the FT. However, the physical groupings of any particular
FT implementation may not correspond to these functional groupings, and the MAC architecture is
arranged to allow many alternative implementations. For example, manufacturers may choose to
implement a single cluster or multiple clusters. In both cases they may choose to distribute everything, to
centralise just the cluster control functions or to centralise both the CCF and the CSF. Intermediate
physical groupings may be possible for some implementations.
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4.2 Frame and multiframe structures

421 General

There are two hierarchical levels of time division multiplexing:
- frame: a time division multiplex of slots;
- multiframe: a time division multiplex of frames.

Timing is defined by the FP transmissions, and the PP is required to slave all of its transmissions to these
timings.

Detailed frame timing is defined by the PHL, but slot numbering is defined by the MAC layer.
Multiframe timing is wholly defined by the MAC layer.

4.2.2 Frame structure

A regular Time Division Multiple Access (TDMA) structure is created by the PHL (refer to
ETS 300 175-2 [2]). This frame defines 24 full-slot positions. Alternatively, each full-slot may be further
divided into two half-slots, or two consecutive full slots may be used together as a double slot (see figures
3, 4, and 5).

The MAC layer controls the transmission and/or reception of data for every double, full or half slot, by
issuing primitives to the PHL. Each primitive specifies the operation for one slot position. Continuous
operation on a given physical channel requires a regular series of primitives.

normally normally
FP transmit PP transmit
< (PP receive) > < (FP receive) >
full [ ful [ ful T ful o full T full | full o full | full
slot slot slot slot slot slot slot slot | slot
23 0 1 2 . 11 12 13 . 23 0.
earliesst latest
Figure 3
full-slot
o half-slot half-slot o
o L=0 L=1 o
] one slot
earliest late st
Figure 4
full-slot 2n full-slot2n + 1
double slot K =2n
two slots

earliest

Figure

5

latest
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Full-slots are numbered from K = 0 to 23, and half-slots are numbered L = 0 or 1, where half-slot O occurs
earlier than half-slot 1. Double slots are numbered from K = 0 to 22, where K is an even number, i.e. K
MOD 2 = 0.

Normally slots K = 0 to 11 are used in the FP to PP direction, and slots K = 12 to 23 in the PP to FP
direction.

Slot numbers (frame timing) are not included in every slot transmission. Slot humbers are only defined in a
special (Q-channel) message that is transmitted at a low rate by all FPs. This message defines the actual
slot number for that transmission (see subclause 7.2.3).

This also applies to a PP acting as the RFP in PP-to-PP direct communication mode.

4.2.3 Multiframe structure

The MAC layer superimposes a multiframe structure on the TDMA frame structure. This is a Time Division
Multiplex (TDM) of 16 frames. The multiframe starts and ends on a frame boundary, as shown in figure 6.

frarr-le frame frame frame frame frame frame
15 0 1 2 13 14 15

< >

_ one multi-frame
earliest latest

Figure 6

The multiframe numbering is defined in the same way for the FP and the PP. A multiframe normally starts
with FP transmissions (first half of frame 0) and ends with PP transmissions (last half of frame 15).

Frame numbers (multi-frame timing) are never included in a transmission. Frame numbers shall be
interpolated from the multiframe marker that is included in all FP transmissions. This marker appears once
per multiframe (in frame 8) (see subclauses 6.2.2.1 and 7.2.3).

When encryption is provided, an explicit multiframe number is also defined using a similar technique to slot
numbering:

- a special (Q-channel) message is transmitted at a low rate by the FP. This message defines the
actual multiframe number for that transmission (see subclause 7.2.3).
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4.3

431

State definitions

PP states

"switch off"

Idle

~\Unlocked Unlocked

no suitabl switch on
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RFP

— fistbearer T

established

Active
Locked

last bearer
released

Figure 7: PP state diagram

A PP can exist in one of four major states at the MAC layer:

1)

2)

3)

4)

5)

Inactive: where the RFP is not receiving or transmitting. Note that the inactive state is not shown in
the state diagram of figure 8.

Active_Locked: where the PP is synchronised to at least one RFP transmission and has one or
more connections in progress.

Idle_Locked: where the PP is synchronised to at least one RFP transmission. It is able to make or
receive connections, but has no connections in progress.

Active_Unlocked: where the PP is not synchronised to any RFP transmissions, and is unable to
make or receive connections. The PP makes occasional attempts to detect a suitable RFP and
enter the Idle_Locked state.

Idle_Unlocked: the PP is not synchronised to any RFP and does not attempt to detect RFPs.

Several different modes of operation exist in the Idle_Locked state:

a)
b)
c)

d)

scanning mode: where the PP's receiver scan sequence is synchronised with that of the RFP;
high duty cycle Idle_Locked mode:  where the PP receives 6 times per multiframe;
normal Idle_Locked mode: where the PP typically receives once per multiframe;

low duty cycle Idle_Locked mode:  where the PP typically receives less than once per multiframe.
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4.3.2 RFP states

Active
Idle

first traffic bearer
established and
dummy or C/L bearer released

last traffic beaNer
released and
dummy or C/L
bearer
established

last traffic
bearer
released

first traffic
bearer
established

release of last
dummy or C/L bearer

Active
Traffic and
Idle

Active
Traffic

establish dummy or C/L bearer

Figure 8: RFP state diagram
An RFP can exist in one of four major states at the MAC layer:

1) Inactive: where the RFP is not receiving or transmitting;

2) Active_Idle or C/L: where the RFP has either at least one dummy bearer or at least one
connectionless downlink bearer, and a receiver that is scanning the physical channels in a known

sequence,

3) Active_Traffic. where the RFP has at least one traffic bearer, but does not have a dummy or a
connectionless downlink bearer;

4) Active_Traffic_and_Dummy or C/L: where the RFP has at least one traffic bearer and is also
maintaining one dummy or connectionless downlink bearer.
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5 Overview of MAC layer services
5.1 General

The MAC layer offers three groups of services to the upper layers and to the management entity. These
service groupings are related to the functional groupings in the cluster control functions:

- broadcast message control;

- connectionless message control;

- multi-bearer control.

Each individual service is accessed via an independent service endpoint, and these endpoints are grouped
into three Service Access Points (SAPs). Each service endpoint contains one or more logical channels. A
fourth group of logical channels is provided for internal (peer-to-peer) MAC control information. The logical
channels are described in subclause 5.3 and the SAPs are described in subclause 5.4.

5.1.1 Broadcast Message Control (BMC)

The BMC provides a set of continuous point-to-multipoint connectionless services. These are used to carry
internal logical channels, and are also offered to the higher layers via the MA-SAP. These services operate
in the direction FT to PT, and are available to all PTs within range.

The BMC services operate on all bearers, with each bearer carrying similar (equivalent) messages. The
BMC services may appear alone, but they also appear combined with both of the other services, thereby
producing bearers that contain data from two services (i.e. a single physical packet contains fields from
both services).

5.1.2 Connectionless Message Control (CMC)

The CMC provides connectionless point-to-point or point-to-multipoint services to the higher layers via the
MB-SAP. These services may operate in both directions between one specific FT and one or more PTs.

5.1.3 Multi-Bearer Control

Each instance of MBC provides one of a set of connection oriented point-to-point services to the higher
layers via the MC-SAP. These services may operate in both directions or in one direction between one
specific FT and one specific PT. Each service instance provides a connection (a connection oriented
service) between one FT and one PT.

An MBC service may use more than one bearer to provide a single service. In this event, these multiple
bearers may be used to carry duplicated data (to provide redundancy) and/or distributed data (to provide
increased bandwidth).

5.2 Service descriptions

5.2.1 Common functions

All services shall only operate between one FT and one or more PTs.

All the services provide the following functions:

a) the means to monitor signal quality;

b) the means to provide error control for some data.
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5.2.2 BMC service
The BMC service provides two types of broadcast information in the direction FT to PT:

- permanent broadcasts containing the two MAC control channels, Q and N (see subclauses 5.3.4.1
and 5.3.4.2);

- transient broadcasts containing the MAC paging channel, Bg (see subclause 5.3.3.1).
The BMC service provides the following additional functions to the PT:

a) the means to acquire and maintain frame and multiframe synchronism between transmitters and
receivers;

b) the means to obtain primary and secondary access right identities;
c) the means to supply paging messages to the higher layers.

5.2.3 CMC service

The CMC service provides two alternative services:

- higher layer connectionless C-plane information, using the CLg and CLg channels (see
subclause 5.3.2.1);

- higher layer connectionless U-plane information, using the Sl and the Slp channels (see
subclause 5.3.2.2).

A single CCF may contain one single CMC instance. This CMC instance cannot be combined with an MBC
connection service.

The CMC service provides the following additional function:

- the means to multiplex more than one logical channel onto each MAC bearer of the broadcast, with
defined priorities.

5.2.4 MBC services
Each MBC instance can provide two separate connection oriented services to the higher layer:
- higher layer C-plane information, contained in the C-channels (see subclause 5.3.1.1);

- higher layer U-plane information contained in the | and Gg channels (see subclauses 5.3.1.2 and
5.3.1.3).

These two services are independent, and may be provided in combination or separately as part of a given
MBC service. The overall service may be bidirectional, or unidirectional (in either direction). The chosen
service type(s), and the service directions are defined during MBC connection establishment.

Each MBC service provides the following additional functions:

a) the means to set up, maintain and clear down a variety of different connections using one or more
bearers (duplex bearers and/or double simplex bearers);

b) the ability to preserve connection quality by performing individual "bearer handover" of any duplex or
double simplex bearers;

C) the means to multiplex more than one logical channel onto each MAC bearer of the connection, with
defined priorities;
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d) the means to encrypt optionally all higher layer data.
5.3 Logical channels
The following logical channels are defined:
a) MBC connection endpoints (MC-SAP logical channels):
C-channels: Cgand Cg;
I channels: Iy and Ip;
G channel,

b) CMC service endpoint (MB-SAP logical channels):

CL channels:CLg and CL;
Sl channel and S, channel;

c) BMC broadcast endpoint (MA-SAP logical channel):
Bg channel;
d) Internal MAC control channels:

Q-channel;
N-channel,
M-channel;
P-channel.

53.1 MBC connection endpoints (MC-SAP logical channels)
53.1.1 The higher layer C-plane channels, C

Higher layer information from the DLC C-plane uses the C-channels, these are two independent channels,
the Cg channel and the C channel.

The Cg channel is a slow duplex channel for higher layer information. It offers a low capacity which can be
used by the higher layers with virtually no restriction. The transmission of Cg channel data reduces the
throughput of the logical N-channel.

The Cg channel is a fast duplex channel for higher layer information with a higher capacity than the Cg
channel. Transmissions of Cg channel data may reduce the throughput of, or interrupt, the logical I channel.

All C-channel information is protected by MAC layer error control which uses error correction based on an
Automatic Repeat reQuest (ARQ).

5.3.1.2 The higher layer U-Plane channels, |

Higher layer information from the DLC U-plane uses the | channels. These are the Iy channel and the Ip
channel, and they have different MAC layer protection schemes. The higher layers choose one of the two
channels, the Iy, and I, channels shall not be used in parallel for the same connection.

The I information is protected by limited MAC layer error detection (X-field) and may include a minimum
delay mode for coded speech transmission. Depending on the physical packet size the MAC layer
processes Iy channel data in fields of different length.

The Ip information is protected by MAC layer procedures, either error correction based on a modulo 2
retransmission scheme or just error detection based on 16 bit CRCs. The DLC layer requests a service
type, maximum allowed transmission time, and target and minimum acceptable numbers of uplink and
downlink bearers which the MAC layer tries to provide.
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5.3.1.3 The higher layer U-Plane control channel, G
Higher layer U-plane control from the DLC uses the G channel.

The G channel is a fast simplex channel that is used to provide control of U-plane entities. For example, it
is used to carry acknowledgements for asymmetric connections.

All GF channel information is protected by a MAC layer error control which allows error detection.
53.2 CMC endpoints (MB-SAP logical channels)
53.21 The connectionless C-Plane channels, C |

Higher layer connectionless information from the DLC C-plane uses the CL channels, these are two
independent channels, the CLg channel and the CL channel.

The CLg channel is a slow simplex channel for higher layer information. It offers a low capacity which can
be used by the higher layers with virtually no restriction. The transmission of CLg channel data reduces the
throughput of the logical N-channel.

The CLg channel is a fast simplex channel for higher layer information with a higher capacity than the CLg
channel.

All CL channel information is protected by MAC layer error control which allows error detection.

53.2.2 The connectionless U-Plane channels, SI , and Sl

Higher layer connectionless information from the DLC U-plane uses the Sl and Sl channels.

The Sl information is protected by limited MAC layer error detection (X-field) and can be used for coded
speech transmission. Depending on the physical packet size the MAC layer processes Sl channel data in
fields of different length.

The Sl information is protected by MAC layer error detection procedures based on 16 bit CRCs.

5.3.3 BMC endpoint (MA-SAP logical channel)

533.1 The slow broadcast channel, B ¢

The slow broadcast channel, Bg, is a simplex data channel in the direction FT to PTs. It is used to
broadcast transient information from RFPs to all PTs that are listening. Bg channel data is transmitted by
RFPs on traffic, connectionless, and dummy bearers. Bg channel information is available to Idle_Locked
and Active_Locked PTs.

The transmission of BS channel data reduces the throughput of the logical N-channel.

All Bg channel information is protected by MAC layer error control which allows error detection.

NOTE: A typical use for the Bg channel is to broadcast call set up requests; however, other
uses are allowed.
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5.3.4 Internal MAC control channels

5341 The system information channel, Q

The system information channel, Q, is a simplex data channel used to supply PTs with information about
the DECT fixed system. Most Q-channel data is transmitted as repeated broadcasts on traffic,

connectionless and dummy bearers. Q-channel data may also be transmitted on request.

Some Q-channel information is needed by a PT to change from the Active_Unlocked state to the
Idle_Locked state.

All Q-channel information is protected by MAC layer error control which allows error detection.
5.3.4.2 Identities channel, N

The identities channel, N, is used for repeated transmissions of a system identity. N-channel data is
transmitted by RFPs on traffic, connectionless and dummy bearers, and by PTs on traffic bearers.

The identities channel N has two purposes:

- for Active_Unlocked PPs the N-channel has a similar function as the Q-channel. Here the N-channel
can be considered as a simplex channel in the RFP to PP direction. The broadcast identity helps
active unlocked PPs to find a system which offers the desired service and to which they have
access rights;

- for Active_Locked PPs the N-channel is received on all FP to PP bearers and echoed on all PP to
FP bearers to provide a MAC layer handshake.

All N-channel information is protected by MAC layer error control which allows error detection.
5.3.4.3 The MAC control channel, M

The M channel is used to carry MAC layer information. This information appears in three different
positions:

- MAC control in all header fields (see subclause 6.2.1.2);

- MAC control in a tail field (see subclause 6.2.2.1);

- MAC control in any B-subfield (see subclause 6.2.2.3).

MAC control forms an integral part of all three services. When used on a duplex bearer (as part of the
MBC service) it conveys point-to-point MAC control. On all services it is also used to broadcast MAC layer
status information.

All M channel information is protected by MAC layer error control which allows error detection.

5.3.4.4 MAC paging channel, P

The P-channel is used to carry paging messages. Each of these messages may contain one segment of
data from the Bg logical channel.

The P-channel appears as a part of all bearers transmitting in the direction FT to PT. The P-channel is
normally the only channel that is received by an PT in the Idle_Locked state.

All P-channel information is protected by a MAC layer error control which allows error detection.
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54 SAP definitions

The MAC layer communicates with the DLC layer through 3 SAPs. These SAPs are the MA SAP, the MB
SAP and the MC SAP.

The MAC layer communicates with the management entity through the ME SAP.

The MAC layer communicates with each PHL instance through an independent D SAP. The D SAP is
defined in ETS 300 175-2 [2].

541 MA SAP

This is a SAP between the MAC and DLC layers. The SAP contains a single broadcast endpoint,
containing one logical channel, the BS channel. The primitives passed through the MA SAP are used to:

- carry Bg channel data; and
- control the data flow of the Bg channel data.
The Bg channel provides a connectionless simplex (broadcast) service in the direction FT to PT.

The permitted SDU lengths in primitives carrying Bg channel data are 0, 20, 36, 72, 108, 144, 180 or 216
bits.

542 MB SAP

This is a SAP between the MAC and the DLC layer. The MB SAP contains one service endpoint with four
logical channels, the CLg, CLg, Sl and Sl channels.

The CLg and CL channels provide connectionless services in both directions, FT to PT and PT to FT. In
direction FT to PTs the connectionless service is continuous, in direction PT to FT the service is
discontinuous.

The permitted SDU length in primitives containing CLg channel data is 40 bits (= 1 CLg segment).

The permitted SDU length in primitives containing CL channel data is an integer multiple of the CLg data
segment length, which is 64 bits.

The Sl channel offers one unprotected simplex service to the higher layers (FT to PT only).
The Sl channel offers one protected simplex service to the higher layers (FT to PT only).

For the Sl service the SDU length corresponds to the size of the SIN data fields in the U-type multiplexes
(see subclause 6.2.2.2).

For the Sl service, the SDU length is an integer multiple of 32 octets or 256 bits (see subclause 6.2.2.2).
5.4.3 MC SAP

This is a SAP between the MAC and DLC layers. The SAP may contain multiple connection endpoints, and
five logical channels are associated with each endpoint; Cg, Cg, G, Iy, and I, channels. Primitives
transferred through this SAP are used to:

- control the MAC processes to establish, maintain and release connections;

- carry Cg, Cg, Gg, Iy and Ip channel data; and

- control the data flow of the Cg, Cr, G, Iy and I channel data.

The C4 and the C channel offer two independent connection-oriented duplex services.



Page 32
ETS 300 175-3: September 1996

For one connection the maximum throughput of Cq channel data is 2 kbps. The SDU length of primitives
carrying Cgq channel data is equal to the Cg data segment length of 40 bits.

The maximum throughput of Cp channel data is 6,4 kbit/s for half slot connections, 25,6 kbit/s for full slot
connections, and 64 kbit/s for double slot connections. For Cr channel data the SDU length is an integer
multiple of the C data segment length, which is 64 bits.

The Ip and Iy channels offer two independent connection orientated duplex services to the higher layers.
One service uses either the logical I or the logical I channel.

For all data services the SDU length is an integer multiple of the | channel data segment length. The
segment length need not be the same for every service and corresponds to the size of the Iy and I, data
fields in the U-type multiplexes (see subclause 6.2.2.2).

The G channel offers a connection oriented simplex service. The G SDU length is 56 bits.

54.4 ME SAP

This is a SAP between the MAC layer and the management entity. There is no formal definition for this
interface, i.e. no endpoints and no logical channels are defined.

The following information is transferred:

- control of certain MAC processes (e.g. encryption);

- transfer of certain broadcast data (e.g. FP identities).

5.4.5 Order of transmission

Certain primitives exchanged between the MAC layer and the DLC layer may have a SDU containing
peer-to-peer messages. The SDU data is arranged as a list of octets or part octets, starting with octet 1.
The bits within one octet are numbered from 1 to 8 where the most significant bit has nhumber 8. The MAC
layer transmits these octets in ascending order, starting with octet 1. Valid bits within one octet are
transmitted in descending order.

55 Bearers

MAC bearers are the elements that are created by each cell site function. Each bearer corresponds to a
single service instance to one PHL. Duplex and double-simplex bearers may be combined by the MBC to

provide complete MAC connections to provide a co-ordinated connection oriented service (see
subclause 5.6).
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551 Bearer types
Four types of bearer are defined:

1) simplex bearer : a simplex bearer is created by allocating one physical channel for transmissions in
one direction. Two types of simplex bearers exist, short and long simplex bearers. The short simplex
bearers only contain the A-field whereas long simplex bearers contain the A-field and the B-field
(refer to subclause 6.2.1). One simplex bearer is created by one dummy bearer controller or by one
connectionless bearer controller. A DBC shall always control a short simplex bearer;

2) duplex bearer : a duplex bearer is created by a pair of simplex bearers, operating in opposite
directions on two physical channels. These pairs of channels shall always use the same RF carrier
and shall always use evenly spaced time slots (i.e. the starting points of the time slots are
separated by 0,5 frame). One duplex bearer is created by one traffic bearer controller or one
connectionless bearer controller. A duplex bearer controlled by a TBC always contains the A-field
and the B-field in both directions (refer to subclause 6.2.1);

3) double simplex : a double simplex bearer is created by a pair of long simplex bearers operating in
the same direction on two physical channels. These pairs of channels shall always use the same RF
carrier and shall always use evenly spaced time slots (i.e. the starting points of the time slots are
separated by 0,5 frame). Double simplex bearers shall only exist as part of a multi-bearer
connection. One double simplex bearer is created by one traffic bearer controller;

4) double duplex bearer: a double duplex bearer is composed by a pair of duplex bearers referring to
the same MAC connection. Each duplex bearer is created by one TBC and the pair is controlled by
the same MBC. The duplex bearers share their simplex bearers for the information flow.

Transmission on a bearer uses the PL_TX primitive, where the SDU in each PL_TX-req primitive contains
the data for one slot (for one transmission).

Reception on a bearer uses the PL_RX primitive, where the SDU in each PL_RX-cfm primitive contains the
data for one slot (for one reception).

5.5.2 Bearer operation
A bearer can exist in one of three operational states:

1) dummy bearer: where there are normally continuous transmissions (i.e. one transmission in every
frame, refer to subclause 5.7). These transmissions never contain data related to the MC or the MB
SAP. A dummy bearer only supports BMC services. A dummy bearer is a short simplex bearer;

2) traffic bearer: where there are continuous point-to-point transmissions that usually contain MC SAP
data but never contain data related to the MB SAP. A traffic bearer supports both, BMC and MBC
services. A traffic bearer is a duplex bearer or a double simplex bearer;

3) connectionless bearer: where there are transmissions that may contain MB SAP data but never
contain data related to the MC SAP. A connectionless bearer supports both BMC and CMC
services. In the direction FT to PTs a connectionless bearer is either duplex if the RFP also supports
the connectionless uplink service, or simplex if it does not support the connectionless uplink service.
For a PT, a connectionless bearer is either a simplex or a duplex bearer.

"Logical bearer" defines the effective service available from one traffic bearer. During bearer handover two
identical duplex or double simplex bearers may exist to provide the service of one logical bearer. At all
other times each logical bearer corresponds to one duplex or double simplex bearer.
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5.6 Connection oriented services

Each MBC instance creates one MAC connection, and provides an independent service to the higher
(DLC) layer. A MAC connection is wholly contained within one cluster, using the services of one or more
TBCs within that cluster.

Each MAC connection may use the services of one or more bearers. A single-bearer connection shall use
a single duplex bearer. A multi-bearer connection shall use one duplex bearer plus one or more additional
duplex and/or double simplex bearers.

5.6.1 Connection types

The MAC provides C-channel and I-channel services to the DLC layer by setting up and maintaining MAC
connections.

All RFPs of a cluster shall provide the same capabilities to transmit higher layer control (in particular, the
Cr and G channel capabilities shall be the same).

Three type of connections are defined:

- basic connections;

- advanced connections;

- physical connections.

5.6.1.1 Basic connections

Basic connections have no common connection number (common is defined to mean the same connection
number is known at both PT and FT). Therefore, only one basic connection may exist between a PT

(identified by its PMID) and one particular FT (identified by the ARI).

Exception: During connection handover two basic connections may exist, serving the same
DLC link.

Basic connections only provide one full slot duplex bearer for the Iy_minimum_delay service. Because
basic connections are always single bearer connections no Logical Bearer Number (LBN) is assigned to
the bearer for these connections.

Basic connections shall not support C G and Ip channels and shall not send MAC extended control in the
B-field.

5.6.1.2 Advanced connections
Advanced connections have a common connection number, called Exchanged Connection Number (ECN)
which is assigned by the LLME. Therefore, more than one advanced connection may exist between a PT

and one FT. Advanced connections may provide any service listed in subclauses 5.6.2.1 and 5.6.2.2.

Bearers of advanced connections are labelled by the MAC with LBNs (common parameters). The LBN
enables the MAC to distinguish between different bearers in the same connection.

Advanced connections created with the A-field MAC messages (see subclause 10.2.4) may support the Cr
channel. If the wanted service needs a G channel the connection shall support the C channel.

Advanced connections created with the B-field MAC messages shall support the C channel.
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5.6.1.3 Connection identifiers

Locally each connection (each instance of an MBC) is always identified by a MAC Connection Endpoint
Identification (MCEI). This MCEI allows the DLC to select one particular connection. In the PT the MCEI is
assigned by the LLME and is unique within that PT. In the FT the MCEI is assigned by the LLME and is
unique within that FT identified by its ARI. In general the MCEIs will be different in the PT and the FT for
any given connection.

For advanced connections, a further common identifier, the ECN, is transmitted between PT and FT. The
full identifier consists of ARl + PMID + ECN. PMID and ARI identify the PT and the FT. The ECN allows
different advanced connections between the same PT and FT to be distinguished. The DLC and MAC at
both ends know this common identifier.

5.6.1.4 Physical connections
Physical connections only provide one duplex bearer without referring to a particular service.

Physical connections do not require the opening of a DLC link and can be identified at the MAC layer by
the PMID.

A physical connection can be linked to a duplex bearer of a basic or an advanced connection by a mapping
procedure (see subclause 10.5.1.6); after the mapping, it shall acquire the same properties of the linked
channel and shall be referred to the same connection. The two linked bearers constitute a double duplex
bearer.

5.6.2 Symmetric and asymmetric connections

The different connection oriented service types are divided into two categories, symmetric and asymmetric
connections:

- symmetric connections  will always have the same number of simplex bearers in both transmission
directions. Moreover the service characteristics (see subclause 5.6.2.1) and their bandwidths are
the same for both directions;

- asymmetric connections  have a different number of logical simplex bearers for both transmission
directions. Typically, there are only one or two bearers in the "reverse" direction. Although the
services in both directions have the same characteristics the bandwidth of the services will differ.

- Multibearer connections exist only in full slot and double slot transmission mode. This means that
asymmetric connections are not permitted in half slot transmission mode. All bearers of a
multibearer connection shall be from the same slot type, i.e. either full slot or double slot.

- It is also assumed that asymmetric connections are fully asymmetric, that is, | channel data only
flows in one direction.

In all connections, the DLC gives the MAC a "target number of bearers" and a "minimum acceptable
number of bearers" to establish. When the connection has been established (or set up has failed), the
MAC tells the DLC the "actual number of bearers" that have been established. In many cases the "target
number of bearers" equals the "minimum acceptable number of bearers".
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56.2.1

The four symmetric service types are distinguished by their | channel data protection and their throughput:
- type 1:
- type 2:
- type 3:

- type 4:

NOTE

NOTE

Symmetric connections

Ip_error_detection: error detection capability, fixed throughput; and

Ip_error_correction: error correction, variable throughput.

1: Service type 1 (ly_minimum _delay) exists only as single bearer
Iy_minimum_delay and Iy_normal_delay services have different | channel flow control

(see subclause 8.4).

2. The throughput of service types 2 and 3 can vary if the MAC layer changes the number

of bearers assigned to that connection.

The most important parameters of the four symmetric services are listed in table 1.

Table 1: Symmetric services

Iny_minimum_delay: limited error protection, minimum delay, fixed throughput;

Iy_normal_delay: limited error protection, normal delay, fixed throughput;

service.

| channel B-field
St capacity (kbit/s) multiplex Np err err max. dly
schemes det. corr. Cr (ms)

1d 80 (UB0a,E80) IN no no 64,0 =10
1f 32 (U32a,E32) IN no no 25,6 =10
1h 8 +j/10 (U08a,E08) IN no no 6,4 =10
2d k x 80 (UB0a,E80) IN no no 64,0 15
2f k x 32 (U32a,E32) IN no no 25,6 15
2h 8 +j/10 (U08a,E08) IN no no 6,4 15
3d kx 64,0 (UB0b,E80) IP yes no 64,0 15
3f kxezjﬁ (U32b,E32) P yes no 25,6 15
3h ' (U08b,E08) IP yes no 6,4 15
4d <kx 64,0 (U80b,E80) P yes yes 64,0 var
Af < kx25,6 (U32b,E32) P yes yes 25,6 var
4h <64 (U08h,E08) IP yes yes 6,4 var

ST: Service Type, xd = type x double slot, xf = type x full slot, xh = type x half slot

N P: IN channel or IP channel

err. det.: error detection capability

err. corr..  error correction possibility

max. Cg: maximum Cg channel throughput

dly: approximate delay incurred by | channel data in ms. "var" is variable

t: the target number of duplex bearers; w <t

k: the actual number of duplex bearers; w<s k<t

NOTE: Refer to subclause 6.2.2.2 for details of B-field multiplex schemes
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5.6.2.2 Asymmetric connections

General principles:

a) simplex bearers are always allocated in pairs;

b) pairs of simplex bearers are one half TDMA frame apart;

C) there exists (k + m + n) simplex bearers where k =-m + n> 1. k bearers are in the main, "forward"
data direction and m + n bearers are in the opposite, "reverse" direction;

d) all the k bearers in the forward direction have the same format;

e) the n bearers in the reverse direction are called "special" bearers. Depending on the slot type these
bearers have the E32 or the E80 format. They may be used to report reception quality on the
double simplex bearers in the forward data direction and carry G channel data. These special
bearers shall not carry | channel data;

f) the m data bearers in the reverse direction have the same format as the k bearers in the forward
direction.

NOTE: n>0.

The three asymmetric service types are distinguished by their | channel data protection and their
throughput:

- type 5: Iy_normal_delay : limited error protection, normal delay, fixed throughput;
- type 6: Ip_error_detection : error detection capability, fixed throughput;
- type 7: Ip_error_correction : error correction, variable throughput.

Table 2 shows the most important parameters for asymmetric connections. The first line in each
description defines the forward data direction. The second and third line describe the reverse direction.
The same abbreviations are used as in table 1 except:



Page 38
ETS 300 175-3: September 1996

Table 2: Asymmetric services

I channel B-field
St capacity multiplex Np err err max.
schemes det. corr. Cr
5d k x 80 (U80a,E80) IN no no 64,0
m x 80 (U80a,E80) IN no no 64,0
nxo0 (E80) - yes no 64,0
5f k x 32 (U32a,E32) IN no no 25,6
mx 32 (U32a,E32) IN no no 25,6
nx0 (E32) - yes no 25,6
6d k x 64 (U80b,E80) P yes no 64,0
m X 64 (U80b,E80) P yes no 64,0
nx0 (E80) - yes no 57,6*
6f k x 25,6 (U32b,E32) IP yes no 25,6
m x 25,6 (U32b,E32) P yes no 25,6
nx0 (E32) - yes no 19,2*
7d < k x 64 (U80b,E80) P yes yes 64,0
<mx64 (UB0b,E80) IP yes yes 64,0
nx0 (E80) - yes no 57,6
<kx 256 (U32b,E32) IP yes yes 25,6
<mx25,6 (U32b,E32) P yes yes 256
nx0 (E32) - yes no 19,2
ST: Service Type
xd: type x double slot
xf: type x full slot
xh: type x half slot, where x = the Service Type
NP: IN channel or IP channel
err.det.: error detection capability
err.corr.: error correction possibility
max.Cg: maximum Cg channel throughput
k: the actual number of simplex bearers in the forward direction
m: the actual number of simplex data bearers in the reverse direction
n: the actual number of simplex special bearers in the reverse direction
*: it is expected that the "MAC-Mod2-ACKs" message is normally sent on this bearer,
reducing the Cg capacity by 6,4 kbit/s.
NOTE: Refer to subclause 6.2.2.2 for details of B-field multiplex schemes.

For type 5, fixed throughput service without error correction, (k + m + n) MOD 2 shall equal 0, n shall be
increased by 1 if necessary.

For type 6, fixed throughput service without error correction, (k + m + n) MOD 2 shall equal 0, either k, m
or n may be increased by 1.

NOTE 3: The throughput of service types 5 and 6 can vary if the MAC layer changes the number
of bearers assigned to that connection.

For type 7, variable throughput, variable delay with modulo 2 based retransmission scheme, (k + m + n)
MOD 2 shall equal 0, either k, m or n may be increased by 1.

57 Broadcast and connectionless services

Most of the broadcast and connectionless services shall be continuous in the downlink direction, i.e. from
FT to PT, and non-existent or non-continuous in the uplink direction.

To provide the continuous downlink services a CSF may install one or two bearers which either supports
only the broadcast service, i.e. dummy bearers, or which supports the broadcast and the connectionless
services, i.e. connectionless bearers.
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If two bearers are installed both bearers shall support the same services. The maximum of two bearers for
one CSF is only allowed when:

a) no traffic bearer with downlink transmissions exists at the CSF; and

b) the FP has multiple RFPs with different FMIDs (refer to subclause 11.7), and provides inter-cell
handover capability.

If a CSF uses two bearers for this service, the CSF shall stop transmissions on one of these bearers, (i.e.
release the bearer), within 4 multiframes after establishment of the first traffic bearer with downlink
transmissions.

The only exception to the above rule applies when the CSF decides to change the physical channel(s) for
one of these particular bearers. In this case the CSF may maintain one additional bearer to provide the
continuous downlink services for a duration of up to 4 multiframes. At most one bearer for this continuous
downlink service may change the physical channel(s) at the time. The number of physical channel changes
for this exception shall not exceed 5 changes per any one minute interval.

If a DBC or CBC is selected for the continuous downlink service this bearer shall normally transmit once
per frame in downlink direction. The only allowed exception applies for quality control purposes of the
chosen physical channel, e.g. RSSI measurements. A DBC or CBC may miss at most one downlink
transmission in any one second interval, provided that:

a) CMC services are not affected (CBC only);
b) the BMC paging service (refer to subclause 9.1.3) is not affected.

It is further not allowed to miss transmissions in frames 0,8 and 14 of a multiframe (refer to
subclause 6.2.2.1.1).

NOTE: If no CMC service is provided, the broadcast service may be offered by a traffic bearer
of an ongoing connection. The exception of missing one frame's transmission does not
apply for the TBC controlling this traffic bearer.

PT attempts to setup a traffic bearer using the same physical channel(s) as used for a connectionless
downlink service shall be ignored by the CSF. With the system capabilities message the FT tells the PT
whether or not a bearer setup attempt on dummy bearer(s) is allowed. If setup is prohibited a CSF shall
ignore attempts to setup a bearer using the same physical channel as a dummy bearer.

57.1 The broadcast services
Two broadcast services are defined, a continuous and a non-continuous broadcast service.
57.1.1 The continuous broadcast service

The continuous broadcast service is a simplex service in the direction FT to PT, and is controlled by the
BMC.

This service allows PTs to lock on to an FT and to acquire access rights and service related information
(see subclause 5.2.2). The service is available on all bearers with continuous transmissions in direction FT
to PT. This can be a dummy bearer, a traffic bearer or a connectionless bearer.

Each RFP of an FP shall maintain at least one bearer with continuous broadcast transmissions. If an RFP
maintains neither a traffic bearer nor a connectionless bearer with continuous transmissions the RFP shall
install at least one dummy bearer to provide the broadcast service. Dummy bearers exist only in the
downlink direction, i.e. FT to PT.

Data of the continuous broadcast service are always transmitted in the A-field (refer to subclause 6.2.1).
The functionality of the service is determined by the rules to distribute data from all broadcast channels into
the A-field of consecutive frames within one multiframe (refer to subclause 6.2.2).
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57.1.2 The non-continuous broadcast service

The non-continuous broadcast service allows the PTs to obtain extended system information on request.
This service is controlled by the BMC and works on a transient duplex bearer. The service needs a limited
number of transmissions in both directions.

The request and the reply data are transmitted either in the A-field or in the B-field (refer to
subclause 6.2.1). The non-continuous broadcast service uses a unique A-field coding for the first
transmission in either direction (refer to subclause 7.2.5.6). This is in order to distinguish transmissions of
this service from transmissions of other connectionless services.

5.7.2 The connectionless services

The connectionless services allow multicast transmission of higher layer C-plane and U-plane data from an
FT to PTs, and point-to-point transmission of higher layer C-plane data from a PT to one FT. These
services are controlled by the CMC. The FT to PTs connectionless service may be continuous (i.e. one
transmission in every frame). In the direction PT to FT, transmission is limited to a maximum of two slots in
two successive frames.

5.7.2.1 Connectionless downlink services

The connectionless downlink service offers a continuous simplex service to the DLC. Only one CMC
downlink service may exist within each cluster.

Connectionless bearers used for a downlink service are marked by a special header code and may also be
announced by using the BMC service.

A connectionless downlink service shall use CBCs controlling a duplex bearer or, if the CMC does not
provide an uplink service, CBCs controlling a simplex bearer. If two CBCs are installed at a CSF to provide
the connectionless downlink service all data of this service shall be duplicated on both CBCs.

NOTE 1: The number of allowed CBCs per CSF for connectionless downlink services is
restricted (refer to subclause 5.7).

NOTE 2: Connectionless downlink and uplink services are independent.

NOTE 3: A connectionless uplink service may choose another bearer than the duplex bearer
which is used for the downlink service.

Four types of continuous connectionless simplex services exist. They are distinguished by the logical
channels supported:

a) only CLg channel;

b)  CLg and CLg channels;
c)  Clg and Sl channels.
d)  CLg and Slp channels.

Service a) shall always use a short simplex bearer for the downlink. The services b) ¢) and d) use a long
simplex bearer.
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5.7.2.2 Connectionless uplink services

This service uses a CBC controlled bearer. Provided that the CBC controls both, the connectionless
downlink and uplink service, this bearer is a duplex bearer. Otherwise the CBC controls a simplex bearer.
The connectionless uplink service consists of one or two transmissions from the PT to the FT.

The following simplex services are offered to the DLC:

a) CLg-channel only, one CLg segment,

b) CLg-channel only; and

c) no SDU (only PMID passed to the FT's DLC).

Services a) and ¢) may use either a short simplex bearer or a long simplex bearer for the uplink. Service b)
always uses a long simplex bearer for the uplink. All services may work together with either a short

simplex bearer or a long simplex bearer for the downlink.

The PT uses A-field messages to address the RFP and to identify itself.
6 Multiplexing

To allocate DECT D-channel capacity to carry data from all logical channels defined in subclause 5.3,
several controllers, multiplex algorithms and mapping schemes are used. Figures 9 to 12 show the four
possible MAC layer multiplexing structures, corresponding to the four bearer arrangements.

6.1 CCF multiplexing functions

The MBC establishes and maintains a connection and controls the data flow of the | and C-channels. For
these purposes the MBC uses MAC control.

In the transmission direction the MBC distributes the data received through the MC SAP to all the TBCs in
one connection. This includes the routing of C-channel data to one TBC or duplication of this data to more
than one TBC and the careful management of data from all channels to two TBCs during seamless bearer
handover.

In the receiving direction the MBC collects data from all TBCs. For C-channel data the receiving traffic
controller removes duplicate data and performs resequencing.

For I-channel services the MBC is either responsible for resequencing the data or it applies a
retransmission scheme to correct transmission errors (see subclause 10.8).

Each MBC may contain a key stream generator. This element produces a cypher stream to encrypt or
decrypt all I, GF and C-channel data.

The BMC manages and distributes N, Q and Bg-channel data.



Page 42
ETS 300 175-3: September 1996

6.2 CSF multiplexing functions

Every TBC or CBC or DBC multiplexes data received from BMC, from CMC and from MBC onto
D-fields for delivery to the physical layer. The following functions are defined:

MAC control: MAC control is needed to setup, maintain and release bearers, and to enable/disable
encryption.

Bit MAPpings (MAP): MAPSs are spatial multiplexers, that combine two or more fields into a single (larger)
field. Three MAPs are defined: A-MAP, B-MAP and D-MAP.

Time MUIltipleXers (MUX): MUXs are used to switch between alternative fields on a frame-by-frame
basis. They operate synchronously to the applied frame and multiframe timing. Three MUXs are defined:
C-MUX, T-MUX and E/U MUX.

Scrambler; scrambling is used to modify specific data fields every frame according to a standard
(predefined) pattern (refer to subclause 6.2.4).

Encryption: encryption is used to modify specific data fields according to a secret pattern denoted KSG in
figure 9 (refer to subclause 6.2.3). The use of encryption is optional.

Error control (CRC): the error control modules generate extra error control bits (redundancy bits)
according to standard cyclic generation algorithms (refer to subclause 6.2.5).

Broadcast control:  this is used to merge MAC information with higher layer information as part of the
BMC service.
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Figure 9: TBC multiplexing
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Figure 11: DBC multiplexing
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6.2.1 Bit MAPpings (MAP)

All of the mappings follow fixed schemes. The A-MAP builds the A-field with the header and tail bits. The
mapping rule is described in subclause 6.2.1.2. The D-MAP forms the DECT D-field data burst with the A-
and B-fields.

The size of the B-field depends upon the physical packet size. Four sizes of D-field are defined,
corresponding to these physical packets:

- D80 field; for double slot operation;

- D32 field; for full slot operation;

- D08 field; for half slot operation;

- DO0O field; for short slot operation.

6.2.1.1 D-field MAPping (D-MAP)

The D-fields D80, D32 and D08 are divided into two fields:
- the A-field; and

- the B-field.

Field A contains 64 bits numbered from a, to ag; where a, occurs earlier than a;. The B-field occupies the
rest of the D-field and varies in size between full slots and half slots.

In the D8O field the B-field contains 804 bits which are numbered from b, to bgy; where b, occurs earlier
than b;.

do as67
868 bits

D80

A B

64 bits 804 bits
a0 a63 | b0 b803

Figure 13: A-field and B-field in the D80 field

In the D32 field the B-field contains 324 bits which are numbered from b, to bs,5 ,here b, occurs earlier
than b;.

do a3s7
388 bits

D32

A B

64 bits 324 bits
a0 a63 | b0 b323

Figure 14: A-field and B-field in the D32 field
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In the D08 field the B-field contains 84+j bits which are numbered from by, to bgs,; where by occurs earlier
than b;.

do d147 + |
148 jbits
D08
A B
64 bits 84 + | bits
a0 a63 | b0 b83 + |

Figure 15: A-field and B-field in the D08 field
NOTE 1: With j = 0 the guard space is the same for half slots as for full slots (see
ETS 300 175-2 [2]). The ability to set j provides flexibility for future low rate speech
codec applications.

NOTE 2:  j can only be selected from one of the values defined in this ETS. Currently the only
defined value for j is j = 0. Other values of j are subject to future standardisation.

The default value of j for the D08 field shall be 0.

The D-field DOO for short slot operation only contains the A-field.

do d63
64 bits
D00
A
64 bits
a0 a63

Figure 16: The DOO field containing the A-field
6.2.1.2 A-field MAPping (A-MAP)

The division of the A-field into Header (H), Tail (T), and Redundancy (RA) bits, is the same for all mappings
and shown in figure 17.

A
H T Ra
8 40 16

Figure 17: A-field mapping
The header, H, is located in bits a, to a; and contains the 8 bit MAC layer permanent control data field.
The tail, T, contains 40 bits and is located in bit positions ag to a,-.

The remaining 16 bits a,g to ag3 are redundancy bits, R,, to provide error control on all the A-field data.
See subclause 6.2.5.2 for the calculation of the value of these bits.
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By definition the header field always contains the MAC control information.
The tail carries data from several logical channels, using the T-MUX algorithm defined in subclause 6.2.2.1.

6.2.1.3 B-field MAPping (B-MAP)

For the B-field two mappings exist, a protected format and an unprotected format. With the unprotected
format the 4 bit X-field at the end of the B-field contains the only redundancy bits in the B-field.

Unprotected formats: in the unprotected double slot format the mapping of the A-field and B-field onto
the D80-field of physical packets P80 is shown in figure 18 and described as:

dl = ai 0
b, -64 : 64
| 64 804
LT
A B
I
| _dat_aIR_A data X
| 48 |16 800 4

Figure 18: Unprotected B-field format (double slot)

In the unprotected full slot format the fields A and B are mapped onto the D32-field of physical packets
P32 as follows:

dp =a; : 0<i< 63
b, -64 :64 < i< 387
| 64 324
,__A__
A :
|_dat_aJ_R_A data X
|48 |1e 320 4

Figure 19: Unprotected B-field format (full slot)

In the unprotected half slot format the mapping of the A-field and B-field onto the D08-field of physical
packets P08 is shown in figure 20 and described as:

di =a; : 0 <i<63
b, -64 @64 < i< 147+]
| 64 84 +j
[ ;‘ - .
F;E _R_A data X
|_Qé_ | 16 80 + | 4

Figure 20: Unprotected B-field format (half slot)
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Protected formats: the protected formats divide the B-field into subfields. The last 4 bits are always the
X-field. The other bits are divided into subfields of 80 bit length, where the first subfield starts with the first
bit in the B-field. The subfields are numbered B0, B1, B2 etc. The last subfield before the X-field may have
a smaller length than 80 bits. The bit bki from the Bk subfield corresponds to the bit bgqy, of the B-field.

All 80 bit subfields consist of a 64 bit data block followed by 16 CRC bits (RBj_fieIds). In all protected
formats the 80 bit subfield BO is placed in the same relative position to the synchronisation word and starts
with the 65th bit of the physical channel's D-field.

Figure 21 shows the protected double slot format, which is described as:

dj = aj : 0<i< 63
b0;j - 64 : 64 <i<143
blj- 144 : 144 <i<223
b2j - 2204 : 224 <i< 303
b3j- 304 : 304 <i<383
b4i - 384 : 384 <i<463
b5j - 464 : 464 <i <543
b6j - 544 : 544 <i <623
b7;- 624 : 624 <i<703
b8i - 704 : 704 <i<783
b9 - 784 : 784 <i <863
Xj - 864 : 864 <i<867
64 804
oA B
LA BO B1 B2 B3 B4 B5 B6 B7 B8 B9 |[x

data {Ry{ data Ro| data | 1| data |%2| data |%ss| data |4 data |%s| data | 6| data |7 data |s| data || X

Figure 21: Protected B-field format (double slot)

For the protected full slot format a more detailed mapping is shown in figure 22 and described as follows:

di=a; : 0<i< 63
bO; - 64 : 64 <i<143
bl - 144 144 <i< 223
b2 - 224 224 <i <303
b3,-304 304 <i<383
X - 384 : 384 < i <387
64 324
A B
LA BO B1 B2 B3 | X

i data {Ry{ data || data 1| data || data |Tea| X

| 48 |16] 64 |16] 64 |16| 64 |16]| 64 |16]4 |
Figure 22: Protected B-field format (full slot)

With a B-field length of 84 + j bits in half slot mode, a subfield B1 only exists for j > 0. The use of this field
in the protected half slot format is undefined. Keeping this field allows the unprotected and the protected
format to have the same size. Therefore, for a chosen j the X-field is in the same position in both formats.
This allows the same X-field procedure to be used for measuring the performance of the physical channel
in both protected and unprotected half slot formats.
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Figure 23 shows the protected half slot format, which is described as:

d = a; . 0 <i< 63
b0; - 64 . 64 <i<143
(bli_144 : 144Si£143+j;j>0)
Xi - 144j : 144 +<i<147 +
64 ’ 84 +j |
A B
LA BO | B1|X
[ —
i data {Ru{ data |o| — |X
| 48 |16] 64 [16] | |4|

Figure 23: Protected B-field format (half slot)
The B-field format is controlled by the E/U MUX. This is described in subclause 6.2.2.2.
In the unprotected format, the single data field may only carry data from the IN logical channel.

In the protected format, the data fields may carry data from different logical channels. The contents are
defined by the E/U MUX (subclause 6.2.2.2) and the C-MUX (subclause 6.2.2.3).

Any operation of the E/U MUX shall not alter the value of j for half slot operation. The value of j shall be
agreed at connection set up and shall not be changed during the connection unless an appropriate
MAC_MOD primitive is received.

6.2.2 Time multiplexers

A T-MUX (tail-multiplex) changes the tail T, which can be one of the tail types, Pt, Q1, Ny, Cy and M. A
E/U-MUX selects between E-type and U-type. The C-MUX controls the mode of the B-field, distributing the
flow of MAC control information, M, G, Cr, and CL data into the B-field.

T-MUX algorithms are different for RFPs and PTs because PTs do not transmit P and Q-channels. C-MUX
and E/U-MUX algorithms are the same for both equipments.

6.2.2.1 Tail MUItipleXer (T-MUX)

The tail, T, contains 40 bits. The logical channels carried in the tail depend upon the tail type. This is
detailed in table 3.

Table 3
Cr one Cqg or CLg-channel segment
Mt one M-channel message
NT one N-channel message
Pr one P-channel message (see subclause 7.2.4 and subclause 9.1.3)
QT one Q-channel message
NOTE: These tail types are multiplexed on a frame-by-frame basis.
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6.2.2.1.1

T-MUX algorithm for RFP transmissions

The DECT RFPs support a multiframe structure of 16 frames duration. Both frame and multiframe timing
shall be synchronised for all RFPs of one DECT fixed system.

The 16 frames in one multiframe are numbered from frame 0 to frame 15. Once every multiframe, a
special tail identification is sent in the header, H, to mark frame number 8 of the multiframe.

In all odd frames the tail contains either M1, C; or Nt. The applied "My, Cy, N;" priority scheme means:

Ny type tails.

M+ type tails have priority over;

C; type tails which have priority over the;

In frames {0,2,4,6,10,12} a "P, N;" priority scheme is used:

P type tails have priority over the Ny type tails.

The tail of frame 14 is reserved for Ny ("N;" priority scheme) and the tail of frame 8 is reserved for Q;
information ("Q+" scheme).

The resulting algorithm is given in table 4.

Exceptions:

The following throughput capacities are achieved:
(fpmf = frames per multiframe):

C

M+

N

F’T:

Q

Table 4
Frame Priority scheme —rame Priority scheme
0 Pr, Nt 1 M, Ct, Nt
2 P, Nt 3 M1, C1, Nt
4 Pr, Nt 5 M, Ct, Nt
6 Pr, Nt 7 M, Ct, Nt
8 Q7 9 M+, Ct, Nt
10 P, Nt 11 My, Cr, Ny
12 Pr, Nt 13 M, Ct, Nt
14 Ny 15 M, Ct, Nt

When responding to a "bearer request" message or during bearer release, the

F; may insert an My tail in an even numbered frame. These are the only
exceptions.

higher layer control
MAC layer control

identities information

lower limit, excluding exceptions as above

paging

0 - 2 kbit/s 0 - 8 fpmf;
0 - 2 kbit/s 0 - 8 fpmf;

0,25 - 3,75 kbit/s 1 - 15 fpmf;
0,25 kbit/s 1 fpmf;

0 - 1,5 kbit/s 0 - 6 fpmf;

system information, excluding exceptions
above 0,25 kbit/s 1 fpmf.

as
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6.2.2.1.2 T-MUX algorithm for PT transmissions

The algorithm shown in table 5 is used by PTs for all traffic bearers in connection oriented services:

Table 5
Frame Priority scheme —rame Priority scheme
0 Mr, C1, Nt 1 Nt
2 My, Ct, Nt 3 Nt
4 M1, C1, Nt 5 Nr
6 Mr, C1, Nt 7 Nr
8 Mr, C1, Nt 9 Nt
10 M+, Cr1, Nt 11 Nt
12 Mr, C1, Nt 13 Nr
14 Mr, C1, Nt 15 Np
Exceptions: The transmission of a "bearer request” or a "bearer release" from a PT may use

an My tail and this may be placed in any frame (see subclauses 10.5 and 10.7).

The following throughput capacities are achieved
(fpmf = frames per multi-frame):

Ny identities information 0,25 - 3,75 kbit/s 1 - 15 fpmf;
Cy: higher layer control 0 - 2 kbit/s 0 - 8 fpmf;
M;:  MAC layer control 0 - 2 kbit/s 0 - 8 fpmf;
Ny identities information 2 - 4 kbit/s 8- 16 fpmf;
lower limit, excluding exceptions as above 2 kbit/s 8 fpmf.

Connectionless uplink services and requests for a BMC service always start with a My message in the first
P; transmission (see subclause 7.2.5.6). Only for connectionless uplink services a second transmission
may occur. This second transmission uses a C; tail when a CLg segment is carried and a M tail
otherwise.

6.2.2.2 B-field control multiplexer (E/U-MUX)

The E/U MUX switches the B-field between two types of multiplex, the E-type and the U-type.

1) E-type:

- for traffic bearers the B-field is used to carry M-channel data and/or Cg-channel data and/or
Gg-channel data. For connectionless bearers the B-field is used to carry M-channel data and/or
CLg-channel data.

2) U-type:

- the B-field is used to carry either Iy-channel data or Ip-channel data, or Sl or Sl -channel data.

The E/U MUX operates on a frame-by-frame basis in response to immediate traffic demands. The chosen

multiplex for each frame is indicated with the BA bits in the A-field header. E-type multiplex has priority
over U-type multiplex.
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The B-field multiplexes are defined in table 6.

Table 6
B-field multiplex B-field Logical
D80-field D32-field D08-field E/U format channel
E80 E32 E Protected C-MUX
U80a U32a U08a U Unprotected Iy or Sly
UB0b U32b U08b U Protected Ip or Slp

The E-type multiplex always uses the protected B-field format. The possible modes of the E-type multiplex
are defined by the C-MUX (see subclause 6.2.2.3).

The U-type multiplex in connection oriented services may use either the protected B-field format or the
unprotected B-field format. This choice is defined at connection establishment for all bearers belonging to
that connection, and it corresponds to the logical channel required for the chosen service, Iy or Ip. The
chosen format is maintained until it is re-negotiated or the connection ends.

6.2.2.3 B-field mode multiplexer (C-MUX)

6.2.2.3.1 Double slot and full slot modes

For double slot and full slot mode all B-subfields are used for control. The following types of information
have to be multiplexed:

higher layer control from the C or CLg logical channel

MAC layer connection related signalling;

higher layer information from the G logical channel; and

MAC layer control to describe the contents of the subfields.

All extended MAC control and GF segments carried in the B-subfields have a header with a bit indicating if
the next subfield in the same databurst contains an extended MAC control or G segment, or whether it
contains higher layer control.
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Table 7
subfield || BO B1 B2 B3 B4 B5 B6 B7 B8 | B9

C/O CF CF CF CF CF CF CF CF CF CF
Mode 0

C/L CLe ClLe CLe CLe CLe CLg CLe CLe ClLe CLe

C/O || MIM+Gk Ce Ce Cr Ce Ce Ce Ce Ce Cr
Mode 1

C/IL M CLe CLe CLe CLe CLe CLe CLe CLe CLe

C/O M/M+Ge M/M+Ge Ck Ck Ck Ck Ce Ck Ce Ck
Mode 2

C/L M M CLe CLeg CLe CLe CLe CLe CLe CLeg

C/O M/M+Gg M/M+Gg M/M+Gg Cr Cr Cr Cr Ce Ce Ce
Mode 3

C/L M M M CLe CLe CLr ClLe ClLe CLe CLe

C/IO || MIM+Ge | MIM+Gg | M/M+Ge | M/IM+Gg Cr Cr Cr Cr Cr Cr
Mode 4

C/L M M M M CLe CLe ClLe ClLe CLe CLe

C/O M/M+Gg M/M+Gg M/M+Gg M/M+Gg M/M+Gg Ce Ce Ce Ce Cr
Mode 5

C/L M M M M M CLe CLr CLr ClLr CLe

C/O M/M+Gg M/M+Gg M/M+Gg M/M+Gg M/M+Gg M/M+Gg Cr Cr Cr Ce
Mode 6

C/L M M M M M M CLe CLe ClLe CLe

C/O || MIM+Gg M/M+Gg M/M+Gg M/M+Gg M/M+Gg M/M+Gg M/M+Gg Cr Ce Ce
Mode 7

C/IL M M M M M M M CLe CLe CLe

C/O M/M+Gg M/M+Gg M/M+Gg M/M+Gg M/M+Gg M/M+Gg M/M+Gg M/M+Gg Ce Ck
Mode 8

C/L M M M M M M M M CLe CLeg

C/O || MIM+Gr | MIM+Gr MIM+Ge | MIM+Gg | MIM+Ge | MIM+Gg | MIM+Gg MIM+Ge | MIM+Gg | MIM+Gg
Mode 9

C/L M M M M M M M M M M

C/IO || MIM+Ge | MIM+Gg | M/M+Gg | MIM+Gg | MIM+Ge | MIM+Gg | MIM+Ge | MIM+Ge | MIM+Ge | M/IM+Gg
Mode 10

C/L M M M M M M M M M M

For double slot operation the A-field header coding (BA bits) shall distinguish between :

- E-type, mode O;
- E-type, modes 1 - 9; and

- E-type, mode 10.
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For full slot operation the modes given in table 8 are allowed.

Table 8

subfield BO Bl B2 B3

Cl/O CF CF CF CF
Mode 0

CiL CLp CL, CL, CL,

Ccl/o M/M+Gg Cr Ce Ce
Mode 1

CIL M CLp CL, CL,

CIO || MIM+Gg M/M+Gg Ce Cr
Mode 2

C/L M M CL, CL,

CIO || MIM+Gg M/M+Gg M/M+ G Cr
Mode 3

CIL M M M Cle

CIO || MIM+Gg M/M +Gg M/M+ G M/M+Gp
Mode 4

CiL M M M M

For full slot operation the A-field header coding (BA bits) will distinguish between:

E-type, mode O;
E-type, modes 1 - 3; and

E-type, mode 4.

For Connection Oriented services (C/O) and when in E mode, the following priority scheme shall be used
to fill the four B-subfields:

1)

2)

3)

4)

5)

6)

7)

Release: bearer release messages for this bearer may be transmitted and may be placed in all
4 subfields.

Retransmissions of C : for retransmissions of B-fields containing Cr, the same mode shall be
used.

Bearer quality control In an asymmetric connection: in an asymmetric connection a
"MAC-Mod2-ACKs" message (subclause 7.3.5.4) may be placed in the subfield BO.

Other MAC layer control (excluding MAC_Dummy): this may be placed in the remaining
subfields. The subfields are used in the following order of preference, BO, B1, B2, B3.

New Cp data: any remaining subfields may be used for C. data. The subfields are used in the
following order of preference, B3, B2, B1, BO. However, the sequence of data through the MC SAP
shall be BO, B1, B2, B3.

New G data: this may be placed in any subfield that has not yet been used. The order of usage of
subfields and the sequence of data segments through the MC SAP is not specified.

Null message: this shall be used to fill any subfields still empty.
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In connectionless services new CL; segments have priority over MAC control.
6.2.2.3.2 Half slot modes

For half slot mode only one B-subfield is available for control. The following types of information have to be
multiplexed:

- higher layer control from the C or CL logical channel; and
- MAC layer connection related signalling.

NOTE: As multi-bearer half slots are prohibited, asymmetric connections are not possible, and
so no Gg-channel is used.

Only one E-type mapping exists.

The A-field header coding will distinguish between:

- E-type, mode 0; and

- E-type, mode 1.

Mode 0: the E-type databurst carries Cr or CL control,
Mode 1: the E-type databurst carries extended MAC control.

When in E mode, the following priority scheme shall be used to fill the BO subfield in connection oriented
services:

1) Release: bearer release messages for this bearer may be placed in BO.
2) Retransmissions of CF
3) MAC layer control (excluding MAC_dummy).
4) New C data.
5) MAC_dummy: U-type information should normally be sent in preference to this.
For connectionless services, CL data has priority over MAC control.
6.2.3 Encryption
Encryption is a privacy mechanism which may be provided to encrypt all C, I, and Gg-channel data of a
connection oriented call. The key stream generator KSG in the MBC produces the encryption sequence
which are XOR'd with the original data in the TBC's encryption entity.
NOTE 1: When enabled also M-channel data transmitted in the B-field is encrypted.
NOTE 2: Error control (R-CRC and X-CRC bhits) are never encrypted.

Before activating the encryption mechanism for the first time, the DLC provides the MBC with a secret
encryption key. This key is loaded into the key stream generator KSG.

Enabling and disabling of encryption is ordered by the DLC. The MBC is responsible for switching between
encryption mode and clear mode. The actual encryption mode of the connection controlled by the MBC
shall be the same for all established bearers of this connection.
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This part of the DECT CI standard defines:
- the messages required for switching the encryption mode of a connection;
- the primitives exchanged between MAC and DLC ; and

- the instant in time to enable encryption during bearer setup provided that the new bearer belongs to
a connection in encryption mode.

The following items related to the MAC layer are defined in ETS 300 175-7 [7]:

the algorithm used by the KSG to generate the encryption sequence;

- the MAC procedure to switch a connection between encryption and clear mode ; and

- the mapping of the encryption sequence onto the data fields.

6.2.4 Scrambling

A scrambler is used to avoid long "0" or "1" sequences occurring several times due to unaltered data or
retransmission protocols. The TBC generates pseudo-random sequences which change for consecutive
TDMA frames and combines the original B-field data with these sequences.

Scrambling is applied to all B-field data except the X-field. These are the first 800 bits numbered from bg
to b7gg for double slot, the first 320 bits numbered from by to bs;q for full slot, and the first 80 + j bits
numbered from by, to b,q + j for half slot.

The scrambled data is a combination of the original data and a scrambling sequence:

bi = bi XOR sj

where i O {0 .. 799} for double slot, i O {0 .. 319} for full slot, and i O {0 .. 79 + j} for half slot. XOR
describes the "exclusive-OR" function and s;; denotes bit "i" of the scrambling sequence s;.

Eight scrambling sequences exist, sy to s;. The number "f* of the scrambling sequence sf actually used,
depends upon the TDMA frame number within the multi-frame structure:

f = (TDMA frame number) MOD 8.

The scrambling sequences are based on a pseudo random sequence of length 31. This sequence is the
maximal length sequence generated by the five stage shift register shown in figure 24.

XOR

Q0 | 01 Q2 | 03 | o4 >

Figure 24

For the initial state of the shift register, Q5 and Q, are set to 1. Between the settings of Q,, Q;, Q, and
the sequence number f of the scrambling sequence sf the following relation shall hold:

f=0Q2%4 + Q172 + Qo
The scrambling sequence corresponds to the shift register output after passing an inversion mechanism.

The output of the shift register is the actual state of Q,. Therefore, the first output of the shift register used
to build the scrambling bit sf, corresponds to the initial state of Q.
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The inversion mechanism has two modes, the shift register output passes through non inverted or inverted.
The inversion mechanism toggles from one mode to the other mode when the shift register switches to the
state following the all one state. The toggle mode is preset to invert the first output of the shift register.

Scrambling of the B-field is mandatory and shall always be applied, even when encryption is active.
6.2.5 Error control

The MAC layer provides error control for all logical channels, using a combination of two Cyclic
Redundancy Codes (CRC):

- R-CRC; a 16-bit CRC;
- X-CRC; a 4-bit CRC.
6.2.5.1 R-CRC overview

The R-CRC is used to provide the main MAC layer error control. The MAC layer calculates 16 redundancy
bits over several fixed length data blocks:

- all A-fields;
- all B-subfields in protected format.

In each case, the redundancy bits are appended to the data blocks and allow a redundancy check in the
receiver. In the different mapping schemes given in subclause 6.2.1.3, the fields for transmitting the CRC
bits are denoted as R, and Rgg ... gz The procedure for calculating the 16 CRC bits and the rule to
check a received data block with its CRC bits is defined in subclause 6.2.5.2.

Data transmitted from all logical channels except the Iy-channel is located in data blocks to which these 16
CRC bits are appended (see mapping schemes in subclause 6.2.1). This allows the receiver to detect
errorsinall N, Q, Bg, Cg, Cg, CLg, CLg, Slp, Ip, Gg and M-channel data.

For N, Q, Bg, CLg, CL, Slp, M and Gg-channel data and Ip-channel data (when in the Ip_error_detection
service) only error detection capability is provided. No MAC layer retransmission scheme is applied for this
data.

For Cg and Cg-channel data, a MAC layer retransmission scheme is defined in order to correct
transmission errors. A numbering scheme allows successive data transmissions on these channels to be
distinguished. This allows repetition (retransmission) of the same data several times until the transmitter
gets an acknowledgement from the data receiver or the transmitter stops retransmitting the data. The
retransmission process is described in subclause 10.8.

For the I,_error_correction service the MAC layer provides a retransmission scheme for I, data.
Retransmissions are done for each bearer independently. The receiving side requests that the sending side
transmits the last packet again until no errors are detected or, until a timer expires. When the timer expires
that packet is discarded. Data passed to the upper layer is almost free from errors. This error correction
scheme is called the MOD-2 retransmission scheme for I, data, and described in subclause 10.8.2.

6.2.5.2 R-CRC generation and checking

All m = 64 bit A-fields and all m = 80 bit B-subfields (see subclause 6.2.1.3) contain n data bits and 16
check bits. Therefore the data block length nis m - 16. The 16 check bits are appended to the n data bits.
For encoding, the n data bits shall be considered to be the coefficients of a polynomial having terms from
xM-1 down to x16- If the m bits of one protected field are transmitted in ascending order (rg:Mse--1m-1) the
polynomial is built as:

X ym-1 X ym-2 r  Xy16
fg *X +r1x +"'+n-1x
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This polynomial is divided by the generating polynomial:
g(x) = x16+x10+x8 +x7 +x3+1 = 202'611 (oct)

The 16 check bits shall be the coefficients of the terms from x15 to x0 in the remainder polynomial, found
at the completion of the division. The remainder polynomial has the form:

T XX+ Xx14 + 41 XXO0
The last check bit (coefficient r,,, ; of the xO term in the remainder polynomial) is finally inverted.
In the resulting m = n+16 bit codeword, the leading n bits correspond to the original data bits.
For error detecting it has to be ensured that the received m-bit codeword is a valid codeword. Again the m
bits can be considered to be the coefficients of a polynomial having terms from xm-1 down to x0. If the m
bits of one protected field are received in ascending order (rg,ry,...,I,,.1) the polynomial is built as:

ro X XML+ 1y XxM2+ 44 XxO
After inverting the coefficient r,,; of the x0 term the generator polynomial g(x) divides all valid codewords.
6.2.5.3 X-CRC overview
For error control of B-field data a limited error detection scheme is always applied, even for unprotected
B-field formats. This is the only protection that is applied to the Iy logical channel. The MAC layer
calculates 4 redundancy bits from selected B-field data bits. These four bits are transmitted in the X-field.
The X-field occupies the last four bits of the B-field in all multiplexes. The X-field allows a redundancy
check in the receiver. The procedure for calculating and checking the X-field bits is defined in
subclause 6.2.5.4.

6.2.5.4 X-CRC generation and checking

The X-field consists of the last four bits of the B-field. It is used to test channel quality and to detect sliding
collisions. Therefore, a CRC check is done over a selected number of scrambled B-field bits.

The overall number of test bits is m. These m bits include the four X-field bits. The number m is different
for half slot, for full slot, and for double slot:

- m=284+j for half slot;
- m =84 for full slot;
- m = 164 for double slot.

With a test bit assignment of (rq,rq, ... ,r;,.1) the mapping of the test bits onto the B-field is the following:

= b ; 0< i < 83+] for half slot,
n = bj,sg s 0% i <15

bjtos ; 16 i <31

b, yqaq0; 32 1 < 47

bjy190: 48 i < 63

Di 4040 64< i <83 forfull slot,
n = bj,es s 0% i <15

bj 41085 16< i <31

bit190: 32 i <47

bj 056 48 i < 63

Dit300: 64 i <79

Djy384: 80 i <95

b yaag: 96 i <111

b ,51,:112< i <127
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bi +640:144< i <163 for double slot.

The first m-4 bits (rq,ry, ... ,fy,.5) are considered as the coefficients of the polynomial:
Fo XXM 4 ry XxM2 4 r o Xx4
This polynomial shall be divided by the polynomial:
x4 + 1 =21 (oct)
The remainder polynomial has the form:

X y3 X y2 X
Mm-a ™ X +rm_3 X +rm_2 x+rm_l

where the coefficients r,, 4 ... .1 shall represent the last four test bits and shall be transmitted in the
X-field.

For the X-field check, the received test pattern (rq,rq, ...,r,,.1) builds the polynomial:
o X XML 4 py XxM2 4+ 4 1 Xx0
The polynomial x4 + 1 = 21 (oct) divides all valid test patterns.
6.2.6 Broadcast controller
The broadcast controller in the TBC or CBC or DBC adds RFP specific information to data from the BMC.
Some examples for RFP specific information are: the RPN number (refer to subclause 7.2.2), the number

of transceivers within the RFP, description of slot position and frequency of the radio channel in use (see
subclause 7.2.3.2), or blind slot information (refer to subclause 7.2.4.3.3).

7 Medium access layer messages
General remarks:
1) When not specially defined, all numbers in A-field or B-field messages are coded with the natural

binary value and are arranged such that the Most Significant Bit (MSB) is transmitted first and the
Least Significant Bit (LSB) is transmitted last.

EXAMPLE: A five bit number with a value of 12 (decimal) = 01100 (binary) which is
transmitted in the bits a5 to a;; or in the bits bn, 3 to bn,; is coded as in figure
25:
0 1 1 0 0
MSB LSB

a2 Q14 a5 AT a7
bniz | bny, | bnyg | bnyg | bngy

Figure 25

2) "Escape" codes are for proprietary use. The main escape is provided in the tail identification (see
subclause 7.1.2). Secondary escapes are also provided for proprietary extensions to the messages.
These secondary codes shall not be used to replace functions that can be equally provided using
DECT standard functions.

3) "Reserved" codes are for future DECT CI expansions. These codes shall not be used. These codes
may be specified in future revisions of this ETS.

4) Messages not implemented shall be ignored.
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7.1 Header field
7.11 Overview/formatting

The header field, H, occupies bits a0 to a7 of the A-field. See figure 26.

| T ou T |
TA BCK BA Q2
an i a, i a, az ay i as i ag a7
Figure 26
7.1.2 Tail identification, TA, bitsa gtoas

These bits describe the contents of the 40 bits that follow the header field. See table 9.

Table 9

a3 a; a, Tail Contents Restrictions
0 O 0 | Cydatapacket number 0

0 0 1 | Cydatapacket number1

0 1 O | identities information (NT) on
connectionless bearer

0 1 1 | identities information (N)

1 0 0 | multiframe synchronisation and
system information (Q)

1 0 1 | escape

1 1 0 | MAC layer control (MT)

1 1 1 | paging tail (PT) RFP only

1 1 1 | first PP transmission (M) PP only

"RFP only" means: RFP transmissions only.
"PP only" means: PP transmissions only.

NOTE 1: Rigorous testing of all possible reserved tails is not intended. A manufacturer's
declaration is appropriate.

When the escape code is used it shall appear in every header and no other TA code shall be used. The
escape code indicates the use of proprietary protocols and no compatibility with the standard protocol can
be assumed (see ETS 300 175-1 [1]).

7.1.3 The "Q1/BCK" bit, bita 5

The bit a3 has only a defined meaning for duplex traffic bearers, i.e. duplex bearers in connection oriented
services. For all other bearers and services this bit is set to "0".

For duplex bearers of a MAC layer I_error_correction service (connection oriented service) this bit is the
"BCK" bit and is used for Ip-channel flow control. Its value is defined by the procedures given in
subclause 10.8.2.
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For duplex bearers of all the other connection oriented MAC layer services, this bit is the "Q1" bit and used
for bearer quality control. Its value is defined by the procedures given in subclause 10.8.1.3.

7.1.4 B-field identification, BA, bitsa 4 to ag
These bits describe the contents of the B-field that follows the A-field. See table 10.

Table 10

a, as ag B-field contents
0 O O | Utype, Iy, SlySlp, or Ip packet number O

0 0 1 | U-type, Iperrordetector Ip packet number 1
0 1 O |E-type, all CgorCLF, packet number 0

0 1 1 |E-type,allCp, packet number 1

1 0 0 | E-type, notall CEor CLE; Cg packet number O
1 0 1 | E-type, notall Cg; Cg packet number 1

1 1 0 | E-type, all MAC control (unnumbered)

1 1 1 | noB-field

NOTE: Testing of this H-field with all possible T- and B-fields is not intended. A manufacturer's
declaration is appropriate.

7.15 The "Q2" bit, bita -

The bit a7 has only a defined meaning for duplex traffic bearers, i.e. duplex bearers in connection oriented
services. For all other bearers and services this bit is set to "0".

For duplex bearers of connection oriented MAC layer services, this bit is the "Q2" bit and used for bearer
quality control and C-channel flow control. Its value is defined by the procedures given in
subclause 10.8.1.3 for Iy and Ip_error_detection services and in subclause 10.8.2.4 for
Ip_error_correction services.

7.2 Messages in the tail field

7.21 Overview

Several different messages may be multiplexed into the tail field, according to the T-MUX algorithm defined
in subclause 6.2.2.1. The contents of the tail field are defined for each frame by the tail identification bits
defined in subclause 7.1.2.

Each tail message has a fixed length of 40 bits. In the following descriptions the mapping of the message

into the A-field is shown. The first bit of the message always appears in bit position a8 as shown in
figure 27:

Head Tall R-CRC

ag a7

Tail message - 40 bits

Figure 27
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The following tail messages are defined:

- N-channel messages (see subclause 7.2.2);

- Q-channel messages (see subclause 7.2.3);

- P-channel messages (see subclause 7.2.4);

- M-channel messages (see subclause 7.2.5).

7.2.2 Identities information (N T)

The management entity in the RFP supplies the MAC layer with the primary access rights identifier, an
SDU of either 32 bits or 37 bits passed through the ME SAP. The RFP adds its radio fixed part number (8
or 3 bit) RPN to this SDU so that the RPN forms the least significant bits of the resulting 40 bit field. The
complete 40 bit message forms the radio fixed part identity (see ETS 300 175-6 [6]), and this is the only
message that appears in Ny type tails sent by the RFP. The least significant bit of RFPI is placed in bit

position ay;.

NT type tails sent by a PT contain the RFPI of that RFP with which it is maintaining the bearer.

E | Primary Access Rights Identifier (PARI) RPN

ag a7
RFPI Message (N-channel)

Figure 28
7.2.3 System information and multiframe marker (Q 1)
7231 General

The multiframe marker is transmitted once every 16 frames. This marker is combined with the tail code for
system information (Q). Q-channel information is therefore only transmitted by RFPs once every
multiframe.

The basic format of the Q-field is to have a 4 bit header (the QH field) followed by a 36 bit information
field. See figure 29.

header system information

Qw

| ag - A | aqo sz

Figure 29

The QH field is used to identify 16 different system information fields. Any one of these fields can be
transmitted in each multiframe. Some of these fields need never be transmitted. PTs are required to
understand some of these fields. There is a maximum time interval between transmissions of mandatory
fields. The exact sequencing of different Q fields by an RFP is not defined.
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Table 11
QH SYSTEM INFORMATION MAN FREQ
000X static system info Yes 8
0010 extended RF carriers note 1 8
0011 fixed part capabilities Yes 8
0100 extended fixed part capabilities note 2 8
0101 SARI list contents No 4
0110 multi-frame number note 3 8
0111 escape No -
1000 }
to } Reserved

1111 }

MAN = Mandatory transmission (Yes/No).

FREQ = Maximum repeat interval in multiframes, if implemented.

NOTE 1: If an extended frequency allocation is used this message shall be transmitted in the
multiframe following every transmission of the static system information.

NOTE 2: If extended fixed part capabilities information is available this message shall be
transmitted in the multiframe following every transmission of the fixed part capabilities
information.

NOTE 3: If an RFP implements encryption then this message shall be transmitted at least once
every 8 multiframes.

7.2.3.2 Static system information
7.2.3.2.1 General, Q= 0, 1 (hex)

This message shall be sent at least once every 8 multiframes. See figure 30.

Q7 e|T |

OO0 [N| SN | SP |s| x| M RF-cars spr | CN | spr | PSCN
R c|s|c |
‘ ag Qi ’am ara | Aop Az ’a,'a? Azq | aan as7 |
Figure 30
7.2.3.2.2 Qy and Normal-Reverse (NR)

NR defines whether the RFP is transmitting in its normal half frame, or whether this is the reversed half of
an asymmetric connection. See table 12.

Table 12
bit a 1, meaning
0 "normal" RFP transmit half frame
1 "normal"PP transmit half frame

NOTE: Qy and NR are combined to allow easier decoding.
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7.2.3.2.3 Slot Number (SN)

This defines the number of the slot pair in which this transmission begins. See table 13.

Table 13
bits meaning

a0 a13 a14 a5

0 0 0 0 slot pair {0,12}
0 0 0 1 slot pair {1,13}
0 0 1 0 slot pair {2,14}
0 0 1 1 slot pair {3,15}
0 1 0 0 slot pair {4,16}
0 1 0 1 slot pair {5,17}
0 1 1 0 slot pair {6,18}
0 1 1 1 slot pair {7,19}
1 0 0 0 slot pair {8,20}
1 0 0 1 slot pair {9,21}
1 0 1 0 slot pair {10,22}
1 0 1 1 slot pair {11,23}
1 1 0 0 }

to } reserved
1 1 1 1 }
7.2.3.2.4 Start Position (SP)

Start position defines the bit in the full slot pair where transmission of the first bit of the S-field starts. See
table 14.

Table 14
bits meaning
16 a7
0 0 S-field starts at bit fO
0 1 reserved for future use
1 0 S-field starts at bit f240
1 1 reserved for future use

NOTE 1: f240 is a "half slot".

NOTE 2: Only full slots starting at bit fO are
currently fully defined.

7.2.3.2.5 ESCape bit (ESC)

When set to "1", indicates that the "escape” Q; message will be broadcast (refer to subclause 7.2.3.8).
See table 15.

Table 15
bit meaning
g
0 no "QT Escape" is broadcast
1 the "QT Escape" is broadcast
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7.2.3.2.6 Number of transceivers
This gives the number of transceivers in the RFP. See table 16.

Table 16

bits meaning

kg
fo

RFP has 1 transceiver

RFP has 2 transceivers

RFP has 3 transceivers

RFP has 4 or more transceivers

P, OO
I—“C)I—“C)\?J
=)

7.2.3.2.7 Extended RF carrier information available

If the "extended RF carrier information” Q message is transmitted by this RFP, this bit shall be set. The
"extended RF carrier information” message shall be transmitted in the multi-frame following this "static
system information" message. See table 17.

Table 17
bit meaning
ax
0 no "extended RF carrier information" message;
1 "extended RF carrier information" message shall be
transmitted in the next multiframe.
7.2.3.2.8 RF carriers available (RF-cars)

10 bits are used to tell the PT which of the 10 carriers are available at this RFP.
It is required that all RFPs in the same DECT FP shall have exactly the same RF carriers available.
For bit a, 22 <x<31:

if a, = 0, then RF carrier (x-22) is not available at this RFP;

else a, =1 and RF carrier (x-22) is available at this RFP.
a, shall be set to 1 except where local regulatory conditions determine local RF carrier availability.
7.2.3.2.9 Spare bits (SPR)

Until their use is defined, these bits shall not be used. They shall be set equal to "0". See table 18.

Table 18
bit Value
azo 0
aaq 0
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7.2.3.2.10 Carrier number

This defines the number of the RF carrier of this transmission. See table 19.

Table 19
bits meaning
A4 Az 8zq 837 dzg 839

0 0 0 0 0 0 RF Carrier 0
0 0 0 0 0 1 RF Carrier 1
0 0 0 0 1 0 RF Carrier 2

............ etc. ..
0 0 1 0 0 1 RF Carrier 9
0 0 1 0 1 0 reserved

............ etc. ..
0 0 1 1 1 1 reserved

............ to..........
1 1 1 1 1 1 reserved
7.2.3.11 Spare bits (SPR)

Until their use is defined, these bits shall not be used. They shall be set equal to "0". See table 20.

Table 20

bit Value
aun 0
ay. 0

7.2.3.2.12 Primary receiver Scan Carrier Number (PSCN)

The PSCN defines the RF carrier on which one receiver will be listening on the next frame when only one
receiver is idle. See table 21.

Table 21
bits meaning
a4 a3 44 s Qg a7

0 0 0 0 0 0 primary scan next on RF Carrier O
0 0 0 0 0 1 primary scan next on RF Carrier 1
0 0 0 0 1 0 primary scan next on RF Carrier 2

............ etC. ..ovunne
0 0 1 0 0 1 primary scan next on RF Carrier 9
0 0 1 0 1 0 reserved

............ etC. ..ovunne
0 0 1 1 1 1 reserved

............ [ {0 RO
1 1 1 1 1 1 reserved
NOTE: In normal systems the value in the PSCN field may change with each transmission (as

PSCN has a 10 frame cycle and Q messages have a 16 frame cycle).
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7.2.3.3 Extended RF carrier information
7.2.3.3.1 General, Q = 2 (hex)

The transmission of this message is mandatory if a DECT FT is able to transmit on a RF carrier that is not
in the set {0,1,2,3,4,5,6,7,8,9}.

All PTs shall be able to understand bits a8 to all, and bits a42 to a47 inclusive, of this message. See
figure 31.

QH RF RF 0 0 number of
0 01 0 carriers band spr RF Carriers
ag a1 | &y Q24 | Azg Azq 1 | 840 u7
Figure 31

23 hits are used to tell the PT which of the additional 23 carriers in the set {10, 11, 12...,32} are available
at this RFP.

For bit ay, 12 < x < 34:

if ay = O then RF carrier (x-2) is not available at this RFP; else ay = 1 and RF carrier (x-2) is
available at this RFP.

The relation between carrier frequency and carrier number is defined in the Physical Layer specification
and depends on the RF band number.

Bits agg to agg give the number of the RF band. Bit agzg is the least significant bit. The RF band numbers
to be used are defined by the Physical Layer specification.

7.2.3.3.2 Number of RF carriers

Bits a4, to a,; give the number of RF carriers that the RFP scans in a regular sequence. Bit a,; is the
least significant bit.

NOTE: The coding of bits a;, to agq, inclusive, is left for future standardisation when additional
frequencies are allocated.

7.2.3.4 Fixed part capabilities

7.2.34.1 General, Q = 3 (hex)

The fixed part shall transmit this message at least once every 8 multiframes.

A PT shall understand the bits in this message that relate to the service that the PT requires; e.g. if the PT

needs an RFP with frequency control, the PT shall be able to understand the bit that says whether the RFP
implements frequency control. See figure 32.

Q§ capabilities available information
0011

ag aiz
ail ag7

Figure 32
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7.2.3.4.2 Standard capabilities
Physical and MAC Higher layer
0011| layer capabilities information
as aiz az2
all a3l ag7

Figure 33
Physical and MAC layer capabilities available:
If a capability is available:
then bit a, shall be set to 1,
else (capability is not available) the bit a, shall

be set to 0.
Reserved bits shall be set to 0.

Table 22

bit Capability
number

al2 extended FP Info (QH = 4)

al3 reserved

ald reserved

alb double slot

alé half slot

al’ full slot

als frequency control

alo page repetition

a20 C/0 setup on dummy allowed

a2l C/L uplink

a22 C/L downlink

az3 basic A-field set up

az4 advanced A-field set up

azb B-field set up

aze6 CF messages

az’l IN minimum delay

a28 IN normal delay

a29 IP error detection

a30 IP error correction

a3l multibearer connections

NOTE 1: Bit al9 indicates whether or not Idle Locked PPs

may enter the low duty cycle Idle Locked mode (see
subclause 11.3.3.1). -

NOTE 2: The bits a2l and a22 indicate only the capabilities
of the FT to provide connectionless services in the
uplink or downlink direction. They do not indicate
if these services are active when the message is
transmitted.

Higher layer information:

The management entity in the fixed part supplies the MAC layer with a 16 bit SDU via the ME SAP. At the
PT the MAC layer passes the 16 bits out through the ME SAP to the management entity.

For the setting of the higher layer information bits refer to annex F of ETS 300 175-5 [5].
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7.2.3.5 Extended fixed part capabilities

7.2.35.1 General, Q = 4 (hex)

Part of this message is reserved for future standardisation. See figure 34.

If this message is transmitted, it shall be sent at least once in every 8 multiframes.

NOTE: Bit a12 of the standard capabilities message (see subclause 7.2.3.4) indicates whether
or not this message is broadcast.

Oy extended capabilities
0100
lag ai1laiz agq7]|
Figure 34
7.2.35.2 Extended capabilities

The bits for which the coding is not defined shall be set to 0. These bits are left for future standardisation.
7.2.35.2.1 Wireless relay stations

The definition of the WBS support field, ajo to a;7 is given in table 22b. The default value of the WRS
support field is all bits set to 0.

Table 22b

WRS support CRFP bits REP bits Meaning

d12 @13 214915 @16 217

CRFP Hops: 0 0 X X X X 1 CRFP is allowed

The number of 0 1 X b4 b4 X 2 CRFP allowed in cascade
CRFPs allowed to| 1 0 X X X X 3 CRFP allowed in cascade
be cascaded with| 1 1 X b4 b4 X No CRFP allowed
the part with
received RFPI
CRFP encryption b4 X x |CRFP encryption not supported

X X x |CRFP encryption supported
REP hops: X X X 0 0 x |REP not supported
The number of X x b4 0 1 X |1 REP is allowed
REPs allowed to X X X 1 0 X |2 REP are allowed in cascade
be cascaded with| x X X 1 1 x |3 REP are allowed in cascade
the part with
received RFPI
REP capabilities| x X X b4 X 0 [REP interlacing not supported

X X X 1 |REP interlacing supported

NOTE: The number of hops should be no more than one. Use of more than one hop may be

subject to agreement with national radio authorities.
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7.2.35.2.2 Synchronisation field options

Bits a1 g and a g define the synchronisation field options support as given in table 22c.

Table 22c
bits
ais aiog Meaning

0 0 standard, see ETS 300 175-2 subclauses 4.6 & 5.2
0 1 prolonged preamble, see ETS 300 175-2 annex D

1 0 reserved

1 1 reserved

7.2.3.5.2.3 Profiles

Bits a3 to a47 relate mainly to support of defined profiles. The coding and the meaning of these bits are
defined in annex F of ETS 300 175-5 [5].

7.2.3.6 Secondary access rights identities
7.2.3.6.1 General, Q = 5 (hex)

The transmission of this message is optional, subject to the existence of one or more valid SARIs. See
figure 35.

If this message is transmitted, it shall be transmitted at least once every 4 multiframes.

Oy SARI message
0101
|ag aiplaip ag7|
Figure 35
7.2.3.6.2 SARI message

The management entity in the fixed part supplies the MAC layer with a 36 bit SDU via the ME SAP. At the
PT the MAC layer passes the 36 bits out through the ME SAP to the management entity. See
ETS 300 175-6 [6].

7.2.3.7 Multiframe number

7.2.3.7.1 General, Q = 6 (hex)

Every RFP that supports encryption shall transmit this message at least once every 8 multiframes.

All PTs that support encryption shall understand this message. See figure 36.

(0):1 (spare) multiframe number
0110 1111 0000 1111

|ag applaiz azslans ag7l
Figure 36
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7.2.3.7.2 Multiframe number

This is the number of the multiframe, modulo 2**24. The least significant bit of the multiframe number is
placed in bit position a,.

The multiframe number shall be the same across the whole of a DECT FT.
7.2.3.8 Escape

7.2.38.1 General, Q ;= 7 (hex)

The transmission of this message is optional.

Any DECT RFP may transmit an escape message. See figure 37.

Oy escape
0111 information
lag ai1laiz a7
Figure 37
7.2.3.8.2 Escape information

The content of the escape information field (a;, to a,;) is not specified. This message is provided for
application specific use.

7.2.4 Paging Tail (P 1)
7241 General format
72411 P+ format for full and long page messages
PT 36 bits of BS-channel data
header
lag  arilaiz ag7|
Figure 38
7.2.41.2 P+ format for short page messages
PT 20 bits of info MAC Layer
header BS-channel data type information
lag  ai1laiz az1lasy  |aze ag7|
Figure 39
7.2.4.1.3 P+ format for zero length page messages
PT 20 least significant info MAC Layer
header bits of RFPI type information
lag  aiilaiz azilazz  lazg ag7|

Figure 40



Page 74

ETS 300 175-3: September 1996

7.24.2

72421

7.2.4.2.2

7.24.3

7.2.4.3.1

P+ header format

General format

extend BS SDU length
flag indication

| ag  lag a1l
Figure 41

Bit a g is the extend flag
the next occurrence of a normal page shall be in a frame O.

another page message shall start in the next frame in this multiframe that is permitted
to contain a PT type tail.

Bg SDU length indication

Table 23

a9 all0 all| Length indication

zero length page

short page

full page

reserved

not the last 36 bits of a long page
the first 36 bits of a long page
the last 36 bits of a long page

all of a long page (first and last)

RPFRPRRPRPROOOO
PR OORrRRFOO
RPFORrRORrRORrO

MAC layer information for PT
Information type

Table 24

a3y az3 azg azs| Information type

fill bits
blind full slot
other bearer
recommended other bearer
good RFP bearer
dummy or C/L bearer position
RFP identity
escape
dummy or C/L bearer marker
bearer handover information
rfp status
active carriers
reserved
recommended power level
}
} reserved

}

+
O
= RPOORRrROORRrRROORrRRFrOO

= PRPRPRPRPRPRPRPRPRPOOOOO0O0O0O0O
= PRPRRPOOOORRPRPRFRPRPRPOOOO
= ORrRrPOoORroOoOrororororo
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7.2.4.3.2 Fill bits
1111 0000 1111
lazs  azglaso ag7|
Figure 42
7.2.4.3.3 Blind full slot information
1
azelaz7(a3gl|azolaqolaqrlagzias3lagqlagsliage a47||
|a36 ag7|
Figure 43

For a, with 36 < x < 47:

ifa, = 1: then full slot pair {(x-36),(x-24)} is not "blind", i.e. available;

else (a, = 0) full slot pair {(x-36),(x-24)} is "blind", i.e. not available.

NOTE: The blind slot information applies to the same slot number of all available carriers.

7.24.34 Bearer description

These codings are used to provide bearer information and consist of the following information types:

- other bearer;

- recommended other bearer;

good RFP bearer; and

- dummy or connectionless bearer position.

The meaning of the messages are, however, different:

remaining 12 bits;

"other bearer" means that this RFP has a bearer on the physical channel pair that is described in the

- "recommended other bearer" means that this RFP has another bearer on the physical channel pair
that is described in the remaining 12 bits. This message shall not be sent unless the bearer that it is
sent on will be released in less than or equal to 4 multiframes;

NOTE 1: The bearer referred to in "other bearer" and "recommended other bearer" can mean
any types of bearers indicated in subclause 5.5.2.

- "good RFP bearer" means that this RFP thinks that the physical channel pair described in the

remaining 12 bits is a good bearer for the PT to use to set up a bearer with that RFP;

- "dummy or C/L bearer position" describes a dummy bearer position and/or marks the position of the
bearer which is used for the downlink connectionless service.

NOTE 2: The "fixed part capabilities message" (see subclause 7.2.3.4) defines whether it is
prohibited to setup a traffic bearer on this pair of physical channels.
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SN SP CN
|a36 a39|a40 |a42 ad7]|
Figure 44

The coding of SP, SN, and CN are the same as in the "static system information" described in
subclause 7.2.3.2. See figure 44 above.

7.2.4.3.5 RFP identity
12 leastlsignificant bits
of RFPI
laze ag7l
Figure 45
7.2.4.3.6 Escape

Any DECT RFP may transmit an escape message.

The content of the escape information field (agg t0 a47) is not specified. This message is provided for
proprietary.

7.2.4.3.7 Dummy or connectionless downlink bearer marker

1111 0000 1111

lazs  azglaso ag7|
Figure 46

This message shall only be transmitted on a dummy bearer or on a connectionless downlink bearer.

7.2.4.3.8 Bearer handover information

info parameter
type

laze  a3z9lago ag7l
Figure 47
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Table 25
Info Parameter Meaning
type
0000 0000 1111 no bearer H/O to other RFPs
no intracell bearer H/O
0001 0000 1111 no bearer H/O to other RFPs
intracell bearer H/O supported
0010 0000 1111 bearer H/O supported in whole
internal handover area
(see ETS 300 175-6 [6])
bearer H/O supported to all RFPs
0011 bit mask with an RFPI that differs only
in the masked bits, see below
0100
to reserved reserved
1111
Info type "0011": Bit mask

The transmitted bit mask serves to test the RFPI of any (new) RFP to determine if a bearer handover is
possible to that new RFP. Bearer handover to this RFP is only possible if the RFPI of that new RFP only
differs from the old (current) RFPI in one or more of the bit positions identified by a "0" in the bit mask. In
all cases, the bit mask shall be aligned to the last octet of the RFPI.

NOTE: The RFPI is obtained from the Nt message, (see subclause 7.2.2).

EXAMPLE:

A bit mask "1111 1000" will allow a bearer handover to all RFPs with an RFPI
that differs only in the last three bits from the RFPI of the current RFP.

Single cell fixed systems (i.e. only one RFP) shall not broadcast other bearer handover information than
info type "0000" and info type "0001".

7.2.4.3.9 RFP status
RFP spare
status 0 00O 1111
lazs  azglaso ag7|
Figure 48
Table 26
REP Meaning
status
xxx0 RFP clear

Xxx1 RFP busy

xx0x system clear
xx1x system busy
00xx

to reserved

11xx
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7.2.4.3.10 Active carriers
active carriers spare
00
|ase agslage  ag7l
Figure 49
For ay, with 36 < x < 45:
if ay = 0 then RFP is not transmitting on carrier (x-36);
if ay = 1 then RFP is active transmitting on carrier (x-36);
Bits a4 and a47 are spare.
7.2.4.3.11 Recommended PP power level
reserved for future | for carriers | for carriers |
development h c 210 L 0<c<9 |
lase agqlags a6 ag7|
Figure 50

The coding of bit a7 is shown in the following table:

Table 27

agy PP Power Level
0 level 2
1 level 1

The coding of bits azg to azg is shown in the following table:

Table 28

6 PP Power Level

level 2
level 1
level 4
level 3

RPRoo [
Rroro |n»

The PP, if it is capable of doing so, and unless instructed otherwise, at link initiation shall operate at a
power level to correspond to that recommended. No other power level than 250 mW is currently defined in
ETS 300 175-2 [2].
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7.2.5 MAC control (M 1)
7.25.1 General format and contents

Two different combinations of TA bits are used to indicate the presence of MAC layer control information in
the tail. The "first PT transmission" code is used only in the first transmission from a PT. This is intended to
aid RFPs in busy systems to identify bearer set up requests amongst a background of ongoing
connections.

T T T
M com-—
heager mand more headers or information
] | 1
|ag laiz  laie ag7|

Figure 51

Mt messages (see figure 51 above) are sent as 40 bit packets in the tail of the A-field. The first 4 bit
header provides a coarse division of messages and for most message types a second header, completing
the first octet, provides a finer division of the messages.

Table 29
M, Message type
heager
0000 basic connection control
0001 advanced connection control
0010 MAC layer test messages
0011 quality control
0100 broadcast and connectionless services
0101 encryption control
0110 Tail for use with the first transmission of
a B-field "bearer request" message when not
also sending an A-field "bearer request"
0111 escape
1000 TARI message
1001 REP connection control
1010 }
to } reserved
1111 }
7.2.5.2 Basic connection control
7.25.2.1 General

The basic connection control messages shall only be used by PPs and RFPs that are attempting to
establish a single duplex bearer voice connection with a B-field of 324 bits.

7.25.22 Format for most messages
com—
0000] mand FMID PMID
ag a2 a16 azs
a1l al1s az7 a47
NOTE: For definitions of FMID, PMID, see subclause 11.7.

Figure 52
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Table 30
Command Basic connection control messages
0000 access request *x
0001 bearer handover request *x
0010 connection handover request xx
0011 unconfirmed access request *x
0100 bearer confirm o
0101 wait (format see subclause 7.2.5.2.3)
0110 }
to } reserved
1110 }
1111 release
** indicates messages that use the "first PT transmission"
code. The other messages use the normal My code.

This release message shall only refer to the bearer that it is transmitted on.

NOTE 1:

NOTE 2:

NOTE 3:

The FT may use the messages indicated with ** without the “first PT transmission" code.

An RFP that receives an UNCONFIRMED_ACCESS REQUEST message does not
return a BEARER_CONFIRM. It may listen to following frames to receive MAC

attributes messages or data.

The use of the UNCONFIRMED_ACCESS_REQUEST message is intended here for
achieving handover by changing base stations but remaining on the same physical

channel. The use of this message in basic cases is still uncertain.

Fast bearer set up requests are not allowed in basic A-field setups.

7.2.5.2.3 WAIT
T T
PMID or

0000)0101 FMID spare

| (1111|OOOO llllIOOOO 1111)
as a12 |416 azs
a111l @15 az7 a47

NOTE:

The procedure does not make reference to the values of a;4 to a45. It is not intended that the

contents of this field be included in any mandatory tests.

Figure 53
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General
Table 31
Command Advanced connection control

messages
0000 ACCESS REQUEST *x
0001 bearer handover request *x
0010 connection handover request *x
0011 unconfirmed access request * Kk
0100 bearer confirm B
0101 walt (contains FMID)
0110 attributes T.request
0111 attributes T.confirm
1000 bandwidth T.request
1001 bandwidth T.confirm
1010 channel 1list
1011 unconfirmed dummy *x
1100 unconfirmed handover **
1101 reserved -
1110 reserved
1111 release

use

** indicates messages that,
the first PT transmission"

code.

if transmitted by a PT,

These messages allow a complicated connection to be established using Mt messages. The connection

set up time is expected to be much longer than if MAC control messages are sent in the B-field.

The FT may use the messages indicated with ** without the "first PT transmission" code.

7.25.3.2

7.2.5.3.3

7.253.4

ACCESS_REQUEST

I |
0001|0000 FMID PMID
| |
ag |a12 |216 azs
aill ais az7y agq7
Figure 54
BEARER_HANDOVER_REQUEST
| I
0001|0001 FMID PMID
| |
ag |a12 |216 azs
a1l ais az’ aq7
Figure 55
CONNECTION_HANDOVER_REQUEST
T |
0001|0010 FMID PMID
| |
ag |a12 |216 azs
a1l ais a7 aq7

Figure 56
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7.2.5.3.5 UNCONFIRMED_ACCESS REQUEST
T T T
00010011 FMID PMID
1 1 1
as ai2 (216 azs
a11 1415 az7 ag7
NOTE: An RFP that receives an UNCONFIRMED_ACCESS_REQUEST message does not return a
confirm. It may listen to following frames to receive MAC attributes messages or data.
Figure 57
7.2.5.3.6 BEARER_CONFIRM
T T T
0001]0100 FMID PMID
L 1 1
as al12 [21e6 azs
a11l ais az7 agq7
Figure 58
7.2.5.3.7 WAIT
T T
PMID or
0001|0101 FMID spare
| (1111|OOOO 1111|OOOO 1111)
as a12 |416 azs
a111 @15 az7 a47
NOTE: The procedure does not make reference to the values of a;4 to a47. It is not intended that the
contents of this field be included in any mandatory tests.
Figure 59
7.25.3.8 ATTRIBUTES_T.{Req;Cfm}
I 1 | [ | [ | 1 | 1
R up/ ser max |slot]|C
0001|011|/|ECN |LBN |down/|type |[life |type|F[111]|0000 1111
C sm/ss spr| (spare)
asg aiz ale |420 |2a24 aze az9 az2 2436 a40 |
all aisl @191 @23 azs azs az1l a35 a39 a47
Figure 60
Table 32
R/C Meaning
0 request
1 confirm

ECN:Exchanged Connection Number.

LBN:

Logical Bearer Number.
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Table 33
up/down/sm/ss
ang asg Meaning
0 0 asymmetric uplink connection
0 1 asymmetric downlink connection
1 0 symmetric multibearer connection
1 1 symmetric single bearer connection

Unless the required service is a symmetric single bearer, BANDWIDTH_T.{Req,Cfm} messages shall be
transmitted at least once during connection setup.

max life:

NOTE:

Ce=1.

7.2.5.3.9

NOTE:

Table 34
ser service
type type
000 Iy voice
001 Iy non-voice
010 Ip error detection
011 Ip, MAC modulo-2
100 unknown
101 }
to } reserved
111 }

unless the service type is Ip_error_correction, this parameter is set to 000.

For Ip_error_correction services this parameter determines the maximum lifetime of the
packet (i.e. the latest possible retransmission) in the MAC layer (1 to 7 TDMA frames);
"max life" = 000 indicates that no lifetime is set, i.e. retransmit until received without
error.

If in the future, the reserved connection types are used, the "max life" field may also be
used (potentially for another purpose).

Table 35

slot type Meaning

0000 normal full slot
0001 half slot with j = 0
0010 double slot

all others reserved.

this endpoint does not support Cg transmission;
this endpoint does support Cg transmission.

BANDWIDTH_T.{Req;Cfm}

This message is not needed for symmetric single duplex bearer connections.

R
0001 (100(f/|000 MUp 000 TUp 000 [Mpown 1000 TDown|
Clspr spr spr spr
ag  |a1z a9 vy a3s | ag3 |
all als az3s a3l a39 ag7

Figure 61
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R/C: see subclause 7.2.5.3.8.

Mupr Mpown these are the minimum numbers of simplex bearers required by the DLC in,
respectively, the PT to FT and the FT to PT directions.

Tup: Toown - these are the target ngmbers of simplex bearers in, respectively, the PT to FT
and the FT to PT directions.

7.2.5.3.10 Channel_list
command and
0001]1010 RPN channel spare
description
|ag aislaig az3lazyg azgl ag7|
Figure 62
Command and channel description
S
command |/ SN SP CN
D
lco c2l leg e cg| c1s|
Figure 63
Table 36
command message
field type
000 ACTIVE
001 GOOD
010 POOR
011 F/S NOT
100 QUERY N
101 QUERY H
110 LISTEN
111 START
NOTE: The meanings of these message
types are described in subclause
10.5.2.

For all messages except the F/S_NOT channel list message:

S/ID=0: double simplex bearer; or
S/ID=1: duplex bearer.

NOTE: The direction of asymmetry, and slot type are contained in the MAC_attributes
messages or in the B-field bearer request message.

For the F/S_NOT message:

S/ID=0: carrier "CN" not supported (no setup on this carrier);
S/ID=1: blind slot pair "SP" (no setup on this slot pair).

The coding of SP, SN, and CN are the same as in the static system information described in
subclause 7.2.3.2.



Page 85
ETS 300 175-3: September 1996

7.253.11 Unconfirmed_dummy
T T
0001|1011 FMID PMID
1 L
as a12 |916 azs
a111 215 27 ag7
Figure 64
7.2.5.3.12 Unconfirmed_handover
T T
0001|1100 FMID PMID
I 1
as a12 |4916 azs
a11l ais az7 agq7
Figure 65
7.2.5.3.13 RELEASE
T
0001|1111|0000|LBN |rea- PMID
spr son
as dle |420 |@24 |a28
alisl @19l @231 a7 aq7
Figure 66
NOTE: LBN refers to the bearer that is to be released. This message can be sent on a different bearer

of the same connection to the one that is to be released.

Table 37

reason Reason for release

424 @25 @26 2427
0

unknown

bearer release (reduce capacity)
connection release

bearer setup or handover failed

bearer handover successfully completed
attempted bearer HO to another cluster
timeout, loss of signal

timeout, loss of handshake

requested unacceptable slot type
requested unacceptable MAC service
base station busy
reverse direction
duplicate PMID
unacceptable PMID
reserved

reserved

(double simplex)

PFRERRPRPRERRPO0O000000O0
PFRERPRPOO0O0ORHRRRPOO0OO0O
PFROORHROORRFROOR RO
HORORORORORORORO

NOTE: "bearer handover successfully completed" is only

intended for use in some double simplex release.
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7.25.4
Refer to clause 12 for procedures.

7.25.4.1 Basic format

MAC layer test messages

The basic format of the test message is given in figure 67.

0010| test data field
ag a2 ale
a11 a1s ag7
Figure 67
Table 38
test test mode
0000 FORCE TRANSMIT
0001 LOOPBACK
0010 DEFEAT ANTENNA DIVERSITY
0011 FORCE BEARER HANDOVER
0100 ESCAPE
0101 NETWORK TEST
0110 }
to } reserved
1110 }
1111 CLEAR TEST MODES

If more than one test message of the type test = 0000, but with a different data field is received, then the

IUT shall implement the most recently received message.

7.25.4.2

This message forces the IUT to transmit on a specific slot and RF frequency. Handover is prohibited by
means of the "Handover Disable" (HD) bit. The particular slot the IUT shall transmit on is indicated in the
Slot Number (SN) field of the test message. The destination RF carrier is encoded in the Carrier Number

(CN) field of the test message.

FORCE_TRANSMIT

The format of the FORCE_TRANSMIT test message is given in figure 68.

The KP bit is a,3. It is set to "1" to prevent release of existing bearers, and set to "0" to initiate releasing of

existing bearers.

The HD bitis ay,. Itis set to "1" to disable handover and set to "0" otherwise.

(spr) |K|H| (spr) (spr)
0010 0000 0101010(|P|D| 00O SN SP CN 00001111
ag arz ale azs azg azz (234 a40
aril ars az»2 az7 azill a33 a39 a4
Figure 68
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For the coding of the slot number, the start position, and the carrier number refer to subclause 7.2.3.2.
See subclause 12.3 for the relevant procedures.

7.2.5.4.3 LOOPBACK_DATA

This message instructs the IUT to perform the loopback function in which a test data pattern transmitted by
the LT is replicated in the reply transmission of the IUT. The test data pattern is a bit sequence located in

the D-fields of the LT and IUT. The bits of the D-field that are affected by the loopback function depends
on the equipment type and are given in table 37.

Table 39
DECT Implementation Loopback Bits
Transmits only A-field: ajg to agy
Transmits half-slots: by to byg
Transmits full-slots: by to b3qg
Transmits double-slots: by to b7gg

Equipment capable of transmitting more than one slot type shall use the longest slot type.

For A-field loopback, the format of the LOOPBACK_DATA test message is given in figure 69.

T T
Loopback data (A-field)
0010 0001 XXXX XXXX | XXXX XXXX | XXXX XXXX | XXXX XXXX

asg aiz 216
ail ais as7

Figure 69

NOTE: 'X"is the data looped back to the tester.
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For B-field loopback, the format of the LOOPBACK_DATA test message is given in figure 70.

I spare I !
0010 0001 0000 1111|OOOO 1111|OOOO llllIOOOO 1111
as aiz ale
all als agy
Figure 70
See subclause 12.4 for the relevant procedures.
7.25.4.4 DEFEAT_ANTENNA_DIVERSITY

This message inhibits antenna diversity operation in the IUT and selects an antenna. The antennas shall be
numbered O to N where (N + 1) is the number of antennas employed in the antenna diversity operation.

The numbering of antennas shall be done by the manufacturer.

IUTs with no antenna diversity shall ignore this message.

IUTs receiving this message with an ANT > N shall ignore this message.

The IUT remains in this mode until the test message "CLEAR_TEST_MODES" is received.

The format of the DEFEAT_ANTENNA_DIVERSITY test message is given in figure 71.

S I spére !
0010 0010 |P|ANT 1111|OOOO 1111|OOOO 1111 0000 1111
28 ail al2al5 al6a19 220 ad’
NOTE: SP = spare bit = 0.
Figure 71

Tables 40 and 41, detail the encoding of the ANT and DP bits.

Table 40
ANT Antenna number
ai7r, a18r 219
0 0 0 0
0 0 1 1
0 1 0 2
0 1 1 3
1 0 0 4
1 0 1 5
1 1 0 6
1 1 1 7
Table 41
bit meaning
alg recognise Q1 bit setting

See subclause 12.5 for the relevant procedures.
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7.2545 FORCE_BEARER_HANDOVER (port able part only)
This test message is received by portable parts that declare bearer handover capability.

This message causes the IUT to execute its bearer handover procedure. The new bearer shall be
selected from the IUT's channel list (refer to subclause 11.4). The IUT shall complete execution of this
procedure within 4 multiframes.

The format of the FORCE_BEARER_HANDOVER message is given in figure 72.

T T T
spare

0010 0011 0000 llllIOOOO 1111|OOOO llllIOOOO 1111

as a1z 216
ail ais ag7

Figure 72
See subclause 12.6 for the relevant procedure.
7.2.5.4.6 ESCAPE
The transmission of this message to the IUT indicates that the data in the test data field is a proprietary

test message. Every transmission of a proprietary test message shall be preceded by the "escape"
message. The format of the ESCAPE message is given in figure 73.

T T T
proprietary test message
0010 0100 XXXX XXXXIXXXX XXXXIXXXX XXXXIXXXX XXXX

asg aiz ale
all als ag7

Figure 73
See subclause 12.7 for the relevant procedure.
7.25.4.7 NETWORK_TEST
The lower layer management entity in the testing unit supplies the MAC layer with a 32 bit SDU via the ME
SAP. At the unit under test, the MAC layer passes the 32 bit test message out through the ME SAP to the
lower layer management entity. See ETS 300 175-5 [5].

The format of the NETWORK_TEST message is given in figure 74.

T T T
test message

0010 0101 XXXX XXXXIXXXX XXXXIXXXX XXXXIXXXX XXXX

as alz 416
ail ais ag7

Figure 74

See subclause 12.8 for the relevant procedure.
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7.25.4.8 CLEAR_TEST_MODES

The receipt of this message shall clear all current test modes (including proprietary) within 16 frames and
return the IUT to the test standby mode.

The format of the CLEAR_TEST_MODES message is given in figure 75.

T T T
spare

0010 1111 0000 llllIOOOO 1111|OOOO llllIOOOO 1111

as al2 416
ail ais ag7

Figure 75
See subclause 12.9 for the relevant procedure.

7.255 Quality control

spare spare
0011 |command| param 1 param 2 (0000 1111|0000 1111

|ag ajslaig  apslazs  aszilasy ag7|
Figure 76
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Table 42

command

param 1

param 2

Meaning

0000

0001

0010

0011

0100

0101

0110

0111

1000
to
1111

0000 LBN

RPN

0000 LBN

0000 1111

0000 LBN

RPN

RPN

RPN

0000 1111

0000 1111

0000 0000
or
RPN

0000 1111

frequency
error

frequency
error

advance

timing
increment
decrement

0000 1111

antenna switch for the
single bearer identified
by LBN

request:

reject:

PT --> FT
FT --> PT

antenna switch for all
bearers of this connec-
tion to the RFP identi-
fied by its RPN

request: PT --> FT

reject: FT --> PT

bearer handover of the
bearer identified by LBN

request: FT --> PT

reject: PT --> FT

connection handover
request: FT --> PT
reject: PT --> FT

frequency control for the
bearer identified by LBN

request: FT --> PT

reject: PT --> FT

frequency control for all
bearers of this connec-
tion to the RFP identi-
fied by its RPN

request: FT --> PT

reject: PT --> FT

Advance timing for all the
bearers of this connec-
tion to the RFP identi-
fied by its RPN

request: FT --> PT

reject: PT --> FT

The PP informs the FT that
prolonged preamble is imp-
lemented for all the bearers
of this connection to the
RFP identified by its RPN
request: PT --> FT
reject: FT --> PT

reserved

NOTE 1:

The function of these commands depends on the transmission direction. The

commands are either requests or rejects. A reject should only be used if the requested
action is not supported.

NOTE 2:

NOTE 3:

For basic connections LBN is set to 1111.

reporting, synchronisation word correlation report, clock jitter report, etc.

NOTE 4:

FP does not propose a particular RFP for handover.

NOTE 5:

A PP may or may not accept the RFP's proposal of the new RPN.

All other values for bits a;g to a47 inclusive are reserved. Potential uses include RSSI

For the bearer handover request, the RPN is an optional parameter. If set to all "0" the
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NOTE 6:

NOTE 7:

NOTE 8:

7.25.6

The frequency error in kHz is encoded in 2's complement form, to give a range of + 127

kHz to - 128 kHz. The LSB of the error is placed in bit position as;.

The advance timing changes are encoded in 2's complement form (+127 bits to -128
bits). The LSB of the advance timing is placed in position az; Changes with less than 2

bits should not be requested.

The prolonged preamble is implemented in the PP from the first transmission of the

bearer set-up. Thus the "request” is of informative nature.

Broadcast and connectionless services

0100 [abcd FMID PMID

|ag ajslale as7lang ag7|
Figure 77

Table 43

Q

Q

Meaning

PRPRPRPRPRPRPRPRPRPOOOOOOO0OO

PRPRRPRRPOOO0OORRRRPROOOO | O

CLg, first of 2 transmissions, half slot

CLg, first of 2 transmissions, full slot

CLg, first of 2 transmissions, double slot
reserved

CLg, last transmission, half slot

CLg, last transmission, full slot

CLg, last transmission, double slot

reserved

C/L single transmission, no CLp or CLg service
CLg service, first transmission

reserved

reserved

change dummy bearer position

reserved

Extended System Information; A-field procedure
Extended System Information; B-field procedure

PRPOORRPROORRFRPOORrRRFROO
RPORPRORRORrRRORrRRORrRORrORrOo [oN

The "extended system information" messages are the only messages used in both directions. All other

messages are sent only in direction PT to FT.

Connectionless single transmission uplink services:

abcd = 01xx:

abcd = 1000:

CL service;

PMID exchange (no CL-channel data).

Connectionless double transmission uplink services:

abcd = 00xx followed by abcd = 01xx: CLg service;

abcd = 1001 followed by a Cr tail: CLg service.

Non-continuous broadcast services:

abcd = 1100:

abcd = 111x:

change dummy bearer position;

extended system information: this message shall be used for requests and

replies of extended system information (see subclause 9.3.1).
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7.25.7 Encryption control
T T T
com-
0101| mand FMID PMID
I L 1
as alz a1e6 azs
all a15 azy ag7
Figure 78
Table 44
command Message
00xx start encryption
0lxx stop encryption
10xx reserved
11xx reserved
xx00 request
xx01 confirm
xx10 grant
xx11 reserved
7.2.5.8 B-field setup, first PT transmission
T T T T
0110 least significant 36 bits of RFPI
1 I I I 1
lag  laiz ag7|
Figure 79

This message shall only be used for the first transmission on a new physical channel and only by PTs. It
may be used by PTs to ensure that an RFP that is capable of both A- and B-field setups uses the B-field
setup procedures.

7.2.5.9 Escape

T T T T
0111 escape information

as alz
all aq7

Figure 80
Any DECT equipment may transmit an escape message.

The content of the escape information field (azg t0 as7) is not specified. This message is provided for
application specific use.

7.2.5.10 TARI message

The message is assumed to be a "request" when transmitted in direction PT to FT, and to be a "reply"
when transmitted in direction FT to PT.

1000 TA$1 field

lag  lai2 ag7|
Figure 81
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The management entity in the transmitting radio endpoint supplies the MAC layer with a 36 bit SDU via the
ME SAP. At the receiving endpoint the MAC layer passes the 36 bit SDU out through the ME SAP to the
management entity.

For the coding of the TARI field refer to ETS 300 175-6 [6].

7.2.5.11 REP connection control

7.25.11.1 General

The REP connection control messages shall be used to establish a duplex bearer and to create a double
duplex bearer.

7.25.11.2 Format for most messages
1001 command FMID PMID
a8... a12... a16... a28...a47 L
NOTE: For definitions of FMID and PMID, see subclause 11.7.
Figure 82
Table 45
command REP connection control messages
0000 REP_access_request *
0001 REP bearer handover request *
0100 REP bearer confirm
0101 REP wait
1111 REP release
0110 REP channel map request
0111 REP channel map confirm
* indicates messages that use the first "PT trans-
mission" code. Other messages use the normal
Mg code

For REP_channel_map.req and REP_channel_map.cfm messages the format is defined in figures 83 and
84.

7.2.5.11.3 REP CHANNEL MAP REQUEST:
1001 | 0110 | SN CN | FMID | SN CN ‘
ag-.- |a12-- | a16 | a0 | a2e [ azg [aapasyl

Figure 83
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7.25.11.4 REP CHANNEL MAP CONFIRM:
1001 0111 SN CN A/R |spare SN CN
a8... alz.. al6.. a20.. a26 L a27..L a38..La42a47L
Figure 84

The coding of SN and of CN is the same as in " static system information" described in subclause 7.2.3.2.
The A/R flag set to 1 means "Accepted", otherwise "Rejected".

7.3 Messages in the B-field

7.31 Overview

Messages may be carried in the B-field only when operating in the E-type multiplex (see
subclause 6.2.2.2). Each B-field message occupies one subfield, and different subfields will usually carry a
different message. The possible arrangements of B-field messages are defined by the C-MUX algorithm
defined in subclause 6.2.2.3.

All B-field messages have a fixed length of 64 bits.

MAC B-field messages are used to :

1) set up, maintain and release bearers and connections;

2) provide extra flow, error and quality control in symmetric connections;

3) carry Gg-channel data;

4) transport extended system information and TARI information; and

5) fill the B-field if there is insufficient Cr or Gg to fill the whole of the B-field.

A Mg, message is a B-field MAC layer control message sent in the Bn subfield. Mg, messages are sent in

80 bit packets using the E mapping described in subclause 6.2.2.2. This allows Mg, messages to be
compatible across all types of packets. Within the 80 bits, the format is as given in figure 85.

d(64+n*80) d(143+n*80)
MBn M or GF 16 bit
header CRC
bn0 bn3|bn4 bn63|bn64 bn79
Figure 85

"n" denotes the number of the subfield in the B-field. For the D08 field, n=0, while for the D32 field
n={0,1,2,3}. The CRC calculation is described in subclause 6.2.5.2.

The Mg, header defines whether the message contains M or Gg-channel data and whether another Mgy,
message follows in the next Bn subfield. In a full-slot transmission, up to 4 messages can be sent in the
B-field.
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Table 46
M Message type
hegger
X000 reserved
X001 advanced connection control
X010 null
X011 quality control
X100 extended system information
X101 GF-channel data packet
X110 reserved
X111 escape

For full slots:
X = 1:subfield B(n+1) exists and contains a Mg, message or subfield B(n) is the last subfield in this
X=0: i?k;%ields B(n+1) to B3, inclusive, contain Cg or CL data.
For half slots:
X=1.
For double slots:
X = 1:subfield B(n+1) exists and contains a Mg, message or subfield B(n) is the last subfield in this

slot;
X = 0:subfields B(n+1) to B9, inclusive, contain Cg or CL data.

7.3.2 Slot type encoding
Table 47

slot type Meaning
0000 normal full slot
0001 half slot with j=0
0010 double slot

all others reserved.

NOTE: If the slot type or j value is not implementable at the destination, a release is sent,

preferably with the "reasons for release" field completed.

7.3.3 Advanced connection control
7.3.3.1 General format
X001 command information
|bn0 bn3|bn4 bn7|bn8 bn63|

Figure 86
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Table 48
command Advanced connection control messages

0000 ACCESS REQUEST *x
0001 bearer handover request *x
0010 connection handover request **
0011 unconfirmed access request *x
0100 bearer confirm o
0101 wait
0110 attributes B.request
0111 attributes B.confirm
1000 bandwidth B.request
1001 bandwidth B.confirm
1010 channel 1ist
1011 unconfirmed dummy *x
1100 unconfirmed handover **
1101 reserved o
1110 reserved
1111 release
** indicates messages, that if transmitted by

a PT, use the "first PT transmission" code.

The FT may use the messages indicated with ** without the "first PT transmission"” code.

7.3.3.2

PMID =

FMID =

7.3.3.3

BEARER_REQUEST

I/B up/ ser |max |slot |spr
X00100|/C |FMID| PMID |ECN |LBN |down/|type|life|type [1111
/N | L sm/ss
bn bng (bn bn bn bn bn bn bn bn bn
Coms om0 |28 [En38 s 528 [Engs 3z 52gs [Engg
Figure 87
Table 49
I1/B/C/N
bg by Meaning
0 0 access_request
0 1 bearer handover request
1 0 connection handover request
1 1 unconfirmed access request
For the coding of bits byg ... bsg, see subclause 7.2.5.3.8.
Portable part MAC layer IDentity (refer to subclause 11.7);
Fixed part MAC layer IDentity (refer to subclause 11.7).
BEARER_CONFIRM
T 1
up/ ser|max |slot |spr
X001 0100|FMID| PMID |ECN |LBN |down/|type|life|type [1111
| L sm/ss
bn bn bn, bngp|bngg|bnyg bn bn bn bn
0 bny bn§9 gn39 bn4g bngy bngg bngg bngg bggg bngg
Figure 88

For the coding of bits byg ... bsg, See subclause 7.2.5.3.8.
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7.3.3.4 WAIT
T T T T T
PMID
X001 0101| FMID or spare spare
| 111190001111?0001111 OOOOlllll.... 90001111
bn bn bn2 bn4
0 bn7 %ng 0 bn39 0 bn63
NOTE: The procedure does not make reference to the values of bng to bngs. It is not intended that the
contents of this field be included in any mandatory tests.
Figure 89
7.3.35 ATTRIBUTES_B.{Req;Cfm}
R ! I ! spare up/ ser|max |slot |spr
X001 011|/|FMID| PMID 0000 1111|down/|type|life|type |1111
C | | | sm/ss
bny bng| |bng |bny bny bngg |bngg|bngs|bn bn
0 gn7 bn§9 gn39 0 bn47 bngg bngg bngg bggg bngg

Coding of bits byg ... bsg (see subclause 7.2.5.3.8).

These messages are used when modifying a connection (typically as a result of a page with

NOTE:
"unknown" service type).
Figure 90
7.3.3.6 BANDWIDTH_B .{Req;Cfm}
R ! 1ill spr
X001100|/|FMID 0000 000 |(MUp |000|TUp |[000|MDown |000|TDown
C | s$r 1111 |spr spr spr
bn bn bny bnsys, bny bny bn
’ bn7 bn§9 Obn31 ’ bn39’ Obn47’ ’ bngg > bngs
Figure 91

For Myp, Tup, Mpown and Tpown refer to subclause 7.2.5.3.9.

7.3.3.7

"Command and channel description" shall have the same coding as in subclause 7.2.5.3.10. All three

CHANNEL_LIST

1st command 2nd command 3rd command
X0011010 RPN and channel and channel and channel
description description description
|bng  bny|  bnis] bn3 | brg7| bngs|
Figure 92

commands and channel descriptions shall apply to the same RFP, identified by RPN.
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7.3.3.8 UNCONFIRMED_DUMMY
T T T
up/ ser |max |slot |spr
X001 1011 |FMID| PMID ECN |LBN |[down/|type|life|type (1111
| L sm/ss
bn bn bny bngg|bngg|bng bn bn bn bn
0 bn7 bn§9 gn39 bn4g bn47 bnig bngg bngg bggg bngg
Figure 93
7.3.3.9 UNCONFIRMED_HANDOVER
T T T
up/ ser|max |slot |spr
X001 1100|FMID| PMID |ECN |[LBN |[down/|type|life|type |1111
| L sm/ss
bn bn bny bngg|bngg|bng bn bn bn bn
0 bn7 bn§9 8n39 bn4g bn47 bnig bngg bngg bggg bngg
Figure 94
7.3.3.10 RELEASE
T T T
X001 (1111 |FMID| PMID spr |LBN spare reason
| | | 0000 0000 1111
bn bn bnoy bngg|bngg|bng bn
0 bny bn§3 bnzg bn4g bng7 8 bngg 56bn63
NOTE 1: LBN refers to the bearer that is to be released. This message can be sent on a different bearer
of the same connection to the one that is to be released.
NOTE 2: A release message shall not be accepted unless FMID and PMID are both correct.
NOTE 3: Mandatory use of the reason field is expected to be minimal or even non-existent.
Figure 95
Table 50
reason Explanation for release
0000 0000 unknown
0000 0001 bearer release (reduce capacity)
0000 0010 connection release
0000 0011 bearer setup or handover failed
0000 0100 bearer handover successfully completed
0000 0101 attempted bearer HO to another cluster
0000 0110 timeout, loss of signal
0000 0111 timeout, loss of handshake
0000 1000 requested unacceptable slot type
0000 1001 requested unacceptable MAC service
0000 1010 base station busy
0000 1011 reverse direction (double simplex)
0000 1100 duplicate PMID
0000 1101 unacceptable PMID
0000 1110 }
to } reserved
1111 1111 }
NOTE 4: "Bearer handover successfully completed” is only intended for use in double simplex

release.
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7.3.4 Null

This message is used to fill bn subfields when there is no | data or Cg data or Gg data or other Mg,
messages to send.

T /\ T
X010| NCF spare
0000 1llllOOOO ........... 1111|OOOO 1111
/\

bn bn, |bn

bg3 bn7 8 bn63
Figure 96
Table 51

NCF Meaning

0000 no Cp or CLp data in the B-field;

0001 one B subfleld contains Cy or CLp data;
0010 two B-subfields contain Cy or CLp data;
0011 three B-subfields contaln Cgp or CL data;
0100 four B-subfields contain Cp or CLpg data,
0101 five B-subfields contain C or CLF data;
0110 six B-subfields contain Cp or CLp data;
0111 seven B-subfields contaln Cp or CLy data;
1000 eight B-subfields contain C or CL data;
1001 nine B-subfields contain CF or CLg data,

1010
to :}— reserved
1111

7.3.5 Quality control
7.3.5.1 General format
X011 command information
|bn0 bn3|bn4 bn7|bn8 bn63|
Figure 97
Table 52
command Meaning
0000
to } Bearer and Connection Control
0101
0110
to } reserved
1101
1110 Reset
1111 Bearer quality in an asymmetric connection
7.3.5.2 Bearer and connection control
T T T
com-—
X011l| mand |FMID| PMID param 1 param 2 (0000 1111
| ] ]
bg bny bng [bnjgy bnyg bnygg bngg
bn3 b7 bn23 bn39 bn47 bn55 bn63

Figure 98
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Table 53

command

param 1

param 2

Meaning

0000

0001

0010

0011

0100

0101

0110

0111

1000
to
1111

0000 LBN

RPN

0000 LBN

0000 1111

0000 LBN

RPN

RPN

RPN

0000 1111

0000 1111

0000 0000
or
RPN

0000 1111

frequency
error

frequency
error

advance

timing
increment
decrement

0000 1111

antenna switch for the
single bearer identified
by LBN

request:

reject:

PT --> FT
FT --> PT

antenna switch for all
bearers of this connec-
tion to the RFP identi-
fied by its RPN

request: PT --> FT

reject: FT --> PT

bearer handover of the
bearer identified by LBN

request: FT --> PT

reject: PT --> FT

connection handover
request: FT --> PT
reject: PT --> FT

frequency control for the
bearer identified by LBN

request: FT --> PT

reject: PT --> FT

frequency control for all
bearers of this connec-
tion to the RFP identi-
fied by its RPN

request: FT --> PT

reject: PT --> FT

Advance timing for all the
bearers of this connec-
tion to the RFP identi-
fied by its RPN

request: FT --> PT

reject: PT --> FT

The PP informs the FT that
prolonged preamble is imp-
lemented for all the bearers
of this connection to the
RFP identified by its RPN
request: PT --> FT
reject: FT --> PT

reserved

NOTE 1:

The function of these commands depends on the transmission direction. The

commands are either requests or reject. A reject should only be used if the requested
action is not supported.

NOTE 2:

FP does not propose a particular RFP for handover.

NOTE 3:

NOTE 4:

A PP may or may not accept the RFP's proposal of the new RPN.

For the bearer handover request, the RPN is an optional parameter. If set to all "0" the

The frequency error in kHz is encoded in 2's complement form, to give a range of + 127

kHz to - 128 kHz. The least significant bit of the error is placed in bit position bnsgg.

NOTE 5:

The advance timing changes are encoded in 2's complement form (+127 bits to -128

bits). The LSB of the advance timing is placed in position az; Changes with less than 2
bits should not be requested.
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NOTE 6:  The prolonged preamble is implemented in the PP from the first transmission of the
bearer set-up. Thus the "request” is of informative nature.

7.3.5.3 RESET

This message shall only be used in the MAC Ip_error_correction service.

X011|1110|FMID| PMID ctrl|LBN spare spare
| | | 0000 1111|0000 1111
bn bn bn2 bn4 bn44 bn4 bn
0 bno bn§9 gn39 bn4g bngy 8 bngyg 26 bngs
Figure 99
Table 54

ctrl Meaning

00xx request
01lxx confirm
0x00 reserved

0x01 | 1St TDMA half frame
0x10 2nd TpMA half frame
0x11 both TDMA half frames
1xxx reserved

7.3.5.4 Bearer quality in an asymmetric connection

This is the "MAC-Mod2-ACKs" message.

T T T T T T
acknowledgments for acknowledgments for
X011]1111| channels in the first channels in the second
hal? of th? frameI ?alf oflthe fr?me
|bng  bn7| bn3s | bngs |
Figure 100

Acknowledgements for physical channels in the first half of the TDMA frame.

/N\/\

LBN1 LBN2 LBN3 LBN4 LBN5 LBN14
01/]02/|o1/[02/|01/]02/ |01/ |02/ |01/ ]02/ 01/]02/
BCK | ACK | BCK | ACK | BCK | ACK | BCK | ACK | BCK | ACK O BCK | ACK
|bng |bng | bn3s |

Figure 101

Acknowledgements for physical channels in the second half of the TDMA frame.

/\/\

LBN1 LBN2 LBN3 LBN4 LBN5 LBN14
Q1/1Q2/101/|Q2/|Q1/|02/(Q1/|Q2/|Q1/|Q2/ Q1/|02/
BCK | ACK | BCK | ACK | BCK | ACK | BCK | ACK | BCK | ACK BCK | ACK

/\/\
|bn3g bngs |

Figure 102
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In pairs two bits are related to one simplex half of a double simplex bearer identified by the LBN.
Depending on the MAC layer service the meaning of these bits is different.

For Iy and Ip_error_detection services the two bits have the function of the Q1 and Q2 bit. The setting of
the Q1 and Q2 bit are described in the procedures of subclause 10.8.1.3.

For the Ip_error_correction service the two bits have the function of the BCK and ACK bit. The coding of
these bits are described in subclause 10.8.2.4.

7.3.6 Extended system information
7.3.6.1 General format
X100 command information
|bn0 bn3|bn4 bn7|bn8 bn63|
Figure 103
Table 55
command Meaning
0000 TARI messages
0001
to } reserved
1111
7.3.6.2 TARI messages

The management entity in the transmitting radio endpoint supplies the MAC layer with a 36 bit SDU via the
ME SAP. At the receiving endpoint the MAC layer passes the 36 bit SDU out through the ME SAP to the
management entity.

X100(0000 TARI field spr spare spare
1111|0000 1111|0000 1111
|bn0  bn7|bn8 | bn43|bnd4 bné63 |
Figure 104

For the coding of the TARI field refer to ETS 300 175-6 [6].

7.3.7 Gg-channel data packet
T /\ T
X101| NCF 56 bit GF-channel SDU
1 /\ 1
bn bng |bn
b83 bny 8 bn63|

Figure 105
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Table 56

NCF Meaning
0000 no Cy data in the B-field
0001 one B subfield contains Cyp data
0010 two B-subfields contain Cy data
0011 three B-subfields contaln Crp data
0100 four B-subfields contain Cg data
0101 five B-subfields contain C data
0110 six B-subfields contain Cp data
0111 seven B-subfields contaln Crp data
1000 eight B-subfields contain C data
1001 nine B-subfields contain Cg data
1010
to } reserved
1111
7.3.8 Escape
T | /\ ,
X111 escape information
] ] /\ |
bl’lo bn4
bl’l3 bn63
Figure 106

Any DECT equipment may transmit an escape message.

The content of the escape information field (bns to bngs) is not specified. This message shall not be used
to perform a function that is specified in another part of the DECT CI standard.

8 Medium access layer primitives

The contents of clause 8 are for information only. This clause is aimed to assist in the description of layer

to layer procedures.

These primitives are abstract and their concrete representations may vary from implementation to
implementation. Therefore, they shall not be considered to be a testable entity.

Four types of primitives exist, Request (req), Indicate (ind), Response (res) and Confirm (cfm). A "cfm"
primitive only occurs as confirmation of an action initiated by a "reg" primitive. A "res" primitive can only
follow a "ind" primitive. The direction of the primitives is shown in figure 107:

\ DLC reqg 1ind res cfm
\ l 1 ! 1
\ 1 1 Lo T
LLME \ o Lo T
T 1
req —>—>| |
ind <—<—| MAC |
res —>—>| |
cfm <—<—| |
|
Y ]
/ ! 1 ! 1
/ I I
1 T S
/PHL req ind res cfm

Figure 107
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8.1 Connection oriented service primitives

Connections are identified by the MAC Connection Endpoint Identifier, MCEI.
8.1.1 Connection setup: MAC_CON {req;ind;cfm}

Parameter list:

Table 57

d cfm

o]

Parameter req i

MCET

FMID, note 1

PMID

connection handover ?
old MCEI, note 2

CF required ?

slot type
service type

max lifetime, note 3
up/down/sm/ss, note 4
connection type

ECN, note 5

OO XX XXX XXNX

DI XXX XX
|

X
0

parameter exists
parameter optional
parameter does not exist in this primitive

NOTE 1: FMID is only needed for fixed part initiated "fast

setup".

NOTE 2: The "old MCEI" parameter is only needed if"connection
handover" = "yes" and the previous "connection type" =
"basic".

NOTE 3: The "maximum lifetime" parameter only applies to the
IP error correction service. The setting of this
parameter in the MAC CON-req primitive 1s optional.
Default value (i.e. assumed when not set) 1s: maximum
lifetime = unlimited.

NOTE 4: The setting of this parameter in the MAC CON-reqg
primitive 1is optional. Default value is "ss", the
symmetric single bearer connection.

NOTE 5: The "ECN" parameter is only used if "connection type"

= "advanced".
Parameter values:
MCEI = local matter;
connection handover ? = {yes,no};

old MCEI

local matter, or null;

Cr required ? {yes, no};

slot type { double, full, half with j=0 };

{ In_minimum_delay, In_normal_delay, Ip_error_detection;
Ip_error_correction, unknown, C-channel only };

service type

maximum lifetime {unlimited, 1, 2, ... , 7 };
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asymmetric uplink connection;
asymmetric downlink connection;
symmetric multibearer connection;
symmetric single bearer connection;

up
down
sm
Ss

{ basic, advanced };

{0, 1, ... 15}

8.1.2 Connection madification: MAC_MOD {req;ind;cfm}

Parameter list:

Table 58

Parameter

req

ind

cfm

MCEI

ECN
slot type

service type

max lifetime
target number of uplink simplex bearers
target number of downlink simplex bearers
minimum acceptable uplink simplex bearers
minimum acceptable downlink simplex bearers

KRR XXX XX X

XX XX X

[

X = parameter exists
- = parameter optional

Parameter values are the same as MAC_CON except:

MCEI
ECN
slot type

service type

maximum lifetime

local matter;

= {0, 1, ... 15}

{ double, full, half with j=0 };

Ip_error_correction, C-channel only };

{unlimited, 1, 2, ..., 7 };

target number of uplink simplex bearers = {1,2,... 30}
target number of downlink simplex bearers = {1,2,... 30}
minimum acceptable uplink simplex bearers = {1,2,... 30}
minimum acceptable downlink simplex bearers = {1,2, ... 30}

NOTE 1:

NOTE 2:

NOTE 3:

Target number - minimum acceptable.

If "slot type" = "half" then target number = minimum acceptable = 1.

"Slot type" shall only be used to adjust j.

{ In_minimum_delay, In_normal_delay, Ip_error_detection,
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8.1.3 CO data transmit ready: MAC_CO_DTR {ind}
Table 59
Parameter ind
MCEI X
data channel type X
number of segments X
no. of duplex bearers X
X = parameter exists
data channel type = {GE Cs,Cr Iny Ip E
number of segments = {0,1,..30}
no. of duplex bearers = integer; this value is only set for data channel type Cr.
8.14 CO data transfer: MAC_CO_DATA {req;ind}
Parameter list:
Table 60
Parameter req ind
MCEI X X
transmit data channel type X -
receive data channel type - X
number of segments X X
no. of bearers for control X -
SDU X X
CRC Results - 0
X = parameter exists
O = parameter optional
- = parameter does not exist in this primitive

Parameter values:

transmit data channel type {GF, Cs, CF, IN, Ip, null};

receive data channel type {GF, Cs, CF, IN, Ip, unknown};

number of segments {0, 1, ... 30};

no of bearers for control integer; this parameter is only set if transmit channel type is C.

CRC results local matter.

NOTE: Except Iy, all data is provided with MAC layer 16 bit CRCs. Indicating the CRC results
may be needed in error detect services.
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8.1.5 Restart DLC: MAC_RES DLC {ind}
Parameter list:

Table 61

Parameter ind

MCETI X

X = parameter exists

8.1.6 Connection release: MAC_DIS {req;ind}

Parameter list:

Table 62
Parameter req ind

MCEI X X
reason - O
X = parameter exists

O = parameter optional

- = parameter does not exist in this primitive

reason = {normal, abnormal }.
NOTE: Disconnect with the aim of reconnecting should be performed by sending appropriate

higher layer messages before issuing this primitive.
8.1.7 MAC bandwidth: MAC_BW {ind;res}
Parameter list:

Table 63

Parameter ind|res

MCEI

target number of uplink simplex bearers
target number of downlink simplex bearers
minimum acceptable uplink simplex bearers
minimum acceptable downlink simplex bearers

XXX X
|

X = parameter exists
- = parameter does not exist in this primitive
Parameter values:
MCEI = local matter;
target number of uplink simplex bearers = {1,2,... 30}
target number of downlink simplex bearers = {1,2,... 30}
minimum acceptable uplink simplex bearers = {1,2,... 30}
minimum acceptable downlink simplex bearers = {1,2,... 30}
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8.1.8 Encryption
8.1.8.1 Load encryption key: MAC_ENC_KEY {req}
Parameter list:

Table 64

Parameter req

MCEI
SDU, containing encryption key

XX

X = parameter exists

8.1.8.2 Enable/disable encryption: MAC_ENC_EKS {req;ind;cfm}
Parameter list:

Table 65

Parameter req ind cfm

MCETI X X X

"go crypted / go clear" flag X X X

X = parameter exists

8.2 Connectionless and broadcast service primitives
8.2.1 Paging: MAC_PAGE {req;ind}
Parameter list :

Table 66

3
Q.

Parameter req i

cluster ID

page type

length of page field
long flag

SDU

CRC results

XXX XX
OXX 1 1 X

X
0

parameter exists
parameter optional
parameter does not exist in this primitive

Parameter values :

cluster ID { all clusters / an integer };

page type { fast, normal };

length of page field {0, 20, 36, 72, 108, 144, 180, 216};

long flag { long, other } ; this parameter is only needed for page fields of length 36;

CRC results local matter.
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8.2.2 Downlink connectionless: MAC_DOWN_CON {req;ind}

Table 67

Parameter req|ind

logical channel
number of segments

XX

ARI
data contains errors

XXX XX

SDU X

X = parameter exists

{CLF,CLs,Shqk

logical channel

number of segments {1...10}.
NOTE: Number of segments is only needed for CLg data.
8.2.3 Uplink connectionless: MAC_UP_CON {req;ind;cfm}

Table 68

Parameter reg|ind|cfm

SDU length X
SDU ¢}

PMID
data contains errors

XX O

status X

X
)

parameter exist
parameter optional
parameter does not exist in this primitive

SDU length {0,40,n*64} ; n = {1,2,..20}

status {no C/L uplink service, CLg not supported, data transmitted }.
8.3 Management primitives

Parameter values shall not be defined for the management primitives in this ETS to allow the possibility of
alternative implementations.

8.3.1 Connection control
8.3.1.1 Connection setup: MAC_ME_CON {ind}
Parameters:

basic/advanced connection;

- ECN (if advanced connection);

- new connection/bearer handover/connection handover;
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- old MCEI (if connection handover).

8.3.1.2 Connection setup allowed: MAC_ME_CON_ALL {req}
Parameters:

- forbid/allow flag;

- forbid reason (i.e. asked for basic, can retry with advanced);

- ECN;

- new MBC required;

- MCEL.

8.3.1.3 Bearer release: MAC_ME_REL {req}

This primitive is used by the LLME to release a bearer due to not finding an MBC on handover.
8.3.14 MBC release report: MAC_ME_REL_REP {ind}
Parameter:

- ECN.

8.3.2 System information and identities

8.3.2.1 FP infor mation preloading: MAC_ME_RFP_PRELOAD {req}
Parameters:

- PARI,

- RPN;

- SARI;

- fixed part capabilities;

- multiframe number.

8.3.2.2 PT information preloading: MAC_ME_PT_PRELOAD {req}
Parameters:

- assigned individual TPUI;

- assigned/default flag.

8.3.2.3 System information output: MAC_ME_INFO {ind;res}
Parameters:

- PARI,

- RPN,;

- SARI;
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- fixed part capabilities;

- multiframe number.

8.3.2.4 Extended system info: MAC_ME_EXT {req;ind;res;cfm}
Parameters:

- FMID;

- PMID;

- SDu.

8.3.3 Channel map: MAC_ME_CHANMAP {ind;res}
Parameters:

- strongest channels;

- Quietest/free channels.

8.34 Status reports: MAC_ME_STATUS {req;ind;res;cfm}
Parameters:

- call status;

- slot drift/slot theft (X-field) report;

- CRC report (retransmission report);

- timer status;

- handover required;

- diversity switch required.

8.3.5 Error reports: MAC_ME_ERROR {ind;res}
Parameters:

- service overload;

- call failure.
8.4 Flow control
8.4.1 MA SAP flow control

Transmitter: the BMC of an FT may accept MAC_PAGE-req primitives. According to the paging type
(fast or normal, see subclause 9.1.3.1), the SDU length, and the T-Mux algorithm the BMC will distribute
the P-channel information to all TBCs, CBCs and DBCs of a cluster. If the BMC cannot distribute the SDU
contained in the MAC_PAGE-req primitive, that SDU is discarded and nothing is returned to the higher
layers.

Receiver: the BMC in a PT may receive paging messages from any bearer. If Bg-channel messages were
received in one TDMA frame the BMC should send at least one of these messages with a MAC_PAGE-ind
primitive to the DLC.
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8.4.2 MB SAP flow control

The flow control of Sly, CLg and CLg-channel data depends on the transmission direction and the
connectionless service. Flow control is described separately for downlink and uplink directions in the
corresponding procedures in subclauses 9.1.2 and 9.2 respectively.

8.4.3 MC SAP flow control

The MBC shall request the DLC for all data to be transmitted from the Cg, Cg, G, Iy and Ip-channel. With
the MAC_CO_DTR-ind primitive the MBC may request for segments of several channels or selectively for
segments of only one channel. The DLC responds by issuing one or several MAC_CO_DATA-req
primitives to the MAC. A MAC_CO_DATA primitive shall carry data segments from only one logical
(sub)channel. Data is delivered from the MAC to the DLC with the MAC_CO_DATA-ind primitive.

The following primitive flow shall be provided on the transmitting side:

a) Cs and Cg-channels: before an ARQ window starts (see subclause 10.8.1) the MAC shall request
with MAC_CO_DTR-ind primitives for the maximum number of allowed higher layer control
segments (Cg and Cg-channel data). By requesting Cg segments the MAC indicates the number of
established duplex bearers. The DLC shall respond with MAC_CO_DATA-req primitives. These
primitives shall contain at most the indicated number of Cg and Cg segments, and for data type Cg,
the number of duplex bearers allowed to carry higher layer control.

NOTE 1: The number of allowed Cg or Cg segments indicated with the MAC_CO_DTR-ind
primitive may be zero, e.g. when retransmissions are needed.

If no Ce-channel is provided the number of acceptable Cg segments in the MAC_CO_DTR-ind
primitive and the number of allowed duplex bearers for higher layer control in the
MAC_CO_DATA-req primitive shall always be zero.

The Cg data shall always be transmitted on the allowed number of duplex bearers indicated with the
MAC_CO_DATA-req primitive. This rule is also applied for retransmissions of Cg data. The MAC
shall only retransmit the Cg data on the number of bearers specified by the DLC, a value "0"
disables all retransmissions.

A MAC_CO_DATA-ind primitive may allow the DLC to issue one or more Cg segments. The DLC
may respond with a MAC_CO_DATA-req primitive for Cg data that reserves some bearers for
higher layer control but the primitive itself does not contain a SDU (i.e. number of Cg segments = 0).
The number of reserved bearers shall not be used for I-channel data. If no or not sufficient
Gg-channel data is available (see item d)) the MAC shall fill the remaining segments (see item e)).

b) In_normal_delay and | p: before a TDMA half frame starts the MAC shall request with a
MAC_CO_DTR-ind primitive for all new I-channel data segments which can be transmitted in this
TDMA half frame. The DLC shall reply with a MAC_CO_DATA-req primitive. This primitive shall
contain the requested number of I-channel segments for the Iy_normal delay service. For
Ip services the number of delivered Ip segments shall not exceed the number indicated in the
MAC_CO_DTR-ind primitive. If a TDMA half frame is the beginning half frame of an ARQ window,
the I-channel request shall follow the C-channel request.

If two bearers with the same LBN are maintained during bearer handover, I-channel data shall be
duplicated on both bearers, the new and the old bearer.

C) In_minimum_delay:  just before the transmission of a bearer carrying Iy data in a
In_minimum_delay service starts the MAC request with a MAC_CO_DTR-ind primitive this segment.
The DLC shall respond with a MAC_CO_DATA-req primitive and deliver a Iy segment.
If two bearers with the same LBN are maintained during bearer handover, I-channel data may be
different on both bearers. The MAC shall ask for data for the two bearers using two independent
primitives. See annex H for information regarding seamless handover operation.
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d)

e)

Gg-channel: if the Gg-channel is used (Ip service) and capacity is available for Gg segments, the
MAC request just before the transmission starts with a MAC_CO_DTR-ind primitive and indicates
the maximum number of acceptable Gg segments. The DLC may respond with a
MAC_CO_DATA-req primitive and deliver at most the indicated number of segments. Capacity can
be available on bearers carrying some higher layer control, extended MAC control or on bearers
which are not used to carry either Cg or Ip data.

Filling: if the DLC delivers insufficient control segments for a particular bearer, the MAC shall fill the
remaining segments.

NOTE 2: If no control segments are delivered by the DLC, the MAC shall fill all segments.

NOTE 3: Iy mode filling is performed by the DLC.

The following primitive flow shall be provided on the receiving end:

a)

b)

c)

d)

if the A-field CRC fails, the B-field data segments are delivered with a MAC_CO_DATA-ind
primitive, and are labelled as "unknown";

correctly received new Cg and Cg data segments shall be delivered with a MAC_CO_DATA-ind
primitive to the DLC at TDMA half frame boundaries;

correctly received Gg segments are delivered to the DLC immediately with a MAC_CO_DATA-ind
primitive;

for the Ip_error_correction and Iy_minimum_delay services, correctly received |-channel segments
and all B-field segments labelled as "unknown" are delivered to the DLC immediately with a
MAC_CO_DATA-ind primitive;

for the Ip_error_detection and Iy_normal_delay services, Correctly received I-channel segments and
segments labelled as "unknown" are issued to the DLC with MAC_CO_DATA-ind primitives at half
frame boundaries. Sequencing shall be provided. For sequencing the "unknown" segments are
treated as I-channel segments.
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9 Broadcast and connectionless procedures

9.1 Downlink broadcast and connectionless procedures

This subclause describes the procedures for the continuous downlink BMC and CMC services.

9.1.1 Downlink broadcast procedure

9.1.11 Broadcast information

The broadcast information provides three basic services to any locked PPs:

1) access rights identifiers: (N-channel and Q-channel);

2) system information: (Q-channel);

3) paging information: (P-channel).

Access Rights Identifiers (ARIS):

Access right identifiers are broadcast in two channels. The primary access rights identifier is repeated
most frequently using the N-channel, and shall be provided by all RFPs. The RFP may indicate the
existence of secondary access rights identities. Any SARIs are broadcast as part of the Q-channel using

the SARI message (see subclause 7.2.3.6).

NOTE: Tertiary Access Right Identifiers (TARIS) may also exist. These are available on
demand (see subclause 9.3).

The ARIs determine if a PP can request service from the RFP, according to the rules given in
ETS 300 175-6 [6].

System information:

System information gives many details about the operation of the fixed part. This is a mixture of general
information, plus RFP specific information.

Certain system information messages are essential for PTs to lock to a system. These messages shall be
transmitted by all RFPs. The contents and provisions of these messages and the maximum interval
between repeats are defined in subclause 7.2.3. Transmission of these messages is described in
subclause 11.1.1. The PT locking procedure is defined in subclause 11.3.

Paging information:

Paging information is used to send transient information to locked PPs. The main application of this service
is to deliver call setup messages, these messages are used to connect incoming (FP-originated) calls.

There is a fast and a normal paging mode. In normal paging mode the paging message positions within a
multiframe are restricted to minimise the duty cycle of idle locked PPs. This enables idling PPs to switch
off for the other frames. However, paging message delays may occur, and the fast paging mode is defined
for cases where a higher duty cycle is acceptable and shorter delay is wanted. Fast paging is expected to
be primarily used for data terminals.

Paging procedures are defined in subclause 9.1.3.

9.1.1.2 Channel selection for downlink broadcast services

As defined in subclause 5.7.1 the continuous broadcast service shall always be available at each CSF.
This service shall be provided on:

- all traffic bearers with transmissions in the direction FT to PT;
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- any connectionless bearer used for a downlink CMC setrvice;
- the dummy bearer.

Channel selection to provide the downlink broadcast service shall only be applied to setup a dummy
bearer, and may occur if either:

1) in presence of traffic bearers neither a bearer providing a connectionless downlink service nor a
dummy bearer exists; or

2) the last bearer with transmissions in the direction FT to PT is released, and neither a dummy bearer
nor a bearer providing a connectionless downlink service exists; or

3) one dummy bearer but no traffic bearer exists and the CSF tries to install a second dummy bearer;
or

4) the RFP decides to change the physical channel for a dummy bearer; or

5) the RFP receives a "change dummy bearer position" message (see subclause 7.2.5.6) and the FT's
CSF allows a change; or

NOTE: It depends on the system configuration if a CSF allows a dummy bearer change when
requested. FTs may ignore a "change dummy bearer position" message.

6) a connectionless downlink service has finished.

Except for situation 6) above, the FT shall choose a channel according to subclause 11.4.3 with following
preferences:

For situation 2) above: if the last bearer with transmissions in the direction FT to PT was a traffic
bearer, this bearer should be converted into a dummy bearer.

For situation 5) above: the physical channel proposed in the "change dummy bearer position" message
should be chosen if allowed (see subclause 11.4.3).

If a CSF decides to install dummy bearer(s) when a connectionless service has finished (situation 6))
above, the CSF shall convert the connectionless downlink bearers to dummy bearers.

9.1.1.3 Downlink broadcast procedure description

The downlink broadcast procedure is defined by the T-MUX rule (refer to subclause 6.2.2.1). This rule
defines the distribution of the available capacity for Q, N and P-channels.

The Q-channel information depends on the system configuration. Q-channel capacity shall be split for
transmission of the different messages according to the rules defined in subclause 7.2.3.1.

The P-channel capacity shall be used as defined in subclause 9.1.3.

9.1.2 Downlink connectionless procedure

9.1.2.1 Channel selection at the RFP

If dummy bearers exist in the CSF, all dummy bearers shall be converted into connectionless bearers.

When no dummy bearer is present or when the RFP decides to change the physical channel to provide the
connectionless downlink service, the RFP shall choose a channel according to subclause 11.4.3.

BMC services may be used to announce the creation of a new downlink service.
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9.1.2.2 Downlink connectionless procedure description
FT procedure:

The CBC of a downlink service normally transmits continuously, i.e. in one slot every frame (refer to
subclause 5.7). The CBC supports the BMC and the CMC downlink service. Dependent on the downlink
service (refer to subclause 5.7.2.1) the DLC may deliver CLg, CLg or Sly data with a
MAC_DOWN_CON-req primitive. During Sly services the DLC shall submit one segment of Sly channel
data per frame. For CLg services the DLC may submit at most the maximum number of CLg segments that
can be transmitted in one frame. In addition the DLC may deliver one segment of CLg data every second
frame.

CLg data is transmitted by the RFP strictly following the T-MUX rules defined in subclause 6.2.2.1. No
numbering is applied for CLg segments. The TA bits in the A-field header may use either code for C; tails.

CLg data is positioned in the B-field according to the definition in subclause 6.2.2.3.
PT Procedure:
Predicate: The PT has a CBC installed and is receiving the FT's connectionless bearer.

NOTE: The FT's connectionless downlink transmissions can be recognised by the special
header coding for the Nt tails. In addition, the FT may use the BMC service to
broadcast the connectionless bearer position.

The PT's CMC delivers all connectionless data together with the CRC results to the DLC using the
MAC_DOWN_CON-ind primitive. If the A-field was received with errors any B-field data shall be delivered
with data type set to "unknown". The A-field tail shall be delivered as "unknown" on A-field CRC failure only
when received in a TDMA frame where Ct tails in the downlink direction are allowed (refer to
subclause 6.2.2.1).

9.1.3 Paging broadcast procedure

In subclause 9.1.3 the following definitions shall apply:

if "length of page field" = 0, the page is "zero length";

if "length of page field" = 20, the page is "short";

if "length of page field" = 36, the page is "full" or "long"; and
if "length of page field" > 36, the page is "long".

9.1.3.1 RFP paging broadcasts

Paging messages are used to alert a PP at any location within a DECT fixed part. The Bg-channel is
handled by the broadcast message controller and the broadcast controllers in every TBC, CBC, and DBC.

The BMC in each cluster shall check that the "cluster ID" parameter in the MAC_PAGE-req primitive refers
to the BMC's cluster. Zero length, short, full and long pages are distinguished by their different SDU length
and the "long" flag for SDU length 36.

All paging messages are broadcast by an RFP using the Py type tails. Within one cluster, all Bg-channel
information shall be duplicated in the P type tails of all bearers.

The BMC shall not generate a Pt type tail containing short, full, or long page information except after
having received a MAC_PAGE-req primitive. Zero length pages may be generated either after receiving a
MAC_PAGE-req primitive with "length of page field" = 0, or by the broadcast controller in the TBC, CBC,
or DBC itself. On a traffic bearer, Nt type tails should usually be sent in preference to Pt type tails
containing zero length pages.
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No more than one zero length page shall be sent in any multiframe.

The MAC_PAGE-req primitive shall define one of two possible paging types:
- normal paging;

- fast paging.

P type tail transmissions are only allowed in certain frames of the multiframe (refer to subclause 6.2.2.1).
Fast paging may only be used to alert PPs that listen to all allowed frames for Pt tails. Normal paging is
applied to alert PPs that do not listen to all of these frames. To ensure that PPs have not to listen to all
allowed frames for P tails within one multiframe but can receive all page tails of the normal paging type
transmitted in that multiframe the FT sets an extend flag in the Py tail header. Paging tails of the normal
and fast paging type shall be transmitted within a multiframe according to the following rules:

Fast full and fast short paging messages and the first segment of a fast long page message may be
placed in any frame in which transmission of Pt type tails is permitted, except that they shall not interrupt
long pages.

NOTE 1: Higher layer functions are used to ascertain whether a PT is likely to respond to fast
paging.

Fast zero length pages shall be treated as normal, zero length pages. Normal full, normal short and normal
zero length paging messages and the first segment of a normal long page message shall be restricted to
the following frames:
a) frame 0 in any multiframe sequence;
b) frame 2, only if frame 0 has the extend flag set to 1;
c) frame 4, only if frames 0, 2 have the extend flag set to 1;
d) frame 6, only if frames 0, 2, 4 have the extend flag set to 1;
e) frame 10, only if frames 0, 2, 4, 6 have the extend flag set to 1;
f) frame 12, only if frames 0, 2, 4, 6, 10 have the extend flag set to 1.
In frame 12, the extend flag shall be set to 0.
Long pages shall have the extend flag set to 0.
NOTE 2: Within one multiframe, at most one long page of the normal paging type may be
transmitted, and this is the last transmitted page of the normal paging type for that

multiframe.

Long pages are divided into segments of 36 bits and shall be transmitted in successive frames in which
P type tails are permitted. Long pages shall not continue from frame 12 to frame 0.

Every Py tail contains a 4 bit header. One bit is the extend flag, referred to above. The other three bits in
this header indicate the length of the page. For the Bg SDU length 36 two codes are used to distinguish full
and long pages. Pages longer than 36 bits make use of three codes, one indicating "the first 36 bits of a
long page" another "not the last 36 bits of a long page", and the other indicating "the last 36 bits of a long

page".

Short pages contain 2 bytes of MAC layer information. Zero length pages contain 20 bits of RFP identity
and then 2 bytes of MAC layer information. See subclause 7.2.4 for the format of the Pt messages. The
broadcast controller in each TBC, CBC or DBC decides which type of MAC layer information is placed in
the two byte field, and the information shall be specific to that RFP.
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The BMC shall at least distribute full and short pages to the broadcast controllers in TBCs, CBCs and
DBCs for transmission in frame 0. The BMC need not distribute pages to the broadcast controllers in
TBCs, CBCs, and DBCs for transmission in frames other than frame 0.

The broadcast controller in a TBC, CBC or DBC shall transmit the Py type tail distributed to it by the BMC
in the frame indicated by the BMC.

The MAC layer shall transmit an Nt type tail in frame O at least once every T205 seconds.

The BMC shall not supply the bearers in its cluster with page messages that are older than T204
multiframes, measured from the time instant when the MAC_PAGE-req primitive was received. This limits
the lifetime of a page message in the MAC layer.

NOTE 3:  This limit applies to MAC layer repeats as well as to initial transmissions.

"Zero length" and "long" pages shall be issued by a cluster's BMC to all TBCs, CBCs and DBCs not more
than once.

For FPs that do not allow PPs to enter into low duty cycle Idle_Locked mode (see subclause 11.3.3) and
provided that capacity is available and the lifetime of the page information in the MAC layer has not
expired, then "short" and "full" pages shall be issued by the BMC at least once and may be repeated at
most three times. New page messages have priority over repetitions.

For FPs that allow the PPs to enter into low duty cycle Idle_Locked mode, provided that capacity is
available and the lifetime of the page information in the MAC layer has not expired, the BMC shall issue
"short" and "full" pages for a first transmission to all TBCs, CBCs and DBCs. The BMC shall repeat the
transmission of "short" and "full" page messages in the three multiframes following the first transmission of
the messages, provided that the MAC layer lifetime has not expired. Repeats of page messages have
priority over first transmissions of new page messages.

NOTE 4: MAC control added to short page messages (refer to subclause 7.2.4) need not be the
same for all repetitions.

NOTE 5:  The FP broadcasts within the "fixed part capabilities" message (see subclause 7.2.3.4)
whether or not PPs are allowed to enter the low duty cycle Idle_Locked mode.

9.1.3.2 PP paging procedures

9.1.3.21 PP paging detection

Idle_Locked is the normal state of a PP between calls. In this state the PP maintains synchronism with at
least one RFP by receiving regularly Pt or Nt type tail messages on any bearer from an RFP. The
frequency of the reception depends on the Idle_Locked mode:

- high duty cycle Idle_Locked mode;

- normal Idle_Locked mode;

- low duty cycle Idle_Locked mode.

These modes are described in subclause 11.3.3 and define the ability to receive page messages.

9.1.3.2.2 PP paging processing

The extend flag should be used to extend normal page detection, irrespective of the CRC result (pass or
fail).



Page 120
ETS 300 175-3: September 1996

The various lengths of page fields shall be handled as follows:

Zero length page: a MAC_PAGE-ind primitive shall not be issued. The contents of the Pt tail may be
used by the portable termination.

Short and full page: the complete Bg-channel SDUs should be delivered to the higher layer, irrespective
of the CRC result (pass or fail) with a MAC_PAGE-ind primitive. For short pages the rest of the
information in the P tail may be used by the PT.

Long page: the complete Bg-channel SDU of a long page should be delivered to the higher layer with a
MAC_PAGE-ind primitive, provided that all parts of the message (see subclause 9.1.3.1) are received
without error (CRC passed).

NOTE 1: The BMC in the PT may assemble a complete message from receptions on several
bearers.

NOTE 2: Bearers from different RFPs may carry different page messages, but the page
messages are the same for all RFPs belonging to one cluster.

9.2 Uplink connectionless procedures
9.2.1 General

This procedure allows the DLC layer in a PT to send a short protected message to the DLC layer in the
FT. The PT's MAC layer may use a random access technique to select when to transmit the message.

To provide protection, the PT's MAC layer adds CRCs to the higher layer data.

The connectionless uplink service consists of one or two transmissions on a selected C/L uplink bearer.
For connectionless uplink services the number of transmissions from a single PT shall not exceed N203 for
any period of T215 multiframes.

Segment numbering is not defined for this service.
9.2.2 Bearer selection for the connectionless uplink

The "standard capabilities" Q1 message shall indicate whether an FT offers the connectionless uplink
service. If it does not provide this service, the PT shall not attempt to make connectionless uplink
transmissions. If a "connectionless uplink" service is provided, but Ck messages are not supported, the
PT's MAC layer shall not attempt to transmit CLg data.

When no Cg-channel is supported at the FT (see "standard capabilities", subclause 7.2.3.4.2) and a PT's
MAC layer receives a MAC_UP_CON-req primitive containing CLg segments, the PT shall respond with a
MAC_UP_CON-cfm primitive with the status parameter set to "CLg not supported".

For RFPs of an FP which supports the C/L uplink service (see "fixed part capabilities", subclause 7.2.3.4),
the TDD pair of any dummy or C/L downlink bearer shall be considered as a C/L uplink bearer, i.e. the
RFPs listen to the allocated channel in all TDMA frames.

If a dummy bearer or a connectionless downlink bearer can be found within T214 frames after receiving a
MAC_UP_CON-req primitive, the PT shall use the TDD pair of this bearer. Otherwise the PT shall select a
channel for the uplink service according to the procedure defined in subclause 11.4.2.

NOTE 1: An RFP may provide one dummy bearer when traffic bearers are present. If a
connectionless downlink service is needed this dummy bearer is converted to a
connectionless bearer and is the only bearer at the RFP which supports the C/L
downlink service. RFPs may broadcast the position of a permanent broadcast or
connectionless bearer using the BMC service (P tall).



Page 121
ETS 300 175-3: September 1996

NOTE 2: At least one dummy bearer is always maintained when no traffic or connectionless
bearer for downlink transmissions exist.

A dummy bearer is marked as a short bearer (no B-field) in the BA field of the A-field header and uses the
normal identification for N tails.

A connectionless downlink bearer is marked by using a special identification for N+ tails.
9.2.3 Procedure for the connectionless uplink

9.2.3.1 Predicates

1) The PT shall be in the Idle_Locked or Active_Locked state;

2) the PT shall know of at least one bearer suitable for an uplink connectionless transmission (see
subclause 9.2.2);

3) the PT knows the FMID of a suitable RFP;
4) the PT has a CBC installed.
9.2.3.2 PT D-field construction

When the PT's MAC layer receives a MAC_UP_CON-req primitive it constructs one or two D-fields to be
transmitted by its physical layer.

The A-field of the first D-field contains the "first PT transmission" TA bits; FMID; PMID; and a byte
identifying the connectionless uplink service (see subclause 7.2.5.6).

For the CLg service as many CLg segments as possible are placed in the B-field, and MAC layer CRCs
are added. Segments of CLg data are positioned according to the rules of subclause 6.2.2.3.

If the SDU length is O (only PMID exchange) or 40 bits (CLg service), the B-field may be filled in any
manner with the BA code in the A-field header = 000, or need not even be transmitted at all with the BA
code = 111.

A second D-field shall be constructed for CLg services with 11 to 20 segments in double slot mode, with 5
to 8 CLg segments in full slot mode, or with 2 CLg segments in half slot mode, and for the CLg service.

For the CLg service the TA bits in the second D-field indicate data from the CLg-channel by using either of
the C; tail coding and place the SDU in the tail.

For the CLg services the A-field shall contain a My tail identifying the second transmission of a
connectionless uplink service (see subclause 7.2.5.6).

9.2.3.3 PT transmission sequence
Transmission sequence of the PT's CBC depends on the channel selection criteria:
a) the selected channel is the TDD pair of a connectionless downlink or a dummy bearer;

b) the PT selected a free channel.
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Case a)
The transmission sequences are different for C/L uplink services using one or two transmissions:
1) One transmission:
- the PT sends the D-field in an arbitrarily chosen frame.
2) Two transmissions:

- the PT sends the first D-field in an arbitrarily chosen even numbered frame, and the
second D-field on the same channel in the next TDMA frame.

NOTE 1:  The uplink channel on the TDD pair of a dummy or C/L downlink bearer is not checked
prior to transmission.

NOTE 2: Controlled by the higher layers retransmissions of the same C/L uplink data may occur.
To prevent continuous collisions (e.g. two PTs start transmission in the same TDMA
frame and use the same retransmission algorithm in their higher layers), the MAC layer
should choose a random delay between receiving a MAC_UP_CON-req primitive and
the beginning of the first transmission.

Case b)

- After selecting the channel (see subclause 11.4) the PT sends the first D-field in time with the
primary receiver scan of the FT;

- if the connectionless uplink service consists of two transmissions the PT sends the second D-field on
the same channel in the next TDMA frame.

9.2.34 FT procedure

The FT may receive a C/L uplink transmission either on the TDD half of its dummy or connectionless
downlink bearer, or by scanning for PT first transmissions. When receiving a PT's C/L uplink transmission
marked as "first PP transmission" (see subclause 7.1.2) with correct A-field CRC and containing the FT's
FMID, the FT shall install a CBC to process the C/L uplink service.

The FT shall decide upon the coding of the M+ tail message (see subclause 7.2.5.6) whether the PT uses
a single transmission uplink service or a double transmission uplink service. If a double transmission uplink
service is in progress the FT's CBC shall receive the second transmission in the next TDMA frame on the
same connectionless uplink bearer.

If all data related to the C/L uplink service has been received correctly, i.e. with correct CRCs, the CMC
issues a MAC_UP_CON-ind primitive to the DLC with the SDU containing received CLg or CLg data.

9.3 Non-continuous broadcast procedure

A-field and B-field procedures exist which allow PTs to acquire more Q-channel information and as a
further BMC service to request a new dummy bearer.

9.3.1 Request for specific Q-channel information

A PT may acquire extended system information upon request. The procedure is initiated by the PT's LLME
(see subclause 11.2.1).
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9.3.1.1 A-field procedure
PT procedure:

The PT creates two D-fields to be transmitted by its physical layer. The B-field of both transmissions may
be filled in any manner or need not even be transmitted at all.

The A-field of the first D-field contains the "first PT transmission" TA bits, FMID, PMID, and a byte
identifying the service (extended system information; see subclause 7.2.5.6).

The A-field of the second D-field contains the My tail TA bits and the request in the A-field tail (refer to
subclause 7.2.5.10).

The PT selects a channel according to the rules for duplex bearers (see subclause 11.4) and sends the
first D-field in time with the primary receiver scan of the FT. The PT transmits the second D-field on the
same channel in the next TDMA frame.

The PT then listens to the TDD pair of the bearer until a reply is received or time-out expires (T206, see
subclause 11.2.2).

FT procedure:

An FT receiving an extended system information request issues the request to the LLME (see
subclause 11.2.2). If the LLME replies the FT creates two D-fields to be transmitted. The B-field of both
transmissions may be filled in any manner or need not even be transmitted at all.

The A-field header of both transmissions use the My tail TA bits.

The first A-field tail contains FMID, PMID, and a byte identifying the service (extended system information;
see subclause 7.2.5.6).

The second A-field tail contains the FT response (refer to subclause 7.2.5.10).

The RFP selects the TDD pair of that channel on which the request was received and transmits the
D-fields in two successive frames.

9.3.1.2 B-field procedure
PT procedure:

The PT creates one single D-field for the request. This D-field is marked as a "first PT transmission" in the
A-field header. The A-field tail contains a special Mt tail identifying the transmission as part of the
extended system information service. The B-field contains the request(s) (see subclause 7.3.6).

The PT selects a free channel according to the rules for duplex bearers (see subclause 11.4.2) and
transmits the D-field in time with the primary receiver scan of the FT. The PT then scans the TDD pair of
the bearer until a reply is received or time-out expires (T206, see subclause 11.2.2). A reply is marked
with the same M+ tail as used for the request. Replies are delivered to the LLME (see subclause 11.2.1).

FT procedure:

An FT receiving a extended system information request issues the request to the LLME (see
subclause 11.2.2). If the LLME replies the FT creates one D-field with the A-field containing an My tail.
This tall identifies the D-field as part of the extended system information service (see subclause 7.2.5.6).
The B-field contains the response from the LLME.

The RFP selects the TDD pair of that channel on which the request was received and transmits the D-field
once on this channel.
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9.3.2 Request for a new dummy bearer

A PT may request the continuous BMC service on a new dummy bearer. The PT, therefore, selects a free
channel and prepares one single D-field. The D-field contains an A-field with an Mt tail identifying the
service (see subclause 7.2.5.6). The D-field is marked as "first PT transmission" (see subclause 7.1.2).
The B-field may be filled in any manner or need not even be transmitted at all. The PT transmits the D-field
in time with the primary receiver scan of the FT on the selected channel.

The FT may ignore the PT's request or install the dummy bearer on the TDD half of that channel on which

the request was received. A PT shall not attempt to change the dummy bearer position at an RFP after
two successive unsuccessful attempts to this RFP.

10 Connection oriented service procedures
10.1 Overview
The connection oriented procedures use two peer-to-peer associations, connections and bearers. A
connection is the association that is visible to the DLC layer, and each connection uses the services of one
or more bearers as described in subclause 5.6.
The procedures are described in the following groups:

Connection control procedures:

- connection setup (see subclause 10.2);

- connection modification (see subclause 10.3);

- connection release (see subclause 10.4).

Bearer control procedures:

- bearer setup (see subclause 10.5);

- bearer handover (see subclause 10.6);

- bearer release (see subclause 10.7).

Data transfer (see subclause 10.8):

- CRFP connection control procedures (see subclause 10.9).
The procedures are written in the style of a time sequence diagram, with the PT and FT procedures
interlaced to represent the order of events. The steps are numbered as a single series, and the varied
outcomes are described with a series of lettered substeps (3a, 3b etc).
10.2 C/O connection setup
Connection setup is the first phase of a connection orientated MAC service and the first phase of a
connection handover. The phrase "Connection_Established" is defined to mean completion of setup at the
MAC layer.
Connection setup can be originated from either side. These directions are defined as follows:
- MAC PT_originated;
- MAC FT_originated.

All setup attempts for connection handover are PT_originated.
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10.2.1 General
There are four connection setup processes:

- basic connection setup process, PT_originated;

normal connection setup process, PT_originated;
- fast connection setup process, FT_originated;
- physical connection setup process, REP_originated.

The basic setup process is used to set up a basic connection. The normal and fast setup processes create
advanced connections (see subclause 5.6).

The physical setup process is used to set up a physical connection (see subclause 10.5.1.5).
10.2.2 Initiation of a basic and a normal connection setup

A basic or normal setup may be initiated by a network layer call that originates from either the PT or FT as
detailed in the following overview:

FT_originated call:
- FT higher layer sends a paging command to the PT higher layer;

- if this page is received successfully, the PT higher layer initiates a connection setup by issuing a
MAC_CON-req primitive to the PT MAC layer.

PT_originated call:

- the PT higher layer initiates a connection setup by issuing a MAC_CON-req primitive to the PT MAC
layer.

10.2.3 Initiation of a fast connection setup
FT_originated call only:
- the FT DLC initiates a connection setup without any prior paging by issuing a MAC_CON-req

primitive to the MAC layer. This primitive is addressed to only one RFP and the address of the RFP
shall be known in advance.

10.2.4 Connection setup procedure description
10.24.1 Creation of MBCs
Calling side:

A connection setup starts with the initiation process, either the DLC in the PT (basic and normal setup) or
the DLC in the FT (fast setup) issues a MAC_CON-req primitive to its MAC.

This primitive includes a MAC Connection Endpoint Identifier (MCEI) which is used to identify all further
primitives related to this connection.

For fast connection setup the MAC_CON-req primitive shall include the Radio fixed Part Number (RPN) to
identify the RFP to which the PT is registered, and the calling address which is the PMID. If the wanted
RFP cannot be addressed by the MBC the MAC issues a MAC_DIS-ind primitive to the DLC and releases
the MBC entity.
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If a connection is requested to perform a connection handover the MAC_CON-req primitive shall include
the new and the old MCEI.

In addition, the MAC_CON-req primitive shall include the necessary parameters to identify the wanted
service. After receiving a paging command the full service description is not always known by the PTs.
Then the service has type "unknown".

If the MAC cannot establish a connection (e.g. an advanced connection is needed and the FT only
supports basic connections) or the MAC does not support the wanted service (e.g. the MAC only knows
basic connections and a data service is wanted) the MAC issues a MAC_DIS-ind primitive to the DLC and
releases the MBC ending the procedure.

The MBC asks the LLME for allowance to set up the connection between the FT (as identified by its ARI)
and the PT (as identified by its PMID). If a single bearer In_minimum_delay service is wanted and no
Cg-channel is required the MBC may ask to establish a basic connection, otherwise the MBC asks for an
advanced connection (see subclause 5.6). If the new connection is for connection handover the MBC also
issues the MCEI of the old connection to the LLME.

Whenever an MBC is allowed to establish an advanced connection the LLME assigns the Exchanged
Connection Number (ECN) to the MBC.

The LLME may forbid the establishment of the desired connection (e.g. there already exists a basic
connection, no further ECNs available). If a basic connection was requested by the MBC and then
prohibited by the LLME, the MBC may reattempt by asking for an advanced connection.

If it is not allowed to set up the wanted connection the MAC issues a MAC_DIS-ind primitive to the DLC
indicating the reason, and releases the MBC.

If the MBC is allowed to set up the connection the MAC reports the connection type (basic or advanced)
with the MAC_CON-cfm primitive to the DLC after the successful setup of the first bearer.

NOTE 1: In the case of a successful connection setup there exists a common identification for
the connection known at both, PT and FT. It consists of ARl + PMID (+ ECN) where
the ECN only appears for advanced connections. For advanced connections this
identification is always unique within the PT and the FT. For basic connections a
duplication may occur only during connection handover.

NOTE 2: It is assumed that the PMID does not change during one connection (e.g. from an
arbitrary PMID to a PMID derived from the assigned individual TPUI (see
subclause 11.7.2)).

The first task of the calling side's MBC is to invoke the creation of a new MBC at the called side. To allow
the necessary radio transmissions at least one bearer controlled by a TBC shall exist. For setting up new
bearers the MBC chooses one of the bearer setup procedures. The choice depends on the requested
service (see subclauses 10.2.4.2 and 10.2.4.3).

Higher layer control during connection setup:

At the calling side the MAC may enable transmissions of higher layer control even in the first transmission.
After receiving the MAC_CON-req primitive the MAC may ask immediately for higher layer control
segments with a MAC_CO_DTR-ind primitive (refer to subclause 8.4.3).

Called side:

On the called side a new TBC is created by receiving a "bearer_request" message including both a calling

address and its own address (FMID and PMID) on the scanned physical channel. The message type also
contains the information if the new bearer belongs to a basic or an advanced connection.
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The TBC has then to receive all necessary parameters to identify an MBC. The MBC is fully identified
after:

a) receiving with the "bearer_request" message either an access request or a handover request,
including the calling address (FMID or PMID) and defining the connection type (advanced or
basic); and

b) for advanced connections only, receiving an ECN; and

c) for basic connections and only in case of a handover request, an indication if bearer or
connection handover is wanted.

NOTE 3: The parameters are not always known after the first received message, e.g. for setup
procedures using the advanced connection control Mt message set, the conditions are
fulfiled after receiving two messages, the "bearer request" message and the
"attributes_request" message (see subclause 10.5.1.2.1).

The TBC issues PMID, ARI and for an advanced connection also the ECN to the LLME and indicates the
purpose of the wanted connection (bearer/connection handover or new connection).

NOTE 4: For an FT initiated bearer setup the calling address is the FMID. But the PT has to be
locked to the calling RFP and, therefore, the PT knows the FT's ARI.

The LLME can now decide:

a) to release the TBC;

b) to connect the TBC to an existing MBC; or

C) to create a new MBC for connecting the TBC.
If a new MBC is needed the LLME requests the MAC to create a new MBC and assigns a MCEI to this
MBC. The creation of a new MBC is reported to the DLC by issuing a MAC_CON-ind primitive after the
first successful bearer setup. This primitive informs the DLC if a basic or an advanced connection is set up,
and describes the wanted service type.

NOTE 5: The wanted service may be of type "unknown" at this moment.
Higher layer control during connection setup:
The called side may enable transmission of higher layer control after issuing the MAC_CON-ind primitive.
The MAC has to ask for this higher layer control with a MAC_CO_DTR-ind primitive (refer to
subclause 8.4.3).

10.2.4.2 Establishment of a single bearer duplex connection of a known service type

This procedure is applied for all basic connections and for some advanced connections. Advanced
connections are established with this procedure provided that:

a) the MAC_CON-req primitive at the initiating side contained the full MAC layer service description;
and

b) the connection is a single bearer connection.
For a single bearer connection the duplex bearer setup is initiated by:
a) the PT, for basic and normal connection setup;

b) the FT, for fast connection setup.
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With the creation of the MBC on the initiating side a connection setup timer (T200, see annex A) is started.
A successful connection setup shall be completed before this timer expires. Otherwise the connection
setup fails.

The MBC of the initiating side shall have knowledge of at least one available physical channel. The MBC
shall also know the address (FMID or PMID) of the called part. The MBC creates a TBC and issues the
called address (FMID/PMID) and the physical channel description to the new TBC. The MBC also
indicates if the wanted bearer is used for bearer handover, connection handover or for a new MAC
connection and which single bearer setup procedure has to be used. For advanced single bearer
connections the logical bearer number of the only bearer shall be set to 15 (= "1111"). The MBC issues the
LBN and the ECN to the TBC.

To establish the bearer the TBC uses one of the following procedures:
a) the basic bearer setup procedure (see subclause 10.5.1.1) for a basic connection setup;

b) the PT initiated A-field advanced single bearer setup procedure (see subclause 10.5.1.2.1) or the
PT initiated B-field advanced single bearer setup procedure (see subclause 10.5.1.3.1) for a normal
connection setup;

C) the FT initiated B-field advanced single bearer setup (see subclause 10.5.1.3.2) for fast connection
setup.

At the end of a setup procedure a TBC will report to the MBC either:
- "Bearer_established" or "bearer_setup_failed", indicating the reason.

NOTE 1: At the destination side these messages only occur if a bearer setup attempt was
detected and a new MBC was created.

If a bearer setup attempt failed the TBC is released (see bearer setup procedures). The calling MBC can
reattempt with the same procedure up to N200 (see annex A) times, subject to using a new available
channel each time and/or accessing a new RFP (see subclause 11.4.2). Each reattempt is reported to the
DLC with a MAC_RES_DLC-ind primitive.

NOTE 2: This reporting of reattempts is necessary to support overlapped setup, whereby setup
of the higher layers occurs at the same time as setup of the MAC layer.

Explanation: The MAC forgets acknowledged higher layer data and so this data cannot be
repeated in a MAC bearer setup reattempt. The primitive, therefore, tells the
higher layers that a new connection setup was started automatically. Higher
layers shall restart their overlapped procedures, or shall release the MAC setup
with a MAC_DIS-req primitive.

If the setup attempt fails N200 + 1 times or the connection setup time-out (T200) expires, the initiating
MAC reports "setup_failure" to its DLC, using a MAC_DIS-ind primitive with the reason and releases the
MBC. This event is also reported to the LLME.

At the called side it is not always possible to recognise how often setup attempts fail. Here the MBC is
always released when "bearer_setup_failed" was recognised (see single bearer setup procedures) or by a
time-out (e.g. T200 or T201). The connection setup timer (T200) for a new MBC shall be started at
creation of the MBC. Release of an MBC at the called side is always reported to the LLME, and to its DLC
with a MAC_DIS-ind primitive provided that a MAC_CON-ind primitive was issued before.

NOTE 3: This condition may occur if a bearer setup was successful at the called side but failed
at the calling side. Here the calling side may reattempt to setup a bearer.

An MBC assumes that a bearer setup was successful when the TBC reported "bearer_established".
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When the TBC at the called side reports "bearer_established" the MBC knows all necessary MAC
parameters for the wanted service. If the MAC does not support the wanted service it will proceed with a
connection release procedure and should indicate the reason (see subclause 10.4).

If the MAC supports the service the connection setup for a single bearer connection is completed.
Immediately after the TBC reported "bearer_established" the MAC reports "connection_established" plus
service parameters with a MAC_CON-ind primitive at the called side or with a MAC_CON-cfm primitive at
the initiating side to the DLC. All following transmissions may contain valid I-channel data and the MAC
uses the appropriate multiplex for the wanted service.

10.2.4.3 Establishment of multi-bearer connections and connections needing service
negotiation

Overview:

The following service negotiation procedures shall be used to establish all asymmetric connections, and
shall also be used for symmetric multi-bearer connections.

The procedure shall also be applied for connections with service type "unknown".

Channel list messages shall be used for the establishment of asymmetric connections as defined in
subclause 10.5.1.4. Channel list messages should be used for all multibearer connection establishment.

During a multi-bearer connection establishment, the first pilot (duplex) bearer within one connection shall be
set up by the initiating side (see subclauses 10.2.2 and 10.2.3). Either of the two MBCs may be the
master for all subsequent bearer establishment in the sense that this MBC initiates all of the remaining
bearer setups.

The multi-bearer connection establishment procedure starts with the setting up of one duplex bearer, the
"pilot channel". This allows the service type to become known, (if it was unknown), and initial channel list
messages to be exchanged.

NOTE 1: Channel list messages and procedures are described in subclause 10.5.2.
The pilot (duplex) bearer setup is initiated by:
- the PT, for normal connection setup;
- the FT, for fast connection setup.
Procedure description:
The receipt of a MAC_CON-req primitive causes the creation of the MBC on the initiating side and the
starting of a connection setup timer (T200). A successful connection setup shall be completed before this
timer expires. Otherwise the connection setup fails and any bearers that have been set up are released.
The MBC of the initiating side shall have knowledge of at least one available physical channel. The MBC
shall also know the address (FMID or PMID) of the called part. The MBC creates a TBC and issues the
called address (FMID/PMID) and the physical channel description to the new TBC. The MBC also
indicates if the wanted pilot bearer is used for connection handover or for a new connection. For the pilot
bearer the MBC sets the logical bearer number to 15 (= "1111") and issues the LBN and the ECN to the
TBC.
To establish the bearer the TBC uses one of the following procedures:
- the PT initiated A-field advanced single bearer setup procedure (see subclause 10.5.1.2.1) or the

PT initiated B-field advanced single bearer setup procedure (see subclause 10.5.1.3.1) for a normal
connection setup;
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- the FT initiated B-field advanced single bearer setup (subclause 10.5.1.3.2) for fast connection
setup.

At the end of a setup procedure a TBC will report to the MBC either:
- "bearer_established"; or
- "bearer_setup_failed", indicating the reason.

NOTE 2: At the destination side these messages only occur if a bearer setup attempt was
detected and a new MBC was created.

If a bearer setup attempt failed the TBC is released (see bearer setup procedures) and the calling MBC
can reattempt with the same procedure up to N200 (see annex A) times, subject to using a new available
channel each time and/or accessing a new RFP (see subclause 11.4.2). Each reattempt is reported to the
DLC with a MAC_RES_DLC-ind primitive.

NOTE 3: This reporting of reattempts is necessary to support overlapped setup, whereby setup
of the higher layers occurs at the same time as setup of the MAC layer.

Explanation: The MAC forgets acknowledged higher layer data and so this data cannot be
repeated in a MAC bearer setup reattempt. The primitive, therefore, tells the
higher layers that a new connection setup was started automatically. Higher
layers shall restart their overlapped procedures, or shall release the MAC setup
with a MAC_DIS-req primitive.

If the setup attempt fails N200 + 1 times or the connection setup time-out expires (T200) the initiating MAC
reports "setup_failure" to the DLC, using a MAC_DIS-ind primitive with the reason set and releases the
MBC. This event is also reported to the LLME.

At the called side it is not always possible to recognise how often setup attempts fail. Here the MBC is
always released when "bearer_setup_failed" was recognised (see single bearer setup procedures) or by a
time-out (e.g. T200 or T201). The setup timer (T200) for a new MBC shall be started at the creation of the
MBC. A release of an MBC is always reported to the LLME, and to the DLC with a MAC_DIS-ind primitive
provided that a MAC_CON-ind primitive was issued before.

An MBC assumes that a bearer setup was successful when the TBC reported "bearer_established".

When the TBC at the called side reports "bearer_established" the called MBC may know all the necessary
MAC parameters for the wanted service. If the service is defined and the called MAC does not support this
service it will proceed with a connection release procedure and should indicate the reason (see
subclause 10.4). Otherwise the MBC issues a MAC_CON-ind primitive to the DLC.

The MBC on the initiating side issues a MAC_CON-cfm primitive to the DLC after the TBC reported
"bearer_established".

If the service is not fully defined, e.g. the service type is "unknown" or the number of bearers is undefined,
the connection is in a pending state until the DLC on either side issues a MAC_MOD-req primitive that shall
contain all necessary parameters.

NOTE 4: For PT initiated calls the MAC_MOD-req primitive may be issued at the same time as
the MAC_CON-req primitive.

NOTES5: A MAC_MOD-req primitive is needed for all multibearer connections.

The MBC at the side where the MAC_MOD-req primitive was issued shall release the connection when the
wanted service is not able to be supported. Otherwise the MBC sends repeatedly the appropriate
attributes and/or bandwidth request messages, until these messages are confirmed or a connection
release is recognised. If both messages are needed, the bandwidth request message shall not precede
the attribute request message.
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When negotiating the bandwidth the requesting side shall propose the wanted bandwidth. The bandwidth
confirm message, however, may contain the same minimum and target number of bearers or a reduced
number of bearers. The negotiated bandwidth is given by the numbers in the confirm message. If the
bandwidths in the request and confirm message are different the MBC at the initiating side shall issue a
MAC_BW-ind primitive to the DLC. When the offered bandwidth is sufficient for the service the DLC shall
reply with a MAC_BW:-res primitive, otherwise with MAC_DIS-req primitive. The latter case shall cause a
connection release.

MAC_MOD-ind and -cfm shall not be issued until the connection is fully established.

Now the two MBC functions have the same, complete, knowledge of the connection that is required.
Further progress depends upon the service type :

- symmetric connection;

- asymmetric uplink connection; or

- asymmetric downlink connection.
10.2.4.3.1 Symmetric connection

A symmetric connection is one that offers a symmetric |-channel service to the DLC. The eventual
bandwidth and service type for the direction PP to FP and FP to PP are identical. A symmetric connection
shall only use duplex bearers.

If the connection is a single bearer connection (previously of type "unknown"), this is now established and
MAC_MOD-ind and MAC_MOD-cfm primitives are issued.

Otherwise this is a multibearer connection, and all following bearer set ups shall be PT initiated. The PT
shall "add" duplex bearers using the A-Field advanced or B-Field single bearer setup procedures (see
subclauses 10.5.1.2.1 and 10.5.1.3.1). The channel list procedures described in subclause 10.5.2 should
be used to decrease the connection establishment time by negotiating changes to the receiver scanning
patterns at the receiving side.

10.2.4.3.2 Asymmetric uplink connection

An asymmetric uplink connection is one that offers an asymmetric I-channel service to the DLC. It shall use
a mixture of double simplex bearers in the direction PP to FP and duplex bearers.

For all subsequent double simplex bearer setups the PT is the T-side. The double simplex setup procedure
is described in subclause 10.5.1.4.

The number of duplex bearers shall be determined by the MBC in the PT, and at least one duplex bearer
shall be maintained at all times. The PT may add duplex bearers by using the procedures defined in
subclauses 10.5.1.2.1 or 10.5.1.3.1. For setting up further duplex bearers the channel list procedures
(refer to subclause 10.5.2) should be used in order to decrease the connection establishment time.

10.2.4.3.3 Asymmetric downlink connection

A asymmetric downlink connection is one that offers an asymmetric I-channel service to the DLC. It shall
use a mixture of double simplex bearers in the direction FP to PP and duplex bearers.

For all subsequent double simplex bearer setups the FT is the T-side. The double simplex setup procedure
is described in subclause 10.5.1.4.

The number of duplex bearers shall be determined by the MBC in the FT, and at least one duplex bearer
shall be maintained at all times. The FT may add duplex bearers by using the procedures defined in
subclauses 10.5.1.2.2 or 10.5.1.3.2. For setting up further duplex bearers the channel list procedures
(refer to subclause 10.5.2) should be used in order to decrease the connection establishment time.
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10.2.4.3.4 Connection established

When the number of established bearers equals the "minimum" parameter the MBC entities shall issue the
appropriate MAC_MOD primitive (ind or cfm) to report "connection established". The MBCs shall keep
attempting to obtain the "target" number of bearers until the connection setup timer (T200) expires, and
may try to obtain this number of bearers afterwards.

If the connection set up timer expires at either side before the "minimum" number of bearers are
established, a MAC_DIS-ind primitive is issued containing "connection_establishment_failure" and all
established bearers are released. The release of the bearers shall cause the other side to issue a
MAC_DIS-ind primitive.

All transmissions following the MAC_MOD-ind or MAC_MOD-cfm primitive respectively may contain valid
I-channel data and the MAC shall use the appropriate multiplex for the wanted service.

10.3 C/O connection modification

The DLC on either side may initiate a connection modification of an advanced connection by issuing a
MAC_MOD-req primitive.

Maodifications to existing connections are only allowed to change the bandwidth, i.e. the number of required
bearers. The transmission direction of double simplex bearers may be switched by using the fast release
procedure (see subclause 10.7.2.3). Switching a bearer from duplex to double simplex and vice versa is
prohibited.

NOTE 1: A bandwidth change may switch a single bearer connection to a multibearer connection
and vice versa.

NOTE 2: A bandwidth change may switch an asymmetric connection to a symmetric connection
and vice versa or may change the direction of an asymmetric connection.

NOTE 3: Some bandwidth change requests may cause ambiguous situations of the MAC
I-channel data flow, e.qg:

- the wanted minimum number of simplex bearers in one direction is above the
actual number of established bearers, and, therefore, the MAC cannot provide
the new service instantaneously;

- sequencing of data segments in Iy _normal_delay and Ip_error_detection
services might fail during the establishment of new bearers.

NOTE 4: In  multibearer connections the sequencing of I-channel data segments for
In_normal_delay and Ip_error_detection services can only be guaranteed by the MAC
layer if the minimum number of needed bearers equals the target number of bearers.
Adding or releasing bearers during a call may cause ambiguous situations (see
subclauses 8.4.3 and 10.8.3.2).

Whenever the bandwidth change might cause ambiguity for the data service it is assumed that the side
which invokes the connection modification has already negotiated the modification at a higher layer. In
these cases, the receiving DLC should ignore I-channel data delivered before receiving a MAC_MOD-ind
or -cfm primitive.

The MBC at the initiating side sends repeatedly the appropriate bandwidth request message (A-field or
B-field) until a bandwidth confirm message is received or a connection release is recognised. The
bandwidth confirm message may contain the same minimum and target number of bearers or reduced
number of bearers. The negotiated bandwidth is given by the numbers in the confirm message. If the
bandwidths in the request and confirm message are different the MBC at the initiating side shall issue a
MAC_BW-ind primitive to the DLC. When the offered bandwidth is sufficient for the service, the DLC shall
reply with a MAC_BW-res primitive, otherwise with a MAC_DIS-req primitive.
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After this negotiation the agreed bandwidth for both directions may be the same (e.g. the far end does not
allow a change and the bandwidth is still sufficient). For this case the procedure ends.

To modify the connection according to the negotiated new bandwidth one of the MBC is the master in the
sense that only this MBCs may initiate new bearer setups. If the modified connection is symmetric or a
fully asymmetric uplink, the PT is the master. For fully asymmetric downlink connections the FT is the
master.

The only slave function is to release all existing double simplex bearers in direction the slave to master.
Independently for each double simplex bearer, the slave shall choose either the unacknowledged release
procedure or the fast release procedure. The fast release procedure allows the immediate setup of a new
double simplex bearer on the same physical channels but in the reverse direction.

First the master releases bearers, such that in neither direction the established number of bearers remains
above the target number.

If in both directions the number of surviving bearers is equal to or greater than the minimum number of
bearers, both MBCs, issue a MAC_MOD primitive (-ind or -cfm) to indicate the new available bandwidth.
The masters MBC may still try to setup the target number of bearers.

If in either direction the number of surviving bearers is less than the minimum required bearers the
connection modification timer (T211) is started and the master tries to setup the required number of
bearers using the procedures in subclause 10.2.4.3.1 through subclause 10.2.4.3.3. If the minimum
number of bearers is not established before the connection modification timer expires, the MBCs send a
MAC_DIS-ind primitive to the DLC. As a consequence the connection is released.

The modification is successfully completed when the minimum number of bearers is established before the
modification timeout expires. This event is reported to the DLC on both sides with a MAC_MOD primitive
(-ind or -cfm). The master's MBC may still try to achieve the target number of bearers even after the
connection modification timer expires (T211).

104 C/O connection release

10.4.1 General

Connection release is the last phase of a connection orientated MAC service. During connection release an
existing MBC will be released. This action is reported to the LLME and to the DLC if necessary.

Several events can cause a release of an established connection:
a) the DLC of either side issues a MAC_DIS-req primitive to the MBC;

b) during connection setup, an MBC was created for a service which is not provided by the MAC (e.qg.
Ip data service requested on an FT which supports only Iy services);

C) due to a bearer release, a TBC reports "connection_release" to the MBC (i.e. in the received
RELEASE message the reason was set to "connection_release");

d) as a result of bearer release, no TBC controlling a duplex bearer exists;
e) due to a bearer release, the MBC cannot maintain the minimum acceptable service.

Event a) describes the initiation of a normal connection release. The DLC of either side decides to release
the connection. As a consequence, one of the event c), d) or e) will cause a connection release at the
opposite side.

During connection setup, event d) does not normally cause a connection release at the calling side. Before
the MAC_CON-cfm primitive is issued to the DLC the event d) only causes a connection release when the
TBC reports that the MAC service cannot be provided to the MBC. Without this report the MBC may
reattempt the bearer setup (see subclause 10.2.4).
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Events d) and e) may occur at any time due to a bearer failure.
NOTE: A bearer release will be the consequence if a bearer fails.
10.4.2 Procedure description

If an MBC received a MAC_DIS-req primitive from its DLC the MBC initiates a bearer release on all TBCs
and disconnects the TBCs. The MAC releases the MBC and reports this event to the LLME.

During connection setup, one of the MBCs may be asked to provide a service that cannot be provided by
its MAC layer. In this case that MBC initiates bearer release at all TBCs and then disconnects these TBCs.
A MAC Layer issues a MAC DIS-ind if it has received a MAC_CON-req or already issued a
MAC_CON-ind. The MAC releases the MBC and reports this event to the LLME.

A TBC may report bearer released to the MBC for several reasons, e.g. bearer failed due to a timeout or
release message received. The MBC disconnects this TBC and tests if:

- the last duplex bearer has been released,;

- the wanted service cannot be provided further;

- the TBC indicated a connection release.

The occurrence of at least one of these events will normally cause a connection release (exception see
subclause 10.4.1, comment to event d)). The MBC initiates a bearer release on all remaining TBCs and
disconnects the TBCs. A MAC layer issues a MAC_DIS-ind if it has received a MAC_CON-req or already
issued a MAC_CON-ind. The MAC releases the MBC and reports this event to the LLME.

10.5 C/O bearer setup

10.5.1 Single bearer setup procedures

In the following procedures, the set of messages used to switch the bearer state to Bearer_Established
after the confirm message has been received are called the "other" messages. The "other" messages
comprises all messages except release.

10.5.1.1 Basic bearer setup procedure

Predicates:

a) PT is in frame and multiframe synchronism with a cluster. The PT has already received the RFPI of
at least one RFP within this cluster and knows the RFP's receiver scanning sequence;

b) an MBC has been created in the PT's MAC to control a connection. The MBC has knowledge of at
least one available channel and knows the FMID of the desired RFP;

C) the PT's MBC has created a new TBC in order to set up a new bearer. The MBC has issued the
PMID, FMID and the physical channel identification to the TBC. The MBC indicated if the wanted
bearer is to be used for a bearer handover or a new connection, and whether the connection is
"normal” or a "handover".

Procedure Description:

This procedure is always PT initiated and based on the exchange of:

- a "bearer_request" message from PT to FT; followed by

- a "bearer_confirm" message from FT to PT; followed by

- an "other" message from PT to FT; followed by
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- an "other" message from FT to PT.

The "bearer_request" message is one of the following messages defined in subclause 7.2.5.2:
- the ACCESS_REQUEST message;

- the BEARER_HANDOVER_REQUEST message;

- the CONNECTION_HANDOVER_REQUEST message.

The "bearer_confirm" message is:

- the BEARER_CONFIRM message from subclause 7.2.5.2.

The messages are carried in the tail of the A-field. The bearer request and bearer confirm messages are
Mt messages of the basic connection control message set. With these messages the FT and PT exchange
their MAC identities. Between request and confirm the exchange of some WAIT messages (see
subclause 7.2.5.2) is allowed. The FMID contained in the WAIT and the "bearer_confirm" messages shall
be the same as that in the "bearer_request" message. The "other" message is used to switch the bearer
state at the receiving end to Bearer_Established.

The bearer request message and the first response (confirm or WAIT message) from the called side may
appear in any frame, over-riding the rules of the T-Mux algorithm described in subclause 6.2.2.1. This first
response of the called side shall occur in the TDMA half frame following the successful reception of the
request message. Until the PT transmits the "other" message in a successful bearer setup, the MAC
control messages following the request shall occupy all allowed tails for Mt. The T-Mux algorithm defines
which tails are allowed. The two "other" messages are any A-field messages transmitted in successive
TDMA half frames following that TDMA half frame in which the PT received the bearer confirm message.

Before Bearer_Established, the B-field may not contain valid I-channel data. If valid I-channel data is
available, then it should be included in the B-field. When Bearer Established, the B-field shall contain valid
I-channel data if available.If no I-channel data is available, it is recommended that all bits in the B-field are
set to "F".

Independent of the current encryption mode of the connection (enabled or disabled) bearer setup always
starts in "clear" (encryption disabled). In the case of bearer handover, transmissions on the new bearer
are switched to the current encryption mode of the connection immediately after the second "other"
message was transmitted/received.
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Procedure:

1 PT transmits one "bearer_request" at the right
time on a given available channel (selection
defined in subclause 11.4.2) to one of its known
RFPs using the "first PT transmission" header

code given in subclause 7.1.2.

2 FT receives "bearer_request" error free (see note 2)
with correct FMID and creates a new TBC else
procedure ends (bearer setup failed, no TBC = no
further transmissions).

NOTE 1: It is assumed that an FT which does not have the capacity to create a new TBC (e.qg.

simple residential system, call in progress, no bearer or connection handover
capability) is not listening to bearer request messages and, therefore, cannot receive
this message. If the MBC can create a new TBC this FMID check has to be done
within one TDMA half frame = 5 ms.

3

FT's TBC asks LLME for an MBC identified by (ARI +
PMID) to be connected. If the FT cannot provide an
MBC the procedure ends (bearer setup failed, see
note 3).

WHILE (FT not ready to transmit "bearer_confirm") DO BEGIN

a)

b) If the PT receives WAIT error free:

then the PT responds with WAIT;
else procedure ends (bearer setup
failed).

FT sends WAIT;

If WAIT messages were received before, the PT should release the TBC by using a bearer release
procedure. Otherwise the TBC shall stop transmissions and the PT should release the TBC.

c) If the FT receives WAIT message error free:
then continue;
else procedure ends with FT initiating bearer release
(bearer setup failed).
END {WHILE}
4 FT sends "bearer_confirm".
5 If the PT receives "bearer_confirm" error free:

then the PT sends immediately "other" (see note

4);

else the procedure ends (bearer setup failed).

If WAIT messages were received before, the PT should release the TBC by using a bearer release
procedure. Otherwise the TBC shall stop transmissions and the PT should release the TBC.
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6 If the FT receives "other" with errors or a release:
then the FT initiates bearer release (bearer setup
failed),
else the TBC reports "bearer_established" to the
MBC, and the FT sends immediately "other" (see note
4).

7 If the PT receives "other" with errors or a
release:
then the PT initiates bearer release (bearer
setup failed);
else the TBC reports "bearer_established" to
the MBC.

NOTE 2: Receiving without error means, A-field and X-field CRC hold and message is
recognised (message type decoded). When WAIT-messages are used during the
setup procedure, the following definition of error free is allowed: For the first four
transmissions (two in each direction) on a bearer, A-field CRC and X-field CRC hold
and message is recognised (message type decoded). For the following transmissions
until "bearer_established": At least one out of every two successive expected
Mt-messages is recognised (message type decoded) and A-field CRC holds.

NOTE 3: The FT should release the TBC with a bearer release procedure.

If WAIT messages were received before, the PT should release the TBC by using a bearer release
procedure. Otherwise the TBC shall stop transmissions and the PT should release the TBC.

NOTE 4: "Immediately" means, in the TDMA half frame following the transmission of the
"bearer_confirm" message (step 5 above) or of the first "other" message (step 6
above).

10.5.1.2 A-field advanced single bearer setup procedure

The A-field advanced single bearer setup procedure may be initiated from either side, PT or FT.
10.5.1.2.1 PT initiated
Predicates:

a) PT is in frame and multiframe synchronism with a cluster. The PT has already learned the RFPI of at
least one RFP within this cluster and knows the RFP's receiver scanning sequence;

b) an MBC has been created in the PT's MAC to control a connection. The MBC has knowledge of at
least one available channel and knows the FMID of the wanted RFP;

C) the PT's MBC has created a new TBC in order to set up a new bearer. The MBC has issued the
PMID, FMID, ECN, the channel identification and a LBN to the TBC. The MBC indicated if the
wanted bearer is to be used for a bearer handover or a new connection, and whether the connection
is "normal” or a "handover".

Procedure description:

This procedure is based on the exchange of:

- a "bearer_request" message from PT to FT; followed by

- a "bearer_confirm" message from FT to PT; followed by

- an "attributes_request" message from PT to FT; followed by
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- an "attributes_confirm" message from FT to PT; followed by

- an "other" message from PT to FT; followed by

an "other" message from FT to PT.

The "bearer_request" message is one of the following messages defined in subclause 7.2.5.3:

- the ACCESS_REQUEST message;

- the BEARER_HANDOVER_REQUEST message;

- the CONNECTION_HANDOVER_REQUEST message.

The "bearer_confirm" message is:

- the BEARER_CONFIRM message of subclause 7.2.5.3.

The "attributes_request" message is:

- the ATTRIBUTES_T message (subclause 7.2.5.3). The Request/Confirm (R/C) bit is set to 0.
The "attributes_confirm" message is:

- the ATTRIBUTES_T message (subclause 7.2.5.3). The Request/Confirm (R/C) bit is set to 1.

All service parameters in the ATTRIBUTES T messages used as the "attributes request" and
"attributes_confirm" messages shall be the same. The only difference is the setting of the R/C bit.

The messages are carried in the tail of the A-field. Except for the "other" message all messages are My
messages of the advanced control message set. With the My messages the FT and PT exchange their
MAC identities and agree the service type. Between the needed setup messages the exchange of some
WAIT messages (see subclause 7.2.5.3) is allowed. The FMID contained in the WAIT and the
"bearer_confirm" messages shall be the same as that in the "bearer_request" message. The "other"
message is used to switch the bearer state at the receiving end to Bearer_Established.

The bearer request message and the first response (confirm or WAIT message) from the called side may
appear in any frame, overriding the rules of the T-Mux algorithm described in subclause 6.2.2.1. This first
response of the called side shall occur in the TDMA half frame following the successful reception of the
request message. Until the PT transmits the "other" message in a successful bearer setup, the MAC
control messages following the request shall occupy all allowed tails for My. The T-Mux algorithm defines
which tails are allowed. The "other" messages are any A-field messages transmitted in successive TDMA
half frames following that half frame in which the PT received the bearer confirm message.

Before Bearer_Established, the B-field need not contain valid I-channel data. If the U-type multiplex is used
during setup and no valid I-channel data is available, it is recommended that all bits in the B-field are set to
"0". In the first transmission the PT may send a setup request also in the B-field. In this case the FT can
choose to proceed with an A-field bearer setup (this procedure) or a B-field setup (see
subclause 10.5.1.3).

Independent of the current encryption mode of the connection (enabled or disabled) bearer setup starts
always in "clear" (encryption disabled). In case of bearer handover, transmissions on the new bearer are
switched to the current encryption mode of the connection immediately after the second "other" message
was transmitted/received.
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Procedure:

1 PT transmits one "bearer_request" at the right
time on a given available channel (selection
defined in subclause 11.4.2) to one of its known
RFPs using the "first PT transmission" header
code given in subclause 7.1.2.

2 FT receives "bearer_request" error free (see note 3)
with correct FMID and creates new TBC else
procedure ends (bearer setup failed, no TBC = no
transmissions).

NOTE 1: It is assumed that an FT which does not have the capacity to create a new TBC (e.qg.
simple residential system, call in progress, no bearer or connection handover
capability) is not listening to bearer request messages and, therefore, cannot receive
this message. If the MBC can create a new TBC this FMID check has to be done
within one TDMA half frame =5 ms.

WHILE (FT not ready to transmit "bearer_confirm") DO BEGIN
a) FT sends WAIT.

b) If the PT receives WAIT error free:
then the PT responds with WAIT,;
else procedure ends (bearer setup failed).

If WAIT messages were received before, the PT should release the TBC by using a bearer release
procedure. Otherwise the TBC shall stop transmissions and the PT should release the TBC.

c) If the FT receives WAIT message error free
then continue;
else procedure ends with FT initiating bearer release
(bearer setup failed).
END {WHILE}

3 FT sends "bearer_confirm";

4 If the PT receives "bearer_confirm" error free:
then continue;
else the procedure ends (bearer setup failed).

If WAIT messages were received before, the PT should release the TBC by using a bearer release
procedure. Otherwise the TBC shall stop transmissions and the PT should release the TBC.

WHILE (PT not ready to transmit "attributes_request") DO BEGIN
a) PT sends WAIT.

b) If the FT receives WAIT error free:
then the FT responds with WAIT;
else procedure ends (bearer setup failed), with the FT
initiating a bearer release.

c) If the PT receives WAIT message error free:
then continue;
else procedure ends (bearer setup failed) with
the PT initiating a bearer release.
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END {WHILE}

5

PT sends "attributes_request".

FT receives "attributes_request" error free else
procedure ends (bearer setup failed) with FT initiating
a bearer release.

FT's TBC asks LLME for an MBC identified by (ARI +
PMID + ECN) to be connected. If the FT cannot
provide an MBC the procedure ends (bearer setup
failed) with FT initiating a bearer release.

FT's TBC asks MBC for connection with the received
logical bearer number (LBN). If the MBC cannot
accept a new bearer with this LBN the procedure ends
(bearer setup failed) with FT initiating a bearer
release.

WHILE (FT not ready to transmit "attributes_confirm") DO BEGIN

FT sends WAIT.

If FT receives WAIT message error free:

then continue;

else procedure ends with FT initiating bearer release
(bearer setup failed).

FT sends "attributes_confirm".

If the FT receives "other" with errors or a release:

then the FT initiates bearer release (bearer setup
failed);

else the TBC reports "bearer_established" to the
MBC.

FT sends immediately "other" (see note 3).

a)
b) If PT receives WAIT error free:
then the PT responds with WAIT;
else procedure ends (bearer setup failed) with
PT initiating a bearer release.
c)
END {WHILE}
9
10  If PT receives "attributes_confirm" without error:
then continue;
else the procedure ends (bearer setup failed)
with PT initiating bearer release.
11  PT sends immediately "other" (see note 3).
12
13
14 If the PT receives "other" with errors or a

release:

then the PT initiates bearer release (bearer

setup failed);

else the TBC reports "bearer_established" to

the MBC.



Page 141
ETS 300 175-3: September 1996

NOTE 2: Receiving without error means A-field and X-field CRC hold and message is recognised
(message type decoded).

If WAIT messages were received before, the PT should release the TBC by using a bearer release
procedure. Otherwise the TBC shall stop transmissions and the PT should release the TBC.

NOTE 3: "immediately" means, In the TDMA half frame following the transmission of the
"attributes_confirm" message (step 11) or of the first "other" message (step 13).

10.5.1.2.2 FT initiated
Predicates:

a) For setting up the first bearer of a connection: the PT is location registered with the FT and has
informed the FT of the RFPI of the RFP that it was locked to;

b) the PT is scanning all channels of the FT, using the same scanning sequence as the FT or the FT
has received a LISTEN-channel list message;

C) an MBC has been created in the FT's MAC to control a connection. The MBC has knowledge of at
least one available channel;

d) the FT's MBC has created a new TBC in order to set up a new bearer. The MBC has issued PMID,
FMID, ECN, the physical channel identification and a new LBN for this connection to the TBC.

Procedure description:
Same as in subclause 10.5.1.2.1 with the following two exceptions:
- change transmission direction of all messages;

- the "bearer_request" message cannot be the BEARER HANDOVER REQUEST message as
defined in subclause 7.2.5.3. Bearer handover of a duplex bearer is always initiated by the PT.

Procedure:

Same procedure as PT initiated with following changes:
- exchange names PT and FT in procedure steps;
- change PMID in step 2 to FMID.

Step 1 is changed to:

FT transmits one "bearer_request” at the right time on a given available channel (selection defined in
subcaluse 11.4.3) to its known PT.

10.5.1.3 B-field single bearer setup procedure

The B-field single bearer setup procedure may be initiated from either side, PT or FT.

10.5.1.3.1 PT initiated

During bearer setup the A-field tail messages follow the normal T-MUX rules, except for the first
transmission of the PT. The first transmission of the PT is labelled in the header's tail identification and the

tail carries either a M message indicating that the connection uses B-field setup (see subclause 7.2.5.8).

Predicates:
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the same as in subclause 10.5.1.2.

Procedure description:

this procedure is based on the exchange of:

- a "bearer_request" message from PT to FT; followed by

- a "bearer_confirm" message from FT to PT; followed by

- an "other" message from PT to FT; followed by

- an "other" message from FT to PT.

The "bearer_request" message is:

- the BEARER_REQUEST message of subclause 7.3.3.2 where the second header indicates
ACCESS_REQUEST, BEARER_HANDOVER_REQUEST or
CONNECTION_HANDOVER_REQUEST.

The "bearer_confirm" message is:

- the BEARER_CONFIRM message of subclause 7.3.3.3.

All service parameters in the bearer request and the bearer confirm message shall be the same.

The messages are carried in at least the BO subfield. The bearer request and bearer confirm messages

are extended MAC control. Between request and confirm the exchange of some WAIT messages (see

subclause 7.3.3.4) are allowed in subfield BO. The FMID contained in the WAIT and the "bearer_confirm"
messages shall be the same as that in the "bearer_request” message. The "other" message is used to
switch the bearer state at the receiving end to Bearer_Established.

Independent of the current encryption mode of the connection (enabled or disabled) bearer setup starts

always in "clear" (encryption disabled). In case of bearer handover, transmissions on the new bearer are

switched to the current encryption mode of the connection immediately after the second "other" message
was transmitted/received.
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Procedure:

1 PT transmits one "bearer_request" at the right
time on a given available channel (selection
defined in subclause 11.4.2) to one of its known

RFPs;

2 FT receives "bearer_request" error free (see note 2)
with correct FMID and creates new TBC else
procedure ends bearer setup failed, no TBC = no
transmissions);

NOTE 1: It is assumed that an FT which does not have the capacity to create a new TBC (e.qg.

simple residential system, call in progress, no bearer or connection handover
capability) is not listening to bearer request messages and, therefore, cannot receive
this message. If the MBC can create a new TBC this FMID check has to be done
within one TDMA half frame =5 ms.

3 FT's TBC asks LLME for an MBC identified by (ARI +
PMID + ECN) to be connected. If the FT cannot
provide an MBC the procedure ends (bearer setup
failed, see note 3);

4 FT's TBC asks MBC for connection with the received
logical bearer number (LBN). If the MBC cannot
accept a new bearer with this LBN the procedure ends
(bearer setup failed, see note 3).

WHILE (FT not ready to transmit "bearer_confirm") DO BEGIN
a) FT sends WAIT;

b) If PT receives WAIT error free:
then PT responds with WAIT;
else procedure ends (bearer setup
failed);

If WAIT messages were received before, the PT should release the TBC by using a bearer release
procedure. Otherwise the TBC shall stop transmissions and the PT should release the TBC.

c) If FT receives WAIT message error free:
then continue;
else procedure ends with FT initiating bearer release
(bearer setup failed);
END {WHILE}

5 FT sends "bearer_confirm";
6 If PT receives "bearer_confirm" without error:
then continue;
else the procedure ends (bearer setup failed).
If WAIT messages were received before, the PT should release the TBC by using a bearer release
procedure. Otherwise the TBC shall stop transmissions and the PT should release the TBC.

7 PT sends immediately "other" (see note 4).
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8 If the FT receives "other" with correct A-field and
X-field CRCs :
then the TBC reports "bearer_established" to the
MBC;
else the FT initiates bearer release (bearer setup
failed).

9 FT sends immediately "other" (see note 4).

10 If the PT receives "other" with correct A-field

and X-field CRCs :

then the TBC reports "bearer_established" to

the MBC,;

else the PT initiates bearer release (bearer

setup failed).

NOTE 2: Except for the reception of the "bearer_request" message the expression "Received
error free" means, that the A-field and all B-subfields are received without CRC failure.
For the "bearer_request" message, the A-field and the BO-subfield shall be received
without CRC error.

NOTE 3: The FT should release the TBC with a bearer release procedure.

If WAIT messages were received before, the PT should release the TBC by using a bearer release
procedure. Otherwise the TBC shall stop transmissions and the PT should release the TBC.

NOTE 4: "Immediately" means, In the TDMA half frame following the transmission of the
"bearer_confirm" message (step 7) or of the first "other" message (step 9).

NOTE 5: The relevant MAC messages (bearer request, bearer confirm, WAIT and release) have
to be in subfield BO. Nevertheless duplication in other subfields is allowed.

10.5.1.3.2 FT initiated

During bearer setup the A-field tail messages follow the normal T-MUX rules.
Predicates:

same as in subclause 10.5.1.2.2

Procedure description:

same as in subclause 10.5.1.3.1 with the following two exceptions:

- change transmission direction of all messages;

- the second header in the BEARER_REQUEST message cannot indicate bearer handover. Bearer
handover of a duplex bearer is always initiated by the PT.

Procedure:

same procedure as PT initiated with following changes:
- exchange names PT and FT;

- change FMID in step 2 to PMID;

- step 1 changes to:
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- FT transmits one "bearer_request" at the right time on a given available channel (selection defined in
subclause 11.4.3) to its known PT.

10.5.1.4 Double simplex setup procedure

Terminology:

T-side: the side that will be the eventual transmitter of the double simplex bearer.
R-side: the side that will be the eventual receiver of the double simplex bearer.
Predicates:

a) the connection (or the MBC) already exists, i.e. a double simplex bearer shall only be added to an
existing connection. At least one (pilot) duplex bearer shall be controlled by this connection;

b) the wanted service is known at both endpoints. To provide the wanted service an asymmetric
connection is to be used;

C) the T-side knows the FT's ARI, the PT's PMID, the ECN and the LBN of the wanted bearer. It also
knows if the wanted bearer is to be used for a bearer handover or for a connection setup, and
whether the connection setup is for handing over a connection.

The procedure has two phases:

- selection of suitable physical channels;

- bearer setup using those channels.

There are two methods of double simplex bearer setup: indirect setup, and direct setup.

The indirect double simplex bearer setup is based on the R-side transmission of a single "dummy"

message on that physical channel of the channel pair which lies in the normal R-side transmit half-frame.

When received without error, the T-side may proceed with the direct bearer setup procedure starting the

double simplex transmissions on the same channel pair in the next TDMA frame.

The "dummy" message is the following message:

- the UNCONFIRMED _DUMMY message defined in subclause 7.2.5.3 (A-field setup) and
subclause 7.3.3.8 (B-field setup): Sent by the R-side.

The direct double simplex bearer setup is based on the exchange of the following messages:
- the START channel list message sent by the T-side; together with
- the "bearer_request" messages transmitted by the T-side; followed by
- the "attributes" message transmitted by the T-side; followed by
- the ACTIVE channel list message received by the T-side.
NOTE 1: The "attributes" message occurs only in A-field setup.
NOTE 2: The START channel list message is sent on a already established bearer.

NOTE 3: The ACTIVE channel list message is transmitted on any duplex bearer.
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The "bearer_request" message is the following message:

- the UNCONFIRMED_ACCESS_REQUEST message defined either in subclause 7.2.5.3 (A-field
setup) or in subclause 7.3.3.2 (B-field setup).

The "attributes" message for A-field setup is:
- the ATTRIB_T message (subclause 7.2.5.2). The Request/Confirm (R/C) bit is set to 0.
Channel selection procedure:

Prior to initiating an Indirect Setup, the R-side shall select a channel using the double simplex channel
procedures as described in subclause 11.4. The T-side shall not select the channel.

NOTE 4: Although the R-side only makes a single (backward) transmission, the channel selection
must use the double simplex procedure.

The R-side should select other suitable physical channels for setup, and should indicate these to the T-side
using indirect setup (the "dummy" message) or GOOD or LISTEN channel list messages.

NOTE 5:  These channel list messages may be transmitted on any existing bearer of this
connection, and may be M1 messages or extended MAC control.

The T-side always initiates the double simplex transmissions as described in the direct setup procedure.
When initiating this procedure, the T-side should give preference to accepting any indirect setup
procedures from the R-side.

When selecting channels for the direct procedure (i.e. when not responding to an indirect setup
transmission) the T-side should select a channel in the following order of preference:

a) a channel indicated by a LISTEN message;

b) any channel that is aligned to a predefined R-side scanning pattern (see subclause 11.8 for RFPs,
and subclause 11.9 for PPs);

c) a channel indicated by a GOOD message.

In these cases the T-side channel selection shall use the double simplex channel selection procedures as
described in subclause 11.4.

Before selecting a physical channel, the T-side should attempt to receive one (or more) transmission on
that channel. If a connectionless or broadcast transmission is received as indicated by the BA coding (see
subclause 7.1.4) the physical channel should not be used.

NOTE 6: Connectionless and broadcast transmissions should be given special treatment, to
improve their reliability.

Indirect setup procedure:

The indirect procedure enables the R-side to propose a channel to set up a double simplex bearer.
Nevertheless, it is the T-side's responsibility to accept the proposal.

R-side proposal:

The R-side shall initiate the set up by transmitting a "dummy" message in the normal half of the TDMA
frame. This transmission shall be aligned to a known T-side scanning pattern (see subclauses 11.8 and
11.9). The R-side shall then attempt to receive a direct double simplex set up on these channels as though
a LISTEN message had been sent (i.e. the R-side shall listen to the channel for 4 TDMA frames).
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If the "dummy" message is received successfully by the T-side, the T-side should initiate a direct double
simplex setup on that channel using the procedure listed below. If the T-side responds to this "dummy"
transmission, it shall commence double simplex transmissions in the TDMA frame immediately following the
TDMA frame that contained the DUMMY message.

Direct setup procedure:

The T-side shall report a setup attempt on the selected physical channels by issuing a START channel list
message. This message shall be transmitted only once for one setup attempt on any bearer of this
connection. The START message shall be transmitted on at least one established bearer when responding
to a GOOD message (channel selection (c) above; see subclause 10.5.2 for the channel list messages).

NOTE 7:  The START message may be duplicated on more than one bearer, provided that all
transmissions of the START message occur within a single TDMA frame.

NOTE 8: The START message may be a M message or extended MAC control.

At the T-side the MBC creates a TBC and shall start transmissions on both physical channels of the new
bearer in the same TDMA frame if the R-side scanning pattern is known (channel selection type (b) above)
or if the R-side has a temporary TBC installed (channel selection type (a) above). Otherwise, the TBC
shall start transmissions on both physical channels of the new bearer in the TDMA frame following that
frame in which the START channel list message was transmitted. Transmissions on a new bearer shall
start in "clear" (encryption disabled), and for encrypted connections the transmissions shall be switched to
"encrypted" at the third TDMA frame boundary after the transmission of the START message.

NOTE 9: This ensures that the next two TDMA frames, which may contain B-field setup
messages, shall always be transmitted in "clear".

For A -field setup:

The first transmissions on both channels may violate the T-MUX rules defined in subclause 6.2.2.1
and at least one channel shall contain the "bearer_request" message in the A-field tail. This
message shall be labelled in the A-field header as a Mt message. The next two allowed TDMA
frames for Mt tails (T-MUX algorithm) shall also be used for the bearer setup. In the first of these
frames the "bearer_request" message shall be repeated on at least one channel, and in the second
the "attributes" message shall be transmitted on at least one channel.

NOTE 10: The A-field setup may transmit the "bearer_request" message in one channel, and the
"attributes" message in the other channel.

For B-field setup:

The first transmission on each channel shall contain the "bearer_request" message. This message
shall be repeated in the following TDMA frame on both physical channels of the new bearer if the
R-side scanning is not known and no temporary TBC is present at the R-side, i.e., only for channel
selection type (c): response to a GOOD message. The "bearer_request” message shall always be
present in the BO subfield and may be duplicated into other subfields.

NOTE 11: Further transmissions of the "bearer_request" message are allowed, subject to the
rules in the following paragraphs.

NOTE 12: The minimum retransmission of the "bearer_request" message defines the earliest point
at which "early" data transmission may occur.

In certain cases the double simplex transmissions shall be limited to a maximum period of 2 TDMA frames.
This limit shall apply only if the T-side has not received a GOOD, ACTIVE, or a LISTEN message for the
selected double simplex channel.

NOTE 13: A suitable GOOD, ACTIVE, or LISTEN message may be received at any time up to the
expiry of this transmission limit. In cases a) and c) above, the GOOD or LISTEN
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message will have been received before the double simplex transmissions start, and no
special action is needed.

NOTE 14: In case b), a rapid response is needed from the R-side if a partial setup attempt is
received by the R-side. The immediate transmission of a LISTEN message is therefore
recommended.

The T-side shall now wait for a confirmation from the R-side of successful double simplex bearer
establishment. A confirmation shall be indicated by the reception of an ACTIVE channel list message for
this pair of physical channels on any existing bearer of the connection.

NOTE 15: This ACTIVE channel list message may also occur as a reply to a QUERY_N or a
QUERY_H channel list message issued by the initiating side.

At the T-side the reception of the ACTIVE channel list message switches the bearer state to
Bearer_Established. If this message is not received within T212 frames after the first bearer request
message was transmitted or a POOR channel list message is received for this bearer at any time during
bearer setup, the bearer setup has failed and the MAC releases the new bearer with the unacknowledged
release procedure (see subclause 10.7.2.1).

At the R-side of a double simplex bearer a correctly received START channel list message may occur on
any established bearer, and shall immediately alter the receiver scanning pattern if this is possible.

When a scanning change is possible, the R-side receiver scanner shall listen on the indicated pair of
physical channels during at least four TDMA frames following that frame in which the START message was
received. If a LISTEN message has not already been sent as part of the channel selection procedure, the
R-side should immediately return a LISTEN message for the indicated channels.

NOTE 16: The LISTEN message may be transmitted in all cases.
If a change to the scanning is not possible, the R-side should respond with a POOR channel list message.
At the R-side, a "bearer_request" message may be received on any physical channel. The physical channel
should also be indicated by the receipt of a START message, but the receipt of the START message only

essential in certain cases (notably for encrypted connections).

NOTE 17: The first "bearer_request" message may occur before the START message, even for
encrypted connections.

For encrypted connections, a successfully established TBC shall only be connected to the MBC if a START
message has been received for that bearer. Otherwise the TBC shall be released.

NOTE 18: The START message is essential for encrypted connections to enable the start of
encryption.

For connections which are not encrypted, a successfully established TBC shall be connected to the MBC
even if the START message is not received.

In both cases, successful establishment of a TBC requires the following setup messages to be received.
For A -field setup:

If a "bearer_request" message is received on at least one channel a TBC shall be created. The TBC
shall try to receive the repeated "bearer_request" and the "attributes” messages on both physical
channels. If both these messages are received within 3 frames without errors, and at least one
message is received without errors on each channel, the TBC should be connected to the MBC and
the bearer shall switch its state to Bearer_Established. Otherwise, the MAC shall release the TBC.
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For B-field setup:

If a "bearer_request” message is received on at least one channel a TBC shall be created. The TBC
shall try to receive the repeated "bearer_request" message on both physical channels. If this
message is received within 2 frames without errors on both physical channels the TBC should be
connected to the MBC and the bearer shall switch its state to Bearer_Established. Otherwise, the
MAC shall release the TBC.

As soon as a new double simplex bearer TBC is established, the MBC at the receiving end shall report this
event with an ACTIVE channel list message to the T-side. This message shall be transmitted on any
established bearer of the connection.

If the R-side detects an unsuccessful setup attempt (i.e. at least one setup message is received for a
given bearer, but the full setup criteria as given above have not been achieved), then the R-side should
request an immediate halt to the setup attempt by sending a POOR channel list message.

NOTE 19: This action is not essential. The setup attempt should terminate due to lack of a
positive message.

I-channel data transmission may start on both physical channels as soon as there is available capacity. For
A-field setup this can occur in the first transmission, but for B-field setup at least two setup messages have
to be transmitted. Any I-channel data transmitted before the bearer state is "established" (i.e. before
receipt of the ACTIVE channel list message) may be lost if the bearer setup fails.
NOTE 20: Data transfer on an unestablished bearer is unreliable. In particular, the lp error
corrected service cannot return acknowledgements until it has been connected to the
MBC.

10.5.1.5 Physical setup

A physical setup shall always be REP initiated, as explained in the following overview.

The calling side doesn't require the creation of a new MBC at the called side.

Called side:

- on the called side a new TBC is created by receiving a "REP_bearer_request" message, including
the MAC addresses PMID and FMID on the scanned physical channel. The message type also
contains the information that the new bearer belongs to a physical connection.

MBC identification:

The TBC has to receive all necessary parameters to identify an MBC.

The MBC is fully identified after:

a) receiving with "REP_bearer_request” message either a REP_access request or a
REP_bearer_handover request (see subclause 7.2.5.11), including the calling address PMID and
defining the connection type as physical; and

b) receiving the REP_channel_map_request (see subclause 7.2.5.11) message which indicates the
duplex bearer to which the physical setup bearer has to be linked. This message is necessary only
for a new bearer setup; in case of a bearer handover request, the old mapping still stays effective.

The MBC to refer to is the one to which belongs the TBC of the linked bearer.

The TBC issues a PMID, ARI and the REP_channel_map.request message, when received, to the referred
MBC and indicates the purpose of the wanted connection (bearer handover or a new setup).
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The MBC can now decide:

a) to release the TBC;
b) to accept the TBC.

Procedure description:

The procedure of a physical bearer setup is identical to the basic bearer setup procedure described in
subclause 10.5.1, where:

- the PT is REP and the FT could be also a REP;

- the exchanged Mt messages belong to the REP control set (see ETS 300 175-3 [3],
subclause 7.2.5.11);

- the  bearer_request message can be either a REP_access.request or a
REP_bearer_handover.request message.

10.5.1.6 Mapping procedure

This procedure allows the creation of a double duplex bearer, after two duplex bearers have been setup
between two far ends. When one of the two duplex bearers already belongs to a double duplex bearer the
procedure is called "interlacing".

After receiving without errors the REP_channel_map.request onto a duplex bearer, the receiving side can
decide:

a) to Accept to map together the indicated channels;
b) to Reject to map together the indicated channels.

While not ready to send REP_channel_map.confirm, the receiving side can send wait messages: the
sending side shall answer with wait messages; when ready it shall send back onto the same duplex bearer
the REP_channel_map.confirm message setting the A/R flag to Accepted (case (a)) or Rejected (case

(b)).

Case (b) may apply when interlacing of the two duplex bearers is requested and the receiving side does
not support “interlacing".

If it is case (a), a double duplex bearer has been created.

Within the double duplex bearer the two duplex bearers shall exchange their simplex bearers such that the
information flow, for the uplink transmission direction, shall use the uplink simplex bearer of one duplex
bearer and, for the downlink transmission direction, the downlink simplex bearer of the other duplex bearer.
The figure at the end of this subclause shows an example of information flow within a double duplex
bearer.

Within the REP_channel_map.request message, the first SN and CN fields refer to the "Master channel": it
is the channel whose reference connection shall become the reference connection for the mapped bearers.

The release of one of the two duplex bearers composing the double duplex shall cancel the link, given with
the mapping procedure, between the surviving duplex bearer and the released one.

The REP_channel_map.req message may over-ride the T-Mux algorithm (refer to subclause 6.2.2.1) when
transmitted as a first "other" message (refer to subclause 10.5) during a bearer setup procedure. The first
response (REP_channel_map.confirm or wait message) shall occur in the TDMA half frame following the
successful reception of the REP_channel_map.req from the receiving side and may also over-ride the
T-Mux algorithm. The TBC shall report "bearer established" after the mapping procedure is successfully
completed (i.e. the double duplex bearer has been created).
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Information flow

downlink : wlink

Figure 108

10.5.2 Channel list procedures

10.5.2.1 Scope

Channel list procedures use a set of channel list messages to:

- negotiate pairs of physical channels to be used for new bearers;

- report the status of a pair of physical channels;

- trigger bearer setup procedures.

The channel list messages relate to the base station with the RPN contained in the messages.

10.5.2.2 Description of the channel list messages

Message Meaning

ACTIVE: The endpoint that sends this message reports that the indicated pair of physical
channels is in use as an established bearer of this connection.

GOOD: The indicated pair of physical channels is unused at the endpoint that sends this
message, and may be used for a new bearer.

POOR: The endpoint that sends this message tells the recipient that the indicated pair of
physical channels cannot be used for a new bearer, e.g. poor quality or already
in use with a third party.

F/S_NOT: The endpoint that sends this message does either not support the indicated
frequency or has a "blind slot" at the indicated slot position (see coding in
subclause 7.2.5.3.10).

QUERY_N: The endpoint that sends this message requests some information on the
indicated pair of physical channels.

QUERY_H: The QUERY_H channel list message has exactly the same function as the
QUERY_N message. The QUERY_H message however shall only be used to
get channel information needed for bearer handover and for connection
handover.

LISTEN: The endpoint that sends this message reports that it's receiver temporarily

installs a 'receive only' TBC which will listen to the receive channels of the
indicated pair of physical channels for at least the next 4 TDMA frames in order
to recognise bearer setup requests.
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START:

10.5.2.3
Message

ACTIVE:

GOOD, POOR
F/S_NOT:

QUERY_N:

QUERY_H:

LISTEN:

NOTE 1:

START:

The endpoint that sends this message has selected the indicated pair of physical
channels for a new bearer and shall transmit on this bearer in at least the next
TDMA frame. If the channel pair is accessible and no TBC is installed at the
receiving endpoint of a START message, the receiving side should install a
temporary 'receive only' TBC to recognise bearer setup requests.

Usage of the channel list messages

Meaning

This message shall be used by the receiving side to confirm the establishment of
a double simplex bearer, and may be used from either side at any time to report
the status of the physical channel pair.

These messages may be used at any time from either side to report the status
of the physical channel pair.

This message may be used at any time from either side.

This message is allowed only during a handover operation (bearer or
connection).

This message may be used at any time.

Subclauses 10.2.4.3.1 to 10.2.4.3.3 describe which endpoint is allowed to initiate
bearer setup. Therefore, a LISTEN message transmitted in the wrong direction is
meaningless.

This message is used to announce double simplex bearer setup attempts
(handover or initial setup) on the indicated channel pair and to trigger encryption
on those bearers. For one setup attempt the START channel list message shall
be sent on one or more bearers within one TDMA frame. The START channel list
message is sent by the PT when the bearer belongs to an asymmetric uplink
connection, and by the FT when the connection is asymmetric downlink.

The START message may also be used to announce duplex bearer setup
attempts on channels other than the scanned channels (refer to subclauses 11.8
and 11.9). When used, the message is sent on one or more bearers within one
single TDMA frame. FTs may use this mechanism only when the connection is
asymmetric downlink, and PTs when the connection is symmetric or asymmetric
uplink.

Except for the START message, all channel list messages may be retransmitted. When not explicitly
prohibited, the channel list messages can be sent on any bearer of the connection, even during bearer
setup (if the capacity is available).

NOTE 2:

There is no guarantee the receiving endpoint will decode the channel list messages
during bearer setup. It is recommended to transmit important messages which may
influence setup procedures (i.e. LISTEN, START, and ACTIVE) only on established
bearers.
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The following channel list messages should produce a response from the receiving entity:
- QUERY_N or QUERY_H messages:

- Message responses shall be: GOOD, POOR, ACTIVE, LISTEN or F/S_NOT.
- START message for double simplex bearer:

- Message response shall be: ACTIVE or POOR.
10.6 C/O bearer handover
10.6.1 General
The MAC layer provides PTs and FTs with several mechanisms to control the quality of transmissions and
receptions. Bearer handover may be initiated either by using this quality information or by receiving a
bearer handover request message from the far end (see subclauses 7.2.5.5 and 7.3.5). For duplex
bearers the PT only can initiate a bearer handover, and for double simplex bearers the transmitting side
only can initiate a bearer handover. The existing bearer can be maintained until the new bearer has been

established. During bearer handover the two bearers can operate in parallel.

NOTE 1: Bearer handover requires that an MBC for the connection exists on both sides, PT and
FT, and that the new selected RFP at the fixed side belongs to the same cluster.

PTs should use bearer handover to attempt to connect to the best RFP of the cluster in which the
connection is established. This may be the same RFP as the existing bearer, or may be a new RFP.

DECT equipments may have several indicators to monitor reception quality:

- the A-field CRC;

- the X-field CRC;

- the CRCs of the B-subfields in protected mode (E-type or U-type for IP);
- X-field to Z-field comparison (for Z-field refer to ETS 300 175-2 [2]);

- link identity information;

- synchronisation pulse;

- clock jitter;

- signal strength;

To control the quality of transmissions the MAC layer uses the reports from the far end, coded in two bits:
- the (Q1,Q2) bits or the (BCK,Q2) bits or the (BCK,ACK) bits (see subclauses 7.1.1 and 7.3.5.4).
There are no specified rules for the PT which define when a bearer handover attempt has to be made. For
system reasons the maximum rate at which bearer handovers can be performed is limited by a simple

timer. No more than two successful bearer handovers should occur within T202 seconds.

NOTE 2: This should not be confused with multiple attempts at handover, but following one
successful handover, a new handover cannot be attempted immediately.

Different handover procedures exist for duplex and double simplex bearers.
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10.6.2 Duplex bearer handover procedure

The setup of a new bearer for duplex bearer handover is always initiated by the PT. The MBC of the PT
shall have knowledge of at least one available channel and shall know the address (FMID) of the wanted
FT. The MBC creates a TBC and issues called address (PMID/FMID) and the physical channel description
to the new TBC. The MBC indicates to the TBC that the wanted bearer is used for a bearer handover and
which bearer setup procedure shall be used. In addition, for advanced connections the MBC issues the
new TBC with the ECN and the LBN, which is also assigned to the TBC of the bearer which has to be
handed over.

The TBC tries to set up a new bearer using one of the single bea