Editor’s proposal for “ISUP enhancements to support NP CS1”

1.	General

1.1	Scope

In a national environment with support of Number Portability the existing ISUP procedures as specified in ITU-T Recommendation Q.764 (2000 edition) apply with the modifications as specified in this recommendation..

The addressing method for Number Portability in a network will have an impact on existing functions and services. The impact is network and implementation dependent and outside the scope of this recommendation.

In addition to the main text, the following Annexes are part of this recommendation:

Annex A describes an alternative addressing method making use of a concatenated addressing format. This addressing method may typically be useful as an intermediate solution in some networks as it may limit the impact on existing functions and services.

Annex B describes another addressing method making use of the separate network routing number addressing method. It may be used within the network of a service provider. This addressing method may typically be useful in some networks as it may limit the impact on existing network functions and service handling.

Annex C describes the additional network capabilities for Query on Release that may be used within the network of a service provider. These additional capabilities may typically be useful in some networks for network efficiency reasons.

Annex D describes the additional network capabilities for Dropback that may be used within the network of a service provider. These capabilities make use of the procedures for pivot routing or redirection as specified in ITU-T recommendation Q.730 (2000 edition). These additional capabilities may typically be useful in some networks for network efficiency reasons.

The use of these Annexes is up to network operator decisions, bilateral agreement, regulatory demands and/or implementation reasons. These considerations and possible pre-conditions are outside the scope of this recommendation.



1.2	References

[1]	Supplement Q.25 - CS1

[2]	ITU-T Recommendation Q.764 (2000), Signalling System No. 7 - ISDN user part signalling procedures

[3]	ITU-T Recommendation - Q.762 (2000), Signalling System No. 7 - General functions of messages and signals

[4]	ITU-T Recommendation - Q.763 (2000), Signalling System No. 7 - ISDN user part formats and codes

1.3	Definitions

Directory Number (DN):�a number in the national numbering scheme that is allocated to a customer for a telephony service. Allocation of the Directory Number is made directly by the NPA to the customer, or indirectly when blocks of numbers are managed by Service Providers. 

Donor Exchange:�the initial exchange where a number was located before ever being ported.

Donor Network:�the initial network where a number was located before ever being ported.

Initiating Exchange:�an exchange that requires and obtains the routing information for number portability.

Initiating Network:�a network that requires and obtains the routing information for number portability.

Network Routing Number:�a number that is derived and used by the network to route the call towards a ported number.

Originating Exchange:�the exchange serving a calling end user. For most incoming international calls, the originating exchange is effectively the international gateway. For carrier selection, the first exchange of the selected carrier effectively becomes the entry to the originating exchange for routing purposes.

Originating Network:�the network serving a calling end user. For most incoming international calls, the originating network is effectively the network containing the international gateway. For carrier selection, the first exchange of the selected carrier effectively becomes the entry to the originating network for routing purposes.

Recipient Exchange:�the exchange where a number is located after being ported.

Recipient Network:�the network where a number is located after being ported.

Transit Exchange:�an exchange between two exchanges, e.g. the recipient exchange and the donor exchange.

Transit Network:�a network between two networks, e.g. the recipient network and the donor network.

1.4	Abbreviations

DN	Directory Number

IAM	Initial Address Message

NoA	Nature of Address indicator

NRN	Network Routing Number

QoR	Query on Release

SAM	Subsequent Address Message

SDM	Subsequent Directory Number Message

2.	Call control and signalling procedures

This section describes the call control and signalling procedures for the methods All Call Query and Onward Routing. 

In a number portability environment the directory number (DN) is not sufficient to route the call, there is the need to derive a network routing number (NRN) [1]. Once the NRN has been determined, the routing in the network will be based on this NRN. As the NRN is always a complete address, sending of additional digits in overlap operation applies only to the directory number (DN) information. The DN is transferred along with the call to identify the called ported subscriber. The following sections describe the handling of the NRN and DN.

2.1	Separate directory number addressing method 

2.1.1	Handling of network routing number and directory number

The  network routing number and directory number are transferred in the forward direction as follows.

The network routing number (NRN) is transferred in the Called Party Number parameter and the directory number (DN) is contained in the Called Directory Number parameter. 

The Called Party Number parameter is coded with NoA value 0000110 - network routing number in national (significant) number format and the Called Directory Number parameter is coded with NoA value 0000011 - national (significant) number.

Note :	For specific applications the NoA values 0000011 - national (significant) number and 0000111 - network routing number in network specific number format may alternatively be chosen by certain operators for the coding of the Called Party Number parameter, possibly with additional information to maintain the NP routing efficiency..

Editor’s note:	the treatment and coding of a “NP status” indicator is for further study.

2.1.2	Handling of an incomplete directory number

If the complete directory number is not available the following procedures are required:

At the initiating exchange, called directory number digits received after the Initial Address Message (IAM) has been sent shall be sent in Subsequent Directory Number message(s) (SDM) instead of Subsequent Address Message(s) (SAM).

An intermediate exchange shall transit the SDM message, and shall preserve the received additional digits related to the directory number information as part of the stored IAM information. SDMs received during the circuit selection process may be included in the IAM.

Note: 	The storage of additional digits is required to avoid loss of digits in case an automatic repeat attempt is required, see Q.764 §2.8.1 [2].

The exchange that is addressed by the NRN, i.e. the node that completes the call with the directory number, shall accept additional digits received in a SDM as part of the directory number.

2.2	Other addressing methods

Instead of the addressing method according to section 2.1, alternatively network operators may decide to apply the concatenated addressing method (see Annex 2) or the separate network routing number addressing method (see Annex 3).

Existing ISUP procedures may be applied on the interconnection interface between networks. I.e. the DN is contained in the Called Party Number parameter with NoA value 0000011 - national (significant) number although in that case no additional routing information is transferred.

2.3	Actions required in the Originating network

2.3.1	Onward Routing

The originating network will apply the normal procedures as in Q.764 [2].

2.3.2	All call query

When the initiating exchange is located in the originating network, it has to determine whether the DN is ported or not. 

If the DN is not ported, the existing ISUP procedures apply without modification.

If the DN is ported, the initiating exchange shall derive the network routing number, and route the call towards the Recipient Network. The transfer of the NRN and DN  shall be made according to section 2.1.

2.4	Actions required in the Donor network

2.4.1	Onward Routing

Since the donor network acts as the initiating network in this case, it has to determine whether the DN is ported or not. 

If the DN is not ported, the existing ISUP procedures apply without modification.

If the DN is ported , the initiating exchange shall derive the network routing number, and route the call towards the recipient network. The transfer of the NRN and DN  shall be made according to section 2.1

2.4.2	All call query

When the initiating exchange is located in the donor network the same procedures apply as in section 2.3.2.

2.5	Actions required in a transit network

2.5.1	Onward Routing

With the Onward Routing solution there is no impact on a transit network between the originating and the donor networks.

For a transit network between the donor network and the recipient network, the NRN and the DN are handled according to section 2.1. 

2.5.2	All call query

When the initiating exchange is located in a transit network, the same procedures apply as in section 2.3.2. 

For a transit network between the initiating network and the recipient network, the NRN and the DN are handled according to section 2.1.

2.6	Actions required in the Recipient network

This section applies independently of the used method for Number Portability, e.g. onward routing or all call query.

The recipient network handles the received NRN and DN according to section 2.1.

Depending on the agreement, the recipient network may find and use its own NRN, or use the NRN received. The NRN is used to reach the recipient exchange of the called ported subscriber. The recipient exchange uses the DN to identify the called ported subscriber and completes the call..

�Annex A

Procedures for the Concatenated addressing method

3.	General

This Annex describes the exceptions to Chapter 2 of this recommendation for the support of the Concatenated addressing method.

4.	Call control and signalling procedures

No exception

4.1	Concatenated addressing method 

4.1.1	Handling of network routing number and directory number

The network routing number and directory number are transferred in the forward direction as follows.

The DN is contained in the Called Party Number parameter and is prefixed by some digits used as a NRN. Two alternatives for the coding of the NoA parameter field are possible: 

a)	NoA value 0000011 - national (significant) number;

b)	NoA value 0001000 - network routing number concatenated with called directory number.

4.1.2	Handling of an incomplete directory number

Not applicable. The normal procedures for overlap operation apply.

4.2	Actions required in the Originating network

4.2.1	Onward Routing

No exception.

4.2.2	All call query

No exception.

4.3	Actions required in the Donor network

4.3.1	Onward Routing

No exception.

4.3.2	All call query

No exception.

4.4	Actions required in a transit network

4.4.1	Onward Routing

No exception.

4.4.2	All call query

No exception.

4.5	Actions required in the Recipient network

No exception. 

�Annex B

Procedures for the Separated network routing number addressing method

5.	General

This Annex describes the exceptions to Chapter 2 of this recommendation for the support of the Separated network routing number addressing method.

6.	Call control and signalling procedures

No exception

6.1	Separated network routing number addressing method

6.1.1	Handling of network routing number and directory number

The network routing number and directory number are transferred in the forward direction as follows.

The NRN is transferred in the Network Routing Number parameter. The DN is contained in the Called Party Number parameter with NoA value 0000011 - national (significant) number.

6.1.2	Handling of an incomplete directory number

Not applicable. Overlap procedures as described in Q.764 §2.1.2 [2] apply with the following exception.

The routing is performed on the contents of the NRN parameter. The digits in the SAMs are not relevant for routing the call, but relate only to the DN. The SAMs have to be processed accordingly.

6.2	Actions required in the Originating network

6.2.1	Onward Routing

No exception.

6.2.2	All call query

No exception.

6.3	Actions required in the Donor network

6.3.1	Onward Routing

No exception.

6.3.2	All call query

No exception.

6.4	Actions required in a transit network

6.4.1	Onward Routing

No exception.

6.4.2	All call query

No exception.

6.5	Actions required in the Recipient network

No exception.

�Annex C

Procedures to support the Query on Release

7.	Procedures for QoR with the forward and the backward indications

This procedure requires the usage of optional forward information. The procedure provides a general mechanism that can be used by an exchange that decides that the call should be released because the called number is ported out. If the QoR Capability parameter is present in the IAM such an exchange can invoke the QoR mechanism to request a preceding exchange, involved in the call, to route that call to the recipient network. If none of the preceding nodes support QoR (the QoR Capability parameter is not received) then this exchange has to forward the call on to the new called number (e.g. using “Onward routing” as a fall back solution).

General interactions with supplementary services are for further study.

7.1	Normal procedures

7.1.1	Originating Exchange

An originating exchange that wishes to offer to perform the QoR function shall store the sent IAM information (and the SAM information, if any) and shall send the QoR capability parameter in the IAM with a compatibility information. The IAM information (and the SAM information, if any) must be retained until :

the ACM message with a Called party's status indicator (Backward call indicators parameter) set to subscriber free, or

the CPG message with a Called party's status indicator (Backward call indicators parameter) set to subscriber free, or

the CPG message with a Event indicator (Event information parameter) set to alerting, or

the CON message, or

the ANM message,

is received.

7.1.2	Intermediate Exchange

The intermediate exchange with QoR capability (fit to perform the query) shall store the received IAM (and the SAM information, if any) and shall pass unchanged the QoR Capability parameter along with compatibility information to the subsequent exchange.

An intermediate exchange may also be the first exchange to indicate that QoR is possible, in which case it performs the actions described for the originating exchange in 1.1.1.

The IAM information (and the SAM information, if any) must be retained until :

the ACM message with a Called party's status indicator (Backward call indicators parameter) set to subscriber free, or

the CPG message with a Called party's status indicator (Backward call indicators parameter) set to subscriber free, or

the CPG message with a Event indicator (Event information parameter) set to alerting, or

the CON message, or

the ANM message,

is received.

The intermediate exchange with no QoR capability (it is not capable to perform the query but it may know about the QoR Capability parameter) shall pass unchanged the QoR Capability parameter along with compatibility information to the subsequent exchange either because it has the knowledge of the QoR Capability parameter or through the normal compatibility procedures.

7.1.3	Gateway Exchange

A Gateway exchange shall discard the QoR Capability parameter either because it has the knowledge of this parameter or through the normal compatibility procedures. 

7.1.4	Donor Exchange

An exchange which determines that a called number is ported out and wishes to invoke the QoR procedure shall check the presence of the QoR Capability parameter to determine whether QoR is possible for the current call. If QoR is possible it shall release the call, using the QoR cause value (#14).

7.1.5	Exchange receiving a Release message with the QoR cause value

The actions at an exchange having the QoR capability and receiving a Release message with the QoR cause value (#14) will depend on whether the IAM received from the prior exchange, if any, had included a QoR Capability parameter and on the service logic at that exchange as follows:

If a prior exchange had QoR capability and the service logic determines that a prior exchange should perform the query, then the Release message is passed back unchanged.

If 

the service logic determines that this exchange should perform the query, or

there is no  exchange with the QoR capability, or

there is no prior exchange,

then the exchange (having the QoR capability) should perform the query to the database and progress the call.

7.2	Exceptional procedures

If a Release message with the QoR cause value (#14) is received in the originating exchange and that exchange had not sent the QoR Capability parameter in the IAM, the call shall be released with cause value 31 (normal, unspecified).

8.	Procedures for QoR with the backward indication only

These procedures apply within networks where, at least, one exchange fit to QoR always exists on the call path. They provide a general mechanism that can be used by an exchange that decides that the call should be released because the called number is ported out. Such an exchange can invoke the QoR mechanism to request a preceding exchange involved in the call to route that call to the recipient network.

General interactions with supplementary services are for further study.

8.1	Normal procedures

8.1.1	Originating Exchange

An originating exchange that wishes to offer to perform the QoR function shall store the sent IAM information (and the SAM information, if any).

The IAM information (and the SAM information, if any) must be retained until :

the ACM message with a Called party's status indicator (Backward call indicators parameter) set to subscriber free, or

the CPG message with a Called party's status indicator (Backward call indicators parameter) set to subscriber free, or

the CPG message with a Event indicator (Event information parameter) set to alerting, or

the CON message, or

the ANM message,

is received.

8.1.2	Intermediate Exchange

The intermediate exchange that wishes to offer to perform the QoR function shall store the received IAM (and the SAM information, if any).

The IAM information (and the SAM information, if any) must be retained until :

the ACM message with a Called party's status indicator (Backward call indicators parameter) set to subscriber free, or

the CPG message with a Called party's status indicator (Backward call indicators parameter) set to subscriber free, or

the CPG message with a Event indicator (Event information parameter) set to alerting, or

the CON message, or

the ANM message,

is received.

8.1.3	Donor Exchange

An exchange which determines that a called number is ported out and wishes to invoke the QoR procedure shall release the call, using the QoR cause value (#14).

8.1.4	Exchange receiving a Release message with the QoR cause value

The actions at an exchange receiving a Release message with the QoR cause value (#14) will depend on the service logic at that exchange as follows:

If the service logic determines that a prior exchange should perform the query then the Release message is passed back unchanged.

If 

the service logic determines that this exchange should perform the query, or

there is no prior exchange,

then the exchange should perform the query to the database and progress the call.

8.2	Exceptional procedures

If a Release message with QoR cause value 14 (QoR: Ported number) is received in an exchange which is not capable to perform the query, and there is no prior exchange, then the call shall be released with cause value (#31 - normal, unspecified).

�Annex D

Procedures to support the Dropback

(to be provided)



�Annex T

New signalling information

9.	Changes to Q.762

Subsequent Directory Number message: A message that may be sent in the forward direction following an Initial Address Message, to convey additional called party number information, when the called party number in the Initial Address Message was contained in the Called Directory Number parameter.

Called Directory Number: a parameter which transfers the directory number. The directory number is a number in the national numbering scheme that is allocated to a customer for a telephony service.

Network Routing Number: a parameter which transfers the network routing number. The network routing number is a number used by the network to route a call.

QoR capability parameter: Information sent in the forward direction to indicate that at least one exchange in the connection is able to perform the query to the database as described in the QoR procedures.

QoR capability indicator: Information sent in the forward direction to indicate that at least one exchange in the connection is able to perform the query to the database as described in the QoR procedures.

10.	Changes to Q.763

Recommendation Q.763 should be updated as follows:

The table listing the message names and their codes (Table 4/Q.763) should be updated as in Table T.1.

The table listing the parameter names and their codes (Table 5/Q.763) should be updated as in Table T.2.

The table referring to the IAM message (Table 32/Q.763) should be updated as in Table T.3.

Three new parameters, the Called directory Number,  the QoR Capability and the Network Routing Number, should be added as defined in §2.1, §2.2 and §2.4.

Three new Nature of Address values, should be added in the Called Party Number parameter as defined in §2.3

One new message shall be added as defined in §2.4



Table T.1

Changes to Table 4/Q.763

Message type�Reference

(Table)�Code��[...]����Subsequent Directory Number (national use)�XX�xxxx xxxx��

Table T.2

Changes to Table 5/Q.763

Parameter name�Reference (subclause)�Code��[…]

Called Directory Number (national use)

Network Routing Number (national use)

QoR Capability (network option)�

3.xx

3.xx

3.xx�

0111 1101

xxxx xxxx

xxxx xxxx��

Table T.3

Changes to Table 32/Q.763

Parameter� Reference(§)� Type� Length (octets)��Message type�2.1 �F�1��Nature of connection indicators�3.35�F�1��Forward call indicators�3.23�F�2�������…�…�…�…�������Network Routing Number (national use)�3.xx�O�4 - ?��Called Directory Number (national use)�3.xx�O�5 - ?��QoR Capability (network option)�3.xx�O�1��End of optional parameters�3.20�O�1��

10.1	Called Directory Number (national use)

The format of the Called Directory Number  parameter is shown in Figure T.1.



�8�7�6�5�4�3�2�1��1�Odd/�even�Nature of address indicator��������2�INN�Ind.�Numbering�Plan Ind.���Spare�����3�2nd Address Signal����1st Address Signal�����.�.����������n�Filler (if necessary)����nth address signal�����Figure T.1

Called Directory Number parameter 

The following codes are used in the subfields of the Called Directory Number parameter:

a)	Odd/even indicator

0	even number of address signals

1	odd number of address signals



b)	Nature of address indicator

0000000		spare

0000001		subscriber number (national use)

0000010		unknown (national use)

0000011		national (significant) number 

0000100		reserved

0000101		network-specific number (national use)

0000110		reserved

0000111		reserved

0001000		reserved

0001001		�symbol 252 \f "Symbol" \s 10�ü�

  to			�symbol 253 \f "Symbol" \s 10�ý�	spare

1101111		�symbol 254 \f "Symbol" \s 10�þ�

1110000 		�symbol 252 \f "Symbol" \s 10�ü�

  to			�symbol 253 \f "Symbol" \s 10�ý�	reserved for national use

1111110		�symbol 254 \f "Symbol" \s 10�þ�

1111111		spare

c)	Internal network number indicator (INN ind.)

0	reserved

1	routing to internal network number not allowed



d)	Numbering plan indicator

000		spare

001		ISDN (Telephony) numbering plan (Recommendation E.164)

010		spare

011		reserved

100		reserved

101		reserved for national use

110		reserved for national use

111		spare



e)	Address signal

0000	digit 0

0001	digit 1

0010	digit 2

0011	digit 3

0100	digit 4

0101	digit 5

0110	digit 6

0111	digit 7

1000	digit 8

1001	digit 9

1010	spare

1011	reserved

1100	reserved

1101	spare

1110	spare

1111	ST

	The most significant address signal is sent first. Subsequent address signals are sent in successive 4-bit fields.



f)	Filler

	In case of an odd number of address signals, the filler code 0000 is inserted after the last address signal.

10.2	QoR Capability (network option)

The format of the QoR Capability parameter field is shown in Figure T.2.



8�7�6�5�4�3�2�1��H�G�F�E�D�C�B�A��Figure T.2

QoR capability parameter field

The following codes are used in the QoR capability parameter field :

bit A:	QoR capability indicator

0		no indication

1		QoR support

bits G-B: spare

bit H:	Extension indicator

0		information continues through the next octet

1		last octet



10.3	Changes to §3.9/Q.763 - Called Party Number 

[…]



b)	Nature of address indicator

0000000		spare

0000001		subscriber number (national use)

0000010		unknown (national use)

0000011		national (significant) number

0000100		international number

0000101		network-specific number (national use)

0000110		Network Routing Number in national (significant) number format (for national use)

0000111		Network Routing Number in network-specific number format (for national use)

0001000		Network Routing Number concatenated with Called Directory Number (for national use)

0001001		�symbol 252 \f "Symbol" \s 10�ü�

  to			�symbol 253 \f "Symbol" \s 10�ý�	spare

1101111		�symbol 254 \f "Symbol" \s 10�þ�

1110000 		�symbol 252 \f "Symbol" \s 10�ü�

  to			�symbol 253 \f "Symbol" \s 10�ý�	reserved for national use

1111110		�symbol 254 \f "Symbol" \s 10�þ�

1111111		spare



[…]

10.4	Network Routing Numbest (national use)

The format of the Network Routing Number parameter is shown in Figure T.2.



�8�7�6�5�4�3�2�1��1�Odd/�Even�Numbering�Plan Ind.���Nature of Address�����2�2nd Address Signal����1st Address Signal�����.�.����������n�Filler (if necessary)����nth address signal�����Figure T.2

Network Routing Number parameter 

The following codes are used in the subfields of the Network Routing Number parameter:

a)	Odd/even indicator

0	even number of address signals

1	odd number of address signals



b)	Numbering plan indicator

000		spare

001		ISDN (Telephony) numbering plan (Recommendation E.164)

010		spare

011		spare

100		spare

101		spare

110		reserved for national use

111		reserved for national use



c)	Nature of address indicator

0000		spare

0001		Network Routing Number in national (significant) number format (for national use)

0010		Network Routing Number in network specific number format (for national use))

0011		�symbol 252 \f "Symbol" \s 10�ü�

  to			�symbol 253 \f "Symbol" \s 10�ý�	spare

1010		�symbol 254 \f "Symbol" \s 10�þ�

1011 		�symbol 252 \f "Symbol" \s 10�ü�

  to			�symbol 253 \f "Symbol" \s 10�ý�	reserved for national use

1111		�symbol 254 \f "Symbol" \s 10�þ�



d)	Address signal

0000	digit 0

0001	digit 1

0010	digit 2

0011	digit 3

0100	digit 4

0101	digit 5

0110	digit 6

0111	digit 7

1000	digit 8

1001	digit 9

1010	spare

1011	spare

1100	spare

1101	spare

1110	spare

1111	spare



e)	Filler

	In case of an odd number of address signals, the filler code 0000 is inserted after the last address signal.



10.5	Subsequent Directory Number message



New Table XX/Q.763

Message Type: 	Subsequent Directory Number  (national use)

Parameter�Reference�(§)�Type�Length�(octets)��Message type�2.1 �F�1��Subsequent number�3.51�O�4-?��Message compatibility information�3.33�O�4-?��End of optional parameters�3.20�O�1��

NOTE 1 – No new optional parameters are allowed in the Subsequent Directory Number message.��

11.	Changes to Q.850

The following cause value should be added in Q.850.

	0001110	(14)		QoR: ported number

_______________
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