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Intellectual Property Rights

IPRs essential or potentially essential to the present document may have been declared to ETSI. The information
pertaining to these essential IPRs, if any, ispublicly available for ETSI membersand non-members, and can be found
in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, |PRs notified to ETS in
respect of ETS standards’, which is available from the ETSI Secretariat. Latest updates are available on the ETS| Web
server (http://www.etsi.org/ipr).

Pursuant to the ETSI IPR Policy, no investigation, including IPR searches, has been carried out by ETSI. No guarantee
can be given as to the existence of other I|PRs not referenced in ETSI SR 000 314 (or the updates on the ETS| Web
server) which are, or may be, or may become, essential to the present document.

Foreword

This European Standard (Telecommunications series) has been produced by ETSI Technical Committee Services and
Protocols for Advanced Networks (SPAN).

The present document is part 1 of a multi-part deliverable covering the signalling application for the mobility
management service on the alphainterface, asidentified bel ow:

Part 1. " Protocol specification";

Part2:  "Protocol Implementation Conformance Statement (PICS) proforma specification”;

National transposition dates

Date of adoption of this EN: 13 October 2000
Date of latest announcement of this EN (doa): 31 January 2001
Date of latest publication of new National Standard

or endorsement of this EN (dop/e): 31 July 2001
Date of withdrawal of any conflicting National Standard (dow): 31 July 2001
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1 Scope

Thisfirst part of EN 301 144 specifies the stage 3 of the signalling application for the mobility management service on
the aphainterface. The mobility management service functions include Cordless Termina Mobility (CTM) for CTM
phase 1 (DECT/GAP limitation) and DECT accessto GSM via an Integrated Services Digital Network (ISDN)
user-network interface at the T reference point or coincident Sand T reference point (as defined in

ITU-T Recommendation 1.411 [18]) by means of the Digital Subscriber Signalling System No. one (DSS1) protocol.
Stage three identifies the protocol procedures and switching functions needed to support a telecommunication service
(see CCITT Recommendation 1.130 [15]).

The signalling application for the al phainterface describes the mobility management procedures required to allow users
of cordless terminals to be mobile within and between networks. Whenever radio coverage is provided and the cordless
terminal has appropriate access rights, the user is able to make calls from and to receive calls at, any location within the
network.

The signalling application for the alphainterface is applicable to the telephony 3,1 kHz teleservice (see
ETS 300 111 [3]), speech bearer service (see ETS 300 109 [1]) and 3,1 kHz audio bearer service (see ETS 300 110 [2]).

Further parts of EN 301 144 specify the method of testing required to identify conformance to the present document.

The present document is applicable to equipment supporting the signalling application for the alphainterface, to be
attached at either side of a T reference point and coincident Sand T reference point when used as an access to the public
ISDN or GSM network.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

« References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

« For aspecific reference, subsequent revisions do not apply.
e For anon-specific reference, the latest version applies.

* A non-specific reference to an ETS shall also be taken to refer to later versions published as an EN with the same

number.

[1] ETS 300 109 (1992): "Integrated Services Digital Network (1SDN); Circuit-mode 64 kbit/s 8 kHz
structured bearer service category usable for speech information transfer; Service description”.

[2] ETS 300 110 (1992): "Integrated Services Digital Network (ISDN); Circuit-mode 64 kbit/s 8 kHz
structured bearer service category usable for 3,1 kHz audio information transfer; Service
description”.

[3] ETS 300 111 (1992): "Integrated Services Digital Network (ISDN); Telephony 3,1 kHz
teleservice; Service description”.

[4] EN 300 175-5: "Digital Enhanced Cordless Telecommunications (DECT); Common Interface
(CI); Part 5: Network (NWK) layer".

[5] EN 300 175-6: "Digital Enhanced Cordless Telecommunications (DECT); Common Interface
(CI); Part 6: Identities and addressing"”.

[6] EN 300 175-7: "Digital Enhanced Cordless Telecommunications (DECT); Common Interface
(CI); Part 7: Security features".

[7 EN 300 196-1 (V1.2): "Integrated Services Digital Network (ISDN); Generic functional protocol

for the support of supplementary services; Digital Subscriber Signalling System No. one (DSS1)
protocol; Part 1: Protocol specification™.
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EN 300 370: "Digital Enhanced Cordless Telecommunications (DECT); Global System for Mobile
communications (GSM); DECT/GSM Interworking Profile (IWP); Access and mapping
(protocol/procedure description for 3,1 kHz speech service)".

EN 300 403-1 (V1.2): "Integrated Services Digital Network (ISDN); Digital Subscriber Signalling
System No. one (DSS1) protocol; Signalling network layer for circuit-mode basic call contral;
Part 1: Protocol specification [ITU-T Recommendation Q.931 (1993), modified]".

[10] EN 300 444 (V1.2): "Digital Enhanced Cordless Telecommunications (DECT); Generic Access
Profile (GAP)".

[11] ETS 300 557: "Digital cellular telecommunications system (Phase 2); Mobile radio interface;
Layer 3 specification (GSM 04.08 version 4.19.2)".

[12] ETS 300 788: "Digital Enhanced Cordless Telecommunications (DECT); Global System for
Mobile communications (GSM); Integrated Services Digital Network (ISDN); DECT access to
GSM vialSDN; Functional capabilities and information flows".

[13] ITU-T Recommendation E.164 (1997): "The international public telecommunication numbering
plan”.

[14] ITU-T Recommendation 1.112 (1993): "V ocabulary of termsfor ISDNs".

[15] CCITT Recommendation 1.130 (1988): "Method for the characterization of telecommunication
services supported by an ISDN and network capabilities of an ISDN".

[16] ITU-T Recommendation 1.210 (1993): "Principles of telecommunication services supported by an
ISDN and the means to describe them'.

[17] ITU-T Recommendation 1.221 (1993): "Common specific characteristics of services'.

[18] ITU-T Recommendation 1.411 (1993): "ISDN user-network interfaces - reference configurations'.

[19] CCITT Recommendation X.208 (1988): " Specification of Abstract Syntax Notation One
(ASN.1)".

[20] CCITT Recommendation X.219 (1988): ""Remote operations. Model, notation and service
definition”.

[21] ITU Recommendation X.229 (1992): "Remote operations: Protocol specification”.

[22] Amendment 1 to ITU-T Recommendation X.680 (04/95): "Information technology - Abstract
Syntax Notation One (ASN.1); Specification of basic notation - Amendment 1: Rules of
extensibility".

[23] ITU Recommendation X.880: "Information technology - Remote Operations. Concepts, model and
notation".

3 Definitions and abbreviations
3.1 Definitions

For the purpose of the present document, the following terms and definitions apply:

Authentication Code: may be held in non-volatile memory within the PP or may be manually entered by the user when
required for an authentication service, depending on the application; see EN 300 175-7 [6].

accessrights: an indication that the cordless terminal has appropriate access allowance to the CTM service.

Access Rights I dentity: an identity which is globally unique to a service provider and which shows the access rights
related to the service provider.

authentication: a security mechanism allowing the verification of the provided identity.
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cipher key: see EN 300 175-7 [6] clause 3.

cordlessterminal: aphysical entity that provides access to the telecommunication service of a network viaaradio
interface.

cordlessterminal mobility: the ability of a cordlessterminal to be mobile within and between fixed parts; the mobility
may be continuous while the terminal is accessing and using the telecommunication services offered by the network,
and it may include the capability of the networks to keep track of the cordless terminal's location throughout the entire
network.

core service feature: particular service feature fundamental to the telecommunication services, i.e. in the absence of
this service feature, the telecommunication service does not make sense as a commercial offering to the service
subscriber.

cover age area: the area within the radio coverage areain which the user has subscribed to use the mobility
management service.

CTM number: number that uniquely and unambiguously identifies each CTM subscriber. It is used by a calling party
to reach the CTM subscriber. The number isindependent of the calling terminal, network or service used and conform
to ITU-T Recommendation E.164 [13].

DECT paging: aDECT procedure which establishes alink on the DECT interface.

Fixed Part: aphysical grouping that contains all elements in the cordless network between the local network and the
cordlessterminal air interface.

Fixed Termination: alogical group of functionsthat contain all of the Cordless Terminal (CT) Network specific
processes and procedures on the fixed side of the air interface. A Fixed Radio Termination only includes elements that
are defined in the relevant CT specifications. This includes radio transmission elements (layerl) together with a
selection of layer 2 and layer 3 elements.

handover: the process by which acall in progress is maintained when the user moves with the cordless terminal with a
call in progress within a network where continuous radio coverage is provided.

IM S| attach: see ETS 300 557 [11].

location area: the radio coverage areain which a cordless terminal may receive calls as aresult of a single location
registration.

network: the entity which provides the mobility management function and basic call functionality to the user.

network operator: an entity that provides the network operating elements and resources for the execution of the
mobility management service.

optional service feature: aservice feature added to core feature to optionally enhance a service offering.

portable application: alogical grouping that contains all the elements that lie beyond the CT Network boundary on the
portable side.

portableidentity: the identity by which a subscriber is known to the mobility management service providers and
networks supporting mobility management, and used for flexibility and security purposes; identifies a subscriber
unambiguously; does not need to be known by subscriber.

Portable Part: aphysical grouping that contains all elements between the user and air interface; a generic term that
may describe one or several physical pieces.

portabletermination: alogical group of functionsthat contains all of the CT processes and procedures on the portable
side of the CT air interface; only includes elements that are defined in the relevant CT specification.

public land mobile network: see ETS 300 788 [12].

radio coverage: the areain which cordless terminals may be used to establish and maintain telecommunication services
viathe radio base stations supported by the network supporting the mobility management service.

RANDom challenge: a parameter used for authentication; see EN 300 175-7 [6].
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RESL: aparameter containing the result of the terminal authentication challenge; see EN 300 175-7 [6].
RES2: a parameter containing the result of the network authentication challenge, see EN 300 175-7 [6].
RS: avalue used to establish authentication session keys, as defined in subclause 4.4.3 of EN 300 175-7 [6].

roaming: movement of the cordless terminal user without a call in progress from one location area to another location
area within the same or between different networks supporting the mobility management service.

service feature: a specific aspect of atelecommunication service that can be used in conjunction with other
telecommunication services or service features as part of a commercial offering; either a core part of a
telecommunication service or an optional part offered as an enhancement to a telecommunication service.

service profile: arecord containing all the service information related to a user.

service provider: an actor who provides mobility management services to its service subscribers on a contractual basis
and who is responsible for the mobility management services offered; the same organization may act as a network
operator and a service provider.

service subscriber: an entity that contracts for services offered by service providers.

service: that which is offered by an administration or a public or private service provider to its service subscriber in
order to satisfy atelecommunication requirement.

telecommunication service: see ITU-T Recommendation 1.112 [14].

terminal mobility: the ability of aterminal to access telecommunication services, while in motion, and the capability of
the network to locate and identify that terminal asit moves.

User Authentication Key: secret authentication data contained within the subscriber's registration data, uniquely
associated with the particular subscriber (user) and the subscription; held in non-volatile memory within the PP (or
within a detachable DECT Authentication Module (DAM); see EN 300 175-7 [€].

user: the DSSI protocol entity at the user side of the user-network interface; see EN 300 196-1 [7].

3.2 Abbreviations

For the purpose of the present document, the following abbreviations apply:

AC Authentication Code

ARC Access Right Class

ARD Access Right Details

ARI Access Right Identity

ASN.1 Abstract Syntax Notation one

BA Basic Access

CT Cordless Terminal

CT™M Cordless Terminal Mobility

DCK Derived Cipher Key

DECT Digital Enhanced Cordless Telecommunication
DSSA DECT Standard Authentication Algorithm
DSS1 Digital Subscriber Signalling System 1

FT Fixed Termination

FP Fixed Part

GAP Generic Access Profile

GSM Global System for Mobile communications
IMEI International Mabile station Equipment Identity
IMEISV International Mobile station Equipment Identity Software Version
IMSI International Mobile Subscriber [dentity

| PEI International Portable Equipment Identity

IPUI International Portable User Identity

ISDN Integrated Services Digital Network

LE Local Exchange

MM Mobility Management

MSC Mobile Switching Centre
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NCICS Networked Call Independent Connection-Oriented Signalling
NT Network Termination
NT2 Network Termination type 2
PA Portable Application
PARK Portable Access Right Key
PLI Park Length Indicator
PLMN Public Land Mobile Network
PP Portable Part
RAND RANDom challenge
RBS Radio Base Station
RE Radio Exchange
RES RESponse
RES1 RESponsel
RES2 RESponse2
RFPI Radio Fixed Part Identity
Rs Result
TMS Temporary Mobile Subscriber Identity
UAK User Authentication Key
4 Void
5 Description

The Cordless Terminal Mobility (CTM) service phase 1 allows subscribers of Cordless Terminals (CTs) to be mobile
within and between networks. Where radio coverage is provided and the CT has appropriate access rights the subscriber
shall be able to make calls from, and to receive calls at, any location within the fixed public and/or private networks.

The provision of GSM basic service over the DECT air interface for the case that the DECT access network is
connected with the GSM PLMN viaan ISDN user-network interface enables GSM subscribers to be mobile within and
between DECT access networks using the GSM PLMN infrastructure. Where DECT radio coverage is provided and the
DECT portable part has appropriate access rights the subscriber shall be able to make calls from, and to receive calls at,
any location within the network.

The signalling procedures in the present document are supporting features required for CTM phase 1 and featuresto
provide GSM basic services over the DECT air interface via the public ISDN user-network interface.
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Table 1: Procedures required for CTM phase 1 and DECT/GSM access

initiated by CTM phase 1 DECT/GSM access
Procedure user network user network
9.1 Registration and
deregistration
Subscription registration user optional optional - -
Subscription deregistration [network optional optional - -
9.2 Activation and
deactivation
Location registration user mandatory mandatory mandatory mandatory

(note)

Location cancellation network mandatory mandatory optional optional
Detach user - - mandatory mandatory
9.3 Invocation and
operation
Location Registration network mandatory optional - -
Suggest
Terminal authentication network mandatory mandatory mandatory mandatory
Network authentication user mandatory mandatory - -
Network initiated ciphering  [network mandatory mandatory mandatory mandatory
Portable initiated ciphering [user optional optional - -
Temporary identity network - - mandatory mandatory
assignment
Linked temporary identity network - - mandatory optional
assignment
Key allocation network mandatory mandatory - -
Identity request network mandatory optional mandatory mandatory
Outgoing call user mandatory mandatory mandatory mandatory
Incoming call network mandatory mandatory mandatory mandatory
NOTE: The location update procedure as described in ETS 300 788 [12] is identical to the location

registration procedure described in the present document.
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For CTM phase 1, the following reference configurations of figures 1 and 2 are applicable at the alphainterface:

TE1l NT1 public network

STorT

a

BA (SIT)

@ f RBS LE/MSC

Cordless terminal e

ISDN TE

The public network may be represented either as an ISDN or a PLMN.
The FT in the residential configuration is a simple single-cell Radio Base Station (RBS).
On the S/T reference point (BA), ISDN terminals may also be connected.

Figure 1: Residential configuration
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TE1 —— [ NT1L || public network

public network

RBS
BA/PRA

[
RE LE/MSC

Figure 2: Public access configuration with advanced Cordless Network
(NT2 without mobility management function)

Figure 2 refers to the situation where the FT is more advanced than the residential configuration and isimplemented as
acluster of Radio Base Stations (RBSs) and a Radio Exchange. The Radio Exchange has an NT2 functionality without
mobility management functions.

6 Operational requirements

6.1 Provision and withdrawal

The mobility management service shall be provided after prior arrangement with the service provider. The service
subscriber and the service provider have a contractual relationship and agree upon the service details. As aresult of this
agreement, the service provider and the involved network operators shall make arrangements for service provision by
the network(s).

The network shall be able to maintain a service profile for the service subscriber.

The mobility management service shall be withdrawn from a specific subscriber upon request of the service subscriber
or for service provider reasons.
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Table 2: Service provider option

Service provider option Value Meaning

Support of "CTM" mode Yes
No

Support of "DECT access to GSM" Yes

mode No

Support of the subscription registration |Yes The service provider supports the

procedure (NOTE 1) on-air subscription registration
No procedure for CTM.

Support of the subscription Yes The service provider supports the

deregistration procedure(NOTE 1) on-air subscription deregistration
No procedure for CTM.

The call is released in case of an Yes

unsuccessful terminal authentication

procedure (NOTE 1) No

The call is released in case of an Yes

unsuccessful ciphering procedure

(NOTE 1) No

Use of the Yes

GSMTerminalAuthenticationReject

procedure (NOTE 2) No

Support of the Yes

GSMLinkedAssignldentity procedure

(NOTE 2) No

NOTE 1: This option exists only when the value of the option 'support of "CTM" mode' is "Yes".

NOTE 2: This option exists only when the value of the option 'support of " DECT access to GSM " mode' is "Yes".

6.2 Requirements on the network A side

The requirements at the originating network side are covered in clause 9.

6.3 Requirements on the network B side

The requirements at the destination network side are covered in clause 9.

7 Coding requirements

Table 3 shows the definitions of the operations and errors required for the mobility management service using ASN.1 as
specified in CCITT Recommendation X.208 [19] and using the OPERATION and ERROR macro as defined in
figure 4/X.219 of ITU Recommendations X.219 [20].

The formal definitions of the component types to encode these operations and errors are provided in EN 300 196-1 [7],
annex D, subclause D.1.

All components (invoke, return result, return error and reject) shall be included within a Facility information element.
This Facility information element may be included in any appropriate message as specified in EN 300 196-1 [7],
subclause 8.3.1.1 as enhanced by, annex E unless a more restrictive specification is given in clause 9.

Theinclusion of the components in Facility information elementsis defined in EN 300 196-1 [7], subclause 11.2.2.1 as
enhanced by annex E.

In order to introduce extensions to the current arguments and results based on the ellipses notation (see Amendment 1 to
ITU-T Recommendation X.680 [22]), a bilateral agreement shall exist between the network and the user.
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Table 3: ASN.1 description of the operations and errors for the mobility management service
used at the coincident S and T reference point and T reference point

Mobi I'i t yManagenent - Oper ati ons-and-Errors {ccitt identified-organization etsi(0) 1144
operations-and-errors(1)}

DEFINITIONS IMPLICI T TAGS :: =
BEG N

EXPORTS CTMAccessRi ght sRequest,
CTMAccessRi ght sTerm nat e,
CTM_.ocat i onRegi strati on,
CTM.ocat i onCancel | ati on,
CTM.ocat i onRegi strati onSuggest,
CTMTer m nal Aut henti cati on,
CTMNet wor kAut hent i cati on,
CTMCi pheri ng,

CTMC pheri ngSuggest,
CTMKeyAl | ocat e,

CTM dent i t yRequest,
CTMQut goi ngCal | MM nf o,
CTM ncomi ngCal | MM nf o,

GSM.ocat i onRegi strati on,
GSMLocat i onCancel | ati on,
GSMDet ach,

GSMTer m nal Aut henti cati on,
GSMrer m nal Aut henti cati onRej ect,
GSMCi pheri ng,

GSMAssi gnl dentity,

GSM.i nkedAssi gnl dentity,
GSM dent i t yRequest,

GSMQut goi ngCal | MM nf o,
GSM ncomi ngCal | MM nf o,

Net wor kRej ect ed,

Ter m nal Rej ect ed,

Por t abl el dent i t yUnknown,
I denti t yNot Avai | abl e,
Congesti on,

Local Ti mer Expi ry,

Pagi ngFai | ure,

Radi oConnecti onFai |l ure,

I nconpat i bl eGi pheri ngSt at e,
PriorityRul eViol ation,
Unspeci fi ed

| MPORTS OPERATI ON, ERROR
FROM Renot e- Oper ati on- Not ati on
{joint-iso-ccitt renote-operations(4) notation(0)}

not Subscri bed, resourceUnavail abl e
FROM General -Errors
{ccitt identified-organization etsi(0) 196 general -errors(2)}

IMSI, TMsl, | MEl
FROM MAP- ConmonDat aTypes
{ccitt identified-organization(4) etsi(0) nobil eDomai n(0)
gsm Net wor k(1) nodul es(3) map- CommonDat aTypes(18) version3(3)}
-- ETS 300 599

CTMAccessRi ght sRequest ;1= OPERATI ON
ARGUMENT
cTMAccessRi ght sRequest Arg CTMAccessRi ght sRequest Arg
RESULT
cTMAccessRi ght sRequest Res CTMAccessRi ght sRequest Res
ERRORS { Net wor kRej ect ed,
portabl el dent it yUnknown,
congesti on,
unspeci fi ed}
-- End of CTMAccessRi ght sRequest operation definition

CTMAccessRi ght sTerm nat e ;1= OPERATI ON
ARGUMENT
cTMAccessRi ght sTerm nateArg CTMAccessRi ght sTerni nat eArg
RESULT

ERRORS { Ter mi nal Rej ect ed,
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pagi ngFai | ure,
radi oConnecti onFai |l ure,
portabl el dentit yUnknown,
congesti on,
| ocal Ti mer Expi ry,
priorityRul eViol ation,
unspeci fi ed}
-- End of CTMAccessRi ghtsTerm nate operation definition

CTM_.ocat i onRegi strati on ;1= OPERATI ON
ARGUMENT
cTM.ocati onRegi strati onArg CTM.ocati onRegi strati onArg
RESULT

cTM.ocat i onRegi strati onRes CTM.ocati onRegi strati onRes
ERRORS { Net wor kRej ect ed,
portabl el dentit yUnknown,
congesti on,
unspeci fi ed}
-- End of CTM.ocationRegistration operation definition

GSMLocat i onRegi stration :: = OPERATI ON
ARGUMENT
gSM.ocati onRegi strati onArg GSM.ocati onRegi strati onArg
RESULT
gSM.ocati onRegi strati onRes GSM.ocati onRegi strati onRes
ERRORS { Net wor kRej ect ed,
portabl el dent it yUnknown,
congesti on,
unspeci fi ed}
LI NKED { gSM.i nkedAssi gnl denti ty}
-- End of GSM.ocationRegistration operation definition

GSM.ocat i onCancel | ation ::= OPERATI ON
ARGUMENT
gSML.ocat i onCancel | ati onAr g GSM_ocat i onCancel | ati onAr g
-- End of GSM.ocationCancellation operation definition
CTM,ocat i onCancel l ation :: = OPERATI ON
ARGUVENT
cTM.ocati onCancel | ati onArg CTM.ocat i onCancel | ati onArg
RESULT

ERRORS { portabl el dentityUnknown,
congesti on,
unspeci fi ed}
-- End of CTM.ocationCancellation operation definition

GSMDet ach .1 = OPERATI ON
ARGUMENT
gSMDet achArg GSMDet achAr g
-- End of GSMDetach operation definition

CTM_.ocat i onRegi strati onSuggest ::= OPERATI ON
ARGUMENT
cTM.ocat i onRegi strati onSuggest Arg CTM.ocat i onRegi strati onSuggest Arg
ERRORS { portabl el dentityUnknown,
pagi ngFai | ure,
radi oConnecti onFai |l ure,
congesti on,
priorityRul eViol ation,
unspeci fi ed}
-- End of CTM.ocati onRegi strationSuggest operation definition

CTMrer mi nal Aut henti cati on ;.= OPERATI ON
ARGUVENT
cTMTer m nal Aut henti cati onArg CTMTer m nal Aut henti cati onArg
RESULT
cTMrer m nal Aut henti cati onRes CTMrer mi nal Aut henti cati onRes

ERRORS { Ter mi nal Rej ect ed,
portabl el denti t yUnknown,
congesti on,
| ocal Ti mer Expi ry,
pagi ngFai | ure,
radi oConnecti onFai | ure,
priorityRul eViolation,
unspeci fi ed}

-- End of CTMrermi nal Aut henticati on operation definition

GSMrer mi nal Aut hentication ::= OPERATI ON
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ARGUMENT

gSMrer m nal Aut henti cati onArg GSMrer mi nal Aut henti cati onArg
RESULT

gSMrer m nal Aut henti cati onRes GSMrer m nal Aut henti cati onRes

ERRORS { Ter mi nal Rej ect ed,
port abl el dentit yUnknown,
congesti on,
| ocal Ti mer Expi ry,
pagi ngFai | ure,
radi oConnecti onFai | ure,
priorityRul eViolation,
unspeci fi ed}

-- End of GSMrerninal Aut henticati on operation definition

GSMrer m nal Aut henti cati onRej ect ::= OPERATI ON
-- End of GSMrerm nal Aut henti cati onRej ect operation definition
CTMNet wor kAut henti cation ::= OPERATI ON
ARGUMENT
cTMNet wor kAut henti cati onArg CTMNet wor kAut henti cati onArg
RESULT
cTMNet wor kAut hent i cati onRes CTMNet wor kAut hent i cati onRes

ERRORS { Net wor kRej ect ed,
portabl el dentit yUnknown,
congesti on,
unspeci fi ed}
-- End of CTMNetwor kAut hentication operation definition

CTMCi pheri ng ;= OPERATI ON
ARGUMENT
cTMCi pheringArg CTMCi pheri ngArg
RESULT
ERRCRS { Ter m nal Rej ect ed,
portabl el dentityUnknown,
congesti on,
| ocal Ti mer Expi ry,
pagi ngFai | ure,
radi oConnecti onFai |l ure,
i nconpati bl eC pheringSt at e,
priorityRul eViolation,
unspeci fi ed}
-- End of CTMC phering operation definition

GSMCi pheri ng ;= OPERATI ON
ARGUMENT
gSMCi pheri ngArg GSMCi pheri ngArg
RESULT
ERRCRS { Ter m nal Rej ect ed,
portabl el dentit yUnknown,
congesti on,
| ocal Ti mer Expi ry,
pagi ngFai | ure,
radi oConnecti onFai |l ure,
i nconpati bl eC pheringSt at e,
priorityRul eViol ation,
unspeci fi ed}
-- End of GSMC phering operation definition

CTMCi pheri ngSuggest :: = OPERATI ON
ARGUMENT
cTMG pheringSuggest Arg CTMC pheri ngSuggest Arg
ERRORS { Net wor kRej ect ed,
portabl el dent it yUnknown,
congesti on,
unspeci fi ed}
-- End of CTMC pheringSuggest operation definition

GSMAssi gnl dentity = OPERATI ON
ARGUMENT
gSMAssi gnl denti t yArg GSMAssi gnl denti t yArg
RESULT
-- End of GSMAssignldentity operation definition
GSMLi nkedAssi gnl dentity ::= OPERATI ON
ARGUMENT
gsM.i nkedAssi gnl dentityArg GSM.i nkedAssignldentityArg
RESULT

-- End of GSM.i nkedAssignldentity operation definition

ETSI



19 ETSI EN 301 144-1 V1.1.2 (2000-10)

CTMKeyAl | ocat e ;1= OPERATI ON
ARGUMENT
cTMKeyAl | ocat eAr g CTMKeyAl | ocat eAr g
RESULT
cTMKeyAl | ocat eRes CTMKeyAl | ocat eRes

ERRORS { Ter mi nal Rej ect ed,
portabl el dentit yUnknown,
congesti on,
| ocal Ti mer Expi ry,
pagi ngFai | ure,
radi oConnecti onFai |l ure,
priorityRul eViol ation,
unspeci fi ed}

LI NKED {cTM\et wor kAut hent i cat i on}

-- End of CTMKeyAl |l ocate operation definition

CTM dent i t yRequest ;1= OPERATI ON
ARGUMENT
cTM denti t yRequest Arg CTM denti t yRequest Arg
RESULT
cTM dent i t yRequest Res CTM dent i t yRequest Res

ERRCRS {i dentityNot Avai | abl e,
portabl el dentit yUnknown,
congesti on,
| ocal Ti mer Expi ry,
priorityRul eViol ation,
pagi ngFai | ure,
radi oConnecti onFai |l ure,
unspeci fi ed}

-- End of CTM dentityrequest operation definition

GSM dent i t yRequest ;= OPERATI ON
ARGUMENT
gSM dent i t yRequest Ar g GSM dent i t yRequest Ar g
RESULT
gSM dent i t yRequest Res GSM dent i t yRequest Res

ERRORS {i dentityNot Avai | abl e,
portabl el dent it yUnknown,
congesti on,
| ocal Ti mer Expi ry,
priorityRul eViol ation,
pagi ngFai | ure,
radi oConnecti onFai |l ure,
unspeci fi ed}

-- End of GSM dentityrequest operation definition

CTMQut goi ngCal | MM nf o ;.= OPERATI ON
ARGUMENT
cTMXI nf 0Arg CTMX| nf oAr g}

ERRORS { Net wor kRej ect ed,
portabl el dent it yUnknown,
congesti on,
unspeci fi ed}
-- End of CTMOut goi ngCal | MM nfo operation definition

CTM ncomi ngCal | MM nf o ;.= OPERATI ON
ARGUMENT
cTM cl nf 0Arg CTM cl nf 0Arg

ERRORS { Ter mi nal Rej ect ed,
portabl el denti t yUnknown,
congesti on,
pagi ngFai | ure,
radi oConnecti onFai | ure,
unspeci fi ed}
-- End of CTM ncomi ngCal | MM nfo operation definition

GSMQut goi ngCal | MM nf o 11 = OPERATI ON
ARGUMENT
gSMXI| nf 0Arg GSMX| nf 0Arg

ERRORS { Net wor kRej ect ed,
portabl el denti t yUnknown,
congesti on,
unspeci fi ed}
-- End of GSMut goi ngCal | MM nfo operation definition

GSM ncomi ngCal | MM nf o ;1= OPERATI ON
ARGUMENT
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gSM cl nf 0Arg GSM cl nf 0Arg
ERRORS { Ter mi nal Rej ect ed,
portabl el dentit yUnknown,
congesti on,
pagi ngFai | ure,
radi oConnecti onFai |l ure,
unspeci fi ed}
End of GSM ncomi ngCal | MM nfo operation definition

CTMxI nf 0Ar g ;1= SEQUENCE {
cTMPort abl el dentity
cTMFi xedl dentity

cTMBasi cServi ce

Y [0]
[1]
[2]

}

CTM cl nf 0Arg : SEQUENCE {
cTMPort abl el dentity

cTMSi gnal

Y [0]
[1]

}

1= SEQUENCE {
gSMPor t abl el dentity
gSMBasi cServi ce

}

1= SEQUENCE {
gSMPort abl el dentity
gSMsi gnal

GSMx| nf 0Ar g
(0]
[1]

GSM cl nf 0Ar g
[0]
[1]

}

CTMAccessRi ght sRequest Arg ;1= SEQUENCE ({
cTMPort abl el dentity [0]
cTMAut hType [1]

cTMPort abl eCapabilities [2]

}

CTMAccessRi ght sRequest Res ;1= SEQUENCE ({
cTMPortabl el dentity
cTMFi xedl dentity
cTMBervi ced ass

}

CTMAccessRi ght sTerm nateArg :: = SEQUENCE {
cTMPort abl el dentity
cTMFi xedl dentity

}

CTM_.ocat i onRegi strati onArg ::= SEQUENCE {
cTMPortabl el dentity [0]
cTMO dLocat i onAreal dentity

[1]

cTMNewLocat i onAreal dentity

[2]

cTMPort abl eCapabilities [3]

(0]
[1]
(2]

(0]
(1]

}

CTM.ocat i onRegi strati onRes ::= SEQUENCE ({
NULL
}

GSM.ocat i onRegi strationArg ::= SEQUENCE {

gSMPort abl el dentity [0]
gSM_.ocat i onRegi strati onType

[1]
gSM.ocati onAreal dentity [2]
gSMCi pher I nf o [3]
gSMPor t abl eCapabilities [4]

}

Portabl el dentity,
Fi xedl dentity,
Basi cServi ce

Portabl el dentity,
Si gnal

Portabl el dentity,
Basi cServi ce

Portabl el dentity,
Si gnal

Portabl el dentity,
Aut hType,

Port abl eCapabi lities

Portabl el dentity,
Fi xedl dentity,
Servi ceC ass OPTI ONAL

Port abl el dentity,
Fi xedl dentity

Portabl el dentity,
CTM.ocat i onAr eal denti ty,

CTM_.ocat i onAr eal dentity,
Port abl eCapabilities

Portabl el dentity,

Locat i onRegi strati onType,
GSM.ocat i onAr eal dentity,
Ci pher | nf o,

Por t abl eCapabi lities
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GSM.ocati onRegi strati onRes ::=

}
CTM.ocat i onCancel | ati onArg

}
GSM.ocat i onCancel | ati onArg

}
GSMDet achAr g =

}

CTM_.ocat i onRegi strati onSuggest Arg

cTMPort abl el dentity

}

CTMTer mi nal Aut henti cati onArg

cTMPor t abl el dent ity
cTMAut hType

cTMRand
cTMRs

}

CTMrer m nal Aut henti cati onRes
cTMRes

cTMser vi ced ass

}

GSMrer m nal Aut henti cati onArg

gSMPort abl el dentity

gSMRand

}

GSMrer m nal Aut henti cati onRes
gSMRe

}
CTMNet wor kAut hent i cati onAr g

cTMPort abl el dentity
cTMAUt hType

cTMRand

}

CTMNet wor kAut hent i cat i onRes
cTMRes
cTMRs

}
CTMC pheri ngArg

}
GSMCi pheri ngArg

}

gSMCi pher I nfo

SEQUENCE {
gSM.ocati onAreal dentity [O0]

;= SEQUENCE {
cTMPort abl el dentity

[a

1= SEQUENCE {
gSMPort abl el dentity

(0]

SEQUENCE {
gSMPort abl el dentity

(0]

: = SEQUENCE {
[0]

: 1= SEQUENCE {
[0]
[1]
[2]
(3l

: = SEQUENCE {
[0]
[1]

: 1= SEQUENCE {
[0]
[1]
[2]

;= SEQUENCE {
(0]

: 1= SEQUENCE {
(0]
[1]
(2]

: = SEQUENCE {
[0]
[1]

;= SEQUENCE {
cTMPortabl el dentity
cTMCi pherInfo

cTMG pher Key

(0]
[2]

11 = SEQUENCE ({
gSMPort abl el dentity
gSMCi pher Key

GSM.ocat i onAreal dentity

Portabl el dentity

Portabl el dentity

Portabl el dentity

Portabl eldentity

Portabl el dentity
Aut hType,

Rand,

Rs

Res,
Servi ced ass

Portabl el dentity
Rand,
Ci pherlnfo

Portabl el dentity
Aut hType,
Rand

Portabl el dentity
Ci pher | nf o,
C pher Key

Portabl el dentity
C pher Key

OPTI ONAL,

OPTI ONAL

OPTI ONAL,

OPTI ONAL,

OPTI ONAL

OPTI ONAL,

OPTI ONAL,

ETSI




22 ETSI EN 301 144-1 V1.1.2 (2000-10)

CTMCi pheri ngSuggest Arg :: = SEQUENCE{
cTMPort abl el dentity

cTMC pher I nfo

}

;= SEQUENCE {
gSMPor t abl el dentity

GSMAssi gnl dentityArg

gSML.ocat i onAreal dentity

gSMNewTNB!

}

GSMLi nkedAssi gnl dentityArg ::= SEQUENCE {
gSMNewTMsI

}

1= SEQUENCE {
cTMPort abl el dentity
cTMAl | ocType
cTMRand

CcTMRs

CTMKeyAl | ocat eAr g

}

©:= SEQUENCE {
cTMRes

}

1= SEQUENCE {
gSMPor t abl el dentity
gSM dent i tyType

}

CTM dent i t yRequest Ar g ;1= SEQUENCE ({
cTMPortabl el dentity
cTM dentityType

CTMKeyAl | ocat eRes

GSM denti t yRequest Arg

}
GSM dent i t yRequest Res SEQUENCE {
gSMPort abl el dentity
}
CTM dent i t yRequest Res ;= SEQUENCE {
cTMPort abl el dentity
}
Portabl el dentity ;.= CHA CE {
iPU [0] IPU,
iMSI [1] MBI,
i MEI [2] |MEI,
tMsl [3] TMmSI,
NULL

[0] Portableldentity
[1] Ci pherlnfo

OPTI ONAL,

[0] Portableldentity OPTI ONAL,
[1] GSM.ocati onAreal dentity,
[2] Portableldentity

[0] Portableldentity

[0] Portableldentity
[1] Al ocType,

[2] Rand,

[3] Rs

OPTI ONAL,

[0] Res

[0] Portableldentity
[1] IdentityType

OPTI ONAL,

[0] Portableldentity OPTI ONAL,

[1] ldentityType

[0] Portableldentity

[0] Portableldentity

-- further details on the correct usage of the portable identity can be

-- found in clause 9

Fi xedl dentity ;.= BIT STRING

I PUI 1= BIT STRING

Aut hType = OCTET STRI NG

Al l ocType = OCTET STRI NG
Portabl eCapabilities ;.= OCTET STRI NG

CTM_.ocat i onAreal dentity ::= BI T STRI NG

as encoded either in EN 300 175-5, 7.7.18,
or ETS 300 444, table 51

as encoded in EN 300 175-6, 6.2

as encoded in EN 300 175-5, 7.7.4

as encoded in EN 300 175-5, 7.7.2

as encoded in EN 300 175-5, 7.7.41

wi th applicable GSM nappings as defined in
EN 300 370, table 7

containing an RFPI as encoded in EN 300 175-6
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GSM.ocati onAreal dentity ::= BI T STRI NG --

Locat i onRegi strationType ::= ENUMERATED {nor na

I dentityType ENUMERATED{ i nsi (0),

Ci pher Key CCTET STRI NG --

Ci pherlnfo CCTET STRI NG --

Servi ced ass OCTET STRI NG --

Basi cServi ce CCTET STRI NG --

Rand = OCTET STRI NG --
Res = OCTET STRI NG --
Rs 1= OCTET STRI NG --

Rej ect Reason ;= OCTET STRI NG --

Si gnal ;1= OCTET STRI NG --
mvOl D OBJECT | DENTIFIER :: =
{ccitt

cTMAccessRi ght sRequest
cTMAccessRi ght sTerm nate
cTM.ocati onRegi strati on
cTM.ocat i onCancel | ati on
cTM.ocat i onRegi strati onSuggest
cTMTer m nal Aut henti cation
cTMNet wor kAut hent i cati on
cTMC phering

cTMC pheri ngSuggest
cTMKeyAl | ocat e

cTM dent i t yRequest
cTMQut goi ngCal | MM nf o
¢TM ncomi ngCal | MM nf o

CTM.ocat i onReg

CTM_.ocat i onReg

CTMCi phering
CTMKeyAl | ocat e

CTMQut goi ngCal
CTM ncomi ngCal

gSM.ocat i onRegi stration
gSM.ocat i onCancel | ati on
gSMDet ach

gSMrer m nal Aut hent i cati on
gSMrer m nal Aut henti cati onRej ect
gSMCi phering
gSMAssi gnl dentity

gSMLi nkedAssi gnl dentity
gSM dent i t yRequest
gSMout goi ngCal | MM nf o
gSM ncomi ngCal | MM nf o

GSM.ocat i onReg

GSMDet ach

GSMCi pheri ng
GSMAssi gnl dent

GSMQut goi ngCal |
GSM ncomi ngCal |

net wor kRej ect ed
term nal Rej ected
portabl el denti t yUnknown
i dentityNot Avai | abl e
congestion

| ocal Ti mer Expiry

pagi ngFai | ure

radi oConnecti onFail ure
i nconpati bl eCi pheringState
priorityRul eViolation
unspeci fied

Net wor kRej ect ed

identified-organi zation etsi (0) 1144

CTMAccessRi ght sRequest
CTMAccessRi ght sTerm nate

CTM_ocat i onCancel | ati on

CTMTer m nal Aut henti cation
CTMNet wor kAut hent i cati on

CTMCi pher i ngSuggest

CTM dent i t yRequest

GSM.ocat i onCancel | ati on

GSMrer mi nal Aut henti cati on
GSMrer m nal Aut henti cati onRej ect

GSMLi nkedAssi gnl dentity
GSM dent i t yRequest

ERROR PARAMETER Rej ect Reason --

subcl ause 5 figure 4, truncated to the length
corresponding to the rel evant LAL

as encoded in Location Area EN 300 175-5, 7.7.25

_updating(0), periodic_updating(1l), insi_attach(2)}

tmsi (1), inmei(2), imeisv(3), ipui(4), ipei(5)}
as encoded in EN 300 175-7, 4.4.3.3
wi th applicabl e GSM nappi ngs as

defined in EN 300 370, annex A

as encoded in EN 300 175-5, 7.7.10
wi th applicable GSM nappi ngs as defined in
EN 300 370, 6.1.8.2.13 or 6.1.7.1.3

as encoded in EN 300 175-5, 7.7.39
as encoded in EN 300 175-5, 7.6.4

as either encoded in EN 300 175-5, 7.7.32
wi th applicabl e GSM nappi ngs as
defined in EN 300 370, 6.1.8.1.9 or 6.1.7.1.2
as encoded in EN 300 175-5, 7.7.35 with
appl i cabl e GSM nappi ng as defined in

EN 300 370, 6.1.7.25 and 6.1.8.2.14

as encoded in EN 300 175-5, 7.7.36

as encoded in EN 300 175-5, 7.7.34

as encoded in EN 300 175-5, 7.6.8

operations-and-errors(1)}

gl obal val ue
gl obal Val ue
gl obal Val ue
gl obal val ue
gl obal Val ue
gl obal Val ue
gl obal Val ue
gl obal Val ue
gl obal Val ue
gl obal val ue
gl obal Val ue
gl obal Val ue
gl obal Val ue

stration

strationSuggest

MM nf o
MM nf o

{
{
{
{
{
{
{
{
{
{
{
{
{
stration gl obal Val ue {
gl obal Val ue {
gl obal Val ue {
gl obal Val ue {
gl obal Val ue {
gl obal Val ue {
gl obal Val ue {
gl obal Val ue {
gl obal Val ue {
gl obal Val ue {
gl obal Val ue {
{

{

{

{

{

{

{

{

{

{

{

ty

MM nf o
MM nf o

gl obal Val ue
gl obal Val ue
gl obal Val ue
gl obal val ue
gl obal Val ue
gl obal Val ue
gl obal Val ue
gl obal val ue
gl obal Val ue
gl obal Val ue
gl obal Val ue

50}

Rej ect Reason i s optiona
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Ter m nal Rej ect ed = ERROR PARAMETER Rej ect Reason -- RejectReason is optional
Por t abl el dent i t yUnknown = ERROR
I denti t yNot Avai | abl e = ERROR
Congesti on = ERROR
Local Ti ner Expiry = ERROR
Pagi ngFai l ure = ERROR
Radi oConnecti onFai |l ure = ERROR
I nconpat i bl eCi pheri ngSt ate = ERROR
PriorityRul eViolation = ERROR
Unspeci fied = ERROR

-- End of MbobilityManagenent - Operations-and-Errors
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8 State definitions

Table 4 defines the states for the mobility management service at the user and network side of the alphainterface.

Table 4: States for the alpha interface

User side (FP) states

Idle: Process is not running.

Wait_ CTM_Subscription_Registration: The user is waiting for response from the network on CTM
access rights request.

Wait_CTM_Subscription_Deregistration: The user iswaiting for response from the application on CTM
access rights terminate.

Wait_ CTM_L ocation_Registration: The user iswaiting for response from the network on CTM
location registration request.

Wait GSM_ Location_Registration: The user iswaiting for response from the network on GSM
location registration request or a GSM linked assign identity
reguest.

Wait_GSM_L ocation_Registration_2: The user iswaiting for response from the network on GSM

location registration request.

Wait_ GSM_Linked Assign_ldentity Request: The user iswaiting for GSM linked assign identity request
from the network.

Wait GSM_Linked Assign ldentity: The user iswaiting for response from the application on GSM
linked assign identity request.

Wait_ CTM_L ocation_Cancellation: The user iswaiting for response from the application on CTM
location cancellation request.

Wait_ CTM_L ocation_Registration_Suggest_Response: The user is waiting for response from the application on
CTM location registration suggest request.

Wait CTM_Terminal_Authentication: The user iswaiting for response from the application on the
CTM terminal authentication request.

Wait_GSM_Terminal_Authentication: The user is waiting for response from the application on the
GSM terminal authentication request.

Wait_GSM_Terminal_Authentication Reject: The user iswaiting for a GSM terminal authentication reject
from the network

Wait_ CTM_Network_Authentication: The user is waiting for response from the network on the CTM

network authentication request.

Wait CTM_Ciphering_Response: The user is waiting for response from the application on the
CTM ciphering reguest.

Wait_GSM_Ciphering: The user is waiting for response from the application on the
GSM ciphering request.

Wait_ CTM_Ciphering: The user iswaiting for aresponse from the network on the
CTM ciphering suggest.

Wait_GSM_Identity Assign: The user iswaiting for aresponse from the application on the
GSM identity request.
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Wait_CTM_Key_Allocate: The user iswaiting for a response from the application on the
CTM Kkey dlocate request.

Wait_CTM_ldentity Response: The user is waiting for a response from the application on the
CTM identity request.

Wait_GSM_Identity Response: The user is waiting for aresponse from the application on the
GSM identity request.

Network states

Idle: Process is not running.

Wait_ CTM_Subscription_Registration: The network is waiting for response from the application on
CTM access rights request.

Wait_ CTM_Subscription_Deregistration: The network is waiting for response from the user on CTM
access rights terminate.

Wait_ CTM_L ocation_Registration: The network is waiting for response from the application on
CTM location registration reguest.

Wait GSM_Location Registration: The network is waiting for response from the application on
GSM location registration request.

Wait GSM_Linked Assign ldentity: The network is waiting for response from the user on GSM
linked assign identity request.

Wait_CTM_Location_Cancellation: The network is waiting for response from the user on CTM
location cancellation request.

Wait_ CTM_L ocation_Registration_Suggest _Response: The network is waiting for response from the user on CTM
location registration suggest request.

Wait CTM_Terminal_Authentication: The network is waiting for response from the user on the CTM
terminal authentication request.

Wait_GSM_Terminal_Authentication: The network is waiting for response from the user on the GSM
terminal authentication request.

Wait_ GSM_Terminal_Authentication_Reject: The network is waiting for a GSM terminal authentication
reject from the application

Wait_ CTM_Network _Authentication: The network is waiting for response from the application on the
CTM network authentication request.

Wait_CTM_Ciphering_Response: The network is waiting for response from the user on the CTM
ciphering request.

Wait_GSM_Ciphering: The network is waiting for response from the user on the GSM
ciphering request.

Wait_CTM_Ciphering: The network is waiting for a response from the application on
the CTM ciphering suggest.

Wait_GSM_Identity Assign: The network iswaiting for a response from the user on the
GSM identity request.

Wait CTM_Key_ Allocate: The network is waiting for a CTM network authentication
request from the user.

ETSI



27 ETSI EN 301 144-1 V1.1.2 (2000-10)

Wait_ CTM_Key_Allocate 2: The network is waiting for a response from the user on the
CTM Kkey dlocate request.

Wait_ CTM_ldentity Response: The network is waiting for a response from the user on the
CTM identity request.

Wait_GSM_Identity Response: The network is waiting for a response from the user on the
GSM identity request.

Timer_Running: The network has started T-MM and is waiting for a response
from the user or expiry of timer T-MM.

9 Signalling procedures at the coincident Sand T
reference point

When the Portablel dentity is provided as a parameter in any of the operations specified in this clause and the IPUI type
isused as described in table 3, any of the IPUI types specified in EN 300 175-6 [5], subclause 6.2 may be transported
across the alphainterface.

If specific constraints apply to the type of 1PUI that isto be transported in the Portablel dentity parameter for a specific
operation, then the constraint is to be explicitly identified in the parameter description of that operation.

When reception of a component (invoke, return result) is described in a"Normal operation” subclause, it is assumed
that it is correctly encoded and has been delivered as specified in annex B.

The signalling entity at the user side checks only the syntactical correctness of the received operations and parameters
before passing them on the air interface. Semantical checks are not performed at this level.

All information sent from the user to the network are generated by mapping from information received from the air
interface. Exceptions to this rule are directly identified in the following text.

9.1 Subscription registration and subscription deregistration

If the service provider option "support of the subscription registration procedure” has the value "yes', the network shall
support the procedures for on-air subscription registration. described in this subclause.

If the service provider option "support of the subscription deregistration procedure" has the value "yes', the network
shall support the procedures for on-air subscription deregistration. described in this subclause.

Before the CTM user gets access to the service, the CT may perform a subscription registration procedure according to
the procedure of subclause 9.1.1 by means of an on-air procedure. This procedure may be used by the CT to gain access
to the network in order to make calls or to receive calls.

Accessrights for a CT may be terminated by the network by following a subscription deregistration procedure
according to subclause 9.1.2.

If a subscription registration or deregistration is performed then this shall be valid throughout the area of service
provision, i.e. aroaming CTM subscriber shall not be required to perform a new subscription registration while roaming
among networks.
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9.1.1 Subscription registration

9.11.1 Normal operation
The subscription registration procedure is initiated by the CT to obtain access rights from the network.

To perform an on-air subscription registration request procedure, the user shall send a CTMA ccessRightsRequest
invoke component to the network. The following parameters shall be included:

- cTMPortablel dentity, indicating the identity of the CT (IPUI);

- CcTMAuUthType, indicating the authentication algorithm (DSSA), the authentication key type (AC or UAK) and
the authentication key number, related to the IPUI/PARK pair; and

- cTMPortableCapabilities to convey the CT capabilities (tone capability, display capability, profile indicator and
control codes).

On receipt of the CTMAccessRightsRequest invoke component by the network, depending on the received
authentication key type field (which is contained in the cTM AuthenticationType parameter), two options exist:

1) If the received authentication key type field indicates Authentication Code (AC), the network may initiate a key
allocation procedure as described in subclause 9.3.7. (This procedure embeds a mutual network and terminal
authentication procedure).

2) Independent of the received authentication key type field, the network may as an option, initiate the terminal
authentication procedure as described in subclause 9.3.2 and/or start ciphering as described in subclause 9.3.4.

When the procedures has successfully been performed, the network shall send a CTM A ccessRightsRequest
return result component to the user, by using the procedure described in annex B. The following parameters shall
be included:

- cTMPortableldentity, indicating the newly assigned identity (IPUI) of the CT, which requested the subscription
registration; and

- cTMFixedldentity, indicating the type (PARK), the AccessRightClass (ARC), AccessRightDetails (ARD) and
the length of the identity (PLI), related to the indicated 1PUI.

As an option, the following parameter may be included:
- cTMServiceClass, indicating the service class of the CT related to the provided |PUI.
When the user receives an CTMA ccessRightsRequest return result component, then the user shall accept the
provided information.
9.1.1.2 Exceptional procedure

If the network is unable to perform the subscription registration, the network shall send a CTM AccessRightsRequest
return error component to the user, using the procedure described in annex B. One of the following error values shall be
included:

- networkRejected, if the network rejects the requested procedure and wants to include a RejectReason to be sent
on the air interface. In this case the RejectReason parameter may be included indicating the reject reason to be
transported viathe air interface;

- portableldentityUnknown, if the identity of the CT, for which the request has been initiated, is not known to the
network;

- congestion, if the network is overloaded and cannot process the request; or
- unspecified, if the requested procedure fails for any other reason.

If the user receives areject component that it can associate with the previously sent invoke component, the user
shall consider the procedure as unsuccessful.

If the network receives areject component from the user, the network shall take no action.
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9.1.2 Subscription deregistration

The subscription deregistration procedure isinitiated by the network to terminate access rights for a CT. This procedure
enables the network to remove a specific IPUI and al information related to it froma CT.

9.1.2.1 Normal operation

To perform the subscription deregistration procedure, the network shall send a CTMAccessRightsTerminate invoke
component to the user, using the procedures described in annex B, and start timer T-MM. The following parameters
shall be included:

- cTMPortableldentity , indicating the identity of the CT (IPUI); and
- CcTMFixedldentity, indicating the PARK.

On receipt of the CTMAccessRightsTerminate invoke component, the user may start a Network Authentication
procedure as described in subclause 9.3.3.

The user shall use the received parameters to perform the requested access rights termination (delete PARK and/or
PUI).

If the user has successfully performed the access rights termination, the user shall send a CTMAccessRightsT erminate
return result component to the network, using the procedure described in annex B, without any parameter.

If the network receives a CTMAccessRightsTerminate return result component, the network shall consider the
subscription deregistration procedure as completed and shall stop timer T-MM, if running.
9.1.2.2 Exceptional procedure

If the user is unable to perform the subscription deregistration, the user shall send a CTMAccessRightsTerminate return
error component to the network, indicating one of the following error values:

- terminalRejected, if the rejectReason has been received from the air interface. In this case the RejectReason
parameter may be included indicating the reject reason that has been received viathe air interface;

- pagingFailure, if the paging on the air interface fails for any reason;

- radioConnectionFailure, if the signalling connection on the air interface isinterrupted for any reason;

- portableldentityUnknown, if the identity of the CT, for which the request has been initiated, is not known;
- congestion, if the fixed part is overloaded and cannot process the request;

- local TimerExpiry, if the supervision timer for the requested procedure expires before a response has been
received,

- priorityRuleViolation, if a mobility management procedure of equal priority has been requested, while the
ongoing procedure has not yet been finished; or

- unspecified, if the requested procedure fails for any other reason.

On receiving the CTMAccessRightsTerminate return error component or areject component (if the network can
associate the reject component with the invoke component) from the user, the network shall stop timer T-MM.

If the user receives areject component that it can associate with the previously sent return result or return error
component, the user shall take no action.

If timer T-MM expires the network shall consider the subscription deregistration procedure as unsuccessful.

9.2 Activation and deactivation

The mobility management service provided by the network to the subscriber shall be activated when the subscriber
makes its location known to the network by the location registration procedure for the first time or after a period of
deactivation.
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9.2.1 Location registration
The location registration procedure is used to make the CT's location known to the network.
a) If the user and network support the "DECT access to GSM" mode, three cases can be distinguished:
- normal updating (when a CT roams from one location area to another);

- periodic updating (when a CT has been required to indicate its location after a predefined period evenif itis
not roaming);

- IMS] attach (when a CT is switched on in the same location area).

b) If the user and network support the "CTM" mode, only the normal location update procedure applies.

9.21.1 Normal operation
a) If the user and network support the "DECT accessto GSM" mode, the following procedure shall apply:

In order to make the CT's location known to the network, the user shall send a GSM L ocationRegistration invoke
component to the network by using the procedure described in annex B. The following parameters shall be
included:

- gSMPortableldentity, indicating the identity of the CT, which isthe TMSI if available in the CT, otherwise
the IMSI;

- gSMLocationRegistrationType, indicating whether the location registration typeis "normal updating”,
"periodic updating” or "IMSI attach”;

- gSMLocationAreal dentity, identifying the old location area of the CT;
- gSMCipherinfo, indicating the cipher key sequence number; and
- gSMPortableCapabilities, indicating the Mobile Station Classmark 1 information element;

On receiving the GSM L ocationRegi stration invoke component, the network shall use the received parametersto
perform the location registration procedure.

Before sending the GSM L ocationRegistration return result component to the user, the network may initiate one
or more of the following procedures:

- identity request procedure to request for an identity, as described in subclause 9.3.8;
- terminal authentication procedure to authenticate the terminal, as described in subclause 9.3.2;
- network initiated ciphering procedure to initiate ciphering, as described in subclause 9.3.4; or

- temporary identity assignment procedure to assigh atemporary identity to the CT, as described in
subclause 9.3.6.

The network, having successfully performed the location registration shall send a GSM Location Registration
return result component to the user, by using the procedure described in annex B. The following parameter shall
be included:

- gSMLocationAreal dentity, indicating the new location area.

Upon receipt of the GSM LocationRegistration return result component, the user shall accept the provided
information, linked with the information contained in GSMLinkedAssignldentity invoke component, if
previously sent by the network according to annex B. The user shall then respond with a
GSMLinkedAssignldentity return result component as described in subclause 9.3.6.1.2.

NOTE: The network may then initiate the location cancellation procedure towards the previous location,
according to the procedure defined in subclause 9.2.2.

b) If the user and network support the "CTM" mode, the following procedure shall apply:
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In order to make the CT location known to the network, the user shall send a CTML ocationRegistration invoke
component to the network by using the procedure described in annex B. The following parameters shall be
included:

cTMPortablel dentity, indicating the identity of the CT which isthe IPUI;

cTMOIdL ocationAreal dentity, indicating the old location area;

cTMNewL ocationAreal dentity, indicating the new location area, as generated by the FP; and

cTMPortableCapabilities, indicating the characteristics of the CT;

On receiving the CTMLocationRegistration invoke component, the network shall use the received parametersto
perform the location registration procedure.

Before sending the CTM LocationRegistration return result component to the user, the network may initiate one
or more of the following procedures:

- terminal authentication procedure to authenticate the terminal, as described in subclause 9.3.2; or
- key allocation procedure to allocate an authentication key to the user, as described in subclause 9.3.7.

The network, having successfully performed the location registration shall send a CTMLocation Registration
return result component to the user, by using the procedure described in annex B, without any parameters.

The network shall then initiate the location cancellation procedure towards the previous location, according to
the procedures defined in subclause 9.2.2.

9.21.2 Exceptional procedure

a)

b)

If the user and network support the "DECT accessto GSM" mode, the following procedure shall apply:

If the network is unable to perform alocation registration procedure, the network shall send a
GSML ocationRegistration return error component to the user, by using the procedure described in annex B,
indicating one of the following error values:

- networkRejected, if the network rejects the requested procedure and wants to include a RejectReason to be
sent on the air interface. In this case the RejectReason parameter may be included indicating the reject reason
to be transported viathe air interface;

- portableldentityUnknown, if the identity of the CT, for which the request has been initiated, is not known to
the network;

- congestion, if the network is overloaded and cannot process the request; or

unspecified, if the requested procedure fails for any other reason.

If the network receives areject component from the user, the network shall take no action.

If the user receives either:

- aGSMLocationRegistration return error component; or

- areject component that it can associate with the GSM L ocationRegistration invoke component;

the user shall consider the |ocation registration procedure as unsuccessful and not respond to a possible
previously received GSM LinkedAssignldentity invoke component (as described in subclause 9.3.6.2.2.

If the user and network support the "CTM" mode, the following procedure shall apply:

If the network is unable to perform alocation registration procedure, the network shall send a
CTML ocationRegistration return error component to the user, by using the procedure described in annex B,
indicating one of the following error values:
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- networkRejected, if the network rejects the requested procedure and wants to include a RejectReason to be
sent on the air interface. In this case the RejectReason parameter may be included indicating the reject reason
to be transported viathe air interface;

- portableldentityUnknown, if the identity of the CT, for which the request has been initiated, is not known to
the network;

- congestion, if the network is overloaded and cannot process the request; or

unspecified, if the requested procedure fails for any other reason.
If the network receives a reject component from the user, the network shall take no action.
If the user receives either:
- aCTMLocationRegistration return error component; or
- areject component that it can associate with the CTM L ocationRegistration invoke component;

the user shall consider the location registration procedure as unsuccessful.
9.2.2 Location cancellation

9.2.2.1 Normal operation

The location cancellation procedure shall be initiated by the network towards the user to delete all datarelated to aCT
e.g. because the terminal has moved to another location area. Location cancellation is only an administrative action in
the FP, no message will be sent to the CT.

a) If the user and network support the "DECT accessto GSM" mode, the following procedure shall apply:

To initiate alocation cancellation the network shall send the GSM L ocationCancellation invoke component to the
user, by using the procedure described in annex B. The following parameter shall be included:

- gSMPortableldentity, indicating the identity of the CT whichisthe IMSI or TMSI.

When the user receives a correctly encoded GSM L ocationCancellation invoke component, the user shall accept
the provided information and not respond to the network.

b) If the user and network support the "CTM" mode, the following procedure shall apply:

Toinitiate alocation cancellation the network tshall send the CTM L ocationCancellation invoke component to
the user, by using the procedure described in annex B, and shall start timer T-MM. The following parameter
shall be included:

- cTMPortableldentity, indicating the identity of the CT (IPUI).

When the user receives a correctly encoded CTM L ocationCancellation invoke component, the user shall accept the
provided information and shall respond to the network by sending a CTMLocationCancellation return result component
without parameters.

On receiving the CTMLocationCancellation return result component from the user, the network shall stop timer T-MM,
if running.
9.2.2.2 Exceptional procedure

a) If the user and network support the "DECT access to GSM" mode, the following procedure shall apply: If the
user is unable to act on the GSM L ocationCancellation I nvoke component, the user shall take no action.

If the network receives a reject component, the network shall take no action.

b) If the user and network support the "CTM" mode, the following procedure shall apply:
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If the user is unable to act on the CTML ocationCancellation invoke component, the user shall send a
CTMLocationCancellation return error component to the network, using the procedures as described in annex B.
One of the following error values shall be included:

- portableldentityUnknown, if the identity of the CT, for which the request has been initiated, is not known;
- congestion, if the fixed part is overloaded and cannot process the request; or
- ungpecified, if the requested procedure fails for any other reason.

On receiving the CTMLocationCancellation return error component or a reject component (if the network can associate
the reject component with the invoke component) from the user, the network shall stop timer T-MM.

If the user receives areject component that it can associate with the previously sent return result or return error
component, the user shall take no action.

If timer T-MM expires the network shall consider the location cancellation procedure as unsuccessful.

9.2.3 Detach

If the user and network support the "DECT access to GSM" mode, the following procedure shall apply:

9.23.1 Normal operation

If the CT isunable to receive incoming calls (e.g. the terminal is switched off), the user shall send a GSM Detach invoke
component to the network, using the procedure described in annex B. The following parameter shall be included:

- gSMPortableldentity, indicating the identity of the CT which isthe TM S if available, otherwise the IMSI.
Upon receiving a correctly encoded GSM Detach invoke component, the network shall accept the received information
and shall consider the terminal as not reachable. The network shall not respond to the user.
9.2.3.2 Exceptional procedure
If the network is unable to act on the GSM Detach invoke component, the network shall take no action.

If the user receives areject component that it can associate with the previously sent invoke component, the user shall
consider the procedure as unsuccessful.

9.3 Invocation and operation

9.3.1 Location registration suggest
If the user and network support "CTM" mode, the following procedure shall apply:

NOTE: Whenthelocation of aCT isno longer known in the network or the network did not receive any activities
from a CT for a certain time, the network may request the CT to perform alocation registration procedure
as described in subclause 9.2.1. When the CT 4till does not react, the network may take appropriate
actions (e.g. performing alocation cancellation procedure in the latest known fixed part).

The network may initiate alocation registration suggest procedure at any time.

9.3.1.1 Normal operation

The network shall initiate alocation registration suggest procedure by sending a CTM L ocationRegi strationSuggest
invoke component to the user, using the procedure described in annex B. The following parameter shall be included:

- cTMPortableldentity, indicating the identity of the CT (IPUI).

When the user receives a correctly encoded CTM L ocationRegistrationSuggest invoke component, the user shall accept
the provided information and not respond to the network.
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Asaresult, the user may afterwards initiate a location registration procedure as described in subclause 9.2.1.

9.3.1.2 Exceptional procedure

If the user is unable to act on the CTM L ocationRegistrationSuggest invoke component, the user may send a
CTM LocationRegistrationSuggest return error component to the network, indicating one of the following error values:

- portableldentityUnknown, if the identity of the CT, for which the request has been initiated, is not known;
- pagingFailure, if the paging on the air interface fails for any reason;

- radioConnectionFailure, if the signalling connection on the air interface is interrupted for any reason;

- congestion, if the fixed part is overloaded and cannot process the request;

- priorityRuleViolation, if a mobility management procedure with of equal priority has been requested, while the
ongoing procedure has not yet been finished; or

- unspecified, if the requested procedure fails for any other reason.

If the network receives areject component or a CTM LocationRegistrationSuggest return error component from
the user, the network shall take no action.

If the user receives areject component that it can associate with the previously sent return error component, the
user shall take no action.

9.3.2 Terminal authentication

At any time the CT is registered in the network, terminal authentication may be invoked by the network. Invoking the
terminal authentication, the network verifies that the identity provided by the CT is the one claimed.

The network may initiate aterminal authentication procedure at any time.

9.3.2.1 Normal operation
a) If the user and network support the "DECT accessto GSM" mode, the following procedure shall apply:

To initiate aterminal authentication procedure, the network shall send a GSM Terminal Authentication invoke
component to the user, using the procedures described in annex B and shall start timer T-MM. The following
parameters shall be included:

- gSMRand, indicating the RAND number, which is used for calculation of the terminal authentication result;
and

- gSMCipherinfo, indicating the cipher key sequence number.

If the terminal authentication procedure is not embedded in another procedure, the following parameter shall
also be included:

- gSMPortableldentity, indicating the identity of the CT (IMSI).

On receiving the correctly encoded GSM Terminal Authentication invoke component, delivered as specified in
annex B, to perform the authentication process, the user shall use the received parameters. If theresult is
calculated, the user shall send a GSM Terminal Authentication return result component to the network by using
the procedure described in annex B. The following parameter shall be included:

- gSMRes, indicating the calculated result of the authentication, containing the SRES parameter.

On receiving the GSM Termina Authentication return result component, the network shall stop timer T-MM, if
running and shall check the validity of the authentication result. If the result is correct the network shall consider
the terminal authentication procedure as successful.

b) If the user and network support the "CTM" mode, the following procedure shall apply:
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To initiate aterminal authentication procedure, the network shall send a CTMTerminal Authentication invoke
component to the user, using the procedures described in annex B, and shall start timer T-MM. The following
parameters shall be included:

- cTMAuUthType, indicating the authentication key type (AC or UAK), the authentication a gorithm, and the
authentication key number related to the IPUI to use for calculation of the authentication result; if the derived
cipher key shall be stored by the CT, the related cipher key number is aso indicated;

- cTMRand, indicating the random number RAND, which is used for calculation of the terminal authentication
result;

- CTMREs, indicating the RS number, which is used for calculation of the authentication result.

If the terminal authentication procedure is not embedded in another procedure, the following parameter shall also
be included:

- cTMPortablel dentity, indicating the identity of the CT (IPUI).

On receiving the correctly encoded CTM Terminal Authentication invoke component, to perform the
authentication process, the user shall use the received parameters. If the result is calculated, the user shall send a
CTMTerminal Authentication return result component to the network by using the procedure described in

annex B. The following parameter shall be included:

- cTMRes, indicating the calculated result of the authentication, containing the RES1 parameter.
As an option the following parameter may also be included:
- CcTMServiceClass, indicating the service class of the CT related to the current active |PUI.

On receiving the CTM Terminal Authentication return result component, delivered as described in annex B, the
network shall stop timer T-MM, if running and shall check the validity of the authentication result. If the result is
correct the network shall consider the terminal authentication procedure as successful.

9.3.2.2 Exceptional procedure

a)

If the user and network support the "DECT accessto GSM" mode, the following procedure shall apply:

If the user is unable to perform the requested authentication procedure, the user shall send a
GSMTerminal Authentication return error component to the network. One of the following error values shall be
included:

- terminalRejected, if the rejectReason has been received from the air interface. In this case the RejectReason
parameter may be included indicating the reject reason received viathe air interface;

- portableldentityUnknown, if the identity of the CT, for which the request has been initiated, is not known;
- congestion, if the fixed part is overloaded and cannot process the request;

- local TimerExpiry, if the supervision timer for the requested procedure expires before a response has been
received;

- pagingFailure, if the paging on the air interface fails for any reason;
- radioConnectionFailure, if the signalling connection on the air interface isinterrupted for any reason;

- priorityRuleViolation, if a mobility management procedure of equal priority has been requested, while the
ongoing procedure has not yet been finished; or

- unspecified, if the requested procedure fails for any other reason.

If the network receives a Terminal Authentication return result component with an incorrect parameter value, the
network shall stop timer T-MM, consider the terminal authentication procedure as unsuccessful and may send a
GSM Terminal AuthenticationReject invoke component if the service provider option "use of the

GSM Terminal AuthenticationReject procedure” is set to "yes'.
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On receiving the GSM Terminal AuthenticationRej ect invoke component from the network, the user shall consider the
terminal authentication as unsuccessful. The user shall not respond to the GSM Terminal AuthenticationReject invoke
component.

On receiving the GSM Terminal Authentication return error component or areject component (if the network can
associate the reject component with the invoke component) from the user, the network shall stop timer T-MM and
consider the terminal authentication as unsuccessful.

If the user receives aregject component that it can associate with the previously sent return result or return error
component, the user shall take no action.

If timer T-MM expires the network shall consider the terminal authentication procedure as unsuccessful.

When the terminal authentication is considered as unsuccessful, the network may take appropriate action on the ongoing
transactions, as specified in ETS 300 557 [11].

b) If user and network support the "CTM" mode, the following procedure shall apply:

If the user is unable to perform the requested authentication procedure, the user shall send a
CTMTerminal Authentication return error component to the network. One of the following error values shall be
included:

- terminalRejected, if the rejectReason has been received from the air interface. In this case the RejectReason
parameter may be included indicating the reject reason received viathe air interface;

- portableldentityUnknown, if the identity of the CT, for which the request has been initiated, is not known;
- congestion, if the fixed part is overloaded and cannot process the request;

- local TimerExpiry, if the supervision timer for the requested procedure expires before a response has been
received;

- pagingFailure, if the paging on the air interface fails for any reason;
- radioConnectionFailure, if the signalling connection on the air interface isinterrupted for any reason;

- priorityRuleViolation, if a mobility management procedure of equal priority has been requested, while the
ongoing procedure has not yet been finished; or

- unspecified, if the requested procedure fails for any other reason.
Upon receipt of:

- A CTMTerminal Authentication return result component with a parameter not acceptabl e to the network (e.g.
incorrect cTMRes);

- A CTMTerminal Authentication return error component; or

- A regject component (if the network can associate the reject component with the CTM Terminal Authentication
invoke component);

the network shall stop Timer T-MM and consider the terminal authentication procedure as being unsuccessful.

If the user receives areject component that it can associate with the previously sent return result or return error
component, the user shall take no action.

If timer T-MM expires, the network shall consider the terminal authentication procedure as being unsuccessful.

9.3.3 Network authentication
If the user and network support the "CTM" mode, the following procedure shall apply:

The CT may invoke the network authentication procedure at any time, to verify that the identity provided by the
network is the one claimed.
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9.33.1 Normal operation

To request the network authentication procedure, the user shall send a CTM NetworkA uthentication invoke component
to the network, using the procedure described in annex B. The following parameters shall be included:

- cTMAuthenticationType, indicating the authentication key type, the authentication algorithm, and the
authentication key number to use for calculation of the network authentication result; and

- cTMRand, indicating the random number RAND, to be used for calculation of the network authentication resullt.

If the network authentication procedure is not embedded in another procedure, the following parameter shall aso be
included:

- cTMPortablel dentity, indicating the identity of the CT (IPUI).

On receiving the CTM NetworkAuthenti cation invoke component, to perform the network authentication, the network
shall use the received parameters. The network, having successfully performed the network authentication procedure
shall send a CTM NetworkA uthentication return result component to the user, using the procedure described in annex B.
The following parameter shall be included:

- CTMRes, indicating the calculated result RES2.

If the cTMRs parameter has not already been sent to the user as part of the Key allocation procedure (as specified in
subclause 9.3.7.1), the following parameter shall also be included:

- CTMREs, indicating the random session number the network has used to calculate the RES2 value.

On receiving the CTM NetworkAuthentication return result component, delivered as described in annex B, the user shall
use the cTMRand and cTMRs parameters to check the validity of the cTMRes parameter. If the result is correct the user
shall consider the network authentication procedure as successful.

9.3.3.2 Exceptional procedure

If the network is unable to perform a network authentication, the network shall send a CTMNetworkAuthentication
return error component to the user, by using the procedure as described in annex B, indicating one of the following error
value:

- networkRejected, if the network rejects the requested procedure and wants to include a RejectReason to be sent
on the air interface. In this case the RejectReason parameter may be included indicating the reject reason to be
transported viathe air interface;

- portableldentityUnknown, if the identity of the CT, for which the request has been initiated, is not known to the
network;

- congestion, if the network is overloaded and cannot process the request; or
- unspecified, if the requested procedure fails for any other reason.

On receiving a CT M NetworkA uthentication return result component with an incorrect cTMRes parameter from the
network, the user shall consider the network authentication as unsuccessful.

On receiving the CTM NetworkAuthentication return error component from the network as response to the
CTMNetworkA uthentication invoke component, the user shall consider the network authentication as unsuccessful.

If the network receives a reject component from the user, the network shall take no action.

If the user receives areject component that it can associate with the previously sent invoke component, the user shall
consider the procedure as unsuccessful.

9.34 Encryption - network initiated ciphering

The network initiates the encryption activation to engage ciphering and to define the cipher parameters.

The network may initiate a ciphering procedure at any time.
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9.34.1 Normal operation
a) If the user and network support the "DECT accessto GSM" mode, the following procedure shall apply:

The network initiates a network initiated ciphering procedure (encryption activation) by sending a
GSM Ciphering invoke component to the user, using the procedure described in annex B and shall start timer
T-MM. The following parameter shall be included:

- gSMCipherKey, indicating the cipher key value (Kc) to be used by the FP.
If the ciphering procedure is a not embedded procedure, the following parameter shall also be included:
- gSMPortablel dentity, indicating the IMSI or TMSI.

On receiving the correctly encoded GSM Ciphering invoke component, the user shall use the cipher key sequence
number received in the previous terminal authentication procedure. The user shall enable ciphering and shall respond to
the network, by sending a GSM Ciphering return result component, without any parameter.

On receiving the GSM Ciphering return result component from the user, the network shall accept it as a confirmation of
the encryption of the air interface and shall stop timer T-MM, if running.

b) If the user and network supportsthe "CTM" mode, the following procedure shall apply:

The network initiates a network initiated ciphering procedure (encryption activation) by sending a
CTMCiphering invoke component to the user, using the procedure described in annex B and shall start timer
T-MM. The following parameters shall be included:

- cTMCipherinfo, indicating the cipher key type, cipher key number and the cipher algorithm, related to the
IPUI; and

- cTMCipherKey, indicating the numeric value of the ciphering key to be used by the FP.
If the ciphering procedure is a not embedded procedure, the following parameter shall also be included:
- cTMPortableldentity, indicating the IPUI.

On receiving the correctly encoded CTM Ciphering invoke component, delivered as specified in annex B, the user shall
check whether it supports the indicated cipher key type, cipher key number and cipher algorithm. If the user accepts the
cipher request, the user shall enable ciphering and shall respond to the network, by sending a CTM Ciphering return
result component, without any parameter.

On receiving the CTM Ciphering return result component, delivered as specified in annex B, the network shall accept it
as a confirmation of the encryption of the air interface and shall stop timer T-MM, if running.
9.34.2 Exceptional procedure

a) If the user and network support the "DECT accessto GSM" mode, the following procedure shall apply:

If the user is unable to perform the Ciphering request, the user shall send a GSM Ciphering return error
component to the network, using the procedure as described in annex B. One of the following error values shall
be included:

- terminalRejected, if the rejectReason has been received from the air interface. In this case the RejectReason
parameter may be included indicating the reject reason received viathe air interface;

- portableldentityUnknown, if the identity of the CT, for which the request has been initiated, is not known;
- congestion, if the fixed part is overloaded and cannot process the request;

- local TimerExpiry, if the supervision timer for the requested procedure expires before a response has been
received,

- pagingFailure, if the paging on the air-interface fails for any reason;

- radioConnectionFailure, if the signalling connection on the air interface is interrupted for any reason;
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- incompatibleCipheringState, returned if ciphering is requested for an aready ciphered connection;

- priorityRuleViolation, if a mobility management procedure of equal priority has been requested, while the
ongoing procedure has not yet been finished; or

- unspecified, if the requested procedure fails for any other reason.

On receiving the GSM Ciphering return error component or areject component (if the network can associate the reject
component with the invoke component) from the user, the network shall stop timer T-MM and consider the ciphering
procedure as unsuccessful.

If the user receives aregject component that it can associate with the previously sent return result or return error
component, the user shall take no action.

If timer T-MM expires the network shall consider the ciphering procedure as unsuccessful.
b) If the user and network support the "CTM" mode, the following procedure shall apply:

If the user is unable to perform the Ciphering request, the user shall send a CTM Ciphering return error
component to the network, using the procedure as described in annex B. One of the following error values shall
be included:

- terminalRejected, if the rejectReason has been received from the air interface. In this case the RejectReason
parameter may be included indicating the reject reason received viathe air interface;

- portableldentityUnknown, if the identity of the CT, for which the request has been initiated, is not known;
- congestion, if the fixed part is overloaded and cannot process the request;

- local TimerExpiry, if the supervision timer for the requested procedure expires before a response has been
received;

- pagingFailure, if the paging on the air-interface fails for any reason;
- radioConnectionFailure, if the signalling connection on the air interface is interrupted for any reason;
- incompatibleCipheringState, returned if ciphering is requested for an already ciphered connection;

- priorityRuleViolation, if a mobility management procedure of equal priority has been requested, while the
ongoing procedure has not yet been finished; or

- unspecified, if the requested procedure fails for any other reason.

On receiving the CTM Ciphering return error component or areject component (if the network can associate the reject
component with the invoke component) from the user, the network shall stop timer T-MM and consider the ciphering
procedure as unsuccessful.

If the user receives areject component that it can associate with the previoudly sent return result or return error
component, the user shall take no action.

If timer T-MM expires the network shall consider the ciphering procedure as unsuccessful.

9.3.5 Encryption - portable initiated ciphering
If the user and network support the "CTM" mode, the following procedure shall apply:

The user may initiate the encryption suggest procedure at any time, to request the network to enable ciphering and to
define the cipher parameters.
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9.35.1 Normal operation

The user initiates a portable initiated ciphering procedure (encryption activation) by sending a CTM CipheringSuggest
invoke component to the network, using the procedure described in annex B. The following parameter shall be
included:

- cTMCipherinfo, to enable ciphering and to indicate the cipher key type, the cipher key number and the cipher
algorithm, related to the IPUI.

If the ciphering suggest procedure is a stand-alone procedure, the following parameter shall also be included:
- cTMPortableldentity, indicating the IPUI.

On receiving a correct encoded CTM CipheringSuggest invoke component, the network shall use the received

parameter. The network shall initiate the network initiated ciphering procedure as specified in subclause 9.3.4.

9.3.5.2 Exceptional procedure

If the network is unable to perform the portable initiated ciphering request, the network shall send a
CTMCipheringSuggest return error component to the user, using the procedure as described in annex B. One of the
following error values shall be included:

- networkRejected, if the network rejects the requested procedure and wants to include a RejectReason to be sent
on the air interface. In this case the Rejectreason parameter may be included indicating the reject reason to be
transported viathe air interface;

- portableldentityUnknown, if the identity of the CT, for which the request has been initiated, is not known to the
network;

- congestion, if the network is overloaded and cannot process the request; or
- unspecified, if the requested procedure fails for any other reason.

As an option, upon receiving a CTM CipheringSuggest return error component, the user may either release the
transaction to be ciphered or proceed in the existing mode.

If the network receives a reject component from the user, the network shall take no action.

If the user receives areject component that it can associate with the previously sent invoke component, the user shall
consider the procedure as unsuccessful.

9.3.6  Temporary identity assignment

If the user and network support the "DECT accessto GSM" maode, the following procedure shall apply:

The network may assign a TMSI at any time by using the temporary identity assignment procedure.
9.3.6.1 Normal operation

9.3.6.1.1 Temporary identity assignment

The network shall initiate an assign identity procedure by sending a GSM Assignl dentity invoke component to the user,
using the procedure described in annex B and shall start timer T-MM. The following parameters shall be included:

- gSMNewTMSI, including anew TMSI which hasto be assigned to the CT, or the special TMSI value as -
specified in table 6 of EN 300 370 [8] indicating that the TMSI, already assigned in the CT shall be deleted; and

- gSMLocationAreal dentity, indicating the location area for which the newly to be assigned temporary identity is
valid.

If the Temporary identity assignment procedure is a stand-al one procedure, the following parameter shall also be
included:

- gSMPortableldentity parameter, including the identity of the CT (IMS).
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On receiving the correctly encoded GSMAssignl dentity invoke component, the user shall use the received parameters.
The user having successfully performed the allocation of a new temporary identity or the deletion of the current
temporary identity, shall send a GSMAssignldentity return result component to the network without any parameters,
using the procedures described in annex B. On receiving the GSM Assignldentity return result component, the network
shall stop timer T-MM, if running and shall consider the new temporary identity (TMSI) asvalid, or if the special TMSI
value as specified in table 6 of EN 300 370 [8] was used, considers the old temporary identity (TMSI) as deleted.

9.3.6.1.2 Linked temporary identity assignment

When the network wants to assign a new temporary identity to the CT as aresponse to the location registration reguest,
the network may use the linked temporary identity assignment procedure. Use of this procedure instead of the
temporary identity assignment procedure (see subclause 9.3.6.1.1) allows the network:

- not to send twice the gSM L ocationAreal dentity parameter; and
- to receive an acknowledgement of the location registration procedure.

The network shall initiate a linked assign identity procedure by sending a GSM LinkedAssignl dentity invoke component
to the user, using the procedure described in annex B and shall start timer T-MM. The following parameter shall be
included:

- gSMNewTMS! including a new TMSI which has to be assigned to the CT, or the special TM S| value as
specified in table 6 of EN 300 370 [8] indicating that the TMSI already assigned in the CT shall be deleted.

On receiving the correctly encoded GSMLinkedAssignldentity invoke component, the user shall keep the received
parameter until reception of the GSM L ocationRegistration return result component (see subclause 9.2.1.1). The user
having successfully performed the allocation of a (new) temporary identity or the deletion of the current temporary
identity, shall send a GSMLinkedAssignldentity return result component to the network without any parameters, using
the procedures described in annex B.

On receiving the GSMLinkedAssignldentity return result component, the network shall stop timer T-MM if running,
and shall consider the new temporary identity (TMSI) asvalid, or if the special TMSI value as specified in table 6 of
EN 300 370 [8] was used, consider the old temporary identity (TMSI) as deleted.

9.3.6.2 Exceptional procedure

9.3.6.2.1 Temporary identity assignment

On receiving areject component (if the network can associate the reject component with the invoke component) from
the user, the network shall stop timer T-MM and consider the procedure as unsuccessful.

If the user is unable to perform the assign identity procedure, the user shall take no action.

If the user receives areject component that it can associate with the previoudy sent return result component, the user
shall take no action.

If timer T-MM expires the network shall consider the procedure as unsuccessful and take action as specified in
subclause 4.4.4.6 of ETS 300 557 [11].

9.3.6.2.2 Linked temporary identity assignment

On receiving areject component (if the network can associate the reject component with the invoke component) from
the user, the network shall stop timer T-MM and consider the procedure as unsuccessful.

If the user is unable to perform the assign identity procedure, the user shall take no action.

If the user receives areject component that it can associate with the previoudly sent return result component, the user
shall take no action.

If timer T-MM expires the network shall consider the procedure as unsuccessful and take action as specified in
subclause 4.4.4.6 of ETS 300 557 [11].
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If the linked GSM Registration procedure fails (see subclause 9.2.1), the user shall delete the parameter received in the
GSMLinkedAssignldentity invoke component and not respond to the network.

9.3.7 Key allocation

The key allocation procedure is initiated by the network to replace the Authentication Code (AC) by a more secure User
Authentication Key (UAK).

The key allocation procedure may be embedded within a subscription registration procedure.

If the user and network support the "CTM" mode, the following procedure shall apply:

9.3.7.1 Normal operation

To initiate a key alocation procedure, the network shall send a CTMKeyAllocate invoke component to the user, using
the procedure described in annex B and shall start timer T-MM. The following parameters shall be included:

- cTMAllocType, indicating the authentication algorithm, the number of the used Authentication Code (AC) and
the number to be given to the allocated User Authentication Key (UAK);

- cTMRand, indicating the random number RAND, which is used for calculation of the terminal authentication
result; and

- CTMREs, indicating the Rs number used to calculate the terminal authentication session key which shall be used,
together with the provided cTMRand value, for calculation of the terminal authentication result.

If the key allocation procedure is a stand-al one procedure, the following parameter shall also be included:
- cTMPortableldentity, indicating the identity of the CT (IPUI).

On receiving the correctly encoded CTMKeyAllocate invoke component, the user shall use the received parametersto
calculate the terminal authentication result RES1 and initiate a network authentication procedure as described in
subclause 9.3.3.1. The user shall afterwards send a CTMKeyAllocate return result component to the network, using the
procedure described in annex B. The following parameter shall be included:

- CcTMRes, indicating the RES1 number to provide the terminal authentication result calculated by the CT.

On receiving the CTM NetworkAuthenti cation invoke component, the network shall delay the request until reception of
the response to the key allocation procedure.

On receiving the CTMKeyAllocate return result component from the user, the network shall stop timer T-MMand
perform the network authentication as described in subclause 9.3.3.1. The network shall use the random session number
previously indicated to the user in the cTMRs parameter of the CTMKeyAllocate invoke component.

On receiving the CTM NetworkAuthenti cation return result component with the correct result, the user shall replace the
AC value by the UAK.

The network will consider the UAK successfully allocated only after a successful subsequent terminal authentication
using thisUAK.

9.3.7.2 Exceptional procedure

If the user is unable to perform the key-allocate procedure, the user shall send a CTMKeyAllocate return error
component to the network, using the procedure as described in annex B. One of the following error values shall be
included:

- terminalRejected, if a RgjectReason has been received on the air interface. In this case the RejectReason
parameter may be included indicating the reject reason received viathe air interface;

- portableldentityUnknown, if the identity of the CT, for which the request has been initiated, is not known;

- congestion, if the fixed part is overloaded and cannot process the request;
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- local TimerExpiry, if the supervision timer for the requested procedure expires before a response has been
received;
- pagingFailure, if the paging on the air interface fails for any reason;
- radioConnectionFailure, if the signalling connection on the air interface is interrupted for any reason;

- priorityRuleViolation, if a mobility management procedure of equal priority has been requested, while the
ongoing procedure has not yet been finished; or

- unspecified, if the requested procedure fails for any other reason.

If the user returns a CTMKeyAllocate return error component or a reject component in response to the
CTMKeyAllocate invoke component, no network authentication procedure shall be initiated.

The network shall consider the key allocation procedure as unsuccessful on:
- reception of a CTMKeyAllocate return error component;
- reception of aregject component (if the network can associate the reject component with the invoke component);

- reception of a CTMKeyAllocate return result component with an incorrect result (the authentication of the user
fails);

- reception of a CTMKeyAllocate return result component without previous reception of a network authentication
request; or

- timer T-MM expiry.
The network shall then:
- stoptimer T-MM if needed; and

- respond with a CTMNetworkAuthentication return error, including the error value " networkRejected”, to a
previously received network authentication request.

If either the key all ocation procedure or the network authentication procedure are not successful, the AC value shall not
be replaced by the UAK.

If the user receives areject component that it can associate with the previously sent return result or return error
component, the user shall take no action.

9.3.8 Identity request

Theidentification request procedure is initiated by the network to request the user to provide specific identification
parameters of a CT to the network.

The identity request procedure may be initiated by the network at any time.

9.38.1 Normal operation
a) If the user and network support the "DECT accessto GSM" mode, the following procedure shall apply:

The network shall initiate an identity request procedure by sending a GSMIdentityRequest invoke component to
the user, using the procedure described in annex B and shall start timer T-MM. The following parameter shall be
included:

- gSMIdentityType, indicating a specific identity, which is requested by the network (IMSI, TMSI, IMEI or
IMEISV).

If the procedure is not embedded in another procedure, the following parameter shall also be included:

- gSMPortableldentity, including the identification of the user from which the additional identity is requested
(IMSI).
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On receipt of the GSMIdentityRequest invoke component the user shall perform the requested identification and shall
send a GSM I dentityRequest return result component to the network, by using the procedure described in annex B. The
following parameter shall be included:

- gSMPortablel dentity, indicating the requested identity, depending on which type has been requested in the
gSMIdentity Type.

On receiving the GSMIdentityRequest return result component from the user, the network shall stop timer T-MM, if
running.

b) If the user and network support the "CTM" mode, the following procedure shall apply:

The network shall initiate an identity request procedure by sending a CTM I dentityRequest invoke component to
the user, by using the procedure described in annex B and shall start timer T-MM. The following parameter shall
be included:

- cTMldentityType, indicating a specific identity, which is requested by the network (IPUI or IPEI).
If the procedure is not embedded in another procedure, the following parameter shall also be included:

- cTMPortablel dentity, including the identification of the user from which the additional identity is requested
(IPUI).

On receipt of the CTMIdentityRequest invoke component the user shall perform the requested identification and send a
CTMIdentityRequest return result component to the network, by using the procedure described in annex B. The
following parameter shall be included:

- cTMPortableldentity, indicating the requested identity, depending on which type has been requested in the
cTMIdentityType.

On receiving the CTMIdentityRequest return result component from the user, the network shall stop timer T-MM, if
running.
9.3.8.2 Exceptional procedure

a) If the user and network support the "DECT accessto GSM" mode, the following procedure shall apply:

If the user is not able to perform the identity procedure, the user shall send a GSMIdentityRequest return error
component to the network, by using the procedure described in annex B. One of the following error values shall
be included:

- identityNotAvailable, if the requested identity is not available;
- portableldentityUnknown, if the identity of the CT, for which the request has been initiated, is not known;
- congestion, if the fixed part is overloaded and cannot process the request;

- local TimerExpiry, if the supervision timer for the requested procedure expires before a response has been
received;

- priorityRuleViolation, if a mobility management procedure of equal priority has been requested, while the
ongoing procedure has not yet been finished;

- pagingFailure, if the paging on the air interface fails for any reason;
- radioConnectionFailure, if the signalling connection on the air interface isinterrupted for any reason; or
- unspecified, if the requested procedure fails for any other reason.

On receiving the GSM I dentityRequest return error component or a reject component (if the network can associate the
reject component with the invoke component) from the user, the network shall stop timer T-MM and consider the
procedure as unsuccessful.

If the user receives areject component that it can associate with the previously sent return result or return error
component, the user shall take no action.
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If timer T-MM expires the network shall consider the procedure as unsuccessful.
b) If the user and network support the "CTM" mode, the following procedure shall apply:

If the user is not able to perform the identity procedure, the user shall send a CTM I dentityRequest return error
component to the network, by using the procedure described in B. One of the following error values shall be
included:

- identityNotAvailable, if the requested identity is not available;
- portableldentityUnknown, if the identity of the CT, for which the request has been initiated, is not known;
- congestion, if the fixed part is overloaded and cannot process the request;

- local TimerExpiry, if the supervision timer for the requested procedure expires before a response has been
received,

- priorityRuleViolation, if a mobility management procedure of equal priority has been requested, while the
ongoing procedure has not yet been finished;

- pagingFailure, if the paging on the air interface fails for any reason;

- radioConnectionFailure, if the signalling connection on the air interface is interrupted for any reason; or

unspecified, if the requested procedure fails for any other reason.

On receiving the CTM I dentityRequest return error component or a reject component (if the network can associate the
reject component with the invoke component) from the user, the network shall stop timer T-MM and consider the
procedure as unsuccessful.

If the user receives areject component that it can associate with the previoudly sent return result or return error
component, the user shall take no action.

If timer T-MM expires the network shall consider the procedure as unsuccessful.

9.3.9 Outgoing call

9.39.1 Normal operation

Call establishment at the originating interface proceeds as described in subclause 5.1 of EN 300 403-1 [9] with the
following precisions and modifications:

If the network receives arequest for an outgoing call and afterwards the network wants to cipher the called party
number on the air-interface, the network shall initiate a network initiated ciphering procedure as soon as possible. The
previously Derived Cipher Key (DCK) may be used, without terminal authentication before. If the network wants to use
anew derived cipher key (DCK), the terminal authentication procedure shall be completed before the network initiates
the ciphering procedure.

NOTE: Called party number digits transmitted before the ciphering procedure has been completed are not
ciphered.

The Calling party number information element containing the address of the FP (which is an E.164 number) may be
included in the SETUP message as described in subclause 3.1.14 of EN 300 403-1 [9].

The user shall include a GSM OutgoingCalIMM Info invoke component or CTMOutgoingCallMMInfo invoke
component, respectively in a Facility information element, as described in EN 300 196-1 [7], in the SETUP message.

a) If the user and network support the "DECT accessto GSM" mode, the GSMOutgoingCallMMInfo invoke
component shall contain the following parameters:

- gSMPortableldentity, indicating the identity of the CT, whichisthe TMSI if available, otherwise the IMSI;
and

- gSMBasicService, indicating a normal call-setup.

ETSI



46 ETSI EN 301 144-1 V1.1.2 (2000-10)

The network, accepting the provided information in the SETUP message shall proceed the call request according
to the procedure as described in subclause 5.1 of EN 300 403-1[9].

b) If the user and network support the "CTM" mode, the CTM OutgoingCallMMInfo invoke component shall

contain the following parameters:

- cTMPortableldentity, indicating the identity of the CT, which isthe IPUI;
- cTMBasicService, indicating a normal call-setup; and

- cTMFixedldentity, indicating the PARK of the CT.

The network, accepting the provided information in the SETUP message shall proceed the call request according
to the procedure as described in subclause 5.1 of EN 300 403-1 [9].

9.3.9.2 Exceptional procedure

a) If the user and network support the "DECT accessto GSM" mode, the following procedure shall apply:

If the network determines that:
- thereceived GSMOutgoingCallMMInfo invoke component is incorrect; or

- theterminal authentication procedure fails (as described in subclause 9.3.2.2) and, according to
ETS 300 557 [11], the call has to be released;

the network shall send a GSM OutgoingCallMMInfo return error component in a facility information element to
the user. The network shall release the call according to the procedures described in subclause 5.3 of
EN 300 403-1 [9] with cause #31, "normal unspecified".

An emergency call shall not be released due to the failure of the terminal authentication procedure. The network shall
assure that the called party number received (or to be received) cannot be an emergency number before releasing the
call due to the failure of the terminal authentication procedure.

One of the following error values shall be included in the GSM OutgoingCallMMInfo return error component:

networkRej ected, if the network rejects the requested procedure and wants to include a RejectReason to be sent
on the air interface. In this case the RejectReason parameter may be included indicating the reject reason to be
transported viathe air interface;

portableldentityUnknown, if the identity of the CT, for which the request has been initiated, is not known to the
network;

congestion, if the network is overloaded and cannot process the request; or

unspecified, if the requested procedure fails for any reason.

If the network receives areject component that it can associate with the previoudly sent return error component, the
network shall take no action.

If the user receives areject component that it can associate with the previously sent invoke component, the user shall
take no action.

b) If the user and network support the "CTM" mode, the following procedure shall apply:

If the network determines that:
- thereceived CTMOutgoingCallMMInfo invoke component is incorrect;

- theterminal authentication procedure fails and the service provider option 'The call isreleased in case of an
unsuccessful terminal authentication' is set to 'Yes'; or

- the network initiated ciphering procedure fails and the service provider option 'The call is released in case of
an unsuccessful ciphering procedure' is set to 'Yes;
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the network shall send a CTMOutgoingCallMMInfo return error component in a Facility information element to
the user. The network shall release the call according to the procedures described in subclause 5.3 of
EN 300 403-1 [9] with cause #31, "normal unspecified".

An emergency call shall not be released due to the failure of the terminal authentication procedure. The network shall
assure that the called party number received (or to be received) cannot be an emergency number before releasing the
call due to the failure of the terminal authentication procedure.

One of the following error values shall be included in the CTMOutgoingCallMMInfo return error component:

- networkRejected, if the network rejects the requested procedure and wants to include a RejectReason to be sent
on the air interface. In this case the RejectReason parameter may be included indicating the reject reason to be
transported via the air interface;

- portableldentityUnknown, if the identity of the CT, for which the request has been initiated, is not known to the
network;

- congestion, if the network is overloaded and cannot process the request; or
- unspecified, if the requested procedure fails for any reason.

If the network receives a reject component that it can associate with the previoudly sent return error component, the
network shall take no action.

If the user receives areject component that it can associate with the previously sent invoke component, the user shall
take no action.

9.3.10 Incoming call

9.3.10.1 Normal operation

Call establishment at the terminating interface proceeds as described in subclause 5.2 of EN 300 403-1 [9] with the
following precisions and modifications.

If the network wants to use a new derived cipher key (DCK), the terminal authentication procedure shall be completed
before the network initiates the ciphering procedure.

The network shall include a GSMIncomingCallMMInfo invoke component or CTMIncomingCallMMInfo invoke
component, respectively in a Facility information element, as described in EN 300 196-1 [7], in the SETUP message.

a) If the user and network support the "DECT accessto GSM" mode, the GSMIncomingCallMMInfo invoke
component shall contain the following parameters:

- gSMPortableldentity, indicating the identity of the CT, whichisthe TMSI if available, otherwise the IMSI;
and

- gSMSignal, indicating the signal to be generated by theCT.

The user, accepting the provided information in the SETUP message shall proceed the call request according to
the procedure as described in subclause 5.2 of EN 300 403-1 [9].

b) If the user and network support the "CTM " mode, the CTMIncomingCallMMInfo invoke component shall
contain following parameters:

- cTMPortableldentity, indicating the identity of the CT, which isthe IPUI; and
- CcTMSigna, indicating the signal to be generated by the CT.

The user, accepting the provided information in the SETUP message shall proceed the call request according to
the procedure as described in subclause 5.2 of EN 300 403-1 [9].
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9.3.10.2 Exceptional procedures
a) If the network and user support the "DECT access to GSM" mode, the following procedure shall apply:

If the user has received the GSMIncomingCallMMInfo invoke component in the SETUP message and does not
accept it for any reason, the user shall send a GSMIncomingCallMMInfo return error component to the network
within a Facility information element. One of the following error values shall be included:

- terminalRejected, if the rejectReason has been received from the air interface. In this case the RejectReason
parameter may be included indicating the reject reason received viathe air interface;

- portableldentityUnknown, if the identity of the CT, for which the request has been initiated, is not known;
- congestion, if the fixed part is overloaded and cannot process the request;

- pagingFailure, if the paging on the air interface fails for any reason;

- radioConnectionFailure, if the signalling connection on the air interface is interrupted for any reason; or

- unspecified, if the requested procedure fails for any other reason.

If the user receives areject component that it can associate with the previously sent return error component, the user
shall take no action.

If the network:

- determines that the terminal authentication procedure fails; and according to ETS 300 557 [11] the call hasto be
released; or

- receives a GSMIncomingCallMMInfo return error component;

the network shall release the call according to the procedures described in subclause 5.3 of EN 300 403-1 [9] with cause
#31, "normal unspecified"..

If the network receives areject component from the user that it can associate with the GSMIncomingCallMMInfo
invoke component, the network shall take appropriate actions.

b) If the network and user support the"CTM" mode, the following procedure shall apply:

If the user has received the CTMIncomingCallMMInfo invoke component in the SETUP message and does not
accept it for any reason, the user shall send a CTMIncomingCallMMInfo return error component to the network
within a Facility information element. One of the following error values shall be included:

- terminalRejected, if the rejectReason has been received from the air interface. In this case the RejectReason
parameter may be included indicating the reject reason received viathe air interface;

- portableldentityUnknown, if the identity of the CT, for which the request has been initiated, is not known;
- congestion, if the fixed part is overloaded and cannot process the request;

- pagingFailure, if the paging on the air interface fails for any reason;

- radioConnectionFailure, if the signalling connection on the air interface isinterrupted for any reason; or

- unspecified, if the requested procedure fails for any other reason.

If the user receives areject component that it can associate with the previously sent return error component, the user
shall take no action.

If the network:

- determinesthat the terminal authentication procedure fails and as a service provider option the call hasto be
released;

- determines that the network initiated ciphering procedure fails and as a service provider option the call hasto be
released,;
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- receivesa CTMIncomingCallMMInfo return error component; or

- receives aregect component from the user that it can associate with the CTMIncomingCallMMInfo invoke
component;

the network shall release the call according the procedures described in subclause 5.3 of EN 300 403-1 [9] with
cause #31, "normal unspecified".

10 Procedures for interworking with private ISDNs

An NT2 functional entity without CTM mobility management functions shall be connected to the ISDN or PLMN using
the T reference point via the a phainterface. The mobility management procedures are described in clause 9 of the
present document.

The transport mechanism applicable on the T reference point to convey the mobility management information is
described in annex B.

An NT2 functional entity with mobility management functions shall be connected to the ISDN or PLMN viathe beta
interface. The betainterface is described in another standard.

11 Interactions with other networks
Not applicable.
12 Interactions with other supplementary services

Outside the scope of the present document.

13 Parameter values (timers)

MobilityManagement application timer T-MM:

Thistimer is started by the network after sending a mobility management related invoke component (e.g. terminal
authentication) to the user.

The default value of thistimer is 15 seconds.

14 Dynamic description (SDL diagrams)

NOTE: Insevera states other mobility management procedures may be initiated. The SDL processes show single
procedures and not all possible embedded procedures.
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Annex A (informative):
Signalling flows for mobility management

This annex contains the signalling flows for the mobility management procedures at the alpha interface.
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A.1  Registration and deregistration

A.1.1 Subscription registration

is located in the local exchang

MSC SubscriptionRegistration It is assumed that the SSF Iﬁ
e

If the authentication key type (cTMAuthType) contains an AC (subclause 9.1.1.1 ,

the network shall initiate a key allocation procedure (subclause 9.3.7). If the authentication
key type contains an UAK (subclause 9.1.1.1, the network may initiate a terminal
authentication procedure. The CallingPartyNumber in the SETUP message is optional

for point-to—point, and madatory for point—to—multipoint access configuration

This procedure is
applicable for the
CTM mode only

i SCFmm/SDFmm
Portable Part | | Fixed Part/SCUAP LE/CUSF visited
The CTMPortableldentity contains
ACCESS_RIGHTS_ elther-the_l_P_l,ll_—_l\l_ glf’_EJ)_or the IPUI-x
REQUEST | seTUP T TTTTTee—— L
[CRI, BC=NCICS, CgPN=FT_Address, - .
FIE<INV, Invid=A, OP=CTMAccessRightsRequest>] InitiateAssociationDP

-

CALL PROCEDDEDING [CR1]

CONNECT [CR1] | ContinueAssociation|

-¢ -¢

1
- - /1 Ifthe CONNECT message is triggered by a ContinueAssociation
Either the CONNECT with 'l it does not contain a Facility i.e. (component); in such case
afacility .e. or a CONNECT the Facility i.e. is transported in a FACILITY message

without & facility i.e. may RequestReportUTSI
be sent. This is applicable for q P

all mobility management
procedures CONNECT [CR1, FIE<<INV, Inid=B, OP=CTMKeyAllocate>] SendSTUI

-

7
7

~

If the CONNECT message is triggered by a SendSTUI |,
operation it contains a Facility i.e. (component)

CONNECT ACKNOWLEDGE [CR1]

FACILITY | _ SendSTUl
KEY ALLOCATE [CR1, FIE<INV, Invid=B, OP=CTMKeyAllocate] |

AUTH_REQUEST

- FACILITY ReportUTSI
The tfvo operations can — >
be in sepa?ate PDUs -71 [CR1, FIE<INV, Invld=C, OP=CTMNetworkAuthentication,

or in $eparate FIES Linked Invld=B, RR, Invid=B>]

Y

AUTH_REPLY FACILITY [CR1, FIE<RR, Invid=C>] SendSTUI
ACCESS RIGHTS FACILITY [CR1, FIE<RR, Invid=A>] SendSTUI
< ACCEPT -

RELEASE [CR1] | ReleaseAssociation

-¢ ¢

RELEASE COMPLETE [CR1]
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A.1.2 Subscription deregistration

MSC SubscriptionDeregistration It is assumed, that the SSF This procedure is applicable
is located in the local exchange. for the CTM mode only
Portable Part | | Fixed Part | LE/MSC | | IN/ISUP |

ACCESS_RIGHTS
_TERMINATE_REQUEST SETUP AInitiateAssociation

<t -t

- - [CR1, B.C.=NCICS, CdPN=FT_Address,
FIE<INV, Invid=A, OP=CTMAccessRightsTerminate>]

CALL PROCEEDING [CR1]

RequestReportUTSI
CONNECT [CR1]
The user may start a network authentication
procedure according to subclause 9.3.3.1 .
AUTH_REQUEST \\ ReportUTSI
| FACILITY N o
" | [CR1, FIE<INV, Invid=B, OP=CTMNetworkAuthentication>] o o
AUTH_REPLY SendSTUI
_ _ FACILITY |
h D [CR1, FIE<RR, Invid=B>] |
ACCESS_RIGHTS
_TERMINATE_ACCEPT FACILITY [CR1, FIE<RR, Invid=A>] ReportUTSI

-

ReleaseAssociation

<

RELEASE [CR1]

A

RELEASE COMPLETE [CR1]

Y
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A.2 Activation and deactivation

A.2.1 Location registration - GSM

MSC LocationRegistration_GSM

This procrdure is applicable for
the DECT access to GSM mode only.

Portable Part | | Fixed Part | MSC

LOCATE_REQUEST

e

LOCATE_ACCEPT

SETUP

FIE<INV, Invld=A, OP=GSMLocationRegistration>]

CALL PROCEEDING [CR1]

[CR1, B.C.=NCICS, CgPN=FT_Address, o

CONNECT [CR1]

A

CONNECT ACKNOWLEDGE [CR1]

Y

FACILITY [

:[CRl, FIE<INV, Invid=A, OP=GSMLinkedAssignidentity,
LinkedInvid=A, RR, Invid=B>]

-¢

|ASSIGN_ACK

TEMPORARY_IDENTITY

FACILITY [CR1, FIE<RR, Invid=B>]

RELEASE [CR1]

A

RELEASE COMPLETE [CR1]

Y

The request from the network

to assign a new TMSI or to delete
/| the current assigned TMSI is
initiated by a linked operation

1 |in the location registration return
result component.

The two operations can be in
separate PDUs or in separate FIES

S The network receives a
return result to the sent
linked operation.
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A.2.2 Location cancellation - CTM

MSC LocationCancellation_CTM

- This signalling flow is shows for the CTM mode;
Itis assumed that the SSF For the DECT/GSM case, the location cancellation

is located in the local exchange. is a class 5 operation (without a return result component.
For the DECT access to GSM mode,

the network is presented by the MSC.

Fixed Part/ SCFmm/SDFmm

Portable Part SCUAP LE/CUSF/MSC visited

InitialteAssociation

-+
-¢

SETUP

[CR1, B.C.=NCICS, CdPN=FT_Address,
FIE<INV, Invid=A OP=CTMLocationCancellation>]

CALL PROCEEDING [CR1]

RequestReportUTSI

-

CONNECT [CR1]

CONNECT ACKNOWLEDGE [CR1]

A

FACILITY ReportUTSI

[CR1, FIE<RR, Invid=A>]
ReleaseAssociation

-
-¢

RELEASE [CR1]

RELEASE COMPLETE [CR1]

Y
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A.2.3 Detach
MSC Detach
The network is presented by the MSC. This procedure is applicable
for the DECT access to GSM mode only.

Portable Part Fixed Part

DETACH

Y

SETUP

MSC

[CR1,B.C.=NCICS, CgPN=FT_Address,
FIE<INV, Invld=A, OP=GSMDetach>]

CALL PROCEEDING [CR1]

‘.| The GSMDetach operation
is a class 5 operation (no return
result)

A

CONNECT [CR1]

CONNECT ACKNOWLEDGE [CR1]

Y

RELEASE [CR1]

RELEASE COMPLETE [CR1]
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A.3  Invocation and operation

A.3.1 Location registration suggest

No diagram is provided.

A.3.2 Terminal authentication

A.3.2.1 Terminal authentication - CTM

MSC TerminalAuthentication_CTM

The signalling flow is shown for the CTM mode,
Iti d that the SSF is located not embedded in another procedure.
inltshzslilégeexchaalngee For tr:Z D(I:Eac?l' For the DECT access to GSM mode, the flow
access to GSM mode' the network is identical, only parameters in the operation are different.
is presented by the MSC For the DECT access to GSM mode the network elements
. CUSF, SCF/SDF are not relevant.

SCFmMmM/SDFmm

Portable Part | | Fixed Part | LE/CUSF/MSC visited

Initiate Association

-¢

SETUP|[CR1, B.C.=NCICS, CdPN=FT_Address, FIE<INV, Invid=A,
OP=CTMTerminalAuthentication>]

CALL PROCEEDING [CR1]

AUTH_REQUEST RequestReportUTSI

CONNECT [CR1] )

CONNECT ACKNOWLEDGE [CR1]

AUTH_REPLY

g

FACILITY [CR1, FIE<RR, Invid=A]

ReportUTSI

Y

ReleaseAssociation

-¢

RELEASE [CR1]

RELEASE COMPLETE [CR1]

Y
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A.3.2.2 Terminal authenticationReject - GSM

MSC TerminalAuthenticationReject GSM

This sequence describes the case that the Thi onal dure icabl
GSMTerminalAuthentication return result f |shex|geEpC|_?na proce GuSr.i/IIS a%p lcal e
component contains an incorrect parameter or the acess to mode only.

Portable Part Fixed Part MSC

SETUP [CR1, B.C.=NCICS, CdPN=FT_Address,
FIE<INV, Invid=A,
OP=GSMTerminalAuthentication<]

CALL PROCEEDING [CR1]

Y

AUTH_REQUEST

A

CONNECT [CR1]

Y

CONNECT ACKNOWLEDGE [CR1]

A

AUTH_REPLY

FACILITY [CR1, B.C.=NCICS, FIE<RR, Invid=A>]

[
-

| The network receives a
FACILITY [CR1, FIE<INV, Invld=C, return result component

OP=GSMTerminalAuthenticationReject>] with an incorrect value
- of a parameter

The network may send in response to the /
return result with incorrect parameter a
GSMTerminalAuthentication invoke component

RELEASE [CR1]

A

RELEASE COMPLETE [CR1]

Y
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S
| It is assumed that the SSF is located l‘_\
! in the local exchange !

| Portable Part | | Fixed Part |

AUTH_REQUEST

MSC NetworkAuthentication

This procedure is applicable for
the CTM mode only.

[ LE/CUSF

| $cFmmis

SETUP [CR1, B.C.=NCICS, CgPN=FT_Address,
FIE<INV, Invld=A, OP=CTMNetworkAuthentication>]

VISTE

CALL PROCEEDING [CR1]

InitialAssociationl]

CONNECT [CR1]

CONNECT ACKNOWLEDGE [CR1]

FACILITY [CR1, FIE<RR, Invld=A>]

SendSTUI

AUTH_REPLY

RELEASE [CR1]

PleaseAssociation

RELEASE COMPLETE [CR1]

e

DFmm
d
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A.3.4 Network initiated ciphering

MSC Portablelnitiated/NetworklinitiatedCiphering

[itaiiluiatuintalrinl il P lptei Padrduluiryiuiaie D

1 For the CTM mode it is assumed that the SSF is located 1\, The portable initiated ciphering procedure is applicable

1in the local exchange. For the DECT Access to GSM mode i for the CTM mode only.The network initiated ciphering

! the network is presented by the MSC. H is always an embedded procedure. For the DECT access

1 [ to GSM mode only the network initiated ciphering procedure

B sttt ! is applicable. The network elements CUSF and SCF/SDF
are not relevant.

[ Portable Part | [ Fixed Part | —— [LE/cusF/Msc]  $CFmmISDFmA
The first signalling flow shows Visfed
the portable initiated ciphering case.
CIPHER_SUGGES$T
SETUP [CR1, B.C.=NCICS, CgPN=FT_Address,
FIE<INV, Invid=A, OP=CTMCipherSuggest>] ReportUTSI

The portable initiated
ciphering is invoked. CALL PROCEEDING [CR1]

CONNECT [CR1]

CONNECT ACKNOWLEDGE [CR1]

FACILITY [CR1, FIE<INV, Invld=B, OP=CTMCiphering>]

FACILITY [CR1, FIE<RR, Invld=B>] ReportUTSI

network initiated ciphering case. SendSTUI

The following signalling flow shows the lﬁ

SETUP [CR2, B.C.=NCICS, CdPN=FT_Address,
FIE<INV, Invid=C, OP=CTMCiphering>]

\\| The network initiated
ciphering is invoked.

CIPHER_REQUEST

CALL PROCEEDING [CR2]

CONNECT [CR2]

CONNECT ACKNOWLEDGE [CR2]

FACILITY [CR2, FIE<RR, Invid=C>] ReportUTSI

A.3.5 Portable initiated ciphering

The diagram is provided in the message flow of the previous subclause.
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MSC TemporaryldentityAssign

______________________________ -
1 hy

1
I The network side is presented by the MSC. '3

Portable Part I I Fixed Part

This procedure is only applicable for

the "DECT access to GSM" mode.

This procedure may also be embedded

in the location registration procedure in which
case the existing transport mechanism used
fit the location registration is used.

SETUP [CR1, B.C. = NCICS, CdPN= FT_Address,
FIE<INV, Invid=A, OP=GSMAssignldentity]

MSC

CALL PROCEEDING [CR1]

TEMP_IDENT_ASSIGN_REQ

CONNECT [CR1]

CONNECT ACKNOWLEDGE [CR1]

TENP_IDENT_ASSIGN_CONF

FACILITY [CR1, FIE<RR, Invid=A>]

RELEASE [CR1]

RELEASE COMPLETE [CR1]
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A.3.7 Key allocation

MSC KeyAllocation It is assumed that the SSF is located This procedure is applicable
in the local exchange. for the CTM mode only.

| Portable Part | | Fixed Part LE/CUSF/MSC SCEmMmM/SDEmMM

visited

InitiateAssociation
-< SETUH _

- [CR1, B.C.= NCICS, CdPN=FT_Address, |
FIE<INV, Invid=A, OP=CTMKeyAllocate>

KEY_ALLOCATE

CALL PROCEEDING [CR1]

RequestReportUTSI
CONNECT [CR1]
CONNECT ACKNOWLEDGE [CR1]
AUTH_REQUEST ReportUTSI
o FACILITY [CR1, FIEINV, Invid=B, o o
“h OP=CTMNetwork Authentification, - o
™ linhedinvld=A, RR, Invid=A>] ="
\ The KeyAllocate freturn result component
The FIP shall send both R Contains an incorfrect parameter (RES])
the KelyAllocate return result \
and the NetworkAuthenticatign \\
\\ The two operations can be in separate PDUs
or in serparate FIES
FACILITY [CR1, FIE<RR, Invid=B] SendSTUI

AUTH_REPLY

RELEASE [CR1] [ ReleaseAssociatiorn

- -

RELEASE COMPLETE [CR1]

ETSI



62 ETSI EN 301 144-1 V1.1.2 (2000-10)

A.3.8 Identity request

MSC IdentityRequest

- The signalling flow for the CTM mode is shown.

Itis assumed that the SSF I\ The message sequence for the DECT access to GSM

is located in the local exchange. is identical, only the parameter in the operation are different.
For the DECT access to GSM mode The network elements CUSF and SCF/SDF are not relevant.
the network is presented by the MSC.

- SCFmMm/SDFmm
Portable Part | | Fixed Part/SCUAF | LE/CUSF/MSC visited

InitiateAssociation

Bl

SETUP [CR1, B.C.=NCICS, CdPN=FT_Address,
FIE<INV, Invid=A, OP= CTMIdentityRequest>]

IDENTITY_REQUEST

<

CALL PROCEEDING [CR1]

Y

CONNECT [CR1]

Y

CONNECT ACKNOWLEDGE [CR1]

IDENTITY_REPLY RequestReportUTSI

- -¢

FACILITY [CR1, FIE<RR, Invid=A>]

Y

ReportUTSI

f

ReleaseAssociation

-¢

RELEASE [CR1]

RELEASE COMPLETE [CR1]

Y
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A.3.9 Outgoing call

MSC Outgomg call This signalling flow shows the sequence for the CTM
- mode only. For the DECT access to GSM mode, the message
. - sequence is identical, the parameters in the operation
Itis assumed, that the SSF is located ﬁ are different. For the DECT access to GSM mode the
C.

in the locas exchange. For the DECT access network elements CUSF and SCF/SDF are not relevant.
to GSM mode the network is presented by the MS

Portable Part| | SCUAF | | SSF | | SCF

SETUP [CR1, B.C. = NCICS, CgPN=FT.Address,

CC_SETUP FIE<INV, InvPd=A, OP=gSMOutgoingCallMMInfo] InitialDP
CC_SETUP_ACK SETUP_ACK [CR1, Progressindicator #8 | RequestReportBC§MEvent
AUTH_REPLY SETUP [CR2, B.C. = NCICS, CdPN=FT_Address, | InitiateAssociation

FIE<INV, invid=B, OP=CTMTerminalAuthentication>]

/

The guthentication |,/
procedure is optional

CALL PROCEEDING [CR2] RequestReportUTS

CONNECT [CR2]

CONNECT ACKNOWLEDGE [CR2]

AUT_REPLY FACILITY [CR2, FIE<RR, Invid=B>] ReportUTSI

JIPHER_REQUEST FACILITY [CR2,FIE<Invid=C, OP=CMCiphering>] SendUTSI

N
N

The cighering procedure is gptiona]

FACILITY [CR2,FIE<RR, Invid=C>] ReportUTSI
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A.3.10 Incoming call

A.3.10.1 Incoming call serial

MSC IncomingCall_Ser The signalling flow the CTM mode is shown.
The message sequence for the DECT access to GSM mode
It is asssumed that the SSF is located in the local exchange. is identical, only the parameter in the operation are different.
For the DECT access to GSM mode For the DECT access to GSM mode the network elements
the network is presented by the MSC. CUSF and SCF/SDF are not relevant.
- SCFmm/SDFmm
Portable Part | | Fixed Part/SCUAF | | LE/SSE/CUSE/MSC visited
InitialDP
L SETUP [CR1, B.C.=NCICS, CdPN=FT_Address, >
LEE_REQUEST_PAGE FIE<INV, Invid=A, OP=CTMTerminalAuthentication>] SendSTUI
CALL PROCEEDING [CR1]
CONNECT [CR1]
- RequestReportUTSI
LCE_PAGE_RESPONSE .
AUTH_REQUEST
- CONNECT ACKNOWLEDGE [CR1]
AUTH_REPLY FACILITY [CR1, FIE<RR, Invid=A>] ReportUTSI
The ciphering procedure
is optional ~ao
CIPHER_REQUEST FACILITY [CR1, FIE<INV, Invid=B, OP=CTMCiphering>h _ SendSTUI
FACILITY [CR1, FIE<RR, Invid=B] ReportUTS|
RELEASE [CR1] ReleaseAssociation
CC_SETUP SETUP [CR2, B.C.=3.1kHz audio, Ch.Id. i.e., CAPN=FT_Addrdss, Connect
< ~ FIEINVY, TMVIG=C, OP=CTMMCOMNgCaltMMImIoS]
RELEASE COMPLETE [CR1]
CALL PROCEEDING [CR2]
CC_ALERTING ALERTING [CR2]
CC_CONNECT CONNECT [CR2]
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MSC IncomingCall_Par

| For the CTM mode it is assumed that
| the SSF is located in the local exchange.

i ! network is presented by the MSC.

| The message sequence for DECT access to visfed
| For the DECT access to GSM mode the | GSM mode is identical, only the parameters in N
1 the operation are different. The network elements InitiaDP
4| Portable Part | 'F||xed PartJSCUAF CUSF and SCF/SDF are not relevant.
EQUEST_PAGE™] 1 1t BV Invidh, GPCTNincomingCAvMInios] | Connect
CALL PROCEEDING [CR1]
CE_PAGE_RESP(QNSE RequpstReportBCSMEvent
CC_SETUP RequestReportUTSI

SETUP [CR2, B.C.=NCICS, CdPN=FT_Address,

UTH_REQUEST FIE<INV, Invld=B, OP= CTMTerm|naIAuthent|cat|on>] SendSTUI
CALL PROCEEDING [CR2]

CONNECT [CR2]
CONNECT ACKNOWLEDGE [CR2]

AUTH_REPLY
FACILITY [CR2, FIE<RR, Invid=B>] ReportUTS

HER_REQUEST FACILITY [CR2, FIE<INV, Invld=C, OP=CTMCiphering>] SendSTUI
FACILITY [CR2, FIE<RR, Invid=C>] ReportUTSI

RELEASE [CR2] ReleaseAssociation
RELEASE COMPLETE [CR2]
CC_ALERTING ALERTING [CR1]
CC_CONNEQT CONNECT [CR1]
_CONNECT_ACK CONNECT_ACKNOWLEDGE [CR1]

I\

N The signalling flow for the CTM mode is shown.

HCUSHM$C$CmeBDme

LCE_H

1

CIH

Cq
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Annex B (normative):
Specific transport mechanism requirements for mobility
management

Thisannex is designed to provide the informative material over and above EN 300 196-1 [7] for the transport of PDUs
within the present document for signalling application for the mobility management service on the alphainterface.

B.1 Normative references

[E1] EN 301 061-1: "Integrated Services Digital Network (ISDN); Digital Subscriber Signalling
System No. one (DSS1) protocol; Generic functional protocol for the support of supplementary
services at the "b" service entry point or Virtual Private Network (VPN) applications; Part 1.
Protocol specification”.

B.2 General

The mobility management application uses GFP procedures, Networked Call Independent Connection-Oriented
Signalling (NCICS) connections, for transporting mobility management information.

The mobility management information is modelled as remote operations as specified in ITU-T Recommendations
X.219[20] and X.229 [21]. The remote operation components will be transported in Facility information elements on
NCICS connections with <protocol profile> "Network Routing"”.

This annex describes the usage of the GFP NCI CS connections by the mobility management application.

B.3 NCICS connection establishment

B.3.1 Normal NCICS connection establishment

Both the network and the user can initiate establishment of an NCICS connection.

The SETUP message, establishing the NCICS connection, shall always contain the a Facility information element with
an invoke component indicating the Portable |dentity and the requested operation. If mobility management procedures
for different Portable Identities are initiated in parallel, different NCICS connections shall be established.

The coding of the Bearer capability information element shall be extended as specified in subclause 11.2.3 of
EN 301 061-1 [E1].

The coding of the Channel identification information element shall be extended as specified in subclause 11.2.4 of
EN 301 061-1 [EL].

B.3.2 NCICS connection establishment collision

If both network and user initiate NCICS connection establishment at the same time (collision of SETUP messages), two
NCICS connections for the same Portable | dentity may exist.
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B.4 Information transfer on NCICS connection

An established NCICS connection shall be used by both network and user for all the mobility management procedures
requested for the same Portable I dentity. Therefore mobility management information related to several signalling
procedures can be transported on the same NCICS connection (using one Call Reference).

In the case of NCICS connection establishment collision, all information related to one signalling procedure shall be
transported using the same NCICS connection.

B.5 NCICS connection release

The RELEASE or RELEASE-COMPLETE messages shall not be used for exchange of any mobility management
information.

B.5.1 Normal NCICS connection release

Both the network and the user may initiate the release of an NCICS connection.

It is preferred that the network initiates the release of the NCICS connection. In this case the user shall not initiate the
release of the NCICS connection.

B.5.1.1 Radio interface loss

Even in case of radio interface loss at the user side, the normal release scenario applies.

In case of radio loss, the user shall inform the network about failure of al ongoing network initiated transactions by
sending an appropriate return error invoke component, indicating the error value = "Radio connection failure". After
having received the return error component, the network may decide to release the NCICS connection.

B.5.2 Abnormal NCICS release

In exceptional situations, e.g. if the user or network have lost information related to ongoing signalling procedures, an
abnormal NCICS release shall be executed.

The message sequence isidentical to the normal network initiated NCICS release. On receipt of the NCICS connection
release reguest the receiver shall consider all signalling procedures which were using the concerning NCICS connection
as terminated.

NOTE: Signalling procedure termination may involve informing the PP or other network elements.

B.5.3 Collision case

Situations may arise in which a RELEASE message and a FACILITY message containing an invoke component collide.
In this case the sender of the RELEA SE message shall ignore the information received in the FACILITY message.

NOTE: The sender of the invoke component may decide to establish a new NCICS connection to retransmit the
invoke component.
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Annex C (informative):
Information flow for the generic functional protocol

Example 1: Bearer related - Outgoing call

Private network provider . Access network provider

IN service provider

DE: DestinationEntity

DEA: DestinationEntityAddress
SE: SourceEntity

SEA: SourceEntityAddress
CdPN: Calling Party Number

SF: Service Function

SCP
FT PABX Incoming Outgoing Incoming Servicing [Terminating
gateway gateway gateway Node Node
Based on the GFT-control in . GFT-control in GFT-control in :  GFT-control in GFT-control in GFT-control shall use
IPUI type, PABX sees . ICgw sees (DEA) it OGgw routes (DEA) : 1Cgw sees (DEA) node sees (DEA) | SE/SEA in response
the FT it is not the addressed is not the address- the call to the . itisthe addressed itisthe addressed : as DE/DEA
determinesthe  network (DEA) and : ed network and  addressed network ' nwk and replaces node and selects SCP:
DE and DEA. routes the call . routesthe call to . DE/DEA based on SF
‘ OCgw ‘
Reguest
CdPN - - 3 CdPN 3 CdPN 3 CdPN CdPN
SE endTerminal endTerminal endTerminal endTerminal endTerminal endTerminal General assumptions
SEA ‘ ) ‘ ) ‘ ) ‘ ) ‘ ) ) Servicing Node -> SCP:
: : : . : It is assumed that the SE and the
DE . anyTypeOfNetwork ; anyTypeOfNetwork ; anyTypeOfNetwork anyTypeOfNetwork ; anyTypeOfNode N/A SEA (SEA empty for CTM) are
. . . . . provided to the SCP. The DE
DEA ser\lfi.cl(:5 4p?cf)v| ’:Wk ser\I/Eilclt:5 4p?cf)\l ’:wk ser\I/Eilclé3 4p?cf)\l I:Wk : ser\I/Eilclé3 4p?cf)\l ’:Wk s:';lliii‘lngfr:c:\:ie NIA and DEA will not be provided to
: the SCP since the SCP will be
SF CTM phasel CTM phasel CTM phasel CTM phasel CTM phasel CTM phasel aware of the address of the node
- it isconnected to.
ReS onse SCP -> Servicing Node:
' It is assumed that the the DE and
SE anyTypeOfNode anyTypeOfNode anyTypeOfNode  anyTypeOfNode anyTypeOfNode N/A the DEA (DEA empty for CTM)
- are provided by the SCP. The
SEA E.164 of IN E.164 of IN E.164 of IN E.164 of IN E.164 of IN N/A SE and SEA will not be
servicing node servicing node servicing node servicing node servicing node provided by the SCP since the
. . . . . . Servicing node will be aware of
DE endTerminal endTerminal endTerminal endTerminal endTerminal endTerminal it's own address.
DEA - - - - - - 3
SF CTM phasel CTM phasel CTM phasel CTM phasel CTM phasel CTM phasel
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Example 2: Bearer related - Incoming call

Private network provider . Access network provider IN service provider

ETSI EN 301 144-1 V1.1.2 (2000-10)

DE: DestinationEntity

DEA: DestinationEntityAddress
SE: SourceEntity

SEA: SourceEntityAddress
CdPN: Calling Party Number

SF: Service Function

SCP
FT PABX Incoming Outgoing Incoming Servicing |-~ Originating
gateway gateway gateway Node Node
GFT-control GFT-control in . GFT-contral in GFT-control in GFT-contral in GFT-contral in SCP determines
inFT seesitis PABX sees . OGgw seesitisnot 1Cgw seesitisnot OGgw seesitis not node provides DE/DEA
addressed it is not the addressed : addressed node (DE),addressed node (DE),addressed node (DE), SE / SEA © and SF based on IN
node (CPN) node (DE) and routes:  and routes call androutescall © and routes call : service
thecal (CPN) (CPN) (CPN) : (CPN)
g | Rguest |
CdPN CdPN CdPN | CdPN .~ CdPN .~ CcdPN CdPN CdPN
SE anyType OfNode ' anyTypeOfNode ' anyTypeOfNode ' anyTypeOfNode ' anyType OfNode N/A -
: : : : General assumptions
SEA E.164 of IN E.164 of IN E.164 of IN E.164 of IN E.164 of IN N/A
servicing node servicing node servicing node servicing node servicing node Servicing Node -> SCP:
- - - - - - It is assumed that the SE and the
endTermind endTerminal endTermind endTerminal endTerminal endTerminal SEA (SEA empty for CTM) are
j j j j ] ] provided to the SCP. The DE
and DEA will not be provided to
CTM phasel CTMphasel @ CTMphasel @ CTMphasel :  CTM phasel CTM phasel the SCP since the SCP will be
3 3 } aware of the address of the node
: ‘ : it isconnected to.
| Response |
: : : SCP -> Servicing Node:
endTerminal endTerminal ! endTermina ! endTerminal ! endTermina endTerminal Itis assumed that the the DE and
the DEA (DEA empty for CTM)
- _ . R R _ are provided by the SCP. The
SE and SEA will not be
DE any TypeOfNode any TypeOfNode anyTypeOfNode  anyTypeOfNode anyTypeOfNode N/A provided by the SCP since the
1 Servicing node will be aware of
DEA E.164 of IN E.164 of IN E.164 of IN E.164 of IN E.164 of IN NIA it's own address.
servicing node ©  servicing node servicing node servicing node servicing node
SF CTM phasel CTM phasel CTM phasel CTM phasel CTM phasel CTM phasel
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Annex D (informative):
CTM versus DECT/GSM conventions

Equivalence between the parameters used for CTM and those used in DECT and GSM are shown in table D.1:

Table D.1: Parameters used in mobility management procedures

CTM DECT (EN 300 175-5) [4] GSM
CTMPortableld IPUI IMSI, TMSI,IMEI
CTMNewTemporaryld - IMSI, TMSI

CTMIdentityType

Identity type (7.7.19)

IMSI, TMSI, IMEI, IMEISV

CTMCipherinfo

Cipher Info (7.7.10)

Cipher key sequence
number

CTMCipherKey

GSM Ciphering key (Kc)

CTMLocationAreald

Location area (7.7.25)

Location area identity

CTMLocationRegistrationT
ype

normal updating, periodic
updating, IMSI attach

CTMAuthType Auth type (7.7.4) -

CTMFixedld Fixed Identity (7.7.18) -
(RFPI, PARK)

CTMRAND RAND (7.7.32) RAND

CTMRs RS (7.7.36) -

CTMRES RES (7.7.35) SRES

CTMServiceClass Service class (7.7.39) -

CTMPortableCapabilities

Terminal capabilities
(7.7.41)

Mobile Station Classmark 1

CTMBasicService Basic service (7.6.4) -
CTMAllocType Allocation type (7.7.2) -
CTMSignal Signal (7.6.8) -
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Annex E (normative):
Additions to the generic functional protocol for mobility
management

Thisannex is designed to provide the minimum requirements over and above EN 300 196-1 [7] (and annex E) for the
transport of PDUs within the present document for signalling application for the mobility management service on the
alphainterface.

It isintended that this annex will be removed when alater version of EN 300 196-1 is devel oped.

E.1l Normative references

[E1] EN 301 061-1: "Integrated Services Digital Network (ISDN); Digital Subscriber Signalling
System No. one (DSS1) protocol; Generic functional protocol for the support of supplementary
services at the "b" service entry point or Virtual Private Network (VPN) applications; Part 1.
Protocol specification”.

E.2 Definitions

AnylntraNetworkNode: two cases exist:

«  when specified without an address, the requested service functionality isto be provided at the next service
provision point along the path of the transport mechanism that supports the service within the same service
provider. For this value an outgoing gateway node or end node acts to provide end GFT-Control functionality; or,

«  when specified with an associated address, the requested service functionality isto be provided at the next service
provision point along the path of the transport mechanism within the same service provider. Where the first service
provision point that has the given address does not wish to provide the service, it can alter the address to that of
another service provision point either within the same service provider or within a different service provider. For
this value an outgoing gateway node or end node that is not addressed discards the information.

NOTE: Thisisequivalent to the PSS1 value "anyTypeOfPINX" when used in a PSS1 environment with the
exception that an interworking point with another protocol will also act as an gateway PINX.

AnyNode: two cases exist:

«  when specified without an address, the requested service functionality isto be provided at the next service
provision point along the path of the transport mechanism that supports the service within the same or any
subsequent service provider. For this value an end node acts to provide end GFT-Control functionality; or,

«  when specified with an associated address, the requested service functionality isto be provided at the next service
provision point along the path of the transport mechanism within the same or any subsequent service provider that
has the given address. Where the first service provision point that has the given address does not wish to provide
the service, it can alter the address to that of another service provision point either within the same service provider
or within a different service provider. For this value an end node that is not addressed discards the information.

EndIntraNetwor kNode: the requested service functionality isto be provided at the last service provision point along
the path of the transport mechanism within the current service provider. For this value an outgoing gateway node or end
node acts to provide end GFT-Control functionality.

NOTE: Thisisequivalent to the PSS1 value "endPINX" when used in a PSS1 environment with the exception
that an interworking point with another protocol will also act as an gateway PINX.

EndNode: the requested service functionality is to be provided at the last service provision point along the path of the
transport mechanism before aterminal is reached. This may be within the current service provider or in any subsequent
service provider. For this value an end node acts to provide end GFT-Control functionality.
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EndTerminal: two cases exist:

« when specified without an address, the requested service functionality isto be provided at the terminal along the
path of the transport mechanism. Thisterminal can be attached to the current service provider or to any subsequent
service provider; or,

*  when specified with an associated address, the requested service functionality is to be provided at the terminal
along the path of the transport mechanism that has the given address. Thisterminal can be attached to the current
service provider or to a subsequent service provider.

terminal address: an address assigned to the terminal by the network to which it is attached,

service address: an address that identifies the service provision point. This can be any valid address within the
available numbering plan and is assigned by the service provider.

NOTE: Thefollowing considerations can apply:

« for addressing from outside a service provider, an address that does not represent a geographical
location is preferable, so that the service provision point can be changed to a different geographical
location without resulting in a need to change the assighed number. This non-geographic address may
identify either an individual service within the service provider, the entire service provider, or any
appropriate grouping of functionality in between.

« for addressing within the network of a service provider, the same constraints do not apply, and
therefore geographic addresses can be used. Thisis an issue for the service provider asto how
routeing within the service provider's domain is reconfigured.

end node: the node that is at either: the end point of the transport mechanism; or at the end PINX or Local Exchange
(LE); whichever comes first along the path of the transport mechanism.

service provision point: anode capable of providing service functionality, and where checking should therefore be
performed to seeif the specific requested serviceis provided.

terminal: the equipment provided at the user side of the coincident Sand T reference point or at the user side of the S
reference point.

E.3 Abbreviations

APM Application Transport Message

ASE Application Service Element

COBI Call Oriented Bearer Independent
CO-DSSs1 Connection oriented DSS1

CUSF Call Unrelated Service Function

CusP Call Unrelated Service Point

GFT Generic Function Transport

INAP Intelligent Network Application Protocol
SCF Switch and Control Function

SCP Service Control Point

SSF Service Specific Function

SSP Service Switching Point

TCAP Transaction Capability Application Part
VPN Virtual Private Network
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E.4  Description

Figures E.1 and E.2 show the protocol ASESs used for the transport of information relating to the CTM ASE.

CTM : . |CT™
ASE : C|ASE
. |End Gateway Gatway End .CUSF SCF
. |GFT- . |GFT- GFT- - |GFT-
. [Control M Control  [**|Control {Control I I
1 1 i E INAP INAP
. |cosl . |coBI CO-DSS1L . |CO-DSs1
. |transport " |transport : i 1 1
TCAP TCAP TCAP TCAP
FP Local exch Transit + CUSP SCP
Figure E.1: Bearer-independent transport of CTM information
CTM CT™M
ASE A ASE
End Gateway Gateway End
GFT- GFT- GFT- GFT- SSE SCE
Control ™ Contral  [“®|Control ™ Control [
Basic call _|Basic call APM APM INAP INAP
ISUP ISUP TCAP _|TCAP
FP Local exch. Transit + SSP SCP

Figure E.2: Bearer-related transport of CTM information

Within these diagrams, the following descriptions apply:

1) Transport mechanism. For DSSL, thisis either:

- theexisting basic call, for bearer-related transport, as defined in EN 300 196-1 [7].

- the new Connection-Oriented Bearer-Independent (COBI) transport mechanism.
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Both mechanism are link by link, i.e. a separate state machine exists at each node that is passed through that
controls the establishment, use and release of this mechanism. The transport mechanism is routed by the Called
party number information element, and in the absence of information is routed based on information from
GFT-control. The transport mechanisms for SS#7 are | SUP (with the use of the APM) or TCAP. Asthe
mechanism is link by link, any protocol that is defined as alocal acknowledgement, rather than of end
significance, should not be delayed by remote activities (e.g. in an SCF).

2) GFT-control. This provides an entity that analyses whether service functionality should be provided locally, or
should be provided at some entity further along a transport mechanism (either existing or yet to be created,
possibly further created based on information from GFT-control). In DSS1 thisinformation is present within the
Protocol profile field of the Facility information element and within the network facility extension APDU within
the component part of the Facility information element. In ISUP this information would be transported as part of
aTCAP user ASE or as part of an APM user ASE but this functionality has yet to be discussed within technical
subcommittee SPS1. Special actions of GFT-Control occur at incoming gateways to networks.

3) ROSE. Thisisas defined by Recommendation X.219/X.229 and is equivalent to the functionality used within
TCAP and Recommendation X.880 [23]. In an IN implementation, we understand that this functionality will be
within the SCF for mobility management specific APDUs. Other APDUs that are not related to mobility
management in the same message may be handled differently.

4) Mobility management ASE. This provides the mobility management specific protocol for the alphainterface. If
IN provides this functionality, it is located within the SCP. INAP is assumed to transport the information
transparently and the INAP ASE passes information to this ASE within the SCF. The ASE isthat defined within
the DSS1 specification for the network side.

The LE and the IN SSP may be co-located within the same exchange. Between the FP and the LE, a private
network may be inserted, which provides functionality at the GFT-control and transport mechanism level.

This annex provides the additional requirements to support the above for interfaces using the DSS1 protocol.

E.5 Coding requirements

E.5.1 Transport mechanism

See annex B.

E.5.2 GFT-control

The Facility information element shall be extended as shown in subclause 11.2.1 of EN 301 061-1 [E1] to include the
network facility extension APDU. Inclusion of the network facility extension APDU shall be permitted based on the
coding of the protocol profile field as defined in subclause 11.2.1 of EN 301 061-1 [E1].

The definition of the network facility extension APDU required for the mobility management service using ASN.1 as
specified in ITU Recommendations X.208 [19] isgiven in subclause E.7.2.1.

This APDU shall be included within a Facility information element. This Facility information element may be included
in any appropriate message as specified in EN 300 196-1 [7], subclause 8.3.1.1, unless a more restrictive specification is
givenin clause 9.

The inclusion of the components in Facility information elementsis defined in EN 300 196-1 [7], subclause 11.2.2.1.
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E.5.2.1 Network facility extension

Table E.1: Network facility extension

Net wor k- Faci | i t y- Ext ensi on
{itu-t identified-organisation etsi(0) 1144 network-facility-extension(2)}

DEFINITIONS :: =
EXPORTS Net wor kFaci | i t yExt ensi on;
| MPORTS Part yNunber FROM Addr essi ng- Dat a- El enent s
{ ccitt( 0) identified-organization
etsi(0) 196 addressing-data-el ements(6) };

BEG N
Net wor kFaci | i t yExt ensi on = [10] I MPLICI T SEQUENCE
{ sourceEntity [0] IMPLICIT EntityType,
sour ceEnti t yAddr ess [1] I MPLICI T Addresslnformati on OPTI ONAL,
destinationEntity [2] IMPLICIT EntityType,
destinationEntityAddress [3] |IMPLICIT Addresslnformati on OPTI ONAL,
servi ceFuncti on [4] IMPLICIT ServiceFunction OPTI ONAL
}
EntityType ::= ENUMERATED
{ endl ntraNet wor kNode (0),
anyl nt r aNet wor kNode (1),
endNode (2),
anyNode (3),
endTerm nal (4)
}
Addr essl| nfornation c:=  PartyNunber
Servi ceFunction = OBJECT | DENTI FI ER
END -- of Network Facility Extension

E.5.2.2 Service function values

Table E.2: Service function values

Servi ce- Functi on- Val ues
{itu-t identified-organisation etsi(0) 1144 service-function(3)}

DEFINITIONS :: =

EXPORTS ¢cTM dECTAccessToGSM

BEG N

cTM : = gl obal Val ue {itu-t(0) identified-organisation etsi(0) serviceFunction(2) 1}
dECTAccessToGSM : : = gl obal Val ue {itu-t(0) identified-organisation etsi(0) serviceFunction(2) 2}
END -- Service-Functi on- Val ues
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E.6  Signalling procedures at the coincident Sand T
reference point

E.6.1 GFT-control

E.6.1.1 Requirements for sending mobility management APDUs

Table E.2 below identifies the setting of the contents of the network facility extension APDU to be used by the sending
mobility management ASE in either the fixed part or the network.

NOTE: The network facility extensions APDU for CTM is different from the network facility extensions APDU

for VPN.
Table E.3: Contents of the network facility extension APDU
Bearer related Bearer unrelated
|IE/parameter USER -> NWK NWK -> USER USER -> NWK NWK -> USER
Bearer - "telephony 3,1kHz" - "telephony 3,1kHz" "Call independent "Call independent
Capability - "speech" - "speech" Signalling Connection" [Signalling Connection"
- "3,1 kHz audio" - "3,1 kHz audio"

Called Party - FT address E.164 of servicing FT address
Number (shall not be send1) ) |(cond to be send network (cond to be send

(MSN,DDI)) (normally not included, |(MSN,DDI))

use destEntityAddress
if not received)

Calling Party E.164 number of FT E.164 of originating E.164 number of FT -
Number (optional to be send, party (optional to be send, (shall not be sent,
required to be handled) |(cond based on CLIP  [required to be handled) |discard if received)
subscription)

Facility
Protocol Profile |"Networking "Networking "Networking "Networking
Extensions" Extensions" Extensions" Extensions"
Network
Facility
Extension
Service function ["CTM" or "DECT "CTM" or "DECT "CTM" or "DECT "CTM" or "DECT
access to GSM" access to access to GSM" access to GSM"
(mandatory) GSM"(mandatory) (mandatory) (mandatory)
sourceEntity |"endTerminal” "anyNode" "endTerminal" "anyNode"
(mandatory) (mandatory) (mandatory) (mandatory)
SourceEntityAdd [(absent) Address of serving (absent) Address of serving
ress node node
"anyNode" "endTerminal" "anyNode" "endTerminal"
destinationEntity [(mandatory) (mandatory) (mandatory) (mandatory)
destinationEntity |Service address (absent) Service address (absent)
Addr

NWK: Network

CLIP: Calling Line Identity Presentation

MSN: Multiple Subscriber Number

DDI: Direct Dialling In

PSS1: Private Signalling System No. one
NOTE: If bearer exists already (column 2,3,4,5):

DestinationEntity: SourceEntity of APDU responded to
DestinationEntityAddress: SourceEntityAddress of APDU responded to
1) Note that for CTM the number of the requested destination party (E.164) will be sent later in overlap
sending.
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E.6.1.2 Requirements for receiving mobility management APDUs

Table E.3 identifies the actions to be performed by areceiving GFT-control entity when a Facility information element
isreceived at the coincident Sand T reference point. When reading the table the following should be understood.

- Rows should be processed from first to last. The order of processing is:
- to check the syntactic correctness of the first three octets of the Facility information element;
- process the value of the protocol profilefield;
- to check the syntactic correctness of the included network facility extension APDU;

- to process the network facility extension APDU and its contents and as a result, to decide that the mobility
management functionality is provided locally (i.e. end GFT-control) or that the mobility management
functionality is not provided locally (i.e. transit GFT-control);

- Italicised text indicates the expected normal values for reception. Other values are exceptional values but may
still result in successful processing and provision of a mobility management ASE.

- Procedures are intended to be consistent with those for PSS1 GFT-control, acknowledging that additional values
have been provided.

- Thefollowing mobility management specific assumptions have been made:

- Mobility management ASE (User side) is always provided in the user side of an S reference point or the user
side of acoincident Sand T reference point. A private network does not provide CTM functionality that
crossesthe T reference point.

- Mobility management ASE (Network side) is always provided in the public network supporting the T
reference point or in the coincident Sand T reference point.

- Thistable covers no generic transfer service provision rights that may need to be checked at each incoming
network gateway.
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Table E.4: Actions on reception of network facility extension
at the coincident S and T reference point

Action on reception
Received parameter | User at coincident S and T reference point | Network at coincident S and T reference
or field point
Protocol profile If value = networking extensions then continue |If value = networking extensions then continue
processing processing

else treat according to EN 300 196-1 [7]

else treat according to EN 300 196-1 [7]

Network facility
extension APDU

If absent, then provide CTMa APDUs to ROSE
and mobility management ASE

else if present and incorrectly coded then
discard contents of Facility information element
else if present and correctly coded then
process as below

If absent, and a mobility management ASE is
present at this LE then provide mobility
management APDUs to ROSE and mobility
management ASE

else if absent, and a mobility management
ASE is not present at this LE then discard
contents of Facility information element

else if present and incorrectly coded then
discard contents of Facility information element
else if present and correctly coded then
process as below

DestinationEntity If value # endTerminal then discard contents of [If value = anyNode then process as below
Facility information element else action to be performed are outside the
else if value = endTerminal process as below |scope of the present document

DestinationEntityAddr [If absent, then process as below If absent then process as (A) below

ess else if present and value is E.164 number of |else if present and address = this service

terminal then process as below

else if present and value is not E.164 number
of terminal then discard contents of Facility
information element

provider then process as (A) below

else if present and address # this service
provider then pass contents of Facility
information element including address to SS#7
GFT-Control or equivalent for onward
transmission

Received parameter
or field

User at coincident S and T reference point

Network at coincident S and T reference
point

ServiceFunction

If absent then provide mobility management
APDUs to ROSE and mobility management
ASE

else if present and value is
cordlessTerminalMobility then provide mobility
management APDUs to ROSE and mobility
management ASE

else send reject component and discard
contents of Facility information element

(A) Check ServiceFunction value (if absent
use default entry) against internal
serviceFunction location list.

If local provided the provide mobility
management APDUs to ROSE and mobility
management ASE

else if not local then encode new NFE with
values appropriate to serviceFunction location
list and pass contents of Facility information
element including address to SS#7
GFT-Control or equivalent for onward
transmission

E.7

E.7.1 GFT-control

Procedures for interworking with private ISDNs

E.7.1.1 Requirements for sending mobility management APDUs

The mobility management ASE cannot exist within the user side of the T reference point, but only within an FP beyond
the private network. The private network therefore relays information within the network facility extension APDU
unchanged unless the private network itself is addressed, and does not itself send mobility management APDUSs.

For the network side, the regquirements specified in subclause E.6.2.1 shall apply.
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E.7.1.2 Requirements for receiving mobility management APDUs

Table E.4 identifies the actions to be performed by areceiving GFT-control entity when a Facility information element
isreceived at the T reference point. When reading the table the following should be understood.

Rows should be processed from first to last. The order of processing is:

to check the syntactic correctness of the first three octets of the Facility information element;
process the value of the protocol profile field;
to check the syntactic correctness of the included network facility extension APDU;

to process the network facility extension APDU and its contents and as a result, to decide that the mobility
management functionality is provided locally (i.e. end GFT-control) or that the mobility management
functionality is not provided locally (i.e. transit GFT-control).

Italicised text indicates the expected normal values for reception. Other values are exceptional values but may
still result in successful processing and provision of a mobility management ASE.

Procedures are intended to be consistent with those for PSS1 GFT-control, acknowledging that additional values
have been provided.

The following mobility management specific assumptions have been made:

Mobility management ASE (User side) is always provided in the user side of an Sreference point or the user
side of acoincident Sand T reference point. A private network does not provide mobility management
functionality that crossesthe T reference point.

Mobility management ASE (Network side) is aways provided in the public network supporting the T
reference point or in the coincident Sand T reference point.

This table covers no generic transfer service provision rights that may need to be checked at each incoming
network gateway.

Table E.5: Actions on reception of network facility extension at the T reference point

Action on reception

Received parameter User at T reference point Network at T reference point
or field
Protocol profile If value = networking extensions then continue |The procedures at the coincident S and T
processing reference point apply
else treat according to EN 300 196-1 [7]
Network facility If absent then discard contents of Facility The procedures at the coincident Sand T
extension APDU information element reference point apply

(could process if mobility management ASE is
available locally but this situation does not
exist)

else if present and incorrectly coded then
discard contents of Facility information element
else if present and correctly coded then
process as below

DestinationEntity If value = endTerminal then process as below |The procedures at the coincident S and T

else actions are outside the scope of the reference point apply
present document

DestinationEntityAddr [ignore address and pass contents of Facility  |The procedures at the coincident S and T

ess information element including address to PSS1 [reference point apply
GFT-Control or equivalent for onward
transmission
ServiceFunction Not applicable The procedures at the coincident S and T

reference point apply
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Annex F (Informative):
SDL system structure description

The systemis structure like that:

)

System ctm_mm

alpha_interface(1)

Both the DECT access to GSM mode
and the CTM mode are specified.

network_to_use

[normative ]
.

Fixed_Part (FP) LE_MSC (LE)

normative
user_to_network

In any state the application may determine that the flow of a process shall discontinue
and be forced back to the Idle state (e.g. in case of a application timer expiry).
The discontinue primitive from the application towards the MM—ASE used for this purpose is

not included in the SDLs.

Figure F.1: Alpha interface
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Block LE_MSC
| -I\\

network_side(2)

[ ] Normative
MM_ASE_to_CD

e
[ ] _ 1 MM_ASE | ———JEN 301 144-1
Normative e
[CD_to_M M_ASE
I: :I RO to CD
oo
IITU-T Recommendations
CPwRO ROSE Ly 510 and X 220
I: :I b e e e
GFto CD
cF L] e
CF1o CD GFT_COHU' BF“‘;IEERnggl 1(4)]_4_1
[ ] oo
I: :I COto CD III
CDCO  [COBI(NCICS)
.
CDWOPC | pc(Q.931) f----4ETS 300 403-1
1
(15— 101 0] e
pommmmnnnne
Q921 | e __JETS 300 402-1

ASE  Application Service Element

CF Control Function

COBI Connection—Oriented Bearer-Independent

MM Mobility Management

NCICS Networked Call Independent Connection— Oriented Signalling
GFT  Generic Functional Transport

PC Protocol Control

ROSE Remote Operation Service Element

Figure F.2: Network side
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Block LE_MSC 1(2)

SIGNALLIST CD_to_ MM_ASE= B
/*these signals are coming from the application process*/

CTMAccessRightsRequest_resp., CTMLocationRegistration_resp., GSMLocationRegistration_resp.,
GSMLinkedAssignldentity_req., CTMLocationCancellation _req., GSMLocationCancellation _req.,
CTMNetworkAuthentication_resp., CTMAccessnghtsTermmate req.,
CTMLocationRegistrationSuggest_req.,

CTMTerminalAuthentication_req., GSMTerminaIAuthentication_req., GSMTerminalAuthenticationReject_req.,
CTMNetworkAuthentication_resp.,

CTMCiphering_resp., GSMCiphering_resp., CTMCipheringSuggest_resp.,

GSMAssignldentity_req., CTMKeyAllocate_req., CTMIdentityRequest_req., GSMIdentityRequest_req.;

/*These PDUs are coming from the underlying (ROSE) ASE*/
AccessRightsRequest_invoke_PDU, CTMLocationRegistration_invoke_PDU, GSMLocationRegistration_invoke_PDU,
GSMLinkedAssignldentity_ret.res._| PDU GSMAssignidentity_ret.res._PDU,
CTMLocationCancellation_ret.err._PDU, CTMLocationCancellation_ret.res._PDU,
GSM_Detach_invoke_PDU, CTMLocatlonReglstratlonSuggest ret.err._PDU
CTMTerminalAuthentication_ret.res. PDU, CTMTerminalAuthentication_ret.err._PDU,
GSMTerminalAuthentication_ret.res._PDU, GSMTerminalAuthentication_ret.err._PDU,
CTMAccessRightsTerminate_ret.res._PDU,

CTMAccessRightsTerminate_ret.err._PDU,

CTMNetworkAuthentication_invoke_PDU, CTMCiphering_ret.res._PDU, CTMCiphering_ret.err._PDU,
GSMCiphering_ret.res._PDU, GSMCiphering_ret.err._PDU,

CTMCipheringSuggest_invoke_PDU, CTMKeyAllocate_ret.res._PDU, CTMKeyAllocate_ret.err._PDU,
CTMIdentityRequest_ret.res._PDU, CTMIdentityRequest_ret.err._PDU, GSMIdentityRequest_ret.res._PDU,
GSMidentityRequest_ret.err._PDU,;

Timer_expired_ind.

SIGNALLIST from_MM_ASE_to_CD

/*These signals are going to the application process*/

CTMAccessRightsRequest_ind., CTMLocationRegistration_ind., GSMLocationRegistration_ind.,
GSMLinkedAssignldentity_conf., CTMLocationCancellation_conf., LocationRegistrationSuggest_conf.,
GSMDetach_ind.,

CTMNetworkAuthentication ind., CTMCipheringSuggest_ind., CTMAccessRightsTerminate_conf.,
CTMLocationCancellation_conf., CTMTerminalAuthentication_conf., GSMTerminalAuthentication conf
CTMCiphering_conf., GSMClphermg_conf GSMASS|gnIdent|ty_conf

CTMKeyAIIocate_conf., CTMIdentityRequest_conf., GSMIdentityRequest_conf.;

/*These PDUs are going to underlying ASE (ROSE)*/
CTMAccessRightsRequest_ret.res._PDU, CTMAccessRightsTerminate_invoke_PDU,
CTMAccessRightsRequest_ret.err._PDU,

CTMLocationRegistration_ret.res._PDU, CTMLocationRegistration_ret.err._PDU,
GSMLocationRegistration_ret.res._PDU, GSMLocationRegistration_ret.err._PDU,
GSMLinkedAssignldentity_invoke_PDU, CTMLocationCancellation_invoke_PDU,
GSMLocationCancellation_invoke_PDU, CTMLocationRegistrationSuggest_invoke_PDU,
CTMTerminalAuthentication_invoke_PDU, GSMTerminalAuthentication_invoke_PDU,
GSMTerminalAuthenticationReject_invoke_PDU,

CTMNetworkAuthentication_ret.res._PDU, “CTMNetworkAuthentication_ret.err._PDU
CTMCiphering_invoke_PDU, GSMClpherlng invoke_PDU, GSMAssignidentity_invoke_PDU,
CTMCipheringSuggest_ret.err._PDU, CTMKeyAllocate_ |nvoke PDU, CTMIdentityRequest_ |nvoke PDU,
GSMiIdentityRequest_invoke_PDU;
Start_Timer_reg.

Stop_Timerreg.

Synonym yes Boolean = trug¢
SyIIUIIyllI T BUUI‘;‘QII - fa:b L.

e

Figure F.3: Block LE MSC
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Block <<Substructure LE_MSC>> MM_ASE

CTMNetworkAuthentication_ind.
CTMNetworkAuthentication_ret.res._PDU
CTMNetworkAuhentication_ret.err._PDU

CTM_network_aythentication

CTMNetworkAuthentication_invoke_PDU.,
CTMNetworkAuthentication_resp.,

CTMLocationRegistration_invoke_PDU,
CTMLocationRegistration_resp.

CTM_location_registration

CTMLocationRegistration_ind.,
CTMLocationRegistration_ret.res_PDU,
CTMLocationRegistration_ret.err_PDU

[GSMDetach_invoke_PDU]

GSM_detach

GSMDetach ¥

CTMCipheringSuggest_invoke_PDU
CTMCipheringSuggest_resp.
CTMCiphering_req.
CTMCiphering_ret.res._PDU
CTMCiphering_ret.err._PDU
CTMCiphering_reject_PDU

- CTM_port_init_ciphering

CTMCipheringSuggest_ind.
CTMCipheringSuggest_ret.err._PDU
CTMCiphering_invoke_PDU

network_side_call_unrelated_1(3)

GSMLocationRegistration_invoke_PDU
GSMLocationRegistration_resp.
GSMLinkedAssignldentity_req.
GSMLinkedAssignldentity_ret.res._ PDU
GSMLinkedAssignldentity_reject_ PDU

GSM_location_repistration

G ocationRegistration_ind.,
GSMLocationRegistration_ret.res_PDU,
GSMLocationRegistration_ret.err_PDU
GSMLinkedAssignldentity _invoke_PDU
GSMLinkedAssignldentity _conf.

[GSMLocationCanceIIation_req.]

GSM_location_€ancellation

[GSMLocationCancellation_invoke_PDU]

CTMAccessRightsRequest_invoke_PDU
CTMAccessRightsRequest_resp.

CTM_subscriptiorﬁ_regist

i quest_ind.
CTMAccessRightsRequest_ret.res._PDU
CTMAccessRightsRequest_ret.err._PDU

CTMAccessRightsTerminate_req.
CTMAccessRightsTerminate_ret.res._PDU,
CTMAccessRightsTerminate_ret.err._PDU
CTMAccessRightsTerminate_reject PDU

CTM_subscriptiorﬁ_deregist

CTMAccessRightsTerminate_invoke_PDU
CTMAccessRightsTerminate_conf.

Figure F.4: Network side call unrelated (1 of 3)
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Block <<Substructure LE_MSC>> MM_ASE

CTMTerminalAuthentication_resp.
CTMTerminalAuthentication_invoke_PDU

ICTM_terminal_authentication

[cTMTerminalAu
CTMTerminalAuthentication_ret.res._PDU
CTMTerminalAuthentication_ret.err._PDU
CTMTerminalAuthentication_reject_PDU

CTMKeyAllocate_req.
CTMKeyAllocate_ret.res._PDU
CTMKeyAllocate ret.err._PDU
CTMNetworkAuthentication_invoke_PDU
CTMKeyAllocate_reject PDU
CTMNetworkAugHentication_resp.

CTM_key_allocatjon

CTMKeyAllocatg
CTMKeyAllocate\
CTMNetworkAuthentication_ind..
CTMNetworkAuthentication_ret.res. PDU

CTMNetworkAuthentication_ret.err._PDU

invoke_PDU

_CTMIdentityRequest_invoke_PDU
CTMIdentityRequ

CTM_identity_request

CTMIdentltyReq
CTMIidentityRequest_ret. res._PDU
CTMIdentityRequest_ret.err._PDU
CTMidentityRequest_reject_ PDU

CTMCiphering_req.

CTMCiphering_ret.res._PDU
CTMCiphering_ret.err. “PDU
CTMClpherlng r

CTM_network_init_ciphering

CTMCiphering_invoke_]
CTMCiphering_conf.

network_side_call_unrelated_2(3)

GSMAssignldentity_req.
GSMAssignldentity_ret.res._PDU
GSMAssignldentity_reject_PDU

GSM_temp_ident_assign

GSMAssignldentity_invoke_PDU
GSMAssignldentity_conf.

CTMLocationCancellation_req.

CTMLocationCancellation_ret.res._PDU
CTMLocatlonCanceIIatlon ret.err._PDU
lation_reject_PDU

CTM_location_cancellation

CTMLocationCancellation_invoke_PDU
CTMLocationCancellation_conf.
CTMLocationRegistrationSuggest_req.
CTMLocationRegistrationSuggest_ret.err_PDU
CTMLocationRegistration_invoke_PDU
CTMLocationRegistration_reject_ PDU

CTM_location_reg_suggest

CTMLocationRegistrationSuggest_invoke_PDU
CTMLocationRegistrationSuggest_conf.
CTMLocationRegistration_ind.
GSMTerminalAuthentication_req.
GSMTerminalAuthentication_ret.res._PDU
GSMTerminalAuthentication_ret.err._PDU
GSMTerminalAuthenticationReject_req.
GSMTerminalAuthentication_reject_PDU

GSM_terminaI_aAFthentication

G erminalAuthentication_invoke_PDU
GSMTerminalAuthentication_conf.

GSMTerminalAuthenticationReject_invoke_PDU

Figure F.5: Network side call unrelated (2 of 3)
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Block <<Substructure LE_MSC>> MM_ASE network_side_call_unrelated_3(3)
| -I\\
Ly

GSMCiphering_req.
GSMCiphering_ret.res._PDU
GSMCiphering_ret.err._PDU
GSMCiphering_reject_PDU

[CTMIncomingCaIIMMInfo_repr.

CTM_Incoming_gall GSM_network_in|t_ciphering

[CTMIncomingCaIIMMInfo_inv ke_PDU] GSMCiohering invoke PDU
N iphering_invoke_|
[GSMCiphering_conf. ]
GSMidentityRequest_req.
GSMldentityRequest_ret.res._P|

; GSMldentityRequest_ret.err._P
[F\:/I-Il;/l'\l/lrgg t?r?\llgggall:l’DU] GSMidentityRequest_reject_PD

pU
pU

CTM_Outgoing_gdall GSM_identity_request

[CTMOutgoingCaIIMMInfo_res R.

GSMldentityRequest_invoke_P
GSMidentityRequest_conf.

. [Timer_expired_ind]
GSMIncommingCallMMInfo_reg-

i

GSM_Incoming_gall Timier

[GSMIncommingCalIM Minfo_in voke_PDU] [Start_Timer_request]
N Stop_Timer_request

[GSMOutgoingCalIMMInfo_invoke_EDu
[’)')')')')')')')9')')')79]

GSM_Outgoing_qgall Incoming_call

[GSMOutgoingCaIlMMlnfo_resq. [???????????????]

ot

Figure F.6: Network side call unrelated (3 of 3)
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prkAuthentication_req.

Wait_CTM| Network_Authentication

Process <<Substructure Fixed_Part/Block MM_ASE>>CTM_network_

authenticauser_side_network_authentication(1)

)

This procedure is applicable for
the CTM mode only.
see 9.3.3

CTMN

CTMNetW{Authentication_ret.res._PDU

etwe(Authentication_ret.err._PDU

CTMNetw@uthentication_reject_PDU

MNetwprkAuthentication_conf.(resu

<CT

<CT

MNetwprkAuthentication_conf.(error)

MNetwprkAuthentication_conf.(reje

<CT

=) =

Figure F.7: User side network authentication
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Process GSM_location_registration

ionRegistration_req.

_Location_Registration

GSMLocatiopRegistration_invoke_|

user_side_location_registration1(2)

)

[*This procedure is applicable for the
DECT access to GSM mode only.
See subclause 9.2.1*/

/*The following procedures may be
initiated by the coordination functiorn,
while the process is in this state:

- ldentityRequest

- TerminalAuthentication

— NetworklnitiatedCiphering
RDtemporaryldentityAssign®/

F=======" ';\\
Ly

1

1

e 1

GSMLocat
GSMLoca
Wait_GS

onRegistration_ret.res._PDU

ionRegistration_conf.(result

dAssignldentity_resp.

signldentity_ret.res_PDU

<GSMLOca

)

GSM Locak@Registration_reject_P DU

ionRegistration_resp.(reject

GSMLoca@Registration_ret.err._PDU

ionRegistration_conf.(error)

<GSMLoca

)

Figure F.8: User side location registration (GSM) (1 of 2)
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Process GSM_location_registration

user_side_location_registration2(2)

Location_Reggistration

edAssignldentity_Invoke_PDU

GSMLinkg

dAssignldentity_ind.

Wait_GSM_Location_Rqgistration2

GSMLocatonRegistration_reject_PDU

GSMLocafionRegistration
_resp(rejeLt)

GSMLocatjghRegistration

ret.res. PQU GSMLocat{onRegistratiohn_ret.err_PDU

GSMLocationRegistration

_conf.(reslt) GSMLoca

ionRegistration_conf.(error)

Linked_Assign_Identity

)

Figure F.9: User side location registration (GSM) (2 of 2)

ETSI



89 ETSI EN 301 144-1 V1.1.2 (2000-10)

Process CTM_location_registration user_side_location_registration(1)
A _E‘ [*This procedure is applicable for

3 CTM mode only.
e i see subclause 9.2.1*

)

CTMLocafionRegistration_req.

CTMLocatiorRegistration_invoke_PDU

/*The following procedures may be initiated
_Location_Rggistration by the coordination function while the process
is in this state:

— TerminalAuthentication

— KeyAllocation*/

CTMLocat©nRegistration_ret.res._PDU CTMLocatOnRegistration_ ret.err._PDU

CTMLocatéRegistration_reject_PDU

<CTMLoca1ionRegistration_conf.(result) <CTM LocationRegistration_conf.(error)

<CTM LocationRegistration_conf.(reject)

Figure F.10: User side location registration (CTM)
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Process

GSM_location_Cancellation user_side_location_cancellation(1)

to GSM mode only.
see subclause 9.2.2*/

[*This procedure is applicable for the DECT access%

)

GSM Loca@Cancellation_invoke_PDU

<GSMLoca ionCancellation_ind.

)

Figure F.11: User side location cancellation
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Process <<Substructure Fixed_Part/Block MM_ASE>> GSM_detach user_side_detach(1)
T 'E\ [*This procedure is applicable for

3 the DECT access to GSM only.
v ! see subclause 9.2.3*/

)

>GSMDeta:h_req.

GSM Deta(%nvoke_PDU

)

Figure F.12: User side detach
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Process <<Substructure Fixed_Part/Block MM_ASE>> CTM_subscription_registuser_side_subscription_registration(1)

T N FThis procedure is applicable for
! 3 the CTM mode only.
! ! see subclause 9.1.1.1%/

)

>CTMAcce bsRightsRequest_ req.

CTMAcces}ightsRequest_invoke_PDU

/*The following procedure may be
initiated by the coordination functior,
while the process is in this state:

— KeyAllocation

— TerminalAuthentication*/

Wait_CTM_[Subscription_Registration

CTMAccessRightsRequest.reject_
PDU CTMAccesSRightsRequest_ret.res._ PDU CTMAccesgSRightsRequest_ret.err._PDU
(reject)

CTMAccesgsRightsRequest_conf ) ]

(reject) CTMAcce$sRightsRequest_conf.(result) CTMAccessRightsRequest_conf.(error

=) = )

Figure F.13: User side subscription registration
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Process <<Block MM_ASE>> CTM_port_init_ciphering

CTMCipheri

Wa|

t CTM_Ciphe}i

ringSuggest_req.

)ySuggest_invoke_PDU

user_side_portable_initiated_ciphering(1)

the CTM mode only.
see subclause 9.3.5*/

/*This procedure is applicable for|ﬁ

F=======" =
1 I\
1 La
1 1
1 1
e 1
efing_invoke_PDU
CTMCiphering_ind.
Wait_CTIM_Ciphering_Response
ring_resp.
"cipd ed’
yes no
CTMCiphering_ret.res._PDU CTMCipheri

CTMCiphg
(reject)

_ret.err._FPDU

=) )

CTMCipheyphgSuggest_reject_PDU

ringSuggest_conf.

CTMCiphgringSuggest_conf. (error)

)

Figure F.14: User side portable initiated ciphering
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] h /*This procedure is applicable
! 3 for the CTM mode only.
v ! see subclause 9.1.2*/
CTMAccesgSRightsTerminate_invoke_PDU
CTMAccesgsRightsTerminate_ind.
] o o /*The following procedure may be initiated
Wait_CTM_$ubscription_Deregistration by the coordination function, while the

Process <<Substructure Fixed_Part/Block MM_ASE>> CTM_subscription_deiuser_side_subscription_deregistration(1)

process is in this state:
— NetworkAuthentication*/

>CTMAcce EsRightsTerminate_resp.

@m}
ccessfub
no

yes

CTMAcces}ightsTerminate_ret.err._PDU

CTMAcceséightsTerminate_ret.res._PDL

=) =

Figure F.15: User side subscription deregistration
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Process <<Block MM_ASE>> CTM_terminal_authentication user_side_terminal_authentication(1)

[*This procedure is applicable for
] the CTM mode only.
1
[

see subclause 9.3.2*/

CTMTermiQalAuthentication_invoke_PDU

< CTMTerm|naIAuthentication_ind.
Wait_CTM‘ Terminal_Au)hentication

ECTMTerm|naIAuthentication_resp.

‘termj auMation
W
yes

CTMTerm@Authentication_ret.res._PDU

no

CTMTerm@Authentication_ret.err._PDU

) )

Figure F.16: User side terminal authentication
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Process <<Substructure Fixed_Part/Block MM_ASE>> user_side_identity_assignement(1)
GSM_temp_ident_assign

™ the DECT access to GSM mode onl

see subclause 9.3.6*/
‘ Idle ’

[*This procedure is applicable for %

GSMAssig@entity_invoke_PDU

<GSMAssig nidentity_ind.

Wait_(éSM_ dentity }Assign

>GSMAssig nildentity _resp.

GSMAssigﬁentity_ret.res._PDU

)

Figure F.17: User side identity assignement
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Process <<Substructure Fixed_Part/Block MM_ASE>> CTM_location_cancellationuser_side_location_cancellation(1)

! see subclause 9.2.2*/

)

F=======" Y

' AN /*This procedure is applicable for the CTM mode onIy.Iﬁ
1

1

CTMLocatéCancellation_invoke_PDU

<CTM LocationCancellation_ind.

Wait_CTMLocationCancellation

CTMLocationCancellation_resp.

yes

CTMLocat%ﬁancelIation_ret.err._PDU CTM Locatﬁﬁancellation_ret.res._PDU

) )

Figure F.18: User side location cancellation
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Process <<Block MM_ASE>> CTM_identity request

)

CTMIdentiiyRequest_invoke_PDU

CTMidentityRequest_ind.

CTMIdentityRequest_resp.

received’

user_side_identity_request(1)

CTM mode only.
see subclause 9.3.8.%/

/*This procedure is applicable for|ﬁ

yes

CTMIdenti%equest _ret.res._PDU

)

no

CTMIdenti%equest_ret.err._PDU

)

Figure F.19: User side identity request
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Process <<Substructure Fixed_Part/Block MM_ASE>> user_side_location_registration_suggest(1)

CTM_location_reg_suggest
[*This procedure is applicable for |ﬁ

A _:_\ the CTM mode only.
! see subclause 9.3.1*/

CTMLoca#pnRegistrationSuggest_invoke_PDU

<CTM LocafionRegistrationSuggest_ind.

Wait_CTM_Locatiod Registration ’ Suggest_Response

CTMLocationRegistrationSuggest_resp.

yes

CTMLocationRegistrationSuggest_ret.err._PDU

Figure F.20: User side location registration suggest
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Process <<Block MM_ASE>> CTM_network_init_ciphering user_side_network_initiated_ciphering(1)
o _E‘ [*This procedure is applicable for

3 the CTM mode only.
e H see subclause 9.3.4*/

)

CTMCiphegring_ind.

Wait_CTM_Ciphering_Response

ring_resp.

&

yes
CTMCiphe};_ret.res._PDU CTMCiphe}g_ret.err._PDU

no

) )

Figure F.21: User side network initiated ciphering
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Process <<Block MM_ASE>> GSM_terminal_authentication

user_side_terminal_authentication(1)

the DECT access to GSM mode onl

[*This procedure is applicable for
see subclause 9.3.2*/ .

GSMTerminalAuthentication_ind.

Wait GSM Terminal Autentication

inalAuthentication_resp.

yes

no

{alAuthentication_invoke_PDU

no

GSMTerm@Authenticaﬁon_ret.err._PDU

yes

Wai
Authentication_Re¢ject

. GSM_Terminal_

GSMTerm

GSMTermjmalAuthenticationReject_invokg PDU

inalAuthenticationReject_ind.

Figure F.22: User side terminal authentication
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Process <<Block MM_ASE>> GSM_network_init_ciphering user_side_network_initiated_ciphering(1)
T 'E\ [*This procedure is applicable for

3 the DECT access to GSM mode only:
v ! see subclause 9.3.4*%/

)

GSMCiphefing_invoke_PDU

GSMCiphering_ind.

Wdit GSM Cipheling

pring_resp.

A’

yes no
GSMCiphe)g_ret.res._PDU GSMCiphe)g_ret.err._PDU

) )

Figure F.23: User side network initiated ciphering
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Process <<Block MM_ASE>> GSM_identity _request

)

yRequest_invoke_PDU

GSMIldentjtyRequest_ind.

GSMldentjtyRequest_resp.

received’

user_side_identity_request(1)

DECT access to GSM mode only:
see subclause 9.3.8.*/

[*This procedure is applicable for|ﬁ

yes

GSMIdent@equest _ret.res._PDU

)

no

GSMIdent@equest_ret.err._PDU

)

Figure F.24: User side identity request
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Process <<Substructure LE_MSC/Block MM_ASE>> CTM_network_authentinetwork_side_network_authentication(1)

the CTM mode only.
see subclause 9.3.3.%/

/*This procedure is applicable for|ﬁ

prkAuthentication_invoke_PDU

Wait_CTM| Network_Authentication

CTMNetwegrkAuthentication_resp.

no

<CTM NetwprkAuthentication_ret.res._PDU < CTMNetwprkAuthentication_ret.err._P

) )

pbU

Figure F.25:Network side network authentication
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Process <<Substructure LE_MSC/Block MM_ASE>> GSM_location_registratiornetwork_side_location_registration(1)

no

_ret_res_PDU

GSM_LochtionRegistration

Wait_GSM

GSMLoca

GSMLinks

GSMLinkg
reject_PDU

GSMLinkg
conf_(rejeft)

dAssignldentity

dAssignldentity

GSMLocatiopRegistration_ind.

DECT access to GSM mode only.

[*This procedure is applicable for the
see subclause 9.2.1. and 9.3.6.1.2%/

ionRegistration_invoke_PDU

/*The following procedures may

be initiated by the coordination functio
while the process is in this state:

- TerminalAuthentication

- KeyAllocation*/

ionRegistration_ret.res._PDU

dAssignldentity_invoke_PDU

no

GSMLocajionRegistration
_ret.err._ADU

in the same transport mgchanism
in the same PDU or in different one

/*These PDUs may be trpnsported 5
s*/

Figure F.26: Network side location registration
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Process GSM_location_registration

ionRegistration_req.

_Location_Registration

GSMLocatiopRegistration_invoke_|

user_side_location_registration1(2)

)

[*This procedure is applicable for the
DECT access to GSM mode only.
See subclause 9.2.1*/

/*The following procedures may be
initiated by the coordination functiorn,
while the process is in this state:

- ldentityRequest

- TerminalAuthentication

— NetworklnitiatedCiphering
RDtemporaryldentityAssign®/

F=======" ';\\
Ly

1

1

e 1

GSMLocat
GSMLoca
Wait_GS

onRegistration_ret.res._PDU

ionRegistration_conf.(result

dAssignldentity_resp.

signldentity_ret.res_PDU

<GSMLOca

)

GSM Locak@Registration_reject_P DU

ionRegistration_resp.(reject

GSMLoca@Registration_ret.err._PDU

ionRegistration_conf.(error)

<GSMLoca

)

Figure F.27: User side location registration
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A _E\ /*This procedure is applicable for the DECT access
i 3 to GSM mode only.
L H see subclause 9.2.2.%/

Process <<Substructure LE_MSC/Block MM_ASE>> GSM_location_Cancellatinetwork_side_location_cancellation(1)

)

GSM Loca@Cancellaﬁon_req.

<GSMLoca ionCancellation_invoke_PDU

)

Figure F.28: Network side location cancellation
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Process <<Substructure LE_MSC/Block MM_ASE>> GSM_detach

)

>GSMDeta th_invoke_PDU

GSMDeta(%nd.

)

network_side_detach(1)

the DECT access to GSM only.

[*This procedure is applicable for
see subclause 9.2.3.%/

Figure F.29: Network side detach
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Process <<Substructure LE_MSC/Block MM_ASE>> CTM_subscription_regnetwork_side_subscription_registration(1)
T N FThis procedure is applicable for
! 3 the CTM mode only.
v ! see subclause 9.1.1.1.%/
‘ Idle ’
>CTMAcce EsRightsRequest_ invoke_PDU
) ] /*The following procedure may be
CTMAccessBightsRequest_ind. initiated by the coordination functiorn,
while the process is in this state:
- KeyAllocation
- TerminalAuthentication*/
Wait_CTM ‘Subscription }?egistration
CTMAccegsRightsRequest_resp.
spon
W
yes no
<CTMAcce ssRightsRequest_ret.res._PDU <CTMAcce ssRightsRequest_ret.err._PDU
‘ Idle ’ ‘ Idle ’

Figure F.30: Network side subscription registration
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Process <<Substructure LE_MSC/Block MM_ASE>> CTM_port_init_cipinetwork_side_portable_initiated_ciphering(1)

Wait_CT

CTMCipheri

)pSuggest_ind.

[*This procedure is applicable for
the CTM mode only.
see subclause 9.3.5.*/

)

ringSuggest_invoke_PDU

CTMCiphgring_invoke_PDU

_Ciphering_Response

CTMCiphgringSuggest_ret.err._PDU

CTMCipheri

)3

ring_ret.res._PDU

_conf.(result)

ring_rej_PDU

CTMCiphering_conf.(reject)

ring_ret.efr._PDU

CTMCipheri

_conf.(err

Figure F.31: Network side portable initiated ciphering
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Process <<Substructure LE_MSC/Block MM_ASE>> CTM_subscription_tnetwork_side_subscription_deregistration(1)

/*This procedure is applicable
CTM mode only.
see subclause 9.1.2.%/

/*The following procedure may be
initiated by the coordination functiomn,
while the process is in this state:

- NetworkAuthentication*/

F=======" =

1 I\
1 La
1 1
1 1
e 1

CTMAccesSRightsTerminate_req.
CTMAccegsRightsTerminate_invoke_PDU
Wait_CTM_ eregistration
CTMAccessRights_Terminate_rej_PDU
>CTMAcce EsRightsTerminate_ret.res._PDU
CTMAcce

(reject)

s}ightsTerminate_conf.

)

)

CTMAcces}ightsTerminate_conf.(result)

> _ret.err._H

CTMAccessRightsTerminate

DU

CTMAcces}ightsTerminate_conf.(error)

)

Figure F.32: Network side subscription deregistration
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Process <<Substructure LE_MSC/Block MM_ASE>> CTM_terminal_authentnetwork_side_terminal_authentication(1)

CTMTermigalAuthentication_req.

<CT

MTerm

nalAuthentication_invoke_PDU

Wait_CTM[ Terminal_Aughentication

the CTM mode only.

[*This procedure is applicable for
see subclause 9.3.2.%/

inati CTMTerm
CTMTermjnalAuthentication_ret.res._PDU “rej PDU
. o CTMTerm
CTMTerminghAuthentication_conf.(result) _conf.

) )

nalAuthentication

INalAuthentication
(rejec

CTMTermjnalAuthentication
_ret.err._HADU

CTMTerm%Authentication_conf.(error)

)

Figure F.33: Network side terminal authentication
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Process <<Substructure LE_MSC/Block MM_ASE>> GSM_temp_ident_assignnetwork_side_identity_assignement(1)

o _E‘ /*This procedure is applicable for
i 3 the DECT access to GSM mode only-
L ! see subclause 9.3.6.1.1*/

)

G SMAssig@entity_req.

<GSMAssig nidentity_invoke_PDU

Wait_(éSM_ dentity }Assign

GSMAssignldentit ) . .
>_ret.res._F>DU y GSMAssg@entlty_rej_PDU

GSMAssigﬁentity_conf.(resuIt) GSMAssigyentity_conf. (reject)

=) =

Figure F.34: Network side identity assignement
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Process <<Substructure LE_MSC/Block MM_ASE>> CTM_location_cancellaticnetwork_side_location_cancellation(1)

! see subclause 9.2.2.*/

)

F=======" Y

' AN /*This procedure is applicable for the CTM mode onIy.Iﬁ
1

1

CTMLocatéCancellation_req.

<CTM LocationCancellation_invoke_PDU

Wait_CTf_LocationCancellation

CTMLocafionCancellation f ;

_rej_PDU CTMLocafionCancellation_ret.res._PDU Cr'(l;lzllel_rc:caglgrLlJCancellatlon
CTMLocatrspCancellation ) ] ) )
_conf. (rejec CTMLocationCancellation_conf.(result) CTMLocation)Cancellation_conf.(error)

=) = )

Figure F.35: Network side location cancellation
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Process <<Substructure LE_MSC/Block MM_ASE>> CTM_key_allocation

Wait

CTM_Key_Allpocate

network_side_key allocation_2(2)

CTMKeyAllocate_ret.err_

(error)

Wait_|

Wait_CTM

)

CTMNetwprkAuthentication_
invoke_PDU

Authentication_

TM_KeyAllogate_2

locate_ret.res._PDU

CTMKeyAllogate_conf(result)

Network_Authentication

CTMKeyAllocate_reject PDU

=)

Figure F.36: Network side key allocation (1 of 2)
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Process <<Substructure LE_MSC/Block MM_ASE>> CTM_key_allocation

Wait

CTMKeyA{ocate_req.

CTMKeyAllocate_invoke_PDU

CTM_Key_Allpocate

network_side_key allocation_1(2)

the CTM mode only.
see subclause 9.3.7.%/

/*This procedure is applicable for|ﬁ

CTMKeyAllocate_ret.res._PDU

CT™ KeyA@ate_conf. (error)

Wait_CTM

YES

Network_Authentication

CTMNetwegrkAuthentication_resp.

NO

[
CTMNetwprkAuthentication
_ret.res._H

]
CTMNetwprkAuthentication
_ret.err._HDU

)

locate_ret.err._PDU

> CTMKeyA

CT™M KeyA@ate_conf. (error)

Figure F.37: Network side key allocation (2 of 2)
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Process <<Substructure LE_MSC/Block MM_ASE>> CTM_identity_request network_side_identity_request(1)
T N FThis procedure is applicable for
L 3 CTM mode only.
v ! see subclause 9.3.8.*/

‘ Idle ’

CTMIdentiiyRequest_req

CTMIidentityRequest_invoke_PDU
Wait_C ‘ M_Identity_R}esponse
>CTMIdenttyRequest_ret.res._PDU >CTMIdenttyRequest_rej_PDU >CTMIdenttyRequest_ret.err._PDU

CT™MId

)

enti%equest _conf.(result) CTMIdentiﬁequest_conf. (reject) CTMIdenti%equest_conf.(error)

=) =

Figure F.38: Network side identity request
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Process <<Substructure LE_MSC/Block MM_ASE>> CTM_location_renetwork_side_location_registration_suggest(1)

CTMLocat

Start Timer
Tclass 4

Wait_CTM_Locatio

CTMLocatpnRegistrationSuggest_req.

ionRegistrationSuggest_invoke_PDU

Registration | Suggest_Response

the CTM mode only.

[*This procedure is applicable for
see subclause 9.3.1.%/

to supervise the ROSE
class 4 operation

Implementation dependent timerﬁ

Reject_PO

Stop Timer
Tclass_4

_conf. (rejec

Timer Tclgss4
expiry

CTMLocationRegistrationSuggest
_ret.err._ADU

Stop Timer
Tclass_4

Figure F.39: Network side location registration suggest
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Process <<Substructure LE_MSC/Block MM_ASE>> CTM_network_init_network_side_network_initiated_ciphering(1)

Wait_CTM_Ciphering_

)

CTMCiphgring_invoke_PDU

the CTM mode only.

[*This procedure is applicable for
see subclause 9.3.4.%/

;CTMCiphe ring_ret.res._PDU ;CTMCiphe ring_rej_PDU

CTMCiphe}g_conf.(result)

)

CTMCiphe};_conf. (reject)

)

;CTMCiphe ring_ret.err._PDU

CTMCiphe}g_conf.(error)

=)

Figure F.40: Network side network initiated ciphering
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Process <<Substructure LE_MSC/Block MM_ASE>> CTM_terminal_authentnetwork_side_terminal_authentication(1)

CTMTermigalAuthentication_req.

<CT

MTerm

nalAuthentication_invoke_PDU

Wait_CTM[ Terminal_Aughentication

the CTM mode only.

[*This procedure is applicable for
see subclause 9.3.2.%/

inati CTMTerm
CTMTermjnalAuthentication_ret.res._PDU “rej PDU
. o CTMTerm
CTMTerminghAuthentication_conf.(result) _conf.

) )

nalAuthentication

INalAuthentication
(rejec

CTMTermjnalAuthentication
_ret.err._HADU

CTMTerm%Authentication_conf.(error)

)

Figure F.41: Network side terminal authentication
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o _E‘ /*This procedure is applicable for
i 3 the DECT access to GSM mode only-
I H see subclause 9.3.4.%/

Process <<Substructure LE_MSC/Block MM_ASE>> GSM_network_init network_side_network_initiated_ciphering(1)

)

GSMCiphefing_req.

GSMCiphering_invoke_PDU

Waé_GSM_Ciph%ring

GSMCiphgring_ret.res._PDU. GSMCiphgring_reject_PDU GSMCiphgring_ret.err._PDU

GSMCiphering_conf.(result) GSMCiphering_conf. (reject) GSMCiphering_conf.(error)

Figure F.42: Network side network initiated ciphering (GSM)
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Process <<Substructure LE_MSC/Block MM_ASE>> GSM_identity_request

Wait_G

)

%M_Identity_RFsponse

GSMldentjtyRequest_invoke_PDU

network_side_identity_request(1)

DECT access to GSM mode only:
see subclause 9.3.8.*/

[*This procedure is applicable for|ﬁ

EGSMIdentityRequest_ret.res._PD%GSMIdent'tyRequeSt—rej—PDU

GSMIdent%equeSt _conf.(result)

)

GSMIdent@equest_conf. (reject)

)

> GSMildentjtyRequest_ret.err._PDU

GSMIdent%equest_conf.(error)

)

Figure F.43: Network side identity request
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Process <<Substructure LE_MSC/Block MM_ASE>> Timer_networkside

Start_timer_reg.

SET (non + t—-mm,
timer T-mm

I reg. ired

Stop_timer Timer_expiresl_ind.

[*The coordination funtion provides N
the coordination of signals.
The following signals shall
cause the start of Timer T-MM:

CTMAccess RightsTerminal invoke_PDU
CTMLocationCancellation invoke_PDU
GSMTerminalAuthentication invoke_PDU
CTMTerminalAuthentication invoke_PDU
GSM Ciphering invoke_PDU

CTM Ciphering invoke_PDU
GSMAssignldentity invoke _PDU

GSM LinkedAssignldentity invoke_PDU
CTMKeyAllocation invoke_PDU
GSMIldentityRequest invoke_PDU

CTM identityRequest invoke_PDU*/

/*The coordination funtion provides B
the coordination of signals.

Following signals shall

cause stop of timer................
CTMAccessRightsTerminal return result_PDU
CTMAccessRightsTerminal return error_PDU
CTMLocationCancellation return error_PDU
GSMTerminalAuthentication return error_PDU
CTMTerminalAuthentication return error_PDU
GSMCiphering.return result_PDU
GSMCiphering return error_PDU
CTMCiphering return result_PDU
CTMCiphering return error_PDU
GSMAssignldentity return result_PDU
GSMLinkedAssignldentity return result_PDU
CTMKeyAllocation return result_PDU
CTMKeyAllocation return error_PDU
GSMIldentity Request return result _PDU
GSMIldentity Request return error_PDU
CTMidentity Request return result_PDU
CTMIdentity Request return error_PDU*/

Figure F.44: Timer networkside
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Process <<Substructure Fixed_Part/Block MM_ASE>> GSM_Outgoing_Call 1(1)
| -I\\
Ly

[*This procedure is applicable for the
Idle DECT access to GSM mode only;
See subclause 9.3.9%/

>GSMOutg pingCallMMInfo_req.

Figure F.45: GSM outgoing call
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Process <<Substructure Fixed_Part/Block MM_ASE>> CTM_Outgoing_Call 1(1)
| -I\\
Ly

[*This procedure is applicable
Idle for the CTM mode only.
See subclause 9.3.9%/

>CTMOutg ingCallMMinfo_req.

CTMOutgoinyGallMMInfo_invoke_PDU

Figure F.46: CTM outgoing call
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Process <<Substructure Fixed_Part/Block MM_ASE>> GSM_Incoming_Call 1(1)
F=======" -I\\
Ly

[*This procedure is applicable for the
Idle DECT access to GSM mode only.
See subclause 9.3.10%/

GSMIncor@CaHMMInfo_invoke_PDU

<GSMIncorningCaIIMMInfo_inf.

)

Figure F.47: GSM incoming call
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Process <<Substructure Fixed_Part/Block MM_ASE>> CTM_Incoming_Call 1(1)
F=======" -I\\
Ly

[*This procedure is applicable for the
Idle CTM mode only.
See subclause 9.3.10%/

CTMIncon@CaHMMInfo_invoke_PDU

<CTMIncomingCaIlMMInfo_inf.

)

Figure F.48: CTM incoming call
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Process <<Substructure LE_MSC/Block MM_ASE>> GSM_Outgoing_call

)

>GSMOutg pingCallMMInfo_invoke_PDU

GSMOutg%CaHMMInfo_resp.

)

1(1)

/*This procedure is applicable
for the DECTaccess to GSM mo
only. See subclause 9.3.9%/

Figure F.49: GSM outgoing call
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Process <<Substructure LE_MSC/Block MM_ASE>> CTM_Outgoing_call

=

>CTMOutg pingCallMMInfo_invoke_PDU

CTMOutg@CaHMMInfO_resp.

)

1(1)

for the CTM mode only.

/*This procedure is applicable
See subclause 9.3.9%/

Figure F.50: CTM outgoing call
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Process <<Substructure Fixed_Part/Block MM_ASE>> GSM_Incoming_Call 1(1)
F=======" -I\\
Ly

[*This procedure is applicable for the
Idle DECT access to GSM mode only.
See subclause 9.3.10%/

GSMIncor@CaHMMInfo_invoke_PDU

<GSMIncorningCaIIMMInfo_inf.

)

Figure F.51: GSM incoming call
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Process <<Substructure LE_MSC/Block MM_ASE>> CTM_Incoming_call 1(1)
o _E‘ [*This procedure is applicable for

3 the CTM mode only.
G 1 See subclause 9.3.10%/

)

>CTMIncomingCaIIMMInfo_req.

CTMIncom}GaHMM-IH#@_—inveke. PDU

-
[}
[}
[}
[}
[}
[}

Ldcoordinates with SETUP
Imessage of basic call.

)

Figure F.52: CTM incoming call
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