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Foreword

This European Standard (Telecommunications series) has been produced by ETSI Project Digital Enhanced Cordless
Telecommunications (DECT).

The present document is part 5 of a multi-part EN covering the Common Interface (Cl) for the Digital Enhanced
Cordless Telecommunications (DECT), as identified below:

Part 1:  "Overview";

Part2:  "Physical Layer (PHL)";

Part 3:  "Medium Access Control (MAC) layer";
Part 4.  "Datalink Control (DLC) layer";

Part 5: " Network (NWK) layer”;

Part 6:  "ldentities and addressing”;

Part 7. "Security features’;

Part 8:  "Speech coding and transmission”.

Further details of the DECT system may be found in TR 101 178 [57] and ETR 043 [58].

National transposition dates
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Date of latest announcement of this EN (doa): 31 May 2001

Date of latest publication of new National Standard
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Date of withdrawal of any conflicting National Standard (dow): 30 November 2001
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1 Scope

The present document gives an introduction and overview of the complete Digital Enhanced Cordless
Telecommunications (DECT) Common Interface (Cl).

Thispart of the DECT CI specifies the Network (NWK) layer. The NWK layer is part 5 of the DECT CI standard and
layer 3 of the DECT protocol stack.

Network layer

Network layer

C-plane (3) U-plane
DLC layer | DLC layer
C-plane (2b) U-plane
MAC layer
(2a)

Physical layer
)

Figure 1a

The present document only specifies the C-plane (control plane) of the DECT NWK layer. It contains no specification
for the U-plane (user plane) because the U-planeisnull for all services at the DECT NWK layer.

The C-plane contains all of the internal signalling information, and the NWK layer protocols are grouped into the
following families of procedures:

- call Control (CC);

- supplementary Services (SS);

- connection Oriented Message Service (COMS);
- connectionLess Message Service (CLMYS);

- mobility Management (MM);

- link Control Entity (LCE).

The present document uses the layered model principles and terminology as described in
ITU-T Recommendation X.200 [10] and ITU-T Recommendation X.210 [11].

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

» References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

» For aspecific reference, subsegquent revisions do not apply.
» For anon-specific reference, the latest version applies.

[1] ETSI EN 300 175-1: "Digital Enhanced Cordless Telecommunications (DECT); Common
Interface (Cl); Part 1: Overview".

[2] ETSI EN 300 175-2: "Digital Enhanced Cordless Telecommunications (DECT); Common
Interface (Cl); Part 2: Physical Layer (PHL)".
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3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the following terms and definitions apply:

Active terminal/member: member of a DCDL-net that is powered-up, has locked to the MASTER and has announced
itself as being present to the MASTER.

attach: see EN 300 175-1[1].

authentication of PT: see EN 300 175-1[1].

authentication of FT: see EN 300 175-1[1].

authentication of user: see EN 300 175-1[1].

bearer service: see EN 300 175-1[1].

C-plane: see EN 300 175-1 [1].

call: see EN 300 175-1 [1].

Cordless Radio Fixed Part (CRFP): see EN 300 175-1[1].
DECT Distributed communications: See EN 300 175-1[1].

DECT Local Network (DL -net): local network comprising number of DECT terminal s capabl e of
inter-communicating which may but need not be connected to an external network.

DECT Network (DNW): see EN 300 175-1[1].
double duplex bearer: see EN 300 175-1[1].
End System (ES): see EN 300 175-1[1].

exter nal handover: see EN 300 175-1[1].
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Fixed Part (DECT Fixed Part) (FP): see EN 300 175-1 [1].
Fixed radio Termination (FT): see EN 300 175-1[1].
geographically unique: see EN 300 175-1[1].

Global Network (GNW): see EN 300 175-1[1].
globally unique identity: see EN 300 175-1 [1].
handover: see EN 300 175-1 [1].

Hybrid Part (HyP): See EN 300 175-1 [1].

incoming call: see EN 300 175-1 [1].

inter-cell handover: see EN 300 175-1[1].

internal call: see EN 300 175-1[1].

internal handover: see EN 300 175-1 [1].

inter operability: see EN 300 175-1 [1].

interoperator roaming: see EN 300 175-1 [1].
Interwor king Unit (IWU): see EN 300 175-1 [1].
intracell handover: see EN 300 175-1 [1].

intraoper ator roaming: see EN 300 175-1 [1].

L ocal Network (LNW): see EN 300 175-1[1].

locally unique identity: see EN 300 175-1 [1].
location area: see EN 300 175-1 [1].

location registration: see EN 300 175-1 [1].

Lower Layer Management Entity (LLME): see EN 300 175-1 [1].
MAC connection (connection): see EN 300 175-1[1].

MASTER: specialy dedicated terminal determining the DCDL-net synchronization and providing means of intra
DCDL-net control and exchange of information. By definition aMASTER isaways an Active terminal.

outgoing call: see EN 300 175-1 [1].

paging: see EN 300 175-1 [1].

paging area: see EN 300 175-1 [1].

Portable Application (PA): see EN 300 175-1 [1].
Portable Part (DECT Portable Part) (PP): see EN 300 175-1 [1].
Portableradio Termination (PT): see EN 300 175-1 [1].
radio end point: see EN 300 175-1[1].

Radio Fixed Part (RFP): see EN 300 175-1 [1].
registration: see EN 300 175-1[1].

Repeater Part (REP): see EN 300 175-1 [1].

roaming: see EN 300 175-1 [1].
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roaming service: see EN 300 175-1 [1].

segment: see EN 300 175-1[1].

segmentation: see EN 300 175-1 [1].

service provider (telecommunications service provider): see EN 300 175-1 [1].
sequencing (sequence numbering): see EN 300 175-1[1].
servicecall: see EN 300 175-1 [1].

subscriber (customer): see EN 300 175-1[1].

subscription registration: see EN 300 175-1 [1].
Supplementary Service (SS): see EN 300 175-1 [1].
teleservice: see EN 300 175-1[1].

TPUI domain: see EN 300 175-1[1].

U-plane: see EN 300 175-1 [1].

user (of atelecommunication network): see EN 300 175-1[1].

Wireless Relay Station (WRS): see EN 300 175-1[1].

3.2 Abbreviations

For the purposes of the present document the following abbreviations apply:

AC Authentication Code

ACK Acknowledgement

ADPCM Adaptive Differential Pulse Code Modulation
ARC Access Rights Class

ARD Access Rights Details

ARI Access Rights | dentity

BCD Binary Coded Decimal

CBI Collective Broadcast | dentifier

CcC Call Control

Cl Cdl Identity

Cl Common Interface

CISS Call Independent Supplementary Services
CLMS Connectionless Message Service

COMS Connection Oriented Message Service
CRFP Cordless Radio Fixed Part

CRSS Call Related Supplementary Services
C-plane Control plane

C/L Connectionless mode

C/IO Connection Oriented mode

CSDb Common System Database

DCDL-net Distributed Communication DECT Local Network
DCK Derived Cipher Key

DECT Digital Enhanced Cordless Telecommunications
DLC Data Link Control

DLEI Data Link Endpoint Identifier (DLC layer)
DL-net DECT Local Network

DNW DECT Network

DSAA DECT Standard Authentication Algorithm
DTMF Dual Tone Multi-Frequency

ES End System

FP Fixed Part

FT Fixed radio Termination
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GAP
HyP
IAS
[dN

| PEI
IPUI
ISDN
IWF
WU
KS
KS
LAPC
LAN
LCE
LCN
LLME
LLN
LRMS
LSB
MAC
MM
MMS
MSB
NLR
NWK
PARI
PARK
PBX
PLI
PMID
PP
PSTN

PUN
PUT
RAND-F
RAND-P
REP
RES1
RES2
REP
RFP

RS

SAP
SARI
Sbu
SMS

TARI
TCL
TDMA
TI
TPRUI
UAK
UPI
U-plane
WRS
XRESL
XRES2

22
Generic Access Profile
Hybrid Part
International Alphabet No.5 as defined by ITU-T
[ dentity Number

International Portable Equipment Identity
International Portable User Identity
Integrated Services Digital Network
InterWorking Function
Interworking Unit

PP authentication Session Key

FP authentication Session Key
aDLC layer C-plane protocol entity
Local Area Network

Link Control Entity

Logical Connection Number

Lower Layer Management Entity
Logical Link Number

Low Rate Messaging Service

Least Significant Bit

Medium Access Control

Mobility Management

Multimedia Messaging Service
Most Significant Bit

No Link Required

Network

Primary Access Rights Identity
Portable Access Rights Key

Private Branch Exchange

Park Length Indicator

Portable part MAC Identity (MAC layer)
Portable Part

Public Switched Telephone Network
Portable radio Termination

Portable User Number

Portable User Type

a Random challengeissued by a FT
a Random challengeissued by a PT
Repeater Part

a Response calculated by a PT

a Response calculated by a FT
Repeater Part

Radio Fixed Part

avalue used to establish authentication session keys

Service Access Point

Secondary Access Rights Identity
Service Data Unit

Short Message Service

Supplementary Services

Tertiary Access Rights Identity
Telephone Coupling Loss

Time Division Multiple Access
Transaction Identifier

Temporary Portable User Identity

User Authentication Key

User Personal Identification

User plane

Wirdess Relay Station

an Expected Response calculated by a FT
an Expected Response calculated by a PT
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4 Overview of the NWK layer

The DECT NWK layer (layer 3) protocol contains the following groups of functions (see figure 1b).

Link Controal Entity (L CE): The establishment, operation and release of a C-planelink between the fixed termination
and every active portable termination.

Call Control (CC) entity: The establishment, maintenance and release of circuit switched cals.

Call Independent Supplementary Services (CISS) entity: The support of call independent supplementary services.
Connection Oriented M essage Service (COM S) entity: The support of connection-oriented messages.
Connectionless M essage Service (CLM S) entity: The support of connectionless messages.

M obility M anagement (M M) entity: The management of identities, authentication, |ocation updating, on-air
subscription and key allocation.

In addition all of these C-plane entities interface to the Lower Layer Management Entity (LLME). This provides co-
ordination of the operations between different NWK layer entities and al so between the NWK layer and the lower
layers.

The CC procedures and messages used in this protocol are based on the layer 3 procedures and messages defined in
EN 300 403-1 [8]. Many of the alterations adopted in I-ETS 300 022-1 [9] have a so been adopted here.

The other groups of procedures are also based on the similar groupings as defined in [-ETS 300 022-1 [9].

Neither of these source documents can serve as a detailed reference for the present document, because DECT contains
many differences. Theseinclude:

a) the LCE, that provides a co-ordinated use of the layer 2 resources, including management of the broadcast
Services,

b) the advanced data capabilities of DECT, that include the capability for asymmetric calls and for multiple
instances of a call.

ETSI



24

ETSI EN 300 175-5 V1.5.1 (2001-02)

Lower | | A
Layer . .
Management Interworking Unit (IWU)
Entlty § J
MNCC SAP MNSS SAP MNCO SAP MNCL SAP’J_‘
LLME
‘ F:_‘tgtncifgll ‘ ‘ Protocol ‘ 'Protocol gsgsszgn?ing / F(’;gtncifgll ‘
J Control ) Control/ Reassembly
J-plane CLMS
Connection CcC
o CISS MM
Transaction Transaction Transaction Transaction
Identification | | Identification Identification Identification_
[ Protocol Discrimination ]
|
Layer 3 ( Link Control )
Link
Control - . .
. Data Link Endpoint and SAP Processing
Entity
TTT TT T
DLC CONNECTION ORIENTED DLC CONNECTIONLESS DLC BROADCAST
SAP (SAPI =0) SAP (SAPI = 3) SAP (SAP B)
Figure 1b: C-plane model
| | | | | | |
[ Interworking Function (IWF) ]
NUS -
NU15
NU1 SAP Lr‘\luz SAP Lr‘\lus SAP DIUA' SAP u\lus SAP Lr‘\lue SAP Ll\\lU? SAP L‘ SAP L
I 1 ] ] 1 ] - 3
Network
Layer

LU1 SA‘P—|_II_U2 SA|P—|_II_U3 SA|P—|_I,_U4 SA|P—|_I,_U5 SA‘P—|_II_U6 SA‘P—|_I,_U7 SA|P—|_I

NOTE:

The U-plane is completely null at the NWK layer.

Figure 2: U-plane model
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5 Overview of procedures

51 General

Each of the functional groupings (each entity) defined in clause 4 are described separately, and have its own set of
procedures and messages.

This clause provides a short overview of the procedures and messages for each entity. The compl ete descriptions of
messages appear in clause 6 and the detailed procedures appear in clauses 9 to 14. In the event of any conflict, the
detailed message and procedure definitions shall take precedence.

As shown in the C-plane modd (see figure 1b) the LCE shall provide a common foundation for all the other "higher
entities'. The CC, CISS, COMS, CLMS and MM are collectively described as "higher entities’. The LCE shall provide
amessage routing service to these "higher entities’, using the combination of the Data Link Control (DLC) layer DLEI
and the higher entity protocol discriminator element.

The present document only considers the provision and co-ordination of servicesto asingle PT. The provision of
services to multiple PTs by one FT shall be understood to be based on independent operation, and isnot considered any
further in the present document.

Within one PT, multiple instances of the CC, CISS and COMS entities may exist but there may be only two ingtances of
the MM and one ingtance of the CLM S entities as shown in figure 1b.

All of the procedures are based on the exchange of messages between peer entities. The present document uses two
distinct formats of message:

- S FORMAT messages, these messages have asimilar structureto EN 300 403-1 [8] and I-ETS 300 022-1 [9];

- B-FORMAT messages; these messages are specially coded to meet the physical constraints of the broadcast
service. They are not similar to EN 300 403-1 [8] messages.

The LCE shall provide a common routing service for messages to and from the separate entities using information that
isexplicit in every SFORMAT message and implicit in every B-FORMAT message.

B-FORMAT messages shall only be used by the LCE and CLMS entities.

5.2 Overview of Call Control (CC)

5.2.1 General

CC isthemain service instance. It provides a set of procedures that allow the establishment, maintenance and release of
circuit switched services. It aso provides support for all call related signdling.

Each instance of CC istermed a"call". This shall be associated with one or more U-plane service instances by the
LLME. Both the CC service and the associated U-plane service are required to provide the complete service to a user.

5.2.2 Call establishment

5.2.2.1 Call setup

Call setup involves the exchange of some of the following information between the originator and the responding side
of thecall:

- International Portable User Identity (IPUI) (or group TPUI) (portableidentity);
- Access Rights Identity (ARI) (fixed identity);
- called party number;

- interworking attributes;
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- call attributes:
- C-planeattributes (NWK layer and DLC layer);
- U-planeattributes (DLC and MAC layers).
Call setup can be originated by either side (FT or PT or HyP).

NOTE: TheHyP may initiate calls behaving as FT or PT, therefore the present document in general talks for
communication between PT and FT assuming that this my be aswell a HyP behaving as PT or FT. For
the exact procedure related to HyP see Annex |.

The IWU may request the CC entity to initiate a call setup at any time. The CC shall then submit a call setup messageto
the LCE, and the LCE shall determine which link establishment procedure is necessary (i.e. direct establishment,
indirect establishment or none).

Thisfirst call setup message shall define the transaction identifier for all subsequent messages (messages related to this
call), and the management of these transaction identifiersis an independent task for each side.

The call setup message may not contain all of the setup information. If not, the remaining information shall be
submitted in subsequent call information messages.

If therequested service is acceptable, the peer CC entity shall accept the setup and shall respond with a positive
message such as setup acknowledge. Thisreply, and all future replies, adopt the transaction identifier defined by the
initia call setup message.

If the setup is unacceptabl e to the peer entity, it shall reply with a call release message.

5.2.2.2 Service negotiation

Service negotiation may be supported during the call establishment phase. This possibility shall beindicated in the first
call setup message. The negotiation shall involve further peer-to-peer exchanges to determine an agreed set of service
attributes.

5.2.3 Call connect

The call connect procedures are used to signd that the peer-to-peer U-plane communication has been enabled. These
procedures provide signaling to/from the IWUs that the U-plane exchange has started.

Thisfinal acceptance of a call by the peer entity is signalled by sending a connect message. For FT initiated calls, the
FT then responds with a connect acknowledge message.

Thereisno guarantee of peer-to-peer U-plane establishment until this procedure has completed.

524 Call information

The call information procedures may be invoked during call establishment and also as part of an established call
(i.e. during the"ACTIVE" dtate).

These information exchange procedures shall always be supported. Their functions include the exchange of externa
information (for example, between a PP application and a FP interworking unit) in a series of one or more { CC-INFO}
messages. Thisinformation is handled transparently by the CC protocol.

5.2.5 Service change

The service change procedures may only be invoked as part of an established call (i.e. during the "ACTIVE" state).

These service change procedures and the related service change messages are optiona and should only be supported by
equipment that also supportstherelated LLME (control) procedures. These procedures support arestricted set of
modifications to the call. Each modification shall be offered to and accepted by the peer CC before it can be initiated.
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5.2.6 Call release

The call release procedure is used to release all U-plane resources and all NWK layer C-plane resources associated with
one call ingance. The call rel ease procedure can be invoked in two ways:

- directly, when the call ends properly;
- indirectly, when acall timer expires.

The call release message is submitted to the LCE which decides on the exact release procedure to be used. A release
confirm message then provides confirmation from the peer CC entity that the rel ease message has been accepted.

NOTE: If any other call ingances arein use to thisterminal, the C-plane link will be maintained by the L CE, and
only the resources associated with this one instance will be released.

5.3 Overview of Supplementary Services (SS)

5.3.1 General
SSs provide additional capabilitiesto be used with bearer services and tel eservices.

SSs are divided into two types:
- Cadl Related Supplementary Services (CRSS);
- Call Independent Supplementary Services (CISS).

CRSS are explicitly associated with asingle instance of a CC entity. This association requires that all CRSS information
elements are contained in messages that use the transaction identifier of that CC-insgance. CRSS shall only be invoked
within a CC instance at any phase of a CC, (establish, information or release) and multiple CRSS may be invoked
within asingle cal.

CISS may refer to all CC instances (e.g. "call forward on busy") or they may relate to services that are unconnected to
any CC instances. The messages for a CISS are invoked independent of any CC instance and are identified by using
independent transaction identifiersthat are directly allocated by the CISS entity.

An example of CISS isthe charging procedures:
- negotiation of account details;
- charge sharing;
- reversecharging;
- adviceof charge;
- charge confirmation (el ectronic receipt).

Three generic protocols are defined for the control of SSs, two of which are stimulus, the third being functional. These
protocols are:

- thekeypad protocol;
- thefeature key management protocol;
- thefunctional protocol.

All three protocols can be used for both CRSS and CISS.
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53.2 Keypad protocol

The keypad protocol is based on the use of the <<"KEY PAD">> and <<"DISPLAY">> information e ements. The
<<"KEYPAD">> information € ement may be included in the { CC-SETUP} and { CC-INFO} messages and in the
CISS messages. The <<"DISPLAY">> information element may be included in various messages sent by the network
to the user, as defined in clause 6.3.

This protocol appliesto SSsinvocation in the user-to-network direction, and the keypad codes used for the invocation
of anindividual SSare network dependent.

The protocol is stimulusin the sense that it does not require any knowledge about the invoked SS by the PT or FT.

5.3.3 Feature key management protocol

The feature key management protocol is based on the use of the <<FEATURE-ACTIVATE>> and <<FEATURE-
INDICATE>> information elements. The <<FEATURE-ACTIVATE>> information element may be included in
various basic CC messages or CISS messages as specified in clause 6.3, in the user-to-network direction. The
<<FEATURE-INDICATE>> information e ement may be included in various basic CC messages or CISS messagesin
the network-to-user direction.

This protocol typically applies to SSs operation during calls but also alows for CISS control. CISS control is
accomplished by sending an { CISS-REGISTER} or { FACILITY} message which contains a <<FEATURE-
ACTIVATE>> information element. The user may send a <<FEATURE-ACTIVATE>> request at any time, and the
network may send a<<FEATURE-INDICATE>> information element any time.

5.3.4 Functional protocol

Two categories of procedures are defined for the functiona signalling for SSs. Thefirst category, called the separate
message approach, utilizes separate message types to indicate a desired function. The hold and retrieve family of
messages are identified for this category.

The second category, called the common information element procedure, utilizes the <<FACILITY >> information
element and applies only to SSsthat do not require synchronization of resources between the user and the network. A
{FACILITY}, a{CISS-REGISTER} or an existing CC message is used to carry the <<FACILITY>> information
element.

Both categories are specified in a symmetrical manner and can be signalled in the network-to-user and the user-to-
network directions.

The protocol isfunctional in the sense that it requires the knowledge of therelated SS by the PT or FT supporting it.
This protocal, therefore, alows for autonomous operation by the DECT network, with no user (human) intervention.
The protocol does not define the man-machine-interface.

54 Overview of Connection Oriented Message Service
(COMS)

541 General

The COMS offers a point-to-point connection oriented packet service. This service only supports packet mode calls,
and offers afaster (and smpler) call establishment than the CC entity. The COMS includes the ability for rapid
suspension (and resumption) of the connection, this capability is provided to allow the lower layer resources to be
released during periods of inactivity (this provides a function similar to the virtual connection mode of packet
communications).
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54.2 COMS establishment

COMS call setup involves the exchange of some of the following information between the originator and the
responding sde of the call:

- TPUI or IPUI portable identity;
- ARI fixed identity;

interworking attributes;
- COMS attributes (C-plane attributes for NWK layer and DLC layer).
COMS setup can be originated by either side (FT or PT).

The IWU can request a COM S entity to initiate acall setup at any time. The COMS then submitsacall setup message
to the LCE. The LCE then decidesif any link establishment procedures are necessary (i.e. direct establishment, indirect
establishment or none).

Thisfirst COMS setup message defines the transaction identifier for all subsequent messages (messagesrelated to this
call), and the management of these transaction identifiersis an independent task for each side.

If the COMS setup is successful, the complete setup message is delivered to the peer COMS entity, and if the call
details are acceptabl e the peer responds with a connect message. Thisreply, and all future replies, adopt the transaction
identifier defined by theinitial call setup message.

If the COMS setup is unsuccessful, the originating entity will timeout. If the setup is unacceptable to the peer entity it
shall reply with arelease message.
54.3 Service negotiation

Service negotiation may be supported during the call establishment phase. This possibility shall beindicated in the first
call setup message. The negotiation shall involve further peer-to-peer exchanges to determine an agreed set of service
attributes.

54.4 COMS connect

The COMS connect procedures are used to signal that the interworking-to-interworking communication (C-plane) has
been enabled. These procedures provide signalling to/from the IWUs that C-plane exchange has garted.

This acceptance of a COMS call is signaled by the peer entity by sending a connect message, and the initiating side
responds with a connect acknowledge message. There is no guarantee of end-to-end communication until this procedure
has compl eted.

5.4.5 COMS data transfer

Following a successful connect, one or more packets of data can be transferred. Each packet isindividually
acknowledged when it is successfully delivered to the peer IWU. Long packets may be segmented, and are only
delivered and acknowledged if all segments are received correctly.

The COMS data transfer alows for asmall number of information (packet) formats. These formats may be used in any
order and in all cases the sequence of packets shall be preserved.
5.4.6 COMS suspend and resume

These procedures are optional. They use the same (C-plane) procedures asfor CC to support suspension and resumption
of the lower resources.

NOTE: Thisserviceisintended to support virtual data circuits such asfor ITU-T Recommendation X.25 [50] and
for burgty data terminals, at low to medium datarates.
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54.7 COMS release

The COMS release procedures are used to release all C-plane resources associated with one COMS instance. The
rel ease procedure can be invoked in two ways:

- directly, when the call ends properly;
- indirectly, when acall timer expires.

The COMS rel ease message is submitted to the L CE which decides on the exact release procedures to be used. A
release confirm message then provides confirmation from the peer COMS entity that the rel ease message has been
understood.

NOTE: If any other call ingances arein use to thisterminal, the C-plane link will be maintained by the L CE, and
only the resources associated with this one instance will be released.

5.5 Overview of ConnectionLess Message Service (CLMS)

The CLMS offers a connectionless point-to-point or point-to-multipoint service. The CLMS may offer either or both of
the following service types:

- fixed length message service,

- variable length message service.

55.1 Fixed length message service

This service only operates in the direction FT to PT. Messages are transmitted using the DLC broadcast services, and
normally this should provide a more reliable service than the variable message service (see bel ow) because broadcast
transmissions are duplicated in the lower layers.

Thisservice allows for the transport of structured or unstructured data, up to 160 bits.

NOTE: Thisisintended for group paging and broadcast information such as key system information.

5.5.2 Variable length message service

This service may operate in both directions. In the generd case, a connection-oriented link isnot available, and the
message isrouted over a point-to-multipoint connectionless link.

NOTE: Intheevent that a connection-oriented link already exists to the relevant PT, then the message may be
routed over that (existing) link by the LCE.

In both cases successful ddlivery of the message shall not be acknowledged by the peer CLM S entity.

Only one variable message transaction to each PT isallowed at any onetime.
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5.6 Overview of Mobility Management (MM)

5.6.1 General

The MM entity handles functions necessary for the secure provision of DECT services and supportsin particul ar
incoming cals. These functions are necessary due to the mobile nature of the DECT user and due to highly probable
fraudulent attacks upon the radio interface.

MM procedures are described in seven groups:
a) identity procedures,
b) authentication procedures;
¢) location procedures;
d) accessrights procedures;
€) key allocation procedure;
f) parameter retrieval procedure;
g) ciphering related procedure.
These groups are briefly described in this clause. The MM procedures themselves are described in clause 13. The
management of MM procedures including the use of an MM-procedure priority list to circumvent MM-state machine
deadlocks, are described in clause 15.5.
5.6.2 Identity procedures
The identity procedures are based on the DECT identities defined in EN 300 175-6 [5].
The identity procedures serve three purposes:
- torequest aPT to provide specific identification parametersto the FT;
- toassign aTPUI and/or anetwork assigned identity to a PT;
- todeeteaTPUI and/or anetwork assigned identity in a PT.
PT identities (IPUI and TPUI) have an important relationship to FT identities:

- an|PUI ispaired with one or more ARIs. The IPUI isusable on any fixed network that supports one (or more) of
the paired ARIs;

- aTPUI is paired with one |PUI within one location area. The TPUI is only valid on FTs belonging to the
associated |ocation area.

The identity procedures are lways initiated by the FT, and any one of them may be initiated at any time, including
during a CC-cdll, CISS-call or COMS-call. However, the procedure may be triggered by a PT initiated event.
5.6.3 Authentication procedures
Authentication procedures can be used in both directions:

- PT authentication defines the mechanism that is used to provide the authentication of a PT toan FT;

- FT authentication defines the mechanism that is used to provide the authentication of an FT to a PT,;

- user authentication defines the mechanism that is used to provide the authentication of the user toan FT.
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The authentication procedures serve two purposes:
- tocheck that the identity provided by the PT or FT isatrue identity;

- toprovide anew ciphering key to the PT and FT.

5.6.4 Location procedures

The location procedures are necessary for incoming call provision. They are designed to allow the FT to minimize
location database accesses in the event that duplicated or redundant messages are received from a PT.

The location procedures are concerned with two levels of |ocation:
- locating; reporting the position of the PT in terms of location areasto the FT;
- detaching (attaching); reporting to the FT that the PT isnot ready (ready) toreceive calls.

Locating isahigher level than attaching. This means that alocation registration can implicitly be regarded asan
automatic attachment. L ocation regigtration without changing the location areaisreferred to as attaching, no separate
message is defined.

NOTE: "Delocation" (defined as deletion of an entry in the externa location database) is not a specified function
for theair interface. The decision to "delocate” is specific to each FT. It should be possible to detach
without "delocating".

Three location procedures are defined:
- location registration procedure for locating and attaching;
- detach procedure for detaching;
- location update procedure which isused by the FT to request from the PT to perform location updating, e.g. after
| ocation areas have been rearranged.
5.6.5 Access rights procedures

Three procedures are defined, one for obtaining the access rights, one for terminating the access rights and one for
modifying the access rights.

The procedure for obtaining the access rightsis used to load down the IPUI and the Portable Access Rights Key
(PARK) to the PT.

Other service specific information may also be transferred during this procedure. Thisisstored at the handset or/and at
the base for later retrieval by the system.

NOTE: Thisprocedure does not transfer an authentication key. If afirst key had been put in (e.g. an
Authentication Code (AC)), then the key allocation procedure can be used to replace thisfirst key by an
other key (e.g. the User Authentication Key (UAK)).

The procedure for terminating the access rights is used to remove a specific IPUI and all information which isrelated to
thisIPUI from the PT and from the FT or to remove a PARK from the PT and the related access rightsinformation from
the FT.

The procedure for modifying the access rightsis used to change IPUI or PARK or PLI in the PT without user
intervention.
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5.6.6 Key allocation procedure

This procedure can be used to replace an Authentication Code (AC) by an UAK. For calculating the UAK a DECT
Standard Authentication Algorithm (DSAA) isused. The AC that isused in this procedure should be as long as possible
and should have at least 32 hits, but better 64 bits or more. After a successful key allocation, the used AC shall be
erased.

5.6.7 Parameter retrieval procedure

This procedure may use an existing link between the PT and the FT to alow the PT to obtain additional information,
which could be necessary to perform external handover to an other FT. In the case of an externa handover, setting up a
link to the new FT isdone viathe CC entity.

The procedure may be used for transmission of parameters needed in various other procedures, e.g. RPN for aWRS,
DCDL-net active members specific information, dynamically assigned setup capabilities, etc.
5.6.8 Ciphering related procedure

This procedure is used to define the cipher parameters and to engage or disengage ciphering of a connection.

5.7 Overview of Link Control Entity (LCE)

57.1 General

The LCE isthelowest entity in the NWK layer. It performs the following tasks:
a) supervision of lower layer link states for every datalink endpoint in the C-plane;
b) downlink routing - routing of messages to different C-plane data link endpoints (instances of S-SAP);

¢) uplink routing - routing of messages from different data link endpoints based on the protocol discriminator and
the transaction identifier;

d) queuing of messagesto all C-plane data link endpaints;

€) creation and management of { LCE-REQUEST-PAGE} messages, and submitting them to the B-SAP (note);
f) queuing and submission of other messages to the B-SAP;

g) assignment of new Data Link Endpoint Identifiers (DLEI) when a successful link establishment is indicated;
h) assignment of new NWK layer instances to existing data link endpoints;

i) reporting datalink failuresto al NWK layer instances that are using that link.

NOTE: A LCE-REQUEST-PAGE message may be transmitted over and existing link if it is used for resume
paging.

Thelink states as observed by the LCE are shown in annex C. These states are a combination of the DLC internal states
plus the underlying connection. For example, the "LINK ESTABLISHED" state meansthat the DLC LAPC is
established and the associated MAC connection is established.

5.7.2 Data Link Endpoint Identifier (DLEI)

Every message submitted to, or originated by, the LCE shall be routed to its correct DLEI. The necessary mapping
should be based on two parameters:

- thelPUI or the assigned individual TPUI;
- theoriginating entity (CC, CISS, COMS, CLMS, MM or LCE), plus any associated transaction identifier.

This mapping should be defined as part of data link establishment.
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NOTE 1: For group cals, there may be severa alternative mappings (alternative acceptable values of 1PUI). The
link establishment procedures always creates a single mapping, but the selection procedures are not
defined in the present document.

NOTE 2: Thereisno DLEI defined for broadcast purposes. A broadcast DLEI isnot required because broadcasts
are clearly distinguished at the DLC and MAC layers by the use of a dedicated broadcast channel.
5.7.3 Data link establishment

A datalink is only established in response to an explicit request from ahigher entity. The necessary actions are dightly
different at the FT and the PT.

The LCE shall request a suitable DLEI from the LLME in response to this request, using both:

- thelPUI or the assigned individual TPUI;

- theoriginating entity (CC, CISS, COMS, CLMS, MM or LCE), plus any associated transaction identifier.
Having obtained a DLEI, the L CE procedure shall depend on the state of that link:

a) if thelink is established, no action isrequired and any messages shall be immediately submitted using
DL_DATA-req primitives,

b) if thelink isnot established, the LCE shall determine the appropriate method of establishment. Two methods are
defined:

- direct establishment, for al PT initiationsand for FT initiations where "fast DLC setup” is supported;
- indirect establishment, for all other cases, including failure of FT initiated "fast DLC setup".
Indirect establishment uses the request paging procedures described in clause 5.7.8.

If Class B operation isrequested, and thereis not an established Class B link, the LCE shall automatically attempt to
establish (or resume) Class B operation on onelink. If Class B establishment fails, but Class A operation is offered, the
LCE shdll proceed with Class A operation and shall notify the initiating entity.

NOTE: Refer to EN 300 175-4 [4] for details of Class A and Class B link operation.
¢) if link establishment fails, the LCE shall discard the message and shall notify the initiating entity of thisfailure.
Any messages from higher entities shall be queued by the LCE during link establishment, as defined in clause 5.7.7.

5.7.4 Data link re-establishment

If the link associated with any active DLEI fails, the LCE shall notify all associated higher entities of this failure. Link
re-establishment shall only be attempted in response to arequest from one of these entities.

Link re-establishment may be requested at any time by one of the higher entities. The LCE shall immediately attempt to
re-establish thelink, and shall notify all higher entities of this event.

Any messages from higher entities shall be queued by the LCE during link re-establishment, as defined in clause 5.7.7.

5.7.5 Data link release
Under normal conditions, adatalink isonly released if all higher entities associated with that link have been rel eased.

The link may be maintained for a short period after therelease of the last call.
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5.7.6 Data link suspend and resume

The LCE contrals the suspension and resumption of each C-plane data link in response to demands from the higher
entities. A link suspension shall only be requested by a CC or COM S entity, and the link shall only be suspended if no
other higher entities are active. Thelink shall be immediately resumed if alink isrequested by any of the higher
entities.

During the suspend and resume procedures, any messages from higher entities shal be queued by the LCE, as defined
in clause 5.7.7. The existence of queued messages for a suspended link should cause immediate resumption of that link.

NOTE: DECT standard provides two suspend/resume procedures. Data link suspend and resume which is
described in the present document, and, MAC suspend and resume described in EN 300 175-3 [3].

5.7.7 Queuing of messages

Messages are only queued during link establishment, link re-establishment and during link suspend and resume
procedures. Once alink has been established, messages should be sent as quickly as possible.

NOTE: Following successful link establishment, messages are not queued by the L CE, but they may still be
queued by the DLC layer link entity (see EN 300 175-4 [4]).

5.7.8 Request paging

Request paging is used to communicate to a portable termination that the DECT fixed termination wantsto establish a
link to it, wantsto initiate a connectionless message service or wants a particular set of PPsto initiateringing. The
{LCE-REQUEST-PAGE} message contains very limited information (the main element issimply a shortened identity
of the PT), a complete call establishment message is only exchanged after the link has been established.

NOTE: The{LCE-REQUEST-PAGE} messageisaB-FORMAT message. Refer to clause 8.2

In case of request for alink, upon receipt of a { LCE-REQUEST-PAGE} message, the LCE of the addressed PT initiates
an immediate link establishment. The first message shall be a { LCE-PAGE-RESPONSE} message. This distinguishesit
from an outgoing call PT initiated link establishment. This message shall contain the full 1PUI or the assigned

individual TPUI of the responding PT (see clause 14.2.3).

A FT shall only initiate one of these procedures to any given IPUI (or TPUI) at any onetime, and the LCE isrequired to
maintain arecord of outstanding requests, and to report their success or failure to the correct originating entity (CC,
CISS, COMS or MM).

This procedure should not be used when a suitable link already exists to the chosen I1PUI (or TPUI), and it isthe
responsibility of the LLME to determineif such alink exists

In the case of request for ringing on receipt of the { LCE-REQUEST-PAGE} message indicating "ringing” the requested
PPs shall initiate ringing without link establishment. Such shall be initiated upon following answer from one of the
ringing PPs. Threetypes of ringing are considered, "Group" when only PPs that have been assigned thereceived
connectionless group TPUI shall ring, "Coallective" when all subscribed PPs shall ring and " Group Mask™ when only
PPs with assigned connectionless group TPUI that matches the received group mask shall ring.
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6 Message functional definitions

6.1 Overview of message structures

6.1.1 Messages

Messages are the highest level of information grouping defined in the NWK layer. Each message contains a variable set
of information relating to one (NWK layer) transaction of one entity. The relevant entity and the transaction number are
identified by special elementsthat appear in every message.

Messages are divided into groups according to the originating entities (CC, CISS, COMS, CLMS, MM or LCE). A
summary of all the possible messages for each group appearsin clause 6.2. These summaries includes both SFORMAT
messages and B-FORMAT messages.

The clauses 6.3 and 6.4 ligt the allowed functional contents of each message. Each message is defined by a table that
lists the mandatory and optional information elements for that message.

The functional contents for each SFORMAT message arelisted in clause 6.3, and clause 7 contains coding detail s of
theindividua information elementsfor the SFORMAT messages.

The functiona contents for each B-FORMAT message are listed in clause 6.4, and clause 8 contains coding details of
theindividua information elementsfor the B-FORMAT messages.

6.1.2 Information elements

Information elements are alower level of information grouping, where the information usually relates to one specific
asgpect of the transaction. Elements are defined in a general way that allows elements to be (re)used within different
messages. DECT defines three types of information elements:

- DECT gspecific information elements;
- DECT standard information elements,
- DECT transparent information elements.

DECT specific information elements are those elementsthat relate exclusively to the (interna) operation of the DECT
protocol. These may refer to any or all of thelayers.

DECT standard information eements are those elements that relate to the interaction of the DECT protocol with the
IWUs and other higher layers. DECT standard information elements provide a standard mechanism for interoperation of
PTsand FTs.

Therearetwo DECT transparent information elements, <<IWU-TO-IWU>> and <<IWU-PACKET>>, corresponding
to two possible structures of externa information. These information elements are provided as a general mechanism for
trangporting external information that is of no (internal) relevance to the DECT protocol entities.
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Table 1: CC message summary (includes call related supplementary services)

Direction Clause
Call establishment messages
{CC-SETUP} Both 6.3.2.1
{CC-INFO} Both 6.3.2.2
{CC-SETUP-ACK} F=>P 6.3.2.3
{CC-CALL-PROC} F=>P 6.3.2.4
{CC-ALERTING} Both 6.3.2.5
{CC-NOTIFY} F=>P 6.3.2.13
{CC-CONNECT} Both 6.3.2.6
{CC-CONNECT-ACK} Both 6.3.2.7
Call information phase messages
{CC-INFO} Both 6.3.2.2
{CC-SERVICE-CHANGE} Both 6.3.2.10
{CC-SERVICE-ACCEPT} Both 6.3.2.11
{CC-SERVICE-REJECT} Both 6.3.2.12
{IWU-INFO} Both 6.3.2.14
Call related supplementary services
{FACILITY} Both 6.3.3.1
{HOLD} Both 6.3.3.2
{HOLD-ACK} Both 6.3.3.3
{HOLD-REJECT} Both 6.3.3.4
{RETRIEVE} Both 6.3.3.5
{RETRIEVE-ACK} Both 6.3.3.6
{RETRIEVE-REJECT} Both 6.3.3.7
Call release messages
{CC-INFO} Both 6.3.2.2
{CC-RELEASE} Both 6.3.2.8
{CC-RELEASE-COM} Both 6.3.2.9

Summary of CISS messages
Table 2: CISS message summary

Direction Clause
CISS establishment messages
{CISS-REGISTER} Both 6.3.3.8
CISS information phase messages
{FACILITY} Both 6.3.3.1
CISS release messages
{CISS-RELEASE-COM} Both 6.3.3.9
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6.2.3 Summary of COMS messages

Table 3: COMS message summary

Direction Clause
COMS establishment messages
{COMS-SETUP} Both 6.3.4.1
{COMS-CONNECT} Both 6.3.4.4
{COMS-NOFIFY} F=>P 6.3.4.7
COMS information phase messages
{COMS-INFO} Both 6.3.4.2
{COMS-ACK} Both 6.3.4.3
COMS release messages
{COMS-RELEASE} Both 6.3.4.5
{COMS-RELEASE-COM} Both 6.3.4.6

6.2.4 Summary of CLMS messages

Table 4: CLMS message summary

Direction Clause
CLMS information phase messages
{CLMS-VARIABLE} Both 6.3.5.1
{CLMS-FIXED} F=>P 6.4.3
NOTE: {CLMS-FIXED}is a B-FORMAT message.
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Direction Clause
Identity messages
{TEMPORARY-IDENTITY-ASSIGN} F=>P 6.3.6.24
{TEMPORARY-IDENTITY-ASSIGN-ACK} P=>F 6.3.6.25
{TEMPORARY-IDENTITY-ASSIGN-REJ} P=>F 6.3.6.26
{IDENTITY-REQUEST} F=>P 6.3.6.15
{IDENTITY-REPLY} P=>F 6.3.6.14
Authentication messages
{AUTHENTICATION-REQUEST} Both 6.3.6.9
{AUTHENTICATION-REPLY} Both 6.3.6.8
{AUTHENTICATION-REJECT} Both 6.3.6.7
Location messages
{LOCATE-REQUEST} P=>F 6.3.6.19
{LOCATE-ACCEPT} F=>P 6.3.6.17
{LOCATE-REJECT} F=>P 6.3.6.18
{DETACH} P=>F 6.3.6.13
Access rights messages
{ACCESS-RIGHTS-REQUEST} P=>F 6.3.6.3
{ACCESS-RIGHTS-ACCEPT} F=>P 6.3.6.1
{ACCESS-RIGHTS-REJECT} F=>P 6.3.6.2
{ACCESS-RIGHTS-TERMINATE-REQUEST} Both 6.3.6.6
{ACCESS-RIGHTS-TERMINATE-ACCEPT} Both 6.3.6.4
{ACCESS-RIGHTS-TERMINATE-REJECT} Both 6.3.6.5
Key allocation messages
{KEY-ALLOCATE} F=>P 6.3.6.16
Parameter retrieval messages
{MM-INFO-SUGGEST} F=>P 6.3.6.23
{MM-INFO-REQUEST} P=>F 6.3.6.22
{MM-INFO-ACCEPT} F=>P 6.3.6.20
{MM-INFO-REJECT} F=>P 6.3.6.21
Ciphering messages
{CIPHER-SUGGEST} P=>F 6.3.6.12
{CIPHER-REQUEST} F=>P 6.3.6.11
{CIPHER-REJECT} Both 6.3.6.10

Summary of LCE messages
Table 6: LCE message summary

Direction Clause
LCE establishment messages
{LCE-REQUEST-PAGE} F=>P 6.4.2
{LCE-PAGE-RESPONSE} P=>F 6.3.7.1
{LCE-PAGE-REJECT} F=>P 6.3.7.2
NOTE: {LCE-REQUEST-PAGE} is a B-FORMAT message.
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S-FORMAT message functional contents

S-FORMAT message overview

Each of the SFORMAT message definitions includes:

a) abrief description of the message direction and use;

b) atablelisting all the possible information elementsthat can be contained in the message. For each element, the
table defines:

the name of the information e ement;
areference to the clause where the information element is defined;

whether theinclusion of theinformation element is Mandatory (M) or Optiona (O) or Not allowed (N).
Theseinclusion rules are defined separately for each message direction. If the messageis only specified for
one direction, the elements are marked not applicable (-) for the other direction;

the range of possible lengths of the information e ement, where "*" means the maximum length is undefined,

¢) further explanatory notes asrequired.

The information el ements are always listed in their order of appearance, this order is mandatory for all instances of the
message. Receiver implementations shall take account of the possibility that further information e ements may be
inserted in the message tables in future editions of the present document.
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6.3.2 CC-messages

6.3.2.1 {CC-SETUP}

Thismessageis sent to initiate call establishment.

Table 7: {CC-SETUP}

Message Type Format Directions
[L{CC-SETUP} | L_s |  [Both |
Information Element Clause F to P message | P to F message | Length octets

Protocol Discriminator 7.2 M M o

Transaction Identifier 7.3 M M Yo

Message Type 7.4 M M 1

Portable identity 7.7.30 M M 7-20

Fixed identity (note 11) 7.7.18 M M 5-20

NWK assigned identity 7.7.28 N O 5-20

Basic service (note 1) 7.6.4 M M 2

Repeat Indicator (note 3) 7.6.3 ®) 0] 1

IWU attributes (note 1) 7.7.21 M/N M/N 6-12

Repeat Indicator (note 2) 7.6.3 ©) ©) 1

Call attributes (notes 1, 2) 7.7.5 ®) 0] 6-8

Repeat Indicator (note 3) 7.6.3 6] (6] 1

Connection attributes (note 3) 7.7.11 0] ®) 7-12

Cipher info 7.7.10 O O 4-5

Connection identity 7.7.12 0 6] -*

Repeat indicator (note 12) 7.6.3 O O 1

Facility 7.7.15 O O 4-*

Repeat indicator (note 12) 7.6.3 ©) N 1

Progress Indicator 7.7.31 6] N 4

"Display” 755 O N -*

"Keypad" (note 10) 755 N ®) -*

Signal (note 5) 7.6.8 ©) N 2

Feature Activate 7.7.16 N ®) 3-4

Feature Indicate 7.7.17 O N -*

Network parameter (note 8) 7.7.29 (6] 0 -*

Ext h/o indicator 7.7.51 ©) N 3

Terminal capability 7.7.41 N (6] 6-19

End-to-end compatibility.(note 9) 7.7.14 (6] (6] 3-6

Rate parameters (note 7) 7.7.33 (6] (6] 6-9

Transit Delay (note 6) 7.7.42 (0] (0] 4

Window size (note 6) 7.7.43 (6] (6] 4-10

Calling Party Number 7.7.9 (0] (©) -*

Called Party Number (note 10) 7.7.7 (6] (6] -*

Called Party Subaddr 7.7.8 (6] (0] -*

Sending Complete (note 4) 7.6.2 0 (©) 1

Repeat indicator (note 12) 7.6.3 (6] 0 1

IWU-TO-IWU 7.7.23 O O -*

IWU-PACKET 7.7.22 O O -*

Escape to proprietary 7.7.45 6] 6] -*

M = Mandatory;

N = Not allowed;

0] = Optional.

NOTE 1: The <<IWU-ATTRIBUTES>> is mandatory if the <<BASIC-SERVICE>> element indicates
"other". Neither <<IWU-ATTRIBUTES>> nor <<CALL-ATTRIBUTES>> is allowed if the
<<BASIC-SERVICE>> element indicates "default attributes".

NOTE 2: The <<REPEAT-INDICATOR>> information element may optionally be included in front of the
<<CALL-ATTRIBUTES>> indicating "prioritized list" for negotiation. Up to three versions of the
<<CALL-ATTRIBUTES>> element may then follow. See clause 15.2.
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NOTE 3: If more than one connection is required, a list of <<CONNECTION-ATTRIBUTES>> and or
<<IWU-ATTRIBUTES>> may be included preceded by the <<REPEAT-INDICATOR>>
element indicating "non-prioritized list". If the <<CONNECTION-ATTRIBUTES>> or <<IWU-
ATTRIBUTES>> elements are omitted, the attributes are indirectly defined by reference to the
connection(s) indicated by the <<CONNECTION-IDENTITY>> element.

NOTE 4: Included if the PT or the FT optionally indicates that all information necessary for call
establishment is included in the {CC-SETUP} message.

NOTE 5: Optionally included if the FT optionally provides additional information describing tones.

NOTE 6: Optionally included for data services whenever these parameters are applicable.

NOTE 7: Mandatory for call setup of a rate adaption service (see EN 300 175-4 [4]).

NOTE 8: Included only as part of external handover.

NOTE 9: Mandatory for services using LU6 (V.110/X.30 rate adaption).

NOTE 10: Called party number information may only be conveyed in the <<CALLED-PARTY-NUMBER>>
element. The <<"KEYPAD">> element may only be included to convey other call
establishment information.

NOTE 11: This information element may contain zero length contents if the setup message is used in an
ARI-D (GSM) environment.

NOTE 12: The <<REPEAT-INDICATOR>> information element may optionally be included in front of the
<<FACILITY>>, <<IWU-to-IWU>> and <<PROGRESS INDICATOR>> information elements
indicating "non-prioritized list".

ETSI



43 ETSI EN 300 175-5 V1.5.1 (2001-02)

6.3.2.2 {CC-INFO}

Thismessageis used to transfer additional information between FT and PT both during and after call establishment.

Table 8: {CC-INFO}

Message Type Format Directions
[L{CC-INFO} | L_s 1 [Both |
Information Element Clause F to P message | P to F message | Length octets
Protocol Discriminator 7.2 M M Yo
Transaction Identifier 7.3 M M o
Message Type 7.4 M M 1
Location area (note 4) 7.7.25 N ©) -*
NWK assigned identity (note 4) 7.7.28 N o 5-20
Repeat indicator(note 5) 7.6.3 ®) ®) 1
Facility 7.7.15 ®) O 4-*
Repeat indicator (note 5) 7.6.3 0] N 1
Progress Indicator 7.7.31 O N 4
"Display” 755 ®) N -*
"Keypad" (note 1) 7.5.5 N 6] -*
Signal 7.6.8 (6] N 2
Feature Activate 7.7.16 N ®) 3-4
Feature Indicate 7.7.17 ®) N -*
Network parameter (note 4) 7.7.29 ®) 0] -*
Ext h/o indicator 7.7.51 O N 3
Calling Party Number 7.79 ®) ®) -*
Called Party Number (notes 1, 3) 777 0] O -*
Called Party Subaddr (note 3) 7.7.8 ®) O -*
Sending Complete (note 2) 7.6.2 ©) ©) 1
Test Hook Control 7.6.10 ®) N 2
Repeat indicator (note 5) 7.6.3 ®) ®) 1
IWU-TO-IWU 7.7.23 O o] -*
IWU-PACKET 7.7.22 O O -
Escape to proprietary 7.7.45 0] 0 -*
M = Mandatory;
N = Not allowed;
(0] = Optional.
NOTE 1: The message may contain either the <<CALLED-PARTY-NUMBER>> element or the
<<"KEYPAD">> element, but not both.
NOTE 2: Included if the PT optionally indicates completion of "OVERLAP SENDING" to the FT (or if the
FT optionally indicates completion of "OVERLAP RECEIVING" to the PT).
NOTE 3: Address elements are only included in messages sent in the "OVERLAP SENDING" state.
NOTE 4: Included if requested as part of external handover.
NOTE 5: The <<REPEAT-INDICATOR>> information element may optionally be included in front of the
<<FACILITY>>, <<IWU-to-IWU>> and <<PROGRESS INDICATOR>> information elements
indicating "non-prioritized list".
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6.3.2.3 {CC-SETUP-ACK}

This message is sent to indicate that call establishment has been indicated, but additional information may be required.

Table 9: {CC-SETUP-ACK}

Message Type Format Directions
|L{CC-SETUP-ACK} | L_s | [=°r |
Information Element Clause F to P message | P to F message Length octets
Protocol Discriminator 7.2 M - Yo
Transaction Identifier 7.3 M - Yo
Message Type 7.4 M - 1
Info type (note 3) 7.7.20 O - -*
Portable identity 7.7.30 ®) - 7-20
Fixed identity 7.7.18 ®) - 5-20
Location area 7.7.25 ®) - -*
IWU attributes 7.7.21 O - 6-12
Call Attributes (note 4) 7.7.5 ®) - 6-8
Connection attributes 7.7.11 0] - 7-12
Connection identity 7.7.12 ®) - -*
Repeat indicator (note 7) 7.6.3 ®) - 1
Facility 7.7.15 O - 4-*
Repeat indicator (note 7) 7.6.3 O - 1
Progress Indicator 7.7.31 ®) - 4
"Display” 7.5.5 O - 2-*
Signal (note 2) 7.6.8 ®) - 2
Feature Indicate 7.7.17 6] - -*
Network parameter (note 8) 7.7.29 ®) - -*
Ext h/o indicator 7.7.51 (©) - 3
Transit Delay (note 5) 7.7.42 ®) - 4
Window size (note 5) 7.7.43 ®) - 4-10
Delimiter request (note 6) 7.6.2 ®) - 1
Repeat indicator (note 7) 7.6.3 ©) - 1
IWU-TO-IWU 7.7.23 o] - -*
IWU-PACKET 7.7.22 o] - -*
Escape to proprietary 7.7.45 ®) - -*
M = Mandatory;
(@] = Optional;
- = not applicable.
NOTE 1: This message may be used in the direction P=>F when using the "INCOMING CALL
PROCEEDING" operations.
NOTE 2: Included if the FT optionally provides additional information describing tones.
NOTE 3: Included if additional external handover parameters are requested.
NOTE 4: Included if prioritized list negotiation is used.
NOTE 5: Included if operational parameter negotiation is used.
NOTE 6: Included by the FT to request use of the <<SENDING-COMPLETE>> element by the PT.
NOTE 7: The <<REPEAT-INDICATOR>> information element may optionally be included in front of the
<<FACILITY>>, <<IWU-to-IWU>> and <<PROGRESS INDICATOR>> information elements
indicating "non-prioritized list".
NOTE 8: Included only as part of external handover.
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6.3.2.4 {CC-CALL-PROC}

This message indicates that the requested (onward) connection establishment has been initiated by the fixed side
interworking unit.

Table 10: {CC-CALL-PROC}

Message Type Format Directions
|L{CC-CALL-PROC} | L_s | [P |
Information Element Clause F to P message | P to F message | Length octets
Protocol Discriminator 7.2 M - Yo
Transaction Identifier 7.3 M - Yo
Message Type 7.4 M - 1
IWU attributes 7.7.21 ®) - 5-12
Call Attributes (note 3) 7.75 ©) - 6-8
Connection attributes 7.7.11 ®) - 7-12
Connection identity 7.7.12 ®) - -*
Repeat indicator (note 5) 7.6.3 ®) - 1
Facility 7.7.15 O - 4-*
Repeat indicator(note 5) 7.6.3 ®) - 1
Progress indicator 7.7.31 ®) - 4
"Display” 755 ®) - 2-*
Signal (note 2) 7.6.8 O - 2
Feature Indicate 7.7.17 ®) - 4-*
Transit Delay (note 4) 7.7.42 ®) - 4
Window size (note 4) 7.7.43 ®) - 4-10
Repeat indicator (note 5) 7.6.3 O - 1
IWU-TO-IWU 7.7.23 O - -*
IWU-PACKET 7.7.22 O - -*
Escape to proprietary 7.7.45 ®) - -*
M = Mandatory;
(@] = Optional,
- = not applicable.
NOTE 1: This message may be used in the direction P=>F when using the "INCOMING CALL
PROCEEDING" operations.
NOTE 2: Included if the FT optionally provides additional information describing tones.
NOTE 3: Included if prioritized list negotiation is used.
NOTE 4: Included if operational parameter negotiation is used.
NOTE 5: The <<REPEAT-INDICATOR>> information element may optionally be included in front of
the <<FACILITY>>, <<IWU-to-IWU>> and <<PROGRESS INDICATOR>> information
elements indicating "non-prioritized list".
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6.3.2.5 {CC-ALERTING}

Thismessageis used to indicate that an initiation of alerting has been reported to the sending entity.

Table 11: {CC-ALERTING}

Message Type Format Directions
[ {CC-ALERTING} | (. S | ([Both |
Information Element Clause Fto P message | Pto F message | Length octets
Protocol Discriminator 7.2 M M Yo
Transaction Identifier 7.3 M M Yo
Message Type 7.4 M M 1
IWU attributes 7.7.21 O O 6-12
Call Attributes (note 2) 7.7.5 0] O 6-8
Connection attributes 7.7.11 ®) O 7-12
Connection identity 7.7.12 ®) ®) -*
Repeat indicator (note 4) 7.6.3 ©) ®) 1
Facility 7.7.15 O O 4-*
Repeat indicator (note 4) 7.6.3 6] N 1
Progress Indicator 7.7.31 ®) N 4
"Display” 7.55 ®) N 2-*
Signal (note 1) 7.6.8 ®) N 2
Feature Indicate 7.7.17 0] N -*
Terminal capability 7.741 N ®) 6-19
Transit Delay (note 3) 7.7.42 O (6] 4
Window size (note 3) 7.7.43 ®) 0] 4-10
Repeat indicator (note 4) 7.6.3 o 0O 1
IWU-TO-IWU 7.7.23 O O -*
IWU-PACKET 7.7.22 O O -*
Escape to proprietary 7.7.45 O ®) -*
M = Mandatory;
N = Not allowed;
(0] = Optional.
NOTE 1: Included if the FT optionally provides additional information describing tones.
NOTE 2: Included if prioritized list negotiation is used.
NOTE 3: Included if operational parameter negotiation is used.
NOTE 4: The <<REPEAT-INDICATOR>> information element may optionally be included in front of
the <<FACILITY>>, <<IWU-to-IWU>> and <<PROGRESS INDICATOR>> information
elements indicating "non-prioritized list".
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6.3.2.6 {CC-CONNECT}

Thismessageis sent by the FT to indicate completion of the connection through the DECT network, and by the PT to
reguest such compl etion.

Table 12: {CC-CONNECT}

Message Type Format Directions
[ {CC-CONNECT} [ || S | [ Both [
Information Element Clause Fto P message | Pto Fmessage | Length octets

Protocol Discriminator 7.2 M M Yo

Transaction Identifier 7.3 M M Yo

Message Type 7.4 M M 1

IWU attributes 7.7.21 ®) O 6-12

Call Attributes (note 2) 7.7.5 O O 6-8

Connection attributes 7.7.11 ®) ®) 7-12

Connection identity 7.7.12 ®) 0] -*

Repeat indicator (note 4) 7.6.3 ®) ®) 1

Facility 7.7.15 O O 4-*

Repeat indicator (note 4) 7.6.3 6] N 1

Progress Indicator 7.7.31 ®) N 4

"Display” 755 ®) N 2-*

Signal (note 1) 7.6.8 O N 2

Feature Indicate 7.7.17 6] N -*

Network parameter (note 5) 7.7.29 ®) N -*

Ext h/o indicator 7.7.51 ®) N 3

Terminal capability 7.741 N O 6-19

Transit Delay (note 3) 7.7.42 ®) 6] 4

Window size (note 3) 7.7.43 ®) ®) 4-10

Repeat indicator (note 4) 7.6.3 ®) ®) 1

IWU-TO-IWU 7.7.23 O O -

IWU-PACKET 7.7.22 O o] -*

Escape to proprietary 7.7.45 0] o -*

M = Mandatory;

N = Not allowed;

(0] = Optional.

NOTE 1: Included if the FT optionally provides additional information describing tones.

NOTE 2: Included if prioritized list negotiation is used.

NOTE 3: Included if operational parameter negotiation is used.

NOTE 4: The <<REPEAT-INDICATOR>> information element may optionally be included in front of
the <<FACILITY>>, <<IWU-to-IWU>> and <<PROGRESS INDICATOR>> information
elements indicating "non-prioritized list".

NOTE 5: Included only as part of external handover.
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6.3.2.7 {CC-CONNECT-ACK}

Thismessageis sent by the FT to confirm completion of the connection through the DECT network, following a{ CC-
CONNECT} message requesting such completion. Thismessage is also sent by the PT to confirm connection of the call
following a{ CC-CONNECT} messagein an externa handover procedure.

Table 13: {CC-CONNECT-ACK}

Message Type Format Directions
[ {CC-CONNECT-ACK} | [ S | | Both |
Information Element Clause F to P message | P to F message | Length octets
Protocol Discriminator 7.2 M M Yo
Transaction Identifier 7.3 M M o
Message Type 7.4 M M 1
"Display” 755 ®) N -*
Feature Indicate 7.7.17 O N -*
Repeat indicator (see note) 7.6.3 ®) ®) 1
IWU-TO-IWU 7.7.23 ®) ®) -*
IWU-PACKET 7.7.22 ®) ®) -*
Escape to proprietary 7.7.45 O O -*
M = Mandatory;
o = Optional;
- = not applicable.
NOTE: The <<REPEAT-INDICATOR>> information element may optionally be included in front of
the <<IWU-to-IWU>> information elements indicating "non-prioritized list".

6.3.2.8 {CC-RELEASE}

Thismessage is sent to indicate that the sending entity wishes to rel ease the call and the call references, and to request
the receiving entity to complete a corresponding rel ease after returning a{ CC-RELEASE-COM} message.

Table 14: {CC-RELEASE}

Message Type Format Directions
[ {CC-RELEASE} | ( S | [ Both |
Information Element Clause F to P message | P to F message Length octets
Protocol Discriminator 7.2 M M Y
Transaction Identifier 7.3 M M Y
Message Type 7.4 M M 1
Release Reason 7.6.7 O O 2
Repeat indicator (see note) 7.6.3 (6] (6] 1
Facility 7.7.15 (6] (6] 4-*
Repeat indicator (see note) 7.6.3 (6] (0] 1
Progress indicator 7.7.31 (©) (©) 4
"Display” 7.5.5 6] N -*
Feature Indicate 7.7.17 O N -*
Repeat indicator (see note) 7.6.3 (0] N 1
IWU-TO-IWU 7.7.23 6] 6] -*
IWU-PACKET 7.7.22 0] (6] -*
Escape to proprietary 7.7.45 0] 6] -*
M = Mandatory;
N = Not allowed;
(0] = Optional.
NOTE: The <<REPEAT-INDICATOR>> information element may optionally be included in front of
the <<FACILITY>>, <<IWU-to-IWU>> and <<PROGRESS INDICATOR>> information
elements indicating "non-prioritized list".
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6.3.2.9 {CC-RELEASE-COM}

This message indicates that the sending entity has released the call and the call reference, and the receiving entity shall
release the call and call reference.

Table 15: {CC-RELEASE-COM}

Message Type Format Directions
[ {CC-RELEASE-COM} | [ S | | Both |
Information Element Clause F to P message | P to F message Length octets

Protocol Discriminator 7.2 M M Yo

Transaction Identifier 7.3 M M Yo

Message Type 7.4 M M 1

Release Reason 7.6.7 O ®) 2

Identity type (note 3) 7.7.19 O N 4

Location area (note 3) 7.7.25 6] N -*

IWU attributes (note 1) 7.7.21 ®) ®) 6-12

Connection attributes (note 1) 7.7.11 ®) ®) 7-12

Repeat indicator (note 4) 7.6.3 ©) ©) 1

Facility 7.7.15 O O -

"Display” 755 O N -*

Feature Indicate 7.7.17 O N -*

Network parameter (note 2) 7.7.29 O N -*

Repeat indicator (note 4) 7.6.3 O o 1

IWU-TO-IWU 7.7.23 O O -*

IWU-PACKET 7.7.22 O O -*

Escape to proprietary 7.7.45 O 0] -*

M = Mandatory;

N = Not allowed;

®) = Optional.

NOTE 1: The <<IWU-ATTRIBUTES>> and the <CONNECTION ATTRIBUTES>> elements are only
included if exchanged attribute negotiation is supported. See clause 15.2.3.

NOTE 2: Mandatory when responding to an external handover release.

NOTE 3: Optional when responding to an external handover release.

NOTE 4: The <<REPEAT-INDICATOR>> information element may optionally be included in front of
the <<FACILITY>>, and <<IWU-to-IWU>> information elements indicating "non-prioritized
list".
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6.3.2.10 {CC-SERVICE-CHANGE}

This message is used to request a service change to an exigting call.

Table 16: {CC-SERVICE-CHANGE}

Message Type Format Directions
[ {CC-SERVICE-CHANGE} | [ S | | Both |
Information Element Clause F to P message | P to F message | Length octets

Protocol Discriminator 7.2 M M Yo

Transaction ldentifier 7.3 M M o

Message Type 7.4 M M 1

Portable identity 7.7.30 M M 7-20

IWU attributes 7.7.21 ®) ®) 6-12

Service Change Info 7.7.38 M M 4-5

Call attributes 7.7.5 ®) O 6-8

Repeat Indicator (note 1) 7.6.3 (6] (6] 1

Connection Attributes (note 1) 7.7.11 M/O M/O 7-12

Connection identity (note 2) 7.7.12 M/O M/O -*

Escape to proprietary 7.7.45 O] O -*

M = Mandatory;

O = Optional.

NOTE 1: The <<CONNECTION-ATTRIBUTES>> element is mandatory for certain service changes.
See clause 9.6. If more than one connection is affected, a list of <<CONNECTION-
ATTRIBUTES>> may be included preceded by the <<REPEAT-INDICATOR>> element
indicating "non-prioritized list".

NOTE 2: The <<CONNECTION-IDENTITY>> element is mandatory for certain service changes. See
clause 9.6.

6.3.2.11  {CC-SERVICE-ACCEPT}

This message is used to accept a service change to an existing call.

Table 17: {CC-SERVICE-ACCEPT}

Message Type Format Directions
[ {cC-SERVICE-ACCEPT} | - S | [ Both I
Information Element Clause F to P message | Pto F message Length octets
Protocol Discriminator 7.2 M M L
Transaction Identifier 7.3 M M R
Message Type 7.4 M M 1
IWU attributes 7.7.21 (@) (@) 6-12
Connection identity (note) 7.7.12 (6] (6] -*
Escape to proprietary 7.7.45 6] 6] -*
M = Mandatory;
(©) = Optional.
NOTE: The <<CONNECTION-IDENTITY>> element is mandatory for certain service changes.
See clause 9.6.4.
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6.3.2.12 {CC-SERVICE-REJECT}

Thismessageis used to regject a service change to an existing call.

Table 18: {CC-SERVICE-REJECT}

Message Type Format Directions

[ {CC-SERVICE-REJECT} [ S | | Both |

Information Element Clause F to P message | Pto F message Length octets

Protocol Discriminator 7.2 M M R
Transaction ldentifier 7.3 M M 15
Message Type 7.4 M M 1
Release Reason 7.6.7 (6] (6] 2
IWU attributes 7.7.21 ®) ®) 6-12
Connection attributes 7.7.11 ®) ®) 7-12
Escape to proprietary 7.7.45 ®) ®) -*
M = Mandatory.

6.3.2.13  {CC-NOTIFY}

Thismessageis used to exchangeinternal protocol information without causing a state change.

Table 19: {CC-NOTIFY}

Message Type Format Directions

|{CC-NOTIFY} | S | [E=>P |
Information Element Clause F to P message | Pto F message Length octets

Protocol Discriminator 7.2 M - %

Transaction Identifier 7.3 M - %

Message Type 7.4 M - 1

Timer Restart 7.6.9 ®) - 2

Escape to proprietary 7.7.45 O - 4-*

M = Mandatory;

(@] = Optional;

- = not applicable.
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6.3.2.14  {IWU-INFO}

Thismessageis used to exchange (or reject) externa protocol information in a transparent manner.

Table 20: {IWU-INFO}

Message Type Format Directions
[L{IWU-INFO} | S | [[Both |
Information Element Clause F to P message | P to F message Length octets
Protocol Discriminator 7.2 M M Yo
Transaction Identifier 7.3 M M o
Message Type 7.4 M M 1
Portable identity 7.7.30 ®) ®) 7-20
MMS Generic Header 7.7.47 0] ®) -*
MMS Object Header 7.7.48 6] (6] -*
Repeat Indicator (note) 7.6.3 ®) ®) 1
MMS Extended Header 7.7.49 ©) O -*
Repeat Indicator (note) 7.6.3 ®) ®) 1
Time-Date 7.7.50 O ®) 6-10
Repeat Indicator (note) 7.6.3 ®) ®) 1
Calling Party Number 7.79 O O 3-*
Repeat Indicator (note) 7.6.3 ®) ®) 1
Called Party Number 777 ®) O -*
Called Party Subaddr 7.7.8 ®) 0] -*
Segmented info 7.7.37 ®) (@) 4
Alphanumeric 7.7.3 ®) ®) 4-*
Repeat Indicator (note) 7.6.3 0] O 1
IWU-TO-IWU 7.7.23 O O -*
IWU-PACKET 7.7.22 O O -
Escape to proprietary 7.7.45 0] O -*
M = Mandatory;
®) = Optional.

NOTE: The <<REPEAT-INDICATOR>> information element may optionally be included in front of
the <<MMS EXTENDED HEADER>>, <<TIME-DATE>> and <<CALLING PARTY
NUMBER>> and <<CALLED PARTY NUMBER>> information elements indicating "non-
prioritized list".
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6.3.3 SS-messages (call related and call independent)

6.3.3.1 {FACILITY}

This message may be sent to request or acknowledge a supplementary service. The supplementary service to be
invoked, and its associated parameters, are specified in the <<FACILITY>> information element.

Table 21: {FACILITY}

Message Type Format Directions
[{FACILITY} | | S | |[Both |
Information Element Clause F to P message | Pto F message Length octets

Protocol Discriminator 7.2 M M o

Transaction Identifier 7.3 M M Yo

Message Type 7.4 M M 1

Repeat indicator (note) 7.6.3 0] ®) 1

Facility 7.7.15 0] O -*

"Display” 7.5.5 O N -*

"Keypad" 7.5.5 N (6] -*

Feature Activate 7.7.16 N ®) 3-4

Feature Indicate 7.7.17 ®) N -*

Repeat indicator (note) 7.6.3 ©) ©) 1

IWU-TO-IWU 7.7.23 O O -*

Escape to proprietary 7.7.45 ®) ®) -*

M = Mandatory;

N = Not allowed,;

O = Optional.

NOTE: The <<REPEAT-INDICATOR>> information element may optionally be included in front of
the <<FACILITY>>, and <<IWU-to-IWU>> information elements indicating "non-prioritized
list".

6.3.3.2 {HOLD}

Thismessageis sent by the FT or PT to request the hold function for an existing call.

Table 22: {HOLD}

Message Type Format Directions

|L{HOLD} | S | [[Both |
Information Element Clause F to P message | Pto F message Length octets

Protocol Discriminator 7.2 M M s

Transaction Identifier 7.3 M M Y

Message Type 7.4 M M 1

"Display"” 7.5.5 (6] N -*

Escape to proprietary 7.7.45 6] 6] -*

M = Mandatory;

N = Not allowed;

(0] = Optional.
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6.3.3.3 {HOLD-ACK}
Thismessageis sent by the FT or PT to indicate that the hold function has been successfully performed.

Table 23: {HOLD-ACK}

Message Type Format Directions
[{HOLD-ACK} | S | [[Both |
Information Element Clause F to P message | P to F message Length octets
Protocol Discriminator 7.2 M M R
Transaction ldentifier 7.3 M M 15
Message Type 7.4 M M 1
"Display” 7.5.5 O N -*
Escape to proprietary 7.7.45 ®) ®) -*
M = Mandatory;
N = Not allowed;
O = Optional.
6.3.3.4 {HOLD-REJECT}

Thismessageis sent by the FT or PT to indicate the denial of arequest to hold acall.

Table 24: {HOLD-REJECT}

Message Type Format Directions
[ {HOLD-REJECT} - S | [ Both |

Information Element Clause F to P message | Pto F message Length octets

Protocol Discriminator 7.2 M M %

Transaction Identifier 7.3 M M %

Message Type 7.4 M M 1

"Display” 755 0 N 2-*

Reject Reason 7.7.34 ®) ®) 3

Repeat indicator (note) 7.6.3 (0] (0] 1

IWU-TO-IWU 7.7.23 O ®) -*

Escape to proprietary 7.7.45 ®) ®) -*

M = Mandatory;

N = Not allowed;

(6] = Optional.

NOTE: The <<REPEAT-INDICATOR>> information element may optionally be included in front of

the <<IWU-to-IWU>> information elements indicating "non-prioritized list".
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6.3.3.5 {RETRIEVE}
This message is sent by the FT or PT to request theretrieval of aheld call.

Table 25: {RETRIEVE}

6.3.3.6

Message Type Format Directions

| {RETRIEVE} | S | [[Both |

Information Element Clause F to P message | P to F message Length octets

Protocol Discriminator 7.2 M M R
Transaction ldentifier 7.3 M M 15
Message Type 7.4 M M 1
"Display” 7.5.5 O N -*
Escape to proprietary 7.7.45 ®) ®) -*
M = Mandatory;
N = Not allowed;
O = Optional.

Message Type

{RETRIEVE-ACK}
Thismessageis sent by the FT or PT to indicate that the retrieve function has been successfully performed.

Table 26: {RETRIEVE-ACK}

Format

Directions

[ {RETRIEVE-ACK}

S |

[ Both

Information Element Clause F to P message | Pto F message Length octets
Protocol Discriminator 7.2 M M A
Transaction Identifier 7.3 M M R
Message Type 7.4 M M 1
"Display” 755 (@) N -*
Escape to proprietary 7.7.45 ®) o -*

M = Mandatory;
N = Not allowed;
(@) = Optional.
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6.3.3.7 {RETRIEVE-REJECT}

Thismessageis sent by the FT or PT to indicate the inability to perform the requested retrieve function.

Table 27: {RETRIEVE-REJECT}

Message Type Format Directions
[ {RETRIEVE-REJECT} [ S | | Both |

Information Element Clause F to P message | P to F message Length octets

Protocol Discriminator 7.2 M M Yo

Transaction Identifier 7.3 M M o

Message Type 7.4 M M 1

"Display” 7.55 ©) N 2-*

Reject Reason 7.7.34 ®) ®) 3

Repeat indicator (note) 7.6.3 ®) ®) 1

IWU-TO-IWU 7.7.23 ®) O -

Escape to proprietary 7.7.45 O O -*

M = Mandatory;

N = Not allowed,;

O = Optional.

NOTE: The <<REPEAT-INDICATOR>> information element may optionally be included in front of

the <<IWU-to-IWU>> information elements indicating "non-prioritized list".

6.3.3.8 {CISS-REGISTER}

Thismessageis sent by the FT or PT to assign anew Tl for non-call associated transactions.

Table 28: {CISS-REGISTER}

Message Type Format Directions
[ {CISS-REGISTER} - S | [ Both |
Information Element Clause F to P message | P to F message Length octets
Protocol Discriminator 7.2 M M Y
Transaction Identifier 7.3 M M Vs
Message Type 7.4 M M 1
Portable identity (note 1) 7.7.30 (6] M 7-20
Repeat indicator (note 2) 7.6.3 (6] (6] 1
Facility 7.7.15 ®) ©) -*
"Display” 755 0 N *
"Keypad" 755 N 0 *
Feature Activate 7.7.16 N o] 3-4
Feature Indicate 7.7.17 O N -
Escape to proprietary 7.7.45 6] 0] -*
M = Mandatory;
N = Not allowed;
(6] = Optional.
NOTE 1: For Call Independent Supplementary Services the FP may not be able to derive the
Portable Identity if this information element is not included.
NOTE 2: The <<REPEAT-INDICATOR>> information element may optionally be included in front of
the <<FACILITY>> information elements indicating "non-prioritized list".
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6.3.3.9 {CISS-RELEASE-COM}

This message indicates that the sending entity has rel eased the CI SS-transaction and the transaction identifier, and the

receiving entity shall rel ease the CI SS-transaction and the transaction identifier.

Table 29: {CISS-RELEASE-COM}

Message Type Format Directions
[ {CISS-RELEASE-COM} [ S | | Both |

Information Element Clause F to P message | Pto F message Length octets

Protocol Discriminator 7.2 M M Yo

Transaction ldentifier 7.3 M M o

Message Type 7.4 M M 1

Release Reason 7.6.7 ®) ®) 2

Repeat indicator (note) 7.6.3 ©) ©) 1

Facility 7.7.15 O O -*

"Display” 755 O N -*

"Keypad" 7.5.5 N 6] -*

Feature Activate 7.7.16 N ®) 3-4

Feature Indicate 7.7.17 ®) N -*

Escape to proprietary 7.7.45 O ®) -*

M = Mandatory;

N = Not allowed,;

O = Optional.

NOTE: The <<REPEAT-INDICATOR>> information element may optionally be included in front of

the <<FACILITY>> information elements indicating "non-prioritized list".

6.3.4 COMS-messages

6.34.1 {COMS-SETUP}
Thismessageis used to initiate a COMS call.

Table 30: {COMS-SETUP}

Message Type Format Directions
[ {COMS-SETUP} - S | ((Both |
Information Element Clause F to P message | Pto F message Length octets
Protocol Discriminator 7.2. M M %
Transaction Identifier 7.3. M M %
Message Type 7.4. M M 1
Portable identity (note) 7.7.30 M M 7-20
Fixed identity (note) 7.7.18 M M 5-20
IWU attributes 7.7.21 M M 6-12
Connection attributes 7.7.11 (6] (6] 7-124-7
"Display” 7.5.5 (6] N -*
Called Party Number 7.7.7 (6] (0] -*
Called Party Subaddr 7.7.8 (6] (6] -*
IWU-TO-IWU 7.7.23 ©) 6] -*
IWU-PACKET 7.7.22 0] 6] -*
Escape to proprietary 7.7.45 0] 6] -*
M = Mandatory;
N = Not allowed;
(®) = Optional.
NOTE: <<Portable identity>> and <<Fixed identity>> are mandatory for direct data link
establishment (see clause 14.2).
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Thismessageis used to transfer information as part of a COMS call.
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Table 31: {COMS-INFO}

Message Type Format Directions
L{COMS-INFO} | S | [[Both |
Information Element Clause F to P message | P to F message Length octets
Protocol Discriminator 7.2 M M Yo
Transaction ldentifier 7.3 M M o
Message Type 7.4 M M 1
"Display” 7.55 ©) N 2-*
Segmented info (note) 7.7.37 ®) O 4
Alphanumeric 7.7.3 ®) ®) -*
IWU-TO-IWU 7.7.23 ®) ®) -*
IWU-PACKET 7.7.22 ©) ©) -*
Escape to proprietary 7.7.45 ®) ®) -*

M = Mandatory;

N = Not allowed,;

®) = Optional.

NOTE: The <<SEGMENTED-INFO>> element is used if the complete information cannot be fitted

into one message.

6.3.4.3

This message is used to acknowledge the successful receipt of a compete COM S message as received in one or more

{COMS-ACK}

{COMS-INFO} messages.

Table 32: {COMS-ACK}

Message Type Format Directions

[L{COMS-ACK} | S | [[Both |
Information Element Clause F to P message | Pto F message Length octets

Protocol Discriminator 7.2 M M s

Transaction Identifier 7.3 M M Y

Message Type 7.4 M M 1

"Display” 755 O N -*

Escape to proprietary 7.7.45 O O -*

M = Mandatory;

N = Not allowed;

O = Optional.
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6.3.4.4 {COMS-CONNECT}
The messageis used in signal acceptance of a COMS call.

Table 33: {COMS-CONNECT}

Message Type Format Directions
[ {COMS-CONNECT} [ S | | Both |
Information Element Clause F to P message | P to F message Length octets
Protocol Discriminator 7.2 M M R
Transaction ldentifier 7.3 M M 15
Message Type 7.4 M M 1
"Display” 7.5.5 O N -*
IWU-TO-IWU 7.7.23 ©) 6] -*
IWU-PACKET 7.7.22 6] (6] -*
Escape to proprietary 7.7.45 ®) ®) -*
M = Mandatory;
N = Not allowed;
®) = Optional.
6.3.4.5 {COMS-RELEASE}

This message is used to indicate that the sending entity wishesto release a COMS call.

Table 34: {COMS-RELEASE}

Message Type Format Directions

[ {COMS-RELEASE} [ S | ((Both |

Information Element Clause Fto P message | Pto F message Length octets

Protocol Discriminator 7.2 M M %
Transaction Identifier 7.3 M M %
Message Type 7.4 M M 1
Release Reason 7.6.7 (6] (0] 2
"Display” 7.5.5 (6] N -*
IWU-TO-IWU 7.7.23 (6] (6] -*
IWU-PACKET 7.7.22 (6] (6] -*
Escape to proprietary 7.7.45 ®) ®) -*
M = Mandatory;
N = Not allowed;
(6] = Optional.
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6.3.4.6 {COMS-RELEASE-COM}

This message indicates that the sending entity has released the COMS call and that the receiving entity shall release all
call references.

Message Type

Table 35: {COMS-RELEASE-COM}

Format

Directions

[ {COMS-RELEASE-COM}

S |

[ Both [

Information Element Clause F to P message | P to F message Length octets
Protocol Discriminator 7.2 M M 23
Transaction ldentifier 7.3 M M 15
Message Type 7.4 M M 1
Release Reason 7.6.7 6] 6] 2
"Display” 7.5.5 O N -*
IWU-TO-IWU 7.7.23 6] ®) -*
IWU-PACKET 7.7.22 (6] 6] -*
Escape to proprietary 7.7.45 ®) ®) -*

M = Mandatory;
N = Not allowed;
®) = Optional.
6.3.4.7 {COMS-NOTIFY}
This message is used to exchangeinternal protocol information without causing a state change.
Table 36: {COMS-NOTIFY}
Message Type Format Directions
[L{COMS-NOTIFY} || S | |LE=>P |

Information Element Clause F to P message | Pto F message Length octets
Protocol Discriminator 7.2 M - )
Transaction ldentifier 7.3 M - R
Message Type 7.4 M - 1
Timer Restart 7.6.9 (@) - 2
Escape to proprietary 7.7.45 ®) - 4-*

M = Mandatory;
(@] = Optional,
- = not applicable.
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6.3.5 CLMS-message

6.3.5.1 {CLMS-VARIABLE}

Table 37: {CLMS-VARIABLE}

Message Type Format Directions
[ {CLMS-VARIABLE} - S | [ Both |
Information Element Clause F to P message | Pto F message Length octets
Protocol Discriminator 7.2 M M o
Transaction Identifier 7.3 M M Yo
Message Type 7.4 M M 1
Portable identity 7.7.30 M M 7-20
MMS Generic Header 7.7.47 ®) ®) -*
MMS Object Header 7.7.48 (6] 6] -*
Repeat Indicator 7.6.3 ®) ®) 1
MMS Extended Header 7.7.49 O O -*
Repeat Indicator 7.6.3 ®) ®) 1
Time-Date 7.7.50 0] ®) 6-10
Repeat Indicator 7.6.3 ®) ®) 1
Calling Party Number 7.7.9 O O 3-*
Repeat Indicator 7.6.3 ®) ®) 1
Called Party Number 777 0] (6] -*
Called Party Subaddr 7.7.8 O 0] -*
Segmented-Info (note) 7.7.37 O (6] 4
Alphanumeric 7.7.3 0] 6] -*
IWU-TO-IWU 7.7.23 O O -*
IWU-PACKET 7.7.22 O O -*
Escape to proprietary 7.7.45 O O -*
M = Mandatory;
®) = Optional.
NOTE: The <<SEGMENTED-INFO>> element is used if the complete information cannot be fitted
into one message.
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{ACCESS-RIGHTS-ACCEPT}
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Thismessageis sent by the FT to the PT to transfer the access rights parameters to the PT.

Table 38: {ACCESS-RIGHTS-ACCEPT}

Message Type Format Directions
[ fACCESS-RIGHTS-ACCEPT} || S | [ F=>P [
Information Element Clause F to P message | Pto F message | Length octets
Protocol Discriminator 7.2 M - 5
Transaction ldentifier 7.3 M - R
Message Type 7.4 M - 1
Portable identity 7.7.30 M - 7-20
Repeat Indicator (note) 7.6.3 ®) - 1
Fixed identity(PARK) (note) 7.7.18 M - 5-20
Location area 7.7.25 6] - -*
AUTH-TYPE 7.7.4 (6] - 5-6
Cipher info 7.7.10 ®) - 4-5
ZAP field 7.7.44 (6] - 3
Service class 7.7.39 6] - 3
Setup capability 7.7.40 ®) - 4
Model identifier 7.7.46 ®) - 5-20
IWU-TO-IWU 7.7.23 (@) - -*
Escape to proprietary 7.7.45 0O - -*
M = Mandatory;
N = Not allowed;
(@] = Optional,

= not applicable.

NOTE:

More than one PARK can by transmitted by using the <<REPEAT-INDICATOR>>

information elements. In this case the coding for "non-prioritized list" should be used. Not
more than 5 PARKSs should be included.

6.3.6.2

{ACCESS-RIGHTS-REJECT}

Thismessageis sent by the FT to the PT to indicate that the access rights parameters cannot be transferred.

Message Type

Table 39: {ACCESS-RIGHTS-REJECT}

Format

Directions

[ {ACCESS-RIGHTS-REJECT}

S |

=5

Information Element Clause F to P message | Pto F message Length octets
Protocol Discriminator 7.2 M - Vs
Transaction Identifier 7.3 M - Y
Message Type 7.4 M - 1
Reject Reason 7.7.34 (0] - 3
Duration 7.7.13 o] - 4
IWU-TO-IWU 7.7.23 O - -*
Escape to proprietary 7.7.45 6] - -*

M = Mandatory;
0 = Optional;

- = not applicable.
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6.3.6.3 {ACCESS-RIGHTS-REQUEST}

Thismessageis sent by the PT to the FT to request from the FT to send the access rights parametersin a subsequent
{ACCESS-RIGHTS-ACCEPT} message.

Table 40: {ACCESS-RIGHTS-REQUEST}

Message Type Format Directions
[ {ACCESS-RIGHTS-REQUEST} | S | [ P=>F
Information Element Clause F to P message | Pto F message Length octets
Protocol Discriminator 7.2 - M R
Transaction ldentifier 7.3 - M 15
Message Type 7.4 - M 1
Portable identity 7.7.30 - M 7-20
AUTH-TYPE 7.7.4 - ©) 5-6
Cipher info 7.7.10 - ®) 4-5
Setup capability 7.7.40 - ®) 4
Terminal capability 7.741 - ®) 6-19
IWU-TO-IWU 7.7.23 - ©) -*
Model identifier 7.7.46 - ®) 5-20
Escape to proprietary 7.7.45 - ®) -*
M = Mandatory;
0 = Optional;
- = not applicable.
6.3.6.4 {ACCESS-RIGHTS-TERMINATE-ACCEPT}
Thismessageis sent by the FT or PT to indicate that the access rights parameters have been erased.
Table 41: {ACCESS-RIGHTS-TERMINATE-ACCEPT}
Message Type Format Directions

[ {ACCESS-RIGHTS-TERMINATE-ACCEPT}

S |

[ Both

Information Element Clause F to P message | Pto F message Length octets
Protocol Discriminator 7.2 M M s
Transaction Identifier 7.3 M M Y
Message Type 7.4 M M 1
Escape to proprietary 7.7.45 ®) O 4-*

M = Mandatory;
0 = Optional.

ETSI




64 ETSI EN 300 175-5 V1.5.1 (2001-02)

6.3.6.5 {ACCESS-RIGHTS-TERMINATE-REJECT}

Thismessageis sent by the FT or PT to indicate that the access rights parameters have not been erased.

Table 42: {ACCESS-RIGHTS-TERMINATE-REJECT}

Message Type Format Directions
[ {ACCESS-RIGHTS-TERMINATE-REJECT} | - S | [ Both I
Information Element Clause F to P message | P to F message Length octets
Protocol Discriminator 7.2 M M R
Transaction ldentifier 7.3 M M 1
Message Type 7.4 M M 1
Reject Reason 7.7.34 ©) ©) 3
Duration 7.7.13 (@] N 4
Escape to proprietary 7.7.45 ®) ®) 4-*
M = Mandatory;
N = Not allowed;
O = Optional.
6.3.6.6 {ACCESS-RIGHTS-TERMINATE-REQUEST}

Thismessageis sent by the FT or PT to request the erasure of the access rights parameters.

Table 43: {ACCESS-RIGHTS-TERMINATE-REQUEST}

Message Type Format Directions

[ {fACCESS-RIGHTS-TERMINATE-REQUEST} - S | (Both |

Information Element Clause Fto P message | Pto F message Length octets

Protocol Discriminator 7.2 M M %
Transaction Identifier 7.3 M M %
Message Type 7.4 M M 1
Portable identity 7.7.30 M M 7-20
Repeat Indicator 7.6.3 (0] (0] 1
Fixed identity (PARK) 7.7.18 0 0 5-20
IWU-TO-IWU 7.7.23 O ®) -*
Escape to proprietary 7.7.45 ®) O -*
M = Mandatory;
(0] = Optional.

A lig of <<FIXED-IDENTITY>> information elements (PARKS) can be included by using the
<<REPEAT-INDICATOR>> information element. In this case the coding for "non-prioritized lig" shall be used. Not
more than 3 PARKs should be included.
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6.3.6.7 {AUTHENTICATION-REJECT}

Thismessageis sent by the FT or PT to indicate that authentication hasfailed or cannot be done.

Table 44: {AUTHENTICATION-REJECT}

Message Type

Format

Directions

[ {AUTHENTICATION-REJECT}

S |

[ Both

Information Element Clause F to P message | P to F message Length octets
Protocol Discriminator 7.2 M M Yo
Transaction ldentifier 7.3 M M o
Message Type 7.4 M M 1
Repeat Indicator (note) 7.6.3 ©) ©) 1
AUTH-TYPE (note) 7.74 ®) ®) 5-6
Reject Reason 7.7.34 ®) ®) 3
IWU-TO-IWU 7.7.23 ®) ®) -*
Escape to proprietary 7.7.45 O O -*

M = Mandatory;

O = Optional.

NOTE: Instead of one <<AUTH-TYPE>> information element also a prioritized list of <<AUTH-
TYPE>> information elements can be included by using the <<REPEAT-INDICATOR>>
information element. Not more than 3 <<AUTH-TYPE>> information elements should be
included.

6.3.6.8

{AUTHENTICATION-REPLY?}

Thismessageis sent by the FT or PT to deliver a calculated response.

Table 45: {AUTHENTICATION-REPLY}

Format Directions

Message Type

[ {AUTHENTICATION-REPLY}

S |

[ Both

Information Element Clause F to P message | Pto F message Length octets
Protocol Discriminator 7.2 M M ¥
Transaction Identifier 7.3 M M %
Message Type 7.4 M M 1
RES (note 1) 7.7.35 M M 6
RS (notes 1, 2) 7.7.36 M/O N 10
ZAP field (note 3) 7.7.44 N M/O 3
Service class (note 4) 7.7.39 N M/O 3
Key 7.7.24 N ®) -*
IWU-TO-IWU 7.7.23 ®) ®) -*
Escape to proprietary 7.7.45 6] 0] -*
M = Mandatory;

N = Not allowed;

(©) = Optional.

NOTE 1: The length when a DECT Standard Authentication Algorithm (DSAA) is used.

NOTE 2: If this message is used in the FT authentication procedure and a DECT Standard
Authentication Algorithm (DSAA) is used, then the <<RS>> information element is
mandatory in the direction FT to PT. If this message is used in the key allocation
procedure, then the <<RS>> information element should not be included.

NOTE 3: If the PT has stored a ZAP field that is related to the current active IPUI, than the
<<ZAP-FIELD>> information element is mandatory in the direction PT to FT.

NOTE 4: If the PT has stored a service class that is related to the current active IPUI, than the
<<SERVICE-CLASS>> information element is mandatory in the direction PT to FT.

6.3.6.9 {AUTHENTICATION-REQUEST}

This message is sent by the FT or PT to initiate authentication of the PT or FT identity.
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Table 46: {AUTHENTICATION-REQUEST}

Message Type Format Directions
|_{AUTHENTICATION-REQUEST} || S | [Both |
Information Element Clause F to P message | Pto F message Length octets

Protocol Discriminator 7.2 M M Yo

Transaction ldentifier 7.3 M M o

Message Type 7.4 M M 1

AUTH-TYPE 7.7.4 M M 5-6

RAND (note 1) 7.7.32 M M 10

RES (notes 1, 3) 7.7.35 N M/O 6

RS (notes 1, 2) 7.7.36 M/O N 10

Cipher info 7.7.10 O O 4-5

IWU-TO-IWU 7.7.23 ®) ®) -*

Escape to proprietary 7.7.45 ®) ®) -*

M = Mandatory;

N = Not allowed,;

O = Optional.

NOTE 1: The length when a DECT Standard Authentication Algorithm (DSAA) is used.

NOTE 2: If a DECT Standard Authentication Algorithm (DSAA) is used, then the <<RS>> information
element is mandatory in the direction FT to PT.

NOTE 3: If this message is used in the key allocation procedure, then the <<RES>> information
element is mandatory in the direction PT to FT.

6.3.6.10  {CIPHER-REJECT}

This message is sent by the PT or FT to indicate that the requested cipher switching cannot be done.

Table 47: {CIPHER-REJECT}

Message Type Format Directions
[ {CIPHER-REJECT} - S | [ Both |
Information Element Clause F to P message | Pto F message Length octets

Protocol Discriminator 7.2 M M L

Transaction Identifier 7.3 M M R

Message Type 7.4 M M 1

Repeat Indicator (note) 7.6.3 (6] (6] 1

Cipher info (note) 7.7.10 (6] (6] 4-5

Reject Reason 7.7.34 (0] (0] 3

Escape to proprietary 7.7.45 ®) ®) 4-*

M = Mandatory;

(6] = Optional.

NOTE: Instead of one <<CIPHER-INFO>> information element, also a prioritized list of
<<CIPHER-INFO>> information elements can be included by using the <<REPEAT-
INDICATOR>> information element. Not more than 3 <<CIPHER-INFO>> information
elements should be included.
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6.3.6.11  {CIPHER-REQUEST}

This message is sent by the FT to engage or disengage ciphering of a connection.

Table 48: {CIPHER-REQUEST}

Message Type Format Directions

[{CIPHER-REQUEST} | S | [E=>P |
Information Element Clause F to P message | P to F message Length octets

Protocol Discriminator 7.2 M - 23

Transaction ldentifier 7.3 M - 15

Message Type 7.4 M - 1

Cipher info 7.7.10 M - 4-5

Call Identity 7.7.6 O - 3-4

Connection Identity 7.7.12 ®) - -*

IWU-TO-IWU 7.7.23 (6] - -*

Escape to proprietary 7.7.45 6] - -*

M = Mandatory;

O = Optional;

- = not applicable.

6.3.6.12 {CIPHER-SUGGEST}
Thismessageis sent by the PT to request engaging or disengaging ciphering of a connection.

Table 49: {CIPHER-SUGGEST}

Message Type Format Directions

[ {CIPHER-SUGGEST} [ S | [ P=>F [

Information Element Clause F to P message | Pto F message Length octets

Protocol Discriminator 7.2 - M L
Transaction Identifier 7.3 - M L
Message Type 7.4 - M 1
Cipher info 7.7.10 - M 4-5
Call Identity 7.7.6 - (0] 3-4
Connection Identity 7.7.12 - (6] -*
IWU-TO-IWU 7.7.23 - (@] -*
Escape to proprietary 7.7.45 - O -*
M = Mandatory;
(@] = Optional,
- = not applicable.
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6.3.6.13  {DETACH}

Thismessageis sent by the PT to the FT to set a deactivation indication in the network.

Table 50: {DETACH}

Message Type Format Directions

|{DETACH} | S | [[P=>F |
Information Element Clause F to P message | P to F message Length octets

Protocol Discriminator 7.2 - M 23

Transaction ldentifier 7.3 - M 15

Message Type 7.4 - M 1

Portable identity 7.7.30 - M 7-20

NWK assigned identity 7.7.28 - O 5-20

IWU-TO-IWU 7.7.23 - ®) -*

Escape to proprietary 7.7.45 - ®) -*

M = Mandatory;

O = Optional;

- = not applicable.

6.3.6.14 {IDENTITY-REPLY}

Thismessageis sent by the PT to the FT in responseto an {IDENTITY-REQUEST} message providing the requested
identity.

Table 51: {IDENTITY-REPLY}

Message Type Format Directions

[ {{DENTITY-REPLY} | [ S | [[P=>F |

Information Element Clause F to P message | P to F message | Length octets

Protocol Discriminator 7.2 - M %
Transaction Identifier 7.3 - M %
Message Type 7.4 - M 1
Repeat Indicator (note 1) 7.6.3 - (6] 1
Portable identity (note 1) 7.7.30 - (0] 7-20
Repeat Indicator (note 2) 7.6.3 - (6] 1
Fixed identity (note 2) 7.7.18 - (©) 5-20
Repeat Indicator (note 3) 7.6.3 - (6] 1
NWK assigned identity (note 3) 7.7.28 - (0] 5-20
Model Identifier 7.7.46 - (6] 5-20
IWU-TO-IWU 7.7.23 - O -*
Escape to proprietary 7.7.45 - 6] -*
M = Mandatory;
(6] = Optional.

NOTE 1: More than one <<PORTABLE-IDENTITY>> information element can be included by using
the <<REPEAT-INDICATOR>> information element. In this case the coding for "non-
prioritized list" is used.

NOTE 2: More than one <<FIXED-IDENTITY>> information element can be included by using the
<<REPEAT-INDICATOR>> information element. In this case the coding for "non-prioritized
list" is used.

NOTE 3: More than one <<NWK-ASSIGNED-IDENTITY>> information element can be included by
using the <<REPEAT-INDICATOR>> information element. In this case the coding for "non-
prioritized list" is used.

NOTE 4: An {IDENTITY-REPLY} message without any information elements has the same meaning
as an "{IDENTITY-REJECT}" message.
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6.3.6.15 {IDENTITY-REQUEST}

Thismessageis sent by the FT to the PT torequest a PT to submit the specified identity to the FT.

Table 52: {IDENTITY-REQUEST}

Message Type Format Directions
[ {{IDENTITY-REQUEST} [ S | [[F=>P |
Information Element Clause F to P message | P to F message Length octets

Protocol Discriminator 7.2 M - 23

Transaction ldentifier 7.3 M - 15

Message Type 7.4 M - 1

Repeat Indicator (note) 7.6.3 M/N - 1

Identity type (note) 7.7.19 M - 4

IWU-TO-IWU 7.7.23 (©) - -*

Escape to proprietary 7.7.45 0 - -*

M = Mandatory;

N = Not allowed;

O = Optional.

NOTE: More than one <<IDENTITY-TYPE>> information element can be included by using the
<<REPEAT-INDICATOR>> information element. In this case the coding for "non-prioritized
list" is used. Not more than 3 <<IDENTITY-TYPE>> information elements should be
included.

6.3.6.16

Thismessageis sent by the FT to the PT to replace an authentication code by an User Authentication Key (UAK).

{KEY-ALLOCATE}

Table 53: {KEY-ALLOCATE}

Message Type Format Directions

[ {KEY-ALLOCATE} - S | [[F=>P |

Information Element Clause F to P message | Pto F message Length octets

Protocol Discriminator 7.2 M - Y
Transaction Identifier 7.3 M - Y5
Message Type 7.4 M - 1
Allocation type 7.7.2 M - 4
RAND (note) 7.7.32 M - 10
RS (note) 7.7.36 M - 10
Escape to proprietary 7.7.45 O - -*
M = Mandatory.
NOTE: The length when a DECT standard authentication algorithm is used.
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6.3.6.17  {LOCATE-ACCEPT}

This message is sent by the FT to the PT to indicate that location updating or attach has been compl eted.

Table 54: {LOCATE-ACCEPT}

Message Type Format Directions
[ {LOCATE-ACCEPT} | S | [ F=>P |
Information Element Clause F to P message | P to F message | Length octets
Protocol Discriminator 7.2 M - Yo
Transaction ldentifier 7.3 M - o

Message Type 7.4 M - 1
Portable identity (note) 7.7.30 M - 2-20
Location area 7.7.25 M - -*
Use TPUI 7.6.2 ®) - 1
NWK assigned identity 7.7.28 O - 5-20
Ext h/o indicator 7.7.51 ®) - 3
Setup capability 7.7.40 0] - 4
Duration 7.7.13 ®) - 4
IWU-TO-IWU 7.7.23 ®) - -*
Model identifier 7.7.46 ®) - 5-20
Escape to proprietary 7.7.45 6] - -*
M = Mandatory;

O = Optional.

NOTE: This element may contain zero length contents if a new TPUI is not assigned.

6.3.6.18  {LOCATE-REJECT}

Thismessageis sent by the FT to the PT to indicate that | ocation updating or attach hasfailed.

Table 55: {LOCATE-REJECT}

Message Type Format Directions

[ {LOCATE-REJECT} || S | [E=>P |

Information Element Clause F to P message | Pto F message Length octets

Protocol Discriminator 7.2 M - L
Transaction Identifier 7.3 M - R
Message Type 7.4 M - 1
Reject Reason 7.7.34 (6] - 3
Duration 7.7.13 (@) - 4
IWU-TO-IWU 7.7.23 (@] - -*
Escape to proprietary 7.7.45 6] - -*
M = Mandatory;
(@] = Optional;
- = not applicable.
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6.3.6.19  {LOCATE-REQUEST}

This message is sent by the PT to the FT either to request update of itslocation file or to request attach.

Table 56: {LOCATE-REQUEST}

Message Type Format Directions

[ {LOCATE-REQUEST} [ S | [[P=>F |

Information Element Clause F to P message | P to F message Length octets

Protocol Discriminator 7.2 - M 23
Transaction ldentifier 7.3 - M o
Message Type 7.4 - M 1
Portable identity 7.7.30 - M 7-20
Fixed identity 7.7.18 - ®) 5-20
Location area 7.7.25 - 6] -*
NWK assigned identity 7.7.28 - O 5-20
Cipher info 7.7.10 - O 4-5
Setup capability 7.7.40 - ®) 4
Terminal capability 7.741 - ®) 6-19
IWU-TO-IWU 7.7.23 - ®) -*
Model identifier 7.7.46 - ®) 5-20
Escape to proprietary 7.7.45 - ®) -*
M = Mandatory;
O = Optional;
- = not applicable.

6.3.6.20  {MM-INFO-ACCEPT}

Thismessageis sent by the FT to the PT in response to a{ MM-INFO-REQUEST} message providing the requested
information.

Table 57: {MM-INFO-ACCEPT}

Message Type Format Directions

[ {MM-INFO-ACCEPT} [ S | [ F=>P [

Information Element Clause Fto P message | Pto F message Length octets

Protocol Discriminator 7.2 M - LA
Transaction Identifier 7.3 M - 1
Message Type 7.4 M - 1
Info type 7.7.20 O - -*
Call Identity 7.7.6 (6] - 3-4
Repeat Indicator 7.6.3 (©) - 1
Fixed identity 7.7.18 (6] - 5-20
Location area 7.7.25 (@) - -*
NWK assigned identity 7.7.28 (6] - 5-20
Network parameter 7.7.29 (6] - -*
Duration 7.7.13 (@] - 4
IWU-TO-IWU 7.7.23 O - -*
Escape to proprietary 7.7.45 6] - -*
M = Mandatory;
(@] = Optional;
- = not applicable.
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6.3.6.21  {MM-INFO-REJECT}

Thismessageis sent by the FT to indicate to the PT that the requested information cannot be sent.

Table 58: {MM-INFO-REJECT}

Message Type Format Directions

([ {MM-INFO-REJECT} [ S | [[F=>P |

Information Element Clause F to P message | P to F message Length octets

Protocol Discriminator 7.2 M - 23
Transaction ldentifier 7.3 M - 15
Message Type 7.4 M - 1
Call Identity 7.7.6 O - 3-4
Reject Reason 7.7.34 ®) - 3
IWU-TO-IWU 7.7.23 (©) - -*
Escape to proprietary 7.7.45 0 - -*
M = Mandatory;
(0] = Optional;
- = not applicable.

6.3.6.22  {MM-INFO-REQUEST}

This message is sent by the PT to the FT to request information (e.g. regarding external handover) to be sent in a
subsequent { MM-INFO-ACCEPT} message.

Table 59: {MM-INFO-REQUEST}

Message Type Format Directions

[{MM-INFO-REQUEST} | S | [[P=>F |
Information Element Clause F to P message | Pto F message Length octets

Protocol Discriminator 7.2 - M R

Transaction ldentifier 7.3 - M R

Message Type 7.4 - M 1

Info type 7.7.20 - M -*

Call Identity 7.7.6 - 0] 3-4

Portable identity 7.7.30 - (6] 7-20

Repeat indicator 7.6.3 - (6] 1

Fixed identity 7.7.18 - (6] 5-20

Location area 7.7.25 - (@) -*

NWK assigned identity 7.7.28 - (6] 5-20

Network parameter 7.7.29 - (6] -*

IWU-TO-IWU 7.7.23 - O -*

Escape to proprietary 7.7.45 - 6] -*

M = Mandatory;

(@] = Optional;

- = not applicable.
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6.3.6.23  {MM-INFO-SUGGEST}

This message is sent by the FT to provide information to the PT or to suggest an action to the PT, e.g. to perform
location updating or access rights modification or an externa handover.

Table 60: {MM-INFO-SUGGEST}

Message Type Format Directions

[ {MM-INFO-SUGGEST} || S | [[F=>P [

Information Element Clause F to P message | Pto F message Length octets

Protocol Discriminator 7.2 M - Yo
Transaction ldentifier 7.3 M - o
Message Type 7.4 M - 1
Info type 7.7.20 M - -*
Call Identity 7.7.6 O - 3-4
Fixed identity 7.7.18 ®) - 5-20
Location area 7.7.25 ®) - -*
NWK assigned identity 7.7.28 ®) - 5-20
Network parameter 7.7.29 O - -*
Ext h/o indicator 7.7.51 ®) - 3
KEY 7.7.24 (©) - 4-*
Setup capability 7.7.40 ®) - 4
IWU-TO-IWU 7.7.23 ©) - -*
Escape to proprietary 7.7.45 ®) - -*
M = Mandatory;
(@] = Optional;
- = not applicable.

6.3.6.24 {TEMPORARY-IDENTITY-ASSIGN}

Thismessage is sent by the FT to the PT to allocate a TPUI or anetwork assigned identity.

Table 61: {TEMPORARY-IDENTITY-ASSIGN}

Message Type Format Directions
[ {TEMPORARY-IDENTITY-ASSIGN} | ( S [ [ F=>P [
Information Element Clause F to P message | P to F message | Length octets
Protocol Discriminator 7.2 M - %
Transaction Identifier 7.3 M - %
Message Type 7.4 M - 1
Portable identity (note) 7.7.30 (©) - 7-20
Location area 7.7.25 (6] - -*
NWK assigned identity (note) 7.7.28 (6] - 5-20
Duration 7.7.13 (6] - 4
IWU-TO-IWU 7.7.23 0 - -*
Escape to proprietary 7.7.45 6] - -*
M = Mandatory;
(@] = Optional;
- = not applicable.
NOTE: At least one identity information element is included in a {TEMPORARY-IDENTITY-
ASSIGN} message.
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6.3.6.25 {TEMPORARY-IDENTITY-ASSIGN-ACK}
Thismessageis sent by the PT to the FT to indicate that allocation of a TPUI or network assigned identity has taken
place.
Table 62: {TEMPORARY-IDENTITY-ASSIGN-ACK}
Message Type Format Directions
[ {TEMPORARY-IDENTITY-ASSIGN-ACK} | S | [[P=>F
Information Element Clause F to P message | Pto F message Length octets

Protocol Discriminator 7.2 - M Yo

Transaction Identifier 7.3 - M o

Message Type 7.4 - M 1

Escape to proprietary 7.7.45 - o] 4-*

M = Mandatory;

- = not applicable.
6.3.6.26 {TEMPORARY-IDENTITY-ASSIGN-REJ}

Thismessageis sent by the PT to the FT to indicate that allocation of a TPUI or network assigned identity has failed.

Table 63: {TEMPORARY-IDENTITY-ASSIGN-REJ}

Message Type

Format

Directions

[ {TEMPORARY-IDENTITY-ASSIGN-REJ}

S |

=

Information Element Clause F to P message | Pto F message Length octets
Protocol Discriminator 7.2 - M %
Transaction Identifier 7.3 - M %
Message Type 7.4 - M 1
Reject Reason 7.7.34 - (0] 3
Escape to proprietary 7.7.45 - o 4-*

M = Mandatory;
(@] = Optional,
- = not applicable.
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6.3.7 LCE-messages

6.3.7.1 {LCE-PAGE-RESPONSE}
This message is sent by the PT to the FT to indicate that it has received a { LCE-REQUEST-PAGE} message.

6.3.7.2

Message Type

Table 64: {LCE-PAGE-RESPONSE}

Format

Directions

[ {LCE-PAGE-RESPONSE}

S |

LP=>F |

Information Element Clause F to P message | Pto F message Length octets
Protocol Discriminator 7.2 - M 1
Transaction Identifier 7.3 - M R
Message Type 7.4 - M 1
Portable identity 7.7.30 - M 7-20
Fixed identity 7.7.18 - ®) 5-20
NWK assigned identity 7.7.28 - O 5-20
Cipher info 7.7.10 - ®) 4-5
Escape to proprietary 7.7.45 - ®) -*
M = Mandatory;

O = Optional;
- = not applicable.

Message Type

{LCE-PAGE-REJECT}
Thismessageis sent by the FT to the PT to reject an unwanted response to a { LCE-REQUEST-PAGE} message.

Table 65: {LCE-PAGE-REJECT}

Format

Directions

[ {LCE-PAGE-REJECT}

S |

LE=>P |

- = not applicable.

Information Element Clause F to P message | Pto F message Length octets
Protocol Discriminator 7.2 M - L
Transaction Identifier 7.3 M - kA
Message Type 7.4 M - 1
Portable identity (note) 7.7.30 M - 7-20
Fixed identity 7.7.18 (6] - 5-20
Reject Reason 7.7.34 (6] - 3
Escape to proprietary 7.7.45 O - 4-*

M = Mandatory;
(@] = Optional;

NOTE:

rejected.

The <<PORTABLE-IDENTITY>> information element contains the full IPUI of the PT that is
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6.4 B-FORMAT message functional contents

6.4.1 B-FORMAT message overview
Each of the B-FORMAT message definitions indudes:
a) abrief description of the message direction and use;

b) atablelisting all the possible information elementsthat can be contained in the message. For each element, the
table defines:

1) the name of the information element;
2) areference to the clause where the information element is defined;

3) whether theinclusion of the information e ement is Mandatory (M) or Optional (O) or Not allowed (N).
These inclusion rules are defined separately for each message direction. If the messageis only specified
for one direction, the elements are marked not applicable (-) for the other direction;

4) therange of possible lengths of the information element, where "*" means the maximum length is
undefined;

¢) further explanatory notes asrequired.

The information el ements are aways listed in their order of appearance, this order is mandatory for all instances of the
message. Receiver implementations shall take account of the possibility that further information e ements may be
inserted in the message tables in future editions of the present document.

6.4.2 {LCE-REQUEST-PAGE}
Thismessageis used by the LCE in the FT to request a PT to immediately establish alink to that FT.

Table 66: {LCE-REQUEST-PAGE}

Message Type Format Directions
[ {LCE-REQUEST-PAGE} [ B | [F=>P [
Information Element Clause F to P message | Pto F message Length octets
LCE Header 8.2 M - 1o
Long address (note) 8.2 (6] - 4
Short address (note) 8.2 (6] - 2
M = Mandatory;
(@] = Optional;
- = not applicable.
NOTE: The message shall contain either a <<LONG-ADDRESS>> element or a <<SHORT-
ADDRESS>> element.
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6.4.3 {CLMS-FIXED}

Thismessageis used by the CLMS in the FT to send application specific information to one or more PTs.

Table 67: {CLMS-FIXED}

Message Type Format Directions

[{CLMS-FIXED} | L8 | [e=P |
Information Element Clause F to P message | P to F message | Length octets

CLMS Header (note 1) 8.3.2 M - o

Short address (note 2) 8.3.2 M - 2

Protocol Discriminator (note 2) 8.3.2 M - 1

Length Indicator (note 3) 8.3.2 M/N - 1

Data 8.3.2 M - 1-20

Fill4 8.3.2 (©) - 0-3

M = Mandatory;

N = Not allowed,;

O = Optional;

- = not applicable.

NOTE 1: This message will be fragmented into message sections suitable for transmission by the
MAC broadcast message control services.

NOTE 2: This element appears in all message sections.

NOTE 3: These elements are mandatory for all {CLMS-FIXED} messages. They are contained in the
first message section. Refer to clause 12.3.1.

NOTE 4: The <<LENGTH-INDICATOR>> is mandatory for multi-section messages. It is not allowed
for single-section messages. Refer to clause 12.3.1.

NOTE 5: Theffill field is used to adjust the total message length to an integral number of sections.
Refer to clause 8.3.

7 S-FORMAT message structures

7.1 Overview

The SFORMAT message structures are based on the principles adopted in EN 300 403-1 [8]. Similar modificationsto
those adopted in I-ETS 300 022-1 [9] have also been used. The detailed coding of all e ementsis uniqueto the present
document.

Every message consists of the following parts:
a) protocol discriminator;
b) transaction identifier;
C) message type;
d) information e ements.
Elements a), b) and c) shall be present in every message. Element d) is specific to each message type.

Elements a) and b) are combined into one octet (octet 1) of every message.

ETSI



78 ETSI EN 300 175-5 V1.5.1 (2001-02)
Octet:
Transaction Protocol Discriminator 1
Identifier
Extended Transaction Value la
Message Type 2
Information elements 3
| N

Figure 3: S-FORMAT message structures

NOTE: Octet lais optional, and should only be used on systems that require an extended transaction value.
7.2 Protocol Discrimination (PD) element
Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 Octet:
(see clause 7.3) PROTOCOL 1

DISCRIMINATOR

Figure 4: Protocol Discriminator (PD) bits

Protocol Discriminator (PD):

Bits: 4321 M eaning
0000 Link Control Entity (LCE) messages
0011 Call Control (CC) messages (note 2)
0100 Call Independent Supplementary Services (CISS) messages
0101 Mobility Management (MM) messages
0110 ConnectionLess Message Service (CLMS) messages
0111 Connection Oriented Message Service (COMS) messages
1--- Unknown protocol entity

All other valuesreserved.

NOTE 1: Only bit 4 of this protocol discriminator isused in the ECMA/ETSI sense. Bits 3 to 1 are used to provide
discrimination between different entities within one protocol set.

NOTE 2: CC messagesinclude Call Related Supplementary Service (CRSS) messages.

7.3 Transaction ldentifier (T1) element

The Transaction Identifier (TI) isused to distinguish multiple paralldl transactions (multiple activities) associated with
one PT (one value of 1PUI). The Transaction Identifier (T1) only applies to the associated value of Protocol
Discriminator (PD), and the same value of transaction identity may be used by different protocol entities at the same
time. A Transaction Identifier (TI) containstwo fields, a Flag field (F) and a Transaction Value (TV) field.

The dalowable values of the Transaction Value (TV) depend on the associated Protocol Discriminator (PD) according to
the table 67.

Table 68: Allowable range of Transaction Identifiers (TIs)

Protocol Maximum number of parallel Allowable values of
Discriminator transactions transaction value

LCE 1 '0' only

cC 7 + extend '0' to '6' + extend
CISS 7 '0' to '6'

MM 1 '0' only
CLMS 1 '0' only
COMS 7 '0' to '6'

Unknown Not defined Not defined
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The Tl is assigned by the side that initiates the transaction (portable side or fixed side). The protocol entities on both
sides have access to the full allowable range of transaction values as given above, The same TV can be used for two
simultaneous transactionsthat are originated from opposite sides.

The Tl value of "6" shall only be used for connectionless NWK layer transactions. For the procedures see
clause 10.4.2.3.

Bit: 8 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
FLAG |TRANSACTION VALUE 1
(F) (Tv) (see clause 7.2)

Figure 5: Transaction Identifier (TI) bits

Transaction Flag (F):
F = 0 for message from transaction originator
F = 1 for message from transaction destination
Transaction Value (TV):

Bits 765 Meaning
000 } vdidTV
to
110 }
111 Reserved value (TV extension)

When the reserved value is used, the message shall contain an additional octet (octet 1b) containing an 8-bit Extended
Transaction Vaue (TVX):

Bit: 8 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
FLAG |[TRANSACTION VALUE (see clause 7.2) 1
(F) av)
EXTENDED TRANSACTION VALUE la
(TVX)

Figure 6: Extended Transaction Identifier (ETI) bits

7.4 Message type element

Bitt | 8 | 7 | 66 | 5 | 4 | 3 | 2 | 1 | Octet

[ 0 | MESSAGE TYPE | 2

Figure 7: Message Identifier (MI)
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The purpose of the message type is to identify the function of the message being sent. The message type is coded as
shown in the following tables.

7.4.1 Messages for CC

Table 69: CC message type coding

—

PRPORPPFPOOORRPFRPROOOOOAMADW

CC message types
Reserved
{CC-ALERTING}
{CC-CALL-PROC}
{CC-SETUP}
{CC-CONNECT}
{CC-SETUP-ACK}
{CC-CONNECT-ACK}
{CC-SERVICE-CHANGE}
{CC-SERVICE-ACCEPT}
{CC-SERVICE-REJECT}
{CC-RELEASE}
{CC-RELEASE-COM}
{IWU-INFO}
{CC-NOTIFY}

{CC-INFO}

[eNoleolololoolooloolNloNeNe oo
PRPRPPRPPOOOOCOOOOOON
PRPPRPOORPRFRPPRPOOOOOOOO®
I—‘OOI—‘OOOOOOOOOOOU‘IUJ
OPrRPOOPFrROO0OOFrRPFRPRRFRPFRPROOOW
PRPOFRPOFRPROORFRPRORFRPRORFRPROON
POOORRFRPFRPROFRRFRPFRPFRPRORLROPR

7.4.2 Messages for SS

Table 70: SS message type coding

—

e NeoN W NI

CISS message types (call independ.)
{CISS-RELEASE-COM}

{FACILITY}

{CISS-REGISTER}

coom
PR
PR OO
cCorug
OO W
OrRr kN
coOor

CRSS message types (call related)
{HOLD}

{HOLD-ACK}

fHOLD-REJECT}

{(RETRIEVE}

{RETRIEVE-ACK}
{RETRIEVE-REJECT}

{FACILITY}

[cNololeoNeNeNoNe]
RPOOOOOO~N
PRRPRPRPRPRPPO
OrRrPFRPRFRPRRFPLPOOO
OO0 OOrOhM
(ol NeoloNoNol ]
PPRPPOOOCON
OrRrPFRPRFPROOOR

7.4.3 Messages for COMS

Table 71: COMS message type coding

—

PRPRPRPRPRPOOAKND

COMS message types
{COMS-SETUP}
{COMS-CONNECT}
{COMS-NOTIFY}
{COMS-RELEASE}
{COMS-RELEASE-COM}
{COMS-INFO}
{COMS-ACK}

I—‘I—‘I—‘OOOOU‘IUJ

OoOO0O0OO0CO0OO®
PR RRPROOON
PFRrOOOOOO®
OCOO0OrROREFW®W
ORrRrROORON
ORrORrRORREE
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7.4.5

7.4.6

81

Messages for CLMS

Table 72: CLMS message type coding
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CLMS message types
[{CLMS-FIXED}
{CLMS-VARIABLE}

8

** B-FORMAT message]
0 0O0O0OO0OODU 01

7

6

Bits
5 4 3 2 1

Messages for MM

Table 73: MM message type coding

MM message types
{AUTHENTICATION-REQUEST}
{AUTHENTICATION-REPLY}
(KEY-ALLOCATE}
{AUTHENTICATION-REJECT}
{ACCESS-RIGHTS-REQUEST}
{ACCESS-RIGHTS-ACCEPT}
{ACCESS-RIGHTS-REJECT}
{ACCESS-RIGHTS-TERMINATE-REQUEST}
{ACCESS-RIGHTS-TERMINATE-ACCEPT}
{ACCESS-RIGHTS-TERMINATE-REJECT}

{CIPHER-REQUEST}
{CIPHER-SUGGEST}
{CIPHER-REJECT}
{(MM-INFO-REQUEST}
{(MM-INFO-ACCEPT}
{(MM-INFO-SUGGEST}
{MM-INFO-REJECT}
{LOCATE-REQUEST}
{LOCATE-ACCEPT}

{DETACH}

{LOCATE-REJECT}
{IDENTITY-REQUEST}
{IDENTITY-REPLY}
(TEMPORARY-IDENTITY-ASSIGN}
(TEMPORARY-IDENTITY-ASSIGN-ACK}
( TEMPORARY-IDENTITY-ASSIGN-REJ}

lcNeNoNeloloNelcloNolefoNoRooNoRe oo RefoRoReNoNoNRa i
PR RRPRRPRRRPRPRPRRPRRPRRREPREPRRRERPRRREPRRRERREREN
lcNeNoRololoNelcloNolefoNoRoloNoRe oo e foNoRe oo Ra o)

-

I—‘I—‘I—‘I—‘I—‘I—‘I—‘I—‘I—‘I—‘I—‘I—‘I—‘OOOOOOOOOOOOOU‘Iw
PRPRRPRPRRPOOOOOOOORRRPRRPRRPPOOOODOOOAMAD
PRPPRPOORPRFRPFRPPFPOOOORRFRPRFRPOOORRLPRPFRPOOOOW
POOOORFRPROOFRPRFRPOORFPROFRPROORFRPROORLRFLPOON
PRPOFRPOFRPROFRPROFRPROFRPROFRPROORFRPOFRPRFRPROFRPROROPR

Messages for LCE

Table 74: LCE message type coding

LCE message types 8 7 6
{LCE-PAGE-RESPONSE} 011
{LCE-PAGE-REJECT} 011
[{LCE-REQUEST-PAGE} ** B-FO
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7.5 Other information elements

7.5.1 Coding rules

Two categories of information element are defined, fixed length and variable length. These categories are distinguished
by the coding of bit 8 of the identifier octet.

NOTE: Although similar coding to EN 300 403-1 [8] has been used this should not be assumed. Most information
elements have been redefined and reordered and EN 300 403-1 [8] should not be used as a detailed
reference.

Fixed length infor mation elements (bit 8="1")

The primary set of the fixed length information elements are single octet ements, where bits{4..1} contain the
information. This correspondsto EN 300 403-1 [8].

One single octet identifier isused to define a secondary set of 2 octet e ements. For this secondary set only, bits{4..1}
of thefirst octet define a secondary identifier (an extended identifier) that describes one of each double octet elements,
see clause 7.6.1. Octet 2 then contains a full octet of information.

Bit: | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet

[ 1 ] Identifier | Contents | 1

Figure 8: Single octet information element

Bit: | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
1 [ 1 1 0 | 2nd-Identifier 1
Contents of element 2

Figure 9: Double octet information element

Variablelength information elements (bit 8="0")
Variable length elements follow the principles defined in EN 300 403-1 [8].

The descriptions of the variable length information elementsare in clause 7.7.2 onwards. Thereis a particular order of
appearance for each variable length information element within a message. The code values of the variable length
information element identifiers are assigned in ascending numerical order, according to the defined order of appearance
of the elementsin each message. This allows receiving equipment to detect the presence or absence of a particular
information el ement without scanning through an entire message.

The second octet of all variable length e ementsindicates the total length of the contents of that element regardless of
the coding of thefirst octet (i.e. the length is calculated starting from octet 3). This length isthe natural binary coding of
the number of octets of the contents, with the least significant bit in bit position 1.

An optional variable length information e ement may be present but empty (i.e. length of contents="0"). This should
be interpreted by the receiver as equivalent to that information element being absent.

Some information elements contain spare bits, these are generally indicated as being set to "0". In order to allow
compatibility with future implementations, el ements should not be rejected if these spare bitsare set to "1".
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Bit | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | Element identifier 1
Length of contents; L (octets) 2
3

Contents of element
| L+2

Figure 10: Variable length information element

The following rules apply to the coding of the contents of variable length information el ements:

1) thefirg character (the digit) in the octet number identifies one octet or agroup of octets;

2) each octet group isa saf contained entity. The second character (theletter) in the octet number identifies the

3)

position of the octet in the group. Theinternal structure of an octet group may be defined in aternative ways,

an octet group is formed by using some extension mechanism. The preferred extension mechanism isto use bit 8
of each octet in the group as an extension bit. The bit value "0" indicates that the group is extended into the next
octet. The bit value "1" indicates that thisisthe last octet of the group.

In the coding descriptions that follow, the following conventions are used:

4)

5)

6)

one octet group is described as a sequence of zero or more octets with "0/1" on bit position 8, followed by one
octet with "0/1 ext" or "1" on hit position 8;

if any non-last octet of a described octet group hasvalue 1, al subsequent octets shown for that octet are absent;

an octet group showing "0/1 ext" in bit position 8 of the last octet of that group may be extended with additional
octetsin later versions of The present document and equipment shall be prepared to receive such additional
octets although the equipment need not to be able to act upon the contents of these octets;

an octet group showing "1" in bit position 8 of the last octet of that group will not be extended with additional
octetsin later versions of the present document;

an information element may be extended with additional octet groupsin later versions of the present document,
and equipment shall be prepared to receive additional octet groups although the equipment need not be able to
act upon the contents of these octet groups;

in addition to the extension mechanism described above, an octet group may be defined by an explicit length
coding either using the value in octet 2 or including a second length coding. This mechanism may be used
instead of, or aswell as, the preferred mechanism described above;

in afew cases, this second length coding may define the length in bits (not octets). In this event the length of the
octet group shall be minimum number of integral octetsrequired to contain al the bits (i.e. the rounded-up
value). The surplus bits shall be set to "0" by the sender and should be ignored by the receiver;

unless otherwise stated, all fields within an information e ement shall be coded with the natural binary value,
with the least sgnificant bit in the lowest numbered bit position. If afield spans more than 1 octet, the
information shall be arranged with the most significant bitsin the lower numbered octets.

Bitt | 8 | 7 | 66 | 5 | 4 | 3 | 2 | 1 | Octet
most significant octet (n) N
least significant octet (1) N+n-1

Figure 11: Structure of long fields
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7.5.2 Extensions of codesets
The present document defines codeset "0". All elementslisted in clauses 7.6.1 and 7.7.1 belong to codeset "0".

One value of single octet information el ement isreserved for shift operations as described in clauses 7.5.3 and 7.5.4.
These shift operations allow an expansion of the information e ement coding structure to support 8 codesets.

Each codeset shall reserve the same value of single octet dement for shifting from one codeset to another. The contents
of this shift element identifies the codeset to be used for the next information element(s). The codeset in use at any time
isreferred to as the "active codeset”. Codeset "0" (the codeset defined in the present document) shall be theinitialy
active codeset at the start of every message.

The following coding rules shall apply to all codesets:
- the same basic fixed/variable length information element coding split (using octet 1, bit 8) shall be used;
- the same I dentifier-Length-Contents format for variable length information e ements shall be used;
- the same single/double octet coding (using octet 1, bits 5-7) for fixed length information e ements shall be used;

- the same Shift fixed length information elements (according to requirements currently in clause 7.5.2 to
clause 7.5.4) shall be used. Other fixed length information elements may be different.

All equipment shall have the capability to recognize the shift element and to determine the length of the following
information e ement(s). This shall enable the equipment to determine the start of a subsequent e ement. Equipment is
not required to interpret any codesets except for codeset "0", eements from alternative codesets may be discarded
without further action.

NOTE: Whenever an implementation receives an information e ement with an additional unexpected/undefined
octet, it should not regard the information e ement to have invalid content/incorrect length. In order to
accommaodate future extension of the standards, the implementation should process the
expected/defined/known octets and only discard the additional unexpected octets.

Two shift procedures shall be supported, locking shift and non-locking shift. Both procedures shall only apply to the
message in which they appear (i.e. ashift shall not apply across message boundaries).
7.5.3 Locking shift procedure

The locking shift procedures uses the shift element to indicate the new active codeset. A "0" in bit position 4 indicates
locking shift. The specified codeset remains active until another shift eement appears or until the end of the message.

The locking shift procedure shall use the following e ement and coding:

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet

[ 1 ] o 0 1 ] o | New Codeset | 1

Figure 12: Shift element (locking shift)

New (temporary) codeset identifier

Bits 321 Meaning
000 Initial codeset (the present document)
001}
010} Reserved
011}
1-- Escape for non-standard codeset

This procedure shall only be used to shift to a higher number codeset than the codeset being | eft.
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7.5.4 Non-locking shift procedure

The non-locking shift procedures uses the shift element to indicate atemporary active codeset. A "1" in bit position 4
indicates non-locking shift. The specified codeset shall only apply to the next information element (or until the end of
the message). After that information element the codeset shall revert to the previous (locked) active codeset.

A non-locking shift element shall not be transmitted directly before alocking shift eement. If this combination is
received it shall be treated as though the locking shift e ement only had been received.

The non-locking shift procedure shall use the following e ement and coding:

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet

[ 1 | o 0 1 [ 1 ] New Codeset | 1

Figure 13: Shift element (non-locking)

New (temporary) codeset identifier:
as for locking shift: refer to clause 7.5.3.
This procedure may be used to shift to ahigher or lower numbered codeset than the codeset being left. A non-locking
shift indicating the (currently) active codeset shall not of itself constitute an error.
7.5.5 Display and keypad elements

Display and keypad information can be carried in either afixed length information element or a variable length
information & ement:

Fixed Length Variable Length
<<SINGLE-DISPLAY>> <<MULTI-DISPLAY>>
<<SINGLE-KEYPAD>> <<MULTI-KEYPAD>>

Whenever amessage allows a <<"DISPLAY">> dement or a<<"KEYPAD">> element to beincluded, this shall be
understood to mean either one fixed length dement <<SINGLE ---->> or one variable length e ement <<MULT] ---- >>
but not both.

All <<"KEYPAD">> and <<"DISPLAY">> dements shall contain zero or more characters from the DECT standard
8 hit character set asdescribed in annex D.

NOTE: TheDECT standard character set is based on the |A5 character set.

7.5.6 Repeated elements

Most messages shall only contain one appearance of a given information element. Two exceptionsto thisruleare
allowed, and these exceptions are marked by the inclusion of the <<REPEAT-INDICATOR>> information el ement.
Error handling on reception of unexpectedly repeated information e ementsis covered in clause 17.5.2.

<<REPEAT-INDICATOR>>; coding 1.

The "non-prioritized lis" coding is used when amessage contains alist of repeated e ements (containing different
codings) which al arerelevant. All dementsin thelist shall appear in immediate succession (i.e. there shall be no other
elementsin between the members of the list, and the <<REPEAT INDICATOR>> e ement shall immediately precede
thefirg element of thelist. Theserepeated lists are used for transferring alist of data, e.g. several Portable Access
Rights Keys (PARKS) within one message.
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<<REPEAT-INDICATOR>>; coding 2.

The "prioritized list" coding is used when a message contains alist of repeated el ements (containing different codings)
and inviting selection of one possibility. All eementsin thelist shall appear in immediate succession (i.e. there shall be
no other elementsin between the members of thelist), and the <<REPEAT-INDICATOR>> element shall immediately
precede the first element of thelist. These repeated lists are used for negotiation of service, either at call establishment
or during a service change.

7.6 Fixed length information elements

7.6.1 Summary

Table 75: Fixed length information elements coding

Reference
Bits

Single Octet Elements 8 7 6 5 4 1

Single Octet element 1 L

Reserved 1 000 - - - -

Shift i1 001 - - - - 7.5.3/7.5.4
Sending complete 1 01000001 7.6.2
Delimiter request 1 01 0O0O010O0 7.6.2
Use TPUI 10100011 7.6.2
Repeat indicator 1101 - - - - 7.6.3
Double Octet element 1110 - - - -

Double Octet Elements 8 7 6 5 4 3 21

Basic Service 11100000 7.6.4
Release Reason 11100010 7.6.7
Signal 11100100 7.6.8
Timer Restart 11100101 7.6.9
Test Hook Control 11100110 7.6.10
Single-Display 11101000 7.6.5
Single-Keypad 11101001 7.6.6
Reserved (escape) 11101111

7.6.2 Sending complete, delimiter request and use TPUI

The purpose of the <<SENDING-COMPLETE>> element is to optionally indicate completion of the called party
number (see clause 9.3.1.5).

The purpose of the <<DELIMITER-REQUEST>> dlement is to optionally request the peer to return a
<<SENDING-COMPLETE>> element when the called party number is completed.

The purpose of the <<USE-TPUI>> element is to optiondly indicate that a PT may use TPUI in the <<portable
identity>> in { CC-SETUP} and in { LCE-PAGE-RESPONSE}.

Bitt | 8 | 7 | 66 | 5 | 4 | 3 | 2 | 1 | Octet

[ 2] o 1 o] o o 0o 11 1

Bitt | 8 | 7 | 66 | 5 | 4 | 3 | 2 | 1 | Octet

[ 2] o 1 o] o o 1 o | 1

Figure 15: DELIMITER-REQUEST information element
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Bit | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet

[ 1 ] o 1 o [ o o 12 1 ] 1

Figure 16: USE-TPUI information element

7.6.3 Repeat indicator

The purpose of the <<REPEAT-INDICATOR>> e ement isto indicate how repeated information e ements shall be
interpreted when included in amessage. The <<REPEAT-INDICATOR>> e ement shall be included immediately
before the first occurrence of the information element which will be repeated. See clause 7.5.6.

NOTE: Theuse of the <<REPEAT-INDICATOR>> dement in conjunction with an e ement that only appears
once should not of itself constitute an error.

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet

[ 1 [ 1 0 1| Repeat indicator | 1

Figure 17: REPEAT-INDICATOR information element

Repeat indicator coding (octet 1):

Bits 4321 Meaning
0001 Non prioritized list. See clause 7.5.6.
0010 Prioritized list. See clause 7.5.6.

All other valuesreserved.

7.6.4 Basic service

The purpose of the <<BASIC-SERVICE>> element is to indicate the basi c aspects of the service requested. This
element allows the user to indicate the use of default attributes, thereby reducing the length of the setup message.

Bit: | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
1 1 1 0 0 0 0 0 1
<<BASIC-SERVICE>>
Call Basic 2
class Service

Figure 18: BASIC-SERVICE information element

Call class (octet 2):

Bits 8765 Meaning
0100 Message call setup
0111 DECT/ISDN IIP
1000 Normal cal setup
1001 Internal call setup (typically used in residential environments)
1010 Emergency call setup
1011 Service call setup
1100 External handover call setup (see clause 9.3.1.1)
1101 Supplementary service call setup
1110 OA&M call setup

All other valuesreserved.
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Bagc service (octet 2):

Bits 4321 Meaning
0000 Basic speech default setup attributes (see note and clause 9.3.1.1)
0100 DECT GSM IWP prodfile (Phase 2)
0101 LRMS (E-profile) service (EN 300 757 [54])
0110 GSM IWP SMS
1111 Other (seeclause 9.3.1.1)

All other valuesreserved.

NOTE: Thevalue of thisfield may be used in future sandards to indicate "specific profile default setup
attributes”.

7.6.5 Single display

The purpose of the <<SINGLE-DISPLAY >> element isto convey display information that may be displayed by the PT.
The <<SINGLE-DISPLAY >> element shall only contain DECT gtandard characters.

Bit: | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
1] << SINGLE-DISPLAY >> 1
Display Info (DECT character) 2

Figure 19: SINGLE-DISPLAY information element

NOTE: DECT charactersare specified in annex D. These are based on |A5 characters.

7.6.6 Single keypad

The purpose of the <<SINGLE-KEYPAD>> element isto convey DECT gtlandard characters e.g. as entered by means
of a PT keypad.

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
1] << SINGLE-KEYPAD >> 1
Keypad Info (DECT character) 2

Figure 20: SINGLE-KEYPAD information element

NOTE: DECT charactersare specified in annex D. These are based on |A5 characters.

7.6.7 Release reason

The purpose of the <<RELEASE-REASON>> element isto convey the cause of therelease. This element shall be used
whenever a specific coding isindicated in the procedures. The element should also be used in all other cases.

Bitt | 8 | 7 | 66 | 5 | 4 | 3 | 2 | 1 | Octet
1] <<RELEASE-REASON>> 1
Release Reason Code 2

Figure 21: RELEASE-REASON information element
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Release reason coding: general values

Value (hex) Meaning (Reason)

00 Normal

01 Unexpected Message

02 Unknown Transaction Identifier

03 Mandatory information el ement missing
04 Invalid information el ement contents
05 Incompatible service

06 Service not implemented

07 Negotiation not supported

08 Invalid identity

09 Authentication failed

O0A Unknown identity

0B Negotiation failed

0oC Reserved

0D Timer expiry

OE Partial release

OF Unknown

Releasereason coding: user values

Value (hex) Meaning (Reason)

10 User detached

11 User not in range
12 User unknown

13 User aready active
14 User busy

15 User rgjection

16 User call modify

17 to 1F Reserved

Release reason coding: external handover values

Value (hex) Meaning (Reason)

20 Reserved

21 External Handover not supported
22 Network Parameters missing

23 External Handover release

24 to 2F Reserved

Release reason coding: temporary overload values

Value (hex) Meaning (Reason)

30 Reserved

31 Overload

32 Insufficient resources

33 Insufficient bearers available
34 IWU congestion

35to3F Reserved
All other valuesreserved.

7.6.8 Signal

Bitt | 8 | 7 | 66 | 5 | 4 | 3 | 2 | 1 | Octet

1 << SIGNAL >> 1
Signal value 2

Figure 22: SIGNAL information element
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Signal value coding (octet 2):

Bits 87654321

Meaning

00000000
00000001
00000010
00000011
00000100
00000101
00000110
00000111
00001000
00111111
01000000
01000001
01000010
01000011
01000100
01000101
01000110
01000111
01001000
01001111

dia tone on (seenote 3)

ring-back tone on (see note 4)
intercept tone on (see note 7)

network congestion tone on (see note 6)
busy tone on (see note 3)

confirm tone on (see note 5)

answer tone on (see note 5)

call waiting tone on (see note 3)
off-hook warning tone on (see note 5)
tones off

alerting on - pattern O (see note 2)
alerting on - pattern 1 (see note 2)
alerting on - pattern 2 (see note 2)
alerting on - pattern 3 (see note 2)
alerting on - pattern 4 (see note 2)
alerting on - pattern 5 (see note 2)
alerting on - pattern 6 (see note 2)
alerting on - pattern 7 (see note 2)
alerting on - continuous (see note 1)
alerting off

All other valuesreserved.

A PT shall respond to all alerting patterns, but these may all produce the same sound.

NOTE 1L

NOTE 2:
NOTE 3:
NOTE 4:

NOTE 5:

NOTE6:

NOTE7:

7.6.9

A FT may provide cadence following by sending an alternating sequence of al erting-on-continuous and
alerting-off eementsin { CC-INFO} messages whilein the"CALL RECEIVED" sate.

The use of alerting patternsis FT dependent,; theresulting sound is PT dependent.
Thistone should be used in accordance with the description given in ITU-T Recommendation E.182 [48].

Thistone should be used in accordance with the "Ringing" tone description given in
ITU-T Recommendation E.182 [48].

No description is provided for the use of thistone. This coding isincluded to provide alignment to the
coding provided in EN 300 403-1 [8].

Thistone should be used in accordance with the "congestion tone" description given in
ITU-T Recommendation E.182 [48].

Thistone should be used in accordance with the "intrusion tone" description given in
ITU-T Recommendation E.182 [48].
Timer restart

Bitt | 8 | 7 | 66 | 5 | 4 | 3 | 2 | 1 | Octet

<< TIMER-RESTART >> 1
Restart value 2

1]

Figure 23: TIMER-RESTART information element

Restart value coding (octet 2):

Bits 87654321 Meaning
00000000 Restarttimer
00000001 Stoptimer
All other values reserved.
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7.6.10 Test hook control

The purpose of the <<TEST-HOOK-CONTROL>> element isto convey the remote control of the PT hook switch for
testing.

Bt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
1] << TEST-HOOK-CONTROL >> 1
Hook value 2

Figure 24: TEST-HOOK-CONTROL information element

Hook value coding (octet 2):

Bits 87654321 Meaning
00000000 On-Hook
00000001 Off-Hook
All other valuesreserved.

7.7 Variable length information elements
7.7.1 Summary

Thistable defines the coding that shall be used for thefirst octet of these elements, this octet uniquely identifies each
element.
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Thereference number in the last column refers to the clause where the detailed coding of the element shall be found.

Table 76: Variable length information element coding

Reference
Bits
\Variable Length Elements 8 7 6 5 4 3 2 1
Info Type 0 000O0OO0OOTUO1 7.7.20
Identity type 0 000O0OO0OOT11O 7.7.19
Portable identity 0 00 OO 101 7.7.30
Fixed identity 0 000O0OO0OT1T10 7.7.18
Location area 0 00O0O0T111 7.7.25
NWK assigned identity 0 0001O0O01 7.7.28
IAUTH-TYPE 0 0001010 7.7.4
|Allocation type 0 0001011 7.7.2
RAND 0 0001100 7.7.32
RES 0 00011001 7.7.35
RS 00001110 7.7.36
IWU attributes 0 0010010 7.7.21
Call attributes 00010011 7.75
Service change info 00010110 7.7.38
Connection attributes 00010111 7.7.11
Cipher info 0 00110001 7.7.10
Call identity 0 0011010 7.7.6
Connection identity 0 0011011 7.7.12
Facility 0 0011100 7.7.15
Progress indicator 00011110 7.7.31
MMS Generic Header 001 0O0O0O0OTO O 7.7.47
MMS Object Header 0 01 00 O0O0T1 7.7.48
MMS Extended Header 0 01 00O010 7.7.49
Time-Date 0 01 00011 7.7.50
Multi-Display 0 01010O0TO0 7.7.26
Multi-Keypad 0 01 01100 7.7.27
Feature Activate 00111000O0 7.7.16
Feature Indicate 00111001 7.7.17
Network parameter 01 00O0O0O0OT1 7.7.29
Ext h/o indicator 01 00O0O0T1I0O0 7.7.51
ZAP field 01 010010 7.7.44
Service class 01 010100 7.7.39
Key 01 010110 7.7.24
Reject Reason 011 00O0O00O0 7.7.34
Setup capability 01100010 7.7.40
Terminal capability 01100011 7.7.41
End-to-End compatibility 01100100 7.7.14
Rate parameters 01100101 7.7.33
Transit Delay 01100110 7.7.42
\Window size 01100111 7.7.43
Calling Party Number 01101100 7.7.9
Called Party Number 01110000 7.7.7
Called Party Subaddr 01110001 7.7.8
Duration 01110010 7.7.13
Segmented info 01110101 7.7.37
IAlphanumeric 01110110 7.7.3
IWU-to-IWU 01110111 7.7.23
Model identifier 01111000 7.7.46
IWU-PACKET 01 111010 7.7.22
Escape to proprietary 01111011 7.7.45
Escape for extension 01111111 (note)
Il other values are reserved
NOTE: When the <<ESCAPE-FOR-EXTENSION>> is used, the information element identifier is
contained in octet 3 and the content of the information element follows in the subsequent
octets as shown in the figure 25.
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Bit | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | <<ESCAPE-FOR-EXTENSION>> 1
Length of Contents (L) 2
1] info element identifier 3

Contents of information element 4 etc.

Figure 25: Information element format using ESCAPE-FOR-EXTENSION

7.7.2 Allocation type

The purpose of the <<ALLOCATION-TY PE>> information element is to define the authentication parameters for the
key allocation procedure.

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | <<ALLOCATION-TYPE>> 1
Length of Contents (L) 2
Authentication algorithm identifier 3
UAK number | AC number 4

Figure 26: ALLOCATION-TYPE information element

Authentication algorithm identifier coding (octet 3):

Bits 87654321 Meaning
00000001 DECT standard authentication agorithm 1
All other valuesreserved.

User Authentication Key (UAK) number coding (octet 4):

Bits 8765 M eaning
Contains the binary coded number under which the allocated UAK shall be stored
If the MSB (bit 8) is set to 0, then the key shall be related to the active | PUI
If the MSB (bit 8) isset to 1, then the key shall bereated to the active |PUI/PARK pair

Authentication Code (AC) number (octet 4):

Bits 4321 Meaning
Contains the binary coded number of the selected authentication code
If the MSB (bit 4) is set to 0, then the key shall be related to the active | PUI
If the MSB (bit 4) isset to 1, then the key shall bereated to the active |PUI/PARK pair
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7.7.3 Alphanumeric

The purpose of the <<ALPHANUMERIC>> element isto provide a trangport mechanism for afamily of alternative
character setsin both directions.

This element shall not be used to carry dialling information.

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | <<ALPHANUMERIC>> 1
Length of Contents (L) 2

0 | Character Type | OFE | Character Set 3

4

List of Characters

Figure 27: ALPHANUMERIC information element

Char acter type coding:

Bits 765 M eaning (Char acter type)
000 User specific
001 Standard 8-hit characters
010 Standard 4-hit characters

All other valuesreserved.

Odd/even coding:

Bits 4 M eaning
0 Even number of characters
1 Odd number of characters

NOTE: The odd/even flagis only used when the character typeis4 hit. In al other casesit should be set to
"even".

Standard 8-bit char acter set coding
Char acter set coding:

Bits 321 M eaning (Char acter set)
000 Reserved
001 DECT standard 8-hit characters (annex D)
010 IA5 characters (ITU-T Recommendation T.50 [12])
011 Reserved (ISO/IEC 2022 [13])
100 ERMES 7-bit characters (ETS 300 133 [14] , parts1to 7)
101 Reserved [CT2/CAI characters)
110 Standard ASCI| (7 bit) characters (ANS| X3.4-1986 [68])

All 8-bit characters shall always be coded with one character per octet. Multiple characters shall be interpreted in the
order of ascending octet numbers. Charactersthat are originally coded in less than 8-bits shall be padded up to 8-hitsas
follows:

- theoriginal character isplaced in the octet, with the least significant bit in bit position "1";
- any unused bit positionsare filled with "0".

Standard 4-bit char acter set coding
Char acter set coding:

Bits 321 Meaning (Character set)
000 Reserved
001 DECT standard 4-bit characters (annex D)
100 ERMES 4-bit characters (ETS 300 133-1[14], parts1to 7)

All other valuesreserved.
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4-bit characters shall aways be coded with two characters per octet. Multiple characters shal be interpreted in the order
of ascending octet numbers, and within each octet the high placed character (bits position 5-8) first.

7.7.4 Auth type

The purpose of the <<AUTH-TY PE>> information element is to define the authentication algorithm and the
authentication key. In addition it may be used to send a ZAP increment command and/or to indicate if the cipher key
shall be updated and/or sent.

Bit | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << AUTH-TYPE >> 1
Length of Contents (L) 2
Authentication algorithm identifier 3
Proprietary algorithm identifier 3a
Authentication key type Authentication key number 4
INC [ o [ TXC | uUPC Cipher key number 5

Figure 28: AUTH-TYPE information element

Authentication algorithm identifier coding (octet 3):

Bits 87654321 Meaning
00000001 DECT standard authentication algorithm 1
01000000 GSM authentication algorithm
01111111 Escape to proprietary algorithm identifier
All other values reserved.

Proprietary algorithm identifier (octet 3a):

This octet shall only be sent, when the authentication algorithm identifier coding (octet 3) indicates "escape to
proprietary algorithm identifier".

Authentication Key (AK) type coding (octet 4):

Bits 8765 M eaning
0001 User authentication key
0011 User personal identity
0100 Authentication code

All other valuesreserved.

NOTE: The User Personal Identity (UPI) is always used in combination with an User Authentication Key (UAK),
therefore the key type UPI identifies always a pair of keys (UPI plus UAK).

Authentication Key (AK) number (octet 4):

Bits 4321 Meaning
Containsthe binary coded number of the selected Authentication Key (AK)
If the MSB (bit 4) isset to 0, then the key shall bereated to the active | PUI
If the MSB (bit 4) isset to 1, then the key shall berelated to the active |PUI/PARK pair

INC bit coding (octet 5):

Bits 8 Meaning
0 leave value of the ZAP field unchanged
1 increment value of the ZAP field
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TXC bit coding (octet 5):

Bits 6 Meaning
0 do not include the derived cipher key in the { AUTHENTICATION-REPLY} message
1 include the derived cipher key in the { AUTHENTICATION-REPLY} message

UPC bit coding (octet 5):

Bits 5 Meaning
0 do not store the derived cipher key
1 store the derived cipher key under the given cipher key number

Cipher key number (octet 5):

Bits 4321 Meaning
If the UPC hit is set to 1, then thisfield contains the binary coded number which is given to the newly derived
cipher key

If the MSB (bit 4) isset to 0, then the key shall bereated to the active | PUI
If the MSB (bit 4) isset to 1, then the key shall bereated to the active |PUI/PARK pair
If the UPC hit is set to 0, then thisfield isnot applicable and should be set to 0

NOTE: A derived cipher key is always related to the active IPUI and can be uniquely identified by the following

three parameters, IPUI, cipher key type "derived" and cipher key number. A derived cipher key is not
related to any specific cipher algorithm.

7.7.5 Call attributes

The purpose of the<<CALL-ATTRIBUTES>> element is to describe the higher layer service to be provided by the
DECT protocol. The dement may be repeated in a setup message when using service negotiation.

Bt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet

0 | << CALL-ATTRIBUTES >> 1
Length of Contents (L) 2

1 Coding standard| NWK Layer Attributes 3
1 C-plane class | C-plane routing 4
0/1 U-plane LU identification 5

symmetry
1 0 0 LU identification 5a
spare F=>P direction

0/1 U-plane class U-plane frame type 6
1 U-plane class F=>P U-plane frame type; F=>P 6a

Figure 29: CALL-ATTRIBUTES information element

Coding standard (octet 3):

Bits 76 Meaning
00 DECT standard coding
All other valuesreserved.

NWK layer attributes (octet 3):

Bits 54321 M eaning
00000 Undefined
00001 Basic speech
00010 DPRS
01000 DECT GSM IWP prdfile phase 2
All other valuesreserved.
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C-plane class (octet 4):

Bits 765 M eaning
000 Class U link; shared
010 Class A link; shared
100 Class B link; shared
101 Class B link; independent

All other valuesreserved.

C-planerouting (octet 4):

Bits 4321 Meaning
0000 Cgonly

0001 Cg preferred / Cr- accepted
0010 Cr preferred / Cg accepted
0100 Ceonly

1100 Cr only; dedicated bearer (note)
All other values reserved.

NOTE: When "dedicated bearer” isindicated, at |east one bearer of the MAC connection isreserved for the C
channe (i.e. not to be used for U-plane information). Otherwise, the C channel may be routed to either a

dedicated bearer or a non-dedicated bearer (abearer that may also carry U-plane information)
(see EN 300 175-4 [4], clause 9.5.1.2 for details of dedicated bearer operation).

U-plane symmetry (octet 5):

Bits 76 Meaning
00 Symmetric
10 Asymmetric

All other valuesreserved.

If symmetric, only octet 5 shall appear and this shall refer to both directions. If asymmetric octet 5 shall only refer to the
direction P=>F and octet 5a shall refer to the direction F=>P.

LU identification (octet 5 and 5a):

Bits 54321 Meaning
00001 LU1
00010 Lu2
00011 LU3
00100 LU4
00101 LUS
00110 LUG
00111 LU7
01000 LU8
01001 LU9
01010 LU10

01011 }
to }reserved for LU11 to LU15
01111 }

10000 LU16
All other valuesreserved.
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U-plane class (octets 6 and 6a):

Bits 765
000
001
010
100
101
110
111

Meaning

Class 0 min_delay
ClassOnormal_delay
Class1

Class 2; Go_Back_N
Class 2; SELective
Class 3

Not applicable

All other valuesreserved.

U-plane frame type (octets 6 and 6a):

Bits 4321
0001
0010
0011
0100
0101
0110
0111
1000
1001
1010
1011

Meaning
FUl
FU2
FU3
FU4
FU5
FU6
FU7
FU8
FU9
FU10al/c
FU10b

All other valuesreserved.
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If symmetricisindicated in octet 5, only octet 6 shall appear and this shall refer to both directions. If asymmetricis
indicated in octet 5, then octet 6 shall only refer to the direction P=>F and octet 6a shall refer to the direction F=>P.

71.7.6

Call identity

The purpose of the <<CALL-IDENTITY>> information element isto identify the call to which the message/ procedure
applies e.g. toinitiate ciphering of calls, to retrieve call related parameters.

Bit: |

8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << CALL-IDENTITY >> 1
Length of Contents (L) 2
F ] TV PD 3a
Extended Transaction Value 3b

Figure 30: CALL-IDENTITY information element

The fields in this dement shall be used to identify the CC, MM or COMS call that isto be ciphered. It does this by
encapsulating the transaction value and protocol discriminator of the relevant call. If this eement is omitted, the
ciphering shall be understood to apply to all active calls.

NOTE:

In general, the Tl and PD will be different from the Tl and PD that appear at the beginning of the
message.

- for flag and transaction value coding (octet 3a) see clause 7.3 (transaction identifier element);

- for protocol discriminator coding (octet 3a) see clause 7.2 (protocol discriminator el ement);

- for extended transaction value coding (octet 3b) see clause 7.3 (transaction identifier element).
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Called party number

The purpose of the <<CALLED-PARTY-NUMBER>> dement isto identify the called party of acall in an en-bloc

format.

| 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << CALLED-PARTY-NUMBER >> 1
Length of Contents (L) 2
1 ] Number Type | Numbering plan identification 3
4

Called Party Address
| (List of DECT characters) | L+2

Figure 31: CALLED-PARTY-NUMBER information element

Number type (octet 3):

Bits 765
000
001
010
011
100
110
111

Meaning

Unknown

International number
National number
Network specific number
Subscriber number
Abbreviated number
Reserved for extenson

All other valuesreserved.

Numbering plan identification (octet 3):

Bits 4321
0000
0001
0011
0111
1000
1001
1011
1100
1101
1110
1111

Meaning

Unknown

| SDN/tel ephony plan Recommendations E.164 [62] (note 1)
Data plan Recommendation X.121 [66] (note 1)
TCP/IP address (note 2)

National standard plan (note 1)

Private plan (note 1)

Internet character format address (note 1)

LAN MAC address (note 1)

X.400 [69] address (note 1)

Profile service specific a phanumeric identifier (note 3)
Reserved for extenson

All other valuesreserved.

NOTE 1: Standard A5 codes (see D.2.3) are used. Bit number 8 is zero.

NOTE 2: The address shall be indicated as anatural binary code.

NOTE 3: The significance and format is defined in the associated profile for the selected service.
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7.7.8 Called party subaddress

The purpose of the <<CALLED-PARTY-SUBADDRESS>> dement isto identify the subaddress of the called party of
acall.

Bt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << CALLED-PARTY-SUBADDR >> 1
Length of Contents (L) 2
1 Subaddress O/E 0 0 0 3

Type ind spare
4

List of Subaddress Information

L+2

Figure 32: CALLED-PARTY-SUBADDRESS information element

Subaddress type (octet 3):

Bits 765 Meaning
000 NSAP; ITU-T Recommendation X.213/ISO/IEC 8348 [22]
010 User specified
100 Profile service specific a phanumeric identifier (note 1)

All other valuesreserved.

NOTE 1: The significance and format is defined in the associated profile for the selected service.

Odd/even (octet 3):

Bits 4 M eaning
0 Even number of address signals
1 Odd number of address signals

NOTE 2: The odd/even flag is used when the type of subaddressis "user specified" and the coding is Binary Coded
Decimal (BCD). In all other casesit should be set to "even".

7.7.9 Calling party number

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << CALLING-PARTY-NUMBER >> 1
Length of Contents (L) 2
0/1 Number type | Numbering plan identification 3
1 Present 0 0 0 Screening 3a
indicator Spare indicator
4
Calling Party Address
(List of DECT characters) L+2

Figure 33: CALLING-PARTY-NUMBER information element

Number type (octet 3):

Bits 765 Meaning
000 Unknown
001 International number
010 National number
011 Network specific number
100 Subscriber number
110 Abbreviated number
111 Reserved for extenson

All other valuesreserved.
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Numbering plan identification (octet 3):

Bits 4321 Meaning
0000 Unknown
0001 | SDN/tel ephony plan Recommendations E.164 [62] (note 1)
0011 Data plan Recommendation X.121 [66] (note 1)
0111 TCP/IP address (note 2)
1000 National standard plan (note 1)
1001 Private plan (note 1)
1011 Internet character format address (note 1)
1100 LAN MAC address (note 1)
1101 X.400 [69] address (note 1)
1110 Profile service specific a phanumeric identifier (note 3)
1111 Reserved for extenson

All other valuesreserved.

Presentation indicator (octet 3a):

Bits 76 Meaning
00 Presentation allowed
01 Presentation restricted (note 4)
10 Number not available (note 4)
11 Reserved.

Screening indicator (octet 3a):

Bits 21 Meaning
00 User-provided, not screened
01 User-provided, verified and passed
10 User-provided, verified and failed
11 Network provided.

NOTE 1: Standard A5 codes (see D.2.3) are used. Bit number 8 shall be set to zero.
NOTE 2: The address shall be indicated as anatural binary code.
NOTE 3: The significance and format is defined in the associated profile for the selected service.

NOTE 4: When Presentation isrestricted or Number is not available the <Calling party address> may contain a
default number or the octet group may be missing.

7.7.10 Cipher info

The purpose of the <<CIPHER-INFO>> information element isto indicate if acall shall be ciphered or not. In the case
of ciphering it defines the cipher algorithm and the cipher key.

Bitt | 8 | 7 | 66 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << CIPHER-INFO >> 1
Length of Contents (L) 2
YIN | Cipher algorithm identifier 3
Proprietary algorithm identifier 3a
Cipher key type | Cipher key number 4

Figure 34: CIPHER-INFO information element

Y/N bit coding (octet 3):

Bits 8 M eaning
0 Disable ciphering
1 Enable ciphering.
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Cipher algorithm identifier coding (octet 3):

Bits 7654321 Meaning
0000001 DECT standard cipher dgorithm 1
1111111 Escapeto proprietary algorithm identifier
All other values reserved.

Proprietary algorithm identifier (octet 3a):
Thisoctet shall only be sent, when the cipher algorithm identifier coding (octet 3) indicates "escape to proprietary

algorithm identifier".

Cipher key type coding (octet 4):

Bits 8765 Meaning
1001 Derived cipher key
1010 Static cipher key

All other valuesreserved.

Cipher key number (octet 4):

Bits 4321 M eaning
Contains the binary coded number of the selected cipher key.
If the most significant bit (bit 4) is set to 0, then the key shall be related to the active IPUI.
If the MSB (bit 4) isset to 1, then the key shall berelated to the active IPUI/PARK pair.

NOTE: Different sets of static cipher keys could be used in different systems.

7.7.11 Connection attributes

The purpose of the <<CONNECTION-ATTRIBUTES>> e ement isto describe the connectionsthat are required for the
requested service.

Bt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << CONNECTION-ATTRIBUTES >> 1
Length of Contents (L) 2
1 Symmetr | Connection identity 3
0/1 0 0 Target bearers P=>F direction 4
0/1 0 1 Minimum bearers P=>F direction 4a
0/1 1 0 Target bearers F=>P direction 4b
0/1 1 1 Minimum bearers F=>P direction 4c
0/1 Slot size MAC service 5
1 0 0 0 MAC service F=>P 5a
0/1 CF channel attributes MAC packet lifetime 6
1 CF channel attributes MAC packet lifetime F=>P 6a
F=>P
0/1 A spare B 7
ext attributes attributes

Figure 35: CONNECTION-ATTRIBUTES information element

Symmetry:

Bits 765 Meaning
001 Symmetric connection
100 Asymmetric F to Pwith 1 duplex bearer
010 Asymmetric Fto Por P to Fwith 1 duplex bearer
101 Asymmetric F to Pwith 2 target duplex bearers
110 Asymmetric P to F with 1 duplex bearer
111 Asymmetric P to F with 2 target duplex bearers

All other valuesreserved.
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NOTE 1: A minimum of 1 duplex bearer isrequired for all asymmetric connectionsto provide the "pilot" bearer
functions. Refer to EN 300 175-3 [3].

Connection identity coding (octet 3):

Bits 4321 Meaning
0000 Unknown (not yet numbered)
INNN Advanced connection number NNN
All other values reserved.

NOTE 2: If already established, the (advanced) connection isidentified using the Logical Connection Number
(LCN) placed in position NNN.

Octets 4a, 4b and 4c are optional, but if present they shall appear in order shown. The following rules shall apply:
- if octet 4aisomitted, it shall be defaulted to the value given in octet 4;
- octets 4b and 4c shall be omitted if octet 3 indicates "symmetric”;
- if octet 4cis omitted, it shall be defaulted to the value given in octet 4b.

NOTE 3: The meaning of octets 4, 4a, 4b and 4c isidentified by the "bearer definition” coding in bits 7 and 6 as
follows.

The Target and Minimum acceptable number of bearers specified in octet group 4 of thisinformation element should be
regarded as the range of bearerswhich isto be acceptable for the lifetime of the call (unless changed by a { CC-
SERVICE-CHANGE} message procedure). The MAC may therefore dynamically change the number of MAC bearers
during the lifetime of a call within these specified limits. If operation within the specified limits cannot be accomplished
the call should be rel eased.

Bearer definition coding (octets 4, 4a, 4b, 4c):

Bits 76 Meaning
00 Target number of bearers; P=>F direction
01 Minimum number of bearers, P=>F direction
10 Target number of bearers, F=>P direction
11 Minimum number of bearers, F=>P direction

Number of bearerscoding (octets 4, 4a, 4b, 4c):

Bits 54321 M eaning
00000 No U-plane
nnnnn Number of bearers (1 < Number < 31)

NOTE 4: Thenumber of bearersis coded with the natural binary value, with theleast significant bit in bit position
"1". Allowable valuesare"1" to "31".

If symmetricisindicated in octet 3, only octet 5 and 6 shall appear and these shall refer to both directions. If
asymmetricisindicated in octet 3, then octet 5 and 6 shall only refer to the direction P=>F and octets 5a and 6a shall
refer to the direction F=>P.

In dl of these fields the "number of bearers' coding refersto the total number of individual (ssmplex) bearers.

MAC dot size (octet 5):

Bits 765 Meaning
000 Half dot; j = 0.
100 full dot
101 double dot

All other valuesreserved.
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MAC service (octets 5 and 5a):

Bits 4321 Meaning
0000 Iy» Minimum delay
0001 I; normal delay
0010 I detect only
0011 Ip, Mod-2 correct
0110 Ipg; detect only
0111 Ipo; Mod-2 correct

All other valuesreserved.

CF channel attributes (octets 6 and 6a):

Bits 765 Meaning
000 Cg never (CSonly)
010 Cr Demand/1 bearer (interrupting)
011 Cr Demand/2 bearers (interrupting)
100 Cr Reserved/1 bearer (non-interrupting)
101 Cr Reserved/2 bearers (non-interrupting)

All other valuesreserved.

NOTE 5: The Cr channd attributes indicate the intended usage of the C- channd. In all casesthe actual C usageis
defined on a slot-by-dlot basis for each connection by the DLC layer.

NOTE 6: The maximum packet lifetime (nnn) isonly defined if the MAC service (octet 5 or 5a as appropriate)
indicates IP error_correct. The value "nnn" defines the allowed values of maximum packet lifetime using
the coding given in clause 7.2.5.3.8 of EN 300 175-3 [3]. In this coding nnn = (0) indicates unlimited
lifetime, and nnn = (1.to.7) indicates the maximum lifetime in TDMA frames. In all other cases the "Not
applicable" coding is used.

MAC packet lifetime (octets 6 and 6a):

Bits 4321 Meaning
0000 Not applicable
Innn Maximum packet lifetime

(IP; Mod-2 operation only)
All other valuesreserved.

NOTE 7: The maximum packet lifetime (nnn) is coded with the natural binary value with the least significant bit in
bit position "1". The allowable values are"0" to " 7". Thevalue "0" isinterpreted as unlimited
(i.e. infinite). Thevalues"1" to " 7" define the maximum lifetimein TDMA frames.
Refer to EN 300 175-3 [3] for the use of this attribute.

A-field modulation scheme coding (octet 7):

Bits 765 Meaning

000 2-level
001 4-leve
010 8-level

All other valuesreserved.

(B+2)-fields modulation scheme coding (octet 7):
Bits 321 Meaning

000 2-level
001 4-leve
010 8-level

All other valuesreserved.
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7.7.12 Connection identity

The purpose of the <<CONNECTION-IDENTITY>> dement is to explicitly associate one or more U-planelink with
an advanced connection (or connections).

Bt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << CONNECTION-IDENTITY >> 1
Length of Contents (L) 2
U-plane link identity | Connection identity 3
List of other U-plane/connection associations 3a

Figure 36: CONNECTION-IDENTITY information element

Each octet defines an association between one U-plane link and one MAC connection. All associations refer to one call
asidentified by the transaction identifier (transaction identifier information e ement at the start of the message).

Connection identity coding (octet 3):

Bits 4321 M eaning
0000 Unknown (not yet numbered)
INNN Advanced connection number NNN
All other values reserved.

NOTE 1: If already established, the (advanced) connection isidentified using the Logical Connection Number
(LCN) placed in position NNN.

U-planelink identity coding:

Bits 8765 Meaning
0000 Unnumbered link
INNN Numbered link
For further study
All other values reserved.

NOTE 2: Most calls only contain 1 unnumbered U-plane link. Numbered links use the 3-bit U-plane Link Number
(ULN) placed in position NNN. Refer to EN 300 175-4 [4], clause 13.2, for details of U-planelink
number coding.

7.7.13 Duration

The purpose of the <<DURATION>> information el ement is to indication atime duration.

Bitt | 8 | 7 | 66 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << Duration >> 1
Length of Contents (L) 2
01 | Lock Limits | Time Limits 3
Time duration 3a

Figure 37: DURATION information element

L ock limits coding (octet 3):

Bits 765 M eaning
110 Temporary user limit (note 1)
111 No limits
101 Temporary user limits 2 (note 1)

NOTE 1: "Temporary user limit" indicates that atime limit applies when the PP leaves the locked state with the
relevant FP (see EN 300 175-6 [5]).
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Time limits coding (octet 3):

Bits 4321 Meaning
0000 Erase (timelimit zero)
0001 Defined time limit 1
0010 Defined time limit 2
0100 Standard time limit (note 2)
1111 Infinite

If a defined timelimit isindicated, octet 3a shall follow.
NOTE 2: If astandard time limit isindicated, the standard time limit for the relevant procedure applies.
Time duration (octet 3a)

Thetimeduration is binary coded (bit 1 being the least significant bit). The time duration definestime in units
based on the MAC layer multiframes. Multiframes are defined in EN 300 175-3 [3].

Defined time limit 1:1 unit = 2° multiframes.
Defined time limit 2:1 unit = 2** multiframes (note 3).
NOTE 3: This unit correspondsto the most significant octet of the multiframe number that may be transmitted by
FPs (see EN 300 175-3[3]).
7.7.14 End-to-end compatibility

The purpose of the <<END-TO-END-COMPATIBILITY >> element is to exchange some aspects of the end-to-end data
terminal capabilities between PT and FT during call establishment.

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << END-TO-END-COMPATIB >> 1
Length of Contents (L) 2
0/1 SIA | Neg User rate 3
0/1 Intermediate NIC NIC F-C F-C 0 3a (note 2)
rate tx rx tx rx spr
0/1 Stop bits Data bits Parity 3b
1 Dup | Modem type 3c

Figure 38: END-TO-END-COMPATIBILITY information element

NOTE 1: Thisinformation element may only be included in a { CC-SETUP} message that also containsthe
<<|WU-ATTRIBUTES>> e ement.

NOTE 2: Thisoctet isincluded if the service V.110/X.30 rate adaption isindicated in the
<<IWU-ATTRIBUTES>>. Octet 3amay be included in other cases to extend into octets 3b and 3c but
octet 3a should be ignored in these other cases.

Synchronous/Asynchronous (S/A) (octet 3):

Bits 7 Meaning
0 Synchronous
1 Asynchronous

NOTE 3: Octets 3a, 3b, 3c may be omitted if octet 3 indicates "synchronous’ user rates.
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Negotiation (Neg) (octet 3):

Bits 6
0
1

NOTE 4: "In band negotiation possible” is only used in the context of V.110/X.30 rate adaption.

Meaning

In-band negotiation not possible

107

In band negotiation possible (note 4)

User rate coding (octet 3):

Bits 54321
00001
00010
00011
00100
00101
00110
00111
01000
01001
01010
01011
01100
01110
01111
10000
10101
10110
10111
11000
11001
11010
11011
11100
11101
11110
11111

Meaning
0,6 kbit/s;
1,2 kbit/s,
2,4 kbit/s;
3,6 khit/s;
4,8 khit/s;
7,2 khbit/s,;
8,0 khit/s;
9,6 khit/s;
14,4 khit/s,
16 kbit/s,;
19,2 khit/s,
32 kbit/s;
48 khit/s,
56 kbit/s;
64 kbit/s;
0,1345 khit/s;
0,1 kbit/s;

0,075/1,2 khit/s,
1,2/0,075 kbit/s;

0,050 khit/s;
0,075 kbit/s;
0,110 kbit/s;
0,150 kbit/s;
0,200 kbit/s;
0,300 khit/s;
12 kbit/s;

V.6and X.1.

V.6.

V.6and X.1.

V.6.

V.6and X.1.

V.6.
1.460 [27].

V.6and X.1.

V.6.
1.460 [27].
V.6.

1.460 [27].

V.6and X.1.

V.6.
X.1
X.1.
X.1.

V.6 and X.1. (note 5)
V.6 and X.1. (note 5)

V.6and X.1.
V.6and X.1.
V.6and X.1.
V.6and X.1.
V.6and X.1.
V.6and X.1.

V.6.
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All other valuesreserved.

NOTE 5: Thefirg rateisthe transmit ratein the forward direction of the call. The second rate is the transmit rate in
the backward direction of the call.

NOTE 6: See ITU-T Series V Recommendations [25].
See ITU-T Series X Recommendations [26].
See ITU-T Recommendation 1.460 [27].

Intermediate rate (interim rate) (octet 3a):

Bits 76 Meaning
00 Not used
01 8 kbit/s
10 16 kbit/s
11 32 kbit/s
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Networ k Independent Clock on transmission (NIC tx) (octet 3a):

Bits 5 Meaning
0 Not required to send data with network independent clock
1 Required to send data with network independent clock

NOTE 7: NIC tx refers to tranamission in the forward direction of the call.
NOTE 8: See ITU-T Recommendation VV.110[63] and ITU-T Recommendation X.30 [65].

Networ k Independent Clock on reception (NIC rx) (octet 3a):

Bits 4 Meaning
0 Cannot accept data with Network independent clock
1 Required to send data with Network independent clock

NOTE 9: NIC rx refers to transmission in the backward direction of the call.
NOTE 10:  SeelTU-T Recommendation V.110 [63] and ITU-T Recommendation X.30 [65].

Flow-Control on transmission (F-C tx) (octet 3a):

Bits 3 Meaning
0 Not required to send data with flow control mechanism
1 Required to send data with flow control mechanism

NOTE 11: F-Ctxrefersto transmission in the forward direction of the call.

Flow-Controal on reception (F-C rx) (octet 3a):

Bits 2 Meaning
0 Cannot accept data with flow control mechanism (i.e. sender does not support this
optional procedure);
1 Can accept data with flow control mechanism (i.e. sender does support this optional
procedure);

NOTE 12:F-C rx refers to transmission in the backward direction of the call.

Stop bits coding (octet 3b):

Bits 76 Meaning
00 Not used
01 1 bit
10 1,5 bits
11 2 hits

Data bits coding (octet 3b):

Bits 54 Meaning
00 Not used
01 5 bits
10 7 bits
11 8 bits
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Parity coding (octet 3b):

Bits 321 Meaning
000 Odd
010 Even
011 None
100 Forced to O
101 Forcedto 1

All other valuesreserved.

Duplex mode (Dup) (octet 3c):

Bits 7 Meaning
0 Half duplex
1 Full duplex
M odem type (octet 3c):

Bits 654321 Meaning
000000 Reserved
000001 V.21
000010 V.22
000011 V.22his
000100 V.23
000101 V.26
000110 V.26bhis
000111 V.26ter
001000 V.27
001001 V.27his
001010 V.27ter
001011 V.29
001100 V.32
001101 V.35
100000to } Reserved for national use
111111 }

All other valuesreserved.

NOTE 13:See ITU-T Series V Recommendations [25].

7.7.15 Facility

The purpose of the <<FACILITY>> information e ement isto indicate the invocation and operation of supplementary
services, identified by the corresponding operation value within the <<FACILITY>> information element.

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << FACILITY >> 1
Length of Contents (L) 2
1 | o 0 | Service discriminator 3
Component(s) 4

Figure 39: FACILITY information element

Servicediscriminator coding:

Bits 54321 M eaning
10001 Discriminator for supplementary service applications
All other values arereserved.

Regarding the coding and the use of the components, see EN 300 196-1 [16].
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7.7.16 Feature activate

The purpose of the <<FEATURE-ACTIVATE>> information e ement isto activate afeature asidentified in the feature
fidd.

Bt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << FEATURE-ACTIVATE >> 1
Length of Contents (L) 2
0/1 Feature 3
1 Parameter 3a

Figure 40: FEATURE-ACTIVATE information element

Featur e coding (octet 3):

Bits 7654321 Meaning Parameter
0000001 register recall no
0001111 external handover switch no
0100000 queueentry request no
0110000 indication of subscriber number no
1000010 featurekey yes
1000100 specificline salection yes
1000111 specifictrunk carrier selection yes
1001000 contral of echo contral functions yes
1100000 costinformation yes

All other valuesreserved.

External handover switch: indication from the PT to the FT that the call shall be immediately rerouted.
Queue entry request: request to enter outgoing call queue.

Indication of subscriber number: indication to the user of the subscriber number alocated to the user, e.g. during a
temporary registration on a visited network.

Featurekey:
Parameter (octet 3a)

Value (hex) Meaning
00 reserved
nn feature key nn with01<nn< 7F

Specific line selection: the ability to select a specific line (internal or external) on which to make or receive a call.
Parameter (octet 3a):

Vaue (hex) Meaning
00 general selection
nn sdectionnnwithOl<nn< 7F

Specific trunk carrier selection: the ability to select a specific trunk carrier for a call through a global network.
Parameter (octet 3a):

Vaue (hex) Meaning
00 default
nn sdectionnnwithOl<nn<7F

Contral of echo contral functions: the ability to connect or disconnect FP echo control functions, depending
on e.g. the type of service and call routing information.
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Parameter coding (octet 3a)

Bit 7 isreserved.

Bits 65
00
01
10
11

Bits 43
00
01
10
11

Bits 21
00
01
10
11

Meaning

option a) and b) disconnected (see note 1)
only option @) connected (see note 1)
only option b) connected (see note 1)

no change (see note 1)

Meaning

Disconnect for requirement 2 (see note 2)

Connect - 9 dB for requirement 2 (see note 2)
Connect reduced loss for requirement 2 (see note 2)
No change for reguirement 2 (see note 2)

Meaning

Disconnect for requirement 1 (see note 2)
Connect for requirement 1 (see note 2)
Reserved for requirement 1 (see note 2)
No change for reguirement 1 (see note 2)

NOTE 1: Refer to EN 300 175-8[7], clause 7.4.1.2,

NOTE 2: Refer to EN 300 175-8 [7], clause 7.10.

ETSI EN 300 175-5 V1.5.1 (2001-02)

Cost information: indication to the user of the call charge or call tariff. It may be used to invoke activation of this
feature for al calls or on call-by-call basis. In thefirst caseit isa Call Independent Supplementary Service (CISS) and
the information element is placed in one of the CISS messages (see clause 6.2.2). In the second caseit isa Call Related
Supplementary Service (CRSS) and the information element is placed in an allowed CC message as specified in

clause 6.3.
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Parameter (octet 3a):

Bits 765 Meaning
001 DECT internal cost information
011 cost information for the compl ete connection

All other valuesreserved.

Parameter (octet 3a):

Bits 4321 Meaning
0000 tariff information
0001 charging pulses during the call
0010 calculated amount of charge at the end of the call

All other values reserved.
7.7.17 Feature indicate

The purpose of the <<FEATURE-INDICATE>> information element isto allow the FT to convey feature indicationsto
the user regarding the status of an activated feature.

Bit: | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << FEATURE-INDICATE >> 1
Length of Contents (L) 2
0/1 Feature 3
1 Parameter 3a
Status indicator 4
Component(s) 5to L+2

Figure 41: FEATURE-INDICATE information element

Featur e coding (octet 3)

Bits 7654321 Meaning Parameter
0000001 register recall no
0001111 external handover switch no
0100000 queue entry request no
0110000 indication of subscriber number no
1000010 feature key yes
1000100 specific line selection yes
1000111 specific trunk carrier selection yes
1001000 control of echo control functions yes
1100000 cost information yes

All other valuesreserved.

The meaning of the featuresis the same as described in more detail for the <<FEATURE-ACTIVATE>> information
element.

Parameter (octet 3a):
The parameter coding is the same as defined for the <<FEATURE-ACTIVATE>> information € ement.

The statusindicator field (octet 4) identifies the current status of an activated feature.

ETSI



113 ETSI EN 300 175-5 V1.5.1 (2001-02)

Statusindicator coding:

Bits 87654321 Status M eaning
10000000 Deactivated Service request rejected
10000001 Activated Service request accepted, featureis activated
10000011 Pending Service request accepted, featureis pending
10000100 Deactivated Service busy
10000110 Deactivated Service unobtainable

All other valuesreserved.

Component coding (octet 5) for feature " queue entry request” : the component consists of one octet. It givesthe
current position in the queue and is coded with the natural binary value.

Component coding (octet 5to L+2) for feature" indication of subscriber number" : the subscriber number shall be
coded asalist of DECT standard characters as defined in annex D.

0 Subscriber number
0 (List of DECT characters) L+2

Figure 42: Subscriber number indication coding

Component coding (octet 5to L+2) for feature" cost information”: when the <<FEATURE-INDICATE>>
information e ement isused to carry "cost information” then one or more components can be included. Each of these
componentsis coded as defined below:

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 |

Charging component | Length
Value

Figure 43: Cost information coding

Char ging component coding:

Bits 87654 Name Meaning
00000 c0 reserved
00001 cl units per interval
00010 c2 seconds per time interval
00011 c3 scaling factor
00100 c4 unit increment
00101 c5 units per datainterval
00110 c6 segments per datainterval
00111 c/ initial seconds per timeinterval
01000 c8 reserved
01001 c9 reserved
01010 cl0 fixed cost for access to a specific network
01011 cl1 calculated charged amount
01100 cl2 fixed supplementary service cost
01101 c13 supplementary service cost per timeinterval
01110 cla pulse
01111 cl5 reserved
10--- c16-23 network proprietary components

All other valuesreserved.
Component c1: this component defines the number of unit increments per interval. It isset in terms of visited location
area units per interval.

Component c2: this component defines the time interval for unitization and is specified in seconds.
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Component c3: this component defines the scaling factor to convert from visited location area units to home location
area units. Itisadimensionlessmultiplier.

Component c4: this component defines the number of unit increments on receipt of the message containing the cost
information. It is specified in units of the visited location area.

Component c5: this component defines the number of unit increments per datainterval. It isset in terms of visited
location area units per interval.

Component c6: this component defines the data usage interval for unitization.
Component c7: this component definestheinitial timeinterval for unitization.
Component c10: this component defines a fixed cost for access to a specific network.

Component c11: this component defines the calculated cost in either the currency of the homelocation area or the
visited location area.

Component c12: this component defines afixed cost for a specific supplementary service.
Component ¢13: this component defines the cost per time interval for a specific supplementary service.
Component c14: this component represents one pulse.

Length coding: this 3 bit number defines the length of the value field in octets and is coded with the natural binary
value.

Value coding: thisfield contains the value of the charging components and is coded with the natural binary value.

Component Resolution of the value

cl 0,1
c2 0,1
c3 0,01
c4 0,1
c5 0,1
c6 1,0
c7 0,1
c10 0,1
cl1 0,1
cl2 0,1
c13 0,1
cl4 0,1

7.7.18 Fixed identity

The purpose of the <<FIXED-IDENTITY>> information element isto transport a DECT fixed identity or a
Portable Access Rights Key (PARK). Refer to EN 300 175-6 [5], describing identities and addressing.

Bitt | 8 | 7 | 66 | 5 | 4 | 3 | 2 | 1 | Octet

0 | << FIXED-IDENTITY >> 1

Length of Contents (L) 2

1 Type 3

1 Length of identity value 4

0 ARC | ARD 5

6

ARD (and RPN)
L+2

Figure 44: FIXED-IDENTITY information element
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Type coding (octet 3):

Bits 7654321 Meaning
0000000 Accessrightsidentity
0000001 Accessrightsidentity plusradio fixed part number
0000010 Accessrightsidentity plusradio fixed part number for WRS
0100000 Portable accessrights key
All other values reserved.

Length of identity value coding (octet 4): the length is defined in bits, and thisis coded with the naturd binary value.
The least significant bit of the coding appearsin bit position 1.

Length of identity value coding for identity type "ARI".
Length of identity value coding = 1 + (number of ARI bits).

Length of identity value coding for identity type "ARI + RPN":

Bits 7654321 Meaning
0101000 40 bits

Length of identity value coding for identity type "PARK":
Length of identity value = 1 + PARK length indicator

Accessrightsclass coding (octet 5): refer to EN 300 175-6 [5].

Access Rights Details (ARD) coding (octet 5to L+2): refer to EN 300 175-6 [5]. The MSB of the ARD ishit 4in
octet 5. The order of bit values progressively decreases as the octet number increases. Unused bitsin the last octet
should be coded as 0.

Radio fixed Part Number (RPN) (octet L+2): for identity type "ARI + RPN" also the RPN is contained, wherethe
LSB of the RPN isbit 1 in octet L+2. For the identity types "ARI" and "PARK" no RPN isincluded. For Identity type
'ARI + RPN for WRS the RPN shdl be the RPN of the WRS.

7.7.19 Identity type

The purpose of the <<IDENTITY-TY PE>> information e ement isto indicate a specific identity type, e.g. used by the
FT when requesting for a specific PT identity. Refer to EN 300 175-6 [5].

Bitt | 8 | 7 | 66 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << IDENTITY-TYPE >> 1
Length of Contents (L) 2
1 0 0 0 | Identity group 3
1 Type 4

Figure 45: IDENTITY-TYPE information element

I dentity group coding (octet 3):

Bits 4321 Meaning
0000 Portable identity
0001 Network assigned identity
0100 Fixed identity (also including the Portable Access Rights Key PARK)
1111 Proprietary (application specific)

All other valuesreserved.
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Type coding for identity group " portableidentity” (octet 4):

Bits 7654321 Meaning
0000000 International Portable User Identity (1PUI)
0010000 International Portable Equipment Identity (IPEI)
0100000 Temporary Portable User Identity (TPUI)
All other valuesreserved.

Type coding for identity group " fixed identity” (alsoincluding PARK) (octet 4):

Bits 7654321 Meaning
0000000 Accessrightsidentity
0000001 Accessrightsidentity plusradio fixed part number
0100000 Portable Access Rights Key (PARK)
All other valuesreserved.

Type coding for identity group " network assigned identity” (octet 4):

Bits 7654321 Meaning
1110100 GSM temporary mobile subscriber identity
1111111 Proprietary (application specific)
All other valuesreserved.

7.7.20 Info type

The purpose of the <<INFO-TY PE>> information element isto indicate the type (or types) of requested or transmitted
information.

Bit: | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << INFO-TYPE >> 1
Length of Contents (L) 2
|
0/1 List of one or more 3
| ext | parameter types

Figure 46: INFO-TYPE information element

Parameter type coding (octet 3):

Bits 7654321 Meaning
0000000 locate suggest
0000001 access rights modify suggest
0000100 authentication of PP failure
0000110 Dynamic parametersallocation
0001000 externa handover parameters (note)
0001001 location area
0001010 hand over reference
0001011 multiframeand PSCN synchronized externa handover candidate
0001100 externa handover candidate
0001101 multiframe synchronized external handover candidate
0001111 multiframe, PSCN and multiframe number synchronized external handover candidate
0001110 non synchronized external handover candidate
0010000 oldfixed part identity
0010001 old network assigned identity
0010010 oldnetwork assigned location area
0010011 odnetwork assigned handover reference
0100000 hilling
0100001 dehiting
0100010 CK transfer
0100011 handover failed, reversion to old channel
0100100 OA&M cal
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0100101 Distributed Communication Download
All other values reserved.

NOTE: Externa handover parameters include both handover reference and externa handover candidate(s).

7.7.21 InterWorking Unit (IWU) attributes

The purpose of the <<IWU-ATTRIBUTES>> element isto provide ameans for service compatibility information to be
exchanged (e.g. between a PP application and a FP interworking unit). This element is transferred transparently by the
DECT protocal entities.

Bit | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << IWU-ATTRIBUTES >> 1
Length of Contents (L) 2
1 Coding 3
Standard
etc.

Figure 47: IWU-ATTRIBUTES information element

Coding standard (octet 3):

Bits 76 Meaning
00 DECT standard coding
01 Profile defined coding
All other values reserved
Bt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
1 0 0 | Information Transfer Capability 3
1 Negotiation indicator | External Connection Type 4
0/1 Transfer mode Information transfer rate 5
0/1 Unit rate Rate Multiplier 5a
0/1 Structure | Configuration | Estab. 5b
0/1 Symmetry Information transfer rate 5c
(Dest=>COriginator)
1 Unit rate Rate Multiplier 5d
(Dest=>COriginator)
0/1 0 0 User protocol ID 6
0/1 1 1 L3 protocol ID 6a
0/1 1 0 L2 protocol ID 6b
ext

Figure 48: IWU-ATTRIBUTES information element for DECT standard coding

Information transfer capability (octet 3):

Bits 54321 M eaning
00000 Speech
01000 Unrestricted digital information
01001 Restricted digital information
10000 3,1 kHz audio
10001 7,0kHz audio
10100 Fax
11000 Video
All other valuesreserved.
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Negotiation indicator (octet 4):

Bits 765 Meaning
000 Negotiation not possible
100 Exchanged parameter negotiation
010 Peer attribute negotiation
110 Exchanged attribute negotiation and Peer attribute negotiation

All other valuesreserved.

External connection type (octet 4):

Bits 4321 M eaning
0000 Not applicable
0001 Connection oriented
0010 Permanent Virtual Circuit
0011 Non-permanent Virtual Circuit
0100 Datagram
1000 Connectionless

All other valuesreserved.

Transfer mode (octet 5):

Bits 76 Meaning
00 Circuit mode
10 Packet mode
11 None (no transfer mode required)

All other valuesreserved.

Information transfer rate (octet 5 and 5c):

Bits 54321 M eaning
00000 Packet mode calls
01010 16 khit/s
01011 32 kbit/s
10000 64 khit/s
10001 2 x 64 kbit/s
10011 384 kbit/s
11110 Unspecified
11111 Defined by rate multiplier
All other values reserved.

NOTE 1: When octet 5c isomitted, the transfer rate is symmetric. When octet 5c isincluded, therate in octet 5
refersto the direction Orig=>Dest, and theratein octet 5¢ refers to the reverse direction.

If thereserved coding "defined by rate multiplier” is used, then octet 5a shall follow. Octet 5d shall also follow if octet
5cisused (i.e for asymmetric rates).

Structur e (octet 5b):

Bits 765 Meaning
000 Default
001 8 kHz integrity
100 SDU integrity
111 Unstructured

All other valuesreserved.

If octet 5b is omitted, or the structure field is coded "default” the structure attribute shall be defaulted according to the
following table:
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Transfer mode Transfer capability Structure
circuit Speech 8 kHz integrity
circuit restricted digital 8 kHz integrity
circuit 3,1 kHz audio 8 kHz integrity
circuit 7,0 kHz audio 8 kHz integrity
circuit fax 8 kHz integrity
circuit video 8 kHz integrity
packet unrestricted digital SDU integrity

Configuration (octet 5b):
Bits 43 Meaning

00 point-to-point
All other values reserved.

Establishment (octet 5b):

Bits 21 Meaning
00 demand
All other values reserved.

Unit rate (octet 5a and 5d):

Bits 76 Meaning
01 16 khit/s steps
10 32 kbit/s steps
11 64 kbit/s steps

All other valuesreserved.

Rate multiplier (octet 5a and 5d):

Bits 54321 Meaning
Onnnn Number of steps
All other values reserved.
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NOTE 2: Thenumber of steps (nnnn) relates to the unit rate defined in the same octet. The valueis coded with the
natural binary value, with the least sgnificant bit in bit position "1". Allowable values for "number of

steps' are"1" to "15".

Symmetry (octet 5¢):

Bits 76 M eaning
00 bidirectional symmetric
10 unidirectional asymmetric
11 bidirectional asymmetric

All other valuesreserved.

All of the user protocol identifier (octets 6, 6a, 6b) are optional, but if present they shall appear in order shown. The

meaning of each octet isidentified by the coding of bits 7 and 6.
Protocol identifier coding (octets 6, 6a, 6b):

Bits 76 Meaning
00 User protocol |Dentifier (ID)
11 L3 protocal ID
10 L2 protocal ID

All other valuesreserved.
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User protocol ID (octet 6):

Bits 54321
00000
00001
00010
00011
00100
00101
00110
00111
01000
01001
10000
10001
11000

Meaning

User specific (escape)
V.110/X.30 rate adaption (note 6)
G.711 p-law PCM

G.711 A-law PCM

G.721 ADPCM

H.221 and H.242

H.261 Video
Non-standard rate adaption
V.120 [64] rate adaption
X.31 rate adaption

Group 3 fax

Group 4 fax

X.28/X.29

All other valuesreserved.

NOTE 3: If octet 6 indicates "V.110/X.30 rate adaption", the setup message is also required to contain the
<<END-TO-END-COMPATIBILITY>> dement to define the attributes of the rate adaption service.

L3 protocal ID (octet 6a):

Bits 54321
00000
00010
00110
00111
01000
01001
01010
10010

Meaning

User specific (escape)

EN 300 403-1[8]

ITU-T Recommendation X.25 [50] packet layer

ISO Publication 8208 [21] (ITU-T Recommendation X.25 [50] packet level for DTE)
I SO Publication 8348 [22] (OSI C/O protocol)

ISO Publication 8473 [23] (OSI C/L service)

ITU-T Recommendation T.70 [51], minimum network layer

GSM Recommendation 04.08/I-ETS 300 022-1 [9]

All other valuesreserved.

L2 protocal 1D (octet 6b):

Bits 54321
00000
00001
00010
00110
00111
01000
01100
10001
10010
10110

Meaning

User specific (escape)

Basic mode ISO/IEC 1745 [52]

ITU-T Recommendation Q.921/1.441 (LAP.D)/ETS 300 125 [18]
ITU-T Recommendation X.25 [50]; link layer (LAP.B)
ITU-T Recommendation X.25 [50] multilink
Extended LAP.BN ITU-T Recommendation T.71[19]
ISO/IEC 8802-2 [20] (LAN LLC)

ISO/IEC 8802-2 [20] (see note 7)

GSM Recommendation 04.06)/I-ETS 300 021 [49]
ITU-T Recommendation V.42 [25] (LAP.M)

All other valuesreserved.

NOTE 4: 1SO Publication 8802/x refersto LAN operation with anull layer 2 protocol (LLC not implemented).

Bit:

| 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
1 0 1] Profile 3
1 Negotiation indicator | Profile subtype 4
5

IWU Attribute(s) information

L+2

Figure 49: IWU-ATTRIBUTES information element for Profile defined coding standard
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Profile (octet 3):

Bits 54321
00000
00001
00010
00011
00100
01000
01001
01010
01011
01100
01101
01110
01111

Meaning
DPRS FREL

DPRS Stream
D dataprofile
E data profile
F data profile
GSM circuit mode NT

GSM circuit mode T
GSM packet mode
GSM messaging
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GSM Facsimile service group 3

CTM FP1 32 kbps
DMAP
MRAP

All other valuesreserved.

Negotiation indicator (octet 4):

Bits 765
000
100
010
110

All other valuesreserved.

Meaning
Negotiation not possible
Exchanged parameter negotiation

Peer attribute negotiation

Exchanged attribute negotiation and Peer attribute negotiation

Profile subtype (octet 4):

Bits 4321

Meaning

The coding of the profile subtype is given in the interworking annexes for the services wherethey are used asindicated
in the profile type identifier (octet 3) above.

IWU attribute(s) information (octets4 to L+2):

The coding of the IWU attributesis given in the interworking annexes for the services where they are used asindicated

in the IWU type identifier (octet 3) above.

7.7.22 IWU packet

The purpose of the <<IWU-PACKET>> information element isto encapsulate any external frame or unstructured data
such that it can be transported insde one or more CC, COMS or CLM S messages.

This element may be used to encapsulate octet-structured frames (e.g. framesthat have an original octet structure or
have had all zero insertions and flag octets removed). If the frame (or data) istoo largetofit into asingle
<<IWU-PACKET>> dement, it shall be segmented into a series of <<IWU-PACKET>> elementsthat are associated
using the <<SEGMENTED-INFO>> element.

Refer to annex G for more details on the use of this el ement.

Bit:

| 8 | 7 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << IWU-PACKET >> 1
Length of Contents (L) 2
0/1 S/IR 0 L2 protocol ID 3
spr
1 1 1 L3 protocol ID 3a
4
IWU PACKET INFORMATION
L+2

Figure 50: IWU-PACKET information element
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Send/Reject (S/R) bit (octet 3):
Bit 7 Meaning
0 Rejection of message
1 Transmission of message

NOTE 1: Thissend/reject bit is used to distinguish between the sending of a new messages (e.g. sent in the
direction A=>B) and the regjection of a received message (e.g. message received by B can be rejected by
sending "rgject” codein direction B=>A).

L2 protocal 1D coding (octet 3):

Bits 54321 Meaning
00000 User Specific (note 4)
00001 Basic mode ISO/IEC 1745 [52]
00010 ITU-T Recommendation Q.921/1.441 (LAP.D)/ETS 300 125 [18]
00110 ITU-T Recommendation X.25 [50] link layer (LAP.B)
00111 ITU-T Recommendation X.25 [50] multilink
01000 Extended LAP.B
01100 ISO/IEC 8802-2 [20] (LAN LLC)
10001 I SO/IEC 8802-2 [20] (note 3)
10010 GSM Recommendation 04.06/1-ETS 300 021 [49]
10110 ITU-T Recommendation V.42 [25] (LAP.M)
All other valuesreserved.

L3 protocal 1D coding (octet 3a):

Bits 54321 M eaning
00000 User specific (note 4)
00010 EN 300 403-1[8]
00110 ITU-T Recommendation X.25 [50] , packet layer
00111 ISO/IEC 8208 [21] (X.25 [50] packet level for DTE)
01000 ISO/IEC 8348 [22] (OSl C/O protocol)
01001 ISO/IEC 8473 [23] (OSl C/L service)
01010 ITU-T Recommendation T.70 [51] (minimum NWK layer)
10010 GSM Recommendation 04.08/1-ETS 300 022-1[9]
All other valuesreserved.

NOTE 2: All the L2 protocol ID and L3 protocol ID codings are the same as the codings used for "DECT Standard
coding" in the <<IWU-ATTRIBUTES>> dement. See clause 7.7.21.

NOTE 3: ISO/IEC 8802-2 [20] refersto LAN operation with anull layer 2 protocol (LLC not implemented).
NOTE 4: The <<IWU-PACKET>> is structured according to the user needs.

7.7.23 WU to IWU

The purpose of the <<IWU-TO-IWU>> dement is to encapsul ate any message or information e ement that cannot be
interworked into one or more other DECT information element(s).

If the message or element istoo large to fit into a single <<IWU-TO-IWU>> e ement, it shall be segmented into a series
of <<IWU-TO-IWU>> elementsthat are associated using the <<SEGMENTED-INFO>> e ement.

Refer to annex G for more details on the use of this element.
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Bit | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << IWU-TO-IWU >> 1
Length of Contents (L) 2
1 [ SR | Protocol Discriminator 3
4
IWU-TO-IWU INFORMATION
L+2

Figure 51: IWU-TO-IWU information element

Send/Reject (S/R) bit:
Bits 7 Meaning
0 Rejection of message
1 Transmission of message

NOTE 1: This Send/Reject (S/R) bit is used to distinguish between the sending of a new message (e.g. sent in the
direction A=>B) and the regjection of a received message (e.g. message received by B can be rejected by
sending "rgject” codein direction B=>A).

Protocol Discriminator (PD):

Bits 654321 Meaning
000000 User Specific (note 2)
000001 Osl high layer protocols
000010 ITU-T Recommendation X.263 [24] (note 3)
000100 IA5 characters
000111 ITU-T Recommendation V.120 [64] Rate adaption
001000 ITU-T Recommendation Q.931 [17] (1.451), message
001001 ITU-T Recommendation Q.931 [17] (1.451), element(s) (note 4)
001010 ITU-T Recommendation Q.931 [17] (1.451), partial message. (note 5)
010000 GSM Recommendation 04.08, message/I-ETS 300 022-1 [9]
010001 GSM Recommendation 04.08, dement(s)/I-ETS 300 022-1 [9] (note 4)
010100 LRMS(EN 300757 [54])
010101 RLL AccessProfile (RLL access profile, EN 300 765-1 [56])
100000 DECT/ISDN Intermediate System C-plane specific
100001 DECT/ISDN Intermediate System U-plane specific
100010 DECT/ISDN Intermediate System Operation and Maintenance
100011 Terminal Data (note 6)
111111 Unknown
All other valuesreserved.

NOTE 2: The WU information is structured as shown bel ow.

NOTE 3: The IWU information is structured according to ITU-T Recommendation X.263 [24]
(ITU-T Recommendation X.25 [50] cal user data).

NOTE 4: If more than one dement isincluded, they are interpreted in the order of appearance.

NOTES5: ThelTU-T Recommendation Q.931[17] (1.451) partial message excludes the protocol discriminator and
the call reference.

NOTE 6: If the protocol discriminator indicatesthe value "Terminal data" for the content of the information
element see Annex I.
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IWU-to-IWU information field (octets4 to L+2) for Protocol Discriminator value " user specific”.

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
1] Discriminator type 4
5
User specific contents
L+2
Figure 52
Discriminator type (octet 4):
Bits 7654321 Meaning
0000000 Unspecified
0000001 EMC
All other values reserved
User specific contentsfield (octets5 to L+2) for Discriminator type"EMC"
Bit: | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
Discriminator 5
Discriminator (continued) 6
7
Proprietary contents
L+2

Figure 53

The discriminator consists of 2 octets (octets 5 and 6) and contains the EMC.

7.7.24 Key

The purpose of the <<KEY >> information e ement isto transfer a key. When sending the <<KEY >> information
element a ciphered connection shall be used.

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << KEY >> 1
Length of Contents (L) 2
Key type 3
4

Key
L+2

Figure 54: KEY information element

K ey type coding (octet 3):

Bits 87654321 Meaning
10010000 Derived Cipher Key (DCK)
All other valuesreserved.

Key datafield: the key data field contains the numeric value of the key. The length of the key datafield is (L-1) octets
as defined by the length indicator (octet 2). For a multi-octet field, the order of bit values progressively decreases as the
octet number increases.

NOTE: A key K1 with L1 > N bits can be mapped into akey K with N hits by taking the lower N bitsof K1. A
key K2 with L2 < N bits can be mapped into akey K with N bits by using: K(i) = K2 (i modulo L2),
0<i<N-L
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7.7.25 Location area

The purpose of the <<LOCATION-AREA>> information element isto provide an identification of the location area

Bit | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << LOCATION-AREA >> 1
Length of Contents (L) 2
LI-Type | Location area level 3
ELI-Type | 3a
Extended Location Information
L+2
Figure 55: LOCATION-AREA information element
L ocation Information (L 1) type coding (octet 3):
Bits 87 M eaning
00 Reserved
01 Location arealevel isincluded (octet 3) but no extended location information isincluded
10 Only extended location information (octet 3ato octet L+2) isincluded the value of thelocation
arealeve (octet 3) isnot avalid one
11 Location arealevel (octet 3) aswell as extended location information (octet 3ato octet L+2) are
included

Location arealevel for LA type 01 and 11 (octet 3):

Contains anumber which identifies how many bits of the PARI + RPN are relevant for thislocation area. The bit count
startswith the MSB of the PARI + RPN.

Extended L ocation Information (EL1) type coding (octet 3a):

Bits 8765 Meaning
0111 GSM location information is requested and not included; bits 1 to 4 of octet 3a should be set to 1
1111 GSM location information

All other valuesreserved.

GSM location information coding:

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
MCC digit 2 MCC digit 1 4

1 [ 1 ] 1 ] 1 MCC digit 3 5

MNC digit 2 MNC digit 1 6

LAC 7

LAC (continued) 8

Cl 9

ClI (continued) 10

Figure 56
MCC: is the Mobile Country Code;
MNC: isthe GSM Mobile Network Code;
LAC: isthe GSM Location Area Code;
Cl: isthe GSM Cdll Identity.

NOTE: TheCdl Identity (Cl) is needed for external handover.
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7.7.26  Multi-display

The purpose of the <<MULTI-DISPLAY >> dement isto supply alist of display information that may be displayed by
the PT. Multi-display eements shall only contain DECT standard characters. Multiple characters shall be interpreted in
the order of ascending octet numbers.

Bitt | 8 | 7—1+—6—1+—5—| 4 | 3 | 2—+—t—+Octet:

0 | << MULTI-DISPLAY >> 1
Length of Contents (L) 2
3

List of Display Information
(DECT characters)

L+2

Figure 57: MULTI-DISPLAY information element

NOTE: DECT charactersare specified in annex D. These are closaly based on IA5 characters.

7.7.27 Multi-keypad

The purpose of the <<MULTI-KEYPAD>> dement isto transport alist of keypad information e.g. entered by a PT
keypad. Multi-keypad el ements shall only contain DECT gtandard characters. Multiple characters shall be interpreted in
the order of ascending octet numbers.

Bit: | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << MULTI-KEYPAD >> 1
Length of Contents (L) 2
3

List of Keypad Information
(DECT characters)

L+2

Figure 58: MULTI-KEYPAD information element

NOTE: DECT charactersare specified in annex D. These are closaly based on IA5 characters.

7.7.28 NetWorK (NWK) assigned identity

The purpose of the <<NWK-ASSIGNED-IDENTITY >> information element isto transport a network assigned
identity.

Bitt | 8 | 7 | 66 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << NWK-ASSIGNED-IDENTITY >> 1
Length of Contents (L) 2
1 Type 3
1 Length of identity value 4
5
Identity value
L+2

Figure 59: NWK-ASSIGNED-IDENTITY information element

Type coding (octet 3):

Bits 7654321 Meaning
1110100 GSM Temporary Mobile Subscriber Identity (TMSI)
1111111 Proprietary (application specific)
All other valuesreserved.
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Length of identity value coding (octet 4): the length is defined in bits, and thisis coded with the naturd binary value.
The least significant bit of the coding appearsin bit position 1. Allowable values: 0 to 127.

I dentity value coding for GSM-TM SI:

Bt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
1| Length of identity value 4
5
TMSI value
| | L+2
Figure 60

Length of identity value coding (octet 4): the length is defined in bits, and thisis coded with the naturd binary value.
The least significant bit of the coding appearsin bit position 1. Allowable values: 0 to 32.

TM Sl value coding (octet 5 to L+2): the TMS| value shal not have more than 4 octets.

7.7.29 Network parameter

The purpose of the <<NETWORK-PARAMETER>> dement isto carry network parameters.

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << NETWORK-PARAMETER >> 1
Length of Element (L) 2
Discriminator 3
4
Data (see note)
| | L+2

Figure 61: NETWORK PARAMETER information element

Discriminator coding (octet 3):

Bits 87654321 Meaning
01101000 Handover reference not required
01101001 Handover reference, private network
01101010 Handover reference, GSM network
01101011 Handover reference, public network
01111111 Proprietary
11101010 Handover reference request, GSM network
All other valuesreserved

NOTE: The<data>field isnot structured because information is passed transparently.
Data field coding for handover reference (octet 4):

The handover reference is coded using binary representation.
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7.7.30 Portable identity

The purpose of the <<PORTABLE-IDENTITY >> information element isto transport a DECT portable identity. Refer
to EN 300 175-6 [5], describing identities and addressing.

Bt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << PORTABLE-IDENTITY >> 1
Length of Element (L) 2
1 Type 3
1 Length of identity value 4
5

Identity value

Figure 62: PORTABLE-IDENTITY information element

Identity type coding for portableidentities (octet 3):

Bits 7654321 Meaning
0000000 International Portable User Identity (IPUI)
0010000 International Portable Equipment Identity (IPEI)
0100000 Temporary Portable User Identity (TPUI)
All other valuesreserved.

Length of identity value coding (octet 4): the length is defined in bits, and thisis coded with the naturd binary value.
The least significant bit of the coding appearsin bit position 1.

Allowable values: 0to 127.

I dentity value coding for 1PUIs:

Bit: | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
1| Length of Identity Value 4
PUT | PUN 5
PUN (continued) 6
L+2
Figure 63

Length of identity value coding (octet 4): defines the number of valid IPUI bits.

Portable User Type (PUT) coding (octet 5): refer to EN 300 175-6 [5]. The most significant bit isin bit position 81in
octet 5.

Portable User Number (PUN) coding (octet 5 to L+2): refer to EN 300 175-6 [5]. The Most Significant Bit (MSB) is
in bit position 4 in octet 5. For binary codings: the order of bit values progressively decreases as the octet number
increases, and unused hitsin the last octet shall be set to O.

I dentity value coding for 1PUI S containing the PSTN or ISDN number:

Bitt | 8 | 7 | 66 | 5 | 4 | 3 | 2 | 1 | Octet
1 Length of Identity Value 4
0 1 | o | 1 digit 1 5
digit 2 digit 3 6
digit p-1 | digit p | L+2
Figure 64

Length of identity value coding (octet 4): defines the number of valid IPUI bits. The value equalsto 4 + 4% p.
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PSTN or 1SDN number coding (octet 5 to L+2): the number is BCD coded and shall not exceed 15 digits. If the
number of identity digitsis even then bits 1 to 4 of the last octet shall be coded as"1111".

I dentity value coding for 1PUI O containing the private number:

Bt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
1 Length of Identity Value 4
0 o [ o | 1 ] Number 5
Number 6
Number | L+2
Figure 65

Length of identity value coding (octet 4): defines the number of valid IPUI bits. The value equals 4 + (0 to 60).

Private number coding number (octet 5 to L+2): the number is binary coded and shall not exceed 60 bits. The order
of bit values progressively decreases as the octet number increases, and unused bitsin the last octet shall be set to O.

I dentity value coding for IPUI T containing the equipment installer's code and private extended number :

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
1 Length of Identity Value 4
0 1 | 1 ] o | EIC 5
EIC 6
EIC digit 1 7
digit 2 digit 3 8
digit p-1 | digit p | L+2
Figure 66

Length of identity value coding (octet 4): defines the number of valid IPUI bits. The value equalsto 20 + 4 X p.
Equipment Installer's Code (EIC) (octet 5to 7): the EIC is binary coded and is 16 hits.

Private extended number coding (octet 7 to L+2): the number is BCD coded and shall not exceed 11 digits. If the
number of identity digitsis even then bits 1 to 4 of the last octet shall be coded as"1111".

Identity value coding for IPUI P containing the public operator code and the account number :

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
1 Length of Identity Value 4
0 o [ 1 ] o ] POC 5
POC 6
POC | ACC 7
ACC 8
ACC | L+2
Figure 67

Length of identity value coding (octet 4): defines the number of valid IPUI bits. The value equalsto 20 + (0 to 80).
Public Operator Code (POC) (octet 5to 7): the code is binary coded and is 16 bits.

ACCount number (ACC) coding (octet 7 to L+2): the number is binary coded and shall not exceed 80 bits. The order
of bit values progressively decreases as the octet number increases, and unused bitsin thelast octet shall be set to 0.
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I dentity value coding for 1PUI Q containing the bank account number:

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
1 Length of Identity Value 4
0 o [ 1 | 1 digit 1 5
digit 2 digit 3 6
digit p-1 | digit p | L+2
Figure 68

Length of identity value coding (octet 4): defines the number of valid IPUI bits. The value equalsto 4 + 4% p.

Bank ACcount Number (BACN) coding (octet 5 to L+2): the number isBCD coded and shall not exceed 20 digits. If
the number of identity digitsis even then bits 1 to 4 of the lagt octet shall be coded as"1111".

I dentity value coding for 1PUI U containing the credit card account number :

Bt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
1 Length of Identity Value 4
0 1 [ 1 | 1 digit 1 5
digit 2 digit 3 6
digit p-1 | digit p | L+2
Figure 69

Length of identity value coding (octet 4): defines the number of valid IPUI bits. The value equalsto 4 + 4% p.

Credit Card ACcount Number (CACN) coding (octet 5 to L +2): the number is BCD coded and shall not exceed 20
digits. If the number of identity digitsis even then bits 1 to 4 of thelast octet shall be coded as"1111".

Identity value coding for IPUI R containing the GSM-IMSI:

Bit: | 8 | 7 | 6 | 5 |

4 | 3 | 2 | 1
1 Length of Identity Value
0 1 | o | o digit 1
digit 2 digit 3
digit p-1 | digit p

Figure 70

Octet:

&)

L+2

Length of identity value coding (octet 4): defines the number of valid IPUI bits. The value equalsto 4 + 4% p.

Inter national M obile Subscriber Identity (IM Sl) coding (octet 5 to L +2): the number is BCD coded and shall not
exceed 15 digits. If the number of identity digitsis even then bits 1 to 4 of thelast octet shall be coded as"1111".
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I dentity value coding for the IPEI (sameasfor 1PUI N):

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
1 | o 1 0 1 0 0 0 4
0 0 0 0 | EMC 5
EMC 6
EMC | PSN 7
PSN 8
PSN 9
Figure 71

Length of identity value coding (octet 4): the number of valid bits for IPUI N containing the IPEI is40.

Equipment Manufacturer Code (EM C) coding (octets 5to 7): refer to EN 300 175-6 [5]. The Most Significant Bit
(MSB) isin bit position 4 in octet 5. The order of bit values progressively decreases as the octet number increases.

Portable Equipment Serial Number (PSN) coding (octets 7 to 9): refer to EN 300 175-6 [5]. The most significant bit
isin bit position 4 in octet 7. The order of bit values progressively decreases as the octet number increases.

I dentity value coding for TPUI:

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
1 | o 0 1 0 1 0 0 4
0 0 0 0 | TPUI value 5
TPUI value 6
TPUI value 7
Figure 72

Length of identity value coding (octet 4): the number of valid bitsfor aTPUI is 20.

Temporary Portable User Identity (TPUI) coding (octet 5to 7): Refer to EN 300 175-6 [5]. The most significant bit
isin bit position 4 in octet 5. The order of bit values progressively decreases as the octet number increases.

7.7.31 Progress indicator

The purpose of the <<PROGRESS-INDICATOR>> element isto describe an event which has occurred during thelife
of acall.

Bitt | 8 | 7 | 66 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << PROGRESS-INDICATOR >> 1
Length of Contents (L) 2
1 [Coding standard] 0 | Location 3
1 Progress description 4

Figure 73: PROGRESS-INDICATOR information element

Coding standar d coding (octet 3):

Bits 76 Meaning
00 ITU-T standardized coding, as described bel ow
01 reserved for other international standards
10 national standard
11 standard specific to identified location
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L ocation coding (octet 3):

Bits 4321 M eaning
0000 user
0001 private network serving thelocal user
0010 public network serving thelocal user
0100 public network serving the remote user
0101 private network serving the remote user
0111 international network
1010 network beyond interworking point
1111 not applicable

All other values arereserved.

Progress description coding (octet 4):

Bits 7654321 Meaning
0000001 Cadllisnot end-to-end ISDN, further call progressinfo may be available in-band
0000010 Destination addressisnon-ISDN
0000011 Origination addressisnon-1ISDN
0000100 Call hasreturned tothe ISDN
0000101 Servicechange has occurred
0001000 In-bandinformation or appropriate pattern now available
0001001 In-band information not available
0100000 cCalisend-to-end PLMN/ISDN
All other values reserved.

7.7.32 RAND

The purpose of the authentication parameter <<RAND>> information element isto provide a non predictable number to
be used to cal culate the authenti cation response signature.

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << RAND >> 1
Length of Contents (L) 2
3

RAND Field
L+2

Figure 74: RAND information element

NOTE: Thisinformation ement isused for either the RAND-P or the RAND-F information. The actual contents
are determined by the direction of transmission.

RAND field coding (octet 3to L+2)

RAND shall be coded with the natural binary value with theleast significant bit in position 1 of octet L+2.
For amulti-octet field, the order of bit values progressively decreases as the octet number increases.
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7.7.33 Rate parameters

The purpose of the <<RATE-PARAMETERS>> dement is to indicate the requested attributes for the Basic Rate

Adaption Service (BRAT).
Bt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << RATE-PARAMETERS >> 1
Length of Contents (L) 2
1 Symmetry | | Class of service 3
0/1 Channel 1 user rate Channel 1 arrangement P=>F 4
P=>F
1 Channel 1 user rate Channel 1 arrangement F=>P 4a
F=>P
0/1 Channel 2 user rate Channel 2 arrangement P=>F 5
P=>F
1 Channel 2 user rate Channel 2 arrangement F=>P 5a
F=>P
0/1 Channel 3 user rate Channel 3 arrangement P=>F 6
P=>F
1 Channel 3 user rate Channel 3 arrangement F=>P 6a
F=>P

Figure 75: RATE-PARAMETERS information element

Symmetry (octet 3):

Bits 76
00
10

Meaning
Symmetric
Asymmetric

All other valuesreserved.

If symmetric, only octets 4, 5 and 6 shall appear and the rates shall apply to both directions. If asymmetric octets 4, 5

and 6 shall ref

er to the direction P=>F; and octets 4a, 5a and 6a shall refer to the direction F=>P.

If octets 5 or 6 is omitted the channe 2 rate and/or channdl 3 rate shall be understood to be 0 kbit/s.

Interleaving (1) (octet 3):

Bits 5
0
1

Class of servi

Bits 4321
0000

0010
0100
0101
0110
0111

NOTE:

Meaning
Non-interleaved
Interleaved

ce (octet 3):
Meaning
Iy Service
Ip, Class O service
Ip, Class 3 service; 0 % excess capacity
Ip, Class 3 service; 25 % excess capacity
Ip, Class 3 service; 50 % excess capacity
Ip, Class 3 service; 100 % excess capacity

The excess capacity indicated for the Class 3 services aretarget figures only. The actual excess capacity
is defined by the connection used.
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Channel arrangement (octets 4, 4a, 5, 5a, 6, 6a):

Bits 4321 Meaning
0000 User defined
0001 B1
0010 B2
1000 D1

All other valuesreserved.

Channel rate coding (octets 4, 4a, 5, 5a, 6, 6a):

Bits 765 Meaning
000 00 kbit/s (channd off)
001 08 kbit/s
010 16 kbit/s
011 32 kbit/s
100 64 kbit/s

All other valuesreserved.

7.7.34 Reject reason

The purpose of the <<REJECT-REASON>> information el ement isto indicate the reason why arequest isrejected by
the FT or PT.

Bit: | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << REJECT-REASON >> 1
Length of Contents (L) 2
Reject reason code 3

Figure 76: REJECT-REASON information element

Reject reason coding (octet 3):

Value(hex) Meaning (Reject reason)

01 TPUI unknown

02 IPUI unknown

03 network assigned identity unknown
05 I PEI not accepted

06 IPUI not accepted

10 authentication failed

11 no authentication algorithm

12 authentication algorithm not supported
13 authentication key not supported

14 UPI not entered

17 no cipher algorithm

18 cipher algorithm not supported

19 cipher key not supported

20 incompatible service

21 false LCE reply (no corresponding service)
22 late LCE reply (service already taken)
23 invalid TPUI

24 TPUI assignment limits unacceptable
2F insufficient memory

30 overload (note)

40 test call back: normal, en-bloc

41 test call back: normal, piecewise

42 test call back: emergency, en-bloc

43 test call back: emergency, piecewise
5F invalid message

60 information el ement error

64 invalid information element contents
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70 timer expiry

76 PLMN not allowed

80 Location areanot allowed

81 National roaming not allowed in thislocation area

All other values arereserved.

NOTE: If a{LCE-PAGE-REJECT} message with the <<REJECT-REASON>> "overload" isreceived, the
portable part should try to access an other radio fixed part bel onging to the same paging area.

7.7.35 RES

The purpose of the authentication parameter <<RES>> information element isto provide the calculated authentication
response signature.

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << RES >> 1
Length of Contents (L) 2
3

RES Field
L+2

Figure 77: RES information element

NOTE: Thisinformation element isused for either the RES1 or the RES2 information. The actual contents are
determined by the direction of transmission.

- RESfidd coding (octet 3 to 6);
- RESshall be coded with the natural binary value with the least significant bit in position 1 of octet L+2.

For amulti-octet field, the order of bit values progressively decreases as the octet number increases.

7.7.36 RS

The purpose of the authentication parameter <<RS>> information €lement isto provide a number to be used together
with <<RAND>> and the authentication key to cal cul ate the authenti cation response signature.

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0| << RS >> 1
Length of Contents (L) 2
3

RS Field
L+2

Figure 78: RS information element

- RSfidd coding (octet 3to L+2);

- RS shall be coded with the natural binary value with the least significant bit in position 1 of octet L+2.
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7.7.37 Segmented info

The purpose of the <<SEGMENTED-INFO>> element isto indicate that the message in which is occurs contains only
part of a segmented information element. When used, this element shall always appear immediately before the
segmented element to which it refers.

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << SEGMENTED-INFO >> 1
Length of Contents (L) 2
F Number of segments remaining 3
0 Segmented element type 4

Figure 79: SEGMENTED-INFO information element

F bit coding:
Bit 8 Meaning
1 First segment follows
0 Subsequent segment follows

No of segments remaining: the number of remaining segments (including the following segment) that are till to be
sent. Thisis coded with the natural binary value, with the least significant bit in position 1.

Segmented element type: the normal coding of the segmented information element (shall only refer to avariable
length information element).

If the <<segmented-info>> information element isused, then it shall only permit message segmentation with respect to
a single information e ement only.
7.7.38 Service change info

The purpose of the <<SERVICE-CHANGE-INFO>> element isto indicate the attributes of the proposed service
change.

Bt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << SERVICE-CHANGE-INFO >> 1
Length of Contents (L) 2
0/1 [Coding standard] M | Change Mode 3
1 Extended change mode 3a
1 A R B 4
attributes attributes

Figure 80: SERVICE-CHANGE-INFO information element

Coding standard:
Bits 76 Meaning
00 DECT standard coding

All other valuesreserved.

M (Master) coding:

Bits 5 M eaning
0 Initiating side is master
1 Receiving sideis master
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Change mode coding:

Bits 4321 Meaning
0000 None
0001 Connection Reversal
0010 Bandwidth change (see clause 9.6)
0011 Modulation scheme change (see clause 9.6)
0100 Rerouting (of U-plane links) (see clause 9.6)
0101 Bandwidth plus modulation scheme change (see clause 9.6)
0110 Rerouting plus bandwidth change (see clause 9.6)
0111 Bandwidth or modulation scheme change (see clause 9.6)
1000 Suspend
1001 Resume
1010 Voice/data change to data (note 1)
1011 V oice/data change to voice (note 1)
1100 IWU attribute change
1110 Profile/ Basic service and IWU attributes change (note 1, 2)
1111 Reserved for extension (note 2)

All other values reserved.
When using the reserved value, octet 3a shall follow containing extended coding of the service change.

Octet 4 shall only appear for "suspend” and "resume” codings.

NOTE 1: The procedures for the use of these codings are specified in the profiles for which such service changes
can be supported, such as in the Mobility Class 2 Data Services Profiles.

NOTE 2: When using the "Profile/ Basic service and IWU attributes change" or "reserved” value, octet 3a follows.
The coding of octet 3ais dependent on the change mode codings (octet 3).

Extended change mode for " Profile/ Basic service and IWU attributes change” :

Bt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
1 0 0 0 Coded as bits 4-1 of 3a
spare <<Basic service>>
Figure 81

Figure 82: Void

Extended change mode for "reserved” isreserved for further standardization.

A attributes coding:

Bits 765 M eaning
000 Not applicable
010 Maintain old connection(s)
011 Release old connection(s)
Reset (R) coding:
Bits 4 M eaning
0 Do not reset state variables
1 Reset state variables

B attributes coding:

Bits 321 M eaning
000 Not applicable
010 Interrupt data transfer
011 Maintain data transfer
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7.7.39 Service class

The purpose of the <<SERVICE-CLASS>> information element isto identify services which aPT isallowed to use.

Bit | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << SERVICE-CLASS >> 1
Length of Contents (L) 2
Service class field 3

Figure 83: SERVICE-CLASS information element

Serviceclassfield coding (octet 3a):

Bits 87654321 Meaning
00000001 Onenominated number only may be called
00000010 Asaboveandlocal calsareallowed
00000011 Asaboveandnationd callsareallowed
00000100 Asaboveand mobile and premium service calls are allowed
00000101 Asaboveandinternational callsare alowed
00000110 Asaboveand satellite services are allowed

7.7.40 Setup capability

The purpose of the <<SETUP-CAPABILITY>> element isto convey some aspects of the PP call setup capabilitiesto
the FP during location regisration.

Bit: 8 7 | 6 | 5 | 4 | 3 | 2 | 1 Octet:
0 << SETUP-CAPABILITY >> 1
Length of Contents (L) 2
0/1 Protocol Discriminator Setup Page 3
1 o | o ] o 0o | o o | o 3a
Spare (note 1)

Figure 84: SETUP-CAPABILITY information element

Page capability coding (octet 3):

Bits 21 Meaning
01 Normal paging
10 Fast paging

All other valuesreserved.

Setup capability coding (octet 3):

Bits 43 Meaning
01 Normal setup
10 Fast setup

All other valuesreserved.

Protocol Discriminator (octet 3):

Bits 765 M eaning
000 Shall not be used (note 2)
001 DPRS (note 3)

All other valuesreserved.
NOTE 1: Explicit provision for extension of this element is provided. Implementors should use the 0/1 ext flag

(bit 8) to detect the use of additional octetsin future versions. Exact coding may be defined in relevant
profiles.
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NOTE 2: For backwards compatibility with terminals aready using this information € ement complying with
versions of the standard before ed4.

NOTE 3: The exact coding of the octets to follow isto be defined in the DPRS profile.

7.7.41 Terminal capability

The purpose of the <<TERMINAL-CAPABILITY>> element is to convey some aspects of the PP capabilities to the FP
during call establishment.

Bit: 8 7 | 6 | 5 | 4 | 3 | 2 | 1 Octet:
0 << TERMINAL-CAPABILITY >> 1
Length of Contents (L) 2
0/1 tone capabilities display capabilities 3
0/1 echo parameter N-REJ | A-VOL 3b
0/1 slot type capability 3c
0/1 Number of stored display characters (MS) 3d
0/1 Number of stored display characters (LS) 3e
0/1 Number of lines in (physical) display 3f
0/1 Number of characters / line 39
0/1 Scrolling behaviour field 3h
ext
0/1 Profile indicator_1 (note 12) 4
0/1 Profile indicator_2 (note 12) 4a
0/1 Profile indicator_3 (note 12) 4b
0/1 Profile indicator_4 (note 12) 4c
0/1 Profile indicator_5 (note 12) 4d
ext
0/1 0 0 0 0 control codes 5
spare
0/1 escape to 8 bit character sets_1 (note 12) 5a
ext
0/1 Blind slot sp0 spl sp2 sp3 sp4 6
indication
1 sp5 | Sp6 sp7 sp8 sp9 spl0 spll 6a

Figure 85: TERMINAL-CAPABILITY information element

NOTE 1: Octet 3aisintentionally absent.
Display capability coding (octet 3):

Bits 4321 Meaning
0000 Not applicable
0001 No display; (note 8)

0010 Numeric (note 10)
0011 Numeric-plus (note 11)
0100 Alphanumeric (note 12)
0101 Full display (note 13)

All other valuesreserved.

Tone capability coding (octet 3):

Bits 765 Meaning
000 Not applicable
001 No tone capability (note 8)
010 did tone only
011 ITU-T Recommendation E.182 [48] tones supported (note 14)
100 Complete DECT tones supported

All other valuesreserved.
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Echo parameter s (octet 3b):

Bits 765 Meaning
000 Not applicable
001 Minimum TCL (>34 dB); (note 8, note 9)
010 Full TCL (>46 dB); (note 9)

All other valuesreserved.

Portable part ambient Noise REJection capability (N-REJ) (octet 3b):

Bits 43 Meaning
00 Not applicable
01 No noise rgjection; (note 8, note 9)
10 Noise rgection provided (note 9)
11 Reserved

Adaptive VOL ume control provision (A-VOL) (octet 3b):

Bits 21 Meaning
00 Not applicable
01 No PP adaptive volume contral; (note 8)(note 9)
10 PP adaptive volume control used (note 9)
11 Disable FP adaptive volume control (note 9)

Slot type capability (octet 3c):

Thisisabit pattern indicating the slot type capabilities. A "1" in abit position indicates capability of theindicated dot
type; a"0" indicates no capability.

Bit 1: Half dot; j=0
Bit 4: Full dot; (note 3)
Bit 5: Double dot

All other bits are reserved, and should be set to "0".

Number of stored display characters (octets 3d, 3e):

Valid values for the number of stored display characters shall be in the range O to 16383.

Number of linesin (physical) display (octet 3f):

Valid values for the number of linesin the physical display shall bein therange 0 to 127.

Number of Characters per line (octet 3g):

Valid values of the number of characters per linein the physical display shall bein therange 0 to 127.
Scralling Behaviour field (octet 3h):

Thevaluein thisfield indicates a specific scrolling behaviour of the display.

Scralling Behaviour coding (octet 3h):

Bits 7654321 Meaning
0000000 Not specified
0000001 Scralling behaviour type 1
0000010 Scralling behaviour type 2
All other valuesreserved.

Scralling Behaviour types 1, 2:

Details of scrolling behaviour are included in normative annex J.
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Profileindicator (octet group 4):

Thisisabit mapped octet group. A "1" indicates support for the specified profile. Reserved bits shall be set to zero and
shall not be checked in thereceiver.

Profile Indicator_1 Coding (Octet 4):

Bits 7654321
XXXXXX1
XXXXX1X
XXX X1IXX
XXX 1IXXX
XX 1IXXXX
XIXXXXX
IXXXXXX

Meaning

CAP supported

GAP supported

DECT/GSM interworking profile supported
ISDN End-system supported

LRMS (EN 300 757 [54]) supported

DPRS Stream supported

DPRS asymmetric bearers supported

Profile Indicator_2 Coding (Octet 4a):

Bits 7654321
XXXXXX1
XXX XX1X
XXXX1IXX
XXX 1IXXX
XX 1IXXXX
XIXXXXX
IXXXXXX

Meaning

DPRS FREL supported

Data Services Profile D, Class 2 supported

ISDN Intermediate Access Profile supported

DECT/GSM interworking - GSM Bearer service supported
DECT/GSM interworking - GSM SM S servi ce supported
DECT/GSM interworking - GSM Facsimile service supported
RAP 1 Profile (EN 300 765-1 [56]) supported

Profile/Application Indicator_3 Coding (Octet 4b):

Bits 7654321
XXXXXX1
XXX XX1X
XXX X1IXX
XXX 1IXXX
XX 1IXXXX
XIXXXXX
IXXXXXX

Meaning

DECT/GSM dual mode terminal

WRS supported

SMS over LRMS(EN 300 757 [54]) supported
DMAP supported

Multiport CTA (EN 300 765-1 [56])

Ethernet supported

Token Ring supported

Profile/Application Indicator_4 Coding (Octet 4c):

Bits 7654321 M eaning
XXXXXX1 I P supported
XXXXX1X PPP supported
XXX X1IXX V.24 supported
XXX 1IXXX Cf supported
XX1IXXXX I pq services supported
X1XXXXX RAP 2 Profile supported (EN 300 765-2 [67])
IXXXXXX reserved

NOTE 2: For the definition of the Ipq services see EN 300 175-4 [4] and 3.

Profile/Application Indicator_5 Coding (Octet 4d):

Bits 7654321 M eaning

XXXXXX1 2-level modulation scheme supported (B+Z field)
XXX XX1X 4-level modulation scheme supported (B+Z field)
XXX X1IXX 8-level modulation scheme supported (B+Z field)
XXX 1IXXX reserved

XX1IXXXX 2-level modulation scheme supported (A field)
XIXXXXX 4-level modulation scheme supported (A field)
IXXXXXX 8-level modulation scheme supported (A field)

NOTE 3: For definition of the modulation schemes see Annex D of EN 300 175-2[2].
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Control Codes (octet 5):

Thisfield indicatesa set of DECT display control characterswhich the PT supports. Support for "clear display” control
code is mandatory for all displays.

Control Codes coding(octet 5):

Bits 321 Meaning
000 Not specified
001 OCH (clear display)
010 Coding 001 plus 08H to OBH and ODH.
011 Coding 010 plus 02H, 03H, 06H, 07H, 19H, 1AH
100 Coding 011 plus OEH, OFH

All other valuesreserved.

NOTE 4: The display behaviour in response to some control codes may be dependent on the scrolling behaviour of
the display.

Escapeto 8 bit character sets 1 (octet 5a):

This bit mapped octet is used to indicate additional character sets which may be invoked by using escape sequences as
defined in 1SO Publication 2022 [13]. A "1" indicates support for the specified character set and that the PT correctly
interprets SO Publication 2022 [13] escape sequences, see clause D.2.4.

Escapeto 8 bit character sets 1 coding(octet 5 a):

Bits 7654321 Meaning
XXX XXxXx1 Latinaphabet no 1 supported 1SO 8859-1 [53]
XXX XX 1x Latin aphabet no 9 supported 1SO/IEC 8859-15 [59]
XXX X 1xx Latinaphabet no5 supported 1SO/IEC 8859-9 [61]
XXX 1xxx Greek aphabet supported SO 8859-7 [60]
XX1IXXXX reserved
X1IXXXXX reserved
IXXXXXX reserved

Blind dot indication (octet 6):

Bits 76 Meaning
00 No blind dots
01 Setup is not possible on both dots adjacent to an active slot
10 Setup isnot possible on every second dlot
11 Limitationsindicated in the following bits (octet 6 and 6a)
sp,, (octet 6 and octet 6a):
For sp, with0<x < 11:

if sp, = 1: then full ot pair {(x),(x+12)} isnot "blind", i.e. available,
else (sp, = 0) full dot pair {(x),(x+12)} is"blind", i.e. not available.
NOTE5: Void.

NOTE 6: The blind dot information applies to the same dot number of al available carriers.

NOTE 7: Older equipment might not include octet group 6. In this case one should assume that the blind slot
information is unknown.

NOTE 8: Thiscapability is assumed as the default value unless otherwise specified by a service profile, if the
<<TERMINAL-CAPABILITY>> information element is omitted.

NOTE 9: Refer to EN 300 175-8 [7] for adefinition of TCL, PP Adaptive VVolume (A-VOL) control, PP ambient
Noise Regection (N-REJ) and the usage of these parameters.
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NOTE 10:"Numeric" indicates support for at least the following characters: space, 0-9, *, # "Numeric-plus’
indicates support for at least the following characters: space, 0-9, *, #, a, b, c, d.
NOTE 11:"Alphanumeric" indicates support for at least the following characters: space, 0-9, *, #, a-z and A-Z.

NOTE 12:"Full display” indicates support for the full DECT character st. (i.e. displayable characters with character
codes up to 7F).

NOTE 13:"E.182 [48] tones supported” indicates support of all of the E.182 [48] compatible tones identified in
clause 7.6.8.

NOTE 14:More octets may follow for theindication of further profiles or character sets.

7.7.42 Transit delay

The purpose of the <<TRANSIT-DELAY >> dement isto indicate the allowable delay that shall be imposed for data
transmitting the DECT subnetwork.

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << TRANSIT-DELAY >> 1
Length of Contents (L) 2
1 0 Forward Delay 3
1 0 Backward Delay 4

Figure 86: TRANSIT-DELAY information element

Forward delay (backwar d delay) octet 3 (and 4): the <<TRANSIT-DELAY >> shall be coded with the natural binary
value, and the result placed in the octet with the least significant bit in position 1. Delay shall be calculated in steps of 1
TDMA frame (10 ms).

Allowable values are"1" t0 "63".

7.7.43 Window size

The purpose of the <<DLC-U-plane-parameters>> element isto indicate (and optionally to negotiate) the window
Size to be used for frame transmission. replace current content with the following:

Bit: 8 7 | 6 | 5 1 4 | 3 ] 2 ] 1 Octet:
0 << WINDOW SIZE >> 1
Length of Contents (L) 2
0 Window size value (forward) 3
0/1 Window size value continue 3a
ext
0/1 Maximum PDU length (forward) 3b
ext
1 SDU LAPU timer (forward) 3c
0 Window size value (backward) 4
0/1 Window size value (continue) 4da
ext
0/1 Maximum PDU length (backward) 4b
ext
1 SDU LAPU timer (backward) 4Ac

Figure 87: WINDOW SIZE information element

If octet group 4 is omitted, the backward values shall be understood to be equal to the forward values.

Window size value (Forward and backwar d) octet 3 and 3a (and 4 and 4a): the <<WINDOW-SIZE>> shall be
coded with the natural binary value, and the result placed starting in octet 3a (4a) with the least significant bit in
position 1 of octet 3a (4a).

The value"0" shal be used to indicate "not applicable” in the event that no window size is defined for the forward
direction.
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Maximum (Forward and backward) PDU length (octets 3b, 4b) is coded as natura binary value and the value of
this field multiplied by 60 bytes shall give the maximum size of the PDU used by a profile.

SDU LAPU timer (Forward and backward) (octet 3d, 4d) value is coded as natural binary value.

7.7.44 ZAP field

The purpose of the <<ZAP-FIELD>> information e ement isto provide the FT with the ZAP value, which is sored in
the PT and isrelated to a subscription.

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << ZAP-FIELD >> 1
Length of Contents (L) 2
0 0 0 0 | Contents field 3

Figure 88: ZAP-FIELD information element

Contents fidld (octet 3);
Containsthe 4 bit ZAP value.

7.7.45 Escape to proprietary

The purpose of the <<ESCAPE-TO-PROPRIETARY >> information element isto send non-standardized information
inside a DECT message.

Bit: | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | <<ESCAPE-TO-PROPRIETARY>> 1
Length of Contents (L) 2
1| Discriminator type 3
User specific contents 4

L+2

Figure 89: Information element format using ESCAPE-TO-PROPRIETARY

Discriminator type (octet 3):

Bits 7654321 Meaning
0000000 Unspecified
0000001 EMC

All other valuesreserved.

User specific contentsfield (octets4 to L+2) for Discriminator type"EMC"

Bitt | 8 | 7 | 66 | 5 | 4 | 3 | 2 | 1 | Octet
Discriminator 4
Discriminator (continued) 5
6
Proprietary contents
L+2

Figure 90

The discriminator consists of 2 octets (octets 4 and 5) and contains the EMC.
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7.7.46 Model identifier

The purpose of <<MODEL-IDENTIFIER>> isto identify the model version of a DECT PT to the FT or vice versa.

8 7 6 5 4 3 2 1 Octet:
""Bit:
0 | << MODEL-IDENTIFIER >> 1
Length of Contents (L) 2
3
Model value
L+2

Figure 91: MODEL IDENTIFIER information element

NOTE: Modd value can represent DECT MANIC+MODIC or GSM IMEISV model identifier types. Distinction
is taken based on the Length of Contents (L) information.

M odel value coding for DECT MANIC +MODIC containing the EM C code and the model code:

Bit: | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
MANIC 3
4
MODIC 5
Figure 92

MANIC coding (octets 3,4): thefield contains an EMC value all ocated to a manufacturer. Generally the first all ocated
EMC value will be used. MANIC may be different to EMC in IPEI. The most significant bit of MANIC isin octet 3
bit 8.

MODIC coding (octet 5): the field contains an eight bit value, identifying the model version of the PT/ FT. The
combination of MANIC and MODIC should be unique for each hardware/software variant of a PT/ FT. The most
significant bit of MODIC isin octet 5 bit 8. 0 shall have the meaning of "model number not supported”.

M odel value for GSM IMEISV containing the IMEISV code:

Bitt | 8 | 7 | 66 | 5 | 4 | 3 | 2 | 1 | Octet
| | 3
IMEISV
| 20
Figure 93

IMEISV coding (octets from 3 to 20): the field contentsis specified in EN 300 370 [55].
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7.7.47 MMS Generic Header

The usage and coding of the <<MMS Generic Header>> information element is defined in relevant profile.

Bit | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << MMS GENERIC HEADER >> 1
Length of Contents (L) 2
3
L+2

Figure 94: MMS GENERIC HEADER information element

7.7.48 MMS Object Header

The usage and coding of the <<MMS Object Header>> information element is defined in relevant profile.

Bi | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
| << MMS Object Header >> 1
Length of Contents (L) 2
3
L+2

Figure 95: MMS OBJECT HEADER information element

7.7.49 MMS Extended header

The usage and coding of the <<MMS Extended Header>> information element is defined in relevant profile.

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << MMS EXTENDED HEADER >> 1
Length of Contents (L) 2
3
L+2

Figure 96: MMS EXTENDED HEADER information element

7.7.50 Time-Date

The usage and coding of the <<Time-Date>> isto provide atime and/or date.

Bt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << TIME-DATE >> 1
Length of Contents (L) 2
Coding | Interpretation 3
4
L+2

Figure 97: TIME-DATE information element
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Coding (octet 3):

Bits 87
01
10
11

147

Meaning
Time

Date

Time and Date

All other values arereserved
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Coding defines how the Time-Date e ement is structured. The coding value 1 1 "Time and date" indicates that the all
fieldsin octets 4 - 10 of the dement are present. The coding value 0 1 "Time" indicates that the octet 4 contains
<Hour>, octet 5 <Minute>, octet 6 <Second> and octet 7 <Time Zone> field thus containing only the time information.
The coding value 1 0 "Date" indicates that the octets 7 - 10 are omitted and the element contains only the date
information. Coding 1 1 isthe default value.

I nter pretation (octet 3):

Bits 654321
000000
000001

100000
100001
100010
100011
100100
101000

Meaning
The current time/date

Time duration (in Years, Months, Days and/or Hours, Minutes,

Seconds, Time Zone = 0)

The time/date at which to start forwarding/delivering the MM S message (note)

The time/date the MM S user data was created (note)

The time/date the MM S user data was last modified (note)
The time/date the message was received by the MCE (note)
The time/date the message was delivered/accessed by the End Entity (note)

The time/date samp for use as an identifier (note)

All other values arereserved

NOTE: These codings have specific meanings within the context of profiles.

Octets 4 - 6 coding (Time/Date element coding=11or 10)

Table 77
Octet field Digits (Semi Octet
octets)
Year 2 4
Month 2 5
Day 2 6
Octets 4 - 7 coding (Time/Date element coding =0 1)
Table 78
Octet field Digits (Semi Octet
octets)
Hour 2 4
Minute 2 5
Second 2 6
Time Zone 2 7
Octets 7 - 10 coding (Time/Date element coding =1 1)
Table 79
Octet field Digits (Semi Octet
octets)
Hour 2 7
Minute 2 8
Second 2 9
Time Zone 2 10
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The Time Zone indicates the difference, expressed in quarters of an hour, between the local time and GMT. In thefirst
of the two semi-octets, the firgt hit represents the algebraic sign of this difference
(O : positive, 1 : negative).

The Time Zone code enables the receiver to calculate the equivalent timein GMT from the other semi-octetsin the
element, or indicate thetime zone (GMT, GMT+1H etc.), or perform other smilar calculations asrequired by the
implementation.

7.7.51 Ext h/o indicator

The purpose of <<ext h/o indicator>> isto alow the PP to identify possible external handover candidates by comparing
the PARI of the FPin use and the PARI of other FPs.

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
0 | << EXT H/O INDICATOR >> 1
Length of Contents (L) 2
oD | SYNC | length indicator 3

Figure 98: EXT H/O INDICATOR information element

length indicator coding (octet 3):

Value  Meaning

0 no handover candidates available via the <<ext. h/o indicator>>
1t0.31 1+ ext h/olength indicator

NOTE: IncasevalueOisapplied, handover candidates may <till be available viathe handover retrieval
procedure.

The ext h/o length indicator defines how many bits of the PARI arereevant for evaluating the externa handover
candidate.

OID coding (octet 3):

Bits 8 Meaning
0 Other fixed part IDs not available using parameter retrieval procedure
1 Other fixed part 1Ds available usng parameter retrieval procedure

SYNC coding (octet 3):

Bits 76 Meaning
00 No synchronization, or no information provided.
01 Indicatesthat all identified FPs are multiframe synchronized
10 Indicatesthat all identified FPs are multiframe and PSCN synchronized
11 Indicatesthat all identified FPs are multiframe, multiframe number and PSCN synchronized
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8 B-FORMAT message structures

8.1 General

The B-FORMAT messages shall only be originated by (and supplied to) either the LCE or the CLMS entity:
M essage type Originator
{LCE-REQUEST-PAGE} LCE
{CLMS-FIXED} CLMS

All the messages shall be fixed length, in order to allow simple mapping of the messages on to the lower layer broadcast
channels (the MAC layer BSlogical channel). Refer to EN 300 175-3 [3].

All messages shall be sent to the B-SAP using the DL_BROADCAST-req or DL_EXPEDITED-req primitive. This
shall use the broadcast service of the DLC.

The following formats are defined:

Format Frame length (octets)
- short format 3 octets
- long format 5 octets

- extended format 5, 10, 15, 20, 25 or 30 octets
Extended format messages shall be sent in asingle primitive.

NOTE: Fragmentation of the message (into slot size pieces) is performed by the MAC layer. Refer to
EN 300 175-3[3].

8.2 LCE request paging messages
Request paging messages shall use one of the following formats:

a) short format;

b) long format.

When using short format messages, or long format messages with the IPUI address structure (see clause 8.2.2), the
following default values shall apply for the missing fields:

Target number of bearers:
default value=1
Symmetry:
default value = symmetric connection
Slot type:
no default valueis defined,
if missing, the PT may sdlect any suitable dot type.
MAC connection type:
no default valueis defined,

the PT may select any suitable connection type.
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MAC packet lifetime:
default value = unlimited.

NOTE 1: The default values are chosen so that the short format message can be used to indicate most types of
single bearer duplex connection. The only exception is Ip-error-correct services that require a different

packet lifetime.

For multibearer connections, or for a single bearer connection with different attributes, the long format message with
TPUI address structure should be used to supply the additional service attributes. The following default attributes shall

apply to this message:
Minimum number of bearers:
default value = target number of bearers

Otherwise, the LCE header coding "unknown" shall be used. In this event only a single bearer connection of unknown
service type can be established and a subsequent service modification procedure isrequired. Refer to EN 300 175-3 [3],
clause 10.2.4.3 for more details of service modification.

NOTE 2: A subsequent service modification is essential if the LCE header coding indicates "unknown" in order to
define the wanted connection attributes. Service modification may also be used in other cases (e.g. to
modify a known established connection).

8.2.1 Short format message
The short format message shall contain 20 bits of information, placed into a 3 octet frame.

Short format message

Bt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
X X X X | w | LCE Header 1
Information 2

Information (continued) 3

Figure 99: Short format message structure

W-bit

The W-bit coding in combination with the LCE header coding shall be used to distinguish different usage of the short
format message, see bel ow:

Bit 4
All values allowed

L CE header coding

The LCE header coding shall indicate the U-plane service (MAC service type) required. In addition it may indicate
whether the message is used to start ringing at the portable part, see clause 14.4:

Bits 321 U-plane service (MAC service type)
000 None
001 Unknown (MAC service type) & Ringing
010 Escape
011 Unknown
100 I-min_delay
101 I\-normal _delay
110 Ip-error-detect
111 Ip-error-correct

NOTE 1: The coding "none" indicates that no U-plane service isrequired. This should be used to indicate services
that only require a C-plane (e.g. MM procedures).
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If the paging message contains a connectionless TPUI, the U-plane coding may be used to indicate the expected service
type. If the coding "unknown" is used, the PP should accept any suitable service at the indicated transmission. If the
coding "none" isused, the PP should only accept C-plane connectionless services. The "none" coding isalso used to
announce CLMS messages.

If the coding "Unknown (MAC servicetype) & Ringing" is used this shall be interpreted asrequest for ringing
according to Collective/Group ringing procedure clause 14.4 and the PP should request any suitable MAC service when
it attemptsto establish alink upon the outgoing call.

Octets2 and 3
The content of octets 2 and 3 is dependent on the value of "W" and "LCE Header" and shall be interpreted as follows:

Table 80
W LCE Header Octet 2 Octet 2 Octet 3
bits 5-8 bits 1-4
1 all except 001 lowest 16 bits of assigned TPUI or CBI
0 all except 001 lowest 16 bits of default individual TPUI
1 001 Ring pattern group mask = sequence of '1s’ or/and '0s’
0 001 Ring pattern lowest 12 bits of the assigned connectionless group TPUI
or CBI
Thisreflects in two layouts of the short format paging currently defined:
Bt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
X X X X W] LCE Header 1
ring pattern Address/Group Mask 2
Address/Group Mask (continued) 3

Figure 100: Short format message for collective or group ringing request

Ring pattern
Bits 8765 Meaning
0000 alerting on - pattern O (note 2)
0001 alerting on - pattern 1 (note 2)
0010 alerting on - pattern 2 (note 2)
0011 alerting on - pattern 3 (note 2)
0100 alerting on - pattern 4 (note 2)
0101 alerting on - pattern 5 (note 2)
0110 alerting on - pattern 6 (note 2)
0111 alerting on - pattern 7 (note 2)
1000 alerting on - continuous
1010 incoming call released by the FP (note 3)
1011 incoming call has been answered (note 3)
1111 alerting off

All other valuesreserved.

A PT shall respond to all alerting patterns, but these may all produce the same sound.
NOTE 2: The use of alerting patternsis FT dependent; the resulting sound is PT dependent.

NOTE 3: The value does not represent aring pattern but indicates stop of ringing.
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Address/Group Mask

When used for group mask ringing this field shall include a sequence of 12 bits as group mask, see clause 14.4.

When used for group ringing this field shal include the lowest 12 bits of the assigned connectionless group TPUI.
When used for Callectiveringing thisfield shall include the last 12 bits of the CBI, see EN 300 175-6 [5] clause 6.3.1.

Short format message for all other cases

Bit | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
X X X X | w | LCE Header 1

TPUI Address 2

TPUI Address (continued) 3

Figure 101: Short format message for all other cases

TPUI Address

Thisfield shal include the lowest 16 hits of the TPUI, assigned or default, in accordance of the value of "W", or the
lowest 16 hits of the CBI.

Refer to EN 300 175-6 [5] for details of IPUI and TPUI.

For the address fields the order of bit values shall progressively decrease as the octet number increases.

8.2.2 Long format message

The long format message shall contain 36 bits of information, placed into a5 octet frame. There are two structures for
the long format message, and the chosen structure shall be indicated by the coding of the W hit:

Bit: | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
X X X X w=1 | LCE Header 1
Field 1 TPUI Address 2
TPUI Address (cont) 3
TPUI Address (cont) 4
Field 2 | Field 3 5

Figure 102: TPUI address structure

Bitt | 8 | 7 | 66 | 5 | 4 | 3 | 2 | 1 | Octet
X X X X w=0 | LCE Header 1
IPUI Class IPUI Address 2
IPUI Address (cont) 3
IPUI Address (cont) 4
IPUI Address (cont) 5

Figure 103: IPUI address structure

The address el ement shall be derived as follows:
W ="1": TPUI addresselement:
TPUI address = complete TPUI (20 bits).
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W ="0": IPUI address element:
class=1PUI Class,
IPUI address = lowest 28 bits of IPUI.
For the address field, the order of bit values shall progressively decrease as the octet number increases.
L CE header coding:
Refer to clause 8.2.1.
For the TPUI address structure there are 2 digtinguished interpretations depending on the value of the LCE Header.

When LCE Header <> 010 (escape) the following coding apply:

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet
X X X X W=1 | LCE Header <> 010 1
Attributes TPUI Address 2
TPUI Address (cont) 3
TPUI Address (cont) 4
Target Bearers | MAC pkt type 5
Figure 103a

Attributes coding:

The attributes field can contain two alternative codings, that are distinguished by the setting of bit 8. This means
that a paging message can specify either the dot type for symmetric connections or the asymmetric parameter.

Slot type option (Attributes):

Bits 8765 M eaning
0000 Half dot; j=0
0100 full slot
0101 double dot

Symmetry option (Attributes):

Bits 8765 Meaning
1001 Symmetric connection
1100 Asymmetric F to Pwith 1 duplex bearer
1101 Asymmetric F to Pwith 2 target duplex bearers
1110 Asymmetric P to F with 1 duplex bearer
1111 Asymmetric P to F with 2 target duplex bearers

All other valuesreserved.

NOTE 1: The default valueis assumed for the missing option.

NOTE 2: A minimum of 1 duplex bearer isrequired for all asymmetric connectionsto provide the "pilot" bearer
functions. Refer to EN 300 175-3 [3].

Target bearers (advanced connections only):

Bits 8765 Meaning
0000 Undefined: (pilot bearer only)
NNNN Target number of bearersrequired

NOTE 3: Thetarget number of bearers (NNNN) is coded with the natural binary value with the least significant bit
in bit position "5". The allowable values are "1" to "15".
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The target number of bearers defines the total number of paired bearersto be used for the connection. For symmetric
connectionsthis refers to the total number of duplex bearers. For asymmetric connections this refers to the total number
of duplex bearers PLUS the total number of double simplex bearers.

For asymmetric connections, the direction of the double simplex bearers, and the number of duplex bearers shal be
defined by using the symmetry option for "attributes’ field.

MAC packet life:
Bits 4321 Meaning
0000 Not applicable
Innn Maximum packet lifetime

(Ip; error_protect service only)

The maximum packet lifetime (nnn) is coded with the natural binary value with the least significant bit in bit position
"1". The allowable values are"0" to "7". Thevalue "0" shall be interpreted as unlimited (i.e. infinite). The values"1" to
"7" define the maximum lifetimein TDMA frames. Refer to EN 300 175-3 [3] for the use of this attribute.

When LCE Header = 010 (escape) different coding is provided as follows:

Bit: 8 7 6 5 4 3 [ 2 | 1 Octet:
X X X X w=1 LCE Header = 010 1
(escape)
Discriminator TPUI Address 2
TPUI Address (cont) 3
TPUI Address (cont) 4
spare (0000) | Connection Identity 5
Figure 103b
Discriminator (Octet 2):
Bits 8765 M eaning
0000 User specific
0001 Resume paging
0010 Collective and Group ringing

All other valuesreserved.

Connection identity (Octet 5):

Bits 4321 Meaning
0000 Not applicable
1nnn LCE=nnn

8.3 CLMS-FIXED messages

8.3.1  General message structure

Each { CLMS-FIXED} message shall contain 1 or more message sections, where each section shall contain 36 bits of
information in a5 octet frame. { CLMS-FIXED} messages can carry information equivalent to that contained in the
<<ALPHANUMERIC>> information element (see clause 7.7.3) or other specific information. { CLMS-FIXED}
messages shall use the extended format.

Thefirs section of each message shall contain addressing and control information. The remaining sections shall contain
any data. The contents of any given section shall be indicated by the A hit.

Each message shall only comprise compl ete sections, up to a maximum of 6 sections (i.e. one address section followed
by up to 5 data sections). All of the sections for a complete message shall be ddlivered in a sngle primitive, and should
be received in asingle primitive. Refer to clause 12.3.1.
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NOTE 1: Thereceived message may be incomplete. Missing sections may not be detected by the lower layers
before ddlivery. Missing sections may be detected by examining the length indicator éement and/or the
data segment numbers.

The possible data structures are defined by the protocol discriminator field.

Bit: 8 | 7 | 6 | 5 4 3 | 2 | 1 Octet:
X X X X A=1 CLMS Header 1
Address 2
Address (cont) 3
Protocol Discriminator 4
Length Indicator / Data 5

Figure 104: CLMS-FIXED message structure: address section

NOTE 2: The contents of octets 5 is determined by the header coding.

Bt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet

X X X X | A=0 | CLMS Header
Data / Fill
Data / Fill (cont)
Data / Fill (cont)
Data / Fill (cont)

abh wNPEF

Figure 105: CLMS-FIXED message structure: data section

8.3.2 Message elements
A-bit coding (octet 1):

A="1" address section
A="0" data section

CLMS header coding (octet 1):

The header coding is different for address sections and data sections. The address section allows three types of message
to be defined, a DECT standard message, or, ageneral a phanumeric message, or, a general bit sream message. The
basic structure of the first two messages is the same, but DECT standard messages provide standard codings for the
message contents.

CLM Sheader coding for address section:

Bits 321 M essage type octet 4 octet 5
001 One section: Standard Data
010 Multi-section: Standard Length indicator
011 One section: Bit stream Data
100 Multi-section: Bit stream Length indicator
101 One section: Alphanumeric  Data
110 Multi-section: Alphanumeric  Length indicator

All other valuesreserved.

CLM S header coding for data section:

Bits 321 Meaning
nnn Data section number

Thefirs data section shall be numbered 000. The following sections shall be numbered in ascending order.
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Address (octets 2 and 3 of addr ess section):

The address shall only be derived from a connectionless TPUI:

- address=lowest 16 hits of connectionless TPUI.

NOTE: The CLMS servicerequiresthe use of assigned TPUIs. Refer to EN 300 175-6 [5].
Protocol discriminator (octet 4 of addr ess section):

Coding asfor octet 3 of <<Bit stream>>

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 [ 1 Octet:
0 Second Discriminator 4

Figure 106: Format of Protocol Discriminator (PD)

Bits 7654321 Meaning
0000001 DECT Information elements coding
001 xxxx Distributed Communications
All other values reserved. The Distributed Communicationsin fact occupies more than one code.

When the value "DECT Information Element Coding" is used the data field shall contain only DECT information
elements as coded in the present document. Multiple information el ements may be included.

When the value "Distributed Communications' is used the coding of the octetsis defined in Annex .

Length indicator (octet 5 of address section if multi-section): thisindicates thetotal length of valid datain bits. The
length shall be coded with the natural binary value, and the least significant bit placed in bit position 1.

Bit: | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet

[ L8 L7 L6 L5 L4 L3 L2 L1 | 5

Figure 107: Format of Length Indicator (LI)

Each compl ete data segment contains 32 bits of valid data. Therefore the most significant 3-bits shall indicate the total
number of data segments.

Data/Fill (octet 5 of address section if single-section and all data sections):

Bitt | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | Octet

| Data or Fill | Data or Fill | *

Figure 108: Format of Data/Fill

Each Data/Fill octet is used to carry the user information. This shall be formatted in accordance with the format
indicated in the protocol discriminator octet.

All 8-bit data characters shall always be coded with one character per octet. Multiple characters shall be interpreted in
the order of ascending octet numbers. Characters that are originally coded in less than 8-bits shall be padded up to 8-bits
asfollows:

- theoriginal character isplaced in the octet, with the least significant bit in bit position "1", and a unused bit
positions are filled with "0".

4-hit data characters shall always be coded with two characters per octet. Multiple characters shal be interpreted in the
order of ascending octet numbers, and within each octet the high placed character (bits position 5-8) first.

Fill characters (8-bit or 4-bit as appropriate) shall then be inserted to fill up thefinal octets.

A complete data segment that contains no valid data (i.e. fill only) shall not be tranamitted.
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8.3.3 Standard message structures

8.3.3.1 General

DECT standard messages shall only use one of the DECT standard character sets: either 4-bit characters or 8-bit
characters. In both cases, thefirst character of the message shall be used as a message type identifier to define the
meaning of the following characters.

8.3.3.2 Messages using 4-bit characters

Table 81: Messages using 4-bit characters

Message Type 1st character 2nd character Other characters
Tone alert 0 Oto9 not allowed
Other messages are for further standardization

M essage type O: tone alert: the second character identifies one of ten possible alerting tones. The use of tones by the
FT, and theresulting sound at the PT is not defined in the present document.

8.3.3.3 Messages using 8-bit characters

Table 82: Messages using 8-bit characters

Message Type | 1stcharacter | 2nd character | Other characters
8-bit messages are for further standardization

9 Call Control (CC) procedures

9.1 General

The Call Control (CC) procedures provide mechanisms to support both circuit oriented and packet oriented services.
Each independent serviceis called a"call" and thisis controlled by an independent instance of CC. A CC always
establishes circuit oriented lower resources to provide the service (i.e. uses the MAC layer connection oriented service).
The CC represents agroup of procedures covering all aspects of call establishment and release, and a so covering a
range of call related supplementary services (CRSS).

The protocol allows for multipleinstances of a CC call at both the fixed termination and at the portable termination (for
example, a PT may provide two or more simultaneous calls). These multiple instances are assumed to operate
completdy independently from each other. The possible existence of multiple instancesisthereforeignored in the
following clauses, which only describe the procedures for a Sngleinstance, denoted asthe CC entity.

Figure 109 illustrates the states and transitions on the PT side.
Figure 110 illustrates the states and transitions on the FT side.

An dternative description of the CC state transitionsisincluded in annex B. This contains a Sate transition table, plusa
summary of the trangtion procedures. This annex isincluded as a shortform summary. In the event of any discrepancy,
the main text (the following clauses) take precedence.

A reliable C-plane DLC link (LAPC) shall be available before any of these CC procedures can operate. The
establishment and maintenance of thislink istheresponsibility of the LCE and is described in clause 14.

NOTE: A "LINK PENDING" gateisincluded in the LCE definition which is used while the LCE is waiting for
DLC link establishment to complete. If a CC timer expires whilst in this state, the resulting release should
be handled locally.
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Figure 109: Call control states in the PT
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Figure 110: Call control states in the FT
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9.2 Call Control (CC) states

9.2.1 States at PT

Central call states.

9211 State T-00: "NULL"
No call exists.
9.2.1.2 State T-19: "RELEASE PENDING"

The PT has sent arelease message to the FT, but hasnot received a response.

9.2.1.3 State T-10: "ACTIVE"
a) The PT user has answered an incoming call;
b) the PT hasreceived an indication that the FT has connected a PT outgoing call.

PT originated call states (outgoing call).

9.21.4 State T-01: "CALL INITIATED"
A PT initiated call has been started, by sending a setup message to the FT.

9.2.15 State T-02: "OVERLAP SENDING"
An outgoing call is being established using "OVERLAP SENDING".

9.2.1.6 State T-03: "CALL PROCEEDING"

The PT hasreceived a message from the FT to confirm that all setup information has been received.

9.21.7 State T-04: "CALL DELIVERED"

The PT hasreceived a message from the FT that indicates that called party alerting has been started.
PT terminated call states (incoming call).

9.2.1.8 State T-06: "CALL PRESENT"

The PT hasreceived a setup message from the FT, but hasnot yet responded.

9.21.9 State T-07: "CALL RECEIVED"

The PT has sent a message to the FT to report aerting of the user, but the user has not yet responded.

9.2.1.10 State T-08: "CONNECT PENDING"

The PT user has answered the call, but is waiting for a message from the FT giving confirmation of a U-plane
connection (assumed to be an end-to-end connection).
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9.2.2 States at FT

Central call states.

9221 State F-00: "NULL"
No call exists.
9.2.2.2 State F-19: "RELEASE PENDING"

The FT has sent arel ease message to the PT, but hasnot received a response.

9.2.2.3 State F-10: "ACTIVE"
a) TheFT hasallocated an incoming call to one PT;

b) the FT has sent amessage to the PT reporting connection of an outgoing call (assumed to mean that the called
party has answered the outgoing call).

NOTE: TheACTIVE stateistypically used for intelligent networks when the connection is completed and for
PSTN when the PT goes off hook.

PT originated call states (outgoing call).

9224 State F-01: "CALL-INITIATED"

A PT initiated call setup has been started. The FT hasreceived a setup message from the PT, but has not yet replied.

9.2.25 State F-02: "OVERLAP SENDING"
A PT initiated call isbeing established usng "OVERLAP SENDING".

NOTE: The OVERLAP SENDING stateistypically used when the DECT FT wantsto receive more digits from
the PT. The { CC-SETUP-ACK} can originally come from the network or just locally from the FT.

9.2.2.6 State F-03: "CALL PROCEEDING"
The FT has sent a message to the PT to confirm that all setup information has been received.

NOTE: The CALL PROCEEDING sateistypically used for telling the PT that the connected network isrouting
the call but hasnot started to alert.

9.2.2.7 State F-04: "CALL DELIVERED"

The FT has sent a message to the PT reporting that it has received notification that called party alerting has started.
NOTE: TheCALL DELIVERED stateistypically used for telling the PT that the called party is alerting.

PT terminated call states (incoming call).

9.2.2.8 State F-06: "CALL PRESENT"

The FT has sent a setup message to the PT, but has not yet received a satisfactory response.

9.2.2.9 State F-07: "CALL RECEIVED"

The FT hasreceived a message from the PT to report that it is alerting the user (but the user has not yet responded).
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9.2.3 Optional states (PT and FT)

The following states are optional. They arerequired for incoming calls, when DECT isbeing used as an intermediate
network. In this case, the cal isnot terminated in the DECT portable termination, and these additional states are used to
allow the call establishment procedures to interact with the attached network on the PT side.

9.2.3.1 States T-22 and F-22: "OVERLAP RECEIVING"
An incoming call is being established using "OVERLAP RECEIVING".

9.23.2 States T-23 and F-23: "INCOMING CALL PROCEEDING"

The PT has sent a message to the FT to confirm that all setup information has been received.

9.3 Call establishment procedures

9.3.1 PT initiated call establishment (outgoing call)

PT initiated call establishment is started upon receipt of a MNCC_SETUP-req primitive by the CC entity at the PT side
(P-CC). This primitive shall specify the type of call required.

9.3.1.1 Call request

The P-CC entity starts the call establishment by sending a{ CC-SETUP} message toits peer entity at the FT side (F-
CC). Thismessage is submitted to the LCE in the PT, and the P-CC enters"CALL INITIATED" gate and startstimer
P<CC.03>.

The { CC-SETUP} message shall carry a portable part identity plus a full fixed part identity (the relevant ARI)
according to theidentity rules given in EN 300 175-6 [5]. The portable part identity used is by default the I1PUI,
however, the assigned individual TPUI may be used if the FT hasindicated that thisisallowed. Thisindication is
provided by the <<USE-TPUI>> information element in the { LOCATE-ACCEPT} message.

The { CC-SETUP} message shall contain the <<BASIC-SERVICE>> information element. If this element indicates
"default setup attributes’ the service shall be defined by the defined default codings given in annex E or in therelevant
prafile specification when explicitly stated and no further <<IWU-ATTRIBUTES>> or <<CALL-ATTRIBUTES>>
elements shall beincluded. Alternatively, if the service isindicated as "other”, the setup message shall aso contain the
<<|IWU-ATTRIBUTES>> dement, and optionally the <<CALL-ATTRIBUTES>> element to fully define the required
service, such that all the necessary resources can be reserved and installed by the FT and the interworking unit at the FT
side (F-IWU).

NOTE 1: The setup message may contain alist of attribute e ements when using prioritized list negotiation. Refer
to clause 15.2.2.

The PT may include the <<TERMINAL-CAPABILITY>> element in the { CC-SETUP} message. If omitted the last
available values (e.g. asreceived in { LOCATE-REQUEST?} or { ACCESS-RIGHTS-REQUEST} should be assumed.
Otherwise the default values shall be assumed.

NOTE 2: Theaction of aFT in response to an omitted <<TERMINAL-CAPABILITY>> element isnot defined in
the present document. They should be defined in the relevant profil es specifications based on DECT CI.

Emergency call establishment is described in detail in clause 9.8.

NOTE 3: The messaging call set up should be used for store and forward type of messaging applications.
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9.3.1.2 Call accept or reject

Call accept:

Upon receipt of a { CC-SETUP} message, the F-CC shall enter the "CALL INITIATED" state. The F-CC entity shall
examine the attributes defined in the { CC-SETUP} message and attempt to fulfil them. If it can meet the request, it
shall issuea MNCC_SETUP-ind primitive to the interworking unit at the fixed side (F-1WU).

NOTE 1: Either the F-CC or the F-IWU may reject the call. The F-CC examinesthe <<CALL-ATTRIBUTES>>
and the <<CONNECTION-ATTRIBUTES>> dements, and the F-IWU examines the <<IWU-
ATTRIBUTES>> dement. The call is only offered to the F-IWU after it has been accepted by the F-CC.
The call may also be rejected by the local network.

If the F-IWU accepts the call it is expected to reply with one of the following primitives:

a) aMNCC_SETUP_ACK-req primitive;

b) aMNCC_CALL_PROC-req primitive;

¢) aMNCC_ALERT-reqg primitive;

d) aMNCC_CONNECT-reg primitive.
Upon receipt of one of these primitives, the F-CC shall act according to clauses 9.3.1.3t0 9.3.1.9.
Call reject:

If the F-CC cannot meet any of the setup requests, or if the { CC-SETUP} message contains errors or inconsistencies, or
if the F-IWU rejects the call by responding to the MNCC_SETUP-ind primitive with a MNCC_REJECT -req primitive,
the FT shall reject the call setup by sending a { CC-RELEASE-COM} message, and shal enter the"NULL" state.

The MNCC_REJECT-req may include arel ease reason (as provided by the F-IWU) and this should be included in the
{CC-RELEASE-COM} message.

Upon receipt of the { CC-RELEASE-COM} message, the PT shall act according to clause 9.5.2.
NOTE 2: Call rejection may also occur as part of exchanged attribute service negotiation. Refer to clause 15.2.3.
Expiry of timer <CC.03>:

Timer P<CC.03> may be restarted by the FT at any time by sending a<<TIMER-RESTART>> information dement in
a{CC-NOTIFY} message. If timer P<CC.03> expires before a suitable reply (or arestart) isreceived, the P-CC should
immediately regject the call by sending a { CC-RELEASE-COM} message, with the reason set to "timer expiry”. It shall
then issuea MNCC_REJECT-ind primitive indicating unacknowl edged release (cause = local timer expiry) and shall
enter the"NULL" state.

9.3.1.3 Selection of lower layer resources

The following procedures shall only be used when using advanced connections. The e ements described in this
clause shall be omitted when using basic connections, and this omission shall be understood to indicate a basic
connection.

The PT should indicate the lower layer resources (DLC U-plane link identifier and MAC connection identifier) by
including a<<CONNECTION-IDENTITY>> eement in the { CC-SETUP} message. If thiselement isincluded, the FT
shall be obliged to use the indicated resources or shall rgect the call.

NOTE 1: The attributes of the indicated connection may still be undefined (i.e. connection type "unknown") at this
point. The attributes are subsequently defined by the MAC establishment procedures (PT initiated).
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Alternatively <<CONNECTION-ATTRIBUTES>> e ements may be used to postpone the establishment (or
modification) of suitable connection(s) until the setup is accepted (e.g. if the PT is attempting to setup a second call
using the C-planeresources of an existing call). In this event, the PT may include one or more <<CONNECTION-
ATTRIBUTES>> dementsin the { CC-SETUP} message; one e ement for each postponed connection. Each element
containsavalid Logical Connection Number assignment (see EN 300 175-4 [4]) if it refers to an established connection
(i.e. apostponed modification).

If the <<CONNECTION-IDENTITY>> element isomitted, or if it contains one or more connection identities that are
indicated as "unknown" (thereby indicating that the link associations are not defined) the FT shall nonethelessreserve
all of the DLC resources upon accepting the call. The FT shall then associate these DLC resources (U-planelinks) to the
connections by using al of the PT defined associations, and adding FT defined associations for the remaining
(unknown) link associations. It shall then confirm the complete set of associations by including a <<CONNECTION-
IDENTITY>> dement in the first response message (i.e. { CC-SETUP-ACK}, { CC-CALL-PROC}, { CC-ALERTING}
or { CC-CONNECT?}). This element may be omitted if al associations have been defined by the PT in the { CC-

SETUP} message.

NOTE 2: The FT may also be required to modify existing connections as indicated by the <<CONNECTION-
ATTRIBUTES>> dements. In this event, the <<CONNECTION-IDENTITY >> response indicates that
this modification has been initiated.

NOTE 3: "Unknown" PT assignments are intended to allow FT choice when the indicated resources require FT
modification of existing connections. "Unknown™ assignments may also be used in other cases, provided
that all possible associations are acceptable for the PT.

Upon receipt of the first message from the FT indicating acceptance of the setup, the PT shall immediately establish all
remaining connections (or modify existing connections) and shall associate all remaining U-plane links to complete the
required service.

NOTE 4: Indl cases, it istheresponsibility of the PT to establish any new connections.
If any of therequired resources are not available, the FT shall reject the call.

Both the <<CONNECTION-IDENTITY>> and the <<CONNECTION-ATTRIBUTES>> elements shal be omitted
from all messages for acall establishment relating to a basic connection. If this basic connection is not already
established when the { CC-SETUP} message isreceived, the call shall be rejected.

After thelower resources are identified the NWK layers at both sdes should inform the DLC for the result sending a
DL_SERVICE_MOD primitive.
9.3.14 Connection of U-plane

The PT isnot required to request the LLME to connect itsreceive U-plane unless it receives a message containing the
<<PROGRESS-INDICATOR>> e ement indicating cause no. 8 ("In-band information or appropriate pattern is now
availablein band"). The FT should not assumethat the PT has connected the U-plane unless this message has been sent.

NOTE: If this<<PROGRESS-INDICATOR>> dement isnot used, the PT may delay connection of the U-plane
until receipt of the { CC-CONNECT} message. See clause 9.3.1.8.

9.3.15 Overlap sending
"OVERLAP SENDING" isindicated if the F-CC receivesaMNCC_SETUP_ACK-req primitive.

Upon receipt of this primitive, the F-CC shall send a{ CC-SETUP-ACK} message to the P-CC. It shall then start timer
F<CC.01> and shall enter the"OVERLAP SENDING" state. In this stateit iswaiting for a { CC-INFO} message (or
messages) from the P-CC.

Upon receipt of the { CC-SETUP-ACK} message, the P-CC shall stop timer P<CC.03>, shall optionally start timer
P<CC.04>. It shall then issueaMNCC_SETUP_ACK-ind primitive and shall enter the "OVERLAP SENDING" state.

Theremainder of the setup information should now be supplied by the PP application in a series of one or more
MNCC_INFO-req primitives. The P-CC shall send thisinformation in one or more { CC-INFO} messages.
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The called party number shall be supplied by the PP application in one of two ways:

- en-bloc sending, where the called party number is sent in asingle variable length <<CALLED-PARTY -
NUMBER>> information € ement;

- piecewise sending, where the called party number is sent in a series of fixed or variable length <<"KEYPAD">>
information el ements, contained in one or more messages (one <<"KEY PAD">> element per message).

Only one method of sending shall be used within any one call.

NOTE 1: The present document allows piecewise sending to include more than one character in each
<<"KEYPAD">> information el ement.

NOTE 2: Thelength of the called party number is defined by the length of the <<CALLED-PARTY-NUMBER>>
information e ement when thisisused. If <<"KEYPAD">> information elements are used the length
definition is specific to the F-IWU: it may be undefined, or it may be defined by the <<SENDING-
COMPLETE>> information element.

Upon receipt of a { CC-INFO} message, the F-CC shall immediately forward the contents to the F-IWU in a
MNCC_INFO-ind primitive, and shall restart timer F<CC.01>.

Call reject:

If the F-CC cannot meet any of the setup requests whilst in the "OVERLAP SENDING" state, or if a {CC-INFO}
message contains errors or inconsistencies, or if the F-IWU rejects the call by responding to a MNCC_INFO-ind
primitive with a MNCC_REJECT-req primitive, the FT shall reject the call setup by sending a { CC-RELEASE-COM}
message, and shall enter the NULL state.

The MNCC_REJECT-reg should include a release reason (as provided by the F-1WU) and this should be included in
the { CC-RELEASE-COM} message.

Upon receipt of the { CC-RELEASE-COM} message, the PT shall act according to clause 9.5.2.

If timer F<CC.01> expires before a suitable primitive isreceived, the F-CC should immediately release the call using
therelease procedures defined in clause 9.5.1. The { CC-RELEASE} message should contain the reason "TIMER-
EXPIRY".

9.3.1.6 Call proceeding

Upon receipt of the MNCC_CALL_PROC-req primitive, the F-CC shall stop timer F<CC.01> (if running), shall enter
the"CALL PROCEEDING" state and shall send a{ CC-CALL-PROC} messageto the P-CC. It shall then start timer
F<CC.04> (if implemented).

Upon receipt of the { CC-CALL-PROC} message, the P-CC shall stop timer P<CC.03> if running and should start timer
P<CC.04> (if implemented). It shall then issuea MNCC_CALL_PROC-ind primitive and shall enter the "CALL
PROCEEDING" state.

The F-IWU may also issue this primitive without receiving a complete called party number. In this event, any
(subsequent) dialling shall only appear in <<"KEY PAD">> information elements. For exampleg, in the case of queue
management, see clause 10.6.2.

9.3.1.7 Call confirmation

When the F-CC receives a MNCC_ALERT-req primitive (usually meaning that user alerting has been initiated at the
called destination), the F-CC may send a { CC-ALERTING} message to the P-CC. This message shall only be sent if
the U-planeresources are fully installed. The F-CC shall stop timer F<CC.01> if running and shall start timer
F<CC.04> (if implemented). It shall then enter the"CALL DELIVERED" state.

Upon receipt of a { CC-ALERTING} message, the P-CC shall stop timer P<CC.03> if running, and should start timer
P<CC.04> if not running and if implemented. It shall then issue a MNCC_ALERT-ind primitive and shall enter the
"CALL DELIVERED" state.

ETSI



166 ETSI EN 300 175-5 V1.5.1 (2001-02)

9.3.1.8 Call connection

Upon receiving aMNCC_CONNECT-req primitive (usually meaning that the call has been accepted by the
destination), the F-CC shall request confirmation of the U-plane connection from the F-LLME. When the U-planeis
confirmed, it shall stop timer F<CC.01> if running and shall send a { CC-CONNECT} messageto the P-CC. It shall
then enter the "ACTIVE" state.

On receipt of the { CC-CONNECT} message the P-CC shall request confirmation of the U-plane connection from the P-
LLME. When the U-plane connection is confirmed, the P-CC shall stop timer P<CC.03> if running, stop timer
P<CC.04> if used, and enter the "ACTIVE" state. It shall then issuea MNCC_CONNECT-ind primitive.

9.3.1.9 Expiry of timer <CC.04>

Timer P<CC.04> may be restarted by the FT at any time by sending a <<TIMER-RESTART>> information dement in
a{CC-NOTIFY} message. If timer P<CC.04> expires, the P-CC shall immediately release the call using the procedures
described in clause 9.5.1.

Equally, if timer F<CC.04> expires, the F-CC shall immediately release the call using the procedures described in
clause 9.5.1.

NOTE: Theuseof timer <CC.04> isoptiona for both PT and FT.

9.3.2 FT initiated call establishment (incoming call)

FT initiated call establishment is started upon receipt of a MNCC_SETUP-req primitive by the CC entity at the FT side
(F-CQC).

9.3.2.1 Call request

The F-CC entity starts the call establishment by sending a{ CC-SETUP} message to its peer entity at the PT side (P-
CC). Thismessage is submitted to the LCE in the FT, and the F-CC enters "CALL PRESENT" state and starts timer
F<CC.03>.

For individual calls, the { CC-SETUP} message shall carry a portable part identity plusafull fixed part identity (the
relevant ARI) according to the identity rules given in EN 300 175-6 [5]. The portable part identity used is by default the
IPUI, however, the assigned individual TPUI may be used if the PT used the assigned individual TPUI in the { LCE-
PAGE-RESPONSE} message.

For group callsthe { CC-SETUP} message shall carry either one portable part identity (IPUI or individual TPUI
according to the samerules asfor individual calls) or one group identity (one group TPUI) plusafull fixed part identity
(therdevant ARI).

The { CC-SETUP} message shall contain the <<BASIC-SERVICE>> information element. If this element indicates
"default service attributes” the service shall be defined by the defined default codings given in annex E and no further
<<IWU-ATTRIBUTES>> or <<CALL-ATTRIBUTES>> dlements shall be included. Alternatively, if the serviceis
indicated as "other", the setup message shall also contain the <<IWU-ATTRIBUTES>> dement, and optionally the
<<CALL-ATTRIBUTES>> dement to fully define the required service, such that all the necessary resources can be
reserved and indalled by the PT.

Thefollowing call classes are not applicable for incoming call: emergency call, external handover and service call.

NOTE: The setup message may contain alist of attribute e ements when using prioritized list negotiation. Refer
to clause 15.2.2.
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9.3.2.2 Call accept or reject

Call accept:

Upon receipt of a { CC-SETUP} message the P-CC shall enter the "CALL PRESENT" state. The P-CC entity shall
examine the attributes defined in the { CC-SETUP} message and attempt to fulfil them. If it can meet the request, it
shall issuea MNCC_SETUP-ind primitive.

NOTE: Either the P-CC or an IWU application may reect the call. The P-CC examinesthe <<CALL-
ATTRIBUTES>> and the <<CONNECTION-ATTRIBUTES>> e ements, and the PP-IWU examine the
<<IWU-ATTRIBUTES>> dement. The call is only offered to the PP-IWU after it has been accepted by
the P-CC.

If the PP-IWU accept the call, they are expected to respond to the P-CC with one of the following primitives:
For normal cals:
a) aMNCC_ALERT-reqg primitive;
b) aMNCC_CONNECT-req primitive.
For callsusing "OVERLAP RECEIVING":
¢) aMNCC_SETUP_ACK-req primitive;
d) aMNCC_CALL_PROC-req primitive.
Upon receipt of one of these primitives, the P-CC shall act according to clauses 9.3.2.3t09.3.2.8.
Call regject:
If the PT cannot meet any of the demands, or if the { CC-SETUP} message contains errors or inconsistencies, or if a
MNCC_REJECT-req primitive isreceived in response to the MNCC_SETUP-ind primitive (thusindicating rejection by
:Eg PNPLIJ \Ii\f_lﬂ),stgzP-CC entity shall regject the call setup by sending a{ CC-RELEASE-COM} message, and shall enter

The MNCC_REJECT-reg should include a release reason (as provided by the F-1WU) and this should be included in
the { CC-RELEASE-COM} message.

Upon receipt of the { CC-RELEASE-COM} message, the FT shall act according to clause 9.5.2.
Expiry of timer <CC.03>:

If timer F<CC.03> expires before a suitable reply isreceived, the F-CC shall immediately reject the call by sending a
{ CC-RELEASE-COM} message, with thereason set to "TIMER-EXPIRY". It shall then issueaMNCC_REJECT-ind
primitive indicating unacknowledged rel ease (cause = local timer expiry) to the F-IWU and shall enter the"NULL"
state.

9.3.2.3 Selection of lower layer resources

The following procedures shall only be used for advanced connections. These elements shall be omitted when using
basi ¢ connections, and this omission shall be understood to indicate a basic connection.

The FT may indicate the lower layer resources (DLC U-plane link identifier and MAC connection identifier) by
including a<<CONNECTION-IDENTITY>> eement in the { CC-SETUP} message. If thiseement isincluded, the PT
shall be obliged to use the indicated resources or shall rgect the call. The FT may also include the <<CONNECTION-
ATTRIBUTES>> element to indicate other needed connections.

NOTE 1: The attributes of the indicated connection may still be undefined (i.e. connection type "unknown") at this
point. The attributes are subsequently be defined by the MAC establishment procedures (FT initiated).

If the <<CONNECTION-ATTRIBUTES>> e ement indicates a connection identifier as "unknown", this indicates that
the PT should immediately initiate the establishment of this connection prior to sending the first response message.

NOTE 2: The <<CONNECTION-ATTRIBUTES>> may also be used to indicate an existing connection that
requires a bandwidth modification by the PT.
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If the <<CONNECTION-IDENTITY>> element isomitted, or if it contains one or more connection identities that are
indicated as "unknown" (thereby indicating that the link associations are not defined) the PT shall nonethelessreserve
all of the DLC resources upon accepting the call. The PT shall then associate these DLC resources (U-planelinks) to the
connections by using al of the FT defined associations, and adding PT defined associations for the remaining
(unknown) link associations. It shall then confirm the complete set of associations by including a <<CONNECTION-
IDENTITY>> element in the first response message (i.e. { CC-ALERTING} or { CC-CONNECT?}). This element may
be omitted if all associations have been defined by the FT in the { CC-SETUP} message.

If suitable resources are not available and cannot be established the PT shall reject the call.

Both the <<CONNECTION-IDENTITY>> and the <<CONNECTION-ATTRIBUTES>> dements shall be omitted
from all messages for acall establishment relating to a basic connection. If this basic connection is not already
established when the { CC-SETUP} messageisreceived, the call shall berejected.

After thelower resources areidentified the NWK layers at both sides should inform the DLC for the result sending a
DL_SERVICE_MOD primitive.
9.3.24 Connection of U-plane

The PT isnot required to request the LLME to connect itsreceive U-plane unless it receives a message containing the
<<PROGRESS-INDICATOR>> e ement indicating cause no. 8 ("in-band information or appropriate pattern isnow
availablein band"). The FT should not assumethat the PT has connected the U-plane unless this message has been sent.

NOTE: If this<<PROGRESS-INDICATOR>> dement isnot used, the PT may delay connection of the U-plane
until receiving of the { CC-CONNECT-ACK} message. See clause 9.3.2.8.
9.3.25 Overlap receiving

These procedures are optional, and shall only apply to PTsthat implement this option.

9.3.2.6 Call proceeding

For FT initiated calls, the setup message should normally contain sufficient information to complete the call. However
the F-CC may also send any supplementary information (e.g. <<"DISPLAY">> information € ements) in a subsequent
{CC-INFO} message (or messages) in response to MNCC_INFO-req primitives from the F-1WU.

9.3.2.7 Call confirmation

Confirmation of the call isindicated when a MNCC_ALERT-req primitive isreceived at the P-CC (usually indicating
that user altering has been initiated). Upon receipt of this primitive, the P-CC shall send a{ CC-ALERTING} message
to the F-CC and shall enter the"CALL RECEIVED" state.

The F-CC, upon receipt of the { CC-ALERTING} message shall stop timer F<CC.03> and shall start timer F<CC.04>
(if implemented). It shall then issuea MNCC_ALERT-ind primitive and shall enter the "CALL RECEIVED" date

Whilst in the "CALL-RECEIVED" gate, the FT may send further information to the PT in one or more { CC-INFO}
messages in response to further MNCC_INFO-reg primitives. The PT should issue the contents of all these messages
using MNCC_INFO-ind primitives.

NOTE: Cadencefollowing of the PT alerting may be achieved by sending a sequence of <<SIGNAL>> elements
in aseries of { CC-INFO} messages.
9.3.2.8 Call connection

Connection of the call isindicated when an MNCC_CONNECT-req primitive isreceived by the P-CC (usually
indicating that the call has been accepted by the PT user). Upon receipt of this primitive, the P-CC should request
confirmation of the U-plane connection from the LLME and shall send a{ CC-CONNECT} messageto the F-CC. It
shall then start timer P<CC.05> and enter the"CONNECT PENDING" state.

NOTE: If the U-planeis connected the receive path may be muted.
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Onreceipt of the { CC-CONNECT} message the F-CC shall stop timer F<CC.03> if running and shall stop timer
F<CC.04> if running (and if implemented). It then issuesaMNCC_CONNECT-ind primitive to the F-IWU. On receipt
of aMNCC_CONNECT-res primitive the FT shall request confirmation of the U-plane connection from the LLME and
when confirmed it shall return a { CC-CONNECT-ACK} message to the PT and shdl enter the"ACTIVE" date.

Upon receipt of the { CC-CONNECT-ACK} message the P-CC shall request the U-plane connection from the P-LLME,
(if not already connected) and when confirmed it shall stop timer P<CC.05>, It then issuesa MNCC_CONNECT-cfm
primitive, and shall enter the"ACTIVE" state.

If timer P<CC.05> expires, the P-CC shall immediately rel ease the call using the normal procedure described in
clause 9.5.1.
9.3.2.9 Sending of <<TERMINAL-CAPABILITY>>

The PT may include the <<TERMINAL-CAPABILITY>> element in its first response message. If omitted the last
available values (e.g. asreceived in { LOCATE-ACCEPT} or { ACCESS-RIGHTS-REQUEST} ) should be assumed.
Otherwise the default values shall be assumed.

NOTE: Theaction of aFT inresponse to an omitted <<TERMINAL-CAPABILITY>> element isnot defined in
the present document. They should be defined in the relevant profil es specifications based on DECT CI.
9.3.2.10 Expiry of timer <CC.04>
If timer F<CC.04> expires, the F-CC shall immediately release the call using the procedures described in clause 9.5.1.
NOTE: Theuseof timer <CC.04> is optional.

9.4 Call information procedures

Whilein the"ACTIVE" state, the P-CC and F-CC shall immediately transfer any information received in
MNCC_INFO-req primitives, using a series of one or more { CC-INFO} messages. Upon receipt of a { CC-INFO}
message, the peer CC entity shall immediately issue the contentsin aMNCC_INFO-ind primitive.

Service change procedures during the call information phase are described in clause 9.6.

9.5 Call release procedures

95.1 Normal call release

The call release procedures may be started by the CC entity at either side at any time, upon receipt of a
MNCC_RELEASE-req primitive or asaresult of timer expiry as described in clause 9.3.

NOTE 1: A MNCC_RELEASE-req primitiveisan illegal responseto a call setup. Thefollowing normal call
release procedure is not followed when responding to acall setup. A FT inthe"CALL INITIATED" or
"OVERLAP SENDING" state responds as though rejecting the call setup and should follow the
procedures defined in clauses 9.3.1.2 and 9.3.1.5 for PT initiated calls. A PT in the "CALL PRESENT"
state responds as though rejecting the call setup and should follow the procedures defined in
clause 9.3.2.2 for FT initiated calls.

Toinitiate anormal release, the starting entity sends a{ CC-RELEASE} message, startstimer <CC.02>, and entersthe
"RELEASE PENDING" gate. The rel ease message may include an information e ement giving the reason for the
release, if no reason is given "normal” rel ease should be assumed.

Upon receipt of the { CC-RELEASE} message, the accepting side shall issuea MNCC_RELEASE-ind primitive to the
IWU. Acceptance of therelease by the IWU isindicated by aMNCC_RELEASE-res primitive. Upon receipt of this
response, the CC shall send a { CC-RELEASE-COM} message. It shall then release all resources associated with the
call and enter the "NULL" state.
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Upon receipt of the { CC-RELEASE-COM} reply the initiating side shall issue aMNCC_RELEASE-cfm primitive
indicating normal acknowledged release (cause = peer message). It shall then release all resources, stop timer <CC.02>,
and enter the "NULL" state.

If timer <CC.02> expires before the receipt of a { CC-RELEASE-COM} message, the initiating side should
immediately send a { CC-RELEASE-COM} message. It should then issue a MNCC_REL EASE-cfm primitive
indicating an unacknowledged release (cause = local timer expiry) and should release al resources and enter the
"NULL" state.

Prior to issuing the MNCC_RELEASE-res primitive, theresponding side may submit a small number of MNCC_INFO-
reg primitives (thereby invoking { CC-INFO} messages). If a{ CC-INFO} message isreceived by theinitiating entity
whilein the "RELEASE PENDING" gateit shall be indicated with a MNCC_INFO-ind primitive.

On receipt of MNCC_INFO-req primitive, when in F-19 sate, the FT shall issue a{ CC-INFO} message (e.g. thereby
acknowledging supplementary services requested beforehand by the PT).

NOTE 2: The {DISCONNECT} message used by EN 300 403-1 [8] has not been introduced. However, the normal
call procedure provides a similar function by allowing limited information transfer to the release initiating
entity.

Both sides shall report the completion of the release of the call to their respective LCEs. Thisreport shall be given
immediately after sending the last message, the LCE shall issue the final message to the DLC before releasing the lower
layer resources.

NOTE 3: If a"partia" release has been indicated in the <<REL EASE-REASON>> information element (implying
that a follow-on call is expected) the CC should request a delayed release from the LCE. In this event the
link should beretained for afew seconds as described in clause 14.2.7.

95.2 Abnormal call release

Abnormal releaseisindicated by the unexpected receipt of a{ CC-RELEASE-COM} message (i.e. without a prior
transmission of a { CC-RELEASE} message). Thismay occur in any state (except for the "NULL" or "RELEASE
PENDING" states). An abnormal release can also be invoked by the receipt of an MNCC_REJECT -req primitive in the
"RELEASE PENDING" ate.

NOTE: ThelWU should issue this primitive only in exceptional cases, e.g. when a RELEASE messageis
received from the Local network after anormal MNCC_RELEASE-req primitive has been issued or
comparabl e exceptional cases occur inside the PP.

Upon receipt of the unexpected { CC-RELEASE-COM} message the CC entity shall issuea MNCC_REJECT-ind
primitive to indicate abnormal release (cause = peer message). It shall then release all resources, stop all timers, and
enter the"NULL" state.

Upon receipt of the MNCC_REJECT-req primitive, the CC entity shall stop timer <CC.02>, send a{ CC-RELEASE-
COM} message, release al resources and enter the "NULL" state.

Both sides shall report the completion of the release of the call to their respective LCEs. Thisreport shall be given
immediately after sending the last message, the LCE shall issue the final message to the DLC before releasing the [ower
layer resources.

9.5.3 Release collisions

A release collision occurs when both sides of a call issue a { CC-RELEASE} message at the same time, such that at
least one of these messagesisreceived by a CC entity that isalready in the"RELEASE PENDING" date.

If either CC entity receives a{ CC-RELEASE} message, whilein the "RELEASE PENDING" state, the normal release
procedure isnot followed by that CC entity. In this event, the CC entity shall stop timer <CC.02> and shall issue a
MNCC_RELEASE-cfm primitive indicating normal acknowledged release (cause = peer message). It shal report this
release to the LCE, and enter the "NULL" state.
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9.6 Service change procedures

9.6.1 General

When inthe"ACTIVE" state, service change procedures may be used to modify some of the existing service
characteristics. This may include modification of the existing MAC connection(s) and/or the association of the call to a
new MAC connection.

A service change may be indicated by the receipt of a MNCC-MODIFY -reg primitive. Upon receipt of this primitive,
theinitiating CC entity sends a { CC-SERVICE-CHANGE} message to request the change and starts timer <CC.06>.
The { CC-SERVICE-CHANGE} message shall contain a complete description of the new (requested) service using the
<<SERVICE-CHANGE-INFO>>.

NOTE 1: The <<SERVICE-CHANGE-INFO>> provides codings for a set of standard service changes. Complex
service changes (in particular, a switch between 2 different service mappings) may be achieved using a
combination of the suspend and resume.

Upon receipt of the { CC-SERVICE-CHANGE} message, the receiving entity shall attempt to meet the revised
proposal. If the change is possible, the receiving entity shall immediately return a { CC-SERVICE-ACCEPT}. If the
change is not acceptable, the receiving entity shall respond with a{ CC-SERVICE-REJECT} message.

Upon receipt of the { CC-SERVICE-ACCEPT} or the { CC-SERVICE-REJECT} message shall theinitiating CC entity
stop timer <CC.06>. If timer <CC.06> expires before the receipt of a { CC-SERVICE-ACCEPT} or a{ CC-SERVICE-
REJECT} message, theinitiating side shall consider the service change procedure as failed and issue aMNCC-
MODIFY -cfm primitive indicating failure.

The { CC-SERVICE-CHANGE} message may specify the master side for activation of the proposed change at the
MAC layer. This shall only apply if the change may be initiated from either side, in some cases the choice of master is
implicit in the change.

NOTE 2: Service changesthat involve modification of an asymmetric MAC connection or change of the
modulation scheme can only be initiated, at MAC layer, from one side. In these cases the master sdeis
defined in EN 300 175-3[3].

If the master isindicated as "receiving side", the receiving entity shall immediately activate the MAC layer changes
after sending the { CC-SERVICE-ACCEPT} message. If the master isindicated as "sending side”, the initiating entity
shall activate the change immediately after receiving the { CC-SERVICE-ACCEPT} message.

All other changes shall be independently invoked immediately after sending or receiving the { CC-SERVICE-
ACCEPT} message. Following completion of all changes, theinitiating entity shall issuea MNCC-MODIFY -cfm
primitive indicating success and thereceiving entity shall issue a MNCC-MODIFY -ind primitive.

Service changergection, asindicated by the sending and receipt of a { CC-SERVICE-REJECT} message, shall cause
no immediate action at either side. Theinitiating entity shall issue a MNCC-MODIFY -cfm primitive indicating failure.

After the lower resources are agreed the NWK layers at both sides should inform the DLC for theresult sending a
DL_SERVICE_MOD primitive.

9.6.2 Bandwidth changes (including reversals)
The following procedures shall only be used for advanced connections.

Bandwidth changes shall be defined as changes that may be realized by modification of the existing MAC connection or
connections. The <<CONNECTION-ATTRIBUTES>> dement (or alist of e ements) shall always be included to
define the new connection bandwidths.

Bandwidth changes may be combined with establishment of new connections and/or rerouting of links by also including
the <<CONNECTION-IDENTITY>> dement to define the new associations. See also clause 9.6.3.

The special case of connection reversal shall be identified usng thereserved coding. Both the <<CONNECTION-
ATTRIBUTES>> element and the <<CONNECTION-IDENTITY>> elements may be included to specify the new
connection bandwidths and/or associations. If these elements are omitted, the reversal shall be understood to apply to al
relevant connections.
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9.6.3 Service rerouting
The following procedures shall only be used for advanced connections.

A {CC-SERVICE-CHANGE} message may alternatively request arerouting of the DLC U-plane elements. This should
only be used for packet services. The <<CONNECTION-IDENTITY>> element shall always be included to indicate
the proposed connections.

The old (dis-associated) MAC connection may be released or may be maintained following an agreed rerouting. This
decision shdll beindicated in the <<SERVICE-CHANGE-INFO>> element. A maintained connection shall be
immediately available for reuse, following completion of the service change procedure.

This procedure may be combined with a bandwidth change as described in clause 9.6.2.

9.6.4 Service suspension and resumption
The following procedures shall only be used for advanced connections.

A {CC-SERVICE-CHANGE} message may alternatively request a suspenson or resumption of the DLC U-plane
elements. This should only be used for packet services.

The <<CONNECTION-IDENTITY >> element may be omitted for a suspend request, in which case the suspend shall
be understood to apply to all relevant U-plane elements.

The <<CONNECTION-IDENTITY >> eement shall always be included in aresume request to indicate the proposed
connections. The resume request may also include <<CONNECTION-ATTRIBUTES>> elements to request
establishment of new connections or modification of existing connections according to the setup procedures defined in
clause 9.3.1.3. (PT initiated) or clause 9.3.2.3. (FT initiated). If new connections and/or associations are required as part
of theresume, these shall be confirmed in the { CC-SERVICE-ACCEPT} message using the <<CONNECTION-
IDENTITY>> element asdefined in clause 9.3.1.3 or 9.3.2.3.

The associated MAC connection may be released or may be maintained following an agreed suspension. Thisdecision
shall be indicated in the <<SERVICE-CHANGE-INFO>> dement. A maintained connection shall beimmediately
available for reuse, following completion of the service change procedure.

9.6.5 Modulation scheme change

A {CC-SERVICE-CHANGE} message may request change into the modulation scheme used at the Physical layer. This
should only be used for packet services.

The <<SERVICE-CHANGE-INFO>> dement shall indicate "Modul ation scheme change" and the <<CONNECTION-
ATTRIBUTES>> information element shall beincluded to identify the exact details of the new modulation to be used.

The modulation scheme change can be combined with Bandwidth modification, see clause 9.6.2.

9.7 Packet mode procedures

9.7.1 General
The following procedures shall only be used for advanced connections.

This clause describes the use of the CC proceduresto offer a packet mode service.
The CC service may be accessed in one of two modes:

a) permanent access,

b) demand assigned access.

For permanent access, the resources of all layers remain allocated. For demand assigned access the lower layer
resources (MAC and physical layers) may be released during periods of inactivity using the suspend and resume
procedures.
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9.7.2 PT initiated access

For outgoing data calls, the user shall decide whether a circuit switched or packet switched serviceisrequired. If circuit
switched accessisrequired (case A) thenormal procedures defined in clause 9.3. shall apply. The <<IWU-
ATTRIBUTES>> information element shall be set appropriately.

If packet switched accessis required (case B) the procedures defined in this clause shall apply.

NOTE: The servicerequested may not be available. The FT will clear arequest for unsupported services by
sending a{ CC-RELEASE-COM} message, with the reason set to "service not implemented".

Packet switched PT initiated access shall use the standard CC procedures with the following exceptions
a) the procedures for overlap sending shall not apply;
b) the proceduresfor call proceeding shall not apply;
¢) the proceduresfor call confirmation apply as follows:

- upon accepting the service requested in the { CC-SETUP} message, the FT shall return a { CC-CONNECT}
message to the PT and shall enter the"ACTIVE" date;

- the{CC-CONNECT} message shall confirm installation of the requested U-plane entity;
- upon receipt of the { CC-CONNECT} message the PT shall enter the"ACTIVE" state and shall issuea
MNCC_CONNECT-ind primitive.
9.7.3 FT initiated access

For incoming data calls, the IWU shall decide whether a circuit switched or packet switched serviceisrequired. If
circuit switched accessisrequired (case A) the normal procedures defined in clause 9.3 shall apply. The <<IWU-
ATTRIBUTES>> information element shall be set appropriately.

If packet switched accessis required (case B) the procedures defined in this clause shall apply.

NOTE: Therequested service may not be available. The PT will clear arequest for unsupported services by
sending a{ CC-RELEASE-COM} message, with the reason set to "service not implemented".

Packet switched FT initiated access shall use the standard CC procedures with the following exceptions
a) the procedures for overlap receiving shal not apply;
b) the proceduresfor call aerting may apply, but thereceipt of a { CC-ALERTING} message shall not cause the FT
toissueaMNCC_ALERT-ind primitive.
9.7.4 Packet mode suspend and resume

9.74.1 General

A packet mode call may optionally be suspended. The suspend procedure allows the service attributes to be reserved
such that the call can be resumed morerapidly.

The suspend and resume shall use two independent procedures:
- C-plane suspend and resume, under control of the LCE;
- U-plane suspend and resume, under control of the LLME.

These procedures may be invoked independently, once therdevant call isinthe"ACTIVE" state.
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9.74.2 C-plane suspend and resume

The CC entity may request the L CE to suspend a C-planelink at any time after reaching the "ACTIVE" state. No
further messages should be submitted for that link as these will invoke an immediate resumption of the link.

NOTE: TheDLC suspend and resume procedures are managed by the LCE. In the case of Class A operation, all
resources associated with the link arereleased (i.e. suspension isequivalent to release). In the case of
Class B operation, al MAC and physical layer resources are released, but the DLC C-planeresources are
preserved. Thisalows for thelink to be restarted with Class B operation.

9.7.4.3 U-plane suspend and resume

U-plane suspend and resume shall use the service change procedures as described in clause 9.6. Any U-plane DLC
instance may be suspended, provided that all NWK layer resources (in particular the CC transaction identifier) are
preserved. A suspension shall always suspend al of the U-plane resources associated with the indicated CC instance (all
resources related to theindicated Tl).

Following acceptance of a service change indicating suspension of a service, al of the relevant U-plane resources shall
be immediately suspended, all resources shall be preserved and al timers shall be stopped. Any associationsto MAC
connections shall then be removed.

Following acceptance of a service change indicating resumption of a service, the relevant U-plane resources shall be
reassociated to a suitable open MAC connection. The U-plane operations shall then be resumed and all timers shall be
restarted (and reset).

NOTE: The state variables of the U-planelink may be reset as part of link resumption.

9.8 Emergency call procedure

The procedure isinitiated by a special manual interworking at the MMI of a DECT-Portable Part PP. This may be the
dialing of "112" as known for GSM handsets, pressing of a specia "emergency call button", selecting a menu-item,
dialling an emergency number, etc.

For emergency call normal outgoing call control procedures apply unless explicitly stated otherwise in this section.
After recognition of this manual interworking the PP can decide whether:

a) to setup anorma outgoing call and dial automatically a (preconfigured) emergency call number; or

b) toinitiate an emergency call.

Case @) isdlowed only, when the handset islocked to a DECT-Fixed Part FP whereit has access-rights to. Since
normal outgoing call procedures as defined in 9.3.1 apply for this case, this section only specifies case b) in further
detail.

Case b):

If the PP isnot synchronized to a basestation which supports emergency calls, the PP starts to search for a DECT
basestation which supports emergency calls. The PP recognizes this by reading the extended higher layer capabilities of
the FP which are broadcasted by the RFPs (Radio Fixed Perts). Because it is most likely that a public DECT FP
supports emergency calls, the PP tries first to synchronize to a public DECT-FP. It identifies the system being " public"
using the identity ARC (Access Rights Class) which is broadcast more often than the "emergency call supported"
message by the RFPs. If there isno public FP supporting emergency calls available, the handset tries to search also for
private FPs supporting emergency calls.

If a PP which offers emergency callsis not in range of an FP whereit has access rightsto, the PP is allowed to lock to
every FP in range which supports emergency calls even when no emergency call isinitiated. Thiswill shorten thetime
for setting up emergency calls and makesit possible to indicate the availability of the emergency call to the user.

If the PP islocked to an FP, to which it does not have access rightsto, because it wants to offer the possibility of
emergency calls, the PP shall not initiate any other procedure than emergency call setup towards this FP.
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After having found a suitable FP or if the handset was already |ocked to an FP supporting emergency calls the PP tries
to setup a connection using the basic bearer setup procedure as defined in EN 300 175-3 [3] clause 10.5.1.1. The
bearer_request message for this procedure shall contain the emergency call PMID (Portable MAC Identity). By
receiving this special PMID the FP can distinguish between normal and emergency calls from the first message received
from the PP.

Emergency call requests shall only be supported for PT initiated call.

NOTE 1: If theMAC layer at the FP identifies a call being an emergency call it can forward this call to the higher
layers and the Lower Layer Management Entity (LLME) may initiate the reservation of a free speech path
in case of trunk limitation (e.g. if there are only 8 speech paths possible per basestation, but all of them
are settled). Thisreservation may lead into arelease of another call in case of trunk limitation. Other
emergency calls should not be dropped because of this reason.

NOTE 2: Thisspecial PMID can aso be used if an RFP wantsto reserveits last timedot(s) for emergency calls
only.

The NWK-layer CC_SETUP Message which follows the MAC layer setup shall carry the IE <<BASIC-SERVICE>>
indicating "default service attributes’ (i.e. single bearer speech call only) within <basic-service> and "emergency call"
within <call class>.

The NWK-layer CC_SETUP Message which follows the MAC layer setup shall carry the IE <<BASIC-SERVICE>>
indicating <call class> "Emergency call" and indicate the "default service attributes’ (i.e. shall only request asingle
bearer speech call). ThelE <<Portable ID>> should contain the IPEI of the handset or the IPUI in case the PT has
access based upon an active subscription. The |IE <<Fixed ID>> shall be empty (length of contents 0).

The FP shall accept this CC_SETUP message regardless of the contents of <<FIXED_ID>> and <<PORTABLE_ID>>
and proceed with the NWK layer setup-procedure.

NOTE 3: After establishment of this call, the call can, if possible, be routed to an emergency line of the local
emergency centre. This can even be done by aresidential or business FP by automatically dialling an
emergency call number.

Oncethiscall is established, it can only be released by the FP and not by the PP. The connection isheld to be able to
retrieve the location of the PP and to avoid an unwanted rel ease of the call by accident.

If the emergency call setup procedure leadsinto an abnormal call release or if the FP rejects the outgoing call request
the handset may search for another FP supporting emergency calls.

10 Supplementary Services procedures

10.1 General

This clause describes the generic procedures for the control of all supplementary services at the user-network interface.
The procedures may be used for the invocation and operation of supplementary services as part of either the CC or
CISS protocol entities:

a) Call Related Supplementary Services (CRSS); that operate in association with an existing CC call(s), but do not
influence the states at either side of the call;

b) Call Independent Supplementary Services (CISS); that operate outside of any CC calls.
Three generic protocols are defined for supplementary services:
GENERIC NAME PROTOCOL TYPE
1) Keypad Stimulus
2) Feature key management  Stimulus

3) Functiona Functional

ETSI



176 ETSI EN 300 175-5 V1.5.1 (2001-02)

10.2 Keypad protocol
The keypad protocol is based on the use of the following information elements
- <<SINGLE-KEYPAD>> } <<"KEYPAD">>
or <<MULTI-KEYPAD>> }
- <<SINGLE-DISPLAY >> } <<"DISPLAY">>
or <<MULTI-DISPLAY>> }
The CRSS and CI SS uses the generic keypad protocal as follows:

- the PT sendsa <<"KEYPAD">> information el ement to invoke a service. This e ement contains network
dependent access codes;

- theFT sendsa<<"DISPLAY">> information element that gives an indication to the PT user about the service.

These elementary steps may be repeated several times, with the FT <<"DISPLAY">> dement providing a prompt for
the PT user. The semantics of this dialogue are not specified.

The CRSS keypad protocol can be invoked at any phase of the associated CC call. During the establishment phase, a
<<"KEYPAD">> dement may only be included in the { CC-SETUP} message or a{ CC-INFO} message. Subsequent
elements shall always be sent in a { CC-INFO} message. A <<"DISPLAY">> eement may be included in any CC
message in the F=>P direction except { CC-NOTIFY} and {IWU-INFO}.

The CISS keypad protocol can be used in any of the CISS messages.

If the FT is unable to support the requested supplementary service it shall ignore therequest and no further action is
required. It may optionally inform the user of thisrgection with one or more display messages.

This protocol does not specify the keypad codes used for theinvocation of these services. These codes shall be agreed
in advance, and may either adopt a common set of access codes (specified elsewhere) or may be network dependent.

10.3  Feature key management protocol
The feature key management protocol is based on the use of the following information e ements
- <<FEATURE-ACTIVATE>>,
- <<FEATURE-INDICATE>>.
These elements may be included in various CC messages or CISS messages, as defined in clause 6.
The generic feature key management protocol is used asfollows:

- the PT sends a <<FEATURE-ACTIVATE>> information element to invoke a service. This element containsa
feature identifier number which the network then maps onto the corresponding service asindicated by that users
service profile;

- the FT respondsto the activation with a <<FEATURE-INDICATE>> information element. This element
contains either afeature identifier number (that correlatesto the original activation) or a statusindicator that
reports the status of the requested service.

The feature key management protocol can be used for both call related and call independent supplementary services.

For call related supplementary services the feature protocol can be invoked by sending a <<FEATURE-ACTIVATE>>
element in the { CC-SETUP} message (only during the establishment phase of the call) or a{ CC-INFO} message.

For call independent supplementary services the feature protocol isinvoked by sending a<<FEATURE-ACTIVATE>>
element in a CISS message.
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10.4  Functional protocol

Two categories of procedures are defined for the functional signalling for supplementary services. Thefirst category,
called the separate message approach, utilizesthe hold and retrieve set of messages. The second category, called the
common information element approach, utilizesthe <<FACILITY >> information element and applies only to
supplementary services that do not require synchronization of resources between the user and the network.

10.4.1 Separate messages approach

The messages defined in this clause are specified as separate functional messages for invoking specific functions which
require changes of the resources. The following messages are defined:

- {HOLD};

- {HOLD-ACK};

- {HOLD-REJECT};

- {RETRIEVE};

- {RETRIEVE-ACK};

- {RETRIEVE-REJECT}.

104.1.1 Hold procedures

The hold function should be invoked in association with an existing call. The invocation of the hold function does not
affect the existing CC state but does affect the auxiliary state.

A call hold isrequested on receipt of a MNCC_HOLD-req primitive by sending the {HOLD} message. It will placethe
auxiliary statein the"HOLD REQUEST" state. The responding entity will send aMNCC_HOLD-ind primitive to the
IWU and on receipt of a MNCC_HOLD-res primitive without "reject reason” meaning that the operation was successful
shall acknowledge the request with a {HOLD-ACK} message. Thiswill result in the auxiliary state being put in the
"CALL HELD" state. If the WU answers with MNCC_HOLD-res primitive including "Reject reason” because the
reguested hold function cannot be obtained, then a {HOLD-REJECT} message will be returned. Thiswill result in the
auxiliary statereturning to the "IDLE" state.

Therecept of either {HOLD-ACK} or {HOLD-REJECT} message shall be acknowledged to the IWU by a
MNCC_HOLD-cfm primitive indicating the success/failure of the operation.
10.4.1.2 Retrieve procedures

The retrieve function isrequested on receipt of a MNCC_RETRIEVE-req primitive by sending a{RETRIEVE}
message. This message may be sent while the auxiliary stateisin the"CALL-HELD" state. Upon the sending the
auxiliary state would go to the "RETRIEVE REQUEST" date.

Onreceipt of a{RETRIEVE} message the peer entity shall issue a MNCC_RETRIEVE-ind primitive to the IWU.

If aMNCC_RETRIEVE-res primitive without "Reject reason” isreceived meaning the "RETRIEVE-REQUEST" is
successful, the {RETRIEVE-ACK} message will be returned to the peer. The auxiliary state would then return to the
"IDLE" state.

If aMNCC_RETRIEVE-res primitive including "Reject reason” isreceived meaning the "RETRIEVE REQUEST" is
not successful, the {RETRIEVE-REJECT} message will bereturned. The auxiliary state would then remain in the
"CALL HELD" state.

Thereceipt of either { RETRIEVE-ACK} or { RETRIEVE-REJECT} message shal be acknowledged to the IWU by a
MNCC_RETRIEVE-cfm primitive indicating the success/failure of the operation.
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10.4.1.3 Auxiliary states for hold and retrieve
There are four auxiliary states associated with the hold and retrieve functions
1) IDLE;
2) HOLD REQUEST;
3) CALL HELD;
4) RETRIEVE REQUEST.

10.4.2 Common information element approach
The common information element approach is based on the use of the information element:

- <<FACILITY>>,

10.4.2.1 Call related procedures
The CRSS uses the generic functional protocol as follows:
- either side (PT or FT) sends a <<FACILITY>> information element to invoke a service;

- theresponding sidereplies by returning the same <<FACILITY>> element. Thisreply can either accept or reject
the service.

If appropriate, either side can respond to argection of the service by releasing the CC call, using the procedures defined
in clause 9.

The facility protocol can be invoked at any phase of the associated CC call. During the establishment phase, a
<<FACILITY>> element in the P=>F direction may only be included in the { CC-SETUP}, { CC-INFO}, { CC-
ALERTING}, { CC-RELEASE} or { CC-RELEASE-COM} message. A <<FACILITY>> eement in the F=>P direction
may be included in any CC message. A { FACILITY} message may be exchanged at any phase in the associated CC
cal.

10.4.2.2 Call independent procedures

The functiond protocol isinvoked by either side on receipt of a MNSS_SETUP-req primitive, by sending a { CISS-
REGISTER} message which may contain a <<FACILITY >> information element. This first message is submitted to
the LCE, and the LCE isresponsible for providing aduplex link to the desired PT or FT, using the procedures defined
in clause 14. The CISStransaction identifier for this CISSinstance is defined by this first message.

Thereceipt of the { CISS-REGISTER} message at the peer side shall be acknowledged to the IWU with a
MNSS_SETUP-ind primitive.

All subsequent exchanges shall use the{ FACILITY} message containing asingle <<FACILITY>> information
element. A {FACILITY} message shall be sent on receipt of a MNSS_FACILITY -req primitive and shall be
acknowledged to the peer IWU by aMNSS FACILITY-ind primitive.

Each instance of the CISSisreleased on receipt of a MNSS_REL EA SE-req primitive using a single unacknowl edged
{CISS-RELEASE-COM} message. At thereceiving side on receipt of a { CISS-RELEASE-COM} message a
MNSS_RELEASE-ind primitive isissued.

10.4.2.3 Connectionless Supplementary Service (CLSS) procedure

Normal operation

If a point-to-point DECT link isknown to exist or can be established, a connectionless transport mechanism can be used
using areliable datalink connection.

The connectionless transport mechanism is based on { FACILITY} messages. The CLSS procedure shall only use the
dummy TI value 6 indicating "connectionless’.
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Before data can be sent the originating entity shall first establish, if not already available, areliable datalink connection
between the user and the network using the DL_ESTABLISH-req service primitive as described in EN 300 175-4 [4].
Completion of establishment of this connection isindicated by a DL_ESTABLISH-cfm primitive.

The{FACILITY} messageisused to carry the "usar” information, i.e. the component structuresin the <<FACILITY>>
information element. Structure and principals of coding and the procedures upon the components are described in

EN 300 196-1[16] clauses 8.1 and 8.2. Service specific coding is defined in the respective clauses of the ISDN stage 3
standards for the supplementary services.

Exceptional procedures

If a<<FACILITY>> information e ement isreceived with an invalid protocol profile, the receiving entity shall discard
the {FACILITY} message.

If a{FACILITY} messageisreceived and it does not contain the <<FACILITY >> information element, thereceiving
entity shall disregard the { FACILITY} message.

When a message other than { FACILITY?} isreceived using the connectionless Tl, the receiving entity shall disregard
the message.

If either protocol entity receives an indication that the data link has been released or that the data link has spontaneously
been reset, then the procedures as they affect the higher layer protocol are outside the scope of the present document.

The handling of layer 2 errorsis supplementary service dependent and shall therefore be specified in the individual
supplementary services.

10.5 Co-existence of multiple protocols

Networks may support one or more of the three generic protocols. These protocols may allow alternative methods of
invoking smilar supplementary services.

In general, the keypad and feature key management protocol s have only local network significance, while the functional
protocol may have wider significance.

NOTE: Thefunctional protocal isthe preferred method of invoking a given service, if thereis a choice of
methods available.

10.6  Application protocols

10.6.1 DECT standard functional supplementary services

For the functional protocol the use of the application protocol defined for ISDN isrecommended. The following SSare
defined (see EN 300 196-1 [16]):

- Malicious Call Identification (MCID), see EN 300 130-1[28];

- Call Forwarding Busy (CFB), see EN 300 207-1 [29];

- Call Forwarding Unconditional (CFU), see EN 300 207-1[29];

- User to User Signdling (UUS), see EN 300 286-1 [30];

- Cadlling Line Identification Presentation (CLIP), see EN 300 092-1 [31];

- Cdling Line Identification Restriction (CLIR), see EN 300 093-1 [32];

- COnnected Lineidentification Presentation (COLP), see EN 300 097-1 [33];
- COnnected Lineidentification Restriction (COLR), see EN 300 098-1 [34];
- Completion of Callsto Busy Subscriber (CCBS), see EN 300 359-1 [35];

- FreePHone (FPH), see EN 300 210-1 [36];
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- Advice Of Charge (AOC), see EN 300 182-1 [37];

- SUBaddressing (SUB), see EN 300 061-1[38];

- Terminal Portability (TP), see EN 300 055-1 [39];

- Cadl Waiting (CW), see EN 300 058-1 [40];

- Direct Dialling In (DDI), see EN 300 064-1 [41];

- Multiple Subscriber Number (MSN), see EN 300 052-1 [42];
- Closed User Group (CUG), see EN 300 138-1[43];

- Explicit Call Transfer (ECT), see EN 300 369-1 [44];

- Call Forwarding No Reply (CFNR), see EN 300 207-1[29];
- Call Deflection (CD), see EN 300 207-1[29];

- CONFerence call add-on (CONF), see EN 300 185-1 [45];

- Call Hold (CH), see EN 300 141-1 [46];

- ThreePaTY (3PTY), see EN 300 188-1 [47].

NOTE: For the keypad protocol no specific application protocol is identified.

10.6.2 DECT specific supplementary services
For DECT specific supplementary services the feature key management protocol is used.
The following supplementary services are defined:

- queue management;

- indication of subscriber number;

- contral of echo control functions,

- cost information.

10.6.2.1 Queue management
This service can be used to register a PPin aqueue for outgoing calls, e.g. in the case of a network congestion.

If an outgoing call isrequested by a PT by sending a{ CC-SETUP} message and no external line isavailable, then the
FT can respond with an allowed CC-message, which can indude <<"DISPLAY">> information and/or a
<<PROGRESS-INDICATOR>> information e ement indicating cause no. 8 ("in-band information or appropriate
pattern now availabl€") to request the PT to connect the U-plane. Upon receipt of this element, the PT should request its
LLME to connect the receive U-plane, so that the user can receive verbal information.

In response to the displayed and/or verbal information about the outgoing call queue, the user can request to enter the
queue or release the call.

To enter the queue the PT shall send a<<FEATURE-ACTIVATE>> information element containing a"queue entry
request” e.g. in a{ CC-INFO} message.

Upon receipt of the "queue entry request” the FT shall respond with a <<FEATURE-INDICATE>> information
element e.g. in a{CC-INFO} messageto tdl if the service request has been accepted and to indicate the position in the
queve.

NOTE: TheFT might have to send a <<TIMER-RESTART>> with a { CC-NOTIFY} message to avoid that the
CC completion timer <CC.04> in the PT expires.
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If the queue position changes, then the FT shall send anew <<FEATURE-INDICATE>> information element
containing the updated information about the position in the outgoing cal queue. The FT can also send display and/or
voice information.

The FT may send a <<PROGRESS-INDICATOR>> information e ement indicating cause No. 9 ("in-band information
not available") to inform the PT that the verbal information has concluded. Upon receipt of this element, the PT may
disable the received audio (in particular, the speech codec and audio circuits may be disabled) but the U-plane shall
remain connected.

The PT may exit the queue at any time by releasing the call.

As soon asthe external lineis free the FT proceeds with the normal call set up procedure, by giving adial tone or by
sending a{ CC-CALL-PROC} message or a { CC-ALERTING} message or a{ CC-CONNECT} message, depending on
the status of the call.

10.6.2.2 Indication of subscriber number

The subscriber number shall be requested by sending a <<FEATURE-ACTIVATE>> information e ement with the
feature coding "indication of subscriber number".

Upon receipt of the <<FEATURE-ACTIVATE>> information element the FT shall respond with a <<FEATURE-
INDICATE>> information element indicating if the service is accepted or rejected. If the serviceis accepted and
activated, then the subscriber number shall be sent in a <<FEATURE-INDICATE>> information el ement.

10.6.2.3 Control of echo control functions

Thisserviceis used to connect or disconnect fixed part echo control functions, depending on e.g. the type of service and
call routing information. See also EN 300 175-8 [7]. This service provides messages to control four FP echo control
functions:

Requirement 1 and requirement 2:
(clause 7.10 of EN 300 175-8 [7]).

Option a) and option b):
(clause 7.4.1.2 of EN 300 175-8[7]).

Requirement 1 is primarily designed to control the echo from the DECT hybrid in the case of a 2-wire connection.
Requirement 2 is primarily designed to control the echo from the far end hybrids.
Option &) is primarily designed to ensure that echo cancellers at the international switching centre are activated.

Option b) isdesigned for use with specific local networks (in particular connection to the GSM mobile or fixed
network) to ensure that the effective TCL from the DECT network is aways in excess of 46 dB.

The exact echo control function(s) to be used depend upon the type of interface and the type of local network to which
DECT is connected. These echo control functions should be disconnected when not needed to optimize the speech
quality. The connect/disconnect decision (for each function) depends upon the ingtallation and/or routing information
(on aper call basis).

Where possible, al echo control function should be fully controlled by the fixed part and in many cases may be preset
at installation. For particular cases (e.g. disconnection of requirement 2 for internal PBX calls) this service alows the
PP to over-ride the FP contral.

NOTE: All possible PP control options are provided to allow for future developments, but most of these should
not be required.

Control of echo functions on a per call basisis expected to use the call routing information. This can be provided by
number analysisin the PP or FP. When number analysisis provided in the PP, the messages in clause 7.7.16 may be
used to transfer thisinformation to the FP.
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10.6.2.4 Cost information

This service can be used to obtain cost information such astariffing, charging or charging pulses. It can furnish either
DECT specific cost information or cost information for the complete connection including the DECT link.

The cost information shall be requested by sending a <<FEATURE-ACTIVATE>> information e ement with the
feature coding "cost information™.

The parameter in the <<FEATURE-ACTIVATE>> information element is used to request either DECT internal cost
information or cost information for the compl ete connection and to choose between tariff information, charging pulses
during the call or a calculated amount at the end of the call.

Upon receipt of the <<FEATURE-ACTIVATE>> information element the FT shall respond with a<<FEATURE-
INDICATE>> information element indicating if the service is accepted or rejected. If the serviceis accepted and
activated, then the cost information shall be sent in one or more <<FEATURE-INDICATE>> information € ements
containing charging components.

The support of thisfeature does not compd any specific tariffing principle.

11 Connection Oriented Message Service (COMS)

11.1 General

The connection oriented message service procedures only deal with packet switched connections. The COM S represents
agroup of procedures covering all aspects of packet mode call establishment, packet data transfer and release.

The protocol alows for multiple instances of a COMS call at both the fixed termination and at the portable termination.
These multiple instances are assumed to operate completely independently from each other. The possible existence of
multiple ingtances is therefore ignored in the following clauses, which only describe the procedures for a single
instance.

A reliable C-plane DLC link (LAPC) shall be available before any of these COMS procedures can operate. The
establishment and maintenance of thislink istheresponsibility of the LCE and is described in clause 14.

NOTE: A "LINK PENDING" gateisincluded in the LCE definition which is used while the LCE is waiting for
DLC link establishment to complete. If a COMS timer expires whilgt in this state, the resulting rel ease
should be handled locally.

11.2 COMS states

11.2.1 States at PT

11.2.11 State TS-0: "NULL"

No call exists.

11.2.1.2 State TS-1: "CONNECT PENDING"

The PT has sent a setup message to the FT, but has not received a response.

11.2.1.3 State TS-2: "RELEASE PENDING"

The PT has sent arelease message to the FT, but has not received a response.
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11.2.1.4 State TS-3: "ACTIVE"
a) ThePT has answered an incoming call;

b) the PT hasreceived an indication that the FT has connected a PT outgoing call.
11.2.2 States at FT

11.2.2.1 State FS-0: "NULL"

No call exists.

11.2.2.2 State FS-1: "CONNECT PENDING"

The FT has sent a setup message to the PT, but has not received a response.

11.2.2.3 State FS-2: "RELEASE PENDING"

The FT has sent a rel ease message to the PT, but hasnot received a response.

11.2.2.4 State FS-3: "ACTIVE"
a) TheFT hasallocated an incoming call to one PT;

b) the FT has sent a message to the PT reporting connection of an outgoing call.

11.3 COMS establishment procedures

11.3.1 PT initiated COMS establishment

11.31.1 COMS request

PT initiated COMS establishment is started upon receipt of a MNCO_SETUP-req primitive from the interworking unit
at the PT side.

The COMS entity (P-COMYS) initiates COM S establishment by sending a{ COMS-SETUP} message to its peer entity
(F-COMYS). Thismessage is submitted to the LCE in the PT, and the P-COMS enters the "CONNECT PENDING" state
and gartstimer P<COMS.03>.

The {COMS-SETUP} message shall carry al details of the interworking attributes such that all the necessary resources
can be reserved and ingalled by the F-COM S and the F-1WU.

Call accept

The F-COMS entity shall examine the attributes defined in the { COMS-SETUP} message and attempt to fulfil them. If
it can meet therequest, it shall issuea MNCO_SETUP-ind primitive to the F-IWU. The F-IWU is expected to reply
withaMNCO_CONNECT-reg primitive, if the call is acceptable.

NOTE: Either the F-COMS or a F-IWU may reject the COMS cdll. The F-COMS examines the
<<CONNECTION-ATTRIBUTES>> e ement and the F-IWU examines the <<IWU-ATTRIBUTES>>
element. The call is only offered to the F-IWU after it has been accepted by the F-COMS.

Call reject

If the F-COMS cannot meet any of the setup requests, or if the { COMS-SETUP} message contains errors or
inconsistencies, or if the F-1WU replies with aMNCO-REJECT-req primitive, the FT shall rgject the request by sending
a{COMS-RELEASE-COM} message.
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Setup release

If timer P<KCOM S.03> expires before a suitable response is received, the P-COMS shall immediately rel ease the call by
sending a { COMS-RELEASE-COM} message, with thereason set to "timer expiry"”. It shall thenissuea
MNCO_RELEASE-ind primitive and shall enter the "NULL" state.

11.3.1.2 COMS connection

Upon receiving a MNCO_CONNECT-req primitive, the F-COMS shall compl ete the C-plane connection and shall send
a{COMS-CONNECT} message to the P-COMS. It shall then enter the "ACTIVE" state.

On receipt of this message the P-COMS shall compl ete the C-plane connection. The P-COMS shall then stop timer
P<COMS.03> and enter the"ACTIVE" state. It shall then issue a MNCO_CONNECT-ind primitive to the P-IWU.

11.3.2 FT initiated COMS establishment

11.3.2.1 COMS request

FT initiated COMS establishment is started upon receipt of a MNCO_SETUP-req primitive from the interworking unit
at the FT side.

The COMS entity (F-COMYS) initiates COM S establishment by sending a{ COMS-SETUP} message to its peer entity
(P-COMYS). Thismessage is submitted to the LCE in the FT, and the F-COMS enters the "CONNECT PENDING"
state, and starts timer F<COMS.03>.

The { COMS-SETUP} message should carry all details of the interworking attributes such that al the necessary
resources can be reserved and installed by the PT.

Call accept

The P-COMS entity shall examine the attributes defined in the { COMS-SETUP} message and attempt to fulfil them. If
it can meet therequest, it shall issuea MNCO_SETUP-ind primitive. A MNCO_CONNECT-req primitive will then be
received inreply if the call isacceptable.

NOTE: Either the P-COMS or the PP higher layer application may regject the COMS call. The P-COMS examines
the <<CONNECTION-ATTRIBUTES>> e ement and the PP higher layer application examines the
<<IWU-ATTRIBUTES>> dement. The call is only offered to the PP higher layer application after it has
been accepted by the P-COMS.

Call reject

If the P-COMS cannot meet any of the setup requests, or if the { COMS-SETUP} message contains errors or
inconsistencies, or if a MNCO-REJECT-req primitiveis received, the P-COMS shall reject the request by sending a
{COMS-RELEASE-COM} message.

Setup release

If timer FRCOM S.03> expires before a suitable response is received, the F-COMS shall immediately rel ease the call by
sending a { COMS-RELEASE-COM} message, with thereason set to "timer expiry"”. It shall thenissuea
MNCO_RELEASE-ind primitive to the F-IWU and shall enter the "NULL" state.

11.3.2.2 COMS connection

Upon receiving aMNCO_CONNECT-reg primitive, the P-COMS shall compl ete the C-plane connection and shall send
a{COMS-CONNECT} message to the P-COMS. It shall then enter the"ACTIVE" state.

On receipt of this message the F-COMS shall compl ete the C-plane connection. The F-COMS shall then stop timer
F<COMS.03> and enter the"ACTIVE" state and shall issue a MNCO_CONNECT-ind primitive to the F-1IWU.
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11.4 COMS data transfer procedures

11.4.1 Procedure at the sending side

This service shall only support octet structured data, using any of the defined information elements. Unstructured data
shall not be supported.

Upon receipt of a MNCO_INFO-req primitive the COMS shall attempt to map the parametersinto one or more of the
{COMS-INFO} message e ements. If no mapping is possible, the message unit shall be discarded, and no further action
shall berequired.

If theresulting message exceeds the following limits the service data shall be segmented into two or more messages,
and these messages shall be transmitted independently.

The following message limits should be used:
DOWNLINK: 58 octets;
UPLINK: 58 octets for full slot operation.

NOTE: Theselower limitsare chosen because the maximum information length of a LAPC Ul frame, see
EN 300 175-4 [4] is 63 octets.

If the service datais segmented, each message shall contain the <<SEGMENTED-INFO>> information el ement,
together with aduplicate of all of the mandatory elements. Each message should contain the maximum amount of
service data (of user information).

The COMS shall then deliver theresulting message (or series of messages) in sequence to the LCE for immediate
ddivery viathe connection oriented S-SAP (SAPI="0"). The messages shall be ddlivered using DL_UNITDATA-req
primitives, indicating the use of a Class U (unacknowledged) link.

After sending a compl ete message (of one or more segments) the COMS shall start timer <COMS.01> and shall wait
for the final acknowledgement to be received from the peer COM S entity. No further messages shall be submitted until
this acknowledgement isreceived. Upon receipt of this acknowledge, the COMS shall issue a MNCO_ACK-ind
primitive to the IWU to indicate successful delivery.

If timer <COMS.01> expires the COMS shall resubmit the compl ete message starting from the first segment. Timer
<COMS.01> shall berestarted after transmission of the complete message. If timer <COMS.01> expires a second time
the service shall be released using the procedures defined in clause 11.6.

11.4.2 Procedure at the receiving side
Upon receipt of a { COMS-INFO} message, the COMS shdl act as follows:

a) if the message does not contain the <<SEGMENTED-INFO>> information element it shall map the elements
into the parameters of a MNCO_INFO-ind primitive. It shall immediately issue the resulting primitive via the
MNCO-SAP,

b) if the message does contain the <<SEGMENTED-INFO>> dement the COMS shall store (buffer) the complete
message. Each (segmented) message shall be stored for a maximum of <COM S.00> seconds. Whenever anew
segmented message isreceived, the COMS shall attempt to construct a complete message using all stored
segmented messages that contain the same <<PROTOCOL-DISCRIMINATOR>> dement coding. Any
duplicate segmented messages should be discarded.

A complete message shall be identified by thereceipt of all of the segments asindicated in the <<SEGMENTED-
INFO>> elements. Upon detection of a complete series of segments, the COMS shall map the elements into the
parameters of a MNCO_INFO-ind primitive. Duplicate mandatory e ements and all <<SEGMENTED-INFO>>
elements shall be discarded, and the individual <<ALPHANUMERIC>> and/or <<IWU-PACKET>> elements shal be
concatenated into a single message unit parameter. The COMS shall immediately issue theresulting primitive via the
MNCO-SAP.
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NOTE: The <<SEGMENTED-INFO>> eement in each segmented message indicates the total number of
segments belonging to the complete message, plus the number of segmentsremaining. Thelatter field
should be used to sequence the segments.

Upon issuing the complete message to the IWU, the COM S shall immediately return a{ COMS-ACK} messageto its
peer entity using the same Class U link as used for { COMS-INFO} messages.

11.5 COMS suspend and resume procedures

A COMS call may optionally be suspended. The suspend procedure allows the service attributes to be reserved such
that the call can be resumed morerapidly.

The suspend and resume shall use the standard C-plane suspend and resume procedure under control of the LCE. See
clause 14.2.6.

The COMS entity may request the LCE to suspend a C-plane link at any time after reaching the "ACTIVE" state. No
further messages should be submitted for that link as these will invoke an immediate resumption of the link.

NOTE: TheDLC suspend and resume procedures are managed by the LCE. In the case of Class A operation, all
resources associated with the link arereleased (i.e. suspension isequivalent to release). In the case of
Class B operation, al MAC and physical layer resources are released, but the DLC C-planeresources are
preserved. Thisalows for thelink to be restarted with Class B operation.

The COMS service can be resumed by either side by submitting anew { COMS-INFO} messageto the LCE. This
resumption may use any suitable link.

A suspended COMS entity may be discarded without notification to the sender. Any subsequent resumption messages
shall then be discarded without notification to the sender. A COMS entity may also be replaced with anew (re-
established) COMS entity at any time (i.e. a COMS setup that uses the transaction identifier of an existing entity) shall
always take priority and shall over-write the existing values.

11.6 COMS release procedures

11.6.1 Normal COMS release

The COMS rel ease procedures may be started by the COMS entity at either side at any time, upon receipt of a
MNCO_RELEASE-req primitive. The starting entity sends a { COMS-RELEASE} message, sarts timer <COMS.02>,
and entersthe "RELEASE PENDING" state. The release message may include an information element giving the
reason for therelease: if noreason isgiven "normal” release should be assumed.

Upon receipt of the { COMS-RELEASE} message, the accepting side shall immediately release all resources associated
with the call. It then confirms completion of the reease by sending a{ COMS-RELEASE-COM} message, entersthe
"NULL" state, and issuesaMNCO_RELEASE-ind primitive. Theinitiating side shall wait for receipt of this{ COMS-
RELEASE-COM} message beforeit too can release all resources, stop timer <COMS.02>, and enter the"NULL" state.
Theinitiating side shall then issue a MNCO_REL EASE-cfm primitive, indicating anormal (acknowledged) rel ease.
Both sides shall also record the release of the call in their respective LCEs.

If timer <COMS.02> expires before thereceipt of a { COMS-RELEASE-COM} message, theinitiating side shall
release dl resources, shall report the call asreleased to the LCE, and shall issue a MNCO_RELEASE-ind primitive
indicating an abnormal time-out rel ease.

11.6.2 Release collisions

A release collision occurs when both sides of a call issue a { COMS-RELEASE} message at the sametime, such that at
least one of these messagesisreceived by a COMS entity that isaready in the"RELEASE PENDING" state.

If either COMS entity receives a { COMS-RELEASE} message, whilein the"RELEASE PENDING" state the normal
release procedure is not followed by that COMS entity. In this event, the COMS entity immediately releases all the
COMS resources, reportsthisrelease to the LCE and issues a MNCO_RELEASE-ind primitive indicating abnormal
release.
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12 ConnectionLess Message Service (CLMS)

12.1 General

The ConnectionLess Message Service procedures offer a connectionless packet service. The CLMS shall provide
generic message formats that enable a single packet of differing types of user datato be transported. A single CLMS
entity may handle messages from multiple applications.

All messages shall be handled sequentidly, in the order of arrival, by a single CLMS entity. Each message shall be
handled independently of all other messages. The following clauses shall describe the procedures for the transmission
and reception of one message.

There are two types of CLM S messages:
1) fixed length messages;
2) variable length messages.

Fixed length messages shall be routed via the broadcast service (B-SAP), and these messages shall conform to the fixed
length operation specified for this service.

Variable length messages shall be routed viathe LAPC services (S-SAP) where they may be routed via a connection
oriented link (SAPI="0") or aconnectionless link (SAPI="3"). In both cases unacknowledged link operation shall be
used.

A connection oriented link shall only be used if a suitable link is already established. Otherwise a connectionless link
should be used. The choice of link, and the establishment of these linksis theresponsibility of the LCE and is described
in clause 14.

"LINK PENDING" stateisincluded in the LCE definition which is used while the LCE is waiting for DLC link
establishment to complete. A link in this state shall not be used for the transport of CLM S messages.

12.2 CLMS states

No states shall be defined for the CLMS entity, the CLMS shall always be ready to transmit or receive a message.

12.3 CLMS message transmission procedures

12.3.1 Fixed length messages
Fixed length CLM S messages shall use the B-FORMAT message structure.

12.3.1.1 Procedure in the Fixed radio Termination (FT)

Upon receipt of a MNCL_UNITDATA-req primitive indicating fixed length operation, the CLMS shall attempt to map
the parametersinto { CLMS-FIXED} message elements, using one or more message sections as appropriate. If no
mapping is possible, the message unit shall be discarded, and no further action shall be required.

The CLMS shall only insert <<FILL>> elementsinto the final message section in order to fill that final section.
NOTE 1: Thetotal message length is limited by the maximum number of data sections, as defined in clause 8.3.
NOTE 2: If the data completdy fills the last data sections, no <<FILL>> element is added.

The CLMS shall then ddliver all sections of the resulting message to the LCE for immediate ddlivery via the B-SAP.
The message priority shall be set to "normal”.
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12.3.1.2 Procedure in the Portable radio Termination (PT)

Upon receipt of a { CLMS-FIXED} message, the CLMS shall check the contained address in the first section. If the
address section ismissing, or if the address does not match any of the PT identities the message shall be discarded.

If the address does match the CLM S shall map the remaining e ementsinto the parameters of aMNCL_UNITDATA-
ind primitive (removing any <<FILL>> elements). It shall immediately issue the resulting primitive viathe MNCL-
SAP.

12.3.2 Variable length messages

Variablelength CLMS messages shall use the SFORMAT message structure. However, the transaction value field is
redundant and shall be set to "0" by the sending entity. This field should be ignored by the receiving entity. Four (4)
complete CLMS message segments, equating to 176 characters shall be supported.

12.3.2.1 Procedure at the sending side

This service shall only support octet structured service data, using any one of the defined information elements.
Unstructured data shall not be supported.

Upon receipt of a MNCL_UNITDATA-req primitive indicating variable length operation, the CLMS shall attempt to
map the parametersinto the { CLMS-VARIABLE} message elements. If no mapping is possible, the message unit shall
be discarded, and no further action shall be required.

If theresulting message exceeds the following limits the service data shall be segmented into two or more messages,
and these messages shall be transmitted independently.

The following message limits should be used:
DOWNLINK: 63 octets;
UPLINK: 63 octets for full slot operation.

NOTE: Theselower limitsare chosen because the maximum information length of a LAPC Ul frame, see
EN 300 175-4[4], is 63 octets.

If the service datais segmented, each message shall contain the <<SEGMENTED-INFO>> information el ement,
together with aduplicate of all of the mandatory elements. Each message should contain the maximum amount of
service data (of user information).

The CLMS shall then ddliver the resulting message (or series of messages) in sequence to the LCE for immediate
delivery viathe S-SAP.

12.3.2.2 Procedure at the receiving side

Upon receipt of a{ CLMS-VARIABLE} message, the CLMS shall check the contained address. If the address does not
match the message shall be discarded. If the address does match the CLMS shall:

a) if the message does not contain the <<SEGMENTED-INFO>> information element it shall map the elements
into the parameters of a MNCL_UNITDATA-ind primitive. It shall immediately issue the resulting primitive via
the MNCL-SAP,

b) if the message does contain the <<SEGMENTED-INFO>> dement the CLMS shall store (buffer) the complete
message. Each (segmented) message shall be stored for a maximum of <CLMS-00> seconds. Whenever anew
segmented message isreceived, the CLMS shall attempt to construct a complete message using all stored
segmented messages that contain the same <<SHORT-ADDRESS>> and <<PROTOCOL-DISCRIMINATOR>
element coding. Any duplicate segmented messages may be discarded.
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A complete message shall beidentified by thereceipt of all of the segments asindicated in the <<SEGMENTED-
INFO>> elements. Upon detection of a complete series of segments, the CLM S shall map the elementsinto the
parameters of a MNCL_UNITDATA-ind primitive. Duplicate mandatory elements and all <<SEGMENTED-INFO>>
dements shall be discarded, and the individual <<ALPHANUMERIC>>, <<IWU-TO-IWU>> or <<IWU-PACKET>>
information elements shall be concatenated into a single message unit parameter. The CLMS shall immediately issue
the resulting primitive viathe MNCL-SAP.

NOTE: The <<SEGMENTED-INFO>> e ement in each segmented message indicates the total number of
segments belonging to the complete message, plus the number of segmentsremaining. Thelatter field
should be used to sequence the segments.

12.3.2.3 Restrictions for portable side initiated messages

CLMS messages initiated from the portable side are subject to the special transmission restrictions given in
EN 300 175-3 [3] when using connectionless MAC services. These restrictions introduce extra delays for messagesin
excess of two segments.

13 Mobility Management (MM) procedures

13.1 General

This clause describes the procedures used for mobility management at theradio interface.

The main function of the Mobility Management (MM) is to support the mobility of portable parts, such asinforming the
network of its present location and providing user identity confidentiality.

The MM procedures are described in seven groups:

- identity procedures,

authentication procedures;

- location procedures;

- accessrights procedures;

- key alocation procedure;

- parameter retrieval procedure;
- ciphering related procedure.

Each of these procedures shall be treated as a separate transaction, with a Sngle transaction identifier used for the whole
procedure. The transaction identifier is assigned by the entity that initiates the procedure (the entity that sends the first

message).

Two MM procedures are allowed at any onetime, but they shall not both have been initiated by the same side. This
limitation is enforced by the transaction identifiers, which allow only one value to be assigned by each side.

The priorities of the MM procedures are defined in clause 15.5 which describes the management of MM procedures.
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13.2 Identity procedures

The identity procedures can be used:
- torequest aPT to provide specific identification parametersto the FT;

- toassign atemporary portable user identity to a PT;

to delete atemporary portable user identity in a PT;
- toassign anetwork assigned identity to a PT;
- todeete anetwork assigned identity in a PT.
The identity procedures areinitiated by the FT and can be used any time.

13.2.1 Procedure for identification of PT

The identification procedureis used by the FT to request a PT to provide specific identification parametersto the FT
e.g. theinternational portable user identity or the international portable equipment identity.

Upon receivingaMM_IDENTITY -reg primitive the FT initiates the identification procedure by transferring an
{IDENTITY-REQUEST} messageto the PT and starts the timer <MM_ident.2>. The {IDENTITY-REQUEST}
message specifies the type of the requested identity in the <<IDENTITY-TY PE>> information element. Optionally
more than one <<IDENTITY-TY PE>> information element can be included by using the <<REPEAT-INDICATOR>>
information el ement. Optionally an <<IWU-TO-IWU>> information e ement can be included.

Upon receipt of the {IDENTITY-REQUEST} messagethe PT issuesaMM_IDENTITY -ind primitive. On receipt of a
MM_IDENTITY -res primitive the PT sends back an {IDENTITY-REPLY} message which contains the identification
parameters asrequested by the FT. If more than one identity has been requested and not al of them can be provided,
then the available ones shall be included in the {IDENTITY-REPLY} message. If none of the requested identification
parameters can be provided, then the {IDENTITY-REPLY} message will contain no identification information.
Optionally an <<IWU-TO-IWU>> information el ement can be included.

Upon receipt of the {IDENTITY-REPLY} message the FT shall stop the timer <MM_ident.2>. The FT issues a
MM_IDENTITY -cfm primitive.

The identification procedureis supervised by the timer <MM_ident.2> in the FT. At thefirst expiry of timer
<MM_ident.2> the FT should retranamit the {IDENTITY -REQUEST} message. If thetimer <MM_ident.2> expires a
second time the FT shall abort the procedure and rel ease the transaction.

FT PT

{IDENTITY-REQUEST }

<

| |
| >
| { IDENTITY-REPLY } |
| |

NOTE: An {IDENTITY-REPLY} message without any information elements has the function of an identity reject.

Figure 111: Procedure for identification of PT
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13.2.2 Procedure for temporary identity assignment

A temporary identity may be assigned either using the procedure for temporary identity assignment, described in this
clause or by the procedure for location registration, described in clause 13.4.

Upon receivingaMM_IDENTITY_ASSIGN-reg primitive the FT initiates the procedure by sending a
{TEMPORARY -IDENTITY-ASSIGN} message to the PT. The FT startsthetimer <MM_ident.1>.

The {TEMPORARY -IDENTITY-ASSIGN} message shall contain one <<PORTABLE-IDENTITY >> information
element with the Temporary Portable User Identity (TPUI) and/or one <<NWK-ASSIGNED-IDENTITY >>
information el ement with a network assigned identity. When the message contains a <<PORTABLE-IDENTITY>>
element, it may also contain an optional <<DURATION>> information element, which may contain a defined time
limit and/or alock limit for the newly assigned TPUI. It may also contain an optiona <<IWU-TO-IWU>> information
element. If the <<DURATION>> element is omitted, the default values of "infinite" time limit and "no limits" lock
limit shall be assumed.

NOTE 1: Thedetailed coding of the <<DURATION>> element appearsin clause 7.7.13. Refer also to
EN 300 175-6 [5] for details of the application of time limitsand lock limits to assigned TPUIs.

Upon receipt of a{ TEMPORARY-IDENTITY-ASSIGN} message the PT issuesaMM_IDENTITY_ASSIGN-ind
primitive to the P-IWU.

The P-IWU replieswith MM_IDENTITY _ASSIGN-res primitive indicating either "Accept" or "Reject” of the request.
Onreceipt of "Accept” indication PT shall send a{ TEMPORARY -IDENTITY-ASSIGN-ACK} message to the FT.

Onreceipt of "Reject” indication PT shall send a { TEMPORARY -IDENTITY-ASSIGN-REJ} messageto the FT. The
{TEMPORARY -IDENTITY-ASSIGN-REJ} message can optionally contain the <<REJECT-REASON>> information
element if such has been included in the "Reject” primitive.

Therecept of the { TEMPORARY -IDENTITY-ASSIGN-ACK} message should be understood by FT as following:

- PP has gored thereceived identities. If an individual TPUI has been assigned, then any previoudy assigned
individual TPUI (for the rdevant location area) has been replaced by the new one. If anetwork assigned identity
has been assigned, then an earlier stored NWK assigned identity has been replaced by the new one;

- PP haserased therequired identities if a<<DURATION>> information e ement with the value "Erase" was sent
in the { TEMPORARY-IDENTITY-ASSIGN} message; (Thiswill be the case aswell if PP hasno record for the
identitiesrequired to be erased.)

Therecept of the { TEMPORARY -IDENTITY-ASSIGN-REJ} message should be understood by FT as following:
- PP hasnot stored thereceived identities asit isnot capable of storing them;

- PP hasnot stored thereceived identities asit does not support the limitsindicated in the <<DURATION>>
element.

Upon receipt of a{ TEMPORARY-IDENTITY-ASSIGN-ACK} message or a{ TEMPORARY -IDENTITY-ASSIGN-
REJ} message the FT shall stop the timer <MM_ident.1>. If a { TEMPORARY -IDENTITY-ASSIGN-ACK} message
has been received the FT shall consider the assignment (or erasure) as successful. If a{ TEMPORARY -IDENTITY -
ASSIGN-REJ} messageisreceived the FT shall consider the procedure to have failed. The FT issuesa
MM_IDENTITY _ASSIGN-cfm primitive indicating the outcome of the procedure.

NOTE 2: Each TPUI assignment is always associated to one specific IPUI and one specific location area

The temporary identity assignment is supervised by the timer <MM_ident.1> in the FT. At thefirst expiry of timer
<MM_ident.1> the FT should retransmit the { TEMPORARY -IDENTITY-ASSIGN} message. If thetimer
<MM_ident.1> expires a second time the FT shall abort the procedure and rd ease the transaction. The FT then issuesa
MM_IDENTITY_ASSIGN-cfm primitive indicating failure of the procedure.
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FT PT

{ TEMPORARY-IDENTITY-ASSIGN } or
>

{LOCATE-ACCEPT} if preceded by
a {LOCATE-REQUEST} from the PT

{TEMPORARY-IDENTITY-ASSIGN-ACK} or
{TEMPORARY-IDENTITY-ASSIGN-REJ}

<

Figure 112: Temporary identity assignment

13.3  Authentication procedures
The authentication procedures can be used:
- tocheck that the identity provided by the PT isthe correct identity;
- toauthenticate the user;
- tocheck that the identity provided by the FT isthe correct identity;
- toprovide anew key for ciphering;
- tocheck the ZAPfield provided by the PT;
- tosend a ZAP command to the PT.
The authentication procedures are based on the use of the following information elements:
- <<AUTH-TYPE>>,
- <<RAND>>;
- <<RS>>;
- <<RES>>;
- <<ZAP-FIELD>>,
- <<REJECT-REASON>>.

13.3.1 Authentication of a PT

The authentication of a PT may be invoked by the FT in various cases e.g. when originating or terminating a call,
activation or deactivation of afeature or supplementary service, location procedures or other MM procedures.
Authentication can also be invoked during acall (in-call authentication).

Procedure for authenticatinga PT:

Upon receivingaMM_AUTHENTICATE-reg primitive the FT sends an { AUTHENTICATION-REQUEST} message
which contains the <<AUTH-TY PE>> information el ement (defining the chosen authentication type and authentication
key) and the <<RAND>> and <<RS>> information elements (two numbers necessary for calculating the response
parameter). The <<RS>> information e ement is only mandatory, when a DECT standard authentication algorithmis
used, for other algorithmsit can be optional. The INC bit in the <<AUTH-TY PE>> information element can be used to
ask the PT to increase its ZAP-register. The { AUTHENTICATION-REQUEST} message can also contain the optional
<<CIPHER-INFO>> information element and an optional <<IWU-TO-IWU>> information e ement. The timer
<MM_auth.1> is started.
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Upon receipt of the { AUTHENTICATION-REQUEST} message PT issuesaMM_AUTHENTICATE-ind primitive.
Therelevant ZAP fidd shall be incremented, if the INC hit in the <<AUTH-TY PE>> information element is set. If the
valuein the ZAP fidd was already at the maximum value of OFH, then it shall be set to zero. Before incrementing the
relevant ZAP field the IWU may issuea MM_AUTHENTICATE-req primitive thereby requesting PT to authenticate
the FT - in this case the authentication of a PT with incrementing the ZAP field procedure, and authentication of a FT
procedure shall be treated as nested procedures, see annex H, clause H.2. If the authentication of the FT fails, the ZAP
field may not be incremented.

NOTE: A ZAPfiddisawaysrelated to one IPUI (subscription), as also an authentication key is always related to
one IPUI. Therefore several ZAP fields can exig in the PT. In this procedure the relevant ZAP fidd is
that, which isrelated to the same IPUI as the used authentication key.

Upon receivingaMM_AUTHENTICATE-res primitive indicating "accept” the PT shall respond by sending an
{AUTHENTICATION-REPLY} message which contains the <<RES>> information e ement with the cal culated resuilt.
If the PP has stored a ZAP field that isrelated to the current active 1PUI, than also the <<ZAP-FIELD>> information
element with the relevant ZAP value shall beincluded. If the PP has stored a"service class' that isrelated to the current
active IPUI, then also the <<SERVICE-CLASS>> information element shal beincluded. If in the
{AUTHENTICATION-REQUEST} message the TXC hit in the <<AUTH-TY PE>> information €lement was set, then
the derived cipher key shall be sent using the <<KEY>> information € ement. An optional <<IWU-TO-IWU>>
information element can also be included in the { AUTHENTICATION-REPLY} message. Upon receiving a
MM_AUTHENTICATE-res primitive indicating "reject” the PT shall respond by sending an { AUTHENTICATION-
REJECT} message containing the optional <<REJECT-REASON>> information element and one of a prioritized list of
the optional <<AUTH-TY PE>> information el ement to propose an alternative algorithm or key.

The FT shdl only request to send a derived cipher key (e.g. for GSM) when the DECT link is already ciphered.

Upon receipt of the { AUTHENTICATION-REPLY} message or the { AUTHENTICATION-REJECT} message the FT
shall stop thetimer <MM_auth.1> and issue aMM_AUTHENTICATE-cfm primitive indicating the outcome of the
operation. The validity of the response shall be checked. If the FT hasreceived an { AUTHENTICATION-REPLY}
message, where the <<RES>> information e ement contains the correct result the PT authentication shall be considered
as successful. If the FT hasreceived an { AUTHENTICATION-REPLY} message where the <<RES>> information
element contains the wrong result, then in cases where the Temporary Portable User Identity (TPUI) has been used the
local network may decide to initiate the identity procedure. In any case the FT may optionally communicate the failed
authentication to the PT in a subsequent NWK layer message, using a <<RELEASE-REASON>> or <<REJECT-
REASON>> information element. The FT issuesaMM_AUTHENTICATE-cfm primitive.

If aDECT standard authentication a gorithm is used, then together with the authentication result anew ciphering key is
calculated. If in this case the UPC-hit in the <<AUTH-TY PE>> information element is set, this new ciphering key shall
be stored and shall be given the cipher key number asindicated in the <<AUTH-TY PE>> information element.

The procedure for authenticating a PT is supervised by thetimer <MM_auth.1> in the FT. At thefirst expiry of timer
<MM_auth.1> the FT should re transmit the { AUTHENTICATION-REQUEST} message. If thetimer <MM_auth.1>
expires a second time the FT shall abort the procedure and rel ease the transaction.

FT PT

{AUTHENTICATION-REQUEST}

{AUTHENTICATION-REJECT}

| |
| |
| {AUTHENTICATION-REPLY?} or |
| |
| |

Figure 113: Authentication of the PT
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13.3.2 Authentication of the user

The authentication of the user is combined with the authentication of a PT. Therefore the information elements and
messages are the same asin clause 13.3.1 above. The only differenceis that in the <<AUTH-TY PE>> information
element the use of a different key isindicated. In this case part of the key is added by the user viathe keypad. This
keypad entry isnot transmitted over the air, but locally used by the PT to cal culate the authentication key, K.

The procedure is equivalent to that one described in clause 13.3.1 above. The timer that isused by the FT is called
<MM_auth.2>, which has alonger period in order to enable the user to enter the User Personal Identity (UP1).

If user authentication procedure is sarted during an unfinished PT initiated procedure of lower priority, then the PT
shall stop thetimer of the unfinished lower priority procedure and start the <MM_auth.2> timer. The PT shall stop the
<MM_auth.2> timer when it responds to the user authentication procedure by sending an { AUTHENTICATION-
REPLY} or {AUTHENTICATION-REJECT} message. If the <MM_auth.2> timer expires or is stopped and the lower
priority procedure has not been finished in the meantime, then the timer of the interrupted lower priority procedure shall
be restarted, see clause 15.5.

13.3.3 Authentication of a FT
This authentication procedure is activated by the PT, typically when the FT is sending a ZAP-command.
Procedure for authenticatinga FT:

Upon receivingaMM_AUTHENTICATE-reqg primitive the PT sends an { AUTHENTICATION-REQUEST} message
which contains the <<AUTH-TY PE>> information element (defining the chosen authentication type) and the
<<RAND>> information elements (a random number necessary for calculating the response parameter). It can al'so
contain the optional <<CIPHER INFO>> information element and an optional <<IWU-TO-IWU>> information
element. Thetimer <MM_auth.1> is sarted.

NOTE 1: The <<RES>> information el ement is only included when the { AUTHENTICATION-REQUEST}
message is used for the key allocation procedure.

The FT, upon receiving the { AUTHENTICATION-REQUEST} message, issuesan MM_AUTHENTICATE-ind
primitive.

Upon receivingaMM_AUTHENTICATE-res primitive indicating "accept” the FT shall respond by sending an
{AUTHENTICATION-REPLY} message which contains the <<RES>> information element with the cal cul ated result
and the <<RS>> information e ement with anumber necessary for calculating the response parameter. The <<RS>>
information element is only mandatory when a DECT standard authentication algorithm is used, for other algorithmsit
can be optional. An optiona <<IWU-TO-IWU>> information element can also be included in the
{AUTHENTICATION-REPLY} message. Upon receivingaMM_AUTHENTICATE-res primitive indicating "reject"
the FT shall respond by sending an { AUTHENTICATION-REJECT} message containing one or a prioritized list of the
optional <<AUTH-TY PE>> information element to propose an alternative algorithm or key and an optional
<<REJECT-REASON>> information e ement.

Upon receipt of the { AUTHENTICATION-REPLY} message or the {AUTHENTICATION-REJECT} message the PT
shall stop thetimer <MM_auth.1> and issue aMM_AUTHENTICATE-cfm primitive indicating the outcome from the
procedure. The vaidity of the response shall be checked. If the PT hasreceived an { AUTHENTICATION-REPLY}
message, where the <<RES>> information e ement contains the correct result the PT shall consider the FT

authenti cation as successful.

NOTE 2: A cipher key should not be generated during FT authentication. If generated, it isnot used.

The procedure for authenticating aFT is supervised by thetimer <MM_auth.1> in the PT. At thefirst expiry of timer
<MM_auth.1> the PT should retransmit the { AUTHENTICATION-REQUEST} message. If thetimer <MM_auth.1>
expires a second time the PT shall abort the procedure and rel ease the transaction.

ETSI



195 ETSI EN 300 175-5 V1.5.1 (2001-02)

FT PT

{AUTHENTICATION-REQUEST}

{AUTHENTICATION-REJECT}

|
|
{AUTHENTICATION-REPLY} or |
|
|

Figure 114: Authentication of a FT

NOTE 3: The procedure for authenticating a FT has the highest priority under the MM procedures and can
therefore always be initiated. It restartsthe MM timer in the FT of any FT initiated and yet unfinished
MM procedure. See also clause 15.5.

13.4  Location procedures

Three location related procedures are defined, location registration (attach), detach and location update.

13.4.1 Location registration

The location registration procedureis used to indicate to the FT where the PT islocated in terms of location areas,
where alocation area consists of part of one or several DECT systems.

The location regigration procedure is based on the International Portable User Identity (IPUI) and is only carried out
with respect to the |PUI that is active at the time. The location information that has been stored in association with
inactive IPUIs is not effected.

NOTE 1: Location registration without changing the location areaisreferred to as attach, which isthe process
whereby a PT informsthe FT that it isready to receive incoming calls. Therefore the procedure for attach
isthe same as described in this clause.

Thelocation registration procedureis used asfollows:

Upon receiving aMM_LOCATE-req primitive the PT sendsa { LOCATE-REQUEST} message containing the
following information elements:

- a<<PORTABLE-IDENTITY>> information € ement. The portable identity may be either the IPUI or, if the
extended higher layer capabilities bit a39 is set to 1, then an assigned individual TPUI may be used. A TPUI may
also be used when sending a{ LOCATE-REQUEST} in the same location areaas aresult of expiry of validity of
previous location registration if indicated by <<USE-TPUI>> in the previous { LOCATE-ACCEPT}.

NOTE 2: Extended higher layer capabilities bit a39 indicates that at least one of the networksto which an FT may
provide access can support access based on TPUIs. It does not indicate that all networks accessible via the
FT can support TPUI access.

- If anassigned individual TPUI isused, the FT and/or an associated network, may be unable to determine the
identity of the PT, resulting in a{ LOCATE-REJECT} message. In this situation the PT shall re-attempt the
location registration procedure using the IPUI unless there is a <<rgject reason>> indicating that location
registration failed for a different reason.

NOTE 3: In some situations there may be more than one PT with the same TPUI. Further procedures to determine
the PT identity are required in these situations (e.g. authentication, followed by identity request if
authentication fails).

- If thelocation area has changed, then a <<FIXED-IDENTITY >> information element with the old ARI and a
<<LOCATION-AREA>> information € ement with the old LAL shall be included.

- If the PT has Extended Location Information (ELI), then this shall also be included in the <<LOCATION-
AREA>> information element (asLI-Type 11).

- If the PT hasanetwork assigned identity, then this shall be sent within a <<NWK-ASSIGNED-IDENTITY>>
information e ement.
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The {LOCATE-REQUEST} message can & so contain an optional <<CIPHER-INFO>> information e ement, an
optional <<SETUP-CAPABILITY>> information element, an optional <<TERMINAL-CAPABILITY >> information
element and an optional <<IWU-TO-IWU>> information element. Thetimer <MM_locate.1> is started.

Upon receiving a{ LOCATE-REQUEST} messagethe FT issuesa MM_LOCATE-ind primitive. Upon receiving a
MM_LOCATE-res primitive indicating "accept” the FT shall respond with a{ LOCATE-ACCEPT} message containing
the <<LOCATION-AREA>> information element with the location arealevel, a<<PORTABLE-IDENTITY>>
information element with a new assigned individual TPUI of the PT an optional <<SETUP-CAPABILITY>>
information e ement and an optional <<NWK-ASSIGNED-IDENTITY >> information element with a network assigned
identity. If the FT is capable of dealing with call setup attempts using temporary identities, it should also include the
<<USE TPUI>> information element. A <<USE TPUI>> information element only applies to the active | PUI/PARK
pair.

If the FT does not want to assign TPUI it shall include the <<PORTABLE-IDENTITY>> information el ement with
zero length contents (octet 2 = 0).

If the portable receives a <<Portable identity>> with zero length contents (octet 2 = 0), it shall maintain its currently
assigned TPUI. If no TPUI has been previoudly assigned, it shall useitsdefault TPUI.

The message can also contain an optional <<DURATION>> information element, which may define for how long at
least the location registration and the temporary identities, if provided, are valid. Optionally an <<IWU-TO-IWU>>
information element can aso be included in the {LOCATE-ACCEPT} message. If aTPUI or NWK assigned identity is
included, then the { LOCATE-ACCEPT} message is used to start the procedure for temporary identity assignment as
described in clause 13.2.2. FT shdl start timer <MM_ident.1>. Upon receiving a MM_LOCATE-res primitive
indicating "rgect”" the FT shall respond with a{ LOCATE-REJECT} message containing the optional <<REJECT-
REASON>> information element.

Upon receipt of the {LOCATE-ACCEPT} message or the {LOCATE-REJECT} messagethe PT shall stop the timer
<MM_locate.1>. The PT issuesa MM_LOCATE-cfm primitive. If a correct { LOCATE-ACCEPT} message has been
received, the PP shall consider the location registration as successful and shall store the received location information. If
the {LOCATE-ACCEPT} message containsa TPUI or/and anetwork assigned identity, then the PP shall consider this
as atemporary identity assignment, and shall respond according to the identity assignment criteria defined in

clause 13.2.2. If it can accept the assignment, it shall store the identities and send back aMM_IDENTITY_ASSIGN-res
primitiveindicating "Accept” reflecting in a{ TEMPORARY -IDENTITY -ASSIGN-ACK} message sent to the FT as
described in clause 13.2.2. If it cannot accept the assignment, it shall send back a MM _IDENTITY_ASSIGN-res
primitiveindicating "Reject” reflectingin a{ TEMPORARY -IDENTITY-ASSIGN-REJ message as described in
clause 13.2.2. On receipt of a{ TEMPORARY-IDENTITY-ASSIGN-ACK} message or a{ TEMPORARY-IDENTITY -
ASSIGN-REJ} message as described in clause 13.2.2 FT issuesa MM_IDENTITY_ASSIGN-cfm primitive indicating
the outcome of the assignment. On receipt of { TEMPORARY -IDENTITY-ASSIGN-ACK} message or
{TEMPORARY -IDENTITY-ASSIGN-REJ} message the FT shall stop timer <MM_identity.1>. If timer
<MM_ident.1> expires, the FT shall abort the procedure and release the transaction.

The compl ete location regigtration procedure shall be treated as a single transaction, even when it includes an identity
assignment, see annex H, clause H.3.2.

If a{LOCATE-REJECT} message has been received containing a <<DURATION>> information element, then the PT
shall not initiate this procedure within thislocation area again before the defined time has passed. If the
<<DURATION>> element indicates "Standard time limit" or cannot be understood, the PT shall wait a minimum of
<MM_wait> minutes. The time starts with the reception of the { LOCATE-REJECT} message.

The location registration procedureis supervised by the timer <MM_locate.1> in the PT. At thefirst expiry of timer
<MM _locate.1> the PT should retransmit the { LOCATE-REQUEST} message. If thetimer <MM_locate.1> expires a
second time the PT shall abort the procedure and rel ease the transaction.
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FT PT
{LOCATE-REQUEST}
<
{LOCATE-ACCEPT} or
{LOCATE-REJECT}
>
{TEMPORARY-IDENTITY-ASSIGN-ACK}
or none
<

Figure 115: Location registration

NOTE 4: For fast set up also location registration is needed. In this case the size of the location areaisone cell.

13.4.2 Detach

Detach isthe process whereby a PT informs the FT that it is not ready to receive incoming cals.

NOTE 1: Location registration without changing the location areaisreferred to as "attach”. Therefore the procedure
for attach is the same as described in clause 13.4.1 for location registration.

The detach procedure is used as follows:

Upon receiving aMM_DETACH-req primitive the PT sends a{ DETACH} message, containing the <<PORTABLE-
IDENTITY>> information element with its IPUI or individual assigned TPUI. If the PT has got a network assigned
identity, then thisidentity shall also be included, using a <<NWK-ASSIGNED-IDENTITY>> information element.
Optionally an <<IWU-TO-IWU>> information element can also be included.

Upon receiving a{ DETACH} message the FT issuesaMM_DETACH-ind primitive.
FT PT

| {DETACH} |
| < |

Figure 116: Detach

NOTE 2: This message should have been preceded by a{ LOCATE-REQUEST} message.

13.4.3 Location update
Location update is used by the FT to inform the PT of a modification of thelocation areas.
Thelocation update procedureis used asfollows:

Upon receiving aMM_INFO-req primitive the FT sends a{MM-INFO-SUGGEST} message, which contains an
<<INFO-TY PE>> information element with the parameter type "locate suggest”. Optionally an <<IWU-TO-IWU>>
information el ement can be included.

Upon receipt of the { MM-INFO-SUGGEST} message the PT issuesa MM_INFO-ind primitive. If the parameter type
"locate suggest” isindicated in the <<INFO-TY PE>> information element, the PT shall initiate the location registration
procedure as described in clause 13.4.1.

FT PT

| {MM-INFO-SUGGEST} |
| >

Figure 117: Location update

The locate suggest and the following | ocation registration procedure shall be treated as two different transactions, see
annex H, clause H.3.1.
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13.5 Access rights procedure

13.5.1 Obtaining the access rights

The procedure for obtaining the access rights is used to load the International Portable User Identity (IPUI), the
Portable Access Rights Key (PARK) and other service specific information into the PT.

The PT can then use the knowledge to:
- gain access to the system and make calls,
- recognize the system in order to receive calls.
The FT can then use the knowledge to:
- validate service requests from the PT; and
- alow certain classes of service;
- recognize callsfor valid PTsin order to route callsto them.

If the access rights procedure is not supported by the FT, asindicated in the broadcast attributes and as defined in
annex F, than the PT shall not initiate this procedure.

Procedure for obtaining the accessrights:

Upon receivingaMM_ACCESS _RIGHT S-req primitive the PT initiates the procedure by sending an { ACCESS-
RIGHTS-REQUEST} message and startsthe timer <MM_access.1>. The { ACCESS-RIGHTS-REQUEST} message
contains a <<PORTABLE-IDENTITY>> information element with an international portable user identity, e.g. IPUI
type N with the portabl€'s equi pment number. The message can also contain an optional <<AUTH-TY PE>>
information element, an optional <<CIPHER-INFO>> information element, an optional <<SETUP-CAPABILITY>>
information e ement, an optional <<TERMINAL-CAPABILITY>> information element and an optional <<IWU-TO-
IWU>> information el ement.

Upon receiving a{ ACCESS-RIGHTS-REQUEST} messagethe FT issuesaMM_ACCESS RIGHTS-ind primitive.
Upon receivingaMM_ACCESS _RIGHT S-res primitive indicating "accept” the FT shall respond by sending an
{ACCESS-RIGHTS-ACCEPT} message containing a<<<PORTABLE-IDENTITY >> information element with an
international portable user identity and an <<FIXED-IDENTITY>> information € ement with the portable access rights
key. Optionally alist of <<FIXED-IDENTITY>> information el ements with further portable access rights keys can be
included. Further optional information e ements are the <<LOCATION-AREA>> information e ement with the location
arealevel, the <<AUTH-TY PE>> information e ement which indicates the authentication algorithm and key, the
<<CIPHER-INFO>> information element which indicates the cipher algorithm, the <<SETUP-CAPABILITY>>
information el ement which communicates some dynamic parameters, the <<ZAP-FIELD>> information element with
the ZAP value, the <<SERVICE-CLASS>> information element which definesthe allowed service, and key and the
<<IWU-TO-IWU>> information element with operator specific information.

NOTE: For sending the user authentication key over the air the key allocation procedure can be used. That
procedure needs afirst key e.g. an authentication code which could be keyed in.

Upon receivingaMM_ACCESS _RIGHT Sres primitive indicating "reject” the FT shall respond by sending an
{ACCESS-RIGHTS-REJECT} message containing the optional <<REJECT-REASON>> information element.

Upon receipt of the { ACCESS-RIGHTS-ACCEPT} message or the { ACCESS-RIGHTS-REJECT} message the PT
shall stop thetimer <MM_access.1>. The PT issuesaMM_ACCESS RIGHTS-cfm primitive. If an { ACCESS-
RIGHTS-ACCEPT} message has been received the PT shall store the received information.

If an { ACCESS-RIGHTS-REJECT} message has been received containing a <<DURATION>> information element,
then the PT shall not initiate this procedure within this location area again before the defined time has passed. If the
<<DURATION>> e ement cannot be understood or indicates "standard time limit" the PT shall wait a minimum of
<MM_wait> minutes. The time starts with the reception of the { ACCESS-RIGHTS-REJECT} message.

The procedure for obtaining access rights is supervised by the timer <MM_access. 1> in the PT. At the first expiry of
timer <MM_access.1> the PT should retransmit the { ACCESS-RIGHTS-REQUEST} message. If the timer
<MM_access. 1> expires a second time the PT shall abort the procedure and rel ease the transaction.
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FT PT

{ ACCESS-RIGHTS-REQUEST }

{ACCESS-RIGHTS-ACCEPT} or
{ACCESS-RIGHTS-REJECT}
>

Figure 118: Obtaining of Access Rights

13.5.2 Termination of access rights

The procedure for terminating the access rights is used to remove a specific International Portable User Identity (1PUI)
and all information which isrelated to thisIPUI from the PT and FT.

The PT isthen unable to:
- gain access to the system and make calls,
- recognize the system in order to receive calls.
The FT isthen unable to:
- validate service requests from the PT and allow certain classes of service;
- recognize callsfor valid PTsin order to route callsto them.
Procedurefor terminating accessrightsinitiated by the PT:

Upon receivingaMM_ACCESS RIGHTS_TERMINATE-req primitive the PT initiates the procedure by sending an
{ACCESS-RIGHTS- TERMINATE-REQUEST} message containing the <<PORTABLE-IDENTITY>> information
element with the IPUI. The message can also contain an optional <<FIXED-IDENTITY>> information €lement with a
portabl e access rights key and an optional <<IWU-TO-IWU>> information element. Thetimer <MM_access.2> is
started.

Upon receipt of an { ACCESS-RIGHTS-TERMINATE-REQUEST} message the FT issuesa

MM_ACCESS _RIGHTS TERMINATE-ind primitive. The FT may receivea MM_AUTHENTICATE-req primitive
triggering the authentication the PT procedure before the terminate access rights request is answered - in this case
termination of access rights procedure and authentication procedure shall be trested as nested procedures, see annex H,
clause H.2. If authentication of the PT isnot successful, termination of access rightsrequest should be rgjected. If the
{ACCESS-RIGHTS- TERMINATE-REQUEST} message contains a PARK, then the erasure of only thisPARK is
requested. If the { ACCESS-RIGHTS- TERMINATE-REQUEST} message containsno PARK, then the erasure of the
IPUI and all data associated with thisIPUI isrequested. If the FT receivesaMM_ACCESS _RIGHTS TERMINATE-
res primitive indicating "accept”, then the FT shall respond by sending an { ACCESS-RIGHTS-TERMINATE-
ACCEPT} message. If the FT receivesa MM_ACCESS RIGHTS _TERMINATE-res primitive indicating "reject”, then
the FT shall respond by sending an { ACCESS-RIGHTS-TERMINATE-REJECT} message containing the optional
<<REJECT-REASON>> information e ement.

Upon receipt of an { ACCESS-RIGHTS- TERMINATE-ACCEPT} message or an { ACCESS-RIGHTS-TERMINATE-
REJECT} message the PT shall stop thetimer <MM_access.2>. The PT issuesa

MM_ACCESS RIGHTS TERMINATE-cfm primitive. If an { ACCESS-RIGHTS- TERMINATE-ACCEPT} message
has been received, the PT shall consider the termination of access rights as successful and del ete the same data in the
PP, that the former { ACCESS-RIGHTS- TERMINATE-REQUEST} message reguested to be deleted.

If an { ACCESS-RIGHTS- TERMINATE-REJECT} message has been received it shall be understood as therequired
data has not been deleted.

If an { ACCESS-RIGHTS- TERMINATE-REJECT} message has been received containing a <<DURATION>>
information e ement, then the PP shall not initiate this procedure within this location area again before the defined time
has passed. If the <<DURATION>> element indicates "standard time limit" or cannot be understood the PP shall wait a
minimum of <MM_wait> minutes. The time starts with the reception of the { ACCESS-RIGHTS- TERMINATE-
REJECT} message.
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The PT initiated procedure for termination of access rightsis supervised by the timer <MM_access.2> in the PT. At the
first expiry of timer <MM_access.2> the PT should retransmit the { ACCESS-RIGHTS-TERMINATE-REQUEST}
message. If thetimer <MM_access.2> expires a second time the PT shall abort the procedure and release the
transaction.

{ ACCESS-RIGHTS-TERMINATE-REQUEST }

{ACCESS-RIGHTS-TERMINATE-REJECT}

| |
| {ACCESS-RIGHTS-TERMINATE-ACCEPT} or |
| |
| |

Figure 119: PT termination of access rights

Procedure for termination of accessrightsinitiated by the FT:

Upon receivingaMM_ACCESS RIGHTS _TERMINATE-req primitive the FT initiates the procedure by sending a
{ACCESS-RIGHTS- TERMINATE-REQUEST} message containing the <<PORTABLE-IDENTITY>> information
element with the IPUI. The message can also contain an optional <<FIXED-IDENTITY>> information element with a
portabl e access rights key and an optional <<IWU-TO-IWU>> information element. Thetimer <MM_access.2> is
started.

Upon receipt of the { ACCESS-RIGHTS- TERMINATE-REQUEST} message the PT issuesa

MM_ACCESS _RIGHTS TERMINATE-ind primitive. The PP should authenticate the FT - in this case termination of
access rights procedure and authentication procedure shall be treated as nested procedures, see annex H, clause H.2. If
the authentication of the FT fails, then the PP should send an ACCESS-RIGHTS-TERMINATE-resindicating "Reject”
resulting in an { ACCESS-RIGHTS-TERMINATE-REJECT} message containing the optional <<REJECT-REASON>>
information element. Otherwise the PP shall, if the { ACCESS-RIGHTS- TERMINATE-REQUEST} message containsa
PARK, erase this PARK and all data associated with this PARK and if the message contains no PARK, erase the [PUI
and all data associated with this |PUI and send an MM_ACCESS_RIGHTS _TERMINATE-res indicating "Accept"
resulting in an { ACCESS-RIGHTS-TERMINATE-ACCEPT} message being sent back to the FT.

Upon receipt of the {ACCESS-RIGHTS- TERMINATE-ACCEPT} message or the{ ACCESS-RIGHTS- TERMINATE-
REJECT} message the FT shall stop thetimer <MM_access.2>. The FT issuesa

MM_ACCESS_RIGHTS TERMINATE-cfm primitive. If an { ACCESS-RIGHTS-TERMINATE-ACCEPT} message
has been received, the FT shall consider the termination of access rights as successful.

The FT initiated procedure for termination of access rightsis supervised by the timer <MM_access.2> in the FT. At the
first expiry of timer <MM_access.2> the FT should retransmit the { ACCESS-RIGHTS-TERMINATE-REQUEST}
message. If thetimer <MM_access.2> expires a second time the FT shall abort the procedure and release the
transaction.

{ ACCESS-RIGHTS-TERMINATE-REQUEST }
>

| |
| {ACCESS-RIGHTS-TERMINATE-ACCEPT} or |
| |
| |

{ACCESS-RIGHTS-TERMINATE-REJECT}
<

Figure 120: FT termination of access rights

13.5.3 Modification of access rights

Modification of access rights procedure is used by the FT to modify access rights stored in the PT without user
intervention.

Procedur e for modification of accessrights:

Upon receiving aMM_INFO-req primitive the FT sends a{ MM-INFO-SUGGEST} message, which contains an
<<INFO-TY PE>> information element with the parameter type "access rights modify suggest”.
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Upon receipt of the { MM-INFO-SUGGEST} message the PT issuesa MM _INFO-ind primitive. If the parameter type
"access rights modify suggest” isindicated in the <<INFO-TY PE>> information € ement, the PT shdl initiate the
obtaining of access rights procedure as described in clause 13.5.1. Prior to thisthe PT should perform authentication of
aFT asdescribed in clause 13.3.3.

If obtaining the access rights procedure fails, the PT shall leave the access rights parameters unchanged.

13.6  Key allocation procedure

Upon receivingaMM_KEY_ALLOCATE-req primitive the FT initiates the procedure by sending a{ KEY -
ALLOCATE} message which shall contain the <<ALLOCATION-TY PE>> information element which indicates the
Authentication algorithm identifier, the Authentication code (AC) number to be used and the User authentication key
(UAK) number to be derived. The message shall aso contain the <<RAND>> information element with the 64-bit
random number, RAND-F, and the <<RS>> information € ement with the 64-bit number RS. Thetimer <MM_key.1>
is started.

NOTE 1: The authentication code which is used in this procedure should be aslong as possible, at least 32 bits, but
better if 64 bits or more are used.

Upon receipt of the {KEY-ALLOCATE} message the PT issuesan MM_KEY _ALLOCATE-ind primitive. If the
<<ALLOCATION-TYPE>> dement is acceptable the PT shall use the indicated authentication code and the received
numbers, RS and RAND-F, to calculate the authentication result RESL. The PT shall start timer <MM_auth.1> and
respond by sending an { AUTHENTICATION-REQUEST} message including the <<AUTH-TY PE>> information
element with the same parameters (Authentication algorithm identifier, Authentication key (AK) typeindicating AC,
Authentication code (AC) number) asindicated in the received <<ALLOCATION-TY PE>> information €lement. The
PT shall aso include the <<RES>> information element with the calculated result RES1 and the <<RAND>>
information el ement with a 64-bit random number, RAND-P. If thereceived <<ALLOCATION-TYPE>> dlement is
unacceptable the PT shall respond by sending an { AUTHENTICATION-REJECT} message.

Upon receipt of the { AUTHENTICATION-REJECT} message the FT shdl stop thetimer <MM_key.1> and consider
that the key allocation procedure hasfailed.

Upon receipt of the { AUTHENTICATION-REQUEST} message the FT shall stop the timer <MM_key.1>. The value
XRESL is computed in the FT from the indicated authentication code, RAND-F and RS. The authentication of PT is
considered as successful if RES1 = XRESL. If it is successful the FT shall usethe original RS, the AC and the received
random number RAND-P to calcul ate the authentication result, RES2. The FT shall store the reverse session key, KS,
as new user authentication key under the UAK-number which was given in the <<ALLOCATION-TY PE>>
information e ement in the{ KEY-ALLOCATE} message. The FT marks the new UAK with "unconfirmed status’. The
FT shal respond by sending an { AUTHENTICATION-REPLY} message which contains the <<RES>> information
element with the cal culated result RES2. If the 'authentication of the PT hasfailed', the FT shall respond by sending an
{AUTHENTICATION-REJECT} message.

Upon receipt of the { AUTHENTICATION-REJECT} message the PT shdl stop thetimer <MM_auth.1> and consider
that the key allocation procedure as failed.

Upon receipt of the { AUTHENTICATION-REPLY} message the PT shal stop thetimer <MM_auth.1>. The value
XRES2 is computed in the PT from the indicated authentication code, RAND-P and the origina RS. The authentication
of FT isconsidered as successful if RES2 = XRES2. If it is successful the PT shall store the reverse session
authentication key, KS, as new user authentication key under the UAK-number which was given in the
<<ALLOCATE-TYPE>> information element in the { KEY-ALLOCATE} message and erase the used Authentication
Code, AC. If the authentication of the FT hasfailed the PT shall retain the AC, and drop the call.

NOTE 2: Thereverse Session authentication Key, KS, is an intermediate result during the calculation of RES2.
Refer also to EN 300 175-7 [6].

The FT shall keep the Authentication Code (AC), and shall try to use the UAK with "unconfirmed status' in a future PT
authentication procedure. If this future authentication of the PT succeeds, then also the FT shall erase the AC, and the
UAK will now obtain the "confirmed status’. If it fails the FT shall delete this UAK.

The key alocation procedure is supervised by thetimer <MM_key.1> in the FT and by the timer <MM_auth.1> in the
PT. At thefirst expiry of timer <MM_key.1> the FT should re transmit the { KEY-ALLOCATE} message. If thetimer
<MM_key.1> expires a second time the FT shall abort the procedure and release the transaction. If the timer
<MM_auth.1> expires the PT shall abort the procedure and release the transaction.
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Successful case:
FT PT
| {KEY-ALLOCATE} |
I {AUTHENTICATION-REQUEST} - I
i ) {AUTHENTICATION-REPLY} i
>

Figure 121: Successful key allocation procedure
Unsuccessful case:
FT PT

{KEY-ALLOCATE}

| |
| >
| {AUTHENTICATION-REJECT} |
| < |

Figure 122: Unsuccessful key allocation procedure

This procedure shall not be used for roaming key allocation in a visited network.

NOTE 3: A possibility for roaming key allocation is that the visited system obtains a Session Key KS with the
corresponding value RS from the home system. It can then use this session key for the authentication
procedures whereas the PT can useits standard user authentication key together with RS and RAND to
cal cul ate the authentication result asnormal . Refer also to EN 300 175-7 [6].

The compl ete key allocation procedure shall be treated as a single transaction, see annex H, clause H.3.4.

13.7 Parameter retrieval procedure

This procedure is used to exchange information between the FT and the PT. Thisinformation could be necessary for
example for an externa handover, where after having obtained this information the actual handover is done by the
interworking unit viathe call control entity and isnot described in this clause.

The procedure can be initiated by the FT or by the PT.
Procedurefor parameter retrieval initiated by the FT:

Upon receiving aMM_INFO-req primitive the FT initiates the procedure by sending a { MM-INFO-SUGGEST}
message. This message contains the <<INFO-TY PE>> information €l ement which defines the suggested action. The
coding "locate suggest” is used in the case of the location updating procedure which is described in clause 13.4.3. One
of the codings "external handover parameters’, "location ared’, "hand over reference”, "external handover candidate’,
"synchronized external handover candidate” and "non synchronized external handover candidate" is used for the

external handover procedure which isdescribed in clause 15.7.

The {MM-INFO-SUGGEST} message can optionally also contain the following information elements:

<<FIXED-IDENTITY>> with the ARI of a proposed new FT;

<<LOCATION-AREA>> with the identification of the current location area (extended location
information);

<<SETUP-CAPABILITY>> communicating some dynamic parameters

<<NWK-ASSIGNED-IDENTITY>> with anetwork assigned identity;
<<NETWORK-PARAMETER>> with the value of a handover reference;

<<IWU-TO-IWU>> with application specific information.
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Upon receipt of the { MM-INFO-SUGGEST} message the PT issues thisinformation directly to the IWU by issuing a
MM_INFO-ind primitive.
FT PT

| { MM-INFO-SUGGEST } |
| >

Figure 123: FT parameter retrieval procedure

Procedurefor parameter retrieval initiated by the PT:

Upon receiving aMM_INFO-req primitive the PT initiates the procedure by sending a { MM-INFO-REQUEST?}
message, which contains an <<INFO-TY PE>> information dement which defines the requested parameter(s) and can
contain a<<PORTABLE-IDENTITY>> information element with the IPUI or individual assigned TPUI, an optional
<<FIXED-IDENTITY>> information e ement containing ARI or PARKs identifying candidate FPs, an optional
<<LOCATION-AREA>> information el ement with anew location area identification (extended location information),
an optional <<NWK-ASSIGNED-IDENTITY >> information element with a network assigned identity, an optional
<<NETWORK-PARAMETER>> information element with the value of a handover reference and an optional <<IWU-
TO-IWU>> information element.

Upon receiving a{ MM-INFO-REQUEST} message the FT issuesa MM_INFO-ind primitive. Upon receiving a
MM_INFO-res primitive indicating "accept” the FT shall respond by sending a{ MM-INFO-ACCEPT} message, which
can include an <<INFO-TY PE>> information element which gives some more information about specific requested
parameter(s), an optional <<FIXED-IDENTITY >> information element with the ARI of anew FT, an optional
<<LOCATION-AREA>> information el ement with the current location area identification (extended location
information), an optional <<NWK-ASSIGNED-IDENTITY>> information €l ement with anetwork assigned identity,
an optional <<NETWORK-PARAMETER>> information element with the value of a handover reference and an
optional <<IWU-TO-IWU>> information element. Upon receiving aMM_INFO-res primitive indicating "reject” the
FT shall respond by sending a{ MM-INFO-REJECT} message containing the optional <<REJECT-REASON>>
information e ement.

Upon receiving a{ MM-INFO-ACCEPT} message or a{ MM-INFO-REJECT} message the PT issuesa MM_INFO-
cfm primitive.

FT PT

{ MM-INFO-REQUEST }

{MM-INFO-REJECT}

|
| {MM-INFO-ACCEPT} or
|
|

>

Figure 124: PT parameter retrieval procedure
The parameter retrieval procedure is supervised by thetimer <MM _info.1> in the PT. At thefirst expiry of the timer
<MM_info.1> the PT should retranamit the { MM-INFO-REQUEST} message. If the timer <MM_info.1> expiresa
second time, the PT shall abort the procedure and rel ease the transaction.

13.8  Ciphering related procedure

Thisprocedureisinitiated by the FT or PT and is used to engage or disengage ciphering and in the case of engaging
ciphering to define the cipher parameters.

NOTE 1: Thereal time start and stop of ciphering is donein the MAC layer and is always initiated by the PT.
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Procedurefor cipher-switching initiated by the FT:

Upon receiving a MM _CIPHER-req primitive the FT initiates the procedure by sending a { CIPHER-REQUEST}
message to the PT. The{ CIPHER-REQUEST} message contains a <<CIPHER-INFO>> information element with the
clear/cipher flag and the identification of the cipher algorithm and cipher key. The message can also contain an optional
<<CALL-IDENTITY>> information element, which identifies the call for which ciphering shall be engaged or
disengaged, and an optional <<CONNECTION-IDENTITY>> information €lement, which identifies the connection
where ciphering shall be engaged or disengaged. If neither the <<CALL-IDENTITY >> information element nor the
<<CONNECTION-IDENTITY>> information element is included, then cipher-switching shall relateto all existing
calls/connections between the FT and PT. Optionally an <<IWU-TO-IWU>> information €lement can be included. The
cipher key istransferred with aDL_ENC_KEY .req primitive to the lower layer and thetimer <MM_cipher.1> is
started.

Upon receipt of the { CIPHER-REQUEST} message the PT issues a MM_CIPHER-ind primitive. The PT checksthe
clear/cipher flag and if it supports the indicated cipher algorithm and cipher key. The response of the PT isasindicated
in the following table:

Table 83: Response to cipher switching initiated by the FT

Current state

clear ciphered
clear EITHER
none Ciphering is disabled at the MAC layer
OR
{CIPHER-REJECT} message is sent to the
Wanted FT (reject reason = incompatible service)
state ciphered IF requested ciphering supported
THEN none (note 2)

a DL_ENCRYPT req primitive is issued
to the DLC layer

ELSE

{CIPHER-REJECT} message is sent to
the FT (reject reason = "no cipher
algorithm" or "cipher algorithm not
supported" or "cipher key not
supported"”

NOTE 2: A change of the cipher parameters of an existing and already ciphered connection isnot supported. It is
however possible to switch, to clear, and to start ciphering with new parameters.

If the PT (upon receipt of an MM_CIPHER-res primitive indicating "Reject") responds by sending an { CIPHER-
REJECT} message, then this message may contain one or a prioritized list of the optional <<CIPHER-INFO>>

information el ement to propose an alternative algorithm or key and an optional <<REJECT-REASON>> information
element.

Upon receipt of a DL_ENCRY PT.ind primitive from the lower layer or a{ CIPHER-REJECT} message from the PT the
FT shdl stop thetimer <MM_cipher.1>. The FT issuesa MM_CIPHER-cfm primitive.

If a{CIPHER-REJECT} message has been received the FT can:
a) releasethecall; or
b) proceed in the existing mode;
In the case, that switching from clear to ciphered was requested, the FT has the following additional two options:

) if thergect reason "cipher algorithm not supported” or the rgject reason "cipher key not supported” was
included, then the FT can send a new { CIPHER-REQUEST} message with anew <<CIPHER-TY PE>>
information e ement. This element may have been received in the { CIPHER-REJECT} message;

d) if thergect reason "cipher key not supported” wasincluded, then the FT can perform "authentication of the PT"
(and thereby establish anew cipher key) and then send anew { CIPHER-REQUEST} message.

The procedure for FT initiated cipher-switching is supervised by thetimer <MM_cipher.1> in the FT. At the first expiry
of timer <MM_cipher.1> the FT should retransmit the { CIPHER-REQUEST} message. If thetimer <MM_cipher.1>
expires a second time the FT shall abort the procedure and rel ease the transaction.
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FT PT

{CIPHER-REQUEST}

{CIPHER-REJECT} or none

Figure 125: FT cipher switching

Procedurefor cipher-switching initiated by the PT:

Upon receiving aMM_CIPHER-req primitive the PT initiates the procedure by sending a { CIPHER-SUGGEST}
message to the FT. The { CIPHER-SUGGEST} message contains a <<CIPHER-INFO>> information element with the
clear/cipher flag and the identification of the cipher algorithm and cipher key. The message can also contain an optional
<<CALL-IDENTITY>> information element, which identifies the call for which ciphering shall be engaged or
disengaged, and an optional <<CONNECTION-IDENTITY>> information €lement, which identifies the connection
where ciphering shall be engaged or disengaged. If neither the <<CALL-IDENTITY >> information element nor the
<<CONNECTION-IDENTITY>> information element is included, then cipher-switching shall relateto all existing
calls/connections between the FT and PT. Optionally an <<IWU-TO-IWU>> information €lement can be included. The
timer <MM_cipher.2> is started.

Upon receipt of the { CIPHER-SUGGEST} message the FT issues an MM_CIPHER-ind primitive to the IWU. The
response of the FT isasindicated in the following table and depends on the " Accept/Reject flag" in the received
MM_CIPHER-res primitive reflecting whether the requested service is supported.

Table 84: Response to cipher switching initiated by the PT

Current state
clear ciphered
clear If clear is allowed
none THEN
the "procedure for cipher-switching initiated
by the FT" is started by sending
{CIPHER-REQUEST} message

ELSE
{CIPHER-REJECT} message is sent to the
Wanted PT
state ciphered If requested ciphering supported
THEN none (note 3)

the "procedure for cipher-switching
initiated by the FT" is started, sending
{CIPHER-REQUEST} message

ELSE

{CIPHER-REJECT} message is sent to
the PT

NOTE 3: A change of the cipher parameters of an existing and already ciphered connection is not supported. It is
however possible to switch to clear and to start ciphering with new parameters.

Upon receipt of a{ CIPHER-REQUEST} message or a{ CIPHER-REJECT} message from the FT the PT shall stop the
timer <MM_cipher.2>. If a{ CIPHER-REQUEST} message has been received, then the PT shall respond as described
in the "procedure for cipher-switching initiated by the FT".

If a{CIPHER-REJECT} message has been received, than the PT can either release the call or proceed in the exigting
mode. In this case the PT issues a MM_CIPHER-cfm primitive indicating "reject".

The procedure for PT initiated cipher-switching is supervised by thetimer <MM_cipher.2> in the PT. At the first expiry
of timer <MM_cipher.2> the PT should retransmit the { CIPHER-SUGGEST} message. If thetimer <MM_cipher.2>
expires a second time the PT shall abort the procedure and rel ease the transaction.
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FT PT
{CIPHER-SUGGEST}
) {CIPHER-REJECT} or none or
or "FT initiated cipher-switching" 7
{CIPHER-REQUEST}
{CIPHER-REJECT} or none -
<

Figure 126: PT cipher switching

The compl ete procedure for cipher-switching initiated by the PT shall be trested as a single transaction, see annex H,
clause H.3.3.

14 Link Control Entity (LCE) procedures

14.1 General

The Link Control Entity (LCE) isthe lowest entity in the NWK layer, and all messages to and from the higher entities
pass through the LCE. Thereisa sngle LCE at both the FT and the PT.

The LCE controlsindependent links for each PT. Themain function of this single LCE is the message routing task:
thereis no other interaction between the links. All the LCE procedures are described in terms of one link, and multiple
instances of these procedures may be required for a complete FT implementation.

NOTE 1: The following procedures describe the message routing task in terms of two identities: IPUI and TPUI.
Thistask implies arequirement for alocal "LCE routing table" that contains the legal IPUI/TPUI
associations. The procedures for the creation and management of thistable are not defined in the present
document.

Each connection oriented link (each Class U, Class A or Class B value of LLN for every PT) can exist in one of four
states. A pictorial overview of these statesis given in annex C.

- "LINK RELEASED": thelink is fully released.

- "LINK ESTABLISHED": thelink is fully established, with a defined class of operation.

- "ESTABLISH PENDING": link establishment has been requested, but has not yet been confirmed.

- "RELEASE PENDING": link release has been requested, but has not yet been confirmed.
Each Class B link may support three additional states:

- "LINK SUSPENDED": thelink isfully suspended.

- "SUSPEND PENDING": link suspend has been requested, but has not yet been confirmed.

"RESUME PENDING": link resume has been requested, but has not yet been confirmed.

Each connectionless link (Class U only) can only exist in one state.

NOTE 2: Refer to EN 300 175-4 [4] for adescription of Class U, Class A and Class B links.
The LCE operation is described in two groups of procedures:

a) connection orientated link control;

b) connectionlesslink control.
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14.2  Connection oriented link control procedures

14.2.1 Link establishment

The connection oriented link control procedures are concerned with the establishment, the maintenance, the optional
suspension/resumption and the rel ease of one or more DLC C-planelinksto each PT, whenever thereisa demand from
ahigher NWK layer entity. The message from each higher layer instance shall only be routed via onelink, but multiple
instances may share asinglelink, or may use separate links.

Each C-plane link shall only be maintained while there are continued demands from the higher entities. When these
demands cease (i.e. when all relevant calls are released), the LCE shall release the associated DLC link(s).

The LCE shall immediately (re) establish a DLC C-planelink, in response to the arrival of a message from any of the
higher entities. This establishment of a C-planelink isthe most complex part of the LCE operation. Three establishment
procedures are described:

- direct PT initiated link establishment;
- indirect (paged) FT initiated link establishment;
- direct FT initiated link establishment.

NOTE: The operation of the link establishment procedures may be dependent on stored information relating to
the capabilities of PTs. Thisinformation storageis described as a"L CE location table" in the following
clauses. The structure of thistable isnot defined in the present document.

Additional messages may be queued at the originating L CE during this setup phase.

If ahigher entity releases a call, whilst theinitial messages are still queued (i.e. if thelink isin the"ESTABLISH
PENDING" state), the queued messages shall be discarded, and the link establishment shall be immediately terminated
by issuing aDL_RELEASE-req primitive to the DLC layer.

14.2.2 Direct PT initiated link establishment

Direct PT initiated link establishment shall occur when the first service request is detected by the LCE inthe PT. The
L CE queues (stores) the associated messages, and shall issue aDL_ESTABLISH-req primitive via the S-SAP

first message.
Each DL_ESTABLISH-req primitive shall be interpreted as a request for a new independent link.

If link establishment is successful the DLC replies with a DL_ESTABLISH-cfm primitive. The LCE shall now mark
thelink as"LINK-ESTABLISHED" and shall send any queued messages using DL_DATA-req primitives viathe S-
SAP (SAPI="0").

If the F-LCE receivesa DL_ESTABLISH-ind without an SDU, it should start timer <LCE.05>. Thistimer is stopped
when a new higher entity message or DL_DATA-ind with an SDU isreceived. On expiry of timer <LCE.05>, when no
higher entities are running, the LCE shall release the link immediately using the "abnormal” release procedure as
specified in clause 14.2.7.1

14.2.3 Indirect (paged) FT initiated link establishment

Indirect FT initiated link establishment isthe norma method of FT initiated link establishment. It occurs when anew
link request isreceived by the LCE, and no suitable link is available. As part of thisrequest, the first message for a
given PT should be passed to the LCE in the FT. The LCE shall queue (store) thisinitial message, and shall issue a
{LCE-REQUEST-PAGE} message using either aDL_BROADCAST-req primitive or aDL_EXPEDITED-req
primitive via the B-SAP. It shall then mark thelink asin the"ESTABLISH PENDING" state, and shall start timer
<LCE.03>.

No further indirect link establishment messages shall be generated for a PT that hasalink in the "ESTABLISH
PENDING" state. New requests shall be queued until the pending link establishment is either successful or hasfailed
(timer <L CE.03> has expired).
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The DL_EXPEDITED-req primitive shall only be used if the wanted PT isrecorded as having a"FAST-PAGE"
capability in the LCE location table. Otherwise the DL_BROADCAST-reg primitive shall be used.

For individual messages, the identity used in this message shall be decided as follows:

a) theassigned individual TPUI shall be used if available. This may be transmitted in either the short address
format or the long address format;

b) if an assigned individuad TPUI isnot available the identity shall depend on the address format used; either
- theshort address format shall be used. Thisshall contain the default individual TPUI; or
- thelong address format shall be used. This shall contain part of the [PUI.
For group messages, an assigned value of TPUI shall always be used.

Refer to EN 300 175-6 [5] for details of IPUI and TPUI. Refer to clause 8.2 of the present document, for details of the
corresponding message formats.

NOTE 1: Theuse of adefault individual TPUI or an IPUI meansthat the identity is not guaranteed to be unique.
Thisallows the possibility of causing fal se responses from PTs. Therefore the use of assigned individual
TPUIs isrecommended.

If the { LCE-REQUEST-PAGE} message is successfully received by the intended PT, it shall respond with a PT
initiated link establishment, using the procedure defined in clause 14.2.2. The DL_ESTABLISH-req primitive used by
the PT shall contain a{LCE-PAGE-RESPONSE} message which shall contain a complete portable identity. The
identity used shall be decided asfollows:

- the complete IPUI shall be used by default.

- theassigned individual TPUI may be used if the FT hasindicated that thisis allowed. Thisindication is provided
by the <<USE-TPUI>> information element in the { LOCATE-ACCEPT} message.

NOTE 2: If an FT permitsa PT to respond with TPUI, it has no mechanism to deal with multiple responses. There
isan implicit requirement on the FT to ensure that TPUI assignments are unique.

When the { LCE-REQUEST-PAGE} message contains the default individual TPUI, and the intended PT hasan
assigned TPUI available, the PT shall till respond with a PT initiated link establishment.

The PT response shall be regarded as anew transaction, and the LCE in the PT shall set the transaction identifier to
indicate a PT initiated transaction. See clause 7.3.

The { LCE-REQUEST-PAGE} message may contain extended details of therequired MAC layer service (see

clause 8.2). In this event the responding PT may use these service detail sto start immediate establishment of the
required service at the MAC layer. In all other cases, theresponding PT shall only establish the minimum MAC layer
service needed for asingle C-planelink (i.e. asingle duplex bearer).

The PT may respond to { LCE-REQUEST-PAGE} messagesthat contain a correct identity, even if the DLC reports an
error for the message, but in this event only a single C-planelink shall be established.

NOTE 3: The possibility to reply to an errored message is alowed to improve the probability of getting the wanted
response (i.e. by allowing an error) even though it also means that some false responses may exist. False
responses are aready possible because the use of shortened IPUIs is allowed.

If thisindirect link establishment is successful the DLC at the FT shall deliver aDL_ESTABLISH-ind primitive to the
originating LCE containing the { LCE-PAGE-RESPONSE} message. The LCE shall then check the identity contained
in thisresponse against alist of outstanding { LCE-REQUEST-PAGE} messages, and if the identity matchesit shall
mark thelink as"LINK ESTABLISHED"; it shall stop timer <LCE.03> and shdl send al the queued messages using
DL_DATA-req primitives via the S-SAP (SAPI="0").

NOTE 4: The MAC layer identity, PMID, isdirectly related to the assigned individual TPUI (if used). Thisidentity
should be available viathe LLME, and may be used to identify the matching { LCE-REQUEST-PAGE}

message.

NOTE5: The LCE should only provide a consistency check of the portable identity. Further checks of identities
(for validation or authentication) may occur in the higher entities.
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If theidentity does not match, the LCE shall immediately reject the setup by sending a { LCE-PAGE-REJECT}
message, using a DL_DATA-req primitive viathe S-SAP (SAPI="0") using the same DLEI asindicated by the
primitive containing the { LCE-PAGE-RESPONSE} . This FT reply shall also use the same transaction value as used by
the PT in the { LCE-PAGE-RESPONSE} message.

The LCE may use the { LCE-PAGE-REJECT} toreport ainvalid assigned TPUI (individual or group TPUI), by using
the <<REJECT-REASON>> information element to indicate "invalid TPUI". Upon receipt of thisreason the PT should
immediately erase the assigned TPUI.

The LCE may use the { LCE-PAGE-REJECT} to request an automatic test call back, by setting the <<REJECT -
REASON>> totest call back: normal/emergency, en-bloc or test call back: normal/emergency, piecewise. See
clause 15.8.

Thisunwanted link shall be immediately released using the "normal” rel ease procedures defined in clause 14.2.7.

NOTE 6: The {LCE-PAGE-REJECT} message is only sent over the point-to-point link that has been established by
theresponding PT. It isnot a broadcast message.

NOTE 7: The{LCE-REQUEST-PAGE} message may address more than one portable, when using a group
identity. In this case the { LCE-PAGE-REJECT} message should be used to reglect a second (and any

subsequent) responses.

If timer <LCE.03> expires before the wanted link is established, the LCE should resubmit the { LCE-REQUEST -
PAGE} message. Resubmitted messages shall only beissued at alower priority than other outstanding B-FORMAT
messages. A message may be resubmitted a maximum of N300 times, before it is discarded. Thelink shall remain in the
"ESTABLISH PENDING" state until the { LCE-REQUEST-PAGE} messageis discarded, thereby preventing any other
setup attempts to the same PT. Upon discarding the message, the link shall be immediately marked as "LINK
RELEASED" and the LLME shall be natified of the failure. A new indirect establishment may be initiated immediately.

NOTE 8: Thefailure of one or more indirect establishment attempts may be used to update the LCE location
table such that future setup requests arerejected. Any such action isnot specified as part of the present
document.

If the call isreleasad by the higher entity (usually as aresult of atime-out) the message shall be immediately discarded,
such that any subsequent responses shall be appear as unwanted responses, thereby invoking the rgject procedures
described above.

14.2.4 Direct FT initiated link establishment

Direct FT initiated link establishment can be used as an alternative to indirect FT initiated link establishment only when
the intended PT hasavalid entry in a LCE location table. Thistable entry shall specify one RFP asthe likely location of
the wanted PT.

NOTE: Thedefinition of "valid entry” isalocal matter and isnot specified in the present document.

When the first message for a particular PT is passed to the LCE in the FT, the LCE queues (stores) the call setup
message, and issuesa DL_ESTABLISH-req primitive directly to the DLC layer viathe S-SAP (SAPI="0"). This
primitive shall contain the correct routing information (to identify a single RFP), and this is used by the DLC layer to
address the RFP to use for the setup attempt.

If link establishment is successful the DLC replies with a DL_ESTABLISH-cfm primitive. The LCE shall now mark
thelink as"LINK ESTABLISHED", and it shall send the original call setup message using a DL_DATA-req primitive
viathe S-SAP (SAPI="0").

If this direct link establishment fails, the originating L CE may reattempt using the indirect procedures described in
clause 14.2.3.
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14.2.5 Link maintenance

Active link maintenance isthe responsibility of the DLC layer, and no additional maintenance procedures are defined
for the LCE.

The LCE has a passive responsibility to report any link failures. An unexpected link failure may occur at any time,
resulting in an unexpected DL_RELEASE-ind primitive. The LCE shall report this failureimmediatdly to all active
entities. Link re-establishment shall only be attempted upon receipt of service demands from ahigher entity.

NOTE: The mechanism for such reporting isinternal to the DLC layer, and is not specified in the present
document.

14.2.6 Link suspend and resume

A link may be suspended in response to areguest from the CC or COMS entity. Thisreguest shall only activate the
DLC layer suspend procedure if no other higher entities are using the link (thisincludes other CC or COMS entities).

A link should be resumed in response to arequest from any higher entity. The arrival of a message from any higher
entity shall be regarded asarequest for link resumption.

Support of the suspend and resume procedures by the LCE isonly required when using Class B links.

NOTE: A ClassA link cannot be suspended. The LLME may command the release of the Class A link when
suspending a call, this provides an equivalent function to Class B suspend.

14.2.6.1 Link suspend

The suspend procedure may be initiated by the LCE at either side (FT or PT) by issuing a DL_SUSPEND-req primitive
tothe DLC layer. The LCE shdl then mark thelink as"SUSPEND PENDING" and shall start timer <LCE.04>. Any
subsequent messages for thislink shall be queued until aresponseisreceived from the DLC.

At thereceiving side, arequest for suspension isindicated with a DL_SUSPEND-ind primitive. Thereceiving LCE may
either accept or reject the suspension, and shall immediately indicate its decision using aDL_SUSPEND-res primitive.
If the suspension is accepted, the receiving LCE shall immediately mark thelink as"LINK SUSPENDED". No further
messages shall then be submitted, without first invoking link resumption. If the suspension isregjected the receiving

LCE shdll take no further action and may immediately continue with norma message transmission.

Acceptance or rgjection of the suspension shall be indicated to theinitiating LCE using aDL_SUSPEND-cfm primitive.
Upon receipt of DL_SUSPEND-cfm primitive indicating acceptance, theinitiating LCE shall stop timer <LCE.04> and
shal mark thelink as"LINK SUSPENDED".

NOTE: If thereare any queued messages the link should be immediately resumed.

Upon receipt of a DL_SUSPEND-cfm primitive indicating rejection, the initiating L CE shall stop timer <LCE.04> and
shall mark thelink as"LINK ESTABLISHED". If there are any queued messages these shall be immediately
tranamitted using DL_DATA-req primitives.

14.2.6.2 Link resume

The resume procedure can beinitiated by the LCE at either side (FT or PT) by issuing a DL_RESUME-req primitive to
the DLC layer. The LCE shall then mark the link as"RESUME PENDING" and shall start timer <LCE.04>. All
messages for thislink shall be queued until aresponse isreceived from the DLC.

At thereceiving side, arequest for resumption isindicated with aDL_RESUME-ind primitive. Thereceiving LCE shall
either accept the resumption or shall reject the resumption by immediately releasing the link using the "abnormal
release procedures described in clause 14.2.7.

If theresumption is accepted, thereceiving LCE shall immediately return a DL_RESUME-res primitive and shall mark
thelink as"LINK ESTABLISHED". Successful resumption shall be reported to the initiating LCE with a
DL_RESUME-cfm primitive, and on receipt of this primitive, the initiating L CE shall stop timer <L CE.04> and shall
mark thelink as"LINK ESTABLISHED". Any queued messages shall be immediately transmitted usng DL_DATA-
req primitives.
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Rejection isindicated to both the receiving LCE and theinitiating LCE with DL_RELEASE primitives as described in
clause 14.2.7. In this event, theinitiating LCE shall stop timer <L CE.04> and both entities shall mark thelink as"LINK
RELEASED".

NOTE: Either LCE may subsequently attempt to re-establish the link using the procedures defined in
clause 14.2.1.

14.2.7 Link release

If ahigher layer entity no longer requires thelink, it shall indicate thisto the LCE by means of notification "NLR" (no
link required). Thisnetification shall contain arelease reason, indicating whether or not the entity requiresthelink to be
still maintained for some time. If the link needs to be maintained for sometime, the release reason shall be "partial
release’.

14.2.7.1 NLR notification without "partial release" as release reason

If the higher layer entity issues an NLR natification without "partial release” asrelease reason, then the LCE shall
examine whether no other higher layer entities are using it and no LCE timers are running. If thisisthe case, then the
LCE shall release the link using either the "normal” release procedure or the "abnormal” rel ease procedure.

NOTE: The"normal" releaseisa conditional release that allows the DLC to complete transmission of any
outstanding messages before releasing the link. The "abnormal” release is arequest for an unconditiona
(immediate) rel ease where any outstanding messages are discarded without notification. Use of the
"normal” release procedure is recommended.

"Normal" release shall beinitiated by the LCE at either sde (FT or PT) by issuing a DL_RELEASE-req primitive to the
DLC layer with the release mode parameter indicating "normal”. The LCE shall then mark thelink as"RELEASE
PENDING", and shall start timer <LCE.01>. The DLC layer shall reply with a DL_RELEASE-cfm primitive to indicate
completion of the release, and the LCE shall then mark thelink as"LINK RELEASED", and shall stop timer
<LCE.O01>.

The DL_RELEASE-cfm primitive shall indicate the rel ease mode achieved. A "normal” release shall indicate that the
rel ease has been successfully completed (e.g. successful acknowledgement of a Class B link released). An "abnormal”
release shall indicate either an unacknowledged Class B release, or an unexpected upward rel ease.

If timer <LCE.O01> expires before the DL_RELEASE-cfm primitive isreceived, theinitiating entity shall immediately
initiate the "abnormal” release procedure as described bel ow.

"Abnormal" release shall beinitiated by the LCE at either side (FT or PT) by issuing aDL_RELEASE-req primitive to
the DLC layer with the release mode parameter indicating "abnormal”. The LCE shall then mark thelink as"RELEASE
PENDING". The DLC layer shall reply with a DL_RELEASE-cfm primitive to indicate completion of the release, and
the LCE shall then mark thelink as"LINK RELEASED".

A link shall not be re-established whilst in the "RELEASE PENDING" state.

14.2.7.2 NLR notification with "partial release" as release reason

If the higher layer entity issues an NLR naotification with "partial release” as rel ease reason, then the LCE shall start (or
re-start if already running) timer <LCE.02>. On expiry of <LCE.02>, and if no other higher entities are using the link,
and no other LCE timers are running, the LCE shall rdease the link immediately using the "abnormal” release
procedure as specified in clause 14.2.7.1. No action shall be taken on expiry of <LCE.02> if any other higher entities
are using thelink, or if any other LCE timers arerunning.

If CC wantsto clear acall using "partial release”, it shall first execute anormal call release procedure as specified in
clause 9.5.1, using "partial release” in the <<REL EASE-REASON>> information € ement in the { CC-RELEASE}
message. Thereafter it shall issue an NLR notification with "partia release" as reason parameter.

CISS and CLMS shall always indicate "partial release” in their NLR notifications. The use of partia releaseis not
required for CLSS. MM should normally indicate "partial rdease” in the NLR notification, except when partial release
isundesirable e.g. after alocation registration procedure with TPUI assignment has been made.
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14.3  Connectionless link control procedures

14.3.1 Message routing

A single connectionless link may exist in the direction FT => PT or PT => FT. Thislink shall only be used by the
CLMS entity.

No establishment or maintenance procedures shall be defined for thislink, and the state of suitable lower resources shall
be ignored by the LCE. CLM S messages shall beimmediately submitted to the DLC unless the broadcast
announcement procedure described in clause 14.3.2 is used.

NOTE 1: The LLME isassumed to be responsible for establishing connectionlessresourcesin all lower layers
whenever required.

CLMS messages should be sent on the connectionless link using aDL_UNIT_DATA-req primitive viathe
connectionless S-SAP (SAPI="3"). However, if a suitable connection oriented link already existsin the "LINK
ESTABLISHED" state, a CLMS message may be submitted over that link usingaDL_UNIT_DATA-req primitive via
the connection oriented S-SAP (SAPI="0").

CLMS-FIXED messages shall be sent to the B-SAP using the DL_BROADCAST-req or DL_EXPEDITED-req
primitive.”

A connection oriented link shall not be established to only carry CLM S messages.

CLMS messages may be received via either the connectionless or the connection oriented SAP (SAPI="0" or "3").
Messages shall be passed to the CLMSin their order of arrival.

NOTE 2: Thereare restrictions on the maximum message lengths for all CLM S messages (refer to clause 12.3.2.1).
These restrictions apply directly to the CLMS operation, and no checking of message lengthsisrequired
inthe LCE.

14.3.2 Broadcast announce procedure

CLMS messages in the direction FT to PT may optionally be queued in the LCE while an automatic announcement is
broadcast.

This procedure shall not be used if the CLM S message is being routed over a connection oriented link (SAPI="0").

Upon receipt of a message requiring an announcement, the LCE may queue the message. It shall then immediately issue
a{LCE-REQUEST-PAGE} messageindicating "none" (refer to message coding in clause 8.2.1.) usng a
DL_BROADCAST-req or DL_EXPEDITED-req primitive viathe B-SAP.

NOTE: The primitiveis chosen according to the setup attributes of the relevant portable. See also clause 14.2.3.

The { LCE-REQUEST-PAGE} message shall contain the same value of connectionless TPUI as used in the CLMS
message.
The LCE shdll then start timer <L CE.03>, and upon expiry of thistimer it shall submit the CLMS message using a

DL_UNIT_DATA-req primitive via the S-SAP (SAPI="3"), or, aDL_BROADCAST-req or DL_EXPEDITED-req
primitive via the B-SAP depending on the type of CLM S message used.

14.4  Procedure for collective and group ringing

On receipt of arequest from the local network for an incoming call an FP-IWU may decide to ring part or al of its PPs
prior to forwarding the call.

In this case the FP-IWU shall request the LCE to send arequest for ringing indicating which PPs shall ring. Either the
group mask shall be used to ring all PPs having an assigned connectionless group TPUI matching the group mask, or
the connectionless TPUI shal be used to ring the PPs having this connectionless TPUI assigned, or the Collective
Broadcast Identifier shall be used toring all PPs.
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Upon this request the FT LCE shall send a special { LCE-REQUEST-PAGE} message see clause 8.2.1, thereby
requesting all or part of the subscribed PPs asindicated to start ringing.

At the PT side on receipt of the { LCE-REQUEST-PAGE} messageindicating "ringing” the LCE shall inform the P-
IWU of the request.

Depending on the type of ringing requested the PP shall react as following:

If group mask ringing was requested the PP shall compare the received group mask to its assigned connectionless group
TPUI (if any). The PP shall start ringing if the assigned connectionless group TPUI hasin thelast 12 bits'1s at the
same hits where the mask has'1s' and shall not carefor the settings of the bits in which the mask has'0s’. The PP shall
not ring if it has'0’ in any bit position in which therelative bit in the mask has"1".

EXAMPLE 1: PPsgroup TPUI 12 last bits = '11000111 1111
Group mask received = '1100 0011 11171
Comparison decision: 'MAP, PP shall ring.

(Themask requires'1'in bits 1, 2, 3,4, 5, 6, 11 and 12, the group TPUI has them set; bits 7 to 10
"don't care" hits)

EXAMPLE 2: PPsgroup TPUI 12 last bits = '11000111 1111
Group mask received = '1111 00111111
Comparison decision: 'NOT MAP, PP shall not ring.

(Themask requires'1'in bits 1, 2, 3,4, 5, 6, 9, 10, 11 and 12, the group TPUI has bits 9 and 10 set
to'0’; bits 7 and 8 "don't care” hits.)

NOTE 1: The P-IWU reaction in the event of another call being in progress when collective or group ringing occurs
up to the IWU. For example if at the time some PPs have already established acall (e.g. two PPs having
internd call) the { LCE-REQUEST-PAGE} may be interpreted as an unexpected message from those PPs
and ringing need not be initiated.

Similarly, The P-IWU reaction upon in the event of a call setup during collective or group ringing isalso
up to the IWU. For example it may reject the call-setup or it may stop ringing and allows the call setup to
proceed.

NOTE 2: By choosing a specific Group mask and group TPUIs alocation an FP may ring one or severa PP groups
at atime.

If group ringing was requested the PP shall ring if the received connectionless group TPUI is equal to the last 12 bits of
its assigned connectionless group TPUI (if any).

If Collective ringing was requested (see clause 8.2.1) the PP shall check first whether the Address field equals FFFH
(CBI), and if it istrue the PP shall gart ringing.

When a user answers theringing, the "off hook™ shall trigger an outgoing call request. The { CC-SETUP} message shall
be submitted to the P-LCE, triggering by thisadirect PT link establishment, see clause 14.2.2. When thelink is
established the { CC-SETUP} message shall be passed to the F-L CE.

On receipt of the { CC-SETUP} message at the FT sidean MNCC_SETUP-ind primitive shall be sent to the F-1WU.

At the FP-IWU this outgoing call is directly mapped to the awaiting incoming call and an MNCC_CONNECT-req
primitive shall beissued to the FT which shall send a{CC-CONNECT} messageto the PT.

In this case or if FP decidesto release the incoming call, the F-IWU shall inform the LCE that ringing is not any longer
required and the LCE shall immediately send a new { LCE-REQUEST-PAGE} message indicating ‘incoming call
released from the FP" or "incoming call has been answered" as appropriate, thereby requesting ringing to be stopped.

Upon receipt of this message the not answering PPs shall stop ringing.

NOTE 3: Toavoid infiniteringing (e.g. PP goes out of range and is not reachable for the "ring off" message) a
timer should be implemented in the P-IWU. The recommended value is 120 sec.
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145 Resume Paging
This procedureis closdly related to MAC resume procedure as defined in EN 300 175-3 [3].

If MAC layer paging fails (e.g. PP has moved to another cluster) the FT LLME shall request the FT-NWK LCE for
initiating a L CE resumption providing the ECN of therdated link.

Asresult the LCE shal construct a Long Page message as defined in, clause 8.2.2 using the L CE header code "escape'”
and the discriminator code " Resume paging". The Connection identity for the connection to be resumed shall be
provided.

The LCE shall issue the { LCE-REQUEST-PAGE} message using either aDL_BROADCAST-req primitive or a
DL_EXPEDITED-req primitive via the B-SAP. It shall then mark thelink asin the"RESUMPTION PENDING" sate,
and shall gtart timer <LCE.03>.

If timer <LCE.03> expires before the wanted link is established, the LCE should resubmit the { LCE-REQUEST -
PAGE} message. Resubmitted messages shall only beissued at alower priority than other outstanding B-FORMAT
messages. A message may be resubmitted a maximum of N300 times, before it is discarded. (N300 is an application
specific value. Recommended value for voice applicationsis3.)

If the { LCE-REQUEST-PAGE} message is successfully received by the intended PT, it shall check whether thereisa
link in ACTIVE state which can be identified by the received in the paging message Connection identity. If such link
exists the PT shall construct a L CE-PAGE-RESPONSE message following the rules as described in clause 14.2.3 and
shall senditin aDL-DATA-req primitive over the existing link.

NOTE: Thearrival of thismessage at PT MAC layer will consequently trigger a PT initiated connection
resumption at MAC.

On receipt of the LCE-PAGE-RESPONSE (over the resumed connection) the FT-LCE shall check the identity
contained in thisresponse against a list of outstanding { LCE-REQUEST-PAGE} messages, and if the identity matches
the identity associated with thislink FT-LCE shall mark thelink as"LINK ESTABLISHED"; it shall stop timer
<LCE.03> and shall continue with normal operation (i.e. with the action that was the reason for the required
resumption).

15 Management procedures

15.1 Lower Layer Management Entity (LLME)

The Lower Layer Management Entity (LLME) shall contain the following groups of procedures that are relevant to the
operation of the NWK layer:

Service mapping and negotiation: mapping of the user service demands into information elements and procedures of
the internal protocols. Exchange of information elements during call setup to negotiate and agree the exact service
details.

Service modification: management of service modifications (including suspension and resumption) in response to
changing service demands.

Resour ce management: coordination of theinstallation and control of the lower layer resourcesin response to service
demands.

Management of MM procedur es: coordination of different Mobility Management (MM) procedures to avoid deadlock
conditions.

Call ciphering management: coordination of ciphering functions between the Mobility Management (MM) entity and
one or more Call Control (CC) entities.

Exter nal handover management: procedures to support the transfer of parametersrelated to external handover.

Test management: procedures to support testing of equi pment.
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15.2  Service mapping and negotiation

15.2.1 General

The LLME isrequired to map the external service demands (as indicated by the MNCC_SETUP primitive) into internal
service instances. Negotiation of acceptable services may be performed at the same time using the following procedures
the Cdl Control (CC) establishment phase.

The LLME shall map theinterworking (user) service detailsinto internal service demands and both the external
attributes and theresulting internal attributes may be negotiated. If the negotiation is successful, only the agreed service
details shall be passed to the lower layers (via the LLME) to invoke U-plane service installation.

Service negotiation may involve one or more of the following procedures:

a) theprioritized list procedure to negotiate the <<CALL-ATTRIBUTES>> and/or
<<CONNECTION ATTRIBUTES>> and/or <<IWU-ATTRIBUTES>> elements;

b) the exchanged attribute procedure to negotiate the <<IWU-ATTRIBUTES>> element;

¢) the operating parameter procedure to negotiate the <<WINDOW-SIZE>> and/or the <<TRANSIT-DELAY >>
dements,

d) the peer determined negotiation procedure to negotiate the <<CALL-ATTRIBUTES>> and/or
<<CONNECTION ATTRIBUTES>> and/or <<IWU-ATTRIBUTES>> elements.

15.2.2 Prioritized list negotiation

Prioritized list negotiation allows up to three choices of service mapping to be offered by the initiating entity by
including repeated <<CALL-ATTRIBUTES>> and/or <<CONNECTION ATTRIBUTES>> and/or <<IWU-
ATTRIBUTES>> information elementsinto the { CC-SETUP} message as follows:

- a<<REPEAT-INDICATOR>> eement indicating "prioritized list"; followed by

- aprioritized list of up to 3 <<CALL-ATTRIBUTES>> and/or <<CONNECTION ATTRIBUTES>> and/or
<<IWU-ATTRIBUTES>> dements.

Upon receipt of this message, the peer entity should choose the highest priority option that it can support, and shall
confirm that choice returning the appropriate <<CALL-ATTRIBUTES>> and/or <<CONNECTION ATTRIBUTES>>
and/or <<IWU-ATTRIBUTES>> edlementsin the first response message (i.e. { CC-SETUP-ACK}, { CC-CALL-PROC},
{CC-ALERTING} or { CC-CONNECT}). If none of the offered mappings are acceptable, the call shall be rel eased
using the normal release procedures.

15.2.3 Exchanged attribute negotiation

Exchanged attribute negotiation may be supported by interworking unitsin addition to or instead of prioritized list
negotiation. Exchanged attribute negotiation provides a mechanism for peer (receiving) entities to suggest alternative
service attributes in response to an unacceptabl e setup request. Thisresponseis designed to provide additional
information to the initiating entity such that a subsequent resttempt (usng modified service attributes) is more likely to
succeed.

Exchanged attribute negotiation shall only be invoked by thereceiving IWU if support of this capability isindicated in
the <<IWU-ATTRIBUTES>> e ement (as contained in the { CC-SETUP} message), and if none of the proposed
sarvices in the { CC-SETUP} message are acceptable. In thisevent, the IWU shall rgect the call by issuing a
MNCC_REJECT-req primitive. It may include one aternative service description in thisreection using an <<IWU-
ATTRIBUTES>> element indicating "exchanged parameter negotiation™. This description shall indicate an alternative
service from the services that are supported by that IWU. An MNCC_REJECT-req primitive which includes the
<<IWU-ATTRIBUTES>> dement (thusindicating it wishes to initiate the exchanged attribute negotiation procedure)
and <<CONNECTION ATTRIBUTES>> chall always indicate a <<RELEASE-REASON>> of 'Pertial release, thereby
indicating that the lower layer (L CE) resources should be maintained (see clause 14.2.7).
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In the event that no aternative mapping is possible, the <<IWU-ATTRIBUTES>> element may either be omitted or, if
included, it shall contain a copy of the received <<IWU-ATTRIBUTES>> element that has been modified to indicate
"negotiation not possible”. If exchanged parameter negotiation isnot supported, the <<IWU-ATTRIBUTES>> element
shall be omitted and the <<REL EASE-REASON>> e ement shall be included indicating "negotiation not supported".

Upon receipt of aresponse indicating "exchanged parameter negotiation” the initiating entity shall issue the proposed
alternative service mapping to the initiating IWU in aMNCC_REJECT-ind primitive (cause = peer message). The call
shall nonetheless be released, and any subsequent reattempt shall be treated asanew call instance.

15.2.4 Operating parameter negotiation

Operating parameter negotiation may be supported as part of all data services. The procedure shall involve the
following information elements:

- <<WINDOW-SIZE>>;
- <<TRANSIT-DELAY>>,

If theinitiating side includes one (or more) of these parametersin the { CC-SETUP} message, the peer side shall check
that the offered parameters are acceptabl e before accepting the cal. The peer side may negotiate a reduced value for one
or more of the parameters by returning the modified elementsin the first response message (i.e. { CC-SETUP-ACK},
{CC-CALL-PROC}, { CC-ALERTING} or { CC-CONNECT}). This message may also return unmodified parameters
as formal acceptance of these unmodified values.

In all cases, the peer side shall only return avalue less than or equal to the initial offer, and theinitiating side should
normally accept any reduced value. In exceptional circumstances, where the reduced val ue gives an unacceptable grade
of service, theinitiating side may release the call.

15.2.5 Peer attribute negotiation

Peer determined attribute negotiation may be supported by interworking unitsin addition to or instead of prioritized list
negotiation and/or exchanged attribute negotiation. It provides a mechanism whereby the call initiating entity allows the
peer (receiving) entity to redefine some of the <<IWU-ATTRIBUTES>> parameters given in the { CC-SETUP}
message without requiring the release and re-establishment of theinitiated call. This procedure representsa
combination of the Prioritized list negotiation and the Exchanged attributes procedures.

Peer determined attribute negotiation shall only beinvoked by the receiving IWU if support of this capability is
indicated in the <<IWU-ATTRIBUTES>> element (as contained in the { CC-SETUP} message), and if none of the
proposed services in the { CC-SETUP} message are acceptable. In this event, the IWU/ PP application may choose to
continue the call setup procedure by including one aternative service description in the <<IWU-ATTRIBUTES>>
element in the first response message (i.e { CC-SETUP-ACK}, { CC-CALL-PROC}, { CC-ALERTING} or {CC-
CONNECT}). The peer entity shall in offering the alternative <<IWU-ATTRIBUTES>> élement not change the
codings of octets 3 and 4 of that eement from those which it received in the <<IWU-ATTRIBUTES>> in the { CC-
SETUP} message. If the peer entity cannot support the attributes specified in these octets or in any other part of the
{CC-SETUP} message excluding the <<IWU-ATTRIBUTES>>, or if it does not support these procedures the call shall
be released using the normal release procedures.

Theinitiating entity shall indicate its acceptance of these new attributes by proceeding with the normal call setup
procedures. If it cannot support the new attributes the call shall be released using the normal rel ease procedures.
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15.3  Service modification procedures

Service modification procedures provide for arestricted set of modifications to an existing "ACTIVE" cal, as described
in clause 9.6.

The LLME isrequired to map the new service demands (as indicated by the MNCC-MODIFY primitive) into internal
service change procedures, and the resulting mapping shall be exchanged using the { CC-SERVICE-CHANGE}

message.

Following acceptance of the change, the LLME shall map the U-plane modifications into lower layer service
maodifications and the agreed service details shall be passed to the lower layers (viathe LLME) to invoke U-plane
service modification.

The LLME may also invoke C-plane suspension viathe LCE.

15.4  Resource management

All the DECT network resources shall be managed and coordinated within the LLME. This clause shall only describe
coordination of the resources associated with a single portable part. Any broader coordination (such as may be required
in complex fixed parts) isnot described.

C-planeresources are managed viathe LCE, U-plane resources are managed directly viathe LLME. In both cases, the
detailed management procedures are not specified as part of the present document, because of the need to allow
considerable implementation flexibility.

15.5 Management of MM procedures

In order to avoid possible deadl ocks between different Mobility Management (MM) procedures the following rules
apply:

- two MM procedures are allowed at any one time, but they shall not both have been initiated by the same Sde;

- if aMM procedure hasnot yet been finished, then a second MM procedure may only beinitiated if the second
MM procedure has a higher priority than the first MM procedure.

If a second procedure with higher priority is invoked by the side which has not invoked the first unfinished procedure,
then the other side shall accept this second higher priority procedure and respond, without waiting for a completion of
the lower priority procedure. In this case, completion of the higher priority procedure restarts the timer of the lower
priority procedure. If the higher priority procedureisaFT initiated user authentication procedure, then the PT shall stop
the timer of an unfinished PT initiated lower priority procedure and start the <MM_auth.2> timer. The PT shall stop the
<MM_auth.2> timer when it responds to the user authentication procedure by sending an { AUTHENTICATION-
REPLY?} or {AUTHENTICATION-REJECT} message. If the <MM_auth.2> timer expires or is stopped and the lower
priority procedure has not been finished in the meantime, then the timer of the interrupted lower priority procedure shall
be restarted.

If a procedure with higher priority isinvoked by the side which has already invoked a lower priority procedure, which is
not yet finished, then the lower priority procedure shall be cancelled.

Priority level 1 (highest priority):

- authentication of aFT.

Priority level 2 (medium priority):

- accessrightsterminate, FT initiated;
- authentication of a PT;

- authentication of the user;

- ciphering related, FT initiated;

- identification of PT;
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- key allocation;

- location update;

- parameter retrieval, FT initiated;

- temporary identity assignment.

Priority level 3 (lowest priority):

- accessrights;

- accessrightsterminate, PT initiated;

- ciphering related, PT initiated;

- detach;

- location registration;

- parameter retrieval, PT initiated.
The procedures of priority level 1 and 3 are PT initiated. The procedures of priority level 2 are FT initiated.
For the transaction identifier flags assignment in case of nested or stand alone MM procedures see annex H.

For some procedures external to the MM entity, typically CC and COMS procedures, the FT can decide to perform MM
procedures prior to executing the PT-initiated CC/COMSS procedures. For instance the FT may want to authenticate the
PT prior to sending an acknowledgement on a{ CC-SETUP} message. These "interrupting” MM procedures might take
more time than the expiry time of the running timersin the CC/COMS entity.

To prevent CC/COMS state machines from waiting on aresponse delayed by MM procedures, the FT hasthe possibility
to restart the CC/COM S timersin the PT. To cause atimer restart, the LLME should request the CC (or COMS) entity
at the FT sideto send a { CC-NOTIFY} message containing the <<TIMER-RESTART>> information el ement.

15.6  Call ciphering management

Call ciphering shall be invoked using the MM procedures described in clause 13.8. Each MM procedure may be used to
enable or disable ciphering of one instance of CC or COMS.

When a cipher changeisrequested, the LLME shall relay therelevant call references (T1 plus PD) from the CC to the
MM for inclusion in the <<CALL-IDENTITY>> e ement.

Following successful reception of a cipher request, thereceiving Sde LLME shall immediately invoke ciphering on all
relevant MAC connections, and if successful shall mark the connection as ciphered.

Theinitiating entity shall take no direct action, but shall monitor the ciphering of all relevant MAC connections, and if
successful shall mark the connection as ciphered.

Once ciphered, the connection shall only be handed over to a second ciphered connection.

15.7 External Handover

External handover isthe process of switching acall in progress from one Fixed Part (FP-1) to another Fixed Part (FP-2).
This means the handover occurs between two independent systems, where each system hasits own lower layers of
protocol and has an independent set of network layer Service Access Points (SAPs). To make external handover
possible, a common management entity above the two fixed partsis necessary.

This clause describes DECT procedures which can be used as part of the CC entity to support external handover. It does
not specify how the fixed network performsthe handover switching and it does not define the criteria that should be
used to decide when to make a handover.

Handover candidate information isrequired to identify FPs to which external handover may be attempted. The
procedures for obtaining handover candidates are defined in clause 15.7.1. A handover reference (network parameter)
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is, in general, required to enable the network to re-connect the new DECT connection to the existing call. Procedures
for obtaining the handover reference are specified in clause 15.7.2.

Externa handover is PP initiated. However, the FP can maintain control by means of the handover candidate and
handover reference procedures. The FP may also suggest that a PP initiates an external handover (see clause 15.7.3).

NOTE: In some configurations, the handover candidate procedures may be combined with the handover reference
procedures. However, the combination of these procedures isnot suitable for network configurationsin
which the handover reference depends on the target FP selected by the PP.

The procedures for setup of a DECT connection to a new FP, and release of the old connection are defined in
clause 15.7.4.

Procedures for ciphering during an externa handover are described in clause 15.7.6.
15.7.1 Handover candidate procedures

15.7.1.1 General

Before external handover can occur, the PP has to obtain handover candidates information from the FP. Thisenablesa
PP to determine to which FPsit may make an external handover. The FP may provide synchronization information,
which may enable the PP to establish the new bearer, and re-initiate ciphering morerapidly.

The externad handover candidate information may be obtained using either or both of the sub procedures: handover
candidate indication (see clause 15.7.1.2), and, handover candidate retrieval (see clause 15.7.1.3).

Handover candidate information provided in a CC message should be regarded as call specific. Handover candidate
information provided in { MM-LOCATE-ACCEPT} or {MM-INFO-SUGGEST} or { MM-INFO-ACCEPT} isvalid
until a change of FP.

Following a successful external handover to anew FP, any external handover candidate information stored in the PP
should be considered invalid, and new handover candidate information should be obtained before attempting any further
externa handovers.

The FP should ensure that the indicated candidate FPs support external handover from the current FP. If the current FP
supports encryption, then the FP should ensure that the indicated candidate FPs support encryption.

15.7.1.2 Handover candidate indication

The FP shall provide the PP with an <<ext h/o indicator>> in { CC-SETUP}, { CC-SETUP-ACK}, { CC-CONNECT},
{CC-INFO}, { LOCATE-ACCEPT} or {MM-INFO-SUGGEST?}. Besides candidate FPs, the <<ext h/o indicator>>
indicatesif the identities of other FPs are avail able using the handover candidate retrieval procedure.

NOTE: Theuseof the{CC-INFO} messageis preferred if inclusion of handover candidatesin { CC-SETUP}
would result in segmentation of the message.

15.7.1.3 Handover candidate retrieval

The PP shall not invoke this procedure if the external handover bit in the broadcast attributes, is set to 0. If the PP has
received an <<ext h/o indicator>> with an OID field set to zero, the PP shall not initiate this procedure.

The PP sends an { MM-INFO-REQUEST} message with an <<info type>> information element indicating "external
handover parameters'. The information € ement may more explicitly request "multiframe synchronized externa
handover candidate”, "multiframe, PSCN and multiframe number synchronized external handover candidate”,
"multiframe and PSCN synchronized externa handover candidate” or "non-synchronized external handover candidate’.
If the PP hasidentified a possible candidate FP for external handover, this should be indicated in a <<fixed identity>>
information e ement.
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NOTE: Theinfo types"multiframe synchronized external handover candidate”, "multiframe, PSCN and
multiframe number synchronized external handover candidate” and "multiframe and PSCN synchronized
external handover candidate" are not mutually exclusive. For example, the FP response to arequest for
"multiframe synchronized external handover candidate” should include FPs from all of the above
categories.

Upon receipt of an MM-INFO-REQUEST including arequest for externa handover parameters, the FP shall respond
either with MM-INFO-ACCEPT or MM-INFO-REJECT, asdescribed in the following.

The FP should respond with an { MM-INFO-ACCEPT} containing <<info type>> and one or more <<fixed identity>>
information el ements containing ARIs or PARK s to identify the FPs to which external handover may be attempted. The
FP may also include a handover reference in a<<network parameter>> information element.

If aPARK isincluded, it identifies (in conjunction with the park length indicator) arange of PARIs (not SARIs or
TARIs) which may betargeted for external handover. The PARK{y} included shall only be used for externa handover
candidate selection; it does not affect location regigration. If an ARI isincluded, it indicates the PARIs (not SARIs or
TARIs) of FPs which may be targeted for external handover.

Following a successful external handover to anew FP, any external handover candidate information stored in the PP
should be considered invalid, and new handover candidates should be obtained before attempting any further externa
handovers.

The FP should ensure that the identified candidate FPs support external handover from the current FP. If the current FP
supports encryption, then the FP should ensure that the identified candidate FPs support encryption.

The FP may respond with { MM-INFO-REJECT} if it is unable to provide any of the requested information.

15.7.1.4 Target FP selection

A PP shdll not attempt external handover unless FP-1 (the current FP) hasindicated that the external handover to FP-2
(the candidate FP) will be supported.

NOTE: Theexterna handover hit indicates that external handover is possible to some FPs, but does not specify to
which FPs externa handover is possible. An indication of external handover supported in the broadcast
attributes of a candidate FP does not guarantee that external handover is possible from the current FP.

The PP may determine which FPsit may attempt external handover to by comparing the PARI of the FP in use with the
PARIs of other FPsand determining if they match in the bitsindicated by the ext h/o length indicator derived from the
<<ext h/o indicator>> information element.

If the PP hasretrieved the identities of suitable candidate FPs, it may attempt an external handover to the indicated FPs.
Theretrieved identitiesindicate the PARIs of FPs which may be used for external handover.

15.7.2 Handover reference procedure

15.7.2.1 General

By default, a PP shall assume that a handover referenceisrequired for external handover. An FP may indicate that a
handover referenceis not required using a specific coding of the <<network parameter>> information element.

The <<network parameter>> istransferred as described in clauses 15.7.2.2 and/or 15.7.2.3.

Regardless of whether the Handover reference indication or the Handover reference retrieval procedureis used, the
provided handover reference valueis valid until the end of the call.

By default, the handover value remains valid after the successful completion of an external handover. In case updating
of the handover reference valueis desired upon external handover, FP-2 should indicate a new value within a CC-INFO
message following the CC-CONNECT-ACK message.
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15.7.2.2 Handover reference indication

An FP connected to anetwork supporting external handover should send <<network parameter>>in a { CC-SETUP},
{CC-SETUP-ACK}, { CC-CONNECT?} or { CC-INFO} message.

If no handover referenceisrequired, the FP shall indicate this to the PP by sending the <<network parameter>>
information element indicating "Handover reference not required”.

A PP supporting the external handover procedure shall be capable of storing the datain the transmitted
<<network parameter>> information element in volatile memory. The minimum PP storage requirement is 10 bytes
(11 bytesif discriminator field isincluded). The PP may be capable of storing more than 10 bytes.

NOTE: The<<network parameter>> information e ement should be limited in length as much as is practicable.

15.7.2.3 Handover reference retrieval

If the PP wantsto initiate an external handover, and has no handover reference, and the PP has not recelved <<network
parameter>> indicating "handover reference not required”, the PP shall retrieve a handover reference prior to initiating
the external handover.

NOTE 1: Thisprocedure applies when the PP did not receive the <<network parameter>> during call establishment
or when the PP was unable to store the compl ete handover referencein volatile memory.

The PP shall apply the parameter retrieval procedure as described in clause 13.7 to retrieve a handover reference from
FP-1. The PP shall indicate "handover reference” or "externa handover parameters' in the <<info type>> information
element within the {MM-INFO-REQUEST?} . The PP should include the identity (if available) of its proposed external
handover candidate in the { MM-INFO-REQUEST} message.

Upon reception of a MM-INFO-REQUEST including arequest for external handover parameters, FP shall respond
either with MM-INFO-ACCEPT or MM-INFO-REJECT, asdescribed in the following.

The FP should respond with a{ MM-INFO-ACCEPT} containing a handover reference within the <<network
parameter>> information element.

NOTE 2: In some networks, it may not be possible to provide a handover reference until the FP knows the identity
of the candidate FP selected by the PP.

The FP may respond with { MM-INFO-REJECT} if it is unable to provide any of the requested information.

15.7.3 External handover suggested by FP

The FP has the aption to propose an external handover by using the FP initiated procedure for parameter retrieval,
sending { MM-INFO-SUGGEST?} containing all theinformation (handover reference, handover candidate) necessary to
enable the PP to initiate an external handover. The PP should then initiate a handover using the procedures of

clause 15.7.4.

15.7.4 NWK layer set up procedure

In thefollowing description FP-1 isthe FP in use prior to handover. FP-2 isthe FP in use after handover. It isassumed
that the PP already has the necessary FP identities and handover reference.

FP-1 PP FP-2

{CC-SETUP}

{CC-CONNECT}

{CC-CONNECT-ACK}

| |
| |
| |
| | <
| |
| |

Figure 127: NWK layer set up procedure
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NOTE: An entity receiving arelease from its peer during external handover, should consider it to be only a
release of the concerned connection (and therefore not of the associated call). Likewise, in case an entity
wishes to release the entire call, it should initiate release of both network layer connections.

15.7.4.1 Handover request

The PP shall start the network layer set up procedure by sending to the FP-2 the { CC-SETUP} message indicating in
the <<BASIC-SERVICE>> <Cadll class> fidd the external handover call setup (coding 1100), and including the
<<NETWORK-PARAMETER>> if required.

15.7.4.2 Handover confirm

The FP-2 shall send a{ CC-CONNECT} message to the PP, to show confirmation of the handover by the network. FP-2
should start timer <CC.05>.

15.7.4.3 Handover accept

The PP shall send a { CC-CONNECT-ACK} messageto the FP-2, to indicate to the network that the PP accepts the
handover. On receipt of { CC-CONNECT-ACK} the FP-2 stopstimer <CC.05> (if used). If the timer <CC.05> expires
before { CC-CONNECT-ACK} isreceived, the FP-2 should immediately rel ease the new connection following the

rel ease procedures defined in clause 9.5.1.

NOTE: Thereceipt of { CC-CONNECT-ACK} isused to control the speech path.

15.7.4.4 Handover reject
The FP-2 may reject the handover request by responding with a { CC-RELEASE-COM} to the handover request.

NOTE: Because the connection could revert to FP-1, the PP should not erase the handover candidate/handover
reference for use with FP-1 until the external handover is complete.

15.7.4.5 Release of old connection

There ease procedure with the FP-1 shall be initiated as soon as the connection with the FP-2 has been established.
After the FP-2 hasreceived the { CC-CONNECT-ACK} message, the FP-1 shall initiate the rel ease of the old
connection by sending a{ CC-RELEASE} message. The PP shall reply with a { CC-RELEASE-COM} message. If the
PP has not received the { CC-RELEASE} message from FP-1 N400 seconds after { CC-CONNECT-ACK} message has
been sent, it shall release the old link by sending a{ CC-RELEASE} message. The { CC-RELEASE} message should
contain a<<release reason>> indicating "external handover release”. The FP-1 shall reply with a{ CC-RELEASE-
COM} message.

15.7.4.6 Handover Fall Back

The PP may cancel the external handover until the { CC-CONNECT-ACK} message has been sent. The PP initiatesthe
rel ease procedure sending a { CC-RELEASE} message to FP-2. The { CC-RELEASE} message should contain a
<<releasereason>> indicating "external handover release". The FP-2 shall reply with a { CC-RELEASE-COM}
message. The PP shall not stop the transmission of U-plane data until the { CC-RELEASE-COM} message isreceived.

NOTE 1: During the handover procedure, the radio conditions may change such that the PP prefers not to proceed
with the handover but remain connected to the FP-1.

NOTE 2: Because the connection could revert to FP-1, the PP should not erase the handover candidate/handover
reference for use with FP-1 until the external handover is complete.

In this section, the preferred radio connection to be used to transfer signalling information, isreferred to asthe primary
signalling connection. During external handover. the primary signalling connection changes. Moreover, there may be
another, secondary, connection that may be used to transfer sgnalling information.

If signalling information, e.g. keypad or display information, istransferred during external handover of the signalling
connection should be as defined in the following table.
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Table 85: Signalling information transferred during external handover

Step Event PP-Tx PP-Rc FP-Rc FP-Tx
1 PP sends {CC-SETUP} to FP-2 FP-1 FP-1 FP-1 FP-1
2 FP-2 sends {CC-CONNECT} FP-1 FP-1 FP-1 & FP-2 -
3 PP receives {CC-CONNECT} from FP-2 FP-1 FP-1 FP-1 & FP-2 -
4 PP sends {CC-CONNECT-ACK} FP-2 FP-2 FP-1 & FP-2 -
5 FP-2 receives {CC-CONNECT-ACK} FP-2 FP-2 FP-2 FP-2
6 PP receives {CC-RELEASE} FP-2 FP-2 FP-2 FP-2

During step 2-4, the FP should not transfer signalling information as it may result in duplicated information being
received by the PP e.g. in case the transfer delay is not the same for both connections.

NOTE: Alternatively, the network and PP may queue signalling information during external handover.

15.7.5 U-plane handling

Externa handover also involves rerouting the U-plane. The table bel ow shows the recommended receive and transmit
path connections for PP and FPs.

Table 86: Recommended path connections

Step Event Action PP PP transmit FP
receive path receive
path path
1 PP sends {CC-SETUP} | PP starts transmission on new FP-1 FP-1 and FP-2 FP-1
connection
2 FP-2 sends FP-2 starts transmission FP-1 FP-1 and FP-2 FP-1 or
{CC-CONNECT} FP-2
3 PP receives FP-1 FP-1 and FP-2 FP-1 or
{CC-CONNECT} FP-2
4 PP sends PP starts receiving on new FP-2 FP-1 and FP-2 FP-1 or
{CC-CONNECT-ACK} connection FP-2
5 FP-2 receives FP-2 attaches to new connection. FP-2 FP-1 and FP-2 FP-2
{CC-CONNECT-ACK}
6 PP receives PP releases old connection FP-2 FP-2 FP-2
{CC-RELEASE}

15.7.6  Ciphering procedure
If the connection to the FP-1 was ciphered, the connection to FP-2 shall also be ciphered.

In case the PP contains only a single cipher engineit shall delay theinitiation of ciphering until the old connection
isreleased; it shall not deactivate ciphering of the connection to FP-1 prior to initiating ciphering of the connection
to FP-2.

In case the PP supports ciphering of two connections, the PP should at latest initiate ciphering upon reception of { CC-
CONNECT}.

If the connection to FP-1 was ciphered, and the PP initiated ciphering fails, the PP shall re- attempt the PP- initiated
ciphering procedure. This does not apply in case FP- initiated ciphering has succeeded in the mean time. The PP need
not resume a PP- initiated ciphering attempt that is interrupted by a successfully completed FP initiated ciphering
procedure. The PP shall release the connection if the re- attempted PP- initiated ciphering fails.

If FP-2 initiates ciphering, it shall not send { CIPHER-REQUEST} before { CC-CONNECT-ACK} has been received. If
the PP receives { CIPHER-REQUEST} before the old connection isreleased, and is not able to simultaneously support
ciphering on both connections, it may either release the old connection by sending a { CC-RELEASE-COM} message,
or switch the old connection to clear mode.

If the connection to FP-1 was ciphered, and the FP-2 initiated ciphering fails, the connection shall be released by FP-2.
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The PP shall not initiate deactivation of ciphering on the old connection unless upon reception of a CIPHER-REQUEST
asindicated previoudy. Thisimplies that, unless the PP supports ciphering on two connections, the PT shall not initiate
ciphering prior to therelease of the old connection.

NOTE 1: Deactivation of ciphering may result in loss of the call/ connection which islikely to introduce an
interruption of the speech service. For ciphering on the new connection, the same algorithm and key
values which were used on the old connection from the PP to the FP-1 may be used. Alternatively a new
authenti cation may be performed, resulting in anew cipher key.

NOTE 2: The above implies that during externa handover, two cipher keys may need to be stored.

For the description of the procedure see clause 13.8.

15.7.7 Interaction with location registration

The PP which is performing an external handover should not initiate the location registration procedure until the
handover is completed.

15.8  Test management procedures

The test management procedures are defined to alow for automatic testing of equipment without requiring manual
intervention. These procedures shall be disabled during normal operation, but when provided they shall be active during
the test sandby mode.

NOTE: The proceduresfor entering equipment into the test standby mode are defined in EN 300 175-3 [3].
The following procedures are defined:
Test call back: the automatic generation of an outgoing call requested by the lower tester.

Test hook contral: the remote control of the PTshook switch by the lower tester. This allows automatic answering of
incoming calls and automatic clearing of both incoming and outgoing calls.

Upper tester: theremote invocation of the FTs MM procedures by the lower tester.

15.8.1 Test call back procedure

Thetest call back procedure isused to request a PT to automatically call back. Thisis achieved by using the normal
paging procedures, and then using { LCE-PAGE-REJECT} message including the <<REJECT-REASON>> element =
test call back as below:

FT PT
{LCE-REQUEST-PAGE}
>
{LCE-PAGE-RESPONSE}
<
{LCE-PAGE-REJECT}
>
reject reason = test call back
link released
{CC-SETUP}

<

Figure 128: Test call back procedure

Upon receipt of the { LCE-PAGE-REJECT} message including the <<REJECT-REASON>> element = test cal back,
the PT shall perform the link release procedure as per clause 14.2.7, and then perform PT initiated call establishment as
for anormal/emergency call request depending on the coding of reject reason.

The timetaken for the PT to send { CC-SETUP} message upon receipt of the { LCE-PAGE-REJECT} message
including the <<REJECT-REASON>> element = test call back shall be less than 10 seconds.
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Dialling shall beinitiated either as en-bloc or piecewise from the PT depending on the coding of reject reason and
whether the PT implements piecewise dialling. Digits dialled shall be as per manufacturers declaration.

15.8.2 Test hook control procedures

Upon receipt of { CC-INFO} message during PT Call Contral (CC) state TO7 containing the <<TEST-HOOK-
CONTROL>> dement indicating hook value "off-hook", the PT shall act asthough a MNCC_CONNECT-req primitive
had been received and shall respond according to the procedures defined in clause 9.3.2.8.

Upon receipt of a { CC-INFO} message during PT Cal Control (CC) states T02, TO3, T04, T10, T08 containing a
<<TEST-HOOK-CONTROL>> dement indicating hook value "on-hook", the PT shall act asthough a
MNCC_RELEASE-req primitive had been received and shall release the call according to the procedures defined in
clause 9.5.1.

15.8.3 Upper tester procedure

The upper tester procedureis used to invoke FT MM procedures as requested by the lower tester. This procedure should
be implemented in the case where the MM procedures can not be invoked by other means at the test house (as declared
by the manufacturer).

The LLME receives from the MAC layer the MAC test message { NETWORK-TEST} . Refer to EN 300 175-3 [3]. The
coding of this message is defined below:

id
0101

spare
1111 0000 1111 0000 1111

param

a16 ayy | azg a7

Figure 129: Upper tester procedure

where: "id" indicates aNWK layer test message;
"g;" indicates the bit positions in the MAC message.

Table 87: MM procedure parameters

parameter MM procedure invoked
0000 1100 Identification of PT
0000 1110 Temporary identity assignment
0000 0000 Authentication of PT
0000 0001 Authentication of user
0000 1010 Location update
0000 0100 Terminating access rights
(FT initiated)
0000 0010 Key allocation
0000 1000 Parameter retrieval
(info-suggest)
0000 0110 Ciphering
(cipher-request)
other codes reserved

Upon receipt of the MAC test message, the LLME shall unconditionally invoke theindicated MM procedure within
2 seconds, by proceeding as though the equivalent MM primitive had been received. The MM procedure invoked shall
use parameters as per manufacturers declaration.
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16 Primitives

16.1  Primitive types
Four primitive types may be used:
-req (request)
for ahigher layer to request service from alower layer;
-cfm (confirm)
for the layer providing the service to confirm that the activity has been completed;
-ind (indication)
for alayer providing a service to notify the next higher layer of any specific service related activity;
-res (response)
for alayer to acknowledge receipt of an indication primitive from the next lower layer.
The defined types for each category of primitive are shown asalist in curly brackets.
EXAMPLE: 7 MNCC RELEASE- {reg.cfm,ind }.
In this example, the defined types are request, confirm and indicate (but not response).

NOTE: These primitives are defined only for the purpose of describing layer-to-layer interactions. The primitives
are defined as an abstract list of parameters, and their concrete realization may vary between
implementations. No formal testing of primitivesis intended. The following primitive definitions have no
normative s gnificance.

16.2  Primitives to lower layer (DLC layer)

The primitives used for communication to the DLC layer are described in EN 300 175-4 [4].

16.3 Primitives to IWU

This clause summarizes the primitives between the interworking unit and the NWK layer together with the list of
associated parameters.
16.3.1 Parameter definitions

Endpoint identifiers: all primitives shall contain an endpoint identifier. Thisidentifier shall be used to distinguish
primitives related to different instances of call. The coding and use of these identifiersisalocal matter, and is not
defined in the present document. An identifier is defined for each entity as follows:

- Call Control Endpoaint Identifier (CCEI);

- Supplementary Services Endpoint Identifier;
- COMS Endpoint Identifier (COEI);

- CLMS Endpoint Identifier (CLEI);

- Mobility Management Endpoint Identifier.
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M essage unit: each piece of higher layer (peer-to-peer) information that isincluded in the primitive is called a message
unit. A series of one or more message units may be associated with each primitive where each separate unit isrelated to
one information e ement in the corresponding NWK layer message. The list of message unitsis derived from the
message definitions (clause 6) by reference to the information elements that may contain information from (or to) the
IWU.

NOTE: The operations across the IWU/NWK layer boundary should be such that alayer sending a message can

assume atemporal order of the bits within the message unit, and that the layer receiving the primitive can
reconstruct the message with its assumed temporal order.

16.3.2 MNCC primitives

The following primitives are used:

1 MNCC_SETUP- {req, ind b
2 MNCC_SETUP_ACK- {req, ind b
3 MNCC_REJECT- {req, ind b
4 MNCC_CALL_PROC- {req, ind b
5 MNCC_ALERT- {req, ind b
6 MNCC_CONNECT- {reg,cfm, ind, res };
7 MNCC_RELEASE- {reg,cfm, ind, res };
8 MNCC_FACILITY- {req, ind h
9 MNCC_INFO- {req, ind b
10 MNCC_MODIFY - {reg,cfm, ind }
11 MNCC HOLD- {reg,cfm, ind, res };
12 MNCC_RETRIEVE- {reg,cfm, ind, res };
13 MNCC_IWU_INFO- {req, ind }.
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MNCC_SETUP primitive

Table 88: MNCC_SETUP primitive

ETSI EN 300 175-5 V1.5.1 (2001-02)

PARAMETER
Call Control Endpoint Identifier (CCEI)

REQ | CFM | IND | RES

>

Message units (possible elements)
Basic Service
IWU attributes
Cipher info
Facility
Progress indicator
Display
Keypad
Signal
Feature activate
Feature indicate
Network parameter
Terminal capability
End-to-end compatibility
Rate parameters
Transit delay
Window size
Calling party number
Called party number
Called party subaddress
Sending complete
IWU-to-IWU
IWU-packet

[cxeNoNoNoNoNoNoNoNoNoNoNoNoNoNoNoNoNoNO NGB 4

[cNeNoNoNoNoNoNoNoNoNoNoNoNoNoNoNoNoNoNONO b 4

= Always;
= Optional;
- = not applicable.

0>

MNCC_SETUP_ACK primitive

Table 89: MNCC_SETUP_ACK primitive

PARAMETER
Call Control Endpoint Identifier (CCEI)

REQ | CFM | IND | RES

A

Message units (possible elements)
Info type
Location area
Facility
Progress indicator
Display
Signal
Feature indicate
Transit delay
Window size
Delimiter request
IWU-to-IWU
IWU-packet

oNoNoNoNoNoNoNoNoNoRONO)

oloNoNoNoNoNoNoNoNoRONO)

= Always;
= Optional;

0>

- = not applicable.
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16.3.2.3 MNCC_REJECT primitive

Table 90: MNCC_REJECT primitive

PARAMETER REQ [ CFM | IND | RES
Call Control Endpoint Identifier (CCEI) A - A -
Cause N - A -
Message units (possible elements)
Release reason A - A -
Identity type 0] - (0] -
Location area O - 0] -
IWU attributes o - 0] -
Facility o - (0] -
Display 0] - (0] -
Feature indicate O - (0] -
Network parameter o - (0] -
IWU-to-IWU O - O -
IWU-packet (6] - ®) -
IA = Always;
O = Optional;
= not applicable.
The "cause" parameter shall indicate one of the following values:
- peer message (avalid peer message was received);
- local timer expiry (alocal timer has expired).
The coding of this parameter isalocal matter and is not specified in the present document.
16.3.2.4 MNCC_CALL_PROC primitive
Table 91: MNCC_CALL_PROC primitive
PARAMETER REQ [ CFM | IND | RES
Call Control Endpoint Identifier (CCEI) A - A -
Message units (possible elements)
FacilityProgress indicator (0] - (0] -
Progress indicator (0] - (0] -
Display (0] - (0] -
Signal (0] - (0] -
Feature indicate o] - 0] -
Transit delay (0] - (0] -
Window size o] - o] -
IWU-to-IWU 0] - 0] -
IWU-packet (©) - (©) -
IA = Always;
O = Optional,
= not applicable.
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MNCC_ALERT primitive
Table 92: MNCC_ALERT primitive
PARAMETER REQ | CFM | IND | RES
Call Control Endpoint Identifier (CCEI) A - A -
Message units (possible elements)
Facility 0] - 0] -
Progress indicator (0] - o -
Display (0] - 0] -
Signal O - 0] -
Feature indicate (0] - o -
Terminal capability @] - 0] -
Transit delay O - 0] -
Window size (0] - (@) -
IWU-to-IWU o - (0] -
IWU-packet (6] - ®) -
IA = Always;
O = Optional;
= not applicable.
MNCC_CONNECT primitive
Table 93: MNCC_CONNECT primitive
PARAMETER REQ | CFM | IND | RES
Call Control Endpoint Identifier (CCEI) A A A A
Message units (possible elements)
Facility (0] N (0] N
Progress indicator (0] N (0] N
Display (0] (0] (0] (0]
Signal (0] N (0] N
Feature indicate (0] (0] (0] (0]
Terminal capability o N o N
Transit delay o N o N
Window size (0] N (0] N
IWU-to-IWU (0] (0] (0] (0]
IWU-packet (6] (6] (©) (6]
IA = Always;
O = Optional;
= not applicable;
N = Not allowed.
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16.3.2.7 MNCC_RELEASE primitive

Table 94: MNCC_RELEASE primitive

PARAMETER REQ | CFM | IND | RES
Call Control Endpoint Identifier (CCEI) A A A A
Cause N A N N

Message units (possible elements)
Release reason
Identity type
Location area
IWU attributes
Facility
Display
Feature indicate
Network parameter
IWU-to-IWU
IWU-packet

IA = Always;

O = Optional;

N = Not allowed.

O00z000zz2z0O
O0O0O0O00000O0
O00z000zz2z0O
O0O0O0O00000O0

The "cause" parameter shall indicate one of the following values:
- peer message (avalid peer message was received);
- local timer expiry (alocal timer has expired).

The coding of this parameter isalocal matter and is not specified in the present document.

16.3.2.8 MNCC_FACILITY primitive

Table 95: MNCC_FACILITY primitive

PARAMETER REQ [ CFM | IND | RES
Call Control Endpoint Identifier (CCEI) A - A -
Message units (possible elements)

Facility (0] - (0] -

Progress indicator (0] - (0] -

Display (0] - (0] -

Keypad (0] - (0] -

Feature activate 0] - o] -

Feature indicate O - O -
IA = Always;

(@] = Optional;
= not applicable.
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16.3.2.9 MNCC_INFO primitive

Table 96: MNCC_INFO primitive
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PARAMETER REQ | CFM | IND | RES
Call Control Endpoint Identifier (CCEI) A - A -
Message units (possible elements)

Location area (@) - 0] -

NWK assigned identity 0] - 0] -

Facility o - (0] -

Progress indicator (0] - 0] -

Display o - (0] -

Keypad (0] - o -

Signal O - 0] -

Feature activate (0] - o -

Feature indicate (0] - o -

Network parameter o - (0] -

Called party number (0] - (0] -

Called party subaddress o - 0] -

Sending complete (0] - (0] -

IWU-to-IWU (0] - (0] -

IWU-packet (6] - ®) -
IA = Always;

O = Optional;
= not applicable.

16.3.2.10 MNCC_MODIFY primitive

Table 97: MNCC_MODIFY primitive

PARAMETER REQ [ CFM | IND | RES
Call Control Endpoint Identifier (CCEI) A A A -
Success/Failure flag N A A -
Message units (possible elements)

Service change info A (0] A -

IWU attributes ®) ®) ®) -

IA = Always;
O = Optional;
= not applicable.

The Success/Failure flag shall indicate the outcome of the service modification.

16.3.2.11  MNCC_HOLD primitive

Table 98: MNCC_HOLD primitive

PARAMETER
Call Control Endpoint Identifier (CCEI)

REQ | CFM | IND | RES

Message units (possible elements)

Display (0] (0] (0] (0]
Reject reason N 0 N (6]
IA = Always;
O = Optional;
N = Not allowed.
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16.3.2.12 MNCC_RETRIEVE primitive

Table 99: MNCC_RETRIEVE primitive

PARAMETER REQ [ CFM | IND | RES
Call Control Endpoint Identifier (CCEI) A A A A
Message units (possible elements)

Display o 0] (0] 0]

Reject reason N ®) N ®)
IA = Always;

O = Optional;
N = Not allowed.

16.3.2.13 MNCC_IWU_INFO primitive

Table 100: MNCC_IWU_INFO primitive

PARAMETER REQ [ CFM | IND | RES
Call Control Endpoint Identifier (CCEI) A - A -
Message units (possible elements)

Alphanumeric o - 0] -
IWU-TO-IWU (0] - (0] -
IWU-packet (6] - O -
IA = Always;
O = Optional;

= not applicable.

16.3.3 MNSS primitives

The following primitives are used:

1 MNSS_SETUP- {req,  ind };
2 MNSS FACILITY- {req, ind };
3 MNSS RELEASE- {req,  ind }.

16.3.3.1 MNSS_SETUP primitive

Table 101: MNSS_SETUP primitive

PARAMETER REQ | CFM | IND | RES
Supplementary Services Endpoint Identifier A - A -
Message units (possible elements)

Facility (0] - (0] -

Display (0] - (0] -

Keypad (0] - (0] -

Feature activate 0] - o] -

Feature indicate o] - O -
IA = Always;

@] = Optional;

- = not applicable.

ETSI



234 ETSI EN 300 175-5 V1.5.1 (2001-02)

16.3.3.2 MNSS_FACILITY primitive

Table 102: MNSS_FACILITY primitive

PARAMETER REQ | CFM | IND | RES
Supplementary Services Endpoint Identifier A - A -
Message units (possible elements)

Facility 0] - 0] -

Display o - (0] -

Keypad (0] - 0] -

Feature activate (@) - o -

Feature indicate ©) - O -
IA = Always;

O = Optional;
= not applicable.

16.3.3.3 MNSS_RELEASE primitive

Table 103: MNSS_RELEASE primitive

PARAMETER REQ [ CFM | IND | RES
Supplementary Services Endpoint Identifier A - A -
Message units (possible elements)

Release reason (@) - O -
Facility @) - (0] -
Display 0] - (0] -
Keypad O - (@] -
Feature activate (@] - (@] -
Feature indicate (@] - (@] -

IA = Always;

O = Optional;

-" = not applicable.

16.3.4 MNCO primitives

The following primitives are used:

1 MNCO_SETUP- {req, ind };
2 MNCO_CONNECT- {req, ind };
3 MNCO_INFO- {req,  ind };
4 MNCO_ACK { ind };
5 MNCO_RELEASE- {reg,cfm, ind };
6 MNCO REJECT- {reg }.
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MNCO_SETUP primitive

Table 104: MNCO_SETUP primitive

ETSI EN 300 175-5 V1.5.1 (2001-02)

PARAMETER
COMS Endpoint Identifier (COEI)

REQ

>

IND

>

Message units (possible elements)
IWU attributes
Display
Called party number
Called party subaddress
IWU-to-IWU
IWU-packet

OO0O000>»

OO0OO000>»

= Always;
= Optional;

0>

- = not applicable.

MNCO_CONNECT primitive

Table 105: MNCO_CONNECT primitive

PARAMETER
COMS Endpoint Identifier (COEI)

REQ

A

IND

Message units (possible elements)
Display
IWU-to-IWU
IWU-packet

(oNoNe)

(oNoNe)

IA = Always;
(@] = Optional;

= not applicable.

MNCO_INFO primitive

Table 106: MNCO_INFO primitive

PARAMETER
COMS Endpoint Identifier (COEI)

REQ

IND

Message units (possible elements)
Display
Alphanumeric
IWU-to-IWU
IWU-packet

(oNoNoNe)

(oNoNoNo)

IA = Always;
O = Optional,
= not applicable.

MNCO_ACK primitive

Table 107: MNCO_ACK primitive

PARAMETER
COMS Endpoint Identifier (COEI)

REQ

CFM | IND | RES

Message units (possible elements)
Display

IA = Always;
O = Optional,
= not applicable.
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16.3.4.5 MNCO_RELEASE primitive
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Table 108: MNCO_RELEASE primitive

PARAMETER
COMS Endpoint Identifier (COEI)

REQ | CFM | IND
A A A -

Message units (possible elements)
Release reason
Display
IWU-to-IWU
IWU-packet

0000
0000
0000

= Always;
Optional;
not applicable.

A
O

16.3.4.6 MNCO_REJECT primitive

Table 109: MNCO_REJECT primitive

PARAMETER
COMS Endpoint Identifier (COEI)

REQ
A - - -

Message units (possible elements)
Release reason
Display
IWU-to-IWU
IWU-packet

0000

= Always;
= Optional;
=" = not applicable.

0>

16.3.5 MNCL primitives

The following primitives are used:

1 MNCL_UNITDATA-  {regq,  ind }.

16.3.5.1 MNCL_UNITDATA primitive

Table 110: MNCL_UNITDATA primitive

PARAMETER
CLMS Endpoint Identifier (CLEI)

CLMS Message type (note 1)

Message units (possible elements)
Alphanumeric
IWU-to-IWU
IWU-packet

(note 2)
(note 2)

Z
00O >>U

OO0 (»>x»m

IA = Always;
(@] = Optional;
= not applicable.
NOTE 1:

fixed or variable.
NOTE 2:

used.

The CLMS message type parameter specifies the message format to be used,

If the CLMS message type is fixed, then only the Alphanumeric message unit is
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16.3.6 MM primitives

The following primitives are used:

1 MM_IDENTITY {reg,cfm, ind, res };
2 MM_IDENTITY_ASSIGN {reg,cfm, ind, res };
3 MM_AUTHENTICATE {reg,cfm, ind, res };
4 MM_LOCATE {reg,cfm, ind, res };
5 MM_DETACH {req, ind, };
6 MM_ACCESS RIGHTS {reg,cfm, ind, res };
7 MM_ACCESS RIGHTS TERMINATE {reg,cfm, ind, res };
8 MM_KEY_ALLOCATE {req, ind, };
9 MM_INFO {reg,cfm, ind, res };
10 MM_CIPHER {reg,cfm, ind, res }.

16.3.6.1 MM_IDENTITY primitive

Table 111: MM_IDENTITY primitive

Mobility Management Endpoint Identifier A

PARAMETER REQ | CFM

>

IND

RES

>

Message units (possible elements)
Identity type
Portable identity
Fixed identity
NWK assigned identity
IWU-TO-IWU
Model Identifier

z0zzz>»

00000z

z20zzz>»

00000z

= Always;
= Optional;
= Not allowed.

Z0>»

16.3.6.2 MM_IDENTITY_ASSIGN primitive

Table 112: MM_IDENTITY_ASSIGN primitive

PARAMETER REQ
Mobility Management Endpoint Identifier

CFM

RES

Z|>

IAccept/Reject flag (note)

>(>

z
z|>g

Z|>

Message units (possible elements)
Portable identity
NWK assigned identity
Duration
Reject reason
IWU-TO-IWU

0z0OO0O0

z0zzz

0z0OO0O0

z0zzz

= Always;
= Optional;
= Not allowed.

ZZ0>»

OTE: The Accept/Reject flag indicates the outcome of the procedure.
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MM_AUTHENTICATE primitive
Table 113: MM_AUTHENTICATE primitive
PARAMETER REQ [ CFM | IND | RES
Mobility Management Endpoint Identifier A A A A
IAccept/Reject flag (note) N A N N
Message units (possible elements)
AUTH-TYPE A O A O
RAND A N A N
RES o] O O O
RS o O O O
Cipher info o (0] (0] (0]
ZAP field N o] N o]
Service class N o N (@)
Key N o N 0]
Reject reason N o N o
IWU-TO-IWU ®) ®) ®) ®)
IA = Always;
O = Optional;
N = Not allowed.
NOTE: The Accept/Reject flag indicates the outcome of the procedure.
MM_LOCATE primitive
Table 114: MM_LOCATE primitive
PARAMETER REQ [ CFM | IND | RES
Mobility Management Endpoint Identifier A A A A
IAccept/Reject flag (note) N A N N
Message units (possible elements)
Portable identity A o A (0]
Fixed identity (0] N (0] N
Location area (0] (0] (0] (0]
NWK assigned identity (0] (0] (0] (0]
Cipher info (0] N (0] N
Reject reason N (0] N (0]
Setup capability (0] N (0] N
Terminal capability (0] N (0] N
Duration N (0] N (0]
IWU-TO-IWU O O O O
Model Identifier (6] (0] (6] (6]
IA = Always;
O = Optional;
N = Not allowed.
NOTE: The Accept/Reject flag indicates the outcome of the procedure.
MM_DETACH primitive

Table 115: MM_DETACH primitive

PARAMETER
Mobility Management Endpoint Identifier

REQ | CFM | IND | RES

Message units (possible elements)
Portable identity
NWK assigned identity
IWU-TO-IWU

= Always;
= Optional;
-" = not applicable.

0>
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16.3.6.6 MM_ACCESS_RIGHTS primitive

Table 116: MM_ACCESS_RIGHTS primitive

PARAMETER REQ [ CFM | IND | RES
Mobility Management Endpoint Identifier A A A A
IAccept/Reject flag (note) N A N A

Message units (possible elements)
Portable identity
Fixed identity
Location area
AUTH-TYPE
Cipher info
Terminal capability
ZAP field
Service class
Model Identifier
Reject reason
Duration
IWU-TO-IWU
IA = Always;
O = Optional;
N
N

o0zz0zz000zz2z>»
O0O00z00z000OO0OO0
0zz0zz000zz>»
O00z00z000OO0OO0

= Not allowed.
OTE: The Accept/Reject flag indicates the outcome of the procedure.

16.3.6.7  MM_ACCESS_RIGHTS_TERMINATE primitive

Table 117: MM_ACCESS_RIGHTS_TERMINATE primitive

PARAMETER REQ [ CFM | IND | RES
Mobility Management Endpoint Identifier A A A A
IAccept/Reject flag (note) N A N A

Message units (possible elements)
Portable identity
Fixed identity
Reject reason
Duration
IWU-TO-IWU
A = Always;
(@] = Optional;
N
N

ozzOoO>»
Z00z2Zz
ozzOo>»
Z00z2Zz

= Not allowed.
OTE: The Accept/Reject flag indicates the outcome of the procedure.

16.3.6.8  MM_KEY_ALLOCATE primitive

Table 118: MM_KEY_ALLOCATE primitive

PARAMETER REQ | CFM | IND | RES
Mobility Management Endpoint Identifier A - A -
Message units (possible elements)

Allocate type A

RAND A -
RS A

IA = Always;

= not applicable.

>>>
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16.3.6.9 MM_INFO primitive

Table 119: MM_INFO primitive

ETSI EN 300 175-5 V1.5.1 (2001-02)

PARAMETER
Mobility Management Endpoint Identifier

REQ | CFM

RES

Z|>
>(>

IAccept/Reject flag (note)

z
z|> g

>(>

Message units (possible elements)
Info type
Call identity
Portable identity
Fixed identity
Location area
NWK assigned identity
Network parameter
Reject reason
Duration
IWU-TO-IWU

0zz000000>»
0000000 =z00

0zz000000>»

0000000 =z00

A = Always;

O = Optional;

N = Not allowed.

N The Accept/Reject flag indicates the outcome of the procedure.

16.3.6.10 MM_CIPHER primitive

Table 120: MM_CIPHER primitive

PARAMETER CFM

Mobility Management Endpoint Identifier

REQ

RES

Z|>
>(>

IAccept/Reject flag (note)

z
z|> g

>(>

Message units (possible elements)
Cipher info
Call identity
Connection identity
Reject reason
IWU-TO-IWU

0Oz0o0O>»
Z20zz0

ozOoO>»

Z20z2z0

IA = Always;

O = Optional;

N = Not allowed.

N The Accept/Reject flag indicates the outcome of the procedure.

OTE:

17

Handling of error and exception conditions

All procedures transferring sgnalling information by using the values of protocol discriminators defined in the present
document (see clause 7.2) are applicable only to those messages which pass the checks described in clauses 17.1

to17.7.

Detailed error and exception handling procedures are implementation dependent and may vary. However, capabilities
facilitating the orderly treatment of error or/and exception conditions are provided for in this section and shall be

provided in each implementation.

Clauses 17.1to 17.7 arelisted in order of precedence.
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17.1 Protocol discrimination error

When amessage isreceived with a protocol discriminator value that indicates a service that is not supported by the
receiving entity, or that is coded as "unknown protocol entity", that message shall beignored. "Ignore’ meansto do
nothing, asif the message had never been received.

NOTE: Messagesusing the protocol discriminator values "unknown protocol entity” are expected to be routed to
externa (application specific) protocols. However, such coding represents an exception with regard to the
protocols defined in the present document.

17.2 Message too short

When amessage isreceived that is too short to contain a complete <<MESSAGE-TY PE>> information €l ement, that
message shall beignored.

17.3  Transaction identifier error

17.3.1 lllegal and unsupported transaction identifier value

If the transaction identifier information element octet 1, bits 7 to 5 indicate an illegal valuefor the transaction value (i.e.
avaluethat isnot dlowed in clause 7.3), then the message shall beignored.

If the transaction identifier information el ement octet 1, bits 7 to 5 indicate the reserved value for TV extension, and if
extended TVsare not supported by the receiving equi pment, then the message shall be ignored.

17.3.2 Transaction identifier procedural errors and exception conditions

17.3.2.1 Unknown active CC call

Whenever any message except { CC-SETUP}, { CC-RELEASE}, { CC-RELEASE-COM} or (for FPs or PPs supporting
the service change procedures of clause 9.6) { CC-SERVICE-CHANGE} isreceived specifying a transaction identifier
which isnot recognized asrelating to an active call or toacal in progress, clearing should beinitiated by sending a
{CC-RELEASE-COM} message with release reason "unknown transaction identifier”, using the same (unknown)
transaction identifier in the returned message.

When a{CC-RELEASE} or a{ CC-RELEASE-COM} message isreceived specifying atransaction identifier which is
not recognized as relating to an active call or to acall in progress, no action should be taken.

When a{CC-SETUP} message isreceived specifying a transaction identifier which is not recognized asrelating to an
active call or toacall in progress, and with atransaction identifier flag incorrectly set to "1", this message shall be
ignored.

When a{CC-SERVICE-CHANGE} message isreceived specifying atransaction identifier which is not recognized as
relating to an active call, this message shall be ignored.

When a{CC-SETUP} message isreceived specifying a transaction identifier which is recognized asrelating to an
active call or toacall in progress, this{ CC-SETUP} message shall be ignored.
17.3.2.2 Unknown active CISS call

Whenever a CISS entity receives a { FACILITY} message specifying a transaction identifier which isnot recognized as
relating to an active CISS-call or toacall in progress, clearing isinitiated by sending a{ CISS-RELEASE-COM}
message with release reason "unknown transaction identifier”, using the same (unknown) transaction identifier in the
returned message.
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17.3.2.3 Unknown active COMS call

Whenever any message except { COMS-RELEASE} or { COMS-RELEASE-COM} isreceived specifying atransaction
identifier which is not recognized asrelating to an active call or to acall in progress, clearing shal beinitiated by
sending a { COMS-RELEASE-COM} message with release reason "unknown transaction identifier”, using the same
(unknown) transaction identifier in the returned message.

When a{ COMS-RELEASE} or a{ COMS-RELEASE-COM} messageisreceived specifying atransaction identifier
which isnot recognized asrelating to an active call or toacall in progress, no action should be taken.

17.3.2.4 Unknown active CLMS call
Not applicable (thereisno "ACTIVE" state for aCLMS call).

17.3.2.5 Unknown active MM transaction

Whenever aMM message isreceived neither specifying a transaction identifier which isrecognized asrelating to an
initiated MM procedure nor being an allowed message initiating a new MM procedure, then this message should be
ignored.

17.3.2.6 Unknown active LCE transaction

When a{LCE-PAGE-RESPONSE} message isreceived with atransaction identifier flag incorrectly set to "1", this
message should be ignored.

17.3.3 Call Resource Contention

When a{ CC-SETUP} message isreceived specifying atransaction identifier which isnot recognized as relating to an
active call or toacall in progress, one of two conditional actions shall be taken:

- if theresources exist to service thereceived call setup request, the request shall be handled as specified in
clauses9.3.1and 9.3.2.

- if theresources do not exist to service thereceived call setup request, therequest shall be rgected by sending a
{CC-RELEASE-COM} message which should contain the rel ease reason "insufficient resources’, using the
same (unknown) transaction value in the returned message.

17.4  Message type or message sequence errors

17.4.1 CC message error

Whenever an unexpected message, except { CC-RELEASE} or { CC-RELEASE-COM}, or an unrecognized message is
received in any state, the message shall be ignored. Therefore no alternative abnormal release is alowed.

When an unexpected { CC-RELEASE} messageisreceived (e.g. if aprevious message was corrupted by undetected
transmission errors), the message shall not be ignored, and the normal rel ease procedures as specified in clause 9.5.1
shall be followed.

When an unexpected { CC-RELEASE-COM} message isreceived, the message shall not be ignored, and the abnormal
release procedures as specified in clause 9.5.2 shall be followed.

17.4.2 CISS message error

Whenever an unexpected message, or an unrecognized message isreceived in any state, the message should be ignored.

17.4.3 COMS or CLMS message error

Whenever an unexpected message, or an unrecognized message isreceived in any state, the message should be ignored.
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17.4.4 MM message error

Whenever an unexpected message, or an unrecognized message isreceived in any state, the message should be ignored.

17.4.5 LCE message error
Whenever an unrecognized messageisreceived, it should beignored.

17.5 General information element errors

The general information element error procedures may also apply to information elementsin codesets other than
codeset "0". In that case, the rel ease reason information element defined for codeset "0" may be used to indicate errors
in information elements other than those in codeset "0" by applying the locking or non-locking shift procedures as
described in clause 7.5.4.

17.5.1 Information element out of sequence

A variable length information element which has a code value lower than the code value of the variable length
information element preceding it shall be considered as an out of sequence information element.

If amessageisreceived that contains an out of sequence information element, thisinformation element may be ignored,
and the receiving entity may continue to process the message. If thisinformation is mandatory, and the receiving entity
chooses to ignore this out of sequence information el ement, then the error handling procedure for missing mandatory
information elements as described in clause 17.6.1 shall be followed. If the ignored information e ement is non-
mandatory, the receiving entity shall continue to process the message.

NOTE: Animplementation may choose to process all the information €l ements received in amessage regardless
of the order in which they are placed.

17.5.2 Duplicated information elements

If an information element isrepeated in a message in which repetition of the information element isnot expected, only
the contents of information element appearing first shall be handled and all subsequent repetitions of the information
element shall beignored. When repetition of the information e ementsis permitted, only the contents of permitted
information elements shall be handled. If the limit on repetition of information elementsis exceeded, the contents of
information el ements appearing first up to the limit of repetitions shall be handled and all subsequent repetitions of the
information element shall beignored.

17.6  Mandatory information element errors

17.6.1 Mandatory information element missing in CC messages

When a message other than { CC-SETUP}, CC-RELEASE} or { CC-RELEASE-COM} isreceived which has one or
more mandatory information elements missing, the normal release procedure as described in clause 9.5.1 should be
invoked. In this case, the { CC-RELEASE} message should use therelease reason "mandatory information element
missing”.

Alternatively, the receiving entity may choose to maintain the call in which case no action should be taken on the
message and no state change should occur.

When a{CC-SETUP} or { CC-RELEASE} message isreceived which has one or more mandatory information
elements missing, a { CC-RELEASE-COM} message with release reason set to "mandatory information element
missing” should be returned.

When a { CC-RELEASE-COM} messageisreceived with a <<RELEASE-REASON>> information element missing, it
shall be assumed that a { CC-RELEASE-COM} message was received with release reason "normal”.
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17.6.2 Mandatory information element content error in CC messages

When a message other than { CC-SETUP}, { CC-RELEASE} or { CC-RELEASE-COM} isreceived which has one or
more mandatory information elementswith invalid content, the normal release procedure as described in clause 9.5.1
should be invoked. In this case the { CC-RELEASE} message should use the release reason "invalid information
element contents’.

Alternatively, the receiving entity may choose to maintain the call in which case no action should be taken on the
message and no state change should occur.

When a{CC-SETUP} or { CC-RELEASE} messageis received which has one or more mandatory information
edementswith invalid content, a{ CC-RELEASE-COM} message shall bereturned. The message should indicate
release reason "invalid information element contents”.

When a{ CC-RELEASE-COM} messageisreceived with invalid content of the <<REL EASE-REASON>> information
element, it will be assumed that a { CC-RELEASE-COM} message was received with release reason "normal ™.

This clause shall also apply to mandatory information elements with a length exceeding the maximum length (as given
in clause 6).
17.6.3 Mandatory information element error in COMS or CLMS messages

When amessage is received which has one or more mandatory information elements missing or has one or more
mandatory information elementswith invalid content, the message should be ignored.

Alternatively, when a{ COMS-SETUP} message is received which has one or more mandatory information el ements
missing or with invalid content, a{ COMS-RELEASE-COM} message with rel ease reason "mandatory information
element missing” or "invalid information element contents" as appropriate may be returned.

17.6.4 Mandatory information element error in MM messages

When amessage is received which has one or more mandatory information elements missing or has one or more
mandatory information elementswith invalid content, the message should be ignored.

However, if the received message was a { TEMPORARY -IDENTITY-ASSIGN}, { AUTHENTICATION-REQUEST},
{LOCATE-REQUEST}, { ACCESS-RIGHTS-REQUEST}, { ACCESS-RIGHTS- TERMINATE-REQUEST}, { MM-
INFO-REQUEST} or { CIPHER-REQUEST} message, then the corresponding reject message should be returned with
thergject reason indicating "information element error” in the case of a missing mandatory information element, or
indicating "invalid information e ement contents' in the case of a mandatory information element with a content error.
17.6.5 Mandatory information element error in LCE messages

When amessage is received which has one or more mandatory information elements missing or has one or more
mandatory information elementswith invalid content, the message should be ignored.

However, if the received message is { LCE-PAGE-RESPONSEY}, clearing shall beinitiated by sending a { L CE-PAGE-
REJECT} message.

17.7  Non-mandatory information element errors

The following clauses identify actions on information elements not recognized as mandatory.

17.7.1 Unrecognized information element
Action shall only be taken on the message and those information elements which are recognized and have valid content.

Subsequent actions in the event of an unrecognized information element are therefore determined by the sender of the
unrecognized information elements.
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17.7.2 Non-mandatory information element content error

When a message is received which has one or more non-mandatory information el ementswith invalid content, action
shall only be taken on the message and those information e ements which are recognized and have valid content. All
other dements shall be discarded.

This clause shall also apply to non-mandatory information elements with a length exceeding the maximum length (as
given in clause 6).

There are two exception to thistreatment. The <<IWU-TO-IWU>> and <<IWU-PACKET>> information & ements may
be truncated and processed.

NOTE: Thelength of the <<IWU-TO-IWU>> and <<IWU-PACKET>> dementsis variable up to several octets.
These elements are deliberately placed at the end of all appropriate messages, such that they will be the
first lementsto suffer truncation in the event of buffer overflow.

17.8 Data link reset

Whenever the LCE isinformed of a spontaneous data link layer reset by means of the DL_ESTABLISH-ind primitive,
the following procedures apply:

a) for CCcallsinthe"OVERLAP SENDING" and "OVERLAP RECEIVING" states, the entity shall initiate the
normal release procedures as given in clause 9.5.1. with release reason "unknown";

b) for CCcallsinthe"ACTIVE", "RELEASE PENDING" or "NULL" states no action shall be taken;

¢) for CC calsin theremaining establishment phase (states T-01, T-03, T-04, T-05, T-06, T-07, T-08, T-23 and
F-01, F-03, F-04, F-06, F-07, F-23) and in any of the service change states, the call shall be maintained subject
to the procedures contained in clause 9;

d) for MM transactions, the transaction shall be maintained subject to the procedures contained in clause 13.

17.9 Data link failure

Whenever aLCE isnatified by its datalink entity viathe DL_RELEASE-ind primitive that thereis adatalink layer
failure, the following procedure shall apply:

a) any calsnot inthe"ACTIVE" state shdl be cleared internally;

b) if the DL_RELEASE-ind primitive indicates "normal” release, any callsin the "ACTIVE" state shall also be
cleared internally;

¢) if the DL_RELEASE-ind primitive indicates "abnormal” release, any callsin the"ACTIVE" state may be
maintained, in which case the L CE should request link re-establishment from the DLC layer.

In case ¢), if the LCE requests DL C link re-establishment, it shall do thisimmediately by sendingaDL_ESTABLISH-
reg primitive and shall start timer <LCE.04>. This shall only occur if at least one call isinthe "ACTIVE" state.
Otherwise, the LCE shall clear internaly.

If timer <LCE.04> isalready running, it shall not be restarted.

NOTE: If thetransfer mode of the call is circuit-mode, the LCE may nonetheless choose to clear the call. If the
transfer mode of the call is packet mode and the MAC layer is recognized as normal in spite of the data
link failure, the LCE should not clear the call and should request data link re-establishment.

When informed of a successful DLC link re-establishment by means of the DL_ESTABLISH-cfm primitive, the LCE
shall stop timer <LCE.04>.

If timer <LCE.04> expires prior to DLC link re-establishment, the LCE shall clear all of the associated calls.
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Annex A (normative):
System parameters

A.l CC timers

All CC running timers except <CC.02> shall in addition to the conditions defined bel ow be stopped upon following
events:

- the<CC.02> timer is started;
- a{CC-RELEASE-COM} messageisreceived or sent;
- theLCEisnoctified by the DLC viathe DL_RELEASE-ind primitive that thereis adatalink failure.

When atimer isrestarted by the means of a { CC-NOTIFY} message indicating "Timer restart” the timer shall be
stopped and started from itsinitia value.

<CC.01>  Overlap sending timer.

FT value 20 seconds.

PT value Not used.

Start: A {CC-SETUP -ACK} has been sent;

Stop: as soon as FT leaves "Overlap Sending” state.
<CC.02> CC releasetimer.

FT value 36 seconds.

PT value 36 seconds.

Start: A {CC-RELEASE} messageis sent.

Stop: A {CC-RELEASE-COM} messageisreceived.
<CC.03> CC setup timer.

FT value 20 seconds.

PT value 20 seconds.

Start: A {CC-SETUP} message has been sent.
Stop: An response message has been received.
<CC.04>  CC completion timer.

FT value 100 seconds.

PT value 100 seconds.

Start: Refer to clause 9.3.

Stop: Refer to clause 9.3.
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<CC.05>  CC connect timer.

FT value 10 seconds.

PT value 10 seconds.

Start: A {CC-CONNECT?} message has been sent.
Stop: A {CC-CONNECT-ACK} message isreceived.

In thedirection FT-> PT { CC-CONNECT-ACK]} applies only for external handover. Consequently, in the FP timer
CC.05 only appliesin case of externa handover.

<CC_service> Service Changetimer.

value: 20 seconds.

Start: {CC-SERVICE-CHANGE} messageis sent.

Stop: An indication for link reease from the DLC isreceived; A { CC-SERVICE-ACCEPT} or a{CC-

SERVICE-REJECT} messageisreceived; { CC-RELEASE}, { CC-RELEASE-COM} messages are
sent or received.

A.2 SS timers

No timers defined.

A.3 COMS timers

<COMS00> COMSstoragetimer.

FT value 5 seconds.

PT values 5 seconds.

Start: Thefirst segment of a segmented message isreceived.
Stop: The last segment is received.

<COMS.01> COM Sinformation acknowledge.

FT value 2 seconds.

PT value 2 seconds.

Start: A {COMS-INFO} messageis sent.

Stop: A {COMS-ACK} message isreceived.
<COMS.02> COM Sreleasetimer.

FT value 10 seconds.

PT value 10 seconds.

Start: A {COMS-RELEASE} messageis sent.

Stop: A {COMS-RELEASE-COM} message isreceived.
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<COMS.03> COM Ssetup timer.

FT value 10 seconds.

PT value 10 seconds.

Start: A {COMS-SETUP} message has been sent.

Stop: An response message has been received.

A.4  CLMS timer

<CLMS.00> CLM S storage timer.

FT value 5 seconds.

PT value 5 seconds.

Start: Thefirst segment of a segmented message has been received.
Stop: The last segment is received.

A5 MM timers

In addition to the conditions defined below an MM running timer except <MM_wait> shall also be stopped upon
following events:

- avalid MM message has been received initiating a higher priority MM procedure, see clause 15.5;
- theLCEisnoctified by the DLC viathe DL_RELEASE-ind primitive that thereis adatalink failure;

- applicableto PT only: PT sendsan { AUTHENTICATION-REQUEST} message initiating the FT authentication
procedure when another PT initiated MM procedure different from authentication of FT isstill running.

In the case of a higher priority MM procedure interrupting alower priority one the timer of the lower priority procedure
shall be restarted on completion of the higher priority procedure starting from itsinitial value.

<MM _access. 1> Accessrightstimer.
FT value None.

PT value: 60 seconds.

Start: An {ACCESS-RIGHTS-REQUEST} messageis sent.
Stop: An {ACCESS-RIGHTS-ACCEPT} message or an { ACCESS-RIGHTS-REJECT} messageis
received.

<MM _access.2> Access rightstermination timer.

FT value 10 seconds.

PT value: 20 seconds.

Start: An{ACCESS-RIGHTS- TERMINATE-REQUEST} message is sent.

Stop: An {ACCESS-RIGHTS- TERMINATE-ACCEPT} message or an
{ACCESS-RIGHTS- TERMINATE-REJECT} message isreceived.
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<MM_auth.1> PT or FT authentication timer.
FT value 10 seconds.

PT value: 10 seconds.

Start: An {AUTHENTICATION-REQUEST} messageis sent.
Stop: An {AUTHENTICATION-REPLY} message or an { AUTHENTICATION-REJECT} messageis
received.

<MM_auth.2> User authentication timer.
FT value 100 seconds.
PT value 100 seconds.

Start: An{AUTHENTICATION-REQUEST} messageis sent.
Stop: An{AUTHENTICATION-REPLY} message or an { AUTHENTICATION-REJECT} messageis
received.

<MM_cipher.1> FT cipher-switching timer.

FT value 10 seconds.

PT value None.

Start: A {CIPHER-REQUEST} messageis sent.

Stop: A {CIPHER-REJECT} message or aDL_ENC_KEY-ind primitive is received.
<MM_cipher.2>  PT cipher-switching timer.

FT value None.

PT value 10 seconds.

Start: A {CIPHER-SUGGEST} messageis sent.

Stop: A {CIPHER-REQUEST} message or a{ CIPHER-REJECT} message isreceived.
<MM _ident.1> Temporary identity PUl assignment timer.

FT value 10 seconds.

PT value None.

Start: A {TEMPORARY-IDENTITY-ASSIGN} messageis sent.

Stop: A {TEMPORARY-IDENTITY-ASSIGN-ACK} messageisreceived.

<MM _ident.2> Identification timer.

FT value 10 seconds.

PT value None.

Start: An {IDENTITY-REQUEST} messageis sent.

Stop: An {IDENTITY-REPLY} messageisreceived.
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<MM _key.1> Key allocation timer.

FT value 10 seconds.

PT value None.

Start: A {KEY-ALLOCATE} messageis sent.

Stop: An{AUTHENTICATION-REQUEST} message isreceived.

<MM _locate.1> L ocation timer.

FT value None.

PT value 20 seconds.

Start: A {LOCATE-REQUEST} messageis sent.

Stop: A {LOCATE-ACCEPT} message or a{LOCATE-REJECT} message isreceived.
<MM _wait> Re-attempt timer.

FT value None.

PT value 5 minutes.

<MM_info.1> Parameter retrieval timer

FT value None.

PT value 5 seconds.

Start: A {MM-INFO-REQUEST} message is sent.

Stop: A {MM-INFO-ACCEPT} or a{MM-INFO-REJECT} message is received.

A.6 LCE timers

<LCE.01> Link releasetimer.

FT value 5 seconds.

PT value 5 seconds.

Start: A DL_RELEASE-req primitiveis sent.

Stop: A DL_RELEASE-cfm primitiveis received.

<LCE.02> Link maintain timer.

FT value 10 seconds maximum, 3 seconds minimum.

PT value 10 seconds maximum, 3 seconds minimum.

Start: A higher entity indicates partial release to the LCE.

Stop: A new higher entity message or aDL_DATA-ind with an SDU is received.
<LCE.03> {LCE-REQUEST-PAGE} message resubmission timer.
FT value 3 seconds.

PT value None.

Start: A {LCE-REQUEST-PAGE} message has been sent.

Stop: A matching response isreceived.
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<LCE.04> Link suspend and resumetimer.

FT value 5 seconds.

PT value 5 seconds.

Start: A link suspend or alink resume has been requested.

Stop: A matching response isreceived.

<LCE.05> DLC establish without SDU timer.

FT value 5 seconds.

PT value None.

Start: A DLC datalink has been established after reception of a DL_ESTABLISH-ind without an SDU.
Stop: A new higher entity message or aDL_DATA-ind with an SDU is received.

A.7  NWHK layer constants

N300: resubmission of an indirect link establish message.
N300 is an application specific value.
Recommended value for voice applicationsis 3.

N400: external handover release pending value.

Mandated valueis 5.

A.8 Restart

Restart of atimer meansrestart from itsinitial value.
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Annex B (normative):
CC state transition tables

B.1 CC state transitions at PT side

B.1.1 CC state table at PT side

Table B.1: CC state table at PT side

EVENT STARTING STATE END
(CC message) TOO | TO1 [ TO2 | TO3 | TO4 | TO6 | TO7 | TO8 | T10 | T19 | STATE
{CC-SETUP} sent [ PO1 TO1l
{CC-SETUP} rcvd | P08 TO6
{CC-SETUP-ACK} rcvd P03 TO2
{CC-CALL-PROC} rcvd P05 | PO5 TO3
{CC-ALERTING} rcvd P06 | P06 | P06 TO4
{CC-CONNECT} rcvd P07 | PO7 | PO7 | PO7 T10
{CC-CONNECT-ACK SENT P28 T10
{CC-CONNECT-ACK} rcvd P11 T10
{CC-SETUP} accept P09 TO7
{CC-CONNECT} sent P10 | P10 TO8
{CC-INFO} rcvd P12 | P12 | P12 P12 | P12 | P12 | P19 *
{CC-INFO} sent P04 | P12 | P12 P12 | P12 | P12 *
{CC-RELEASE} sent P13 | P13 | P13 | P13 P13 | P13 | P13 T19
{CC-RELEASE} rcvd P20 | P20 | P20 | P20 | P20 | P20 | P20 *
P22 | TOO

{CC-RELEASE-COM} rcvd P14 | P14 | P14 | P14 | P14 | P14 | P14 | P14 | P22 TOO
{CC-RELEASE-COM} sent P16 P16 TOO
(reject)
{CC-RELEASE-COM} sent P21 | P21 | P21 | P21 | P21 | P21 | P21 TOO
(response)
{CC-NOTIFY} rcvd P18 | P18 | P18 | P18 P18 *
TIMEOUT P17 | P17 | P17 P17 T19
RELEASE TIMEOUT P15 TOO
SETUP TIMEOUT P27 TOO

An entry "*" in the END STATE column indicates current state maintained. All unspecified events (blank entriesin the
above table) shall be treated according to the normal procedures given in clause 9 where defined. If not defined they
shall be treated according to clause 17.4 (handling of errors for unexpected messages).

NOTE 1: States T-22 and T-23 are for further study.

NOTE 2: The PT may send CRSS ({ FACILITY}) messages when in the CC state F-19. Thiswill allow the user
and network to initiate (and correspondingly acknowledge) supplementary services during call release
procedure (e.g. advice of charge requested at the termination of the call).
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B.1.2 CC transition procedures at PT side
PO1: MNCC_SETUP-req primitivereceived.
{CC-SETUP} message sent. Next state T-01.
P03: {CC-SETUP-ACK} message received. Next state T-02.
EITHER: start PT generated "dial” toneif provided;
install and connect the receive U-plane.
P04: Stop PT generated "dial" tone after first digit sent.
Send further digits. State T-02 maintained.
P05: {CC-CALL-PROC} message received. Next state T-03.
P06: {CC-ALERTING} messagereceived. Next state T-04.
EITHER: start PT generated "called party aerting” tone;
continue to connect receive U-plane.
PO7: {CC-CONNECT} messagereceived.
Stop PT generated "called party alerting” tone.
Connect U-plane. Next gate T-10.
P08: {CC-SETUP} messagereceived.
Issue MNCC_SETUP-ind primitive. Next state T-06.
P09: MNCC_ALERT-req primitive received (user alerting has started).
Send { CC-ALERTING} message. Next state T-07.
P10: MNCC_CONNECT-req primitivereceived (e.g. user responds).
Send { CC-CONNECT} message. Next state T-08.
P11: {CC-CONNECT-ACK} message received. Connect U-plane (if not already connected).
Next state T-10.
P12: MNCC_INFO-req received; Send {CC-INFO} message.
or { CC-INFO} message received: issue MNCC_INFO-ind.
Current state maintained.
P13: MNCC_RELEASE-req primitive received.
{CC-RELEASE} message sent. Clear call.
Next state T-19.
P14: Receve{CC-RELEASE-COM} message.
Issue MNCC_REJECT-ind primitive. Clear call. Next state T-00.
P15: Releasetime-out. Send {CC-RELEASE-COM} message.
Issue MNCC_RELEASE-cfm primitive. Clear call. Next state T-00.
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P16: Call regjected or MNCC_REJECT-req primitivereceived.
Send { CC-RELEASE-COM} message.
Clear call. Next state T-00.
P17: Send {CC-RELEASE} message. Reason = "timer expiry".
Next state T-19.
P18: {CC-NOTIFY} received. Issue MNCC-NOTIFY-ind primitive.
Current state maintained.
P19: {CC-INFO} received. Issue MNCC_INFO primitive. Next state T-19.
P20: {CC-RELEASE} messagereceived. Issue MNCC_RELEASE-ind primitive.
Current state maintained.
P21: MNCC_RELEASE-resprimitive received.
Send { CC-RELEASE-COM} message. Clear call. Next state T-00.
P22: {CC-RELEASE-COM} message or {CC-RELEASE} message r eceived.
Issue MNCC_RELEASE-cfm primitive. Clear call. Next state T-00.
P23-P26: For further study.
P27: <CC.03> expires. Send {CC-RELEASE-COM} message.
Issue MNCC_REJECT-ind primitive. Clear call. Next state T-00.
P28: MNCC_CONNECT-resreceived.
Send { CC-CONNECT-ACK} message.
Current state maintained.

ALL OTHER CASES: al unexpected messages shal be handled according to clause 9 (if described) or according to
clause 17.4 (if not described).
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B.2 CC state transitions at FT side

B.2.1 CC state table at FT side

Table B.2: CC state table at FT side

EVENT STARTING STATE END
(CC message) FOO FO1 F02 FO3 Fo4 F06 FO7 F10 F19 STATE
{CC-SETUP} sent [ QO1 F06
{CC-SETUP} rcvd [ QO8 FO1
{CC-SETUP-ACK} sent Q11 F02
{CC-CALL-PROC} sent Q09 Q09 F03
{CC-ALERTING} sent Q05 Q05 Q05 Fo4
{CC-ALERTING} rcvd Q06 FO7
{CC-CONNECT} sent Q10 | Q10 | Q10 | Q10 F10
{CC-CONNECT} rcvd Q07 Q07 F10
{CC-CONNECT-ACK} sent Q28 F10
{CC-INFO} sent Q12 | Q12 | Q12 Q12 | Q12 | Q12 *
{CC-INFO} revd Q04 | Q12 | Q12 Q12 | Q12 | Q12 *
{CC-RELEASE} sent Q13 | Q13 | Q13 | Q13 | Q13 | Qi3 F19
{CC-RELEASE} revd Q20 | Q20 | Q20 | Q20 Q20 | Q20 *
Q22 FOO

{CC-RELEASE-COM} revd Q14 | Q14 | Q14 | Q14 | Q14 | Q14 | Q14 | Q22 FOO
{CC-RELEASE-COM} sent Q16 Q16 Q16 FOO
(reject)
{CC-RELEASE-COM} sent Q21 | Q21 | Q21 | Q21 Q21 | Q21 FOO
(response)
{CC-NOTIFY} sent Q18 | Q18 | Q18 | Q18 *
TIMEOUT Q17 | Q17 | Q17 Q17 F19
RELEASE TIMEOUT Q15 FOO
SETUP TIMEOUT Q27 FOO

Anentry "*" in the END STATE column indicates current state maintained. All unspecified events (blank entriesin the
above table) shall be treated according to the normal procedures given in clause 9 where defined. If not defined they
shall be treated according to clause 17.4 (handling of errors for unexpected messages).

NOTE 1: States F-22 and F-23 are for further study.

NOTE 2: The FT may send CRSS ({ FACILITY}) messages when in the CC state F-19. Thiswill allow the user
and network to initiate (and correspondingly acknowledge) supplementary services during call release
procedure (e.g. advice of charge requested at the termination of the call).
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B.2.2 CC transition procedures at FT side

Q01: MNCC_SETUP-req primitivereceived.

Send { CC-SETUP} message to PT. Next state F-06.

Q04: {CC-INFO} messagereceived.
Ddliver <<KEYPAD>> dement in MNCC_INFO-ind primitive.
State F-02 maintained.

QO05: MNCC_ALERT-reg primitive received.
Send { CC-ALERTING} message. Next state F-04.

Q06: {CC-ALERTING} messagereceived.

Issue MNCC_ALERT-ind primitive. Next state F-07.

QO07: {CC-CONNECT} message received.

Connect U-plane. Send { CC-CONNECT-ACK} message.
Issue MNCC_CONNECT-ind primitive. Next state F-10.

Q08: {CC-SETUP} messagereceived from PT.

Issue MNCC_SETUP-ind primitive. Next state F-01.

Q09: MNCC_CALL_PROC-req primitive received.
Send { CC-CALL-PROC} message. Next state F-03.

Q10: MNCC_CONNECT-req primitive received. Connect U-plane.
Send { CC-CONNECT} message. Next state F-10.

Q11: MNCC_SETUP_ACK-reg primitive received.

Send { CC-SETUP-ACK} message. Next state F-02.

Q12: MNCC_INFO-req received; Send {CC-INFO} message.
or { CC-INFO} message received: issue MNCC_INFO-ind.
Current state maintained.

Q13: MNCC_RELEASE-req primitivereceived. Clear call.
Send { CC-RELEASE} message. Next state F-19.

Q14: Receive {CC-RELEASE-COM} message.

Issue MNCC_REJECT-ind primitive. Clear call. Next state F-00.

Q15: Releasetime-out. Send {CC-RELEASE-COM} message.
Issue MNCC_RELEASE-cfm primitive. Clear call. Next state F-00.

Q16: Call rgjected, or MNCC_REJECT-req primitive received.
Send { CC-REL EASE-COM} message. Clear call.

Next state F-00.
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Q17: Timer Expires. Send {CC-RELEASE} message.
Reason = "timer expiry". Next state F-19.
Q18: MNCC-NOTIFY-req primitivereceived.
Send { CC-NOTIFY} message. Current state maintained.
Q20: {CC-RELEASE} messagereceived. Issue MNCC_RELEASE-ind primitive.
Current state maintained.
Q21: MNCC_RELEASE-resprimitive received.
Send { CC-RELEASE-COM} message. Clear call. Next state F-00.
Q22: {CC-RELEASE-COM} message or {CC-RELEASE} message received.
Issue MNCC_RELEASE-cfm primitive. Clear call. Next state F-00.
Q23-Q26:For further study.
Q27: <CC.03> expires. Send {CC-REL EASE-COM} message.
Issue MNCC_REJECT-ind primitive. Clear call. Next state F-00.
Q28: {CC-CONNECT-ACK} messagereceived.
Issue MNCC_CONNECT-cfm primitive. Stop timer <CC.05> Next state F-10.

ALL OTHER CASES: al unexpected messages shal be handled according to clause 9 (if described) or according to
clause 17.4 (if not described).
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Annex C (informative):

DLC states as viewed by the LCE
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Figure C.1: DLC Link states as viewed by the LCE
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Annex D (normative):
DECT standard character sets

D.1 General

Two standard character sets are defined:
- DECT standard 8-bit characters;
- DECT standard 4-bit characters.

The DECT standard 8-bit characters shal be used for both dialling and display functions when contained in the
following information elements:

- <<"KEYPAD">>;

- <<"DISPLAY">>;

- <<CALLED-PARTY-NUMBER>>;
- <<CALLING-PARTY-NUMBER>>.

Both the 8-bit and 4-bit DECT standard character sets may be carried in the <<ALPHANUMERIC>> information
element or in the {CLMS-FIXED} message.

All of these elements may contain one or several characters.

D.2 DECT standard 8-bit characters

D.2.1 General

The firgt 128 characters shall usethe standard 1A5 characters, except for the first 32 (control) characterswhich are
redefined as DECT "control codes’.

NOTE 1: Refer to ITU-T Recommendation T.50 [12] for details of A5 characters.
The second 128 characters are called DECT "extended codes'.

NOTE 2: The <<ALPHANUMERIC>> element allows for alternative character sets, including the complete
standard IA5 character coding.
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D.2.2 Control codes

Character codes 00 Hex to 1F Hex are specific to the DECT character set. They arenot used in the standard A5 sense.
The following values are defined for cursor control (display purposes only) and dialling control:

Table D.1
Code(Hex) Control character
00 Null/cancel DTMF tone;
02 Return home;
03 Return end;
05 Dialling pause (note 3);
06 Move forward to next column tab position (note 1);
07 Move backward to next column tab position (note 1);
08 Move backward one column;
09 Move forward one column;
0A Move down one row;
0B Move up one row,
oC Clear display (and return home);
oD Return (to start of current row);
OE Flash off (note 2);
OF Flash on (note 2);
11 XON (resume transmission);
12 Go to pulse dialling;
13 XOFF (stop transmission);
14 Go to DTMF dialling; defined tone length;
15 Register recall (note 4)
16 Go to DTMF dialling; infinite tone length;
17 Internal call (note 5)
18 Service call (note 6)
19 Clear to end of display (maintain cursor position);
1A Clear to end of line (maintain cursor position);
1B ESC. ESCape in the IA5 senseg;

All other valuesreserved.
NOTE 1: Column tabs should be set at 10 column intervals.
NOTE 2: Flash on/Flash off isatoggle action, that applies to all subsequent display characters.
NOTE 3: Theduration of the dialling pauseis determined by the FT.

The dialling characteristics (pulse duration and DTMF defined tone length) are determined by the FT. DTMF tones
shall conform to Multi-Frequency Push Button (MFPB) tones as defined in EN 300 001 [15].

PT controlled DTMF pulse duration is supported by using "go to DTMF,; infinite tone length” following by the selected
digit. Thetone shall be stopped upon receipt of any other character (e.g. another digit). To terminate an infinite tone
with no other action the "null" character shall be used.

NOTE 4 Register recall: to seize aregister (with dial tone) to permit input of further digits or other action. The
transfer of did digits towards theregister should be done using the keypad protocol.

NOTE5: A call from one user to another user within the domain of 1 FP. Thisistypically useful in residential
environments.

NOTE 6: A call initiated by a DECT PT for entering of FT related service and adjustment proceduresin a
transparent way.

D.2.3 Standard IA5 codes

Character codes 20 Hex to 7F Hex shall be used in the standard IA5 sense as defined in
ITU-T Recommendation T.50 [12]. The International Reference Verson (IRV) characters shall be used.
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D.2.4 extended codes and escape to alternative character sets

Character codes 80 Hex to FF Hex may be used for extended character sets. Extended character sets shall be designated
and invoked by use of escape sequences in accordance with ISO/IEC 2022 [13] for 8-bit environments. The following
requirements shall apply to ensure compatibility.

To alow independent operation of different CC/COMS/CISS instances, escape sequences in display information
elements shall only affect the CC/COMSCISS instance to which the information element relates.

Additional character sets (for which the PT indicates support in <<TERMINAL-CAPABILITY >> information element)
may be designated to the GO, G1, G2 or G3 set. The DECT standard character set (I1A5) shal by default be designated
to the GO set. If the PT indicates support of only one additional character set this character set shall by default be
designated to the G1 set. The GO set shall by default be invoked at the lower part of the address space and the G1 set at
the upper part of the address space. Default designations and invocations shall always be used when a new
CC/COMS/CISS ingance is created.

A PT indicating support of more than one additional character set should be able to correctly interpret the escape
sequences for designation of all supported character setsto the G1, G2 and G3 sets. Furthermoreit should at least be
able to correctly interpret the escape sequences for the locking-shift functions LS1R, LS2R and LS3R plusthe single-
shift functions SS2 and SS3. The SS2 and SS3 functions should by default be assigned to the relevant codingsin the C1
control character set.

If proprietary character sets are needed they should be designated to the G3 s&t.

D.3 DECT standard 4-bit characters

Table D.2
Code(Hex) Character:
0 0
1
2 2
3 3
4 4
5 5
6 6
7 7
8 8
9 9
B (space)

All other valuesreserved.
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Annex E (normative):

Default coding of <<IWU-ATTRIBUTES>> and
<<CALL-ATTRIBUTES>> information elements
for basic speech

Table E.1: Default coding for <<IWU-ATTRIBUTES>> information element

Octet Information element field Field Value

3 Coding standard DECT standard
Information transfer capability Speech

4 Negotiation indicator Not possible
External connection Type Connection oriented

5 Transfer mode Circuit mode
Information transfer rate 32 kbit/s

6 Protocol identifier User protocol ID
User protocol ID G.721 ADPCM

Table E.2: Default coding for <<CALL-ATTRIBUTES>> information element

Octet Information element field Field Value

3 Coding standard DECT standard
Network layer attributes Basic speech

4 C-plane class Class A; shared
C-plane transfer rate CS only

5 U-plane symmetry Symmetric
LU identification LUL

6 U-plane class Class 0 min_delay
U-plane frame type FU1
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Annex F (normative):
Broadcast attributes coding

F.1  Higher layer capabilities

The broadcast attributes are a small set of NWK layer and DLC layer capabilities (jointly known as "higher layer
capabilities") that shall be broadcast regularly as part of the MAC layer broadcast service.

NOTE 1: These"higher layer" attributes comprise atotal of 20 bits of information. These bits are combined with
lower layer attributes in the MAC layer to form a single MAC layer broadcast message. Refer to
EN 300 175-3[3].

Table F.1: Broadcast attributes coding

BIT NUMBER ATTRIBUTE
(note 2) ("1" means that service is available)
a32 ADPCM/G.726 Voice service
a33 GAP basic speech
a34 Non-voice circuit switched service
a35 Non-voice packet switched service
a36 Standard authentication required
a37 Standard ciphering supported
a38 Location registration supported
a39 SIM services available
a40 Non-static Fixed Part (FP)
a4l CISS services available
a42 CLMS service available
a43 COMS service available
ad4 Access rights requests supported
a45 External handover supported
a46 Connection handover supported
a47 Reserved

NOTE 2: The bit numbersrefer to the bit positionsin the MAC message. Refer to clause 7.2.3.4.2in
EN 300 175-3[3].

NOTE 3: The default setting for all bitsis"0"; meaning "not available".

NOTE 4: The value of any bit might change during normal operation.
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F.2  Extended higher layer capabilities

If aprofileis supported, then the bit corresponding to that profileis set to 1; otherwise (if profile is not supported) the
bit isset to 0.

Table F.2: Extended higher layer capabilities

BIT NUMBER Profile Supported
a47 ISDN Data Services
a46 DPRS FREL
a45 DPRS Stream
ad4 Data Service Profile D
a43 LRMS
a4l Asymmetric bearers supported
a40 Emergency call supported
a39 Location registration with TPUI allowed
a38 Synchronization to GPS achieved
a37 ISDN intermediate system
a36 RAP Part 1 Profile
a33 V.24
a32 PPP
a3l IP
a30 Token Ring
a29 Ethernet

NOTE 1: The bit numbersrefer to the bit positionsin the MAC message. Refer to EN 300 175-3 [3], clause 7.2.3.5.
NOTE 2: The default setting for all bitsis"0"; meaning "not available".
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Annex G (normative):
Use of <<IWU-PACKET>> and <<IWU-TO-IWU>>
information elements

G.1 General

The <<IWU-PACKET>> and <<IWU-TO-IWU>> are trangparent information el ements (refer to clause 6.1.2). They
are defined to provide two alternative mechanisms for the trangparent transportation of external information (e.g. from a
PP application to an FP interworking unit). The two € ements correspond to two possible structures of external
information.

NOTE: The<<IWU-TO-IWU>> dement provides a capability equivalent to the <<USER-TO-USER>>
information element defined in EN 300 403-1[8].

G.2 Sending of <<IWU-PACKET>> elements

G.2.1 CC and MM use of <<IWU-PACKET>>

An unsegmented <<IWU-PACKET>> may be carried in most CC and MM messages provided that each message
contains at most one <<IWU-PACKET>> information e ement. A segmented <<IWU-PACKET>> shall only be sent in
asaries of {IWU-INFO} messages, and each {IWU-INFO} message shall contain one <<IWU-PACKET>> element
preceded by a <<SEGMENTED-INFO>> dlement. A {IWU-INFO} message should be used if there are no suitable CC
messages scheduled for transmission.

G.2.2 COMS and CLMS use of <<IWU-PACKET>>

An unsegmented or a segmented <<IWU-PACKET>> may be sent in aseries of { COMS-INFO} or {CLMS-
VARIABLE} messages. If segmented, each message shall contain one <<IWU-PACKET>> eement preceded by a
<<SEGMENTED-INFO>> e ement.

G.2.3 Rejection of <<IWU-PACKET>> elements

The <<IWU-PACKET>> dement shall be used to regject any <<IWU-PACKET>> e ement that isreceived but cannot
be understood (i.e. contains a protocol discriminator coding that is not supported). In this event the element shall
indicate rgection (using the S/R bit) and shall contain a partial echo of the message that has been rejected. This echo
shall only contain the L2 protocol discriminator and the following octet (i.e. in most cases the echoed information will
be truncated). A rejection element shall be returned immediately after receiving the message containing the rejected
element.
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G.3  Use of <<IWU-TO-IWU>> elements

G.3.1 Sending of <<IWU-TO-IWU>> elements

An unsegmented <<IWU-TO-IWU>> may be carried in most CC or MM messages. An { IWU-INFO} message may be
used for transmission of unsegmented <<IWU-TO-IWU>> eements, if there are no suitable messages scheduled for
transmission.

A segmented <<IWU-to-IWU>> shall only be sent in a sequence of {IWU-INFO} messages, and each message shall
carry only one <<IWU-TO-IWU>> element, and each of these <<IWU-TO-IWU>> elements shall be preceded by a
<<SEGMENTED-INFO>> e ement.

Segmented or unsegmented <<IWU-TO-IWU>> elements may be carried in { COMS-INFO} or { CLMS-VARIABLE}
messages.

G.3.2 Rejection of <<IWU-TO-IWU>> elements

The <<IWU-TO-IWU>> dement shall also be used to reject any <<IWU-TO-IWU>> element that isreceived but
cannot be understood (i.e. contains a protocol discriminator coding that isnot supported). In this event the element shall
indicate rgection (using the S/R bit) and shall contain a partial echo of the message that has been rejected. This echo
shall only contain the protocol discriminator and the first information octet of the rejected message (i.e. in most cases
the echoed information will be truncated). A rgjection element shall be returned immediately after receiving the
message containing the rejected el ement.
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Annex H (normative):
Transaction identifier flags (TIF) assignment in MM
procedures

H.1 General

Implicit in thisannex is the assumption that an MM procedure may consist of one or more transactions. Each
transaction is owned by a singleinstance of an MM entity. Each instance of an MM entity may own only asingle
transaction. The priority level (asit is specified in clause 15.5 of the present document) relates to the transaction, and
not to the procedure.

H.2  Nested procedures

Tl-flags, in case of nested procedures (two procedures A and B are qualified as being nested if procedure B begin and is
accomplished after procedure A has been started and before procedure A has been accomplished) shall be allocated
independently.

EXAMPLE 1: A FT initiated procedure for identification of PT isinterrupted by a PT initiated authentication of

FT procedure.
PT FT
{IDENTITY-REQUEST} (TIF=0)}
) {AUTHENTICATION-REQUEST} (TIF=0)
{AUTHENTICATION-REPLY} (TIF=1) 7
) {IDENTITY-REPLY} (TIF=1)
>

Figure H.1: Nested procedure, example 1

EXAMPLE 2: A PT initiated procedure for location registration is interrupted by a FT initiated authenti cation of

PT procedure.
PT FT
{LOCATE-REQUEST} (TIF=0)}
{AUTHENTICATION-REQUEST} (TIF=0) 7
) {AUTHENTICATION-REPLY} (TIF=1)
{LOCATE-ACCEPT} (TIF=1) 7
<

Figure H.2: Nested procedure, example 2

The setting of transaction flags shal be the samein any similar situation.
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H.3  Stand alone procedures

H.3.1 Location update procedure

Location update procedureis a single procedure using two transactions that may be described as FT suggesting location
registration and PT performing location registration. The TIF shall be allocated as follows:

PT FT

{MM-INFO-SUGGEST} (TIF=0)}

{LOCATE-ACCEPT} (TIF=1)

| |
I {LOCATE-REQUEST} (TIF=0) I
| |
| |

Figure H.3: Location update procedure

In the situation where the { MM-INFO-SUGGEST} interrupts a priority level 3 PT-initiated procedure the PT shall
complete the interrupted procedure before initiating the | ocation registration procedure.

H.3.2 Location registration procedure with temporary identity
assignment

Location registration procedure with temporary identity assignment consists of one transaction. This transaction has
priority level 3. The PT shall not attempt to authenticate the FT during this procedure. The TIF shall be allocated as
follows:

Case 1
PT FT
| {LOCATE-REQUEST} (TIF=0)} |
I {LOCATE-ACCEPT} (TPUI assign) (TIF=1) 7 I
i ) {TEMP-ID-ASSIGN-ACK} S i
Figure H.4: TIF allocation, case 1
Case 2:
PT FT
| {LOCATE-REQUEST} (TIF=0)} |
I {LOCATE-ACCEPT} (TPUI assign) (TIF=1) 7 I
i ) { TEMP-ID-ASSIGN-REJ} S i

Figure H.5: TIF allocation, case 2
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H.3.3 PT initiated cipher switching

Cipher switching initiated by PT procedure consists of one priority level 3 transaction. The TIF shall be allocated as
follows:

Case 1
PT FT
I {CIPHER-SUGGEST} (TIF=0)} I
>
| {CIPHER-REQUEST} (TIF=1) |
| < |
Figure H.6: PT initiated cipher switching, case 1
Case 2:
PT FT
| {CIPHER-SUGGEST} (TIF=0)} I
| >
| {CIPHER-REJECT} (TIF=1) |
| < |
Figure H.7: PT initiated cipher switching, case 2
Case 3:
PT FT
| {CIPHER-SUGGEST} (TIF=0)} |
| >
| {CIPHER-REQUEST} (TIF=1) |
| < |
I {CIPHER-REJECT} (TIF=0) I
>

Figure H.8: PT initiated cipher switching, case 3

H.3.4 Key allocation

Key allocation procedure consists of one priority level 2 transaction. The PT shal not attempt to authenticate the FT
during this procedure. The TIF shall be alocated as follows:

PT FT
| {KEY-ALLOCATE} (TIF=0)} |
I ) {AUTHENTICATION-REQUEST} (TIF=1) I
i {AUTHENTICATION-REPLY} (TIF=0) - i
<

Figure H.9: Key allocation
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Annex | (normative):
Distributed Communications

.1 Introduction

Thisannex describes the DECT concept for Distributed communications to allow direct communication between two or
more terminal s without relaying the communicationslinks viaa FT or WRS.

The main goal isto provide more bandwidth for a set of terminals working together in aDECT system. Though the
main target are DECT DATA local networking there are no limitations enforced by the concept on applying the ideaon
voice terminals aswell.

Some of the requirements and procedures described in this annex later on are closaly related to requirements specified
in other partsof DECT CI standard, eg. Part 3 - MAC. However, in order to ease the understanding the approach has
been taken to keep the concept specific requirements together (i.e. in the present document) and not spread the over a
number of documents.

1.2 General Requirements

.2.1 DCDL-net

A DL-net that supports Distributed communications (DCDL-net) shall:

- Haveallocated aMASTER terminal to determine the intra-network synchronization and provide common for the
DCDL-net information and contral. If thereisaterminal that isintended for constant operation (e.g. the terminal
that provides voice services to an external network and is not intended to be frequently powered-down) this
should be allocated as MASTER.

- Maintain for the whole time of it existence a DCDL-net System Control Bearer transmitted by the MASTER,; if
the MASTER isto switch-off or leave it should assign another active member asthe new MASTER; the System
Control Bearer should be a connectionless bearer and shall continuously provide information about the currently
active members; all active DCDL-net members shall synchronize to the System Control Bearer, i.e to the
MASTER and shall continuoudly listen to it and retrieve the necessary information to maintain its
communication within the DCDL-net.

- Posses (meaning every member of the DCDL-net shall independently posses) a Common Subscription Database
(CSDb) including: common to al members AC, DCK, PLI and LAL (provision of every single value depends on
the support of a particular feature); List with all members distinguished by their identification number (IdN);
Information for al member including RFPI, PARK, IPUI and TPUI, terminal capabilities, etc.

- Provide means of control of the usage of the resource throughout the DCDL-net by advising reduction of the
number of used bearers (valid for multi-bearer connections).

[.2.2  Subscription
For establishment of the necessary values in the CSDb the following rules shall apply:

- abasic ARI should be assign to particular DCDL-net at the DCDL-net initialization; this should be the ARI of
the terminal assign to be the DCDL-net MASTER at thistime;

- to become a member of a DCDL-net aterminal shall subscribe to the MASTER,;

- the Obtain access rights procedure shall be used to provide the PARK, PLI and IPUI; RFPI, aswdll as, the IdN
and the TPUIs may be derived from thisinformation;
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the Location regigration procedure shall be used to provide LAL, it may be used to assign the TPUI but it can be
aswell automatically extracted from the IPUI instead; if TPUI is assigned during Location Registration this shall
overwrite any derived TPUI;

if provision of Encryption is supported after, subscription is accomplished, both terminas shall establish a DCK,
shall cipher thelink and all common for the DCDL-net keys shall be after that provided by the master to the
applicant over this ciphered link - Parameter Retrieval procedure shall be used; Parameter retrieval procedure
may be used for assignment of a RFPI aswell in this case the assigned value shall overwrite any derived value;

parameter retrieval procedure shall be used for provision to the applicant of information for al DCDL-net
members. If encryption is provided this procedure shall be performed over an encrypted link;

the DCDL-net's CSDb may be re-established on user request; the MASTER shall perform modification of user
parameters procedure to all members; this action should be performed with care asnot al members may be
active at this moment and the change may make them implicitly excluded from the DCDL-net.

.2.3 Communication

A Terminal that wants to participate in a DL-net that supports distributed communication shall behave asfollows:

only members of a DCDL-net can communicate within the DCDL-net;

to become a member, aterminal (behaving asa PT ) shall request access rights from the MASTER of the
DCDL-net; during the assignment of the membership access rights the applicant shall be allocated al necessary
subscription data; its own data shall become part of the CSDb; shall abtain information for all members of the
DCDL-net (independent of whether they are currently active or not);

if aterminal isamember of a DCDL-net when it is powered-up, or switched to search for a DCDL-net
MASTER it shall synchronizeto the current MASTER (frame and multiframe numbers, PSCN, etc.) and shall
constantly from this point of time on update its information as which member is currently active and may be
accessed;

shall announce itself to the MASTER as being active and thereby accessible;
shall start listening for Paging, and, may start listening to all dotsfor adirect link establishment;

if aterminal recognizes a specific Paging message that contains its TPUI and the Id of another terminal, it shall
initiate direct link establishment to that terminal behaving asa FT in a Direct FT initiated link establishment
procedure as specified in clause 14.2.4;

if the User of atermina wantsto initiate a call and the desired terminal is currently active the User's termina
shall attempt adirect link establishment if this failsit shall request the MASTER to transmit a Paging to the
desired terminal; if the desired terminal is not currently active the user shall not initiate this procedure.

It should be preferable that every active HyP termina constantly listen to all frames thereby direct link establishment
towards this terminal shall always succeed. However to allow some terminal to be part of the DCDL-net which dueto
power consumption would favour low duty cycle mode a special paging procedure need to be applied when such
terminals need to be accessed being in low duty cycle mode.

There may be cases when direct communication between two members will not be possible, e.g. though the distance
between each of them to the MASTER is acceptable, the distance between them does not alow communication. In such
case the only possible way for communication will be viathe MASTER.

NOTE: Seeclausel.5 for graphic representation of some of the communications scenarios.
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1.3 Procedure description

1.3.1  HyP Identities

A HyP shall be assigned by the manufacturer a RFPI and an I PEI which should represent the two sides of the HyP.

The IPUI-N (equal to IPEI) shall be used by the HyP to request membership access rights from the DCDL-net
MASTER; the RFPI may be used by the HyP for the DCDL-net ARI if anew DCDL-net isto be established and this
HyP is been allocated by the user to be the MASTER, see clause 1.3.10.2.

[.3.2  Membership Access Rights Allocation

For the Membership Access Rights Allocation procedure the normal DECT Obtain access Rights procedure shall be
used, see clause 13.5.

The applicant shall provideits capabilities description indicated in a<<Terminal capability>>, a <<Set-up capability>>
and an <<IWU-TO-IWU>> information e ements included into the { ACCESS-RIGHTS-REQUEST} message.

Table I.1: Values for capability description used within the {ACCESS-RIGHTS-REQUEST} message

<<Set-up capability>> As defined in the present document or an
applicable profile
<<Terminal capability>> IAs defined in the present document or an

applicable profile

<<IWU-TO-IWU>>

<S/R> 1 [Transmission of message
<Protocol discriminator> 100011 Terminal Data

<Discriminator Type> 0001 HyP Information
<Command/Action> 0001 capabilities

<Length of Contents>> All

<Terminal type> Any relevant See clause 1.4.2

<Extended capabilities> Any Any relevant, see clause 1.4.2.
<Terminal data> RFPI If the subscribing terminal is a HyP

terminal that can play the role of a
MASTER it shall provide its RFPI which
shall be later use in case this terminals is
assigned as a new master.

The information provided shall be in the
form of complete <<Fixed |d>>
information elements as specified in
clause 7.7.18, see 1.4.2 as well

With the { ACCESS-RIGHTS-ACCEPT} message the Applicant shall be assigned a DCDL-net related PARK, IPUI and
PLI according to the values all ocated for this DCDL-net. All other DCDL-net terminal specific values shall be extracted
from these values. For the applicable rules see clause 1.3.10.

Following immediately the Obtain access rights procedure a L ocation registration shall be performed and the terminal
shall beassigned a LAL. This procedure shall indicate to the MASTER that the new member is accessible (i.e. the
procedure shall be used with the meaning of an ATTACH procedure).

The procedure may be used to assign TPUI aswell. If so used the TPUI shall be assigned according to the values
allocated for thisDCDL-net, see clause 1.3.10.

If DCK (Encryption) is supported, a Store DCK procedure shall take place establishing atemporary (non DCDL-net)
DCK. If this key was established for the first time in the DCDL-net life (i.e. the MASTER does not have arecord for
such key being ever established) this key should be used as a Static CK (SCK) for this DCDL-net for further ciphering
procedures. Instead the MASTER may choose to derive a SCK based on some proprietary secure enough algorithm.

Assoon asa SCK isavailable the MASTER shall provide it to the applicant always over a ciphered link (for encrypting
thislink the temporary DCK shall be used). The key shall be delivered to the applicant using the Parameter retrieval
procedure described in 1.3.4.
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The DCDL-net system SCK may be recalculated on user request in order to provide sufficient system security - such
procedure shall be MASTER originated.

[.3.3  Re-initialization of membership access rights

The DCDL-net membership access rights and hence the CSDb may be re-initialized at any time on user request or
predefined periodic update procedure.

The MASTER should advice every member to initiate a new Membership Access Rights procedure during which the
allocated DCDL-net related values can be assigned new. The FT initiated On air modification of user parameters by
performing a FT initiated Parameter retrieval procedure as described in 13.7 and indicating in the <<Info type>>
"access rights modify suggest”.
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.3.4 Members Data Transfer

When membership access rights have been all ocated to an applicant the MASTER shall provide the new member with
information for the other members and their capabilities. The FT initiated Parameter Retrieval procedure shall be used

asdescribed in 13.7.

If Encryption is provided the Members data transfer procedures shall take place over a ciphered link.

The information related to every member shall include:

- theldN of the member - all DCDL-net subscription related data for particular member may be derived from its
IdN, see clause 1.3.10 below;

- the Member Capability as provided in the { ACCESS-RIGHTS-REQUEST} message during the membership
subscription including the <<Terminal capability>>, the <<Set-up>> capability and specific devise information
as provided in the <<iwu-to-iwu>>.

Table I.2: Values used within the {MM-INFO-SUGGEST} message

Information element

Field within the

Standard values within

Normative action/comment

information element the field/IE
<<Info-type>>
<Length of Contents > 1
<ext> 1
<Parameter type> 0100101 Distributed communication download
<<Repeat indicator>> Optional to use from the MASTER to
provide information for number of
members in one message. Mandatory to
understand from the applicant/member.
<<IWU-TO-IWU>>
<S/R> 1 [Transmission of message
<Protocol discriminator> 100011 Terminal Data
<Discriminator Type> 0001 HyP Information
<Command/Action> 0001 capabilities as provided by the
<<iwu-to-iwu>>
<Length of Contents>> All Determines whether the <Terminal data>
field is included or not
<Terminal type> Any IAny relevant, see clause 1.4.2
<Extended capabilities> Any Any relevant, see clause 1.4.2
<Terminal I1d> All IdN-Mean to distinguish different terminals

<Terminal data>

<<Terminal Capability >>

The complete information element as
received during subscription

<<Set-up capability>>

The complete information element as
received during subscription

<<Fixed ld>>

If the subscribing terminal is a HyP
terminal that can play the role of a
MASTER its RFPI shall be provided and
may later be used in case this terminals is
assigned as a new master.

This procedure may be used to provide as well RFPI or/and TPUIs by including the corresponding information elements
<<Fixed |d>> or/and <<Portable |d>> as defined in 7.7.18 and 7.7.30 respectively, into the <Termina data> field. The
values assigned shall be in accordance with therules provided in clause 1.3.10 and if assigned shall overwrite any

derived value.

Asafall back the Members Data Transfer procedure may be used by all members to refresh their information on the
available members by requesting update from the MASTER. For these purposes the PT initiated parameter retrieval

procedure shall be used.
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Table I.3: Values used within the {MM-INFO-REQUEST} message

Information element Field within the Standard values within Normative action/comment
information element the field/IE
<<Info-type>>

<Length of Contents > 00000001

<ext> 1

<Parameter type> 0100101 Distributed Communication download

<<IWU-TO-IWU>> This information element need to be

included only if information for particular
member is required as indicated in the
<Terminal 1d> field
If it is not included the request shall be
understood as request for information for
all DCDL-net members

<S/R> 1 Transmission of message

<Protocol discriminator> 0100011 Terminal Data

<Discriminator Type> 0001 HyP Information

<Command/Action> 0001 capabilities

<Length of Contents>> All Determines whether the <Terminal data>
field is included or not

<Terminal type> Any Any relevant, see clause 1.4.2

<Extended capabilities> Any Any relevant, see clause 1.4.2

<Terminal I1d> All IdN - Mean to distinguish different
terminals

1.3.5 Presence/Absence Indication

A member shall indicate the MASTER whether it is accessible or not.

Toindicate that it is accessible the Attach (Location registration) procedure shall be used.
Toindicate that it isinaccessible the Detach procedure shall be used.

1.3.6  Bandwidth management

When amember would like to establish a call to another member all DCDL-net bandwidth may be in use from other
members or may not be sufficient for satisfactory grade of service.

To acquire some bandwidth the member shall request assistance from the MASTER.

On receipt of a bandwidth management assistance request, the MASTER shall broadcast a connectionless message to all
involved in communications terminal s requiring bandwidth reduction and providing maximum time during which the
freed bearers shall not be re-targeted. All communicating terminals, providing that sufficient bandwidth is available to
maintain the communication, shall reduce the number of used bearersin number equivalent to a duplex bearer (a peer of
bearers 12 dots apart). The freed bearers may be re-targeted for use after the allocated duration time expires.

During this time the member which intended communication may establish the desired call using the freed dots.

To requests bandwidth management assistance from the MASTER the terminal in need shall send a
{CLMS-VARIABLE} message to the MASTER utilizing the unused haf of the double slot on which the System
Control Bearer istransmitted according to the rulesin EN 300 175-3 [3]. To reduce the time limits of transmission
enforced by the MAC layer CL protocol, the usage of CLF channel isrecommended.
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Table I.4: Values used within the {CLMS-VARIABLE} message

Information element Field within the Standard values within Normative action/comment
information element the field/IE

<<Portable 1d>> "0" length

<<IWU-TO-IWU>>
<S/R> 1 Transmission of message
<Protocol discriminator> 0100011 Terminal Data
<Discriminator Type> 0001 HyP Information
<Command/Action> 1001 Reduce number of bearers
<Length of Contents>> 00000001
<Terminal type> 00000000 Unknown
<Extended capabilities> 00000000
<Terminal Id> All IdN of the sender

After reception of thisrequest the MASTER shall request all or a set of involved in communication members to reduced
the number of used bearers by sending a{ CLMS-FIXED} message.

Table I.5: Values used within the {CLMS-FIXED} message for bandwidth change

Information element Field within the Standard values within Normative action/comment
information element the field/IE
<<A>> 1 IAddress section
<<CLMS header>> 011 One section/Bit stream
<<Address>> Any lowest 16 bits of connectionless TPUI

when one HyP is addressed,

or, the last 16 bits of the CBI, see

EN 300 175-6 [5] clause 6.3.1 when all
the HyPs are addressed.

<<Protocol <Identifier> 0001 Distributed Communications
Discriminator>>

<Command/Action> 1001 Reduce number of bearers

<<Data>> Any Time limit during which increase of
number of used bearers is not allowed
The time duration is binary coded (bit 1
being the least significant bit). The time
duration defines time in units based on the|
MAC layer multiframes. Multiframes are
defined in EN 300 175-3 [3].

1 unit = 28 multiframes

Whenever aterminal that isinvolved in communication receives this message, and, the received Connectionless TPUI
matches one of the terminal's Connectionless TPUIs the Terminal shal try to reduce the number of bearersitis
currently using.

At some cases however, reduction may not be possible - e.g. the lowest numbers of bearers necessary for maintaining
the communi cation have been used. In such a case the terminal may decide to enforce a suspend procedure (if possible),
or, need not to reduce the number of used bearers.

[.3.7 Direct Link Establishment

At any time an active member may initiate direct link establishment by a bearer establishment procedure as the bearer
request may be placed in any slot.

For establishing anew link a HyP may use the PT initiated bearer establishment procedure as defined in
EN 300 175-3[3]. During the existence of a link the roles of the involved terminals shall be as allocated at the
beginning of thelink establishment.

A termina should not attempt bearer establishment with a member that is not indicated as being currently active.
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A bearer establishment may fail even the called terminal has been indicated as currently active, e.g. the called terminal
isin low duty cycle mode. In such case the Indirect Link Establishment procedure should be used as described in
clause 1.3.8. In any case when aHyP islistening for direct link establishment it shall listen for request on any dlot.

NOTE: It may happen that though 2 terminals have registered to the MASTER they still cannot establish direct
communication, e.g. due to range problems when both are at opposite sides of the MASTER. In such case
normally few failures of direct communication should lead to attempt of communication trough the
MASTER (internal call).

A MASTER may use paging for the purpose of establishing communication with another member of the DCDL-net.

.3.8 Indirect Link Establishment

If adirect link establishment procedure to a particular terminal has failed the calling terminal shall request assistance
from the MASTER by issuing a connectionless up-link requests providing the 1dN of the targeted terminal, aswell as,
itsown Id.

Table I.6: Values used within the {CLMS-VARIABLE} message

Information element Field within the Standard values within Normative action/comment
information element the field/IE
<<Portable 1d>> "0" length, see note
<<IWU-TO-IWU>>
<S/R> 1 [Transmission of message
<Protocol discriminator> 0100011 Terminal Data
<Discriminator Type> 0001 HyP Information
<Command/Action> 1010 Page assistance
<Length of Contents>> 00000001
<Target Terminal 1d> All IdN of the intended for connection
terminal
<Initiator Terminal Id> All IdN of the seeking connection terminal

NOTE: Inclusion of Portable Identity with length "0" is introduced in order to reduce the total length of the
message. By this and adding the second Terminal Id the gain is 4 octets less length of the message
compare to the case of providing the Caller Id in the portable identity information element.

To reduce the time limits of transmission enforced by the MAC layer CL protocol, see EN 300 175-3 [3] the usage of
CLF channd isrecommended. The slot used for the transmission should be thereverse half of the DCDL-net System
Control Bearer.

A terminal shall not initiate this procedure if the desired terminal is not indicated as currently available in the Active
Members List distributed by the MASTER.

On receipt of therequest the MASTER shall send a Connectionless message indication to the called terminal providing
the IdN of the calling terminal. If the called terminal isnot available the MASTER should ignore the request.

Table I.7: Values used within the {CLMS-FIXED} message one segment

Information element Field within the Standard values within Normative action/comment
information element the field/IE
<<A>> 1 IAddress section
<<CLMS header>> 011 One section/Bit stream
<<Address>> Any lowest 16 bits of connectionless TPUI
<<Protocol <Identifier> 0001 Distributed Communications
Discriminator>>
<Command/Action> 1011 direct link establishment
<<Data>> Any IdN of the terminal that requested the

assistance - the receiver shall use this to
identify to which terminal to initiate a direct
link establishment

ETSI



278 ETSI EN 300 175-5 V1.5.1 (2001-02)

The called terminal should initiate direct link establishment to the calling terminal. Asit may not be for whatever reason
capable of doing this, the initiating terminal should not wait for ever. It may repest the procedure max 3 timesand in
case of all 3 attempts have failed the user should be informed for the call attempt failure.

.3.9 MASTER management

.3.9.1 MASTER assign

For setting up a DCDL-net aMASTER terminal is needed which shall transmit a System Control Bearer. The User shall
ensure that a MASTER is available which MASTER shall start transmission of such a bearer on User request for
setting-up a DCDL-net. The invocation of MASTER assign procedure isnot specified and isleft to the implementers
assuming that User intervention shall be always required.

If a DCDL-net has been already set-up, however, during a reasonable time a member of a DCDL-net terminal cannot
find the DCDL-net System Control Bearer proper indication shall be provided to the User of the terminal.

The DCDL-net System Control bearer shall be a connectionless bearer due to the fact that the DCDL-net system
information it transmitted in connectionless messages.

If amember of DCDL-net has been assigned as MASTER this shall be responsible for the transmission of the
Connectionless DCDL-net system bearer. This bearer shall be present if at least one member of a DCDL-net is active.

Establishment and maintenance of this bearer shal be done in accordance to the requirements of the EN 300 175-3 [3].

.3.9.2 MASTER Change

If aMASTER isto leave the DCDL-net it should allocate any of the currently active members asits successor.
Alternatively, complete re-initiaization of the DCDL-net may be done, i.e. desubscribing and subscribing to a new
MASTER.

For the MASTER assignment of new MASTER procedure, a connectionless message shall be sent.

Table I.8: Values used within the {CLMS-FIXED} message one segment

Information element Field within the Standard values within Normative action/comment
information element the field/IE
<<A>> 1 IAddress section
<<CLMS header>> 011 One section/Bit stream
<<Address>> Any lowest 16 bits of connectionless TPUI
<<Protocol <Identifier> 0001 Distributed Communications
Discriminator>>
<Command/Action> 1100 master change
<<Data>> Any IdN of the terminal that is assign as new

MASTER - the receiver shall use this to
identify to which RFPI it needs to lock and
shall modify the DCDL-net System ARI.

The current MASTER shall start atimer and shall monitor the air for anew System Control Bearer establishment - a
value of 4 sec is recommended. When such isfound the current MASTER shall inform all active members for the
change of the bearer position and shall closeits activities -"connectionless or dummy bearer position” shall be used.

If during this time no new System bearer is found the MASTER shall request another active member to undertake its
responsibilities.

1.3.9.3 DCDL-net System bearer management

The System bearer shall be a connectionless bearer as defined in EN 300 175-3[3].

In addition to the information normally transmitted when no additional dummy bearer is available, the MASTER shall
transmit specific DCDL-net membersrelated information in regular intervals - it isrecommended that the first segment
of this message occurs every 4 seconds.
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Table 1.9: Values used within the {CLMS-FIXED} message 1st segment

Information element

Field within the

Standard values within

Normative action/comment

information element the field/IE

<<A>> 1 IAddress section
<<CLMS header>> 100 Multiple sections/Bit stream
<<Address>> Any lowest 16 bits of connectionless TPUI
<<Protocol <Identifier> 0001 Distributed Communications
Discriminator>>

<Command/Action> 1101 active members list
<<Length ldentifier>> Any Indicates implicitly the number of data

sections to follow.

Table 1.10: Values used within the {CLMS-FIXED} message 2nd segment

Information element

Field within the

Standard values within

Normative action/comment

information element the field/IE
<<A>> 0 Data section
<<CLMS header>> 000 Data section number - 0 (1st)
<<DATA/Fill>> IN1 IdN number of an active terminal
IN2 /Fill IdN number of an active terminal
IN3 /Fill IdN number of an active terminal
IN4 /Fill IdN number of an active terminal

Table I.11: Values used within the {CLMS-FIXED} message k segment

Information element

Field within the

Standard values within

Normative action/comment

information element the field/IE
<<A>> 0 Data section
<<CLMS header>> k Data segment (k +1)
<<DATA/Fill>> IN4k+1 IdN number of an active terminal
IN4k+2 /Fill IdN number of an active terminal
IN4k+3 /Fill IdN number of an active terminal
IN4k+4 /Fill IdN number of an active terminal

[.3.10 Common Subscription Database management

1.3.10.1 IdN

Each member of a DCDL-net shall be assigned an Identity Number (1dN) which shall be of 8 bitslength thereby
providing 255 distinguishable numbers for 255 possible members of a DCDL-net.

1.3.10.2 RFPI, PARK and PLI

A DCDL-net isrecognized by an ARI, a Common PARK and number of Members specific RFPIs.

For alocation of DCDL-net Common PARK and Members specific RFPIs, a DCDL-net System ARI shall be used.
Thisshall be an unique ARI of this DCDL-net which shall be broadcasted by the MASTER and used for locking and
obtaining system information. The ARI of the MASTER as assigned during manufacturing shall be used to guarantee its

uniqueness.
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For agiven DCDL-net ARI the following rules in accordance to EN 300 175-6 [5] shall apply:
- the DCDL-net PARK should equal thisARI

- for onecdl systems or systemsin which inter-cell handover is not foreseen the members specific RFPIs shall be
based on an ARI that equals the DCDL-net ARI, the E bit should be set to 0 and the RPN shall equal the
member's IdN (thismeansthat if the RPN in useis only of 3 bits length the assignment of the IdN shall reflect
thislimitation and the unused M SB shall be set to 0).

- for multi-cel systems (determined by multi RFPs MASTER) with inter-cell handover care shall be taken during
allocation providing that the MASTERS RFPs are assigned with IdNs allowing inter-cell handover and being
still unique (e.g. not repeating a member 1dN). See aswell clause1.3.11.

NOTE: For further extension of this specification assignment of a per Member specific DCDL-net Cell Locator
may be foreseen to allow Members to be multi-cell systems as well.

PLI should be assign to cover the PARI and to exclude the RPN.

1.3.10.3 IPUI
For the member specific IPUIs the IPUI type O as specified in EN 300 175-6 [5] clause 6.2.3 should be used.

Different Numbers shall be assigned to every member of the DCDL-net, these numbers shall be used to identify every
particular member and provide means to derive all subscription related data.

For the assignment of these numbersthe following rule apply: the 8 least significant bits shall be the IdN number and
they shall be unique within the DCDL-net. Therest of the bits shall be set to "0".

1.3.10.4 TPUI and LAL
The LAL assigned during Location registration should be the same throughout the entire DCDL -net.

Theindividual assigned TPUI shall equal the IdN of the particular terminal with most significant bits following the
rules of EN 300 175-6 [5] for individual assigned TPUI.

To perform all connectionless operations the MASTER shall assign Connectionless TPUIs to each member that equal
the member's IdN with most significant bits following the rules of EN 300 175-6 [5].

1.3.10.5 Keys

A common AC shall be allocated to the DCDL-net by the user and shall be used during subscription and throughout the
intra DCDL-net communication whenever authentication between two membersis performed.

If encryption is supported a Static CK shall be all ocated to the DCDL-net during the first subscription. Establishment of
thiskey should be based on a Store DCK procedure performed using the AC, other proprietary establishment of thiskey
may be applied by the MASTER aswell. Theresulted key shall be the SCK used by the DCDL-net for further
communication.

.3.11 Handover issues

The MASTER may decide to change the position of the System Control Bearer. The new position shall be announced.
Asthe new position may overlap with adot on which there is ongoing communication between two members of the
DCDL-net, as soon as these membersreceive the new System Control Bearer slot position they should attempt to move
their communication to another slot by performing bearer replacement or a bearer handover for the bearer(s) which will
overlap.
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|.4

Elements of Messages/Information Elements

This clause specifies in detail s the complete contents of the messages/information e ements used by the Distributed

Communication Protocol which are based on the general information el ements description as specified earlier in clauses

7.7 and 8.3 and add specific Distributed Communication content.

1.4.1

CLMS-

FIXED

Table 1.12: Values used within the {CLMS-FIXED} message one segment

Information element

Field within the

Standard values within

Normative action/comment

information element the field/IE
<<A>> 1 IAddress section
<<CLMS header>> 011 One section/Bit stream
<<Address>> Any lowest 16 bits of connectionless TPUI
<<Protocol <ldentifier> 001 Distributed Communications
Discriminator>>
<Command/Action> 1001 Reduce number of bearers
1010 Page assistance
1011 direct link establishment
1100 master change
1101 active members list
<<Data>> Any Contents depends on the

<Command/Action> field as described in
relevant clause in the present document.

For constructing a multi-section { CLMS-FIXED} message therules as defined in 8.3 apply.
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Table 1.13: Values used within the <<IWU-TO-IWU>> Information element for <Command/action> set

to "capabilities"

<<IWU-TO-IWU>>

Preceding octets as defined in 7.7.23

<ext3> 1
<S/R> 1/0 Transmission of message
<Protocol discriminator> 100011 Terminal Data
<Discriminator Type> 0001 HyP Information
0000 PP Information
0010 FP Information
<Command/Action> 0001 capabilities
<Length of Contents>> All
<Terminal type> 00000000 unknown
00000001 PC
00000010 Printer
00000011 Scanner
00000100 Digital Camera
00000101 Modem
00000110 Palmheld
00001000 \Voice
00001001 External line connector (e.g. an ISDN
base)
rrx more to be defined
<Extended capability> A bit mask
XXXXXXX1 the devise is able to perform internal calls
XXXXXXLX the devise is able to perform more than on
simultaneous calls
XXXXXLIXX the devise provides access to external ling]
<Terminal ld> All IdN of the concerned terminal - depends

on the values indicated into the
<Discriminator type> and the
<Command/Action>

<Terminal data>

The information provided shall be in the
form of complete information elements as
specified in 7.7, e.g. <<Terminal
capability>>, <<Key>>, <<Portable
Identity>>, <<Fixed ldentity>>, etc.

Table I.14: Values used within the <<IWU-TO-IWU>> Information element for <Command/action> set

to "Page Assistance"

<<IWU-TO-IWU>>

<S/R> 1 Transmission of message
<Protocol discriminator> 0100011 Terminal Data
<Discriminator Type> 0001 HyP Information
0000 PP Information
<Command/Action> 1010 Page assistance
<Length of Contents>> 00000001
<Target Terminal 1d> All IdN of the intended for connection
terminal
<Initiator Terminal Id> All IdN of the seeking connection terminal
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Table I.15: Values used within the <<Info type>> Information element

<<Info-type>>

<Length of Contents > 00000001
<ext> 1
<Parameter type> 0100101 Distributed Communication download

.44 CLMS-VARIABLE

The{CLMS-VARIABLE} shall be constructed in accordance to the requirements of 6.3.5.1. The mandatory
information el ements areindicated below.

Table I.16: Values used within the {CLMS-VARIABLE} message

Information element Field within the

information element

Standard values within
the field/IE

Normative action/comment

<<Portable ld>>

contents as specified in the related
procedure

<<IWU-TO-IWU>>

contents as specified in the related

procedure

1.5

Examples

.5.1 General

To ease understanding this annex provides some examples.

For these examples the following basic user configuration is used:

therearetwo PCs- PC_1 and PC_2 which are connected to a HyP terminal s each;

thereisa Printer connected to a HyP terminal, here called "Print";

thereisa Scanner connected to a HyP terminal, here called "Scan™;

thereisa Digital Camcorder connected to a HyP terminal, here caled "D-Cam™;

thereisa GAP voice Portable, here called "Handy";

thereisa Base Station called in here"Switch” (a HyP terminal from type Externa Line Connector) connected to

an external ling;

thereis PAlmhdd computer (organizer, etc.) connected to a HyP terminal, here called "PalmH".

A DCDL-net has been set-up comprising all the eight DECT terminals. The Switch has been assigned asthe MASTER
of this DCDL-net. Consequently the Switch is transmitting the DCDL-net System Control Bearer. When powered-on all
terminals (except the Switch) locked to the MASTER, synchronize, obtain all information relevant to this DCDL-net
(e.g. which are the present members, etc.) and are able to set-up connection directly to desired member of the
DCDL-net.
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.5.2 Example 1

In this example all except the Handy and the Switch (MASTER) terminals are switched-off. The Handy is performing a
voice session trough the Switch and the External network to a far-end terminal.

Using the existing spectrum of 240 dots:
- the Master istranamitting the System Control Bearer occupying a connectionless bearer - 2 dots;

- the session between the Handy and the Switch is occupying 2 dots ((a duplex channd).

PC_2(HyP) Print(HyP) Scan(HyP)
HyP-off HyP-of f HyP-of f
MASTER
PC_1(HyP) _ Switch(HyP) ===+
HyP-off DL -net HyP-on
7/
7/
7/
7/
7/
D-Cam(HyP) Handy(PP) PamH(HyP)
HyP-off PP-on HyP-off

Figure I.1: DL-net - only voice communication enabled - Handy locked to Switch

1.5.3 Example 2
In this scenario the Handy is continuing its Voice session, and, all therest of the terminal s have been switched-on.
Using the existing spectrum of 240 dots:

- the Master istranamitting the System Control Bearer occupying a connectionless bearer - 2 dots;

- the session between the Handy and the Switch is occupying 2 dots ( aduplex channdl);

- PC_2isprinting having adirect communication with the Printer using let us say 1 duplex and 2 simplex bearers,
(4 dots);

- the D-Cam isuploading imagesto PC_1 usng another 4 dlots (1 duplex and 2 simplex bearers).

All'in total 12 slotsarein use. For comparison, if all the links had to be performed trough the Switch (a FP) 20 slots
should have been in used.
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PC_2(HyP) Print(HyP) Scan(HyP)
HyP-on HyP-on HyP-on
MASTER
PC_1(HyP) : Switch(HyP) ——
HyP-on DL -net HyP-on
7/
7/
7/
/
7/
D-Cam(HyP) Handy(PP) PalmH(HyP)
HyP-on PP-on HyP-on

Figure I.2: DL-net communication - PC_2 prints; D-CAM uploads to PC_1; Handy locked to Switch;
PalmH gets mails; Scan inactive

.5.4 Example 3

In this scenario the Handy is continuing its Voice session, PC_2 is still printing, and, all the rest of the terminals have
been switched-on.

PC 1 has established a direct link to the Print as well.

Using the existing spectrum of 240 dots:
- the Master istranamitting the System Control Bearer occupying a connectionless bearer - 2 dots;
- the session between the Handy and the Switch is occupying 2 dots (a duplex channél);

- asession between the PAlmH and the Switch is occupying 2 dots (e.g. Internet session in parallél to a voice one
for Switch connected to ISDN);

- PC_2isprinting having adirect communication with the Printer using let us say 1 duplex and 2 smplex bearers
(4 dats);

- thePC_1isprinting usng another 4 dots (1 duplex plus 2 smplex bearers);
- Print, aswell as, Switch are handling two paralld links.

All'in total 14 dlotsarein use. For comparison, if all the links had to be performed trough the Switch (a FP) 22 dlots
should have been in used.

ETSI



286

ETSI EN 300 175-5 V1.5.1 (2001-02)

PC_2(HyP) Print(HyP) Scan(HyP)
HyP-on HyP-on HyP-on
MASTER
PC_1(HyP) _ Switch(HyP)
HyP-on DL -net HyP-on
D-Cam(HyP) Handy(PP) PalmH(HyP)
HyP-on PP-on HyP-on

Figure 1.3: DL-net communication - PC_2 prints; PC_1 prints (direct link establishment); D-CAM
inactive; Handy locked to Switch; PalmH gets mails; Scan inactive

.5.5 Example 4

In this scenario the Handy is continuing its Voice session, PC_2 is still printing, and, all the rest of the terminals have
been switched-on.

In this specia example PC_1 hasnot been able to successfully perform the direct link establishment procedure to Print
(e.g. after being engaged with PC_2 Print does not listen to other bearer establishment attempts).

PC_1 hasreguested assistance from the MASTER in achieving the communication to the Print. The MASTER has send
a CL message to the Print requesting it to communicateto PC_1. Print hasnot missit asit isrequired to listen to the
System Control Bearer on which theindication was transmitted.

Finally, Print has establish link to PC_1 and PC_1 isable to print.

Using the existing spectrum of 240 dots:
- the Master istranamitting the System Control Bearer occupying a connectionless bearer - 2 dots;
- the session between the Handy and the Switch is occupying 2 dots ((a duplex channd);

- asession between the PAlmH and the Switch is occupying 2 dots (e.g. Internet session in parallél to a voice one
for Switch connected to ISDN);

- PC_2isprinting having adirect communication with the Printer using let us say 1 duplex and 2 smplex bearers
(4 dots);

- thePC_1isprinting usng another 15 slots (1 duplex plusl3 simplex);
- Print, aswell as, Switch are handling two paralld links.

All intotal 25 dotsarein use. In order to work this scenario requires from the invol ved termina's usage of some same
dots on different frequencies which will be possible depending on the location of the terminals.
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PC_2(HyP) Print(HyP)
HyP-on HyP-on

Switch(HyP)
HyP-on

D-Cam(HyP) Handy(PP) PalmH(HyP)
HyP-on PP-on HyP-on

Figure I.4: DL-net communication - PC_2 prints; PC_1 prints (Indirect link establishment); D-CAM
inactive; Handy locked to Switch; PalmH gets mails; Scan inactive
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|.6 Usage of PPs or FPs in DCDL-net

.6.1 General

Apart from HyPs terminals, normal PPs and FPs can become members of a DCDL-net.

Such terminal s need to support some of the procedures described earlier in the present document. This clause describes
the necessary requirements.

[.6.2 Requirements to FPs

.6.2.1 General

A FP can be amember of aDCDL-net only in therole of aMASTER. To operate as MASTER a FP shall support the
procedures asindicated in the table bel ow.

Table 1.17: Support of DCDL-net procedures for a member of type FP

Procedure Support Comments
Membership Access Rights Allocation YES the MASTER related issues
Re-initialization of membership access rights YES the MASTER related issues
Members Data Transfer YES the MASTER related issues
Presence/Absence Indication YES To understand and handle
initiation of this
Bandwidth management YES the MASTER related issues
Direct Link Establishment OPTIONAL to initiate the MASTER related issues
MANDATORY to response
Indirect Link Establishment YES the MASTER related issues
MASTER management - MASTER assign YES the MASTER related issues
MASTER management - MASTER Change YES the MASTER related issues
MASTER management - DCDL-net System bearer YES the MASTER related issues
management
Common Subscription Database management - YES the MASTER related issues
RFPI, PARK and PLI
Common Subscription Database management - YES the MASTER related issues
IPUI
Common Subscription Database management - YES the MASTER related issues
TPUI and LAL
Common Subscription Database management - YES the MASTER related issues
Keys

Modification to this procedure wherever required are described in the following clauses.

1.6.2.2 Members Data Transfer
Therequirements asin clause 1.3.4 shall apply with the following modification.

A FP can be distinguish from a HyP by the indication in the <Discriminator type>:

Table 1.18: Discriminator type for PP

<<IWU-TO-IWU>>

<Discriminator Type> 0010 FP Information
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A PP can be amember of a DCDL-net but not in therole of a MASTER. To operate as a member a PP shall support the
procedures as indicated in the table bel ow.

Table 1.19: Support of DCDL-net procedures for a member of type PP

Procedure Support Comments
Membership Access Rights Allocation YES the NON MASTER related issues
Re-initialization of membership access YES the NON MASTER related issues
rights
Members Data Transfer YES the NON MASTER related issues
Presence/Absence Indication YES To be able to announce this
Bandwidth management YES the NON MASTER related issues

Direct Link Establishment

MANDATORY to initiate &

the NON MASTER related issues

response
Indirect Link Establishment YES the NON MASTER related issues
MASTER management - MASTER YES the NON MASTER related issues, e.g. understanding
assign and reacting properly to the MASTER behaviour
MASTER management - MASTER YES the NON MASTER related issues, e.g. understanding
Change and reacting properly to the MASTER behaviour
MASTER management - DCDL-net YES the NON MASTER related issues, e.g. understanding
System bearer management and reacting properly to the MASTER behaviour
Common Subscription Database YES the NON MASTER related issues, e.g. to manage the
management - RFPI, PARK and PLI assignment/usage of related identities
Common Subscription Database YES the NON MASTER related issues, e.g. to manage the
management - IPUI assignment/usage of related identities
Common Subscription Database YES the NON MASTER related issues, e.g. to manage the
management - TPUI and LAL assignment/usage of related identities
Common Subscription Database YES the NON MASTER related issues, e.g. to manage the

management - Keys

assignment/usage of related keys

Modification to this procedure wherever required are described in the following clauses.

1.6.3.2 Membership Access Rights Allocation

Therequirements asin clause 1.3.2 shall apply with the following modification.

The PP shall indicate that thisis a PP;

Table 1.20: Values for capability description used within the {ACCESS-RIGHTS-REQUEST} message

<<IWU-TO-IWU>>

<Discriminator Type>

0000

PP Information
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1.6.3.3 Members Data Transfer
Therequirements asin clause 1.3.4 shall apply with the following modification.

A PP can be distinguish from a HyP by the indication in the <Discriminator type>:

Table 1.21: Discriminator type for PP

<<IWU-TO-IWU>>

<Discriminator Type> 0000 PP Information

[.6.3.4 Direct Link Establishment

Therequirements asin clause 1.3.7 shall apply with the following modification.

Norma PPs cannot initiate direct communication to another DCDL-net member. Such PTsmay initiate call to another
member either viathe MASTER (internal call) or if they support the procedure for requesting assistance from the
MASTER this can be used to indicate to the relevant terminal to start direct link to this PT.

1.6.3.5 Indirect Link Establishment
Therequirements asin clause 1.3.8 shall apply with the following modification.

A PP can be distinguish from a HyP by the indication in the <Discriminator type>:

Table 1.22: Discriminator type for PP

<<IWU-TO-IWU>>

<Discriminator Type> 0000 PP Information
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Annex J (normative):
Scrolling Behaviour

Scralling Behaviour Types1,2

When the amount of stored display data exceeds the size of the physical display, the display shall be able to show

sections (windows) of the stored data. If the window starts at character x in the stored display, the xth character shall
appear a the home position of the display and the (np -1) subsequent characters shall be mapped, line by line,
sequentially to the rest of the display (where nis the number of linesin the display and p is the number of characters per
line). The allowed window positions determine whether the display scrolls by character, by line or by page.

If the display has only one row and supports scrolling behaviour type = 1 then it shall scroll by character.
If the display has more than one row and supports scrolling behaviour type = 1 then it shall scroll by line.
If the display has only one row and supports scrolling behaviour type = 2 then it shall scroll by page.

Thereisno distinction between line and page scrolling in asingle line display. If the display has more than one row and
supports display behaviour type = 2 then it shall scroll by page.

The scrolling behaviour is summarized in the following table;

Table J.1: Scrolling behaviour types

Scrolling behaviour type =1
scroll by character
scroll by line

Scrolling behaviour type =2
scroll by page (see above)
scroll by page

Single line display
Multi line display

A PT display which scrolls may set its window origin as shown in the following table. Thefirst stored character is
character 1.

Table J.2: PT display window origin settings

Scroll type Character Line Page
Window origin 1 1 1
2 p+1 np+1
3 2p+1 2np+1
etc. etc. etc.

wheren isthe number of linesin the display and p is the number of characters per line.
The effect of changing the display is to over-write existing characters. It isnot possible to insert characters.

The action of the <<MULTI-DISPLAY >> information element OCH shall be to clear the entire stored display and reset
the display window and cursor to the first stored character.

The action of the <<MULTI-DISPLAY >> information element 02H shall be to reset the display window and cursor to
the first stored character.

The action of the <<MULTI-DISPLAY >> information el ement 03H shall be to move the cursor to the end of the
current display window. Any further displayable characters shall cause the display to scroll.

When alineisfilled, further characters will be displayed at the beginning of anew line. A CR/LF sequence
(<<MULTI-DISPLAY >> information e ement OAH, ODH) should not be sent unless alineis terminated before the end
of thedisplay line.
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The cursor (indicating where the next displayable character will appear) should normally be within the visible window.
However, when the display isfilled, the displayed characters shall remain until afurther display character is received,
i.e. the cursor may not be within the visible window. When ancther display character isreceived, the PT shal move the
window origin by one character, line or page as appropriate. (The character insert position within the stored display
does not change.) The newly received characters are then displayed.

If the cursor is moved backwards or upwards through the display, the display shall scroll up (by character, line or page)
when the cursor moves off the top of the screen. In upwards scrolling the cursor shall remain visible within the display
window.

Manufacturers may incorporate automatic techniques to change display windows or may provide key sequences to
allow the user to move the display windows In either case this action shall not affect the position in the stored display at
which further characters are stored and the PT shall remember the window origin prior to the action. Immediately
following the receipt of afurther display character, the PT shall reset its display to the window position prior to the
action and the display character shall be carried out asnormal.

When the FT sends messages to the display, it should ensure that the capacity of the stored display isnot exceeded. If
the end of the stored display is reached, further characters shall be displayed but the subsequent scrolling behaviour of
the display may be unpredictable.
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