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Intellectual Property Rights

IPRs essential or potentially essential to the present document may have been declared to ETSI. The information
pertaining to these essential |PRs, if any, ispublicly available for ETSI member s and non-member s, and can be found
in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETS in
respect of ETS standards', which is available from the ETSI Secretariat. Latest updates are available on the ETSI Web

server (http://ipr.etsi.org).

Pursuant to the ETSI IPR Palicy, no investigation, including IPR searches, has been carried out by ETSI. No guarantee
can be given asto the existence of other IPRs not referenced in ETSI SR 000 314 (or the updates on the ETSI Web
server) which are, or may be, or may become, essential to the present document.

Foreword

This European Standard (EN) has been produced by ETSI Technical Committee Digital Enhanced Cordless
Telecommunications (DECT).

The present document is part 3 of amulti-part deliverable ([1] to [8]). Full details of the entire series can be found in
part 1 [1].

Further details of the DECT system may be found in ETSI TR 101 178 [i.1] and ETSI ETR 043[i.2].

National transposition dates

Date of adoption of this EN: 24 July 2015
Date of latest announcement of this EN (doa): 31 October 2015
Date of latest publication of new National Standard

or endorsement of this EN (dop/e): 30 April 2016
Date of withdrawal of any conflicting National Standard (dow): 30 April 2016

Modal verbs terminology

In the present document “shall”, "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and
"cannot" are to be interpreted as described in clause 3.2 of the ETSI Drafting Rules (Verbal forms for the expression of
provisions).

"must" and "must not" are NOT allowed in ETSI deliverables except when used in direct citation.
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1 Scope

The present document is one of the parts of the specification of the Digital Enhanced Cordless Telecommunications
(DECT) Common Interface (Cl).

The present document specifies the Medium Access Control (MAC) layer. The MAC layer is part 3 of the DECT
Common Interface standard and layer 2a of the DECT protocol stack.

It specifies three groups of MAC services:
. the broadcast message control service;
. the connectionless message control service; and
e  themulti-bearer control service.

It also specifiesthe logical channels that are used by the above mentioned services, and how they are multiplexed and
mapped into the Service Data Units (SDUSs) that are exchanged with the Physical Layer (PHL).

Network layer | Network layer
C-plane |3 U-plane
DLC layer | DLC layer
C-plane (21b) U-plane

MAC layer
(2a)

Physical layer
(1)

Figure 1.1: The DECT protocol stack

The present document includes New Generation DECT, a further devel opment of the DECT standard introducing
wideband speech, improved data services, new slot types and other technical enhancements.

2 References

2.1 Normative references

References are either specific (identified by date of publication and/or edition number or version number) or
non-specific. For specific references, only the cited version applies. For non-specific references, the latest version of the
reference document (including any amendments) applies.

Referenced documents which are not found to be publicly available in the expected location might be found at
http://docbox.etsi.org/Reference.

NOTE: While any hyperlinksincluded in this clause were valid at the time of publication, ETSI cannot guarantee
their long term validity.

The following referenced documents are necessary for the application of the present document.

[1] ETSI EN 300 175-1: "Digital Enhanced Cordless Telecommunications (DECT); Common
Interface (CI); Part 1: Overview".

[2] ETSI EN 300 175-2: "Digital Enhanced Cordless Telecommunications (DECT); Common
Interface (Cl); Part 2: Physical Layer (PHL)".

[3] Void.
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[4]
(5]
(6]
[7]
(8]
[9]

[10]
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ETSI EN 300 175-4: "Digital Enhanced Cordless Telecommunications (DECT); Common
Interface (Cl); Part 4: Data Link Control (DLC) layer".

ETSI EN 300 175-5: "Digital Enhanced Cordless Telecommunications (DECT); Common
Interface (Cl); Part 5: Network (NWK) layer”.

ETSI EN 300 175-6: "Digital Enhanced Cordless Telecommunications (DECT); Common
Interface (Cl); Part 6: Identities and addressing”.

ETSI EN 300 175-7: "Digital Enhanced Cordless Telecommunications (DECT); Common
Interface (Cl); Part 7: Security features’.

ETSI EN 300 175-8: "Digital Enhanced Cordless Telecommunications (DECT); Common
Interface (Cl); Part 8: Speech and audio coding and transmission".

ETSI EN 301 649: "Digital Enhanced Cordless Telecommunications (DECT); DECT Packet
Radio Service (DPRS)".

ETSI EN 300 176-1: "Digital Enhanced Cordless Telecommunications (DECT); Test
specification; Part 1: Radio”.

Informative references

References are either specific (identified by date of publication and/or edition number or version number) or
non-specific. For specific references, only the cited version applies. For non-specific references, the latest version of the
reference document (including any amendments) applies.

NOTE:

While any hyperlinksincluded in this clause were valid at the time of publication, ETSI cannot guarantee
their long term validity.

The following referenced documents are not necessary for the application of the present document but they assist the
user with regard to a particular subject area.

[i.1]

[i.2]

[i.3]

[i.4]

[i.5]

[i.6]

[i.7]

[i.8]

[i.9]

[i.10]

ETSI TR 101 178: "Digital Enhanced Cordless Telecommunications (DECT); A High Level Guide
to the DECT Standardization".

ETSI ETR 043: "Digital Enhanced Cordless Telecommunications (DECT); Common Interface
(CI); Services and facilities requirements specification™.

W.W. Peterson and E.J. Weldon (1972, 2nd edition): "Error Correcting Codes’ (MIT Press,
Cambridge, MA).

Berrou, Glavieux and Thitimajshima: "Near Shannon limit error-correcting coding and decoding:
Turbo Codes", Proceedings of the ICC conference, May 1993.

Berrou and Jézéquel: "Frame-oriented convolutional turbo codes', Electronic Letters, Vol. 32,
N 15, pp. 1362-1364, July 1996.

P. Robertson, P. Hoeher and E. Villebrun: "Optimal and sub-optimal maximum a posteriori
algorithms suitable for turbo decoding”, European Trans. Commun., Vol. 8, N 2, pp. 119-125,
March-April 1997.

|. Siaud: "On COFDM performance of Digital Radio Systemsin AM and HF bands over multipath
ionospheric channels', Nordic HF01 Conference, 14-16 August 2001, Féro.

ETSI EN 300 444: "Digital Enhanced Cordless Telecommunications (DECT); Generic Access
Profile (GAP)".

Siaud.l, Ulmer-Moll A.M.: "Turbo-like Processing for Scalable Interleaving Pattern Generation:
application to 60 GHz UWB-OFDM systems", ICUWB'07, Singapore, September 2007.

ETSI TS 102 939-1: "Digital Enhanced Cordless Telecommunications (DECT); Ultra Low Energy
(ULE); Machine to Machine Communications; Part 1: Home Automation Network (phase 1)".
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ETSI TS 102 527-4: "Digital Enhanced Cordless Telecommunications (DECT); New Generation
DECT,; Part 4: Light Data Services; Software Update Over The Air (SUOTA), content
downloading and HTTP based applications”.

ETSI TS 102 939-2: "Digital Enhanced Cordless Telecommunications (DECT); Ultra Low Energy
(ULE); Machine to Machine Communications; Part 2: Home Automation Network (phase 2)".

3 Definitions, symbols and abbreviations
3.1 Definitions

For the purposes of the present document, the terms and definitions givenin ETSI EN 300 175-1 [1] apply.

3.2 Symbols and abbreviations

For the purposes of the present document, the symbols and abbreviations given in ETS|I EN 300 175-1 [1] and the

following apply:

A-MAP
ARI
ARQ
BCK (bit)
B-MAP
BMC

Bs

=y

C
CBC-MAC
C/L

C/IO
CBC
CCF
CCM

Ce

Cl

CL

A-field MAP

Access Rights Identity

Automatic Repeat reQuest

B-field aCK nowledgement'

B-fiedld MAP

Broadcast M essage Control

sow Broadcast channel

ULE Broadcast channel

higher layer control Channel (see Cg and Cp)

Cipher Block Chaining Message Authentication Code
ConnectionLess

Connection Oriented

Connectionless Bearer Control

Cluster Control Function

Counter with CBC-MAC (see ETSI EN 300 175-7 [7])
higher layer signalling Channel (fast)

Common Interface (standard)

higher layer Connectionless channel (protected; see CLgand CLf)
higher layer Connectionless channel (fast)

higher layer Connectionless channel (slow)

Connectionless Message Control

Carrier Number

Control plane

Cyclic Redundancy Check

Cordless Radio Fixed Part

higher layer signalling Channel (slow)

Cell Site Functions

one Cg or CL g channel segment

Cordless Terminal Adapter

Dummy Bearer Control

Data Link Control

D-field MAP

DECT Packet Radio Service

Differential Quaternary Phase Shift Keying

B-field multiplexer mode when the slot carries signalling only (channels Cr, G and M)
B-field multiplexer (switching between E, U or E+U modes)
B-field multiplexer mode when the slot carries U-plane data (channel |5z) AND signalling
(channels G and M)

Exchanged Connection Number
Equipment Under Test

ETSI



FMID
FOCTC
FP

GAP

Gra
HD
HLM

InA
InB

Ipr

lpx
IpkR
lpm
IpmR

Ipx
IRC
IuT
KSG
LBN
LLME
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Fixed part MAC IDentity

Frame Oriented Convolutional Turbo-code

Fixed Part

Fixed radio Termination

Generic Access Profile

higher layer information control channel (fast), (alogical channel to the MAC layer)

higher layer information control channel (slow), (alogical channel to the MAC layer)

Handover Disable
High Level Modulation
higher layer Information channel (see I and Ip) in general

higher layer Information channel unprotected (in general, any variant)

higher layer Information channel unprotected, minimum delay operation

higher layer Information channel unprotected, normal delay operation

higher layer Information channel protected (in general, any variant)

higher layer Information channel protected, transported multiplexed with signalling in the E+U

type dots
higher layer Information channel protected, with constant-size subfield format

higher layer Information channel protected, with constant-size subfield format and error correction
higher layer Information channel protected, with multi subfield format
higher layer Information channel protected, with multi subfield format and error correction using

MOD-2 retransmition mechanism
higher layer Information channel protected, with single subfield format

higher layer Information channel protected, with single subfield format and error correction using

MOD-2 retransmission mechanism
higher layer Information channel, encoded protected, minimum delay operation

Idle Receiver Control

Implementation Under Test

Key Stream Generator

Logical Bearer Number

Lower Layer Management Entity

Least Significant Bit

Lower Tester

MAC control channel in general (on A-tail or B fields)

RFP channel pre-selection algorithm for ULE

PP channel selection agorithm for ULE

PP collision handling and avoidance algorithm for ULE

Medium Access Control layer

bit MAPpings

Multi-Bearer Control

header in the B-field E-mux format or a message sent using this format
MAC Connection Endpoint I dentification

Management Entity

Most Significant Bit

MAC control channel on A-tail field, or one message on such channel
MAC control channel on B-field for ULE

time MUItipleXors

identities channel

A header in the B-field E-mux format
Split identities channel on B-field for ULE
identities information, one N channel message
Paging channel

PHysical Layer

Portable part MAC I Dentity

Portable Part

Primary receiver Scan Carrier Number
one P channel message

Portable radio Termination
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REP
RFP
RFPI
RPN
RSC
SAP
SDbuU
Siy

Slp

Slpe

TBC
TDM
TDMA
T-MUX
U type
U-plane
ULE
WRS

21

ULE Paging channel on B-field

system information channel
Compound System Information Channel of B-field for ULE

system information and multiframe marker

REpesater Part

Radio Fixed Part

Radio Fixed Part Identity

Radio fixed Part Number

Recursive Systematic Convolutional (code)
Service Access Point

Service Data Unit

higher layer connectionless channel (Unprotected)

higher layer connectionless channel (Protected)
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higher layer connectionless channel (protected) transported multiplexed with signalling in the E+U

type sots

Slot Number

Traffic Bearer Control

Time Division Multiplex

Time Division Multiple Access
Tail-MUX

B-field multiplexer mode when the slot carries U-plane data only (channels Iy or 1)

User plane
UltraLow Energy
Wireless Relay Station
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4 Description of the MAC layer

4.1 MAC layer reference model
4.1.1 General

A
MA-SAP MB-SAP MC-SAP
— o > O &b
4 ¥
ME-SAP ¥ )
Broadcast Connectionless Multi Cluster
Message Message Bearer Control
Control Control Control Functions
(CCF)
I
|
|
CBC DBC TBC IRC Cell Site
Functions
(CSF)
multiplexor multiplexor multiplexor multiplexor
& & A& A&
7} A
— k) b [=’s e
D-SAPs

GUIDE TO

SYMBOLS USED ervice Access Point (SAP) « >
Service Endpoints

Service Instance

NOTE: MA, MB, MC and D are Service Access Points (SAPs) between the adjacent layers. Each line through
these SAPs represents an independent service instance. ME is a SAP to the management entity.

Figure 4.1: MAC reference model
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Asfar as possible, the present document avoids defining specific physical architectures, and uses the MAC reference
model shown in figure 4.1. This reference model architecture applies equally to both the FT and the PT.

NOTE: Theterms"FT" and "PT" used throughout the present document apply also for implementations that
combine FT and PT protocol elements, e.g. terminals that support PT-to-PT, distributed or FT2FT
communication. Consequently, in every particular situation the used term should be understood asto refer
to aterminal that exercises the particular behaviour.

There isaways a single instance of cluster control function that controls all instances of the cell site functions. In the
FT, multiple cells would require multiple instances of CSFs (one per cell). Each of these instances connects to an
independent physical layer via an independent D-SAP.

The multiplexor shown at the bottom of all CSFsis described in clause 6.

4.1.2 Cluster Control Function (CCF)

Thisincludes al the MAC functions that are used to control more than one cell. A cluster contains only one CCF. The
CCF contains the following functional elements:

. BM C (Broadcast M essage Control): the functions that control and distribute the cluster's broadcast
information to/from all CBCs, TBCs and DBCs. Thereis only one BMC per CCF.

. CMC (Connectionless M essage Control): the functions that control and distribute the information of al
connectionless services to one or more CBCs (see clause 5.7 for a description of connectionless services).
Thereisat most one CMC per CCF.

. MBC (Multi-Bearer Control): the functions that control the multiplexing and management of al the data
directly associated with aMAC connection between one FT and one PT. For single bearer connections (when
not performing bearer handover) an MBC only manages one TBC, for multi-bearer connections an MBC will
manage several TBCs. There is aways only one MBC per connection, and therefore a CCF can contain
multiple instances of MBCs (see clauses 5.5 and 5.6 for a description of bearers and connections).

4.1.3 Cell Site Functions (CSF)

Thisincludes all the functions that are concerned with only one cell. Each CSF contains the following functional
elements:

. Connectionless Bearer Control (CBC): the functions that control a connectionless bearer. Each CSF may
contain multiple instances of CBC (see clauses 5.7 and 5.7.2.1).

. Dummy Bearer Control (DBC): the functions that control one dummy bearer. There is a maximum of two
DBCsper CSF (seeclause 5.7).

e  Traffic Bearer Control (TBC): the functions that control one traffic bearer. Each CSF may contain multiple
instances of TBC.

. Idle Receiver Control (IRC): the functionsthat control the receiver when not involved with a bearer. Each
CSF may contain multiple instances of IRC.

Refer to clause 5.5.2 for descriptions of dummy bearer, traffic bearer, and connectionless bearer.

4.1.4 Relationship to physical layer elements

A TBC controls one duplex bearer or one double simplex bearer. It, therefore, controls two physical channels.
A DBC controls one simplex bearer and, therefore, controls one physical channel.

A CBC controls either asimplex or aduplex bearer and, therefore, may control one or two physical channels.

The IRC may control al of the radio transceivers (for one cell) on any of the available physical channels that are not
being used by the other entities (TBC, DBC or CBC). This provides various scanning functions defined in
clauses 11.3.2, 11.4.1 and 11.8.

Each instance of the cell site functions relates to one physical cell, and thereby to a single PHL instance, as shown in
figure 4.2.
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MA- MB- MC-
SAP saAP  SAP
ME- Cluster Control
SAP Functions
(CCF)
Cell-Site Cell-Site Cell-Site
Functions Functions Functions
(CSF) (CSF) (CSF)
| | i
D-SAP D-SAP D-SAP
Physical Physical Physical
layer layer layer

Figure 4.2: One MAC cluster

This expanded architecture is only significant for the FT. However, the physical groupings of any particular FT
implementation may not correspond to these functional groupings, and the MAC architecture is arranged to allow many
aternative implementations. For example, manufacturers may choose to implement a single cluster or multiple clusters.
In both cases they may choose to distribute everything, to centralize just the cluster control functions or to centralize
both the CCF and the CSF. Intermediate physical groupings may be possible for some implementations.

4.2 Frame and multiframe structures
4.2.1 General

There are two hierarchical levels of time division multiplexing:
o frame atime division multiplex of dots;
. multiframe:  atime division multiplex of frames.
Timing is defined by the FP transmissions, and the PP is required to slave all of its transmissions to these timings.
Detailed frame timing is defined by the PHL, but slot numbering is defined by the MAC layer.
Multiframe timing is wholly defined by the MAC layer.

4.2.2 Frame structure

A regular Time Division Multiple Access (TDMA) structure is created by the PHL (see ETSI EN 300 175-2 [2]). This
frame defines 24 full-dot positions. Alternatively, each full-slot may be further divided into two half-dots, or two
consecutive full slots may be used together as a double slot (see figures 4.3, 4.4 and 4.5), or asalong slot.

NOTE: Long slot uses variable capacity physical packet POOj with j=640/672 (see ETSI EN 300 175-2 [2],
clause 4.4.3).

The MAC layer controls the transmission and/or reception of datafor every double, full or half slot, by issuing
primitives to the PHL. Each primitive specifies the operation for one dot position. Continuous operation on a given
physical channel requires aregular series of primitives.
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normally
PP transmit

4 (PP receive) > 4 (FP receive) >
full full full full T full full full T full | full
slot slot slot slot slot slot slot slot | slot
23 0 1 2 L 11 12 13 L 23 0
earliest latest

Figure 4.3: Full Slots

full-slot
o half-slot half-slot o
o L=0 L=1 .
] one slot
earliest latest
Figure 4.4: Half Slots
full-slot K full-slot (K+1)
double slot K
) two slots
earliest latest

Figure 4.5: Double Slots

Full-dlots are numbered from K = 0 to 23, and half-dots are numbered L = 0 or 1, where half-dot 0 occurs earlier than
half-dot 1. Double sots are numbered from K = 0 to 22; thereisno K = 11.

Normally full slotsK =0to 11 are used in the FP to PP direction, and slots K = 12 to 23 in the PP to FP direction.
Normally double slots K = 0 to 10 are used in the FP to PP direction, and double slots K = 12 to 22 in the PP to FP
direction.

Slot numbers (frame timing) are not included in every dot transmission. Slot numbers are only defined in a special
(Q channel) message that is transmitted at alow rate by all FPs. This message defines the actual slot number for that
transmission (see clause 7.2.3).

This also applies to a PP acting as the RFP in PP-to-PP direct communication mode.

4.2.3

The MAC layer superimposes a multiframe structure on the TDMA frame structure. Thisisa Time Division
Multiplex (TDM) of 16 frames. The multiframe starts and ends on a frame boundary, as shown in figure 4.6.

Multiframe structure

frame frame frame frame frame frame frame
15 0 1 2 13 14 15
one multi-frame
earliest latest

Figure 4.6: Multiframe
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The multiframe numbering is defined in the same way for the FP and the PP. A multiframe normally starts with FP
transmissions (first half of frame 0) and ends with PP transmissions (last half of frame 15).

Frame numbers (multi-frame timing) are never included in a transmission. Frame numbers shall be interpolated from
the multiframe marker that isincluded in al FP transmissions. This marker appears once per multiframe (in frame 8)
(seeclauses 6.2.2.1 and 7.2.3).

When encryption is provided, an explicit multiframe number is also defined using a similar technique to slot
numbering:

. aspecia (Q channel) message is transmitted at alow rate by the FP. This message defines the actual
multiframe number for that transmission (see clause 7.2.3).

4.3 State definitions
4.3.1 PP states

Idle
Unlocked

Active
A Unlocked

No suitable
RFP

"switch on"

Found
suitable
RFP

S Fistbearer

established

Idle
Locked

Last bearer
released

Figure 4.7: PP state diagram

A PP can exist in one of four major states at the MAC layer:

1) Active Locked: where the PP is synchronized to at least one RFP transmission and has one or more
connectionsin progress.

2) ldle Locked: wherethe PP issynchronized to at least one RFP transmission. It is able to make or receive
connections, but has no connections in progress.

3) Active _Unlocked: where the PP is not synchronized to any RFP transmissions, and is unable to make or
receive connections. The PP makes occasional attempts to detect a suitable RFP and enter the Idle_L ocked

state.
4) Idle_Unlocked: the PP is not synchronized to any RFP and does not attempt to detect RFPs.
Several different modes of operation exist in the Idle_Locked state:
a) scanning mode: where the PP's receiver scan sequence is synchronized with that of the RFP.
b) high duty cycleldle L ocked mode: where the PP receives 6 times per multiframe.

c¢) normal ldle_Locked mode: where the PP typically receives once per multiframe.
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d) low duty cycleldle Locked mode: where the PP typically receives less than once per multiframe.

4.3.2 RFP states

Active
Idle
or C/L

First traffic bearer
established and
dummy or C/L bearer released

Last traffic bearer
released and
dummy or C/L
bearer
established

Last traffic
bearer
released

First traffic
bearer
established

Release of last
dummy or C/L bearer

Active
Traffic and

Dummy
or C/L

Active
Traffic

Establish dummy or C/L bearer

Figure 4.8: RFP state diagram

An RFP can exist in one of four major states at the MAC layer:
1) Inactive: where the RFP is not receiving or transmitting.
NOTE: Theinactive state is not shown in the state diagram of figure 4.8.

2) Active Idleor C/L: where the RFP has either at |east one dummy bearer or at least one connectionless
downlink bearer, and areceiver that is scanning the physical channels in a known sequence.

3) Active Traffic: where the RFP has at |east one traffic bearer, but does not have a dummy or a connectionless
downlink bearer.

4) Active Traffic_and_Dummy or C/L: where the RFP has at least one traffic bearer and is also maintaining
one dummy or connectionless downlink bearer.

5 Overview of MAC layer services

5.1 General
5.1.0 Service groupings

The MAC layer offers three groups of services to the upper layers and to the management entity. These service
groupings are related to the functiona groupingsin the cluster control functions:

. broadcast message control;
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. connectionless message control;
. multi-bearer control.

Each individual serviceis accessed via an independent service endpoint, and these endpoints are grouped into three
Service Access Points (SAPs). Each service endpoint contains one or more logical channels. A fourth group of logical
channelsis provided for internal (peer-to-peer) MAC control information. The logical channels are described in
clause 5.3 and the SAPs are described in clause 5.4.

5.1.1 Broadcast Message Control (BMC)

The BMC provides a set of continuous point-to-multipoint connectionless services. These are used to carry internal
logical channels, and are a so offered to the higher layers via the MA-SAP. These services operate in the direction FT to
PT, and are available to all PTs within range.

The BMC services may appear alone, but they also appear combined with any of the other services, thereby producing
bearers that contain data from two services (i.e. asingle physical packet contains fields carrying information from two
services).

5.1.2 Connectionless Message Control (CMC)

The CMC provides connectionless point-to-point or point-to-multipoint services to the higher layers viathe MB-SAP.
These services may operate in both directions between one specific FT and one or more PTs.

51.3 Multi-Bearer Control

Each instance of MBC provides one of a set of connection oriented point-to-point services to the higher layers viathe
MC-SAP. These services may operate in both directions or in one direction between one specific FT and one specific
PT. Each service instance provides a connection (a connection oriented service) between one FT and one PT.

An MBC service may use more than one bearer to provide asingle service. In this event, these multiple bearers may be
used to carry duplicated data (to provide redundancy) and/or distributed data (to provide increased bandwidth).

5.2 Service descriptions

5.2.1 Common functions
All the services provide the following functions:
a) themeansto monitor signal quality;

b) the meansto provide error control for some data.

5.2.2 BMC service
The BMC service provides two types of broadcast information in the direction FT to PT:
. permanent broadcasts containing the two MAC control channels, Q and N (see clauses 5.3.4.1 and 5.3.4.2);

. permanent broadcasts containing MAC control channels for ULE, Qc, Nsand My (see clauses 5.3.4.5, 5.3.4.6
and 5.3.4.7);

e  transient broadcasts containing the MAC paging channel, Bg (see clause 5.3.3.1);
e  transient broadcasts containing the MAC paging channel for ULE, By (see clause 5.3.3.2).

The BMC service provides the following additional functionsto the PT:
a) the meansto acquire and maintain frame and multiframe synchronism between transmitters and receivers;
b) the meansto obtain primary and secondary access right identities;

c) themeansto supply paging messages to the higher layers.

ETSI



29 ETSI EN 300 175-3 V2.6.1 (2015-07)

523 CMC service

The CMC service provides two alternative services.

. higher layer connectionless C-plane information, using the CL g and CL - channels (see clause 5.3.2.1);
. higher layer connectionless U-plane information, using the Sl and the Sl channels (see clause 5.3.2.2).

A single CCF may contain one single CMC instance. However the CMC instance may provide multiple instances of the
Sl and the Sl channels.

The CMC service provides the following additional function:

. the means to multiplex more than one logical channel onto each MAC bearer of the broadcast, with defined
priorities.

524 MBC services
Each MBC instance can provide two separate connection oriented services to the higher layer:
. higher layer C-plane information, contained in the C channels (see clause 5.3.1.1);
. higher layer U-plane information contained in the | and G channels (see clauses 5.3.1.2 and 5.3.1.3).

These two services are independent, and may be provided in combination or separately as part of agiven MBC service.
The overall service may be bidirectional, or unidirectional (in either direction). The chosen service type(s) and the
service directions are defined during MBC connection establishment.

Each MBC service provides the following additional functions:

a) themeansto set-up, maintain and clear down avariety of different connections using one or more bearers
(duplex bearers and/or double simplex bearers);

b) the ability to preserve connection quality by performing individual "bearer handover" or "bearer replacement”
of any duplex or double simplex bearers;

¢) themeansto multiplex more than one logical channel onto each MAC bearer of the connection, with defined
priorities;

d) themeansto encrypt optionally all higher layer data.

5.3 Logical channels

5.3.0 Overview
The following logical channels are defined:
a  MBC connection endpoints (MC-SAP logical channels):

- Cchannels: Cgand Cp;
- | channels: Iy andlp;
- Gg and G, channels.

b) CMC service endpoint (MB-SAP logical channels):
- CLchannels: ClLgandCLp;

- Sl channel and Sl channel.
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¢) BMC broadcast endpoint (MA-SAP logical channel):
- By channel;
- Bgchannel.

d) Interna MAC control channels:

- Q channel;

- N channel;

- M channel;

- P channel;

- Q¢ channel;

- Ng channel,

- My channel;

- Py channel.

5.3.1 MBC connection endpoints (MC-SAP logical channels)
53.1.1 The higher layer C-plane channels, C

Higher layer information from the DLC C-plane uses the C channels, these are two independent channels, the
Cg channel and the Cr- channel.

The Cq channel is a slow duplex channel for higher layer information. It offers alow capacity which can be used by the
higher layers with virtually no restriction. The transmission of Cg channel data reduces the throughput of the logical
N channel.

The Cr channel is afast duplex channel for higher layer information with a higher capacity than the Cq channel.
Transmissions of C- channel data may reduce the throughput of, or interrupt, the logical | channel.

All C channel information is protected by MAC layer error control which uses error correction based on an Automatic
Repeat reQuest (ARQ).

5.3.1.2 The higher layer U-Plane channels, |

Higher layer information from the DLC U-plane uses the | channels. These are the I channel and the I, channel, and
they have different MAC layer protection schemes. The higher layers choose one of the two channels, the Iy and
| p channels shall not be used in parallel for the same connection.

The I information is protected by limited MAC layer error detection (X-field) and may include a minimum delay mode
for coded speech transmission. Depending on the physical packet size the MAC layer processes | channel datain
fields of different length.

Thelpinformation is protected by MAC layer procedures, either error correction based on a modulo 2 retransmission

scheme or just error detection based on 16 bits or 32 bits CRCs or error correction with Turbo Code. Four B-field
formats for |p channel data are available:

e  the Encoded protected format (MAC service I py);
e  the Multisubfield protected format (MAC services Iy, and Ipyg);

. the Singlesubfield protected format (MAC services IF,Q and IPQR); and

ETSI



31 ETSI EN 300 175-3 V2.6.1 (2015-07)

e  the Congtant-size subfield protected format (MAC services I and IpcR)-

The DLC layer requests a service type, maximum allowed transmission time, and target and minimum acceptable
numbers of uplink and downlink bearers which the MAC layer tries to provide.

The | oz channel (see clause 5.3.1.4) can also be used for transporting U-plane information, in slots carrying at the same
time channels Gg and M.

5.3.1.3 The higher layer U-Plane control channels, GF and Gra

Higher layer U-plane control from the DLC may use the Gg or Gg, channels.

The Gg channel is afast ssimplex channel that is used to provide control of U-plane entities. For example, it is used to
carry DLC acknowledgements (generally for asymmetric connections).

The G, channel isaslow simplex channel thet is used to provide control of U-plane entities. It is used to carry DLC
acknowledgements.

All G channel information is protected by aMAC layer error control which allows error detection.
Gg channel information is protected by B-field CRC.

G, channel information is protected by A-field CRC.

53.14 The higher layer U-Plane channel in E+U type slots, Ipr

The channel |- is used to carry U-plane information in slots where the B-field multiplexer isin E+U type mode (see
clause 6.2.2). In E+U type, the B-field carries C-plane signalling (channels G and M) in some of the subfields and

U-plane datain the other subfields. The number of subfields used for U-plane data and C-plane signalling varies
depending on modulation, slot type, and amount of signalling to be transported. The possible combinations are defined
inclause 6.2.2.3.1.

At least one subfield carrying C-plane signalling should exist. Subfields with U-plane data are always at the end of the
slot.

| o channel could be used either if the regular | serviceis|p or Ipg, and either if the serviceis provided with error
correction (Ip_error_correct) or error detection only (Ip_error_detect).

Due to the variable number of subfields allocated for U-plane data, and the different size of the U-plane bits per dot,
compared to normal Ip or I size, a segmentation mechanism is required to split regular Ip or | packets for

transporting by the I 5 channel. This mechanism uses the MAC message "Null or segmentation information” (see
clause 7.3.3) and the NCF header of G channel message (see clause 7.3.6) in order to exchange segmentation
information.

| pe channel operation is described in clause 10.8.4.

| o channel is protected by MAC layer CRC (16 bits CRC for each subfield) and can be used with and without MAC
ARQ.

5.3.2 CMC endpoints (MB-SAP logical channels)

5321 The connectionless C-Plane channels, CL

Higher layer connectionless information from the DL C C-plane uses the CL channels, these are two independent
channels, the CL g channel and the CL ¢ channel.

The CL g channel is aslow simplex channel for higher layer information. It offers alow capacity which can be used by
the higher layers with virtually no restriction. The transmission of CL g channel data reduces the throughput of the
logical N channel.
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The CL g channel is afast simplex channel for higher layer information with a higher capacity than the CL g channel.
All CL channel information is protected by MAC layer error control which allows error detection.

5.3.2.2 The connectionless U-Plane channels, Sin and Slp

Higher layer connectionless information from the DL C U-plane uses the Sy and Sl channels.

The Sl information is protected by limited MAC layer error detection (X-field) and can be used for coded speech
transmission. Depending on the physical packet size the MAC layer processes Sy, channel datain fields of different
length.

The Sl information is protected by MAC layer error detection procedures based on 16 bit CRCs.
Multiple instances of the Sl and Sl channels may be provided by the CMC service.

The Sl and Sl instances may be either unicast (carrying traffic addressed to asingle PT) or multicast (carrying traffic
addressed to agroup of PT, including to all subscribed PTs).

NOTE: Seeclause9.1.4.7 for detailed rules and addressing for the ULE C/L downlink service.
5.3.2.3 The connectionless U-Plane channel in E+U type slots, Sler

The equivalent of the I ;- channel for connectionless message control is the channel Sl . The Sl channel alows the
transmission of reduced rate connectionless U-plane data multiplexed with connectionless MAC signalling broadcast.

Slpr inherits all capabilities and procedures of 1., however with the following limitations:
. Slpe can only operate in error_detection mode.
e  Thereisno Gg channel in connectionless bearers.

A system can only support Sl channel if it also supports channel Sl and channel | .

5.3.3 BMC endpoint (MA-SAP logical channel)

5331 The slow broadcast channel, Bs

The slow broadcast channel, B, is asimplex data channel in the direction FT to PTs. It is used to broadcast transient
information from RFPsto all PTsthat are listening. Bg channel data s transmitted by RFPs on traffic, connectionless,
and dummy bearers. Bg channel information is available to Idle_Locked and Active_Locked PTs.

The transmission of Bg channel data reduces the throughput of the logical N channel.
All Bg channel information is protected by MAC layer error control which allows error detection.

NOTE: A typical usefor the Bg channel isto broadcast call set-up requests; however, other uses are allowed.

5.3.3.2 The ULE broadcast channel, By,

The ULE broadcast channel, B, isasimplex data channel in the direction FT to PTs. It is used to broadcast transient
information from RFPsto all PTsthat are listening to the ULE dummy bearer. B, channel datais only transmitted by
RFPs on ULE dummy bearers.

All By, channel information is protected by MAC layer error control which allows error detection.

NOTE: A typical usefor the B\, channel isto broadcast ULE set-up requests; however, other uses are allowed.
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534 Internal MAC control channels

5.34.1 The system information channel, Q

The system information channel, Q, is asimplex data channel used to supply PTs with information about the DECT FP.
Most Q channel datais transmitted as repeated broadcasts on traffic, connectionless and dummy bearers. Q channel data
may also be transmitted on request.

Some Q channel information is needed by a PT to change from the Active_Unlocked state to the Idle_L ocked state.

All Q channel information is protected by MAC layer error control which allows error detection.

5.3.4.2 Identities channel, N

The identities channel, N, is used for repeated transmissions of a system identity. N channel datais transmitted by RFPs
on traffic, connectionless and dummy bearers, and by PTs on traffic bearers.

The identities channel N has two purposes:

e for Active_Unlocked PPsthe N channel has a similar function as the Q channel. Here the N channel can be
considered as a simplex channel in the RFP to PP direction. The broadcast identity helps active unlocked PPs
to find a system which offers the desired service and to which they have accessrights;

. for Active_Locked PPsthe N channel isreceived on all FP to PP bearers and echoed on al PP to FP bearersto
provide a MAC layer handshake.

All N channel information is protected by MAC layer error control which allows error detection.

5.34.3 The MAC control channel, M

The M channel isused to carry MAC layer information. This information appearsin three different positions:
. MAC control in al header fields (see clause 6.2.1.2);
o MAC control in atail field (see clause 6.2.2.1);
. MAC control in any B-subfield (see clause 6.2.2.3).

MAC control forms an integral part of all three services. When used on a duplex bearer (as part of the MBC service) it
conveys point-to-point MAC control. On all servicesit isa so used to broadcast MAC layer status information.

All' M channel information is protected by MAC layer error control which allows error detection.

5.34.4 MAC paging channel, P

The P channel is used to carry paging messages. Each of these messages may contain one segment of data from the
Bglogical channel.

The P channel appears as a part of al bearers transmitting in the direction FT to PT. The P channel is normally the only
channel that isreceived by aPT in the Idle_Locked state.

All P channel information is protected by aMAC layer error control which allows error detection.
5.345 The Compound System Information Channel, Qc

The extended system information channel, Qc, isasimplex data channel used to supply PTs with information about the
DECT FP. Qc channel datais transmitted as repeated broadcasts on ULE dummy bearers. The Q¢ channel and Q
channel share some data.

The Q¢ channel information is needed by a ULE PT to change from the Active_Unlocked state to the Idle_L ocked state
without having to collect multiple messages from the Q channel.

All Qcchannel information is protected by MAC layer error control which allows error detection.
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5.3.4.6 The Split Identities Channel, Ns

The split identities channel, Ng, is asimplex data channel used to supply PTs with information about the identity of the
DECT FP. Ng channel datais transmitted as repeated broadcasts on ULE dummy bearers. The Ng channel and the Nt
channel share some data.

The Ng channel information is used by aULE PT to check the identity of the RFP to ensure that thisis a system to
which it has access rights.

All Ng channel information is protected by MAC layer error control which allows error detection.

5.34.7 The ULE MAC Control Channel, M,

The reduced MAC control channel, M, channel is used to carry ULE MAC layer information. M, channel datais
transmitted as repeated broadcasts on ULE dummy bearer. The M, channel information is specific to this channel.

The M, channel information is used by a ULE PT when attempting to set up a connection to the FP.

All M, channel information is protected by MAC layer error control which allows error detection.

5.34.8 The ULE Paging Channel, P

The ULE control channel, P, , is used to carry paging messages and broadcast messages from the RFP to the PTs. The
Py channel is transmitted as repeated messages on ULE dummy bearers. The P, channel information is specific to this
channel. The Py, channel is used to send data from the B, logical channel.

All P channel information is protected by a MAC layer error control which allows error detection.

54 SAP definitions
5.4.0 General

The MAC layer communicates with the DLC layer through 3 SAPs. These SAPs are the MA SAP, the MB SAP and the
MC SAP.

The MAC layer communicates with the management entity through the ME SAP.

The MAC layer communicates with each PHL instance through an independent D SAP. The D SAPisdefined in ETS
EN 300 175-2 [2].

5.4.1 MA SAP

Thisisa SAP between the MAC and DLC layers. The SAP contains a single broadcast endpoint, containing one logical
channel, the Bg channel. The primitives passed through the MA SAP are used to:

e  carry Bgchannel data; and
e control the data flow of the Bg channel data.
The Bg channel provides a connectionless simplex (broadcast) service in the direction FT to PT.

The permitted SDU lengths in primitives carrying Bg channel data are 0 bit, 20 bits, 36 bits, 72 bits, 108 bits, 144 bits,
180 bits or 216 hits.
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5.4.2 MB SAP

Thisisa SAP between the MAC and the DLC layer. The MB SAP contains one service endpoint with four logical
channels, the CL, CLg, Sl and Sl channels.

The CL g and CL - channels provide connectionless services in both directions, FT to PT and PT to FT. In direction FT
to PTsthe connectionless service is continuous, in direction PT to FT the service is discontinuous.

The permitted SDU length in primitives containing CL g channel datais 40 bits (= 1 CL 5 segment).

The permitted SDU length in primitives containing CL ¢ channel datais an integer multiple of the CL - data segment
length, which is 64 bits.

The Sl channel offers one unprotected simplex service to the higher layers (FT to PT only).
The Sl channel offers one protected simplex service to the higher layers (FT to PT only).

For the Sl service the SDU length corresponds to the size of the Sl data fieldsin the U-type multiplexes
(seeclause 6.2.2.2).

For the Slp service, the SDU length corresponds to the size of the Sl data fields in the U-type multiplexes
(seeclause 6.2.2.2).

5.4.3 MC SAP

Thisisa SAP between the MAC and DLC layers. The SAP may contain multiple connection endpoints, and six logical
channels are associated with each endpoint; Cg, Cr, Gg, Gp, Iy and Ip channels. Primitives transferred through this

SAP are used to:
. control the MAC processes to establish, maintain and release connections;
e cary Cg Cr, Gg, Gpa, Iy and I channel data; and
e control the data flow of the Cg, Cr, Gf, Gga, Iy and I channel data.
The Cq and the Cr- channel offer two independent connection-oriented duplex services.

For one connection the maximum throughput of Cq channel datais 2 kbit/s. The SDU length of primitives carrying Cq
channel datais equal to the Cq data segment length of 40 bits.

The maximum throughput of C- channel datais 6,4 kbit/s for half slot connections, 25,6 kbit/s for full slot connections,
51,2 kbit/s for long slot (j=640/672) connections and 64 kbit/s for double slot connections. For C- channel data the
SDU length is an integer multiple of the C data segment length, which is 64 bits.

NOTE: DECT capacity on the air interface, when indicated in bits, often reflects the DECT 2-level modulation
option. The I, and I channels offer two independent connection orientated duplex services to the higher

layers. One service uses either the logical I or the logical I channel.

For al data services the SDU length is an integer multiple of the | channel data segment length. The segment length
need not be the same for every service and corresponds to the size of the I and | ; data fields in the U-type multiplexes

(seeclause 6.2.2.2).

The G channel offers a connection oriented simplex service. The G SDU length is 56 bits.

The G, channel offersasimplex service. The G, SDU length is 10 or 8 bits, depending on the carrying message.
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5.4.4 ME SAP

Thisis a SAP between the MAC layer and the management entity. There is no formal definition for thisinterface,
i.e. no endpoints and no logical channels are defined.

The following information is transferred:
. control of certain MAC processes (e.g. encryption);
. transfer of certain broadcast data (e.g. FP identities);

e  cary By, channel data; and

e control the data flow of the B\, channel data.

545 Order of transmission

Certain primitives exchanged between the MAC layer and the DLC layer may have a SDU containing peer-to-peer
messages. The SDU datais arranged as alist of octets or part octets, starting with octet 1. The bits within one octet are
numbered from 1 to 8 where the most significant bit has number 8. The MAC layer transmits these octets in ascending
order, starting with octet 1. Valid bits within one octet are transmitted in descending order.

55 Bearers
55.0 General

MAC bearers are the elements that are created by each cell site function. Each bearer corresponds to a single service
instance to one PHL. Duplex and double-simplex bearers may be combined by the MBC to provide complete MAC
connections to provide a co-ordinated connection oriented service (see clause 5.6).

5.5.1 Bearer types
Four types of bearer are defined:

1) Simplex bearer: asimplex bearer is created by allocating one physical channel for transmissionsin one
direction. Two types of simplex bearers exist, short and long simplex bearers. The short simplex bearers only
contain the A-field whereas long simplex bearers contain the A-field and the B-field (see clause 6.2.1). One
simplex bearer is created by one dummy bearer controller or by one connectionless bearer controller. A DBC
shall always control a short simplex bearer.

2) Duplex bearer: aduplex bearer is created by a pair of simplex bearers, operating in opposite directions on two
physical channels. These pairs of channels shall always use the same RF carrier and shall always use evenly
spaced time dots (i.e. the starting points of the time slots are separated by 0,5 frame). One duplex bearer is
created by one traffic bearer controller or one connectionless bearer controller. A duplex bearer controlled by a
TBC aways contains the A-field and the B-field in both directions (see clause 6.2.1).

3) Doublesimplex: adouble simplex bearer is created by apair of long simplex bearers operating in the same
direction on two physical channels. These pairs of channels shall aways use the same RF carrier and shall
aways use evenly spaced time dots (i.e. the starting points of the time slots are separated by 0,5 frame).
Double simplex bearers shall only exist as part of a multi-bearer connection. One double simplex bearer is
created by one traffic bearer controller.

4) Doubleduplex bearer: adouble duplex bearer is composed by a pair of duplex bearers referring to the same
MAC connection. Each duplex bearer is created by one TBC and the pair is controlled by the same MBC. The
duplex bearers share their simplex bearers for the information flow.

Transmission on a bearer uses the PL_TX primitive, where the SDU in each PL_TX-req primitive contains the data for
one dot (for one transmission).

Reception on a bearer usesthe PL_RX primitive, where the SDU in each PL_RX-cfm primitive contains the data for
one dlot (for one reception).
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5.5.2 Bearer operation
A bearer can exist in one of three operational states:

1) Dummy bearer: where there are normally continuous transmissions (i.e. one transmission in every frame,
refer to clause 5.7). These transmissions never contain data related to the MC or the MB SAP. A dummy
bearer only supports BMC services. A dummy bearer is a short simplex bearer.

2) Traffic bearer: where there are continuous point-to-point transmissions that usually contain MC SAP data but
never contain data related to the MB SAP. A traffic bearer supports both, BMC and MBC services. A traffic
bearer is a duplex bearer or adouble simplex bearer or adouble duplex bearer.

3) Connectionless bearer: where there are transmissions that may contain MB SAP data but never contain data
related to the MC SAP. A connectionless bearer supports both BMC and CMC services. In the direction FT to
PTs a connectionless bearer is either duplex if the RFP also supports the connectionless uplink service, or
simplex if it does not support the connectionless uplink service. For a PT, a connectionless bearer is either a
simplex or aduplex bearer.

"Logical bearer" defines the effective service available from one traffic bearer. During bearer handover two identical
duplex or double simplex bearers may exist to provide the service of one logical bearer. At all other times each logical
bearer corresponds to one duplex or double simplex bearer.

5.6 Connection oriented services
56.0 General

Each MBC instance creates one MAC connection, and provides an independent service to the higher (DLC) layer. A
MAC connection is wholly contained within one cluster, using the services of one or more TBCs within that cluster.

Each MAC connection may use the services of one or more bearers. A single-bearer connection shall use asingle
duplex bearer. A multi-bearer connection shall use one duplex bearer plus one or more additional duplex and/or double
simplex bearers.

5.6.1 Connection types
5.6.1.0 General

The MAC provides C channel and | channel servicesto the DLC layer by setting up and maintaining MAC connections.

All RFPs of acluster shall provide the same capabilities to transmit higher layer control (in particular, the C and G
channel capabilities shall be the same).

Three type of connections are defined:

0 basic connections;

. advanced connections,

e  complementary connections.
56.1.1 Basic connections

Basic connections have no common connection number (common is defined to mean the same connection number is
known at both PT and FT). Therefore, only one basic connection may exist between a PT (identified by its PMID) and
one particular FT (identified by the ARI).

Exception: During connection handover two basic connections may exist, serving the same DLC link.

Basic connections only provide one full slot duplex bearer for the I_minimum_delay service. Suspension from B-field

transmission can be allowed (i.e. the use of short bearers) in the direction PT to FT, once the bearer has been
established. The use of a short bearer shall be signalled by the no B-field BA bits code (see clause 7.1.4); in this case, if
the connection is ciphered, the two key stream segments of the D.32 field still apply of which only the first 40 bits are
used (see ETSI EN 300 175-7 [7], clause 6.4.2).
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Because basic connections are always single bearer connections no Logical Bearer Number (LBN) is assigned to the
bearer for these connections.

Basic connections shall not support Cr G and I, channels and shall not send MAC extended control in the B-field.

NOTE: Itisallowed to have abasic connection plus additional advanced connections with ECN different from
zero between the same PT-FT pair. However basic connections are not compatible with advanced
connections with ECN=0. If there is an already established advanced connection with ECN=0 it is not
possible to set up a basic connection between the same PT-FT pair. However, there is the possibility of
changing first the ECN number of the advanced connection using the procedure described in

clause 10.3.2.3.
5.6.1.2 Advanced connections
5.6.1.2.0 General

Advanced connections have a common connection number, called Exchanged Connection Number (ECN) whichis
assigned by the LLME. Therefore, more than one advanced connection may exist between a PT and one FT. Advanced
connections may provide any service listed in clauses 5.6.2.1 and 5.6.2.2.

Advanced connections may use any ECN value from 0 to 15, however the value ECN=0 can only be used if:
1) thereisno abasic connection between the same PT-FT pair; and

2)  the connection attributes are different of: full slot, MAC service In_minimum_delay and no_Cr.

If ECN=0 is chosen, then the connection will automatically switch to basic when the attributes are set to full slot, MAC
service In_minimum_delay and no_C (see clause 10.3.3.2).

Bearers of advanced connections are labelled by the MAC with LBNs (common parameters). The LBN enables the
MAC to distinguish between different bearers in the same connection.

Advanced connections may support the Cg channel.

56.1.2.1 Rules for ECN selection in advanced connections
The Advanced connection initiating side may choose any unused value of ECN with the following rules:

a) If thereisnot an aready established basic connection or advanced connection with ECN=0 between the PT-FT
pair, THEN the initiating should select ECN=0 for an advanced connection only IF:

1) theconnectionisnot fullslot, Iy_minimum_delay, no C; and

2) thedesired behaviour isthat the connection is automatically turned to basic if attributes are set to fullslot,
[n_minimum_delay, no Cp..

Otherwise, the PT should select any other value (different from 0) for the ECN.

b) If thereisaready an advanced connection with ECN = 0, OR abasic connection between the PT-FT pair,
THEN the ECN for a new advanced connection shall be different from zero (ECN > 0).

5.6.1.2.2 Expedited operations in advanced connections

A set of messages from the advanced connection control part 2 (see clause 7.2.5.12) are intended for optimized handling
of packet mode connections with maximum efficiency and minimum energy consumption. The procedures describing
the operations with such expedited messages are described in clauses 10.5.1.8 and 10.7.3. Expedited operations are
optimized for low power consumption and are used by DECT ULE (see ETSI TS 102 939-1 [i.10]).

Only one instance of advanced connection may use expedited procedures. Such instance isidentified by a given value
of the ECN number.

NOTE: Therecommended ECN number for expedited connectionsis ECN=7 and thisisthe value used in ETSI
TS102 939-1i.10].
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If a system supports services using expedited and other advanced (non-expedited) connections, the ECN value reserved
for the expedited procedures (typically ECN = 7) should not be used by the regular advanced connections.

5.6.1.3 Connection identifiers

Locally each connection (each instance of an MBC) is always identified by a MAC Connection Endpoint Identification
(MCEI). This MCEI alowsthe DLC to select one particular connection. In the PT the MCEI is assigned by the LLME
and is unique within that PT. In the FT the MCEI is assigned by the LLME and is unique within that FT identified by its
ARI. In general the MCEIls will be different in the PT and the FT for any given connection.

For advanced connections, a further common identifier, the ECN, is transmitted between PT and FT. The full identifier
consists of ARI + PMID + ECN. PMID and ARI identify the PT and the FT. The ECN alows different advanced
connections between the same PT and FT to be distinguished. The DLC and MAC at both ends know this common
identifier.

5.6.1.4 Complementary connections

Complementary connections only provide one duplex bearer without referring to a particular service.

Complementary connections do not require the opening of a DLC link and can be identified at the MAC layer by the
PMID.

A duplex bearer of a complementary connection can be linked to a duplex bearer of a basic or an advanced connection
by a mapping procedure (see clause 10.5.1.6); after the mapping, it shall acquire the same properties of the linked
channel and shall be referred to the same connection. The two linked bearers constitute a double duplex bearer.

5.6.2 Symmetric and asymmetric connections
5.6.2.0 General

The different connection oriented service types are divided into two categories, symmetric and asymmetric connections:

. Symmetric connections will always have the same number of simplex bearersin both transmission directions.
Moreover the service characteristics (see clause 5.6.2.1) and their bandwidths are the same for both directions.

. Asymmetric connections have a different number of logical simplex bearers for both transmission directions.
Typically, there are only one or two bearersin the "reverse” direction. Although the servicesin both directions
have the same characteristics the bandwidth of the services will differ.

. Multibearer connectionsexist only in full slot, long slot (j=640 and j=672) and double slot transmission
mode. This means that multibearer asymmetric and symmetric connections are not permitted in half slot
transmission mode. All bearers of a multibearer connection shall be from the same slot type, i.e. either full
dot, long slot or double slot.

In all connections, the DLC givesthe MAC a"target number of bearers' and a " minimum acceptable number of
bearers' to establish. When the connection has been established (or set-up has failed), the MAC tellsthe DLC the
"actual number of bearers' that have been established. In many cases the "target number of bearers' equalsthe
"minimum acceptable number of bearers’.

5.6.2.1 Symmetric connections

A DECT symmetric connection has the same number of bearersin both directions and is composed of duplex bearers
only.

The five symmetric service types are distinguished by their | channel data protection and their throughput:

type 1: [n_minimum_delay (Iy): limited error protection, minimum delay, fixed throughput;
type 2: In_normal_delay (Ig): limited error protection, half-frame synchronization, fixed delay, fixed
throughput;
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type 3:

type 4:

type 5:

NOTE 1

40 ETSI EN 300 175-3 V2.6.1 (2015-07)

Ip_error_detection: error detection capability, minimum delay, fixed throughput; The type 3,
|p_error_detection service may be:

type 3a (Ipyy); |p_error_detection using multi-subfield protected B-field format (as
clause 6.2.1.3.3);

type 3b: (I |;,Q); Ip_error_detection using single subfield protected B-field format (as
clause 6.2.1.3.4);

type 3c: (Ipk); |p_error_detection using constant-size subfield protected B-field format (as
clause 6.2.1.3.5);

Ip_error_correction: error correction, variable throughput; The type 4, | ,_error_correction service
may be:

type 4a: (IPMR); IP_error_correction using multi-subfield protected B-field format (as
clause 6.2.1.3.3);

type 4b: (IPQR); IP_error_correction using single subfield protected B-field format (as
clause 6.2.1.3.4);

type 4c¢: (IPKR); IP_error_correction using constant-size subfield protected B-field format (as
clause 6.2.1.3.5);

Ip_encoded_protected (1py).

In_minimum_delay (Iya) and Iy_normal_delay (Iyg) services have different | channel flow control

(see clauses 10.3 and 8.4).

NOTE 2: The throughput of service types 2 and 3 can vary if the MAC layer changes the number of bearers
assigned to that connection.

NOTE 3: The bearers of a symmetric connection are normally in U-type multiplexer mode. However, from time to
time, they can be switched to E or E+U type mode to exchange signalling messages (channels M, Gg or

Cp). During the time the bearer isin E or E+U type mode it cannot carry Iy, Ip, lpg channel data.
However, if they are in E+U type mode, they can carry | o channel data.

The most important parameters of the five symmetric services are listed in tables 5.1, 5.2 and 5.3.

Table 5.1: Symmetric services (2-level modulation)

| channel B-field NP Err Error Max. Delay
ST capacity multiplex det. correction Ce (ms)
(kbit/s) schemes (kbit/s)
ARQ [Channel DECT [Practical delay
coding transm. |[for applications:
time voice data
(note 4) [(note 5) |(note 6)
1d2 k x 80 (U80a,E80) Ina No No No 64,0 | 0,781 =10 =~5,781
112 (j=640) k x 64 (U64a,E64) Ina No No No 51,2 | 0,642 =10 =~ 5,642
112 (j=672) k x 67,2 (U67a,E67) Ina No No No 51,2 | 0,670 =10 =5,670
1f2 k x 32 (U32a,E32) Ina No No No 25,6 | 0,365 =10 =~ 5,365
1h2 8 +j/10 (U08a,E08) Ina No No No 6,4 0,156 =10 =~ 5,156
2d2 k x 80 (U80a,E80) Ing No No No 64,0 5 15 10
212 (j=640) k x 64 (Ub4a,E64) Ing No No No 51,2 5 15 10
212 (j=672) k x 67,2 (U67a,E67) Ing No No No 51,2 5 15 10
22 k x 32 (U32a,E32) Ing No No No 25,6 5 15 10
2h2 8 +j/10 (U08a,E08) Ing No No No 6,4 5 15 10
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| channel B-field NP Err Error Max. Delay
ST capacity multiplex det. correction Ce (ms)
(kbit/s) schemes (kbit/s)
ARQ [Channel DECT [Practical delay
coding transm. |[for applications:
time voice data
(note 4) [(note 5) |(note 6)
3d2 k x 64,0 (UBOb,EBO) | Ipy | Yes | No No 64,0 | 0,781 =10 ~ 5,781
312 (j=640) k x 51,2 (U64b,E64) lom | Yes No No 51,2 0,642 =10 =~ 5,642
312 (j=672) k x 51,2 (U67b,E67) lom | Yes | No No 51,2 | 0,670 =10 =5,670
3f2 k x 25,6 (U32b,E32) | Iy | Yes | No No 25,6 | 0,365 =10 =~ 5,365
3h2 6,4 (UO8b,E08) | Ipy | Yes | No No 6,4 0,156 =10 ~ 5,156
4d2 <kx64,0 | (U8Ob,E8D) |Ipyr | Yes | Yes No 64,0 Variable (see note 8)
412 (j=640) <kx51,2 | (U64b,E64) |lpyg | Yes | Yes No 51,2 Variable (see note 8)
412 (j=672) <kx51,2 | (U67b,E67) |lpyr | Yes | Yes No 51,2 Variable (see note 8)
4f2 <kx 25,6 (U32b,E32) |lpyg | Yes | Yes No 25,6 Variable (see note 8)
4h2 <6,4 (UO8b,E08) |lpyg | Yes | Yes No 6,4 Variable (see note 8)
3d2ssub k x 76,8 Usoc IF,Q Yes No No 64,0 0,781 =10 =~ 5,781
3l2ssub k x 60,8 U64c IF,Q Yes No No 51,2 0,642 =10 =~ 5,642
(j=640)
3Ig(s§;§) k x 64,0 ue7c lpg |Yes | No No 51,2 | 0,670 =10 |=5,670
C?stsub k x 30,4 uU32c lpo | Yes | No No 25,6 | 0,365 =10 =~ 5,365
4d2ssub <kx76,8 us0c IPQR Yes | Yes No 64,0 Variable (see note 8)
4IE§23§) k x 60,8 ueac lpor | Yes | Yes No 51,2 Variable (see note 8)
A?IZESSSLZJb k x 64,0 uU67c IPQR Yes | Yes No 51,2 Variable (see note 8)
j=67
z?fZSsuz) <kx304 U32c IPQR Yes | Yes No 25,6 Variable (see note 8)
3d2csub kx76,8 usod lox | Yes | No No 64,0 | 0,781 =10 ~ 5,781
3l2csub k x 60,8 u64d lox | Yes | No No 51,2 | 0,642 =10 ~ 5,642
(j=640)
3l2csub k x 64,0 u67d lox | Yes | No No 51,2 | 0,670 =10 ~5,670
j=672
SEJfZCsu)b k x 30,4 u32d lox | Yes | No No 25,6 | 0,365 =10 = 5,365
4d2csub <kx76,8 usod lbkr | Yes | Yes No 64,0 Variable (see note 8)
412csub k x 60,8 u64d lokr | Yes | Yes No 51,2 Variable (see note 8)
j=640
A?Ichuz) k x 64,0 ue7d lbkr | YES | Yes No 51,2 Variable (see note 8)
j=672
é?chsu)b <kx304 us2d lbkr | Yes | Yes No 25,6 Variable (see note 8)
5d2encoded |k x (80,0) xr | (U80e, E80) Iox lim No Yes 64,0 | 0,781 =10 =~ 5,781
5l2encoded |k x (64,0) xr | (Ub4de, E64) Iox lim No Yes 51,2 | 0,642 =10 =~ 5,642
j=640
5f2(Jencod)ed kx(32,0)xr | (U32e, E32) Iox lim No Yes 25,6 | 0,365 =10 =~ 5,365
5h2encoded | k x (8,0) xr | (U08e, E08) Iox lim No Yes 6,4 0,156 =10 =~ 5,156
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| channel B-field NP Err Error Max. Delay
ST capacity multiplex det. correction Ce (ms)
(kbit/s) schemes (kbit/s)
ARQ [Channel DECT [Practical delay
coding transm. |[for applications:
time voice data
(note 4) [(note 5) |(note 6)

ST: Service Type:
xdy = type x double slot, modulation y levels;
xly = type x long slot (j=640 or j=672), modulation y levels;
xfy = type x full slot, modulation y levels;
xhy = type x half slot, modulation y levels;
ssub = single subfield protected B-field format.
csub = constant-size subfield protected B-field format.
encoded: Encoded protected B-field format; The | channel capacity varies in function of the adaptive code rate r.
NP: Name of the U-plane channel.
err. det.: error detection capability.
err. corr.. error correction capability (ARQ or channel coding).
max. C: maximum C channel throughput.
delay: approximate delay incurred by | channel data in ms.
k: the actual number of duplex bearers; w < k <t.
lim: limited capacity. See note 9 below the table.
NOTE: Refer to clause 6.2.2.2 for details of B-field multiplex schemes. All references to notes refers to notes in
this clause.

NOTE 4: Thisisthe transmission delay of the DECT MAC layer. In I _normal delay service (Iyg), itis
synchronized with DECT half frame (5 ms). For other servicesit is equal to the slot time.

NOTE 5: Practical overall delay for voice applications (single bearer). It applies also for the transmission of a
continuous stream of unstructured data (single bearer) when the DECT system may decide how to packet
the datain the bearers (packet boundaries). The delay consist on 10 ms (1 DECT frame) = basic
packetization delay plus transmission delay (or not, if the packetization continues during the transmission
time). In minimum delay services, there would be loss of data or duplication if the slot position changes
(due to ahandover).

NOTE 6: Practical transmission delay for packet data applications. It is the time that the DECT system requires for
transmission of a data packet provided by a higher layer or by an external system, from one side to
another. The delay consist of 5 ms = average delay due to the time difference between packet arrival and
DECT dot, plus DECT MAC transmission delay. Note that it does not include the packetization delay
(that has been done by other layers) and that it is an average value (in the worst case of packet arrival /
slot position, delay may be 5 mslonger).

NOTE 7: In multibearer connections, the delay may be reduced compared to the figures indicated. Reduction
depends on service, number of dots and slot positionsin use.

NOTE 8: The delay for Ip_error_correct servicesis variable and equal to the I ,_error_detect service (= 5,365 msto
= 5,781 ms) if there is no retransmission of the packet. If there are retransmissions, the delay increases by
10 additional msfor each retransmission (up to the limit defined by MAC lifetime).

NOTE 9: The error detection capability for the |,_encoded protected (1y) serviceis limited. Thereis no error

detection capability when r parameter is equal to 1.

NOTE 10: The error correction capability for the IP_encoded protected service (IPX) dependson r rate. Thereis no

error correction capability when r parameter is equal to 1.
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ST | channel capacity B-field NP |Errdet. | Errcorr. |Errcorr. | max.Cg | dly (ms)
(kbit/s) multiplex ARQ coding (kbit/s)
schemes

1d4 160 (U160a, E160) | Iya No No No 128,0 =10
1d8 240 (U240a, E240) | Iya No No No 192,0 =10
114 (j=640) 128 (U128a, E128) | Iya No No No 102,4 =10
118 (j=640) 192 (U192a, E192) | Iya No No No 153,6 =10
1f4 64 (Ubda, E64) Ina No No No 51,2 =10
1f8 96 (U96a, E96) Ina No No No 76,8 =10
1h4 16 +j/10 (Ul6a, E16) Ina No No No 12,8 =10
1h8 24 +j/10 (U24a, E24) Ina No No No 19,2 =10
2d4 k x 160 (U160a, E160) | Iyg No No No 128,0 15
2d8 k x 240 (U240a, E240) | I\g No No No 192,0 15
214 (j=640) k x 128 (U128a, E128) | I\g No No No 102,4 15
218 (j=640) k x 192 (U192a, E192) | I\g No No No 153,6 15
214 (j=672) k x134,4 (U134a, E134) | I\g No No No 102,4 15
218 (j=672) k x 201,6 (U201a, E201) | I\g No No No 153,6 15
2f4 k x 64 (Ub4a, E64) Ing No No No 51,2 15
2f8 k x 96 (U96a, E96) Ing No No No 76,8 15
2h4 16 +j/10 (Ul6a, E16) Ing No No No 12,8 15
2h8 24 +j/10 (U24a, E24) Ing No No No 19,2 15
3d4 k x 128 (U160b, E160) | Ipy Yes No No 128,0 15
3d8 k x 192 (U240b, E240) | Ipy Yes No No 192,0 15
3l4 (j=640) k x102,4 (U128b, E128) | Ipy Yes No No 102,4 15
318 (j=640) k x 153,6 (U192b, E192) | Ipy Yes No No 153,6 15
314 (j=672) k x102,4 (U134b, E134) | Ipy Yes No No 102,4 15
318 (j=672) k x 153,6 (U201b, E201) | Ipy Yes No No 153,6 15
3f4 k x 51,2 (U64b, E64) lom Yes No No 51,2 15
3f8 k x 76,8 (U96b, E96) lom Yes No No 76,8 15
3h4 12,8 (U16b, E16) lom Yes No No 12,8 15
3h8 19,2 (U24b, E24) lom Yes No No 19,2 15
4d4 <kx128 (U160b, E160) | Ippmr Yes Yes No 128,0 var
4d8 <kx192 (U240b, E240) | Ippmg Yes Yes No 192,0 var
414 (j=640) <kx102,4 (U128b, E128) | Ipyg Yes Yes No 102,4 var
418 (j=640) <k x153,6 (U192b, E192) | Ipyr Yes Yes No 153,6 var
414 (j=672) <kx102,4 (U134b, E134) | Ipyr Yes Yes No 102,4 var
418 (j=672) <k x 153,6 (U201b, E201) | Ippmr Yes Yes No 153,6 var
4f4 <kx51,2 (U64b, E64) IbMr Yes Yes No 51,2 var
4f8 <kx76,8 (U96bh, E96) IbMr Yes Yes No 76,8 var
4h4 <12,8 (U16b, E16) MR Yes Yes No 12,8 var
4h8 <19,2 (U24b, E24) Iomr Yes Yes No 19,2 var
3d4ssub k x 156,8 U160c IPQ Yes No No - 15
3d8ssub k x 236,8 U240c IPQ Yes No No - 15
3l4ssub (j=640) k x124,8 Ul128c lpg Yes No No - 15
3I8ssub (j=640) k x 188,8 U192c lpo Yes No No - 15
3l4dssub (j=672) kx131,2 Ul34c IPQ Yes No No - 15
3I8ssub (j=672) k x 198,4 U201c IPQ Yes No No - 15
3f4ssub k x 60,8 U64c IPQ Yes No No - 15
3f8ssub k x 92,8 uU96c IPQ Yes No No - 15
4d4ssub <kx156,8 U160c lpor Yes Yes No - var
4d8ssub <kx236,8 U240c lpor Yes Yes No - var
3l4ssub (j=640) <kx124,8 Ui28c IpQR Yes Yes No - var
3I8ssub (j=640) <kx188,8 U192c lpor Yes Yes No - var
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ST | channel capacity B-field NP [Errdet. | Errcorr. |Errcorr. | max.Cg | dly (ms)
(kbit/s) multiplex ARQ coding (kbit/s)
schemes
3l4ssub (j=672) <kx131,2 U134c lpor Yes Yes No - var
3I8ssub (j=672) <kx198,4 U201c lpor Yes Yes No - var
4f4ssub <kx60,8 Ub4c lpor Yes Yes No - var
4f8ssub <kx92,8 U96c Ipor Yes Yes No - var
3d4csub k x 153,6 uieod lok Yes No No - 15
3d8csub k x230,4 u240d lok Yes No No - 15
3l4csub (j=640) kx121,6 ui2ad lok Yes No No - 15
3l8csub (j=640) kx182,4 u192d Ipk Yes No No - 15
3l4csub (j=672) kx128,0 U134d Ipk Yes No No - 15
3l8csub (j=672) kx192,0 U201d Ipk Yes No No - 15
3f4csub k x 60,8 u64d lok Yes No No - 15
3f8csub kx91,2 u9ed lok Yes No No - 15
4d4csub <kx153,6 u160d Iokr Yes Yes No - var
4d8csub <kx230,4 U240d Iokr Yes Yes No - var
3l4csub (j=640) <kx121,6 U128d Ipkr Yes Yes No - var
3I8csub (j=640) <kx182,4 ui92d lokr Yes Yes No - var
3l4csub (j=672) <kx128,0 U134d lokr Yes Yes No - var
3l8csub (j=672) <kx192,0 U201d Ipkr Yes Yes No - var
4f4csub <k x60,8 U64d Iokr Yes Yes No - var
4f8csub <kx91,2 uoed Iokr Yes Yes No - var
5d4encoded k x (80,0/96,0/120,0/ | (U160e, E160) Ipx lim No Yes 128,0 15
128,0/160,0)
5d8encoded k x (120,0/144,0/ (U240e, E240) Ipx lim No Yes 192,0 15
180,0/192,0)
5l4encoded k x (64,0/76,8/96,0/ | (U128e, E128) | Ipy lim No Yes 102,4 15
(1=640) 102,4/128,0)
5I8encoded k x (96,0/115,2/ (U192e, E192) Ipx lim No Yes 153,6 15
(j=640) 144,0/153,6)
5f4encoded k x (32,0/38,4/48,0/ (Ub4e, E64) Ipx lim No Yes 51,2 15
51,2/64,0)
5f8encoded k x (48,0/57,6/ (U96e, E96) Ipx lim No Yes 76,8 15
72,0/76,8)
5h4encoded k x (8,0/9,6/12,0/ (Ul6e, E16) Ipx lim No Yes 12,8 15
12,8/16,0)
5h8encoded k x (12,0/14,4/ (U24e, E24) Ipx lim No Yes 19,2 15
18,0/19,2)
ST: Service Type:

xdy = type x double slot, modulation y levels;
xly = type x long slot (j=640 or j=672), modulation y levels;
xfy = type x full slot, modulation y levels;
xhy = type x half slot, modulation y levels;
f = 0 for 2-level modulation in A field;

f = 64 for 4-level modulation in A field;

f = 128 for 8-level modulation in A field;

ssub = single subfield protected B-field format.

csub = constant-size subfield protected B-field format.

encoded:
NP:

Err. det.:
Err. corr.:

max. Cg:
dly:
t

lim:

Encoded protected B-field format; the | channel capacity varies in function of the adaptive code rate r.
Iy channel or I, channel.

error detection capability.
error correction capability (based on channel coding for I,y (see note 10), ARQ for all others).

maximum C_ channel throughput.
approximate delay incurred by | channel data in ms. "var" is variable.
the target number of duplex bearers; w <t.
k: the actual number of duplex bearers; w < k <t.
limited capacity. See note 9 in this clause.

NOTE:

Refer to clause 6.2.2.2 for details of B-field multiplex schemes.
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Table 5.3: Symmetric services (16-level and 64-level modulation)

ST | channel B-field multiplex NP Err det. | Err corr. max. C dly (ms)
capacity (kbit/s) schemes (kbit/s)

5d16encoded |k x (128,0/160,0/ (U320e, E320) Ipx lim Yes, code 256,0 15
192,0/240,0/
256,0)
5d64encoded | k x (160,0/192,0/ (U480e, E480) Ipx lim Yes, code 384,0 15
240,0/288,0/
360,0/384,0)
5l16encoded |k x (102,4/128,0/ | (U256e, E256) Ipx lim |Yes, code 204,8 15

(1=640) 153,6/192,0/
204,8)
5l64encoded |k x (128,0/153,6/ (U384e, E384) Ipx lim Yes, code 307,2 15

(j=640) 192,0/230,4/
288,0/307,2)
5fl6encoded | kx (51,2/64,0/ (U128e, E128) Ipx lim Yes, code 102,4 15
76,8/96,0/102,4)
5f64encoded k x (U192e, E192) Ipx lim  |Yes, code 153,6 15
(64,0/76,8/96,0/

115,2/144.,0/
153,6)
5hi16encoded k x (U32e, E320) Ipx lim Yes, code 25,6 15
(12,8/16,0/19,2/
24,0/25,6)

5h64encoded k x (U48e, E48) Ipx lim |Yes, code 38,4 15
(16,0/19,2/24,0/
28,8/36,0/38,4)
ST: Service Type:

xdy = type x double slot, modulation y levels;

xly = type x long slot (j=640 or j=672), modulation y levels;

xfy = type x full slot, modulation y levels;

xhy = type x half slot, modulation y levels;

f = 0 for 2-level modulation in A field;

f = 64 for 4-level modulation in A field;

f = 128 for 8-level modulation in A field;

ssub = single subfield protected B-field format.

Encoded = Encoded protected B-field format; the | channel capacity varies in function of the adaptive

code rate r.
NP: Iy channel or I, channel.

Err. det.: error detection capability.
Err. corr.: error correction capability (based on channel coding (see note 10)).
max. Cg: maximum Cp channel throughput

dly: approximate delay incurred by | channel data in ms. "var" is variable.
t: the target number of duplex bearers; w < t.

k: the actual number of duplex bearers; w <k <t.

lim: limited capacity. See note 9 in this clause.

NOTE: Refer to clause 6.2.2.2 for details of B-field multiplex schemes.

5.6.2.2 Asymmetric connections

A DECT connection is called asymmetric if it includes double simplex bearers and, as consequence of it, has different
number of bearersin both directions.

NOTE 1. Simplex bearers are always allocated in pairs. A pair of ssmplex bearersin opposite directionsis called
"duplex bearer”. A pair of simplex bearersin the same direction is called "double simplex bearer”. In both
cases, pairs of simplex bearers are one half TDMA frame apart.

General principles:
a) anasymmetric connection is composed of d duplex bearers plus s double simplex bearers, with both d>1, s>1;

b) all double-simplex bearers shall go in the same direction. The direction of the double-simplex bearersis, by
definition, called the "forward direction™ of the connection. The opposite one is the "backward direction”;
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c) thereexist k simplex bearersin the forward direction, being k = d + 2*s;
d) thereexist m+ nsimplex bearersin the backward direction beingm+ n = d;
NOTE2: k>m+ n=>1inall cases.

€) thensimplex bearersin the reverse direction are called "special” bearers. These bearers shall be in E-type or
E+U-type multiplexer mode (see clause 6.2.2.2) and shall carry the "Bearer quality in an asymmetric
connection" message in subfield BO. They are used to report reception quality on the double simplex bearersin
the forward data direction and to carry G channel data. These special bearers shall not carry Iy or I, channel

data, however, if the mode is E+U type, they can carry | o channel data, and if the mode is E-type, they can
carry Cg channel signalling;

NOTE 3: A special bearer is, by definition, areverse bearer carrying the "Bearer quality report in an asymmetric
connection" message.

f)  the number of specia bearersshall ben >1. However, some profiles could allow, by negotiation, to drop the
number of n bearersto n = 0 in some cases. In such situation the n bearer becomes an m bearer. In all cases
(n+m)>1,

NOTE 4: It should be assumed that the most usual case will be n=1 (one special bearer).

NOTE 5: The suppression of the "Bearer quality in an asymmetric connection” (n=0) deactivates the DECT basic
quality feedback mechanism (bits Q1/Q2), and should only be used under very good and steady radio
quality conditions (i.e.: very short range links). In case of incidental air interface errors, the message
"Bearer and connection control" could be used by the receiver side to request handover or antenna switch.
However, this mechanism has slower response time and a limited control capability and will not handle
properly the case of simultaneous loss of quality on several bearers.

g) themsimplex bearersin the reverse direction shall be normally in U-type multiplexer mode and carry Iy, or Ip

channel data. However, it is allowed to switch occasionally them to E or E+U type mode to exchange
signalling messages (channels M, G or Cp) if the capacity of the n bearersis not enough. During the time the

bearer isin E or E+U type mode it cannot carry Iy or Ip. If the mode is E+U type, they can carry | - channel
data;

NOTE 6: The number of m bearers can be zero, however n+ m=>1.

h) all thek simplex bearersin the forward direction shall be normally in U-type multiplexer mode. However,
from time to time, some of them can be switched to E or E+U type mode to exchange signalling messages
(channels M, Gg or Cp). During the time the bearer isin E or E+U type mode it cannot carry I or |p channel

data. However, if the mode is E+U type, they can carry I o channel data.

NOTE 7: Only the bearersthat are part of a duplex bearer can be switched to E-type or E+U-type mux mode.

NOTE 8: Itis not recommended to switch forward bearersto E or E+U type mux only to carry Gg channel. Instead
of it, the alternative mechanisms provided by some LU services (i.e. LU10) may be used.

The four asymmetric service types are distinguished by their | channel data protection and their throughput:

type 6: In_normal_delay (Ig): limited error protection, half-frame synchronization, fixed delay, fixed
throughput;
type 7: Ip_error_detection: error detection capability, minimum delay, fixed throughput; The type 7,

| p_error_detection service may be:

- type 7a: (IPM); IP_error_detection using multi-subfield protected B-field format (as
clause 6.2.1.3.3);

- type 7b: (IPQ); IP_error_detection using single subfield protected B-field format (as
clause 6.2.1.3.4);

- type 7c: (IPK); IP_error_detection using constant-size subfield protected B-field format (as
clause 6.2.1.3.5);
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type 8: Ip_error_correction: error correction, variable throughput; The type 8, I ,_error_correction service
may be:
- type 8a: (IPMR); IP_error_correction using multi-subfield protected B-field format (as
clause 6.2.1.3.3);
- type 8b: (IPQR); IP_error_correction using single subfield protected B-field format (as
clause 6.2.1.3.4);
- type 8c: (IPKR); IP_error_correction using constant-size subfield protected B-field format (as
clause 6.2.1.3.5);
type 9: Ip_encoded_protected (1py).

Tables 5.4 to 5.6 show the most important parameters for asymmetric connections. Thefirst line in each description
defines the forward data direction. The second and third line describe the reverse direction on normal bearers (m) and
on special (n) bearers. The total throughput in backward direction is the sum of lines 2 and 3.

NOTE 9: Inthe channel capacity calculations, it is assumed that al bearers of the forward channel are in U-type
mux mode, since the switch to E-type or E+U-type only happens occasionally.

NOTE 10:1n the MAC service IN_normal_delay (INB), the MAC layer guarantees a constant delay that only
depends of the timing between arrival of external data and the position of the DECT frame boundary. The
MAC layer also guarantees the sequencing of packets in Multibearer connections, and the repetition of
same data in both bearers during the bearer handover.

NOTE 11:In all other MAC services (IN _minimum delay, IP _error_detect, IP _error_correct, IP
encoded_protected) there can be variations in the actual delay as result of changesin the dot position(s)
used in the link (that may change due to bearer handovers and replacements). Depending on the
application and the operation of higher layers, this variation could be irrelevant, or may produce packet
duplication or loss during the bearer changes.

Table 5.4: Asymmetric services (2-level modulation)

ST I channel capacity (kbit/s) B-field multiplex NP Err det. | Err corr. max. Cp
Forward channel schemes (kbit/s)
Backward channel m bearers
backward channel n bearers
6d2 k x 80 (U80a,E80) Ing No No d x 64,0
m x 80 (U80a,E80) Ing No No m x 64,0
variable: 0 to (n x 6,4 x 9) (E80) | Yes No nx57,6
PF (note 1)
612 (j=640) k x 64 (U64a,E64) Ing No No dx51,2
m X 64 (Ubda,E64) Ing No No mx 51,2
variable: 0to (n x 6,4 x 7) (E64) | Yes No nx 44,8
PF (note 1)
612 (j=672) k x 67,2 (U67a, E67) Ing No No dx51,2
mx 67,2 (U67a, E67) | No No m x 51,2
variable: 0 to (n x 6,4 x 7) (E67) lNB Yes No nx 44,8
PF (note 1)
672 k x 32 (U32a,E32) Ing No No d x 25,6
mx 32 (U32a,E32) Ing No No m x 25,6
variable: 0 to (n x 6,4 x 3) (E32) | Yes No nx19,2
PF (note 1)
7d2 k x 64 (U80b,E80) lom Yes No d x 64,0
m X 64 (U80b,E80) lowm Yes No m X 64,0
variable: 0 to (n x 6,4 x 9) (E80) | Yes No nx57,6
PF (note 1)
712 (j=640) kx51,2 (U64b,E64) Iom Yes No dx51,2
m x 51,2 (UB4b,E64) lou Yes No m x 51,2
variable: 0to (n x 6,4 x 7) (E64) | Yes No n x 44,8
PF (note 1)
712 (j=672) kx 51,2 (U67b,E67) [y Yes No dx51,2
m x 51,2 (U67b,E67) lom Yes No m x 51,2
variable: 0to (n x 6,4 x 7) (E67) | Yes No nx 44,8
PF (note 1)
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ST I channel capacity (kbit/s) B-field multiplex NP Err det. | Err corr. max. C
Forward channel schemes (kbit/s)
Backward channel m bearers
backward channel n bearers

72 k x 25,6 (U32b,E32) Iom Yes No d x 25,6
m x 25,6 (U32b,E32) lom Yes No m x 25,6

variable: 0 to (n x 6,4 x 3) (E32) | Yes No nx19,2

PF (note 1)

7d2ssub k x 76,8 (U80c) IPQ Yes No d x 64,0
_ m x 76,8 (U80c) |PQ Yes No m x 64,0

variable: 0 to (n x 6,4 x 9) (E80) | Yes No nx57,6

PF (note 1)

712ssub k x 60,8 (Ub4c) IPQ Yes No dx51,2
(j=640) m x 60,8 (Ub4c) |PQ Yes No m x 51,2
variable: 0to (n x 6,4 x 7) (E64) | Yes No n x 44,8

PF (note 1)

712ssub k x 64 (U67c) IPQ Yes No dx51,2
(=672) m X 64 (U67c) |PQ Yes No m x 51,2
variable: 0to (n x 6,4 x 7) (E67) | Yes No nx 44,8

PF (note 1)

7f2ssub k x 30,4 (U32c) IPQ Yes No d x 25,6
. m x 30,4 (U32c) |PQ Yes No m x 25,6

variable: 0 to (n x 6,4 x 3) (E32) | Yes No nx19,2

PF (note 1)

7d2csub kx76,8 (U80d) Ipk Yes No d x 64,0
_ m x 76,8 (Usod) ok Yes No m x 64,0

variable: 0 to (n x 6,4 x 9) (E80) | Yes No nx57,6

PF (note 1)

712csub k x 60,8 (Ue4d) lok Yes No dx51,2
(j=640) m x 60,8 (U64d) ok Yes No m x 51,2
variable: 0to (n x 6,4 x 7) (E64) | Yes No nx 44,8

PF (note 1)

712csub k x 64 (Ue7d) Ipk Yes No dx51,2
(j=672) m x 64 (Ue7d) ok Yes No m x 51,2
variable: 0to (n x 6,4 x 7) (E67) | Yes No n x 44,8

PF (note 1)

7f2csub k x 30,4 (U32d) Ipk Yes No dx25,6
_ m x 30,4 (U32d) ok Yes No m x 25,6

variable: 0 to (n x 6,4 x 3) (E32) | Yes No nx19,2

PF (note 1)

8d2 <k x 64 (U80b,E80) lomR Yes |Yes,ARQ | dx64,0
. <mx64 (U80b,E80) lomR Yes Yes, ARQ m x 64,0

variable: 0 to (n x 6,4 x 9) (E80) log Yes |Yes,ARQ [ nx576

(note 1)

812 (j=640) <kx51,2 (U64b,E64) lomr Yes Yes, ARQ dx51,2
<mx51,2 (Ub4b,E64) lomR Yes Yes, ARQ mx 51,2

variable: 0 to (n x 6,4 x 7) (E64) log Yes |Yes,ARQ | nx448

(note 1)

812 (j=672) <k x51,2 (U67b,E67) lbmR Yes |Yes,ARQ | dx51,2
<mx51,2 (U67b,EE7) lomR Yes Yes, ARQ mx 51,2

variable: 0 to (N x 6,4 X 7) (E67) lo Yes Yes, ARQ nx 44,8

(note 1)

8f2 <kx25,6 (U32b,E32) lomr Yes Yes, ARQ d x 25,6
<mx 25,6 (U32b,E32) lomR Yes Yes, ARQ m x 25,6

variable: 0 to (n x 6,4 x 3) (E32) log Yes |Yes,ARQ | nx19.2

(note 1)

8d2ssub <kx76,8 (U80c) IpQR Yes Yes, ARQ d x 64
<mx76,8 (U80c) |pQR Yes Yes, ARQ m X 64

variable: 0 to (n x 6,4 x 9) (E80) lor Yes |Yes,ARQ [ nx576

(note 1)

8l2ssub k x 60,8 (Ub4c) IF,QR Yes Yes, ARQ dx51,2
(j=640) m x 60,8 (Ub4c) I Yes Yes, ARQ m x 51,2
variable: 0 to (n x 6,4 X 7) (E64) TQR Yes |Yes, ARQ | nx44,8

PF (note 1)
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ST I channel capacity (kbit/s) B-field multiplex NP Err det. | Err corr. max. C
Forward channel schemes (kbit/s)
Backward channel m bearers
backward channel n bearers
8l2ssub k x 64 (Ue7c) lpor Yes Yes, ARQ dx51,2
(=672 m X 64 (U67c) lbor Yes Yes, ARQ m x 51,2
variable: 0to (n x 6,4 x 7) (E67) IQ Yes Yes, ARQ nx 44,8
PF (note 1)
8f2ssub <kx30,4 (U32c) IF,QR Yes Yes, ARQ dx51,2
<mx30,4 (U32c) |PQR Yes Yes, ARQ m x 51,2
variable: 0 to (n x 6,4 x 3) (E32) | Yes Yes, ARQ nx19,2
PF (note 1)
8d2csub <kx76,8 (U80d) Ipk Yes Yes, ARQ d x 64
<mx76,8 (U8od) ok Yes Yes, ARQ m x 64
variable: 0 to (n x 6,4 x 9) (E80) | Yes Yes, ARQ nx57,6
PF (note 1)
812csub k x 60,8 (ue4d) Ipk Yes Yes, ARQ dx51,2
(j=640) m x 60,8 (ue4d) ok Yes Yes, ARQ m x 51,2
variable: 0to (n x 6,4 x 7) (E64) | Yes Yes, ARQ nx 44,8
PF (note 1)
8l2csub k x 64 (U67d) lok Yes Yes, ARQ dx51,2
(=672 m x 64 (U67d) ok Yes Yes, ARQ m x 51,2
variable: 0to (n x 6,4 x 7) (E67) | Yes Yes, ARQ n x 44,8
PF (note 1)
8f2csub <kx304 (Usad) Ipk Yes Yes, ARQ dx51,2
<mx30,4 (Usad) ok Yes Yes, ARQ m x 51,2
variable: 0 to (n x 6,4 x 3) (E32) | Yes [Yes,ARQ | nx192
PF (note 1)
9d2encoded <k x (60,0/64,0/80,0) x r (U80e,E80) Iox lim Yes, code d x 64
< m x (60,0/64,0/80,0) x r (U80e,E80) I lim Yes, code m x 64
variable: 0 to (n x 6,4 x 9) (E80) | Yes No nx57,6
PF (note 1)
912encoded <k x(48,0/51,2/64,0) x r (Ub4e,EB4) Ipx lim Yes, code dx51,2
(j=640) <mx (48,0/51,2/64,0) x r (Ub4e,E64) I lim Yes, code mx 51,2
variable: 0 to (n x 6,4 x 7) (E64) | Yes No nx 44,8
PF (note 1)
9f2encoded <k x(24,0/25,6/32,0) x r (U32e,E32) Ipx lim Yes, code dx 25,6
<mx(24,0/25,6/32,0) xr (U32e,E32) lpx lim Yes, code m x 25,6
variable: 0 to (n x 6,4 x 3) (E32) | Yes No nx19,2
PF (note 1)
ST: Service Type:
xdy = type x double slot, y levels modulation;
xly = type x long slot (j=640 or j=672), y levels modulation;
xfy = type x full slot, y levels modulation;
xh = type x half slot, where x = the Service Type;
ssub = singlesubfield protected B-field format.
Encoded = Encoded protected B-field format; the | channel capacity varies in function of the adaptive code
rater.
NP: Name of the U-plane channel (I, Ip, or Ipg).
err.det.. error detection capability.
err.corr.: error correction capability and type (ARQ or channel coding.
max.Cr:  maximum C. channel throughput.
k: the actual number of simplex bearers in the forward direction.
m: the actual number of simplex data bearers in the reverse direction with U-type mux.
n: the actual number of simplex special bearers in the reverse direction.
lim: limited error detection capability. See note 13.
NOTE 1: The Cp capacity in n bearers includes the reduction due to the "Bearer quality in an asymmetric connection"”
sent on this bearer.
NOTE 2: Refer to clause 6.2.2.2 for details of B-field multiplex schemes.

NOTE 12: The delay for each service can be considered approximately equal to the delay for equivalent symmetric

service. Seetable 5.1 in clause 5.6.2.1 and notes 4 to 8 in the same clause. For double simplex bearers
thereisin theory, areduction in the delay due to the use of the second half of the frame. However it
depends on the specific scenario of bearers and ot positions.
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NOTE 13: The error detection capability for the |,_encoded protected service (Ipy) islimited. Thereisno error
detection capability when r parameter is equal to 1.

NOTE 14: The error correction capability for the |,_encoded protected service (Ipy) depends onr rate. Thereisno
error correction capability when r parameter is equal to 1.

Table 5.5: Asymmetric services (4-level and 8-level modulation)

ST | channel capacity (kbit/s) B-field multiplex NP Err det. | Err corr. max. C
schemes (kbit/s)
6d4 k x 160 (U160a,E160) Ing No No 128,0
m x 160 (U160a,E160) Ing No No 128,0
variable (E160) | Yes No var (note 1)
PF
6d8 k x 240 (U240a,E240) Ing No No 192,0
m x 240 (U240a,E240) Ing No No 192,0
variable (E240) | Yes No var (note 1)
PF
614 (j=640) kx128 (U128a,E128) Ing No No 102,4
m x 128 (U128a,E128) Ing No No 102,4
variable (E128) | Yes No var (note 1)
PF
618 (j=640) k x 192 (U192a,E192) Ing No No 153,6
m x 192 (U192a,E192) Ing No No 153,6
variable (E192) | Yes No var (note 1)
PF
614 (j=672) k x 134,4 (U134a, E134) Ing No No 102,4
m x 134,4 (U134a, E134) Ing No No 102,4
variable (E134) | Yes No var (note 1)
PF
618 (j=672) k x 201,6 (U201a, E201) Ing No No 153,6
m x 201,6 (U201a, E201) Ing No No 153,6
variable (E201) | Yes No var (note 1)
PF
64 k x 64 (U64a,E64) Ing No No 51,2
m x 64 (U64a,E64) Ing No No 51,2
variable (E64) | Yes No var (note 1)
PF
6f8 k x 96 (U96a,E96) Ing No No 76,8
m x 96 (U96a,E96) Ing No No 76,8
variable (E96) | Yes No var (note 1)
PF
7d4 kx128 (U160b,E160) lom Yes No 128,0
m x 128 (U160b,E160) I Yes No 128,0
variable (E160) lpM Yes No var (note 1)
PF
7d8 k x 192 (U240b,E240) Iom Yes No 192,0
m x 192 (U240b,E240) low Yes No 192,0
variable (E240) | Yes No var (note 1)
PF
714 (j=640) k x 102,4 (U128b,E128) Iom Yes No 102,4
m x 102,4 (U128b,E128) lowm Yes No 102,4
variable (E128) | Yes No var (note 1)
PF
718 (j=640) k x 153,6 (U192b,E192) lom Yes No 153,6
m x 153,6 (U192b,E192) I Yes No 153,6
variable (E192) lpM Yes No var (note 1)
PF
714 (j=672) k x 102,4 (U134b,E134) Iom Yes No 102,4
m x 102,4 (U134b,E134) low Yes No 102,4
variable (E134) | Yes No var (note 1)
PF
718 (j=672) k x 153,6 (U201b,E201) Iom Yes No 153,6
m x 153,6 (U201b,E201) lowm Yes No 153,6
variable (E201) | Yes No var (note 1)
PF
74 kx51,2 (U64b,E64) lom Yes No 51,2
m x 51,2 (U64b,E64) lowm Yes No 51,2
variable (E64) | Yes No var (note 1)
PF
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ST I channel capacity (kbit/s) B-field multiplex NP Err det. | Err corr. max. C
schemes (kbit/s)
7f8 kx76,8 (U96b,E96) lom Yes No 76,8
m x 76,8 (U96b,E96) I Yes No 76,8
variable (E96) lpM Yes No var (note 1)
PF
7d4ssub k x 156,8 (U160c) IpQ Yes No 128,0
m x 156,8 (U160c) I Yes No 128,0
variable (E160) po Yes No var (note 1)
PF
7d8ssub k x 236,8 (U240c) IpQ Yes No 192,0
m x 236,8 (U240c) | Yes No 192,0
variable (E240) po Yes No var (note 1)
PF
714ssub k x 124,8 (U128c) IF,Q Yes No 102,4
(j=640) m x 124,8 (U128c) Ipg Yes No 102,4
variable (E128) | Yes No var (note 1)
PF
718ssub k x 188,8 (U192c) IpQ Yes No 153,6
(j=640) m x 188,8 (U192c) |PQ Yes No 153,6
variable (E192) | Yes No var (note 1)
PF
7l4ssub k x 131,2 (U134c) IpQ Yes No 102,4
(=672) m x 131,2 (U134c) Ipq Yes No 102,4
variable (E134) | Yes No var (note 1)
PF
718ssub k x 198,4 (U201c) IF,Q Yes No 153,6
(=672) m x 198,4 (U201c) Ipg Yes No 153,6
variable (E201) | Yes No var (note 1)
PF
7fdssub k x 60,8 (Ub4c) IF,Q Yes No 51,2
m x 60,8 (Ub4c) I Yes No 51,2
variable (E64) po Yes No var (note 1)
PF
7f8ssub k x 92,8 (U96c) IpQ Yes No 76,8
m x 92,8 (U96c) I Yes No 76,8
variable (E96) po Yes No var (note 1)
PF
7d4csub k x 153,6 (U160d) lok Yes No 128,0
m x 153,6 (U160d) I Yes No 128,0
nx0 (E160) lpK Yes No var (note 1)
PF
7d8csub k x 230,8 (U240d) lok Yes No 192,0
m x 230,8 (U240d) I Yes No 192,0
nx0 (E240) lpK Yes No var (note 1)
PF
7l4csub kx121,6 (U128d) lok Yes No 102,4
(j=640) m x 121,6 (U128d) lok Yes No 102,4
nx0 (E128) | Yes No var (note 1)
PF
718csub k x 182,4 (U192d) lok Yes No 153,6
(j=640) m x 182,4 (U192d) ok Yes No 153,6
nx0 (E192) | Yes No var (note 1)
PF
7l4csub kx128 (U1344d) lok Yes No 102,4
(=672) m x 128 (U1344d) ok Yes No 102,4
nx0 (E134) | Yes No var (note 1)
PF
718csub k x192 (U201d) Iok Yes No 153,6
(=672) m x 192 (U201d) lok Yes No 153,6
nx0 (E201) | Yes No var (note 1)
PF
7f4csub k x 60,8 (ue4d) lok Yes No 51,2
m x 60,8 (ue4d) I Yes No 51,2
nx0 (E64) lpK Yes No var (note 1)
PF
7f8csub k x91,2 (U96d) lok Yes No 76,8
m x 91,2 (U96d) I Yes No 76,8
nx0 (E96) lpK Yes No var (note 1)
PF
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ST I channel capacity (kbit/s) B-field multiplex NP Err det. | Err corr. max. C
schemes (kbit/s)
8d4 <kx128 (U160b,E160) lomR Yes |Yes, ARQ 128,0
<mx128 (U160b,E160) I Yes [Yes, ARQ 128,0
variable (E160) TMR Yes No var (note 1)
PF
8d8 <kx 192 (U240b,E240) lomr Yes |Yes, ARQ 192,0
<mx192 (U240b,E240) ok Yes |Yes, ARQ 192,0
variable (E240) | Yes No var (note 1)
PF
84 (j=640) <kx102,4 (U128b,E128) lomr Yes |Yes, ARQ 102,4
<mx102,4 (U128b,E128) lomR Yes [Yes, ARQ 102,4
variable (E128) | Yes No var (note 1)
PF
88 (j=640) <k x 153,6 (U192b,E192) lbmR Yes |[Yes, ARQ 153,6
<mx153,6 (U192b,E192) lomR Yes [Yes, ARQ 153,6
variable (E192) | Yes No var (note 1)
PF
814 (j=672) <kx102,4 (U134b,E134) loMmR Yes [Yes, ARQ 102,4
<mx102,4 (U134b,E134) lomR Yes [Yes, ARQ 102,4
variable (E134) | Yes No var (note 1)
PF
8I8 (j=672) <kx153,6 (U201b,E201) lomr Yes |Yes, ARQ 153,6
<mx153,6 (U201b,E201) lomR Yes |Yes, ARQ 153,6
variable (E201) | Yes No var (note 1)
PF
8f4 <kx51,2 (U64b,E64) lomRr Yes [Yes, ARQ 51,2
<mx51,2 (U64b,E64) lomR Yes [Yes, ARQ 51,2
variable (E64) | Yes No var (note 1)
PF
8f8 <kx76,8 (U96b,E96) lomr Yes |Yes, ARQ 76,8
<mx76,8 (U96b,E96) lomR Yes [Yes, ARQ 76,8
variable (E96) | Yes No var (note 1)
PF
8d4ssub <kx156,8 (U160c) lpor Yes |Yes, ARQ 128,0
<mx156,8 (U160c) lbor Yes [Yes, ARQ 128,0
variable (E160) IQ Yes No var (note 1)
PF
8d8ssub <k x236,8 (U240c) IPQR Yes [Yes, ARQ 192,0
<mx236,8 (U240c) lpor Yes [Yes, ARQ 192,0
variable (E240) IQ Yes No var (note 1)
PF
8l4ssub <kx124,8 (U128c) lpor Yes |[Yes, ARQ 102,4
(j=640) <mx124,8 (U128c) lbor Yes [Yes, ARQ 102,4
variable (E128) IQ Yes No var (note 1)
PF
8I8ssub <kx188,8 (U192c) IPQR Yes [Yes, ARQ 153,6
(j=640) <mx188,8 (U192c) lbor Yes |Yes, ARQ 153,6
variable (E192) IQ Yes No var (note 1)
PF
8l4ssub <kx131,2 (U134c) IPQR Yes [Yes, ARQ 102,4
(j=672) <mx131,2 (U134c) lbog Yes |Yes, ARQ 102,4
variable (E134) IQ Yes No var (note 1)
PF
818ssub <kx198,4 (U201c) IPQR Yes [Yes, ARQ 153,6
(=672) <mx198,4 (U201c) I Yes [Yes, ARQ 153,6
variable (E201) TQR Yes No var (note 1)
PF
8f4ssub <k x 60,8 (Ub4c) IPQR Yes [Yes, ARQ 51,2
<m x 60,8 (Ub4c) lbor Yes [Yes, ARQ 51,2
variable (E64) IQ Yes No var (note 1)
PF
8f8ssub <kx92,8 (U9ec) IPQR Yes [Yes, ARQ 76,8
<mx92,8 (U96c) lbor Yes [Yes, ARQ 76,8
variable (E96) IQ Yes No var (note 1)
PF
8d4csub <kx153,6 (U160d) IpkR Yes |Yes, ARQ 128,0
<mx153,6 (U1e0d) I Yes |Yes, ARQ 128,0
nxo (E160) lpKR Yes No var (note 1)
PF
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ST I channel capacity (kbit/s) B-field multiplex NP Err det. | Err corr. max. C
schemes (kbit/s)
8d8csub <kx230,8 (U240d) IpkR Yes |Yes, ARQ 192,0
<mx230,8 (U240d) I Yes [Yes, ARQ 192,0
nxo (E240) lpKR Yes No var (note 1)
PF
8lacsub <kx121,6 (U128d) lpKR Yes |Yes, ARQ 102,4
(j=640) <mx121,6 (U128d) lokR Yes [Yes, ARQ 102,4
nxo (E128) | Yes No var (note 1)
PF
8l8csub <kx182,4 (U192d) Ipkr Yes |Yes, ARQ 153,6
(j=640) <mx182,4 (U192d) lokR Yes |Yes, ARQ 153,6
nxo (E192) | Yes No var (note 1)
PF
8l4csub <kx128 (U134d) IpkR Yes |Yes, ARQ 102,4
(=672) <mx128 (U134d) lokRr Yes [Yes, ARQ 102,4
nxo0 (E134) | Yes No var (note 1)
PF
8l8csub <kx192 (U201d) Ipkr Yes |Yes, ARQ 153,6
(j=672) <mx 192 (U201d) lokR Yes [Yes, ARQ 153,6
nxo (E201) | Yes No var (note 1)
PF
8f4csub <kx60,8 (U64d) Ipkr Yes |Yes, ARQ 51,2
<mx 60,8 (ue4d) lokR Yes [Yes, ARQ 51,2
nxo (E64) | Yes No var (note 1)
PF
8f8csub <kx91,2 (U96d) Iokr Yes |Yes, ARQ 76,8
<mx91,2 (U96d) lokRr Yes [Yes, ARQ 76,8
nxo (E96) | Yes No var (note 1)
PF
9d4encoded <k x (80,0/96,0/120,0/ (U160e,E160) lox lim Yes, code 128,0
128,0/160,0)
<m x (80,0/96,0/120,0/ (U160e,E160) Ipx lim Yes, code 128,0
128,0/160,0)
variable (E160) lpop Yes No var (note 1)
9d8encoded <k x(120,0/144,0/ (U240e,E240) lox lim Yes, code 192,0
180,0/192,0)
<m x (120,0/144,0/ (U240e,E240) lox lim Yes, code 192,0
180,0/192,0)
variable (E240) lpop Yes No var (note 1)
9l4encoded <k x (64,0/76,8/96,0/ (U128e,E128) lox lim Yes, code 102,4
(7=640) 102,4/128,0)
<m x (64,0/76,8/96,0/ (U128e,E128) lox lim Yes, code 102,4
102,4/128,0)
variable (E128) lpop Yes No var (note 1)
9I8encoded <k x(96,0/115,2/ (U192e,E192) lox lim Yes, code 153,6
(7=640) 144,0/153,6)
<m x (96,0/115,2/ (U192e,E192) lox lim Yes, code 153,6
144,0/153,6)
variable (E192) lpp Yes No var (note 1)
9f4encoded <k x(32,0/38,4/48,0/ (U64e,E64) lox lim Yes, code 51,2
51,2/64,0)
<m x (32,0/38,4/48,0/ (Ubde,E64) lox lim Yes, code 51,2
51,2/64,0)
variable (E64) lpop Yes No var (note 1)
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ST I channel capacity (kbit/s) B-field multiplex NP Err det. | Err corr. max. C
schemes (kbit/s)
9f8encoded <k x (48,0/57,6/ (U96e,E96) lox lim Yes, code 76,8
72,0/76,8)
<m x (48,0/57,6/ (U96e,E96) lox lim Yes, code 76,8
72,0/76,8)
variable (E96) lop Yes No var (note 1)
ST: Service Type:

xdy = type x double slot, y levels modulation;
xly = type x long slot (j=640 or j=672), y levels modulation;
xfy = type x full slot, y levels modulation;
f = 0 for 2-level modulation in A-field;
f = 64 for 4-level modulation in A field;
f = 128 for 8-level modulation in A field;
ssub = single subfield protected B-field format.
Encoded = Encoded protected B-field format; the | channel capacity varies in function of the adaptive code
rater.
NP: Iy channel or I, channel.

err.det.: error detection capability.
err.corr.: error correction possibility.
max.Cr:  maximum C channel throughput.

k: the actual number of simplex bearers in the forward direction.

m: the actual number of simplex data bearers in the reverse direction.

n: the actual number of simplex special bearers in the reverse direction.
lim: limited error detection capability. See note 13.

NOTE 1: Capacity depends of the bandwidth of the I channel. Each subfield used by the I channel reduces the
C capacity by 6,4 kbit/s. The compulsory G or MAC control message reduces the capacity by additional

6,4 kbit/s. Also, it is expected that the "MAC-Mod2-ACKs" message is normally sent on this bearer, further
reducing the C capacity by 6,4 kbit/s.

NOTE 2: Refer to clause 6.2.2.2 for details of B-field multiplex schemes.
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Table 5.6: Asymmetric services (16-level and 64-level modulation)

ST I channel capacity (kbit/s) | B-field multiplex NP Err det. | Err corr. max. Cp
schemes (kbit/s)
9d16encoded <k x (128,0/160,0/ (U320e,E320) Ipx lim Yes, code 256,0
192,0/240,0/256,0)
<m x (128,0/160,0/ (U320e,E320) Ipx lim Yes, code 256,0
192,0/240,0/256,0)
variable (E320) lop Yes No var (note 1)
9d64encoded <k x (160,0/192,0/240,0/ (U480e,E480) Ipx lim Yes, code 384,0
288,0/360,0/384,0)
<m x (160,0/192,0/240,0/ (U480e,E480) Ipx lim Yes, code 384,0
288,0/360,0/384,0)
variable (E480) lop Yes No var (note 1)
9l16encoded <k x(102,4/128,0/ (U256e,E256) Ipx lim |Yes, code 204,8
(j=640) 153,6/192,0/204,8)
<m x (102,4/128,0/ (U256e,E256) Ipx lim Yes, code 204.8
153,6/192,0/204,8)
variable (E256) lop Yes No var (note 1)
9l64encoded <k x(128,0/163,6/192,0/ (U384e,E384) Ipx lim Yes, code 307,2
(j=640) 230,4/288,0/307,2)
<m x (128,0/163,6/192,0/ (U384e,E384) Ipx lim Yes, code 307,2
230,4/288,0/307,2)
variable (E384) lop Yes No var (note 1)
9f16encoded <k x (51,2/64,0/ (U128e,E128) Ipx lim Yes, code 102,4
76,8/96,0/102,4)
<m x (51,2/64,0/ (U128e,E128) Ipx lim Yes, code 102,4
76,8/96,0/102,4)
variable (E128) lop Yes No var (note 1)
9f64encoded <k x (64,0/76,8/96,0/ (U192e,E192) Ipx lim |Yes, code 153,6
115,2/144,0/153,6)
<m x (64,0/76,8/96,0/ (U192e,E192) Ipx lim Yes, code 153,6
115,2/144,0/153,6)
variable (E192) lop Yes No var (note 1)
ST: Service Type:
xdy = type x double slot, y levels modulation;
xly = type x long slot (j=640 or j=672), y levels modulation;
xfy = type x full slot, y levels modulation;
f = 0 for 2-level modulation in A-field;
f = 64 for 4-level modulation in A field;
f = 128 for 8-level modulation in A field.
Encoded = Encoded protected B-field format; the | channel capacity varies in function of the adaptive code
rater.
NP: Iy channel or I, channel.
err.det.: error detection capability.
err.corr.; error correction possibility.
max.Cp:  maximum C channel throughput.
k: the actual number of simplex bearers in the forward direction.
m: the actual number of simplex data bearers in the reverse direction.
n: the actual number of simplex special bearers in the reverse direction.
lim: limited error detection capability. See note 13.
NOTE 1: Capacity depends of the bandwidth of the I channel. Each subfield used by the I channel reduces the
C capacity by 6,4 kbit/s. The compulsory G or MAC control message reduces the capacity by additional
6,4 kbit/s. Also, it is expected that the "MAC-Mod2-ACKs" message is normally sent on this bearer, further
reducing the C capacity by 6,4 kbit/s.
NOTE 2: Refer to clause 6.2.2.2 for details of B-field multiplex schemes.
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5.7 Broadcast and connectionless services
5.7.0 General

Most of the broadcast and connectionless services shall be continuous in the downlink direction, i.e. from FT to PT, and
non-existent or non-continuous in the uplink direction.

To provide the continuous downlink services a CSF may install one or two bearers which either supports only the
broadcast service, i.e. dummy bearers, or which supports the broadcast and the connectionl ess services,
i.e. connectionless bearers.

If two bearers are installed both bearers shall support the same services. The maximum of two bearers for one CSF is
only allowed when:

a)  no traffic bearer with downlink transmissions exists at the CSF; and
b) the FP has multiple RFPs with different FMIDs (see clause 11.7), and provides inter-cell handover capability.

If a CSF uses two bearers for this service, the CSF shall stop transmissions on one of these bearers, (i.e. release the
bearer), within 4 multiframes after establishment of the first traffic bearer with downlink transmissions.

The only exception to the above rule applies when the CSF decides to change the physical channel(s) for one of these
particular bearers. In this case the CSF may maintain one additional bearer to provide the continuous downlink services
for aduration of up to 4 multiframes. At most one bearer for this continuous downlink service may change the physical
channel(s) at the time. The number of physical channel changes for this exception shall not exceed 5 changes per any
one minute interval.

If aDBC or CBC is selected for the continuous downlink service this bearer shall normally transmit once per framein
downlink direction. The only allowed exception applies for quality control purposes of the chosen physical channel,
e.g. RSSI measurements. A DBC or CBC may miss at most one downlink transmission in any one second interval,
provided that:

a) CMC servicesare not affected (CBC only);
b) the BMC paging service (see clause 9.1.3) is not affected.
It isfurther not allowed to miss transmissionsin frames 0,8 and 14 of a multiframe (see clause 6.2.2.1.1).

NOTE: If no CMC serviceis provided, the broadcast service may be offered by atraffic bearer of an ongoing
connection. The exception of missing one frame's transmission does not apply for the TBC controlling
this traffic bearer.

PT attempts to setup atraffic bearer using the same physical channel(s) as used for a connectionless downlink service
shall be ignored by the CSF. With the system capabilities message the FT tellsthe PT whether or not a bearer setup
attempt on dummy bearer(s) is allowed. If setup is prohibited a CSF shall ignore attempts to setup a bearer using the
same physical channel as a dummy bearer.

57.1 The broadcast services
57.1.0 General

Two broadcast services are defined, a continuous and a non-continuous broadcast service.

5.71.1 The continuous broadcast service
The continuous broadcast service isasimplex service in the direction FT to PT, and is controlled by the BMC.

This service allows PTsto lock onto an FT and to acquire access rights and service related information (see
clause 5.2.2). The service is available on al bearers with continuous transmissionsin direction FT to PT. Thiscan be a
dummy bearer, atraffic bearer or a connectionless bearer.

Each RFP of an FP shall maintain at least one bearer with continuous broadcast transmissions. If an RFP maintains
neither atraffic bearer nor a connectionless bearer with continuous transmissions the RFP shall install at least one
dummy bearer to provide the broadcast service. Dummy bearers exist only in the downlink direction, i.e. FT to PT.
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Data of the continuous broadcast service are always transmitted in the A-field (see clause 6.2.1). The functionality of
the service is determined by the rules to distribute data from all broadcast channelsinto the A-field of consecutive
frames within one multiframe (see clause 6.2.2).

57.1.2 The non-continuous broadcast service

The non-continuous broadcast service allows the PTs to obtain extended system information on request. This serviceis
controlled by the BMC and works on atransient duplex bearer. The service needs a limited number of transmissionsin
both directions.

The request and the reply data are transmitted either in the A-field or in the B-field (see clause 6.2.1). The
non-continuous broadcast service uses a unique A-field coding for the first transmission in either direction (see
clause 7.2.5.6). Thisisin order to distinguish transmissions of this service from transmissions of other connectionless
services.

5.7.2 The connectionless services
57.2.0 General

The connectionless services alow multicast transmission of higher layer C-plane and U-plane datafrom an FT to PTs,
and point-to-point transmission of higher layer C-plane data from a PT to one FT. These services are controlled by the
CMC. The FT to PTs connectionless service may be continuous (i.e. one transmission in every frame). In the direction
PT to FT, transmission is limited to a maximum of two slots in two successive frames.

57.2.1 Connectionless downlink services

The connectionless downlink service offers a continuous simplex service to the DLC. Only one CMC downlink service,
understood as a MAC entity, may exist within each cluster. However the CMC service may provide several logic
channels and, for some of them, multiple separated instances of the channel.

The CMC downlink service may offer inside each cluster:

e  oneinstance of the CL g channel,
e oneinstance of the CL channel,
e  oneor several instances of the Sl channel;
e oneor several instances of the Sl channel.

Connectionless bearers used for a downlink service are marked by a special header codein TA and BA fields and may
also be announced by using the BMC service. See clause 5.7.2.1.1 for allowed TA and BA bits coding.

When there are several instances of the Sl or Sl services, the use of a BMC service for announcement is mandatory.
The BMC service will bein charge of identifying the instance for proper routing towards the DLC.

A connectionless downlink service shall use CBCs controlling a duplex bearer or, if the CMC does not provide an
uplink service, CBCs controlling asimplex bearer. If two CBCs areinstalled at a CSF to provide the connectionless
downlink service all data of this service shall be duplicated on both CBCs.

NOTE 1: The number of allowed CBCs per CSF for connectionless downlink servicesisrestricted (see clause 5.7).
NOTE 2: Connectionless downlink and uplink services are independent.

NOTE 3: A connectionless uplink service may choose another bearer than the duplex bearer which is used for the
downlink service.

Seven combinations of continuous connectionless simplex services exist. They are distinguished by the logical channels
supported:

a)  only CLgchannel;

b) ClLgand CLg channels,
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c) ClLgand Sy channels,
d) CLgand SIpchannels;
€) only CLg channels,

f)  only Sl channels;

g) only Sl channels.

Combination a) shall always use a short simplex bearer for the downlink. The combinations b), ¢), d), €), f) and g) usea
long simplex bearer.

NOTE 4: Long simplex bearer means a bearer that contains both the A-field and the B-field. It may be either full
dot, long slot or double slot.

57.2.1.1 Coding of TA and BA bits in connectionless downlink services
5.7.2.1.1.0 General

When a dummy or other connectionless bearer carries a connectionless downlink service, the TA and BA bits shall be
coded as follows.

572111 TA bits

TA bits codes'000'B and '001'B (see clause 7.1.2) shall be used if the bearer carries CL g traffic [services &), b), ¢), d)
and e) of clause 5.7.2.1]. Otherwise they shall be coded to reflect the content of the A-field.

5.7.2.11.2 BA bits

If the bearer carries Sl or Slp traffic (services c), d), f) and g) of clause 5.7.2.1) the BA bits shall be coded
respectively'000'B and '001'B.

If the bearer carries CL - traffic (services b) and €) of clause 5.7.2.1), the BA bits shall be coded '100'B.

If the bearer does not carry any connectionless traffic in B-field, and there is no other content for B-field, the BA bits
shall be coded '111'B.

If the bearer does not carry any connectionless traffic in B-field, but it carries other content, BA bits shall be coded
according to the other content.

EXAMPLE: When a dummy bearer carries ULE dummy bearer content in B-field (see clause 9.5) the BA bits
are coded '110'B.

5.7.2.2 Connectionless uplink services

This service uses a CBC controlled bearer. Provided that the CBC controls both, the connectionless downlink and
uplink service, this bearer is a duplex bearer. Otherwise the CBC controls a simplex bearer. The connectionless uplink
service consists of one or two transmissions from the PT to the FT.

The following simplex services are offered to the DLC:

@  CLgchannel only, one CL g segment;

b)  CLg channel only; and

¢) no SDU (only PMID passed to the FT'sDLC).
Services @) and ¢) may use either a short simplex bearer or along simplex bearer for the uplink. Service b) always uses
along simplex bearer for the uplink. All services may work together with either a short simplex bearer or along

simplex bearer for the downlink.

The PT uses A-field messages to address the RFP and to identify itself.
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5.8 ULE Broadcast services
5.8.0 General

The basic features of this service are covered by clause 5.7, except that the bearers that are used to provide this service
are ULE dummy bearers which incorporate standard dummy bearers into their composition. i.e. this service is not
provided by any other type of bearer.

Thereisonly asingle broadcast service defined, a continuous broadcast service.

58.1 The continuous ULE broadcast service

The continuous ULE broadcast serviceisasimplex servicein the direction FT to PT, and is controlled by the BMC.
This service allows PTsto lock onto an FT (to which it has already gained access rights during earlier communication),
in asingle reception. The service is only available on ULE dummy bearers.

Each RFP of a ULE enabled FP shall maintain at least one ULE dummy bearer with continuous broadcast
transmissions. ULE dummy bearers exist only in the downlink direction, i.e. FT to PT.

Data of the ULE continuous broadcast service are always transmitted in the B-field (see clause 6.2.1). The functionality
of the serviceis such that all the necessary information to allow a ULE PT to lock to the FT is provided in asingle
transmission.

6 Multiplexing
6.0 General

To alocate DECT D channel capacity to carry datafrom al logical channels defined in clause 5.3, several controllers,
multiplex algorithms and mapping schemes are used. Figures 6.1 to 6.4 show the four possible MAC layer multiplexing
structures, corresponding to the four bearer arrangements.

6.1 CCF multiplexing functions

The MBC establishes and maintains a connection and controls the data flow of the | and C channels. For these purposes
the MBC uses MAC control.

In the transmission direction the MBC distributes the data received through the MC SAP to al the TBCsin one
connection. Thisincludes the routing of C channel datato one TBC or duplication of this data to more than one TBC
and the careful management of data from all channels to two TBCs during seamless bearer handover.

In the receiving direction the MBC collects datafrom all TBCs. For C channel data the receiving traffic controller
removes duplicate data and performs re-sequencing.

For | channel servicesthe MBC is either responsible for resequencing the data or it applies a retransmission scheme to
correct transmission errors (see clause 10.8).

Each MBC may contain a key stream generator. This element produces a cipher stream to encrypt or decrypt al |, G¢
and C channel data.

The BMC manages and distributes N, Q and Bg channel data, and for ULE enabled systems Ng, Q. and By, channel
data.

6.2 CSF multiplexing functions
6.2.0 General

Every TBC or CBC or DBC multiplexes data received from BMC, from CMC and from MBC onto D-fields for
delivery to the physical layer. The following functions are defined:

. MAC control: MAC control is needed to setup, maintain and release bearers, and to enable/disable
encryption.
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Bit MAPpings (MAP): MAPs are spatial multiplexers, that combine two or more fieldsinto asingle (larger)
field. Three MAPs are defined:
- A-MAP;
- B-MAP; and
- D-MAP.

Time M UItipleXers (MUX): MUXs are used to switch between alternative fields on a frame-by-frame basis.
They operate synchronously to the applied frame and multiframe timing. Three MUXs are defined:

- C-MUX;
- T-MUX; and
- E/U MUX.

Scrambler: scrambling is used to modify specific data fields every frame according to a standard (predefined)
pattern (see clause 6.2.4).

Encryption: encryption is used to modify specific data fields according to a secret pattern denoted KSG in
figure 6.1 (see clause 6.2.3). The use of encryption is optional.

Error control (CRC): the error control modules generate extra error control bits (redundancy bits) according
to standard cyclic generation algorithms (see clause 6.2.5).

Broadcast control: thisisused to merge MAC information with higher layer information as part of the BMC
service.
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6.2.1 Bit Mappings (MAP)

6.2.1.0 General
The mapping from the different fields within atimeslot is shown in figure 6.5.
D-field
S-field Z-field
A-field B-field X-field

Figure 6.5: Field Mapping within the timeslot

Several modulation levels are defined for the S-, A-, B-, X- and Z-field in ETSI EN 300 175-2 [2]. The main
combinations of modulation schemes are shown in table 6.1.

Table 6.1: Main combinations of modulation schemes

Configuration S-field A-field B+X+Z-field when E/U | B+X+Z-field when E/U
mux is in U mode mux is in E or E+U
modes (see note)

la GFSK GFSK GFSK GFSK

1b 1t/2-DBPSK 1t/2-DBPSK 1t/2-DBPSK 1t/2-DBPSK

2 1t/2-DBPSK 1t/2-DBPSK 1t/4-DQPSK 1/4-DQPSK

2b 1/2-DBPSK 1t/2-DBPSK 1/4-DQPSK 1t/2-DBPSK

3 1t/2-DBPSK 1/2-DBPSK 1/8-D8PSK 1/8-D8PSK

3b 1/2-DBPSK 1/2-DBPSK 11/8-D8PSK /4-DQPSK

4a 1/2-DBPSK 1/4-DQPSK /4-DQPSK /4-DQPSK

4b 1t/2-DBPSK 1t/8-D8PSK 1t/8-D8PSK 1t/8-D8PSK

5 7/2-DBPSK 7/2-DBPSK 16-QAM 16-QAM

6 7/2-DBPSK 7/2-DBPSK 64-QAM 64-QAM

NOTE: See clauses 6.2.2.2 and 6.2.2.3.

All of the mappings follow fixed schemes:

e  The A-field mapping (A-MAP) builds the A-field with the header and tail bits. The mapping rules are
described in clause 6.2.1.2.

e  The B-field mapping (B-MAP) builds the B-field. The mapping rules are described in clause 6.2.1.3.
. The X-field is generated as described in clause 6.2.5.4.

. The D-field mapping (D-MAP) formsthe DECT D-field data burst with the A-, B- and X-fields. The mapping
rules are described in clause 6.2.1.1.

6.2.1.1 D-field mapping (D-MAP)

6.2.1.1.0 General
All D-fields except DOO are divided into three fields:

. the A-field;
. the B-field;
o the X-field.

These fields vary in size between double slot, full slot and half slot and the various modulation levels.

A D-field is associated to each physical packet and to each modulation configuration as shown in table 6.2.
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Table 6.2: Main combinations of D-fields

Double slot Full slot mode Half and long slot mode
mode
P80 P32 | P00 P00j (j=80) [ P0Oj (j=640) [ P0OQj (j=672)
Configuration D-field name
la D80a D32a D00a D08a D64a D67a
1b D80b D32b DO00b DO08b D64b D67b
2 D160 D64 D00 D16 D128 D134
2b (see note) | D160/D80b D64/D32b D00 D16/D08b D128/D64b | D134/D67b
3 D240 D96 D00 D24 D192 D201
3b (see note) D240/D160 D96D64 D00 D24/D16 D192/D128 D201/D134
4a D160a D64a D00a D16a D128a D134a
4b D240b D96b D00b D24b D192b D201b
5 D320 D128 D00 D32 D256 D268
6 D480 D192 D00 D48 D384 D403
NOTE: In this configuration the first D-field mapping is used when the E/U mux is in U-type mode and the
second D-field mapping is used when the E/U mux is in E or E+U type modes.

6.2.1.1.1

D-field mapping for the double slot structure (physical packet P80)

The D-field mapping of the physical packet P80 is shown in figure 6.6. The A-field contains 64 symbols numbered
from agj to agg,, the B-field contains 800 symbols numbered from bg, to b9 and the X-field contains 4 symbols

numbered from X, to Xg3. The symbol ag, occurs earlier than the symbol ag; .

d_so d_S867
D-field (868 symbols)
A-field ' X-field
(64 symbols) B-field (800 symbols) (4 symbols)
a_Sso a_S63 |b_So b_S799 |x_SO x_S3
Figure 6.6: A-field, B-field and X-field in the D-field
A D-field name is associated to each modulation configuration as shown in table 6.3.
Table 6.3: D-field mapping for the physical packet P80
Double slot P80
Configuration D-field name D-field A-field B-field X-field
(bits) (bits) (bits) (bits)
la D80a 868 64 800 4
1b D80b 868 64 800 4
2 D160 1672 64 1600 8
2b (see note) D160/D80b 1 672/868 64 1 600/800 8/4
3 D240 2476 64 2400 12
3b (see note) D240/D160 2 476/1 672 64 2 400/1 600 12/8
4a D160a 1736 128 1600 8
4b D240b 2 604 192 2 400 12
5 D320 3280 64 3200 16
6 D480 4 888 64 4 800 24
NOTE: In this configuration the first D-field mapping is used when the E/U mux is in U-type mode and the
second D-field mapping is used when the E/U mux is in E or E+U type modes.
6.2.1.1.2 D-field mapping for the full slot structure (physical packet P32)

The D-field mapping of the physical packet P32 is shown in figure 6.7. The A-field contains 64 symbols numbered
from agj to agg,, the B-field contains 320 symbols numbered from bg, to bgs,9 and the X-field contains 4 symbols

numbered from X, to Xg3. The symbol ag, occurs earlier than the symbol ag; .
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d_so d_S387
D-field (388 symbols)
A-field ' X-field
(64 symbols) B-field (320 symbols) (4 symbols)
a_so a_S63 |b_So b_S319 x_SO x_S3
Figure 6.7: A-field, B-field and X-field in the D-field
A D-field name is associated to each modulation configuration as shown in table 6.4.
Table 6.4: D-field mapping for the physical packet P32
Full slot P32
Configuration D-field name D-field A-field B-field X-field
(bits) (bits) (bits) (bits)

la D32a 388 64 320 4
1b D32b 388 64 320 4
2 D64 712 64 640 8
2b D64/D32b 712/388 64 640/320 8/4
3 D96 1036 64 960 12
3b D96/D64 1036/712 64 960/640 12/8
4a D64a 776 128 640 8
4b D96b 1164 192 960 12
5 D128 1360 64 1280 16
6 D192 2008 64 1920 24

NOTE: In this configuration the first D-field mapping is used when the E/U mux is in U-type mode and the

second D-field mapping is used when the E/U mux is in E or E+U type modes.
6.2.1.1.3 D-field mapping for the short slot structure (physical packet POO)

The D-field for short ot operation only contains the A-field. The D-field mapping of the physical packet POO is shown
infigure 6.8. The A-field contains 64 symbols numbered from agj to agg5. The symbol ag, occurs earlier than the

symbol ag;.

d_so d_S63

A-field
(64 symbols)

a_So a_S63

Figure 6.8: A-field in the D-field

A D-field name is associated to each modulation configuration as shown in table 6.5.

Table 6.5: D-field mapping for the physical packet P00

Short slot P00
Configuration D-field name D-field A-field B-field X-field
(bits) (bits) (bits) (bits)
la D00a 64 64 - -
1b D0O0b 64 64 - -

2 D00 64 64 - -
2b D00 64 64 - -

3 D00 64 64 - -
3b D00 64 64 - -
4a D00a 128 128 - -
4b D00b 192 192 - -

5 D00 64 64 - -

6 D00 64 64 - -
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6.2.1.1.4 D-field mapping for the variable slot structure (physical packet P0Oj)

The D-field mapping of the physical packet POQj is shown in figure 6.9. The A-field contains 64 symbols numbered
from ag; t0 agg3, the B-field contains j symbols numbered from by, to b ; and the X-field contains 4 symbols

numbered from X, to Xg3. The symbol ag, occurs earlier than the symbol ag; .

With j = 80 the guard space is the same for half dots as for full slots (see ETSI EN 300 175-2 [2]). The ability to set |
provides flexibility for future low rate speech codec applications.

d_So d_S67 +j
D-field (68 + j symbols)
A-field N X-field
(64 symbols) B-field (j symbols) (4 symbols)
a_So a_S63 |b_SO b_S(-1) |x SO  x_S3
Figure 6.9: A-field, B-field and X-field in the D-field
D-field name is associated to each modulation configuration as shown in table 6.6.
Table 6.6: D-field mapping for the physical packet POQj
Half slot POOj (j=80)
Configuration D-field name D-field A-field B-field X-field
(bits) (bits) (bits) (bits)
la D08a 148 64 80 4
1b D08b 148 64 80 4
2 D16 232 64 160 8
2b (see note) D16/D08b 232/148 64 160/80 8/4
3 D24 316 64 240 12
3b (see note) D24/D16 316/232 64 240/160 12/8
4a Dl6a 296 128 160 8
4b D24b 444 192 240 12
5 D32 400 64 320 16
6 D48 568 64 480 24

NOTE:

second D-field mapping is used when the E/U mux is in E or E+U type modes.

In this configuration the first D-field mapping is used when the E/U mux is in U-type mode and the

Long slot P0Oj (j=640)

Configuration D-field name D-field A-field B-field X-field
(bits) (bits) (bits) (bits)
la D64a 708 64 640 4
1b D64b 708 64 640 4
2 D128 1352 64 1280 8
2b (see note) D128/D64b 1 352/708 64 1 280/640 8/4
3 D192 1996 64 1920 12
3b (see note) D192 1996/1 352 64 1 920/1 280 12/4
4a D128a 1416 128 1280 8
4b D192b 2124 192 1920 12
5 D256 2 640 64 2 560 16
6 D384 3928 64 3840 24

NOTE:

second D-field mapping is used when the E/U mux is in E or E+U type modes.

In this configuration the first D-field mapping is used when the E/U mux is in U-type mode and the
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Long slot P0Oj (j=672)
Configuration D-field name D-field A-field B-field X-field
(bits) (bits) (bits) (bits)
la D67a 740 64 672 4
1b D67b 740 64 672 4
2 D134 1416 64 1344 8
2b (see note) D134/D67b 1416/740 64 1 344/672 8/4
3 D201 2092 64 2016 12
3b (see note) D201/D134 2 092/1 416 64 2016/1 344 12/8
4a D134a 1480 128 1344 8
4b D201b 2220 192 2016 12
5 D268 2768 64 2 688 16
6 D403 4120 64 4032 24
NOTE: In this configuration the first D-field mapping is used when the E/U mux is in U-type mode and the
second D-field mapping is used when the E/U mux is in E or E+U type modes.
6.2.1.2 A-field Mapping (A-MAP)

The division of the A-field into Header (H), Tail (T), and Redundancy (RA) bits, is shown in figure 6.10.

A-field

T

Ra

8 bits

Ag

Ay 16 bits

Figure 6.10: A-field mapping

A D-field name is associated to each modulation configuration as shown in table 6.7.

The header, H, islocated in bits a, to a; and contains the 8 bit MAC layer permanent control datafield.

Table 6.7: A-field mapping

Configuration D-field name A-field
(bits)
la D00Oa 64
1b D00b 64
2 D00 64
2b D00 64
3 D00 64
3b D00 64
4a D00a 128
4b D00b 192
5 D00 64
6 D00 64

Thetail T, variesin function of the modulation level.

The remaining 16 bits are redundancy bits, Ry, to provide error control on all the A-field data. See clause 6.2.5.2 for the

calculation of the value of these bits.

NOTE:

The format and content of the 4a and 4b types A-field for the bits succeeding the currently standardized H

and T fields of the A-field (see figure 6.10) is not specified at the moment and left for further
standardization.

By definition the header field always contains the MAC control information.

The tail carries data from several logical channels, using the T-MUX algorithm defined in clause 6.2.2.1.
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6.2.1.3 B-field Mapping (B-MAP)
6.2.1.3.0 General

For the B-field four mappings exist, an unprotected format, an encoded protected format, a protected format with
multiple subfields and a protected format with one subfield.

6.2.1.3.1 Unprotected format
6.2.1.3.1.0 General

The B-field mapping is shown in figure 6.11. The bits of the B-field are numbered from b, to b, where b occurs earlier
than b;.

B-field
by b

X
Figure 6.11: B-field structure of the Unprotected format

6.2.1.3.1.1 B-field mapping for the double slot structure (physical packet P80)
A D-field name is associated to each modulation configuration as shown in table 6.8.

Table 6.8: B-field mapping for the physical packet P80

Double slot P80

Configuration D-field name B-field
(bits)

la D80a 800

1b D80b 800
2 D160 1 600
2b D160 1600
3 D240 2 400
3b D240 2 400
4a D160a 1600
4b D240b 2 400
5 D320 3200
6 D480 4 800

NOTE: Inunprotected format, thereis no need to consider differences when configuration 2b and 3b are used
because when the E/U mux switchesto E mode, the format is always the multi-subfield (as
clause 6.2.1.3.3). This note also appliesto tables 6.19 and 6.10.

6.2.1.3.1.2 B-field mapping for the full slot structure (physical packet P32)
A D-field nameis associated to each modulation configuration as shown in table 6.9.

Table 6.9: B-field mapping for the physical packet P32

Full slot P32
Configuration D-field name B-field
(bits)
la D32a 320
1b D32b 320
2 D64 640
2b D64 640
3 D96 960
3b D96 960
4a D64a 640
4b D96b 960
5 D128 1280
6 D192 1920
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B-field mapping for the half and long slot structure (physical packet P0OQj)

A D-field nameis associated to each modulation configuration as shown in table 6.10.

6.2.1.3.2

Table 6.10: B-field mapping for the physical packet P0OOj

Half slot P0Oj (j=80)

Configuration D-field name B-field
(bits)
la D08a 80
1b D08b 80
2 D16 160
2b D16 160
3 D24 240
3b D24 240
4a D16a 160
4b D24b 240
5 D32 320
6 D48 480
Long slot P0O0j (j=640
Configuration D-field name B-field
(bits)
la D64a 640
1b D64b 640
2 D128 1280
2b D128 1280
3 D192 1920
3b D192 1920
4a D128a 1280
4b D192b 1920
5 D256 2 560
6 D384 3840
Long slot P0O0j (j=672
Configuration D-field name B-field
(bits)
la D67a 672
1b D67b 672
2 D134 1344
2b D134 1344
3 D201 2016
3b D201 2016
4a D134a 1344
4b D201b 2016
5 D268 2 688
6 D403 4032

Encoded protected format

The I, information can be protected by using channel coding followed with interleaving as described in annex I.

The channel coding followed with interleaving applies the same B-field mapping as the Unprotected format. Tables 6.8
t0 6.10 define the number of B-field bits after the encoding process.

The encoding process differentiates between useful bits and parity bits. The data rates of useful bits are defined in

annex |.
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The multisubfield protected format divides the B-field into subfields of 80 bit length. The subfields are numbered B to
By where B occurs earlier than B,. The bits of each subfield are numbered from by, to b, where b occurs earlier than

bl.

All 80 bit subfields consist of a 64 bit data block followed by 16 CRC bits (RBj-fields). In al multisubfield protected
formats the 80 bit subfield B is placed in the same relative position to the synchroni zation word.

The B-field mapping is shown in figure 6.12. The bits of the B-field are numbered from b, to b, where b occurs earlier

than b;.

by by
B-field
By B, B(X_l) B, Padding (note)
data | RA |data | RA data | RA |data | RA
64 |16 | 64 16 64 |16 | 64 16
bits | bits | bits | bits bits | bits | bits | bits

Figure 6.12: B-field structure of the Multisubfield protected format

NOTE: Padding bits are necessary for long slot with j=672. In all other cases there will be no padding bits.

Padding = 32 bits for long dot (j=672) with 2-level modulation.

Padding = 64 bits for long ot (j=672) with 4-level modulation.

Padding = 96 bits for long dot (j=672) with 8-level modulation.

Padding = 128 bits for long slot (j=672) with 16-level modulation.

Padding = 192 bits for long slot (j=672) with 64-level modulation.

The padding field (numbered from p, to p, where p, occurs earlier than p,) shall be filled as follows.

Po

pX:bX

Padding-field

00001111 00001111

00001111

Figure 6.12a: Padding field (only for long slot j=672)

ETSI



73 ETSI EN 300 175-3 V2.6.1 (2015-07)

6.2.1.3.3.1 B-field mapping for the double slot structure (physical packet P80)
A D-field nameis associated to each modulation configuration as shown in table 6.11.

Table 6.11: B-field mapping for the physical packet P80

Double slot P80
Configuration D-field name B-field number of
(bits) B-subfields
la D80a 800 10
1b D80b 800 10
2 D160 1600 20
2b (see note) D160/D80b 1 600/800 20/10
3 D240 2 400 30
3b (see note) D240/D160 2 400/1600 30/20
da D160a 1600 20
4b D240b 2 400 30
5 D320 3200 40
6 D480 4800 60
NOTE: In configurations 2b and 3b, the first D-field mapping is used when the
E/U mux is in U-type mode and the second D-field mapping is used
when the E/U mux switches to E or E+U type modes.

6.2.1.3.3.2 B-field mapping for the full slot structure (physical packet P32)
A D-field nameis associated to each modulation configuration as shown in table 6.12.

Table 6.12: B-field mapping for the physical packet P32

Full slot P32
Configuration D-field name B-field number of
(bits) B-subfields
la D32a 320 4
1b D32b 320 4
2 D64 640 8
2b (see note) D64/D32b 640/320 8/4
3 D96 960 12
3b (see note) D96/D64 960/640 12/8
da D64a 640 8
4b D96b 960 12
5 D128 1280 16
6 D192 1920 24
NOTE: In configurations 2b and 3b, the first D-field mapping is used when the
E/U mux is in U-type mode and the second D-field mapping is used
when the E/U mux switches to E or E+U type modes.
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A D-field name is associated to each modulation configuration as shown in table 6.13.

Table 6.13: B-field mapping for the physical packet P0OOj

Half slot P0Oj (j=80)

Configuration D-field name B-field number of
(bits) B-subfields
la D08a 80 1
1b D08b 80 1
2 D16 160 2
2b (see note) D16/D08b 160/80 2/1
3 D24 240 3
3b (see note) D24/D16 240/160 3/3
4a D16a 160 2
4b D24b 240 3
5 D32 320 4
6 D48 480 6

NOTE:

In configurations 2b and 3b, the first D-field mapping is used when the

E/U mux is in U-type mode and the second D-field mapping is used

when the E/U mux switches to E or E+U type modes.

Long slot POOQj (j=640)

Configuration D-field name B-field number of
(bits) B-subfields
la D64a 640 8
1b D64b 640 8
2 D128 1280 16
2b (see note) D128/D64b 1 280/649 16/8
3 D192 1920 24
3b (see note) D192/D128 1 920/1 280 24/16
4a D128a 1280 16
4b D192b 1920 24
5 D256 2560 32
6 D384 3 840 48

NOTE:

In configurations 2b and 3b, the first D-field mapping is used when the

E/U mux is in U-type mode and the second D-field mapping is used

when the E/U mux switches to E or E+U type modes.

Half slot P00j (j=672)

Configuration D-field name B-field number of
(bits) B-subfields
la D67a 672 8
1b D67b 672 8
2 D134 1344 16
2b (see note) D134/D67b 1 344/672 16/8
3 D201 2016 24
3b (see note) D201/D134 2 016/1 344 24/16
da D134a 1344 16
4b D201b 2 016 24
5 D268 2 688 32
6 D403 4032 48

NOTE:

In configurations 2b and 3b, the first D-field mapping is used when the

E/U mux is in U-type mode and the second D-field mapping is used

when the E/U mux switches to E or E+U type modes.
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6.2.1.3.4 Singlesubfield protected format switches

6.2.1.3.4.0 General

The B-field mapping is shown in figure 6.13. The bits of the B-field are numbered from b, to b, where b occurs earlier
than b,. The singlesubfield protected format uses the B-field for one subfield numbered B,. This single subfield consists

of one data block of various length depending on the modulation type and slot format used. This single subfield is
protected by one CRC field RBO.

by b

B-field
data RBO

Figure 6.13: B-field structure of the Singlesubfield protected format

6.2.1.34.1 B-field mapping for the double slot structure (physical packet P80)
A D-field nameis associated to each modulation configuration as shown in table 6.14.

Table 6.14: B-field mapping for the physical packet P80

Double slot P80

Configuration D-field name data RBO

(bits) (bits)
la D80a 768 32
1b D80b 768 32
2 D160 1568 32
2b D160 1568 32
3 D240 2 368 32
3b D240 2 368 32
4a D160a 1568 32
4b D240b 2 368 32
5 D320 3168 32
6 D480 4768 32

NOTE: Inconfiguration 2b and 3b, when the E/U mux switchesto E or E+U type modes, the format changesto
multisubfield format, second D-field mapping, with the parameters shown in table 6.11.

6.2.1.3.4.2 B-field mapping for the full slot structure (physical packet P32)

A D-field name is associated to each modulation configuration as shown in table 6.15.

Table 6.15: B-field mapping for the physical packet P32

Full slot P32
Configuration D-field name data RBO
(bits) (bits)
la D32a 304 16
1b D32b 304 16
2 D64 608 32
2b D64 608 32
3 D96 928 32
3b D96 928 32
da D64a 608 32
4b D96b 928 32
5 D128 1248 32
6 D192 1888 32

NOTE: In configuration 2b and 3b, when the E/U mux switches to E or E+U type modes, the format changes to

multisubfield format, second D-field mapping, with the parameters shown in table 6.12.
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6.2.1.3.4.3 B-field mapping for the half and long slot structure (physical packet P0OQj)
The singlesubfield protected format shall not be allowed with j=80.
A D-field name is associated to each modulation configuration as shown in table 6.16.

Table 6.16: B-field mapping for the physical packet POOj

Long slot POOQj (j=640)

Configuration D-field name data RBO

(bits) (bits)
la D64a 608 32
1b D64b 608 32
2 D128 1248 32
2b D128 1248 32
3 D192 1888 32
3b D192 1888 32
da D128a 1248 32
4b D192b 1888 32
5 D256 2528 32
6 D384 3 808 32

Long slot P0Oj (j=672)

Configuration D-field name data RBO

(bits) (bits)
la D67a 640 32
1b D67b 640 32
2 D134 1312 32
2b D134 1312 32
3 D201 1984 32
3b D201 1984 32
da D134a 1312 32
4b D201b 1984 32
5 D268 2 656 32
6 D403 4 000 32

NOTE: Inconfiguration 2b and 3b, when the E/U mux switchesto E or E+U type modes, the format changesto
multisubfield format, second D-field mapping, with the parameters shown in table 6.13.

6.2.1.3.5 Constant-size subfield protected format
6.2.1.3.5.0 General

The constant-size subfield protected format is defined asidentical to the single-subfield protected format for 2-level
modulation. For higher level modulation, the format replicates the structure of the 2-level case, n times, being n the
number of bits per symbol of the modulation.

The size of each data segment and the size of the CRC field are always constant irrespective of the modulation size, and
identical to the single-subfield format case for 2-level modulation.

For 2-level modulation, the B-field mapping is shown in figure 6.13a. This bit mapping and the CRC generation schema
are identical to the single-subfield format case for 2-level modulation.

bo b

B-field
Subfield BO
data RBO

Figure 6.13a: B-field structure of the constant-size subfield
protected format for 2-level modulation
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For 4-level modulation, the B-field mapping is shown in figure 6.13a. The bits of the B-field are numbered from b, to
b, where b, occurs earlier than b,. The B-field is divided in two subfields numbered BO and B1. Each subfield uses the
structure of the defined in figure 6.13a. Therefore there are two data segments and two CRC fields in the positions
shown in figure 6.13b.

by by
B-field
Subfield BO Subfield B1
data RBO data RB1

Figure 6.13b: B-field structure of the constant-size subfield
protected format for 4-level modulation

For 8-level modulation, the B-field mapping is shown in figure 6.13c. The bits of the B-field are numbered from by to
b, where b, occurs earlier than by. The B-field is divided in three subfields numbered BO and B1. Each subfield usesthe
structure of the defined in figure 6.13a. Therefore there are three data segments and two CRC fields in the positions
shown in figure 6.13b.

bo by
B-field
Subfield BO Subfield B1 Subfield B2
data RBO data RB1 data RB2

Figure 6.13c: B-field structure of the constant-size subfield
protected format for 8-level modulation

For any other modulation level, the B-field mapping is shown in figure 6.13d. The number of subfieldswill be 4 for
16QAM and 6 for 64QAM.

bo by
B-field
Subfield BO Subfield Bn
data RBO data RBnN

Figure 6.13d: B-field structure of the constant-size subfield protected format
for any other higher level modulation

ETSI



78

ETSI EN 300 175-3 V2.6.1 (2015-07)

B-field mapping for the double slot structure (physical packet P80)

A D-field nameis associated to each modulation configuration as shown in table 6.16a.

Table 6.16a: B-field mapping for the physical packet P80

Double slot P80
Configuration D-field name data RBXx
(bits) (bits)
la D80a 768 32
1b D80b 768 32
2 D160 1536 (2 x 768) 64 (2 x 32)
2b D160 1536 (2 x 768) 64 (2 x 32)
3 D240 2 304 (3x768) 96 (3x32)
3b D240 2304 (3 x 768) 96 (3 x 32)
4a D160a 1536 (2 x 768) 64 (2 x 32)
4b D240b 2304 (3 x 768) 96 (3 x 32)
5 D320 3072 (4 x 768) 128 (4 x 32)
6 D480 4 608 (6 x 768) 192 (6 x 32)
NOTE: Inconfiguration 2b and 3b, when the E/U mux switchesto E or E+U type modes, the format changesto
multisubfield format, second D-field mapping, with the parameters shown in table 6.11.
6.2.1.3.5.2 B-field mapping for the full slot structure (physical packet P32)

A D-field name is associated to each modulation configuration as shown in table 6.16b.

Table 6.16b: B-field mapping for the physical packet P32

Full slot P32
Configuration D-field name data RBXx
(bits) (bits)
la D32a 304 16
1b D32b 304 16
2 D64 608 (2 x 304) 32 (2x16)
3 D96 912 (3 x 304) 48 (3 x 16)
4a D64a 608 (2 x 304) 32 (2 x16)
4b D96b 912 (3 x 304) 48 (3 x 16)
5 D128 1 216 (4 x 304) 64 (4 x 16)
6 D192 1 824 (6 x 304) 96 (6 x 16)
NOTE: Inconfiguration 2b and 3b, when the E/U mux switchesto E or E+U type modes, the format changesto
multisubfield format, second D-field mapping, with the parameters shown in table 6.12.
6.2.1.3.5.3 B-field mapping for the half and long slot structure (physical packet P0OQj)

The constant-size-subfield protected format shall not be allowed with j=80.
A D-field name is associated to each modulation configuration as shown in table 6.16c.

Table 6.16c: B-field mapping for the physical packet POQj

Long slot POOQj (j=640)
Configuration D-field name data RBx
(bits) (bits)
la D64a 608 32
1b D64b 608 32
2 D128 1216 (2 x 608) 64 (2 x 32)
3 D192 1824 (3 x 608) 96 (3x32)
4da D128a 1216 (2 x 608) 64 (2 x32)
4b D192b 1824 (3 x 608) 96 (3x32)
5 D256 2 432 (4 x 608) 128 (4 x 32)
6 D384 3648 (6 x 608) 192 (6 x 32)
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Long slot P0Oj (j=672)
Configuration D-field name data RBO
(bits) (bits)
la D67a 640 32
1b D67b 640 32
2 D134 1 280 (2 x 640) 64 (2 x 32)
3 D201 1920 (3 x 640) 96 (3 x 32)
4a D134a 1 280 (2 x 640) 64 (2 x 32)
4b D201b 1920 (3 x 640) 96 (3x32)
5 D268 2 560 (4 x 640) 128 (4 x 32)
6 D403 3840 (6 x 640) 192 (6 x 32)
NOTE: In configuration 2b and 3b, when the E/U mux switches to E or E+U type modes, the format changes to
multisubfield format, second D-field mapping, with the parameters shown in table 6.13.
6.2.1.3.54 Number of segments and interface to DLC in the constant-size-subfield protected

format

When operating with any modulation higher than the 2-level, the constant-size-subfield protected format provides n
segments per MAC slot to the higher layers, being n the number of subfields, equal to the number of bits per symbol of
the modulation.

NOTE: Therefore, aMAC bearer transports n independent DLC PDUs.
6.2.2 Time multiplexers
6.2.2.0 General

A T-MUX (tail-multiplex) changes the tail T, which can be one of the tail types, Py, Qt, Ny, Cy and M+. A E/lU-MUX
selects between E-type and U-type. The C-MUX controls the mode of the B-field, distributing the flow of MAC control

information, M, G, C, and CL ¢ dataiinto the B-field.

T-MUX algorithms are different for RFPs and PTs because PTs do not transmit P and Q channels. C-MUX and
E/U-MUX algorithms are the same for both equipments.

6.2.2.1 Tail MUltipleXer (T-MUX)
6.2.2.1.0 General
Thetail, T, contains 40 bits. The logical channels carried in the tail depend upon the tail type. Thisisdetailed in
table 6.17.
Table 6.17: T-MUX

C; one Cg or CLg channel segment

M one M channel message

N one N channel message

P one P channel message (see clauses 7.2.4 and 9.1.3)

Qr one Q channel message

NOTE:  These tail types are multiplexed on a frame-by-frame basis.

6.2.2.1.1 T-MUX algorithm for RFP transmissions

The DECT RFPs support a multiframe structure of 16 frames duration. Both frame and multiframe timing shall be
synchronized for all RFPs of one DECT FP.

The 16 frames in one multiframe are numbered from frame 0 to frame 15. Once every multiframe, a specia tail

identification is sent in the header, H, to mark frame number 8 of the multiframe.
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In all odd framesthe tail contains either M+, Cy or N¢. The applied "M+, Cy, N+" priority scheme means:

. M type tails have priority over;
. C; typetails which have priority over,

. N typetails.

Inframes{0,2,4,6,10,12} a"Py, N¢" priority scheme s used:

. Py type tails have priority over the N type tails.

Thetail of frame 14 isreserved for N ("N+" priority scheme) and the tail of frame 8 is reserved for Q information

("Q¢" scheme).

The resulting algorithm is given in table 6.18.

Table 6.18: T-MUX algorithm

Frame Priority scheme Frame Priority scheme
0 P Np 1 My, Cr, Np
2 P, N; 3 My, Cq, Ny
4 P, N; 5 My, Cy, Ny
6 P Np 7 M, Cr, Ny
8 Qr 9 M, Cp, Ny
10 P Np 11 M, Cr, Np
12 P Np 13 M, Cr, Np
14 Ny 15 My, Cq, Ny

Exceptions:

MT tail in an even numbered frame.

1) When responding to a "bearer request” message or during bearer release, the FT may insert an

2) When responding to a"Expedited Access Request” or "Expedited Access Request Ready for
Release” the response message "Bearer Confirm™ have the highest priority and may be inserted

in an even numbered frame.

3) The M messages "expedited access request”, "Expedited Access Request Ready for Release”,

"Ready for Release”" and "Expedited Release” of the Advanced Connection Control part 2 set
(see clause 7.2.5.12.1), have aways the highest priority and may be placed in any frame.

4) The M, message "Null or G, channel transmission” of the Advanced Connection Control
part 2 set (see clause 7.2.5.12.4), when the OP code is "G, channel transmission” has the

standard M priority.

5) The M, message "Null or G, channel transmission” of the Advanced Connection Control
part 2 set (see clause 7.2.5.12.4), when the OP code is "Null" has lower priority than C..

The following throughput capacities are achieved:

(fpmf = frames per multiframe):

C;:  higher layer control
M+: MAC layer control
Ny:  identitiesinformation

lower limit, excluding exceptions as above

ETSI
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Pr.  paging 0 kbit/sto 1,5 kbit/s 0 fpmf to 6 fpmf;
Qr:  systeminformation, excluding exceptions as above 0,25 kbit/s 1 fpmf.

Reply to arequest for aBMC service (non continuous broadcast) always starts with an M message (see clause 7.2.5.6)
which may be placed in any frame. For reply to arequest for aBMC service a second transmission may occur in the
next TDMA frame. This second transmission uses an M tail.

6.2.2.1.2 T-MUX algorithm for PT transmissions
The algorithm shown in table 6.19 is used by PTsfor all traffic bearersin connection oriented services.

Table 6.19: T-MUX algorithm for PT transmissions

Frame Priority scheme Frame Priority scheme
0 My, Cy, Np 1 N,
2 My, Cr, Np 3 Ny
4 My, Cy, Ny 5 Ny
6 My, Cy, Np 7 N,
8 My, Cr, Np 9 Ny
10 My, Cr, Np 11 Ny
12 My, Cr, Np 13 Ny
14 My, Cr, Np 15 Ny
Exceptions: 1) Thetransmission of a"bearer request” or a"bearer release” from a PT uses an M tail and this

may be placed in any frame (see clauses 10.5 and 10.7).

2) The M messages "expedited access request”, "Expedited Access Request Ready for Release”,

"ready for release” and "expedited release” of the Advanced Connection Control part 2 set (see
clause 7.2.5.12.1), have the highest priority and may be placed in any frame.

3) The M;message "Null or G, channel transmission” of the Advanced Connection Control
part 2 set (see clause 7.2.5.12.4), when the OP code is "G, channel transmission” has the

standard M priority.

4) The M, message "Null or G, channel transmission” of the Advanced Connection Control
part 2 set (see clause 7.2.5.12.4), when the OP code is "Null" has lower priority than C..

The following throughput capacities are achieved:

(fpmf = frames per multi-frame):

C;:  higher layer control 0 khit/sto 2 kbit/s 0 fpmf to 8 fpmif;

M. MAC layer control 0 kbit/sto 2 kbit/s 0 fpmf to 8 fpmif;

Ny:  identitiesinformation 2 kbit/s to 4 kbit/s 8 fpmf to 16 fpmif;
lower limit, excluding exceptions as above 2 kbit/s 8 fpmf.

Connectionless uplink services and requests for aBMC service (non continuous broadcast) always start with an M
message in the first Py transmission (see clause 7.2.5.6) which may be placed in any frame. For connectionless uplink

services and requests for aBMC service a second transmission may occur in the next TDMA frame. This second
transmission uses a Cy tail when a CLg segment is carried and an M tail otherwise.
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6.2.2.2
The E/U MUX switches the B-field between two types of multiplex, the E-type, the U-type and the E+U type.

B-field control multiplexer (E/U-MUX)

1) E-type

- for traffic bearers the B-field is used to carry M channel data and/or C- channel data and/or G channel
data. For connectionless bearers the B-field is used to carry M channel data and/or CL ¢ channel data.

2)  U-type
- theB-fieldisused to carry either I channel data or I channel data, or Sl or Sl channel data.

3) E+U-type

- the B-field is used to carry M channel data and/or G channel data and protected U plane data. The
U-plane channel transported by this format is named |- channel. For connectionless bearers the B-field
carries M channel data and Sl o channel data.

NOTE: Thelpe channel incorporates a segmentation mechanism in order to transport I, packets (I, or Ipg size)

by the variable capacity | channel (see clause 10.8.4 for description of the | - channel operation).

The E/U MUX operates on a dot-by-slot basisin response to immediate traffic demands. The chosen multiplex for each
frame isindicated with the BA bitsin the A-field header. E-type or E+U type multiplexers have priority over U-type
multiplex.

The B-field multiplexes are defined in tables 6.20 to 6.22.
Table 6.20: B-field multiplexes (2-level)

B-field multiplex for 2-level modulation Logical
D80- D64- D67- D32- DO08- E/U B-field format channel/ MAC
field field field field field service
E80 E64 E67 E32 (see note 2) | E+U Multisubfield E+U type MUX
protected (Mor Ggor e
or Slpp)
E80 E64 E67 E32 EO8 E Multisubfield E-type MUX
protected (Mor GgorCp)
Us0a Ub4da U67a U32a u08a U Unprotected Ina, Ing, OF Sly
u80b u64b U67b U32b uo8b U Multisubfield lomr Ipmg: OF Slp
protected
u80c Ub4c U67c U32c U Singlesubfield Ipg: OF Ipor
protected
usod u64d u67d u3sad U Constant-size Ipk: OF lpkr
subfield protected
U80e Ub4e - U32e uo8d U [Encoded protected Iox
(see note 1)
NOTE 1: The Encoded protected format is defined in annex .
NOTE 2: E+U mode is not possible in slot type D08.
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Table 6.21: B-field multiplexes (4-level)

B-field multiplex for 4-level modulation Logical
D160- D128- D134- D64- D16- E/U B-field format chzgnnel
field field field field field
E160 E128 E134 E64 E16 E+U | Multisubfield protected | E+U-type MUX

(Mor Ggor lpe
or Slpp)
E160 E128 E134 E64 E16 E | Multisubfield protected | E-type MUX
(Mor GgorCp)
Ul160a Ul28a Ul34a Ub4da Ul6a U Unprotected Ina, Ing, OF Sly
U160b U128b U134b U64b uUleéb U | Multisubfield protected (lpy, Ippgs OF Slp
U160c Ui128c U134c U64c U Singlesubfield IPQ, or IPQR
protected
u160d u128d U134d ue4d U | Constant-size subfield Ipk: OF lpkr
protected
U160e Ul28e - Ub4e Ul6e u Encoded protected lox
(see note)
NOTE:  The Encoded protected format is defined in annex .
Table 6.22: B-field multiplexes (8-level)

B-field multiplex for 8-level modulation Logical
D240- D192- D201- D96- D24- E/U B-field format chagnnel
field field field field field
E240 E192 E201 E96 E24 E Multisubfield protected C-MUX
U240a Ul92a U20la U96a U24a U Unprotected Ina, Ing, OF

Sly
U240b U192b U201b U96b U24b u Multisubfield protected | lpp lpvr: OF
Slp
U240c uU192c U201c uUgec U | Singlesubfield protected | Ipq, O Ipgg
u24o0d u192d u201d u9ed u Constant-size subfield Ipk, OF lpkr
protected
U240e Ul92e - U96e U24e U Encoded protected Iox
(see note)
NOTE:  The Encoded protected format is defined in annex |I.
Table 6.22a: B-field multiplexes (16-level)

B-field multiplex for 16-level modulation Logical
D320- D256- D268- D128- D32- E/U B-field format chzgnnel
field field field field field
E320 E256 E268 E128 E32 E Multisubfield protected C-MUX
U320e U256e - Ul28e U32e u Encoded protected Iox

(see note)
NOTE: The Encoded protected format is defined in annex |.
Table 6.22b: B-field multiplexes (64-level)

B-field multiplex for 64-level modulation Logical
D480- D384- D403- D192- D48- E/U B-field format chagnnel
field field field field field
E480 E384 E403 E192 E48 E Multisubfield protected C-MUX
U480e U384e - Ui92e U48e u Encoded protected Iox

(see note)
NOTE:  The Encoded protected format is defined in annex .

The E-type and E+U type multiplexers aways use the multisubfield protected B-field format. The possible modes of the

E-type and E+U type multiplexers are defined in clause 6.2.2.3.
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The U-type multiplex in connection oriented services may use either: the single-subfield protected B-field format, the
multi-subfield protected B-field format, or the unprotected B-field format. This choice is defined at connection
establishment for all bearers belonging to that connection, and it corresponds to the logical channel required for the
chosen service, IpQ, Ipk. Ipm or IN. The chosen format is maintained until it is re-negotiated or the connection ends.

6.2.2.3 B-field mode multiplexer E-type and E+U-type modes
6.2.2.3.1 E-type and E+U-type modes for slots with more than one subfield
6.2.2.3.1.0 General

This clause appliesto all cases except half slot with 2-level modulation.
6.2.2.3.1.1 Slot modes with more than one subfield: E-type mux mode

For double dot, long slot (j=640 or j=672), full dot and half slot modes, in case of 4-level, 8-level, 16-level and
64-level modulation all B-subfields are used for control. The following types of information have to be multiplexed:

. higher layer control from the Cg or CL logical channel;

. MAC layer connection related signalling;

. higher layer information from the G logical channel; and

. MAC layer control to describe the contents of the subfields.

All extended MAC control and Gg segments carried in the B-subfields have a header with abit indicating if the next
subfield in the same databurst contains an extended MAC control or G segment, or whether it contains higher layer
control.

6.2.2.3.1.2 Slot modes with more than one subfield: E+U type mux mode

For double dot, long slot (j=640 or j=672), full dot and half ot modes, in case of 2-level and 4-level modulation, the
B-subfields are used for control or for transporting | o channel U-plane data.

The following types of information have to be multiplexed:

. MAC layer connection related signalling;

e higher layer information from the Gg logical channel;

. MAC layer control to describe the contents of the subfields;

e  U-plane data (channels | pg and Sl pg); and

e  MAC layer control to describe the segmentation of channels |pg and Sl pg.
The following rules shall be fulfilled:

. At least the first subfield shall carry M channel signalling.

. Subfields transporting signalling shall precede subfields carrying | o channel data.

. The number of subfields carrying | o channel datais variable from 1 to N-1 subfields, being N the number of
subfields.

. No Cr channel signalling can be transported by E+U type mux slots.
. If there are not enough signalling messages plus | o channel segmentsto fill the slot, the slot shall be filled

with the MAC message "NULL" (clause 7.3.3) repeated as many times as needed and placed after the valid
signalling subfields and before the | o channel segments.
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e  All extended MAC control and G segments carried in the B-subfields have a header with abit indicating if
the next subfield in the same slot contains an M channel message (extended MAC control) or G segment, or
whether it contains U-plane data (channels | - and Sl ).

6.2.2.3.1.3 Double slot modes
For D80 double slot operation (2-level modulation) the modes are given in table 6.23.

Table 6.23: D80 double slot 2-level modes

Subfield BO B1 B2 B3 B4 B5 B6 B7 B8 B9
clo | Cg Cr Cr Cr Cr Cr Cr Cr Cr Cr
o |Mede0 e, [ L. | oL | oL | oL | oL | oL | oL | oL | cL,
vode1 O MIM+Gg|  Cp Cr Cr Cr Cr Cr Cr Cr Cr
oae
CiL M CLe | CLg | CLg | CLg | CLe | CLe | CLe | CLg | CLg
Vode 2 |_C° M/IM+GL[MIM+G|  Cp Ce Ce Ce Ce Ce Ce Ce
oae
CiL M M CLp | CLg | CLg | CLg | CLg | CLg | CLg | CLg
CIO |[MIM+GL|MIM+GL[MIM+G| Cp Cr Cr Cr Cr Cr Cr
Mode 3 =/ T w M M CLr | ¢, | c | ¢ | ¢y | ¢ | cLp
3 CIO |MIM+GL|MIM+G[MIM+GL[MIM+G| Cp Cr Cr Cr Cr Cr
S5 Mode 4 —ci 1w M M M | CL- | CL | CL. | CL. | CL. | cCL;
2|3 CIO |MIM+G[MIM+G[MIM+G[MIM+G[MIM+G| C. Cr Cr Cr Cr
AL ModeS  —aii 1w M M M M CLr | cL | cLe | ¢y | cLp
8 § CIO |[MIM+GL[MIM+G[MIM+G[MIM+G[MIM+G[MIM+G| C. Cr Cr Cr
< Mode 6 =i T M M M M M CLe | CL. | cL | cL,
C/O |MIM+G|M/IM+G|MIM+G |M/IM+G |MIM+G |M/IM+G [MIM+G|  Cp Cr Cr
Mode 7
CiL M M M M M M M CL | CLg | CLg
C/O |MIM+G|MIM+G|MIM+G |MIM+G [MIM+G|MIM+G [MIM+G|MIM+G| C. Cr
Mode 8
CiL M M M M M M M M CLr | CLg
C/O |MIM+G|MIM+G|MIM+G|MIM+G [MIM+G|MIM+G [M/M+G|MIM+G IM/M+G|  C.
Mode 9
CiL M M M M M M M M M CLp
C/O |MIM+G|M/IM+G|MIM+G|MIM+G [MIM+G|MIM+G [M/M+G|MIM+G - [M/M+G | MIM+G ..
Mode 10
- CiL M M M M M M M M M M
Mode 11 C/O [MIM+Gg|  pe lpe lpe lpe lpe lpe lpe lpe lpe
CiL M Slbe | Sl | Slpe | Slpr | Sl | Slpg | Slpg | Slpg | Slpre
Vode 12 |_C° MIM+G[MIM+GL|  Ipp I I lpr I lpr [ I
CiL M M Slbe | Sloe | Sl | Sl | Sl | Sl | Sl | Slpe
Vode 14 CIO [MIM+G|MIM+GL[MIM+GL|  1op . lor [ lor . .
4 C/L M M M Sl | Sl | Slpg | Slpg | Slpg | Slpr | Slog
|8 lviode 15 CIO [MIM+G[MIM+GL[MIM+GLIMIM+G|  1p lor . lor [ .
213 CciL M M M M Sloe | Sl | Slpg | Slpg | Slpg | Slpe
22 |\1ode 16 CIO |[MIM+G[MIM+G[MIM+GL[MIM+G[MIM+G|  1¢ [ lor . .
§ g ciL M M M M M Slor | Sl | Slpg | Slpr | Slpe
1S Ivod CIO |MIM+G[MIM+G[MIM+G[MIM+GL[MIM+G[MIM+G|  1o¢ lor . .
@ |Mode 16 = ™ M M M M M | Slpr | Slor | Slpr | Slor
Vode 17 |0 M/M+G|MIM+G[MIM+G £ [MIM+G [MIM+G [MIM+G L [MIM+G | 1 [ I
CiL M M M M M M M Sloe | Sl | Slpr
Mode 18 C/O  |MIM+G|M/IM+G|MIM+G|MIM+G [MIM+G|MIM+G [M/M+G L |MIM+G| I Ipp
CiL M M M M M M M M Sloe | Slpg
C/O |MIM+G|M/IM+G|MIM+G |MIM+G [MIM+G|MIM+G [MIM+G|MIM+G [MIM+G| e
Mode 19
CiL M M M M M M M M M Slpe

*1 = E-type mux, C only: BA codes 010 or 011
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For D80 double dot operation the A-field header coding (BA bits) shall distinguish between the following modes:

. E-type, Cr only: mode O (BA bits codes "010" and "011").

. E-type, M + G + C- modes 1 to 9 (BA bits codes "100" and "101").

. E type, M + Gr. mode 10: (BA bit code "110").

o E+Utype, M + Gg+ |- modes 11 to 19: (BA bit codes"110" and "111").

BA bit code "111" shall only be used if regular (U-type) MAC serviceis | P-error-correct.

For D160 double slot operation (4-level modulation) the modes are given in table 6.24.

Table 6.24: D160 double slot 4-level modes

Subfield BO B1 i-1 i i+1 B17 | B18 | B19
vogeo | SO C Cr Cr Cr Cr Cr Cr Cr
o CIL | CLp | cLp CLr | cLp CL, CLr | cL | cL;
voge 1 |0 [ MMFGE | Ce Cr Cr Cr Cr Cr Cr
CcL| M CL; CLr | CL; CL, CLe | CLr | cCLg
CIo
vodei | GO [ MIM+GL [MiM+G, MIM+G.| Cp Cr Cr Cr Cr
- CcL| M M M CLy CL, CLr | cLr | cL;
o
T [ioger s 1| GO [MM+Ge |Gy MIM+G_| MIM+G | C; Cr Cr Cr
S cL| M M M M CLy CLr | cL | cL;
o
= CIo
< | 8 C/O | MIM+Gg | M/IM+G MIM+GL | MIM+G | MIM+G.. MIM+GE [MIM+GL| Cp
>
E g Modeld FErw M M M M M M CL,
§ Mode 20 C/O | MIM+Gg | M/IM+G MIM+GL | MIM+G | MIM+G.. MIM+G | MIM+G |MIM+G
w CIL M M M M M M M M
CIO [MIM+G. | | | | | | | |
Mode 21 F PF PFE PF PF PF PF PFE
cL| ™ Slor Sl | Slpr | Slop Sl | Slpe | Slep
CIo
cL| -
vode | |_CIO [ MIN+Gg [MIM+G, MIM+GL[  Iop o o o o
- e M M Sloe | Slor Slor | Slor | Slop
T |yode (s 1| GO [ MM+Ge [MisG MIM+G. | MIM+Gp | Iop o I I
x |g "o ™ M M M Slor Sl | Slor | Slop
E | Clo
2|5 CIO | MIM+G_ [MIM+G MIM+G_ | MIM+G,. | MIM+G MIM+G [M/M+G,| |
S |o d F F F F F F F PF
T g (Moded FETT M M M M M M | Sl

For D160 double slot operation the A-field header coding (BA bits) shall distinguish between:

. E-type, Ci- only: mode O (BA bits codes "010" and "011").

. E-type, M + G + C: modes 1 to 19 (BA bits codes "100" and "101").

. E type, M + G mode 20: (BA bit code "110").

e E+Utype, M + G + I p. modes 21 to 39: (BA bit codes"110" and "111").

BA bit code "111" shall only be used if regular (U-type) MAC service is | -error-correct.
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For D240 double slot operation (8-level modulation) the modes are given in table 6.25.

Table 6.25: D240 double slot 8-level modes

Subfield BO Bl i-1 i i+1 B27 B28 B29
Vode 0 cio| c; Ce Cr Cr Ce Ce Ce Cr
ClL | CLg CLg .. | CLg CLg CLg CLp CLp CLp
Vode 1 CIO [MIM+G.|  Cp Cr Cr Ce Ce Cr Cr
CiL M CLg .. | CLg CLp CLg CL, CLp CLp
C/o
Vode | CIO | MIM+GL | MIM+GL | . [MIM+G.| Cp Ce Cr Cr Cr
ode i
CIL M M M CLp CLg CLg CLp CLp
. CIO | MIM+GL | MIM+GL | .. [MIM+G.|MIM+G.| C¢ Ce Cr Cr
Mode i + 1 CIL M M M M CLp CLg CLg CLg
C/O
vode 20 |C1O | MIM¥Ge [MIMAGE | .. [MIM+Ge | MIM+G [MIM+G | .. [MIM+Ge [MIM+Ge |  C
ode
C/L M M M M M M M CLg
CIO | MIM+GL | MIM+GE | . [MIM+GL[MIM+G [MIM+G| . [M/IM+G[MIM+G | MIM+G
Mode 30
C/L M M M M M M M M

For D240 double slot operation the A-field header coding (BA bits) shall distinguish between:
e  E-type, modeO;
. E-type, modes 1 to 29; and
. E-type, mode 30.

For D320 double slot operation (16-level modulation) the modes are given in table 6.25a.

Table 6.25a: D320 double slot 16-level modes

Subfield BO Bl i-1 i i+1 B37 B38 B39
Vode 0 clo | Cg Cr Cr Cr Cr Ce Ce Ce
ClL | CLg CLg CLp CLg CLg CLg CLg CLg
Vode 1 CIO [MIM+Gg| C: Cr Cr Cr Cr Cr Cr
CIL M CLp . | CLg CLg CLp CLp CLg CLg
Cio
. CIO [MIM+Gc|MIM+GL | .. [MIM+G.| C. Ce Ce Ce Ce
Mode i L | ™ M M cL. | c, | .. | c, | cL | cL
) C/O |MIM+Gg| MIM+G | ... [MIM+G|MIM+G.| C¢ Ce Cr Cr
Mode i+ 1 =/ ™ M M M cLr | .. | c, | cL. | cL,
C/o
Mode 39 C/IO |MIM+Gg| MIM+G | ... [MIM+Gg|MIM+GL|M/IM+G| ... |MIM+G | MIM+G.| C,
ode
CIL M M M M M M M CLg
C/O |MIM+Gg| MIM+G | ... [M/IM+Gg|MIM+GL|M/IM+G| ... |MIM+Gp|M/IM+G| MIM+G,
Mode 40
CIL M M M M M M M M

For D320 double slot operation the A-field header coding (BA bits) shall distinguish between:
. E-type, mode O;
o E-type, modes 1 to 39; and

o E-type, mode 40.
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For D480 double slot operation (64-level modulation) the modes are given in table 6.25b.

Table 6.25b: D480 double slot 64-level modes

Subfield BO B1L | .. | i1 i i+1 | .. | B57 | B58 | B59
vedeo 1 GO Ce ce | .. | G Cr ce | - | cf Cr Cr
CL| ¢ | ¢ | . | cy | e | ¢ | . | ¢ | c. | cL
O e < = e Cr ce | -~ | C Cr Cr
CL| W™ cl, | . | C | Cc | c, | .. | ¢, | ¢ | cLp
/o
ode:  |CIO [ MMHGe [MM+Ge | . [MiGe| C ce | - | cf Cr Cr
odae |
CL| ™ M ™ CLr | CLr | .. | ¢ | ¢ | cLp
[ CIO | MIN#G, | MIM+G, | ... |MIM+G.|MIM+G,| Cr | .. | Cr Cr Cr
Mode i+1 Fe 1w M M M cLr | .. | c, | cL. | cL,
o)
oqesg | CIO | MMHGE [MIM+Ge | . [WIM: Gy [MIM+Ge [WIM+Ge | . [ MIM:Ge [MM+Ge | Cy
oae
CL| ™ M ™ M M M M CL,
CIO | MINHG, | MIMAG | ... |MIM+G, | MIM+G,. | MIM+G,| .. | MIM+G | MIN+G_ | MIM+G,
Mode 60
CL| ™ M Y M M M M M

For D480 double slot operation the A-field header coding (BA bits) shall distinguish between:
e  E-type, modeO;
. E-type, modes 1 to 59; and
. E-type, mode 60.

6.2.2.3.14 Full slot modes

For D32 full dot operation (2-level modulation) the modes given in table 6.26 are allowed.

Table 6.26: D32 full slot 2-level modes

Subfield BO B1 B2 B3
o |Mode o C/O Ce [o [o Cr
C/L CLp CLp CLp CLg
w15 Ivode 1 C/O | MIM+G, [o [o Cr
2 |3 CIL M CLp CLp CLg
o [Ty C/O | MIM+Gg | M/M+Gg Cr Cr
% % gMode 2 oy M M CL, CL,
b C/O | MIM+Gg | M/M+Gg M/IM+G Cr
m Mode3 = M M M CL,
= IModea GO | MM+GE | MMGe | MM+G | MM+Ge
2 CIL M M M M
. g Mode 5 C/O | M/M+Gg Iop Ipp lpop
2 |3 CIL M Slpe Slpe Slpr
v |0 C/O | MIM+G M/M+G [ |
S |§ Modeb o . . STF:: ST:F
T g vode 7 |_CIO | MMFGe | WMIMiGy | MIM+Ge Iop
CIL M M M Slpr
*1 = E-type mux, C only: BA codes 010 or 011
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For full slot D32 operation the A-field header coding (BA bits) will distinguish between the following modes:

. E-type, Cr only: mode O (BA bits codes "010" and "011").

. E-type, M + G + C: modes 1 to 3 (BA bits codes 100" and "101").

. E type, M + G. mode 4: (BA bit code "110").

e E+Utype, M + G+ Ipr. modes 4 to 7: (BA bit codes"110" and "111").

BA bit code "111" shall only be used if regular (U-type) MAC serviceis | P-error-correct.
For D64 full dot operation (4-level modulation) the modes given in table 6.27 are allowed.

Table 6.27: D64 full slot 4-level modes

Subfield BO B1 B2 B3 B4 B5 B6 B7
clo | Cp Cr Cr Cr Cr Cr Cr Cr
Mode 0 / L L L L L L L L
o CIL | CLg | CLg | CLg | CLg | CLg | CLg | CLz | CLg
« | _ [Mode1 | CIO [MM+G| C; Cr Cr Cr Cr Cr Cr
g 89 CiL M CLg CLg CLp CLp CLg CLp CLp
2 (85|, ., | CO [WMGEMMG Cp Cr Cr Cr Cr Cr
=28 CIL M M CLr | CL | CL | cLr | cLr | cL;
odes |_CIO | MIM+Gg [MIM+G [ MIM+Ge | Cp Cr Cr Cr Cr
CIL M M M CLr | CL | cL | cLr | cL;
C/O |M/M+Gg IMIM+G| MIM+G |MIM+GL|  Cc Ce Cr Cr
Mode 4 =57 M M M M CLr | CL. | cL. | cL;
C/O | M/M+G IMIM+G| MIM+G | MIM+G |MIM+GL| Cc Cr Cr
Mode S =57 M M M M M CLr | CL. | cL.
C/O | M/M+G IMIM+G| MIM+G | MIM+G | MIM+GL | MIM+G|  Cp Cr
Mode 6 =57 M M M M M M CLe | cLp
CIO |MIM+G, [MIM+G| MIM+G, | MIM+G_ | MIM+G,. | MIM+G [MIM+G,|  Cp
Mode 71—/ M M M M M M M CL,
Vodes |_ClO | MIM+Gp [MIM+Ge| MIM+Gy [ MGy | MIM+ Gy | MIM+Gy | MIN+ Gy | MIMH G
CIL M M M M M M M M
CIO [MIM+Gg|  Ipe lpe lpr lpr lpe lpr lpe
Mode 9
CIL M Sler | Slog | Slog | Slee | Slpr | Slog | Slor
C/O [MIM+Gg IMIM+Gg | Ipe lpr lpr lpe lpr lpe
Mode 10
CIL M M Slee | Slpr | Slog | Slor | Slpr | Slop
CIO |MIM+G, [MIM+G,|MIM+G,|  Iop loe lop lor I
Mode 11
CIL M M M Sloe | Slor | Slog | Slor | Slop
vode 15 |_C1O_ | MIN+G [MIM+Ge| MIN+Ge [MIM+G | Tpe Iop loe Iop
ode
= CIL M M M M Sloe | Slpr | Slog | Slop
= CIO |MIM+Gg [MIM+G| MIM+G [ MIM+G_ [ MIM+G | Iop o lop
. |o Mode 13 /01 ™ M M M M | Sy | Sz | Slpr
E T loge s |_CIO | MIM+G [MINM+Ge| MIN+Ge | MIN+Ge | MIN+Gg [ MIM+Gr | Tpe o
2 |9 CIL M M M M M M Slor | Slor
2 18 C/O | M/IM+Gg IMIM+G | MIM+GL | MIM+G | MIM+G | MIM+G | MIM+G Ipp
? |« Mode 15
TS CIL M M M M M M M Slor
*1 = E-type mux, C only: BA codes 010 or 011

For D64 full slot operation the A-field header coding (BA bits) will distinguish between:

. E-type, Cr only: mode O (BA bits codes "010" and "011").

. E-type, M + G + C- modes 1 to 7 (BA bits codes "100" and "101").
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. E type, M + G. mode 8: (BA bit code "110").
e E+Utype, M + G+ lpz. modes 9 to 15: (BA bit codes "110" and "111").
BA bit code "111" shall only be used if regular (U-type) MAC service is | -error-correct.

For D96 full dot operation (8-level modulation) the modes are given in table 6.28.

Table 6.28: D96 full slot 8-level modes

Subfield BO Bl i-1 i i+1 B09 B10 Bll
Mode 0 Cio Ce Ce Ce Ce Ce Ce Ce Ce
CiL CLg CLe CLe CLe CLe CLe CL CLe
Mode 1 C/O |MIM+G.| Cg Ce Ce Ce Ce Ce Ce
CiL M CLe CLe CLe CLe CLe CLe CLe
c/io
Mode i C/O |M/IM+Gp|MIM+Gg| ... |MIM+Gg| Cg Ce Ce Ce Ce
ode i
CiL M M M CLe CLe CLe CL CLe
) C/O |M/IM+GL |MIM+G| ... |MIM+G|MIM+G.| Cg Ce Ce Ce
Modei+1 =1 ™ M M M Clr | .. | c | ¢ | cL.
c/io
Mode 11 C/O |MIM+G |MIM+G| ... |[MIM+G|MIM+G. |MIM+G| ... |MIM+Gp MIM+G.| C.
ode
C/L M M M M M M M CLg
C/O |MIM+Gp |MIM+G| ... [MIM+G|MIM+G. |MIM+G| ... |M/IM+G|MIM+G. | MIM+G
Mode 12
C/L M M M M M M M M

For D96 full dot operation the A-field header coding (BA bits) shall distinguish between:
. E-type, mode O;
. E-type, modes 1 to 11; and
. E-type, mode 12.

For D128 full slot operation (16-level modulation) the modes are given in table 6.28a.

Table 6.28a: D128 full slot 16-level modes

Subfield BO B1 i1 i i+ 1 B13 B14 B15
ode 0 e Cr Cr Cr C, Cr Cr C, Ce
CIL | cLp CL, CL, CL, CL, CL, CL, CL,
ode 1 CIO [MIM+G.| C, Cr C, Ce Cr C, Ce
CiL M CL, CL, CL, CL, CL, CL, CL,
C/O
ode CIO |MIM+G_[MIM+G| ... |MIM+G.| C Cr Cr Cr Cr
CiL M M M CL, CL, CL, CL, CL,
Mode i + 1 C/IO |MIM+G [MIM+G| ... |M/IM+G|M/M+Gc| Cp Cr Ce Cr
CiL M M M M CL, CL, CL, CL,
C/O
CIO |MIM+G_[MIM+G| ... |MIM+G_|MIM+G_|[M/M+G| ... |MIM+G.|MIM+G_| C,
Mode 15 ciL M M M M M M M CL
-
CIO |MIM+G_[M/M+G| ... |MIM+G_|MIM+G_|[M/M+G| ... |MIM+G|MIM+G, | MIM+G,
Mode 16
CIL M M M M M M M M
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For D128 full slot operation the A-field header coding (BA bits) shall distinguish between:

e  E-type, mode0;

. E-type, modes 1 to 15; and

. E-type, mode 16.

For D192 full slot operation (64-level modulation) the modes are given in table 6.28b.

Table 6.28b: D192 full slot 64-level modes

Subfield BO Bl i-1 [ i+1 B21 B22 B23
Mode 0 C/o Ce Ce Ce Ce Ce Ce Ce Ce
C/L CLg CLg CLg CLp CLg CLg CLg CLg
Mode 1 C/O |M/M+Gg| Cg Ce Ce Ce Ce Ce Ce
ClL M CLg CLp CLg CLg CLg CLg CLg
C/io
Mode i C/O |M/M+Gg | M/M+G, MIM+Gg| Cg Ce Ce Ce Ce
C/L M M M CLp CLg CLg CLg CLg
. C/O |MIM+G. | MIM+G, MIM+G | MIM+G|  C. Cr Ce Cr
Modei+1 =i ™ M M M CL, cL. | cL | cL
c/o
C/O |MIM+G|MIM+G, MIM+G | MIM+G | MIM+G MIM+G [MIM+G|  Cp
Mode 23
CiL M M M M M M M CLg
C/O |MIM+G. | MIM+G, MIM+G | MIM+G | MIM+G, M/IM+Gg | MIM+G | MIM+G
Mode 24
CiL M M M M M M M M

For D192 full dot operation the A-field header coding (BA bits) shall distinguish between:

. E-type, mode O;

o E-type, modes 1 to 23; and

o E-type, mode 24.

6.2.2.3.1.5

Half slot (j=80) modes

For D16 half dot operation with j=80 (4-level modulation) the modes given in table 6.29 are allowed.

Table 6.29: D16 half slot (j=80) 4-level modes

Subfield BO B1
Cio Cr Cr
Mode 0 ¢ CLy CL,
CIO | MIM+G, Cr
Mode 1 CIL M CL,
CIO | MIM+G. | MIM+G,
Mode 2
CiL M M

For D16 half dot operation (j=80) the A-field header coding (BA bits) will distinguish between:

e  E-type, modeO;

. E-type, modes 1; and

o E-type, mode 2.
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For D24 half dlot operation (j=80) (8-level modulation) the modes given in table 6.30 are allowed.

Table 6.30: D-24 half slot (j=80) 8-level modes

Subfield BO B1 B2
C/0 Cr Cr Cr
Mode 0 cIL CL, CL, CL,
CIO | MIM+G, Cr Cr
Mode 1 CIL M CLy CL,
C/o MIM+G, M/IM+G Ce
Mode 2
CiL M M CLy
Mode 3 C/O MIM+G, MIM+G,. M/IM+G
CiL M M M

For D24 half slot operation (j=80) the A-field header coding (BA bits) will distinguish between:
. E-type, mode O;
o E-type, modes 1 to 2; and
. E-type, mode 3.
For D32 half dot operation (j=80) (16-level modulation) the modes given in table 6.31 are allowed.

Table 6.31: D-32 half slot (j=80) 16-level modes

Subfield BO Bl B2 B3
C/O c Cc C C
Mode 0 F F F F
C/L (o CLp CLg CLg
C/O M/M+G C C C
Mode 1 F F F F
C/L M (o CLg CLg
C/O M/IM+G M/IM+G Cr Cr
Mode 2
C/L M M CL CL
C/O MIM+G,. MIM+G, M/M+Gg Cr
Mode 3
C/L M M M CLg
Mode 4 C/O MIM+G,. MIM+G, M/M+Gg M/M+Gg
C/L M M M M

For D32 half slot operation (j=80) the A-field header coding (BA bits) will distinguish between:
. E-type, mode O;
. E-type, modes 1 to 3; and

. E-type, mode 4.
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For D48 half slot operation (j=80) (64-level modulation) the modes given in table 6.32 are allowed.

For D48 half dot operation (j=80) the A-field header coding (BA bits) will distinguish between:

Table 6.32: D-48 half slot (j=80) 64-level modes

Subfield BO B1 B2 B3 B4 B5

C/O C C C C C C
Mode 0 F F F F F F

C/L CLe CLg CLg CLg CLg CLg

C/O M/IM+G Ce Cr Cr Cr Cr
Mode 1

CIL M CLp CLg CLg CLg CLg
Mode 2 C/O M/IM+G M/IM+G Cr Cr Cr Cr

M CLg CLg CLg CLg

Vode 3 C/O MIM+GL | MIM+Gp | MIM+G Ce Ce Ce

CIL M M M CLp CLg CLg

C/O MIM+G, MIM+G,. MIM+G, M/M+Gg Ce Ce
Mode 4

CIL M M M M CLg CLg

C/O MIM+G, MIM+G, MIM+G, MIM+G, MIM+G, Cr
Mode 5

CIL M M M M M CLg

C/O MIM+G, MIM+G, MIM+G, MIM+G, MIM+G, MIM+G,
Mode 6

C/IL M M M M M M

E-type, mode O;

E-type, modes 1 to 2; and

E-type, mode 3.
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6.2.2.3.1.6 Long slot (j=640 or j=672) modes
For D64/D67 long dlot operation with j=640/672 (2-level modulation) the modes are given in table 6.33.
Table 6.33: D64/D67 long slot (j=640/672) 2-level modes

Subfield BO B1 B2 B3 B4 B5 B6 B7
. C/Oo Cr Cr Cr Cr Cr Cr Cr Cr
*' |Mode 0 CIL | CLy | CLp | CLy | CLr | CLs | CLr | cLp | CL,
Vode 1 C/IO [MIM+G.| Cp Cr Cr Cr Cr Cr Cr
CIL M CLr | CLg | CLg | CLg | CLr | CLe | CLg
Vode 2 CIO |[MIM+GL|[MIM+G.| Cp Cr Cr Cr Cr Cr
CIL M M CLr | CLg | CLg | CLg | CLe | CLg
3 Vode 3 CIO  |MIM+GL|MIM+G[MIM+G|  Cp Cr Cr Cr Cr
x|5 CIL M M M CLr | CLg | CLg | CLg | CLg
EI8 CIO  |MIM+Gg|MIM+G. [MIM+GL[MIM+G.|  Cp Cr Cr Cr
L1 |Mode 4
Sl CIL M M M M CLr | CLg | CLs | CLg
w s CIO  |[MIM+G|M/M+G[M/IM+G[MIM+G[M/M+G|  C Ce Ce
< Mode S &7 M M M M M CLr | cL. | cCLy
C/O  |MIM+G|MIM+G|M/M+G|MIM+G [MIM+G [MIM+G| C. Cr
Mode 6
CIL M M M M M M CLr | CLg
C/O  |MIM+G (MIM+G | M/M+G|MIM+G |MIM+G (MIM+G |M/IM+G|  C.
Mode 7
CIL M M M M M M M CL;
Mode 8 C/O  |MIM+G (MIM+G|M/M+G|MIM+G |MIM+G [MIM+G | M/IM+G | MIM+G
- CIL M M M M M M M M
Mode 9 CIO |MIM+Gp|  Ipe lpe lpe lpe lpe lpe lpe
CIL M Slpr | Slpg | Slpr | Slpg | Slpg | Slpr | Sler
CIO  |[MIM+GL|MIM+G¢| e . lop . lor lor
3 Mode 10 ¢ M M Slor | Slor | Slog | Slor | Slpr | Slop
5 CIO  |MIM+Gc|MIM+G. [MIM+G|  Iop . . [ [
1E Mode 11 =57 M M M Sloe | Slog | Slpg | Slog | Slop
i
oln CIO  |MIM+G|MIM+G. [MIM+G [MIM+GL|  Iop lop lop lop
S|g [Model2 e M M M M Slor | Slor | Slor | Slop
o
T | < CIO  [MIN+G_|MIM+Gy | MIM+G,. [MIM+G |MIM+G|  Ior e e
@ |Mode 13 oy M M M M M | Sle | Slor | Slor
Vode 14 |__C/O | MIMG MM+ Gy [M/M+Gy. [M/M+Gy. [MIM+Gg [MIM+Ge |l lor
CIL M M M M M M Slpr | Slpr
C/O  |MIM+G MIM+G|M/M+G|MIM+G IMIM+G [MIM+G |M/IM+G|  Ipe
Mode 15
CIL M M M M M M M Slpr
*1 = E-type mux, C only: BA codes 010 or 011

For D64/D67 long slot operation with j=640/672 the A-field header coding (BA bits) shall distinguish between the
following modes:

. E-type, Cr only: mode O (BA bits codes "010" and "011").

. E-type, M + G + C- modes 1 to 7 (BA bits codes 100" and "101").

. E type, M + G. mode 8: (BA bit code "110").

e E+Utype, M + Gg + Ipr. modes 9 to 15: (BA bit codes "110" and "111").

BA bit code "111" shall only be used if regular (U-type) MAC serviceis | -error-correct.
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For D128/D134 long dlot operation (j=640/672) (4-level modulation) the modes are given in the table 6.34.

Table 6.34: D128/D134 long slot (j=640/672) 4-level modes

Subfield BO B1 i-1 i i+1 B13 | B14 | B15
I R T Cr Ce Cr Cr Cr Ce Cr
* CL | CLg CLg CLg CLg CLg CLg CLg CLg
vode1 LSO [MMGe[ Ce Ce Cr Ce Cr Ce Cr
CIL M CLp CLp CLp CLg CLp CLr | CLg
o [o[e)
S C/L
5 _ CIO | MIM+Gg | M/IM+G, MM+G.| Cp Ce Cr Ce Cr
8 Modei  —oii ™ M M CL, CL, CLr | CL. | cCLp
@ . CIO | MIM+Gg | MIM+G M/M+G.| MIM+G. | Cp Cr Ce Cr
< |Modei+1
S CIL M M M M CLg CLg CLr | CLg
< [o[e)
x vode 15| C1O_| MIM+Gr [M/M+Gy M/M+G | MIM+G. | M/IM+G. M/M+Gg|MIM+G.|  Cp
£ ode CL| M M M M M M M CLy
g Vode 16 | OO | MIM+Ge. [ MIM+G M/M+G | MIM+G. | M/IM+G. M/M+G | MIM+G. [M/M+G
w CIL M M M M M M M M
Mode 17 C/O | MIM+Gg lpr lpr lpr lpr lpr lpr lpr
CIL M Slop Slog | Slpe Slop Sl | Slpg | Slpg
o)
Vode | CIO | MIM+Gg | M/M+G MM+G | lop lop lop [ o
= ' Tac ™ M M Slor | Slor Slor | Slor | Slop
< _ CIO | MIM+Gg | MIM+G MIM+Gg | MIM+Ge | 1pp lop [ o
S |[Modej+1 v
x |9 CIL M M M Slpr Slor | Slpg | Sleg
E |— Cl/Oo
() n
> ©
5 |8 |Mode 31 C/O | MIM+Gg | MIM+G MIM+GL | MIM+G | MIM+G MIM+GE [ MIM+GE | g
e CIL M M M M M M M Slpr
*1 = E-type mux, C only: BA codes 010 or 011

For D128/D134 long slot operation (j=640/672) the A-field header coding (BA bits) shall distinguish between:

. E-type, Ci- only: mode O (BA bits codes "010" and "011").

. E-type, M + G + C: modes 1 to 15 (BA bits codes 100" and "101").

. E type, M + Gr. mode 16: (BA bit code "110").

o  E+Utype, M + Gg+ |p-. modes 17 to 31: (BA bit codes"110" and "111").

BA bit code "111" shall only be used if regular (U-type) MAC serviceis | -error-correct.
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For D192/D201 long slot operation (j=640/672) (8-level modulation) the modes are given in table 6.35.
Table 6.35: D192/D201 long slot (j=640/672) 8-level modes

Subfield BO Bl i-1 i i+1 B21 B22 B23
Vode 0 cio| c; Ce Cr Cr Ce Ce Ce Cr
ClL | CLg CLg .. | CLg CLg CLg CLp CLp CLp
Vode 1 CIO [MIM+G.|  Cp Cr Cr Ce Ce Cr Cr
CiL M CLg .. | CLg CLp CLg CL, CLp CLp
C/o
Vode | CIO | MIM+GL | MIM+GL | . [MIM+G.| Cp Ce Cr Cr Cr
ode i
CIL M M M CLp CLg CLg CLp CLp
. CIO | MIM+GL | MIM+GL | .. [MIM+G.|MIM+G.| C¢ Ce Cr Cr
Mode i + 1 CIL M M M M CLp CLg CLg CLg
C/O
vode 23 OO [ MM¥Ge [MIMAGE | .. [W/M+Ge | MIM+G [MIM+G | .. [MIM+Ge [MIM+Ge |  C
ode
C/L M M M M M M M CLg
CIO | MIM+GL | MIM+GE | . [MIM+GL[MIM+G [MIM+G| . [M/IM+G[MIM+G | MIM+G
Mode 24
C/L M M M M M M M M

For D192/D201 long slot operation (j=640/672) the A-field header coding (BA bits) shall distinguish between:
e  E-type, modeO;
. E-type, modes 1 to 29; and
. E-type, mode 30.
For D256/D268 long slot operation (j=640/672) (16-level modulation) the modes are given in table 6.36.
Table 6.36: D256/D268 long slot (j=640/672) 16-level modes

Subfield BO Bl i-1 i i+1 B29 B30 B31
Vode 0 clo | Cg Cr Cr Cr Cr Ce Ce Ce
ClL | CLg CLg CLp CLg CLg CLg CLg CLg
Vode 1 CIO [MIM+Gg| C: Cr Cr Cr Cr Cr Cr
CIL M CLp . | CLg CLg CLp CLp CLg CLg
Cio
. CIO [MIM+Gc|MIM+GL | .. [MIM+G.| C. Ce Ce Ce Ce
Mode i L | ™ M M cL. | c, | .. | c, | cL | cL
) C/O |MIM+Gg| MIM+G | ... [MIM+G|MIM+G.| C¢ Ce Cr Cr
Mode i+ 1 =/ ™ M M M cLr | .. | c, | cL. | cL,
C/o
Mode 31 C/IO |MIM+Gg| MIM+G | ... [MIM+Gg|MIM+GL|M/IM+G| ... |MIM+G | MIM+G.| C,
ode
CIL M M M M M M M CLg
C/O |MIM+Gg| MIM+G | ... [M/IM+Gg|MIM+GL|M/IM+G| ... |MIM+Gp|M/IM+G| MIM+G,
Mode 32
CIL M M M M M M M M

For D256/D268 long slot operation (j=640/672) the A-field header coding (BA bits) shall distinguish between:
. E-type, mode O;
o E-type, modes 1 to 39; and

o E-type, mode 40.
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For D384/D403 long slot operation (j=640/672) (64-level modulation) the modes are given in table 6.37.
Table 6.37: D384/D403 long slot (j=640/672) 64-level modes

Subfield BO B1L | .. | i1 i i+1 | .. | B45 | B46 | B47
co| ¢ C .| c C C .| C C C
Mode 0 F F F F F F F F
CL| ¢ | ¢ | . | cy | e | ¢ | . | ¢ | c. | cL
O e < = e Cr ce | -~ | C Cr Cr
CL| W™ cl, | . | C | Cc | c, | .. | ¢, | ¢ | cLp
/o
ode:  |CIO [ MMHGe [MM+Ge | . [MiGe| C ce | - | cf Cr Cr
odae |
CL| ™ M ™ CLr | CLr | .. | ¢ | ¢ | cLp
[ CIO | MIN#G, | MIM+G, | ... |MIM+G.|MIM+G,| Cr | .. | Cr Cr Cr
Mode i+1 Fe 1w M M M cLr | .. | c, | cL. | cL,
o)
oo 47| CIO | MG [MIM+G | .. [WIM: Gy [MIM+Ge [IM+Ge | . [MIM:Gg [MM+Ge | Cy
oae
CL| ™ M ™ M M M M CL,
CIO | MINHG, | MIMAG | ... |MIM+G, | MIM+G,. | MIM+G,| .. | MIM+G | MIN+G_ | MIM+G,
Mode 48
CL| ™ M Y M M M M M

For D384/D403 long slot operation (j=640/672) the A-field header coding (BA hits) shall distinguish between:
e  E-type, modeO;
. E-type, modes 1 to 59; and
. E-type, mode 60.

6.2.2.3.2 Half slot (j=80) modes for 2-level modulation

For D08 half dot (j=80) mode (2-level modulation) only one B-subfield is available for control. The following types of
information have to be multiplexed:

e higher layer control from the C or CL - logical channel;
. higher layer information from G logical channel; and
o MAC layer connection related signalling.
Only one E-type mapping exists.
The A-field header coding will distinguish between:
o E-type, mode O; and
. E-type, mode 1.
Mode O: the E-type databurst carries Cg or CL ¢ control,
Mode 1: the E-type databurst carries extended MAC or Gg control.

NOTE: E+U type modeis not applicable to half dot (j=80) with 2-level modulation.
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Priority scheme in E or E+U mode

For Connection Oriented services (C/O) and when E/U mux isin E or E+U mode, the following priority scheme shall
be used to fill the B-subfields:

1)
2)

3)

4)

5)

6)

7)

Release: bearer release messages for this bearer may be transmitted and may be placed in all subfields.

Bearer quality control in an asymmetric connection in subfield Bj: in an asymmetric connection a " Bearer

quality in an asymmetric connection" message (see clause 7.3.4.4), if used, shall be placed at least in the
subfield By,

Other MAC layer control (excluding Null message): these messages may be placed in the remaining
subfields. The subfields are used in the following order of preference, BO, B1, B2, B3, B4, B5, B6, B7, B8,
BO9.

Retransmissions of C: for retransmissions of B-fields containing Cp, the same mode shall be used (note 1).

New Cr data: any remaining subfields may be used for C data. The subfields are used in the following order
of preference, By, By.1, ---» By, Bg. However, the sequence of data through the MC SAP shall be
Bo By, ..., By.g By (note 1).

G data: this may be placed in any subfield that has not yet been used. The order of usage of subfields and the
sequence of data segments through the MC SAP is not specified (note 2).

Remaining | e packets of partially transmitted PDUs and NUL L message carrying segmentation info if
needed (notes 3, 4 and 7).

If there is no channel with priority 1 to 7 to be transmitted in the slot, THEN, the E/U-mux shall go to U-type mux
mode. The priorities 8 and 9 only apply if the E-mux is set because one or more channels with priority 1 to 7 are

present.

8)

9)

| o packets carrying the first part of a PDU and NULL message carrying segmentation info if needed (notes 3,
4,5and 7).

Null message: this shall be used to fill any subfields still empty (note 6).

In connectionless services new CL g segments have priority over MAC control.

NOTE 1: Thisonly applies to E-type mux mode. Incompatible with channel | 5.

NOTE 2: Insome LU services (LU10), it is possible to avoid the use of the G channel by using other mechanism

for transmitting the acknowledgement information. It is advisable to do that, when there is no other
reason for using E-mux mode multiplexing.

NOTE 3: A G of aNULL message should be always in the same slot as | o data. In some cases, aNULL message

is mandatory.

NOTE 4: This only applies to E+U-type mux mode. Incompatible with C- channel.

NOTE 5: ONLY if thereis other reason for setting the E/U mux in E or E+U mode. Otherwise the E/U-mux should

go to U mode.

NOTE 6: It appliesto thefilling of remaining subfields. If thereis no other channel for multiplexing, then the

E/U-mux should go to U-mux mode.

NOTE 7: Items 7 and 8 are not applicable to half slot (D08) and 2-level modulation.
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6.2.3 MAC Encryption

MAC Encryption is a privacy mechanism which may be provided to encrypt all C, I, and G channel data of a

connection oriented call. The key stream generator KSG in the MBC produces the encryption sequence which is
XORed with the original datain the TBC's encryption entity.

NOTE 1. When MAC encryption is enabled, C channel, Gg channel, | channel and M channel data transmitted
in the B-field are encrypted.

NOTE 2: However, note that there may be frames carrying any of the previous channels (or even | channel), in
which the encryption is not enabled. Thisisthe case, f.i., of the first transmitted bearers during a setup
procedure, when the encryption is not enabled yet and where the "Bearer request” message is transmitted
in clear. Refer to each procedure description to check when the encryption should be enabled.

NOTE 3: Error control (R-CRC, B-CRC and X-CRC hits) are never encrypted.

See ETSI EN 300 175-7 [7], clause 6.4 for details of the encryption process and for information about what specific
fields and bits are encrypted, depending on the MAC service.

Before activating the encryption mechanism for the first time, the DL C provides the MBC with a secret encryption key.
Thiskey isloaded into the key stream generator KSG.

In applications where different algorithms for implementing the KSG are supported (i.e. DSC and DSC2), the DLC
provides the MBC with the indication of which algorithm hasto be used.

Enabling and disabling of encryption is ordered by the DLC. The MBC is responsible for switching between encryption
mode and clear mode. The actual encryption mode of the connection controlled by the MBC shall be the same for al

established bearers of this connection. The actual encryption mode of the connections associated with one broadband
datalink shall be the same for all established connections.

The present document defines:
. the messages required for switching the encryption mode of a connection;
. the primitives exchanged between MAC and DLC; and

e theinstant in time to enable encryption during bearer setup provided that the new bearer belongsto a
connection in encryption mode.

The following items related to the MAC layer are defined in ETSI EN 300 175-7 [7]:
e thealgorithm used by the KSG to generate the encryption sequence;
. the MAC procedure to switch a connection between encryption and clear mode; and

. the mapping of the encryption sequence onto the data fields.

6.2.4  Scrambling

A scrambler is used to avoid long "0" or "1" sequences occurring severa times due to unaltered data or retransmission
protocols. The TBC generates pseudo-random sequences which change for consecutive TDMA frames and combines
the original B-field data with these sequences.

Scrambling is applied to all B-field data except the X-field. These are:

e thefirst 800 bits numbered from by, to b,qq for D80 double slat;

e thefirst 1600 bits numbered from by to by goq for D160 double slot;
e thefirst 2 400 bits numbered from by to b, 594 for D240 double slot;
e thefirst 3 200 bits numbered from by to b 19 for D320 double slot;

e  thefirst 4 800 bits numbered from by to b, ;94 for D480 double slot;
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e thefirst 320 bits numbered from by to by, for D32 full slot;

e thefirst 640 bits numbered from by to bgsg for D64 full slot;

e thefirst 960 bits numbered from by to bysg for D96 full slot;

e thefirst 1280 bits numbered from by, to by 57 for D128 full slot;

e thefirst 1920 bits numbered from by to by g, for D192 full slot;

. thefirst j bits numbered from by to bj for D08 half and long slot;

o thefirst 2j bits numbered from by, to by; for D16 half and long slot;
o thefirst 3j bits numbered from by, to by; for D24 half and long slot;

o thefirst 4j bits numbered from by, to by; for D32 half and long slot;

thefirst 6j bits numbered from by, to bg; for D48 half and long slot.

ETSI EN 300 175-3 V2.6.1 (2015-07)

The scrambled data is a combination of the original data and a scrambling sequence:

where:
e ic{0.
e ic{o.
e ic{0.
e ic{o.
e ic{o.
e ic{o.
e ic{o.
e ic{o.
e iecf{o0.
e ic{o.
e iecf{o0.
e ic{0.
e iecf{o.
e ic{0.
e ic{0.

799} for D80 double dlot;

1599} for D160 double slot;
2399} for D240 double dot;
3199} for D320 double dlot;
4799} for D480 double dlot;
319} for D32 full slot;

639} for D64 full slot;

959} for D96 full slot;

1279} for D128 full dot;

1919} for D192 full dot;

j-1} for D08 half and long Slot;
2j-1} for D16 haf and long dlot;
3j-1} for D24 half and long dlot;
4j-1} for D32 half and long dot;
6j-1} for D48 half and long slot.

XOR describes the "exclusive-OR" function and s;; denotes bit "i* of the scrambling sequence s;.

Eight scrambling sequences exist, s, to s;. The number "f" of the scrambling sequence sf actually used, depends upon
the TDMA frame number within the multi-frame structure:

f = (TDMA frame number) MOD 8.
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The scrambling sequences are based on a pseudo random sequence of length 31. This sequence is the maximal length
sequence generated by the five stage shift register shown in figure 6.14.

<
XORlq

—)lQo o1 D Q2 | 03 | 04 >

Figure 6.14: Scrambling sequence generation

For theinitial state of the shift register, Q; and Q, are set to 1. Between the settings of Q,, Qq, Q, and the sequence
number f of the scrambling sequence sf the following relation shall hold:

f=Q,x4+Q x2+Q,
The scrambling sequence corresponds to the shift register output after passing an inversion mechanism.

The output of the shift register is the actual state of Q,. Therefore, the first output of the shift register used to build the
scrambling bit sf, corresponds to the initial state of Q,.

The inversion mechanism has two modes, the shift register output passes through non inverted or inverted. The
inversion mechanism toggles from one mode to the other mode when the shift register switches to the state following
the all one state. The toggle mode is preset to invert the first output of the shift register.

Scrambling of the B-field is mandatory and shall always be applied, even when encryption is active.
6.2.5 Error control
6.2.5.0 General

The MAC layer provides error control for al logical channels, using a combination of three Cyclic Redundancy Codes
(CRC):

R-CRC; a16-bit CRC;

B-CRC; a 32-bit CRC;

X-CRC; a4/8/12/16-bit CRC.
6.25.1 R-CRC overview

The R-CRC is used to provide the main MAC layer error control. The MAC layer calculates 16 redundancy bits over
severa fixed length data blocks:

. al A-fields;
. al B-subfieldsin protected format.

In each case, the redundancy bits are appended to the data blocks and allow a redundancy check in the receiver. In the
different mapping schemes given in clause 6.2.1.3, the fields for transmitting the CRC bits are denoted as R, and

Rgg to Rgy. The procedure for calculating the 16 CRC bits and the rule to check areceived data block with its CRC bits
is defined in clause 6.2.5.2.

Data transmitted from all logical channels except the Iy channel and the Sl channel islocated in data blocks to which

these 16 CRC hits are appended (see mapping schemesin clause 6.2.1). This alows the receiver to detect errorsin all
N, Q, Bg, Cg, C, CLg, CL, Slp, Ip, Gz and M channel data and in ULE enabled systems Ng, Qc, M|, and B, channel

data

For N, Q, Bg, CLg, CL, Slp, M and G channel data and, in ULE enabled systems Ng, Qc, M, and B, channel data,
and | channel data (wheninthe I,_error_detection service) only error detection capability is provided. No MAC layer
retransmission scheme is applied for this data.
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For Cg and C- channel data, a MAC layer retransmission scheme is defined in order to correct transmission errors. A

numbering scheme allows successive data transmissions on these channels to be distinguished. This alows repetition
(retransmission) of the same data several times until the transmitter gets an acknowledgement from the data receiver or
the transmitter stops retransmitting the data. The retransmission process is described in clause 10.8.

For the | p_error_correction service the MAC layer provides a retransmission scheme for | data. Retransmissions are

done for each bearer independently. The receiving side requests that the sending side transmits the last packet again
until no errors are detected or, until atimer expires. When the timer expires that packet is discarded. Data passed to the
upper layer isamost free from errors. This error correction scheme is called the MOD-2 retransmission scheme for I

data, and described in clause 10.8.2.

6.2.5.2 R-CRC generation and checking

All m =64 bit A-fieldsand all m =80 bit B-subfields (see clause 6.2.1.3) contain n data bits and 16 check bits.
Therefore the data block length nis m - 16. The 16 check bits are appended to the n data bits. For encoding, the n data
bits shall be considered to be the coefficients of a polynomial having terms from x™1 down to x18. If the m bits of one
protected field are transmitted in ascending order (rg, rq,..., [.1) the polynomial is built as:

ro XXM+ x xM2 4+ 47, 4 xx16
This polynomial is divided by the generating polynomial:
9(x) = x16 + x10 + x8 + x7 + x3 + 1 = 202 611 (oct)

The 16 check bits shall be the coefficients of the terms from x15 to x0 in the remainder polynomial, found at the
completion of the division. The remainder polynomial has the form:

T XX+ o xx+ L +r  xx0
The last check bit (coefficient rp,, ; of the x0 term in the remainder polynomial) isfinally inverted.

In the resulting m = n + 16 bit codeword, the leading n bits correspond to the origina data bits.

For error detecting it has to be ensured that the received m-bit codeword is a valid codeword. Again the m bits can be
considered to be the coefficients of a polynomia having terms from xm-1 down to x0. If the m bits of one protected
field are received in ascending order (rg, rq,..., yy.1) the polynomial is built as;

o X XML+ xxM2+ 4+ 3 xx0
After inverting the coefficient r,, ; of the x0 term the generator polynomial g(x) divides all valid codewords.

6.2.5.3 X-CRC overview

For error control of B-field dataalimited error detection schemeis aways applied, even for unprotected B-field
formats. Thisisthe only protection that is applied to the Iy and Sl logical channels. The MAC layer calculates 4 bits,

8 bits, 12 bits or 16 redundancy bits (depending on the level of modulation) from selected B-field data bits. These bits
are transmitted in the X-field. The X-field occupies the last 4 bits, 8 bits, 12 bits, 16 bits or 24 bits of the B-field in al
multiplexes. The X-field allows a redundancy check in the receiver. The procedure for calculating and checking the
X-field bitsis defined in clause 6.2.5.4.

In the case of the 64 QAM modulation scheme the 24 check bits of the X-field are composed of 16 redundancy bits and
8 spare hits. The 16 redundancy bits of the X-field are calculated as defined in clause 6.2.5.4. The spare bits of the
X-field are set to 0000 0000".

6.2.5.4 X-CRC generation and checking

The X-field consists of the last 4 bits of the B-field for 2-level modulation, the last 8 bits of the B-field for 4-level
modulation, the last 12 bits for 8-level modulation, the last 16 bits for 16-level modulation and the last 24 bits for
64-level modulation. It is used to test channel quality and to detect sliding collisions. Therefore, a CRC check is done
over a selected number of scrambled B-field bits.
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The overall number of test bitsis m. These m bitsinclude the 4, 8, 12 or 16 X-field bits. The number m is different for
half dot, full dot, long slot and double dots and also depends on the level of modulation.

Table 6.38: Number of test bits (m)

half slot long slot | long slot Full Double
(j=80) (j=640) (j=672) slot slot
2-level modulation m =84 m = 164 m =164 m = 84 m = 164
4-level modulation m = 88 m = 328 m = 344 m =168 m = 408
8-level modulation m =92 m = 492 m = 508 m = 252 m = 604
16-level modulation m =96 m = 656 m = 688 m = 336 m = 816
64-level modulation m = 96 m =976 m=1024 m = 496 m=1216

With atest bit assignment of (rg, ry, ..., ;1) the mapping of the test bits onto the B-field is the following:

For half dlot (j=80) with 2-level modulation:
= b 0< i <£3+j
For half dot (j=80) with 4/8/16/64-level modulation:
= Digsaantine) 0 1 <79
Bisai 80< i <l
INT(x) isthe integer part of number x, e.g. INT(12,34) = 12.

Table 6.39: Half slot parameters

Ai imax
4-level modulation 80 87
8-level modulation 160 91
16-level modulation 240 95
64-level modulation 400 95

For double slot with 2-level modulation:

I = Bisgaqrin(inng) 0 =<i=<159

= b 160< i <163

For long dlot (j=640 or j=672), full slot and double slot, except double slot with 2-level modulation:

i = biyag1+INT(i/16)) 0 ) N P

M = Bigaj Imax = X <1< Imay

Table 6.40: Long slot, full slot and double slot parameters

X long slot (j=640) |long slot (j=672) Full Double slot
(XCRC- slot
Slze) Ai Imax:m-l Ai Imax:m-l Ai Imax:m-l Ai Imax:m-l
2-level modulation X=4 480 163 512 163 240 83 - -
4-level modulation Xx=8 960 327 1008 343 480 167 1200 407
8-level modulation | x =12 1440 491 1520 507 720 251 1808 603
16-level modulation | x=16 | 1920 655 2016 687 960 335 2 400 815
64-level modulation | x=16 | 2880 975 3024 1023 1 440 495 3600 | 1215
NOTE: For double slot with 2-level modulation:
r=bireaeintiney 0 <i<159
r=bi,640 160 <i< 163.
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Thefirst m-4 (or m-8 or m-12 or m-16) bits (rg, ry, ..., 'm.5(0r m-9 or m-13 or m-17)) &€ considered as the coefficients of the
polynomial:

o roXXMlap xxM2+ 41 s xx*for 2-level modulation;

o roXXMlap xxM2+ 41, gxx8for 4-level modulation;

. rox xm-1+rlxxm-2+ ... + rm-13 x x12 for 8-level modulation;

o rOXX™L4 1 xxM2+ 41, 4, xx18for 16-level modulation and 64-level modulation.
This polynomial shall be divided by the polynomial:

e x*+1=21(oct) for 2-level modulation;

e x8+1=401 (oct) for 4-level modulation;

o x2+x114+x3+x2+x+1=14016 (oct) for 8-level modulation;

o x16+x104+ x84+ x7+x3+1=202611 (oct) for 16-level modulation and 64-level modulation
(Thisisthe generating polynomial as used for the R-CRC calculation).

The remainder polynomia has the form:
o I X X3+ 3 X X2+ 1 5 X X + Iy 4 for 2-level modulation;
o I aXX 1 oxXXOHr XX+ e XXAHAT X X3+ X X2+ T 5 x XL+ 4 for 4-level modulation;
m-8 m-7 m-6 m-5 m-4 m-3 m-2 m-1 ,

1 10 9 8 7 6 5 4 3
® Mo XX g XX H T 10 X XT H 1 g X XE 1 g XX 1 7 XX+ 1 g XX2 4 M g XXT+ T g XX+
2 1 X m ion:
Fm.3 X X& + [0 X X+ + 1, 4 for 8-level modulation;

15 14 13 12 11 10 9
L] rm-16 X X2 + I’m_15 X X+ + I’m_14 X X2 + I’m_13 X X+ + I’m_12 X X+ + rm-ll X XY + rm-lO X XY +
8 7 6 5 4 3 2 1
Mg X XC + Mg X X+ T 7 X XO + 1 g X X2+ T g X XT+ T 4 X XZ+ T g XXE+ T 5 X XE+ T
for 16-level modulation and 64-level modulation;

where the coefficients 'y, 4 (m g/m-12/m-16) - fm-1 Shall represent the last four (8,12 or 16) test bits and shall be
transmitted in the X-field for 2-level, 4-level, 8-level, 16-level respectively 64-level modulation.

For the X-field check, the received test pattern (rg, ry, ..., y,.1) builds the polynomial:
o X XML+ xxM™2+  +r 1 xx0

The polynomial x4+ 1 = 21 (oct), x8 + 1 = 401 (oct) and x12 + x11 + x3 + x2 + x + 1 = 14 016 (oct) respectively
x16 + x10 + x8 + x7 + x3 + 1 = 202 611 (oct) divide all valid test patterns.

6.2.5.5 B-CRC generation and checking
For more efficient user data transmission lpg services using a single 32 bit CRC over the whole B-field are introduced.

All m bit IF,Q format B-fields, with the exception of the B-fields for packets of type P32 and D-field names D32a and

D32b (see clause 6.2.1.3), contain n data bits and 32 check bits. Therefore the data block length nism - 32. The 32
check bits are appended to the n data bits. For encoding, the n data bits shall be considered to be the coefficients of a
polynomial having terms from x™1 down to x32. If the m bits of one protected field are transmitted in ascending order
(rg, 11+ 'm-1) the polynomial is built as:

d(X) = rgX XML 41 x XM2+ 471 3 xx32
The generator polynomial definesto:
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The 32 Bit checksum shall be the ones complement of the sum (modulo 2) of:

e theremainder of xN X (x31 + x30 +__+ x + 1) divided (modulo 2) by the generator polynomial g(x);
e  theremainder of the division (modulo 2) by the generator polynomial g(x) of the data bit polynomia d(x).

Asatypica implementation at the transmitter, the initial content of the register of the device computing the remainder
of the divisionis pre-set to all 1sand isthen modified by division by the generator polynomial (as described above) on
the address, control, and information fields; the ones complement of the resulting remainder is transmitted as the
thirty-two-bit checksum.

Asatypical implementation at the receiver, the initial content of the register of the device computing the remainder is
pre-set to al 1s. The final remainder after multiplication by x32 and then division (modulo 2) by the generator
polynomial g(x) of the serial incoming protected bits and the checksum, will be

"1100 0111 0000 0100 1101 1101 0111 1011" (x31 through X9, respectively) in the absence of transmission errors.

6.2.6 Broadcast controller

The broadcast controller in the TBC or CBC or DBC adds RFP specific information to data from the BMC. Some
examples for RFP specific information are: the RPN number (see clause 7.2.2), the number of transceivers within the
RFP, description of dot position and frequency of the radio channel in use (see clause 7.2.3.2), or blind dot information
(see clause 7.2.4.3.3).

7 Medium access layer messages
7.0 General

Genera remarks:

1) When not specially defined, all numbersin A-field or B-field messages are coded with the natural binary value
and are arranged such that the Most Significant Bit (MSB) is transmitted first and the Least Significant
Bit (LSB) istransmitted last.

EXAMPLE: A five bit number with avalue of 12 (decimal) = 01100 (binary) which is transmitted in the bits
a3 to a7 or in the bits bn,5 to bn,, is coded asin figure 7.1.

0 1 1 0 0
MSB LSB
a3 A4 5 a1 a7
bn,, bn,, bn,g bn,g bn,;

Figure 7.1: Most and Last Significant Bit

2) "Escape" codesare for proprietary use. The main escape is provided in the tail identification (see clause 7.1.2).
Secondary escapes are also provided for proprietary extensions to the messages. These secondary codes shall
not be used to replace functions that can be equally provided using DECT standard functions.

3) "Reserved" codes are for future DECT Cl expansions. These codes shall not be used. These codes may be
specified in future revisions of the present document.

4)  Messages not implemented shall be ignored.
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7.1 Header field

7.1.1 Overview/formatting
The header field, H, occupies bits &, to &; of the A-field. Seefigure 7.2.

‘ TA ‘ Q1/ ‘ BA ‘ Q2 ‘
BCK
|2 [ a [ A [a [a [a [a |a |

Figure 7.2: Header field formatting

7.1.2 Tail identification, TA, bits ao to a
These bits describe the contents of the 40 bits that follow the header field. See table 7.1.

Table 7.1: Tail Identification

a, |a; | a Tail contents Restrictions
0 0 0 |C;data packet number 0
0 0 1 |C,data packet number 1

0 1 0 |if BA bits = 111 (XSync after A-CRC):

-> identity information (Nt) on DummyPointer bearer

(FT initiated "no-emission" mode wakeup)

if BA bits are not "111" (B-field content / see clause 7.1.4):
-> identities information (N;) on connectionless bearer

0 1 1 |identities information (Ny)

1 0 0 |multiframe synchronization and system information (Q)

1 0 1 |reserved

1 1 0 [MAC layer control (My)

1 1 1 |paging tail (Pq) RFP only
1 1 (first PP transmission (My) PP only

"RFP only" means: RFP transmissions only.
"PP only" means: PP transmissions only.
See clause 10.5.1.7 for description about the use of the TA code "111" first PP transmission.

NOTE: Rigoroustesting of all possible reserved tailsis not intended. A manufacturer's declaration is appropriate.

When the escape code is used it shall appear in every header and no other TA code shall be used. The escape code
indicates the use of proprietary protocols and no compatibility with the standard protocol can be assumed (see ETSI
EN 300 175-1 [1]).

7.1.3  The "Q1/BCK" bit, bit as

The bit a5 has only a defined meaning for duplex traffic bearers, i.e. duplex bearersin connection oriented services. For
all other bearers and services this bit is set to "0".

For duplex bearers of aMAC layer I,_error_correction service (connection oriented service) this bit is the "BCK" bit
and is used for I, channel flow control. Its value is defined by the procedures given in clause 10.8.2.

For duplex bearers of all the other connection oriented MAC layer services, thisbit isthe "Q1" bit and used for bearer
quality control. Its value is defined by the procedures given in clause 10.8.1.3.
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7.1.4 B-field identification, BA, bits a4 to as
These bits describe the contents of the B-field that follows the A-field. See table 7.2.
Table 7.2: B-field ID

B-field contents
U-type, Iy, Sy, or I, packet number O or no valid |,_error_detect channel data
U-type, I_error_detect or I, packet number 1 or Sl or no valid I, channel data
E-type, all C. or CL, packet number 0

double slot required
E-type, all C, packet number 1

E-type, not all C or CL; C packet number O (note 5)

half slot required
E-type, not all C; C packet number 1 (note 5)

long slot (j=640) required
E+U-type (if regular U-plane service is I or I_error_detect) OR E+U type, packet number
0 (if regular U-plane service is |p_error_correct) OR E-type all MAC signalling (notes 3, 4

and 5)

long slot (j=672) required

E+U-type, packet number 1 (if regular U-plane service is I,_error_correct) OR no B-field (if
regular U-plane service is I or |,_error_detect) (notes 3 to 7)

NOTE 1: The 000 code may be used to indicate that the B-field does not contain valid data, only for an
already established I,_error_detect connection.

NOTE 2: The 001 code may be used to indicate that the B-field does not contain valid data, only for an
already established I connection.

NOTE 3: The E+U type mux (codes 110 and 111) allows the transmission of MAC messages (e.g. bearer
quality report for a duplex bearer of an asymmetric connection) and U-type data in one B-field.
NOTE 4: The 111 is only used to indicate E+U mux if MAC service is |_error_correct. For Iy, Sl and

I,_error_detect, this code indicates no valid B-field.

NOTE 5: All MAC control (all subfields carrying MAC signalling or Gg) can be also transmitted using codes
100 and 101 if C. channel is supported, and 111 if MAC service is |p_error_correct.

NOTE 6: For I_error_correct, no B-field may be implemented using the MAC control message "NULL" in all

subfields.

NOTE 7: However, when used in application profiles where E/U type "E+U" and channel I,_are not
supported, it is allowed to use the code "111" to indicate "no B-field" when regular U-plane service
is |p_error_correct.

QD
N

QD
a

QD
o

PP PP P OO0 O] O] O
ROl OO0 O| PFk| P O]l O
O|FR| POl OOl O k| O

[EEN
[EEN
(O

NOTE: Testing of this H-field with all possible T- and B-fieldsis not intended. A manufacturer's declaration is
appropriate.

In relation to a BEARER_REQUEST message of the A-field advanced connection control set and REP connection
control set, the a,, &, g bits shall indicate the following:

010: "double dot required”;

B-field does not contain valid logical channel data
100: "half dot required”;

B-field does not contain valid logical channel data
101: "long dot (j=640) required";

B-field does not contain valid logical channel data
110: "long slot (j=672) required";

B-field does not contain valid logical channel data
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The first response from the called side shall use the same BA hits setting used by the calling side and the B-field does
not contain valid logical channel data. In the following messages, the BA bits shall indicate the logical channels
contained in the B-field.

In relation to a BEARER_REQUEST message of the A-field advanced connection control set and REP connection
control set, all other codings shall indicate full slot with the B-field contents described above.

Inrelation to aBEARER_REQUEST message of the B-field advanced connection control set the a,, as, g bits shall
indicate the following:

010: "double dot required”;

101: "long slot (j=640) required”;
110: "long slot (j=672) required";
100: "half dot required”.

In the first response from the called side and in the following messages, the BA bits shall indicate the logical channels
contained in the B-field.

7.1.5  The "Q2" bit, bit a7

The bit a; has only a defined meaning for duplex traffic bearers, i.e. duplex bearersin connection oriented services. For
all other bearers and services thisbit is set to "0".

For duplex bearers of connection oriented MAC layer services, thisbit isthe "Q2" bit and used for bearer quality
control and C channel flow control. Its value is defined by the procedures given in clause 10.8.1.3 for I and

Ip_error_detection services and in clause 10.8.2.4 for | ,_error_correction services.

7.2 Messages in the tail field

7.2.1 Overview

Several different messages may be multiplexed into the tail field, according to the T-MUX algorithm defined in
clause 6.2.2.1. The contents of the tail field are defined for each frame by the tail identification bits defined in
clause 7.1.2.

Each tail message has afixed length of 40 bits. In the following descriptions the mapping of the message into the
A-field is shown. Thefirst bit of the message always appears in bit position ag as shown in figure 7.3.

[ Head Tail R-CRC |
a 447
Tail message - 40 bits

Figure 7.3: Tail field
The following tail messages are defined:
. N channel messages (see clause 7.2.2);
e Q channel messages (see clause 7.2.3);
. P channel messages (see clause 7.2.4);

o M channel messages (see clause 7.2.5).
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7.2.2 Identities information (Nt)

The management entity in the RFP supplies the MAC layer with the primary access rights identifier, an SDU of either
32 hits or 37 bits passed through the ME SAP. The RFP adds its radio fixed part number (8 bits or 3 bits) RPN to this
SDU so that the RPN forms the least significant bits of the resulting 40 bit field. The complete 40 bit message forms the
radio fixed part identity (see ETSI EN 300 175-6 [6]), and this is the only message that appears in N1 type tails sent by

the RFP. The |east significant bit of RFPI is placed in bit position a4

NT typetails sent by a PT contain the RFPI of that RFP with which it is maintaining the bearer.

|E | Primary Access Rights Identifier (PARI) | RPN |
ag 847
RFPI Message (N channel)

Figure 7.4

7.2.3 System information and multiframe marker (Qr)
7.23.1 General

The multiframe marker is transmitted once every 16 frames. This marker is combined with the tail code for system
information (Q). Q channel information is therefore only transmitted by RFPs once every multiframe.

The basic format of the Q-field isto have a 4 bit header (the Qy field) followed by a 36 bit information field.
Seefigure 7.5.

header system information
Qn

lag - an |ap a7 |

Figure 7.5: System Information field

The QH field is used to identify 16 different system information fields. Any one of these fields can be transmitted in
each multiframe. Some of these fields need never be transmitted. PTs are required to understand some of these fields.
There is amaximum time interval between transmissions of mandatory fields. The exact sequencing of different

Q fields by an RFP is not defined.

Table 7.3
Qy SYSTEM INFORMATION MAN FREQ
(see note 8)

000X static system info Yes 8 (16)
0010 extended RF carriers part 1 See note 1 8 (16)
0011 fixed part capabilities Yes 8 (16)
0100 extended fixed part capabilities See note 2 8 (16)
0101 SARI list contents No 8
0110 multi-frame number See note 3 8 (16)
0111 escape No -
1000 obsolete See note 4 -
1001 extended RF carriers part 2 See note 5 8 (16)
1011 transmit information See note 6 8 (16)
1100 extended fixed part capabilities part 2 See note 7 8 (16)
1101 extended static system info No 8 (16)
1110

to } Reserved
1111 }
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Qy SYSTEM INFORMATION MAN FREQ
(see note 8)

MAN =  Mandatory transmission (Yes/No).

FREQ = Repeat interval in multiframes, if implemented.

NOTE 1: If an extended frequency allocation is used this message shall be transmitted in the multiframe
following every transmission of the static system information.

NOTE 2: If extended fixed part capabilities information is available this message shall be transmitted in the
multiframe following every transmission of the fixed part capabilities information.

NOTE 3: If an RFP implements encryption then this message shall be transmitted at least once every
8 multiframes.

NOTE 4: This code has never been defined in the present document, but was defined in an ETSI TS that quickly
became obsolete, and should therefore not be used for defining new Q,; messages.

NOTE 5: If an extended frequency allocation requires this part 2 message, then it shall be transmitted in the
multiframe following every transmission of the extended RF carriers part 1 information.

NOTE 6: If local regulation or environment impose specific transmit requirements which differ from the common
DECT specification requirements, e.g. transmission power limitations, then the transmission of this
message is mandatory.

NOTE 7: If the extended fixed part capabilities require this part 2 message, then it shall be transmitted in the
multiframe following every transmission of the extended fixed part capabilities (part 1) information.

NOTE 8: The target repeat interval value is shown in the Freq column. However, in the worst case, where there
are many different Qt types to transmit, this target value might not be achievable. The maximum repeat
interval is shown in parenthesis in the Freq column and this value shall not be exceeded.

7.2.3.2 Static system information
7.2.3.2.1 General, Qu =0, 1 (hex)
Seefigure 7.6.
Qn
0|0 [0 N[ SN SP |esc | Txs Mc RF- spr CN Ext- spr PSCN
carriers System-
Info
R
ag a5 |812 e Qg (B9 (A1 |82 asp Az 40 an Ay
Q5 | Ay a as; a3z 839 a7

Figure 7.6: Static System Information

7.2.3.2.2 Qu and Normal-Reverse (NR)

NR defines whether the RFP is transmitting in its normal half frame, or whether thisis the reversed half of an
asymmetric connection. Seetable 7.4.

Table 7.4: NR bit

Bit Meanin

ayy g
0 "normal” RFP transmit half frame
1 "normal” PP transmit half frame

NOTE: Qyand NR are combined to allow easier decoding.

7.2.3.2.3 Slot Number (SN)

This defines the number of the dlot pair in which this transmission begins. See table 7.5.
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Table 7.5: Slot Number
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Bits

QD
iy
i

Meaning

slot pair {0,12}

slot pair {1,13}

slot pair {2,14}

slot pair {3,15}

slot pair {4,16}

slot pair {5,17}

slot pair {6,18}

slot pair {7,19}

slot pair {8,20}

slot pair {9,21}

slot pair {10,22}

slot pair {11,23}

I—‘I—‘I—‘I—‘I—‘OOOOOOOO[\!—?’

I—\OOOOI—‘I—‘I—‘I—‘OOOOZ‘?’

[
[N

O P O|I0(FR|FPIO|O|FR|Fk|O|O
OIﬂ'OI—‘*OI—‘*OH’OI—‘*OH’O%D

}

} reserved

}

—+
o

[
[

7.2.3.2.4

Start Position (SP)

Start position defines the bit in the full slot pair where transmission of the first bit of the S-field starts. See table 7.6.

Table 7.6: Start Position

Bits .
ar, a,, Meaning

0 0 S-field starts at bit fO

0 1 reserved for future use

1 0 S-field starts at bit {240

1 1 reserved for future use
NOTE 1: f240 is a "half slot".
NOTE 2: Only full slots starting at bit fO are currently fully defined.

7.2.3.2.5

ESCape bit (ESC)

When set to "1", indicates that the "escape” Q message will be broadcast (see clause 7.2.3.8). Seetable 7.7.

7.2.3.2.6

Table 7.7: ESCape bit

Bit Meanin

%18 g

0 no "Q; Escape" is broadcast
1 the "Q; Escape" is broadcast

Number of transceivers

This gives the number of transceiversin the RFP. See table 7.8.

Table 7.8: Number of transceivers

Bits .
a ay Meaning
0 0 RFP has 1 transceiver
0 1 RFP has 2 transceivers
1 0 RFP has 3 transceivers
1 1 RFP has 4 or more transceivers
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7.2.3.2.7 Extended RF carrier information available (Mc)

If the "extended RF carrier information” Q message is transmitted by this RFP, this bit shall be set. The "extended RF
carrier information" message shall be transmitted in the multi-frame following this "static system information” message.
Seetable 7.9.

Table 7.9: Extended RF carrier information

Bit Meanin
a 9
0 no "extended RF carrier information" message
1 "extended RF carrier information" message shall be transmitted in the next multiframe
7.2.3.2.8 RF carriers available (RF-cars)

10 bits are used to tell the PT which of the 10 carriers are available at this RFP.
Itisrequired that all RFPsin the same DECT FP shall have exactly the same RF carriers available.
For bit a,, 22 < x < 3L
. if a = 0, then RF carrier (x-22) is not available at this RFP;
. elsea, =1 and RF carrier (x-22) isavailable at this RFP.
a, shall be set to 1 where local regulatory conditions allow use of the RF carrier.
7.2.3.2.9 Spare bits (SPR)

Until their useis defined, these bits shall not be used. They shall be set equal to "0". See table 7.10.
Table 7.10: Spare bits

bit Value
ag, 0
agy 0

7.2.3.2.10 Carrier number
This defines the number of the RF carrier of thistransmission. See table 7.11.

Table 7.11: Carrier number

Bits Meaning
azy azs a3g az7 asg 839
0 0 0 0 0 0 RF Carrier 0
0 0 0 0 0 1 RF Carrier 1
0 0 0 0 1 0 RF Carrier 2
............ etC. .oouuu...
0 0 1 0 0 1 RF Carrier 9
0 0 1 0 1 0 RF Carrier 10
............ etC. ...
1 0 0 0 0 0 RF Carrier 32
1 0 0 0 0 1 RF Carrier 33
............ to.......
1 | 1 | 1 | 1 | 1 | 1 RF Carrier 63
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7.2.3.2.11 Extended static system information available (Ext-System-Info) and spare bit
7.2.3.211.1 Extended static system information available (Ext-System-Info)

When set to "1", indicates that the "extended static system information” Q message will be broadcasted (see
clause 7.2.3.12). Seetable 7.12.

Table 7.12: Extended static system info bit

Bit Meanin
40 9
0 no "Q extended static system information" is broadcasted
1 the "Q; extended static system information" is broadcasted
7.2.3.2.11.2 Spare bit (SPR)

Until its use is defined, this bit shall not be used. It shall be set equal to "0". See table 7.12a.

Table 7.12a: Spare bits

bit Value
ay 0
7.2.3.2.12 Primary receiver Scan Carrier Number (PSCN)

The PSCN defines the RF carrier on which one receiver will be listening on the next frame when only one receiver is
idle. See table 7.13.

Table 7.13
Bits Meanin
342 343 344 845 A6 847 ’
0 0 0 0 0 0 primary scan next on RF Carrier 0
0 0 0 0 0 1 primary scan next on RF Carrier 1
0 0 0 0 1 0 primary scan next on RF Carrier 2
............ etC. .ooeennn.
0 0 1 0 0 1 primary scan next on RF Carrier 9
0 0 1 0 1 0 primary scan next on RF Carrier 10
............ efC. e,
1 0 0 0 0 0 primary scan next on RF Carrier 32
1 0 0 0 0 1 primary scan next on RF Carrier 33
............ 0 s
1 | 1 | 1 | 1 | 1 [ 1 primary scan next on RF Carrier 63

NOTE: Innormal systemsthe valuein the PSCN field may change with each transmission (as PSCN has a
10 frame cycle and Q messages have a 16 frame cycle).

7.2.3.3 Extended RF carrier information part 1

7.2.3.3.1 General, Qn = 2 (hex)

The transmission of this message is mandatory if a DECT FT is able to transmit on a RF carrier that is not in the set
{0,1,2,3,4,5,6,7,8,9}.

All PTsshall be able to understand bits a5 to a4, and bits a,, to a,7 inclusive, of this message. Seefigure 7.7.

Qy RF RF Further RF 0 number of
0 0 1 0O carriers band carrier extension | spr RF Carriers
ag R CEP a3 |85 39 a0 A |82 a7

Figure 7.7: Extended RF carrier information part 1
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23 bits are used to tell the PT which of the additional 23 carriersin the set {10, 11, 12..., 32} are available at this RFP.

For bita, 12<x < 34:
. if a, = 0 then RF carrier (x-2) isnot available at this RFP,
e ¢dsea,=1andRF carrier (x-2) is available at this RFP.

The relation between carrier frequency and carrier number is defined in the Physical Layer specification and depends on
the RF band number.

Bits agg 10 agg give the number of the RF band. Bit agq isthe least significant bit. The RF band numbersto be used are
defined by the Physical Layer specification.

7.2.3.3.2 Further RF carrier extensions

Bit a,; indicates if the Q message 9 (hex) "Extended RF carrier information part 2" below is sent or not:
e if 345 =0, then the Q, message 9 (hex) "Extended RF carrier information part 2" below is not sent;

e if a4 =1, thenthe Q, message 9 (hex) "Extended RF carrier information part 2" below is sent, and the PP shall
read and properly utilize the information.

7.2.3.3.3 Number of RF carriers
Bits ay, to a,7 give the total number of RF carriers that the RFP scansin aregular sequence. Bit a,; isthe least
significant bit.

NOTE: The coding of bits a,, to ayq, inclusive, isleft for future standardization when additional frequencies are

allocated.
7234 Fixed part capabilities
7.2.3.4.1 General, Qn = 3 (hex)

A PT shal understand the bits in this message that relate to the service that the PT requires; e.g. if the PT needs an RFP
with frequency control, the PT shall be able to understand the bit that says whether the RFP implements frequency
control. Seefigure 7.8.

Qy capabilities available information
0011

ag a3 |ap2 a7

Figure 7.8: Fixed Part Capabilities

7.2.3.4.2 Standard capabilities

NOTE: Fixed part capabilities relate to the whole FP. Other capabilities are defined, which relate to, for example,
aspecific cluster or a specific RFP.

0011 Physical ano_l MAC layer Higher layer information
capabilities
8 a; |ap a3 |83 a7
Figure 7.9

Physical and MAC layer capabilities available:
If acapability isavailable:
then bit a, shall be set to 1,
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else (capability is not available) the bit a, shall be set to 0.
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Reserved bits shall be set to 0.
Table 7.14

Bit number Capability

a, extended FP Info (Q,, = 4)

a3 double duplex bearer connections
Ay, reserved

a5 double slot

A6 half slot

a,; full slot

g frequency control

aig page repetition

ay C/O setup on dummy allowed

ay C/L uplink

a,, C/L downlink

ays basic A-field set-up

Ay, advanced A-field set-up

ays B-field set-up

Ay Cp messages

ay; Iya_Mminimum_delay

ayg Iyg_normal_delay

Ay Ioy_error_detection

ag lpyr_error_correction (or oo _error_correction, see note 3)
ag multibearer connections

NOTE 1: Bit a,q indicates whether or not Idle_Locked PPs may enter the low duty cycle
Idle_Locked mode (see clause 11.3.3.1).

NOTE 2: The bits a,, and a,, indicate only the capabilities of the FT to provide
connectionless services in the uplink or downlink direction. They do not indicate if
these services are active when the message is transmitted.

NOTE 3: The support of MAC service Ipqg error correct shall be coded and deducted from
the setting of this bit and bit a,, of extended MAC layer capability (see
clause 7.2.3.5.2.4).

Higher layer information:

The management entity in the fixed part supplies the MAC layer with a 16 bit SDU viathe ME SAP. At the PT the

MAC layer passes the 16 bits out through the ME SAP to the management entity.

For the setting of the higher layer information bits refer to annex F of ETSI EN 300 175-5 [5].

7.2.3.5
7.2.3.5.1

Extended fixed part capabilities

General, Qn = 4 (hex)

Part of this message is reserved for future standardization. See figures 7.10 and 7.11.

NOTE: Bit ay, of the standard capabilities message (see clause 7.2.3.4) indicates whether or not this message is
broadcast.
QH Extended Physical and MAC layer Extended Higher layer capabilities
0100 capabilities
ag a1 |82 y |8 a7

Figure 7.10: Extended fixed parts capabilities
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7.2.3.5.2 Extended Physical and MAC layer capabilities
7.2.3.5.2.0 General
The bits for which the coding is not defined shall be set to 0. These hits are left for future standardization.

Figure 7.11 presents the structure of the extended physical and MAC layer capabilitiesfield.

Wireless relay | Synchronization | Reserved [MAC suspend IPQ services |Extended FP |Reserved for further
stations field and resume | sypported | infopart2 standardization
a 817 |4 a9 a0 a a a3 CPy)

Figure 7.11: Extended physical and MAC layer capabilities

7.2.3521 Wireless Relay Stations

The definition of the WRS support field, a;, to a,7 isgiven in table 7.15. The default value of the WRS support field is
al bitsset to 0.

Table 7.15: Wireless Relay Stations

WRS ¢ CRFP bits REP bits Meanin
Suppor Ao |3 | Q4 | A5 | 846 Qg7 ng

CRFP Hops: 0 0 X X X X |1 CRFP is allowed

The number of CRFPs 0 1 X X X X |2 CRFP allowed in cascade

allowed to be cascaded 1 0 X X X X |3 CRFP allowed in cascade

with the part with received RFPI 1 1 X X X X __|No CRFP allowed

CRFP encryption X X 0 X X X __|CRFP encryption not supported
X X 1 X X X __|CRFP encryption supported

REP hops: X X X 0 0 X |REP not supported

The number of REPs X X X 0 1 X |1 REP is allowed

allowed to be cascaded X X X 1 0 X |2 REP are allowed in cascade

with the part with received RFPI X X X 1 1 X |3 REP are allowed in cascade

REP capabilities X X X X X 0 |REP interlacing not supported
X X X X X 1 |REP interlacing supported

7.2.3.5.2.2 Synchronization field options

Bits a,g and a, 4 define the synchronization field options support as given in table 7.16.

Table 7.16: Synchronization field options

Bits Meanin
8 A9 g
0 0 standard, see ETSI EN 300 175-2 [2], clauses 4.6 and 5.2
0 1 prolonged preamble, see ETSI EN 300 175-2 [2], annex C (see note)
1 0 reserved
1 1 reserved

NOTE: This message indicates that the FT is capable of using the prolonged preamble and is transmitting the
prolonged preamble. When a PT receives this message, and is capable of using the prolonged preamble
and/or is capable of transmitting the prolonged preamble then it should use the extended channel selection
window (see ETSI EN 300 175-2 [2], clause 8.3).

7.2.3.5.2.3 MAC suspend and resume

Bit &y, indicates support of the MAC suspend and resume procedures (see clause 10.3.1.1) when set to 1.

723524 MAC service lpq supported

Bit a,, indicates support of the MAC service IF,Q to transport |, channel data using a single subfield protected B-field
format as defined by clauses 5.6.2.1 and 5.6.2.2 when set to 1.
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The support of MAC service | pQR €rfor correct shall be coded and deducted from the setting of this bit and bit ag, of
standard MAC layer capability (see clause 7.2.3.4.2). If both bits are set, it shall be understood that I pgR €rror correct is
supported.

7.2.3.5.3 Extended higher layer capabilities

Figure 7.12 presents the structure of the extended higher layer capabilities field.

Extended higher layer information

ays 47

Figure 7.12: Extended higher layer information field

The coding and the meaning of these bits shall be as defined in annex F of ETSI EN 300 175-5 [5]. The bits for which
the coding is not defined shall be set to 0.

7.2.3.6 Secondary access rights identities
7.2.3.6.1 General, Qn =5 (hex)
The transmission of this message is optional, subject to the existence of one or more valid SARIs (see figure 7.13).
Qy SARI message
0 1 0 1
ag a8 a7

Figure 7.13: SARI message field

7.2.3.6.2 SARI message

The management entity in the fixed part suppliesthe MAC layer with a 36 bit SDU viathe ME SAP. At the PT the
MAC layer passes the 36 bits out through the ME SAP to the management entity. See ETSI EN 300 175-6 [6].

7.2.3.7 Multiframe number

7.23.7.1 General, Qu = 6 (hex)
All PTsthat support encryption shall understand this message (see figure 7.14).

Qy (spare) multiframe number
0 1 1 0 1111 0000 1111
ag a1 |82 8y3 |34 Y7

Figure 7.14: Multiframe number

7.2.3.7.2 Multiframe number

Thisisthe number of the multiframe, modulo 224, The least significant bit of the multiframe number is placed in bit
position a,5.

If encryption is supported, the multiframe number shall be the same across the whole of a DECT FP.
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7.2.3.8 Escape
7.2.3.8.1 General, Qn =7 (hex)
The transmission of this message is optional.

Any DECT RFP may transmit an escape message. See figure 7.15.

Qy escape
0O 1 1 1 information

Figure 7.15: Escape

7.2.3.8.2 Escape information

The content of the escape information field (a;, to a47) is not specified. This message is provided for application
specific use.

7.2.3.9 Extended RF carrier information part 2

7.2.39.1 General, Qu = 9 (hex)

The transmission of this message is mandatory if aDECT FT is ableto transmit on a RF carrier that is not in the set
{0,1,2,3,..., 30, 31, 32}.

All PTs shall be able to understand bits ag to a4, of this message. See figure 7.15a.

Q4 RF spare
1 0 0 1 carriers 00000
ag a1 212 A |43 Y7

Figure 7.15a: Extended RF carrier information part 2
31 bits are used to tell the PT which of the additional 31 carriersin the set { 33, 34,..., 63} are available at this RFP.
For bit a, 12<x < 42:
e if a =0then RF carrier (x + 21) is not available at this RFP;
e dsea = 1then RF carrier (x +21) isavailable at this RFP.

The relation between carrier frequency and carrier number is defined in ETSI EN 300 175-2 [2] and depends on the RF
band number indicated in clause 7.2.3.3 Extended RF carrier information part 1.

7.2.3.10 Transmit information

7.2.3.10.1 General, Qn = B (hex)

The transmit information is used to indicate to the PTs local conditions and restrictions, e.g. the maximum allowed
transmit power.

Qy TX type power level (spare)
1 0 1 1 00000000... 0000
ag T D) 15 |21 83 |84 Y7

Figure 7.15b: Transmit information
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Table 7.16a: TX type field

a;, | a3 |ay, |ag TX type

0 0 0 0 |maximum transmit power

0 0 0 1 |reserved

0 0 1 0 |reserved

0 0 1 1 |reserved

0 1 0 0 |reserved

0 1 0 1 |bandwidth dependant maximum transmit power (see note)

0 1 1 0 |reserved

0 1 1 1 |reserved

1 0 0 0 |reserved

1 0 0 1 |reserved

1 0 1 0 |reserved

1 0 1 1 |reserved

1 1 0 0 |reserved

1 1 0 1 |reserved

1 1 1 0 |reserved

1 1 1 1 |reserved

NOTE:  The maximum transmit power is equal to the value given in "power level"
field multiplied with the square root of the emission bandwidth measured in
MHz. The emission bandwidth shall be determined by measuring the width
of the signal between two points, one below the carrier center frequency and
one above the carrier center frequency, that are 26 dB down relative to the
maximum level of the modulated carrier.
Power level field

Bits a;5 10 8,5 in the "power level” field give the binary encoded value of the maximum transmit power in mW. Bit a5
isthe least significant bit.

Spare bits

The spare bits a,, to a,7 shall be set to zero.

7.2.3.11 Extended fixed part capabilities (part 2)

7.2.3.11.1 General, Qn = C (hex)
NOTE: Bit ay; of the extended FP capabilities message (see clause 7.2.3.5) indicates whether or not this message
is broadcast.
Extended Physical and .
1100 MAC layer capabilities Extended _ngher layer
(part 2) information (part 2)
g ay  |ap A3 |82 a7
Figure 7.15c¢
7.2.3.11.2 Extended Physical and MAC layer capabilities (part 2)

. If acapability isavailable:
- thenbita, shall besetto 1;

. €lse (capability is not available) the bit a, shall be set to 0.

° Reserved bits shall be set to 0.
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Table 7.16b
Bit number Capability

a;, Long slot support (j=640)
a3 Long slot support (j=672)
a, E+U-type mux and channel I basic procedures supported (see note 1)
a5 channel I, advanced procedures supported (see note 1)
g channel S, supported (see notes 1 and 2)
a,; channel G supported (see note 3)
g ULE WRS delayed paging support (see note 4)

a,9-a,, |Reserved for future standardization
ayg "no-emission" mode: preferred carrier number mode (CN)

E+U-type multiplexer.

channel.

NOTE 1: See clauses 5.3.1.4 and 6.2.2.2 for description of the I channel and the
NOTE 2: Requires the support of the Sl channel. See clause 5.3.2.3 for description of Sl

NOTE 3: This bit indicates that the FT has the ability to receive the G channel.

NOTE 4: When bit a18 = 0, a ULE capable WRS shall use the ULE page delay mechanism
to delay the paging broadcasts (Bu channel and C/L Downlink service). When bit
al8 =1, the ULE page delay mechanism shall not be used. See ETSI TS 102
939-2 [i.12], clause 10.7.3 for further details.

Setting of bit ay5. " no-emission” mode

83 =1 variable preferred CN/every CN possible

a3 =0: fixed preferred CN

The preferred carrier number is selected and broadcasted by the FT (PT broadcast info) FT:

- if (a3 = 1), then DummyPointer-wakeups on all carriers should be done after reset
- if (2,5 = 0), then DummyPointer-wakeup only on the known preferred carrier should be done after reset

PT:
- check capability "no-emission" mode: preferred carrier number mode
- if (a3 = 1), then DummyRequest-wakeups on all carriers should be done after reset or asynchronous mode
- if (a5 = 0), then DummyRequest-wakeup only on the known preferred carrier should be done after reset or
asynchronous mode
7.2.3.11.3 Extended higher layer capabilities (part 2)

The coding and the meaning of these bits shall be as defined in annex F of ETSI EN 300 175-5 [5]. The bits for which

the coding is not defined shall be set to 0.

7.2.3.12 Extended static system information

7.2.3.12.1 General, Qn = D (hex)
Seefigure 7.15d.

Spare

RFP slot
scheme info

ag a1 |82

Y3

A4

Y7

Figure 7.15d: Extended Static System Information
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7.2.3.12.2 Spare bits (Spare)
Until their use is defined, these bits shall not be used. They shall be set equal to "0". See table 7.16c.
Table 7.16¢: Spare bits

bit Value
A1p - 8y3 0

7.2.3.12.3 RFP slot scheme info

This defines which slots will be potentially available on the RFPs in the system. PP may use this system wide static
information until blind slot information of the currently locked RFP is received, e.g. in case of intercell handover. See
table 7.16d.

Table 7.16d: RFP slot scheme info

Bits Meaning
444 %5 %46 447

0 0 0 0 No info (default ), see note 1

0 0 0 1 Only odd slots (1,3,5, ...) will be potentially available on all RFPs in the
system

0 0 1 0 Only even slots (0,2,4, ...) will be potentially available on all RFPs in the
system

0 0 1 1 It depends on RPN, which slot scheme will be potentially available on the
RFP:
RPN=xxxxxxx0: even slots (0,2,4, ...) will be potentially available on this
RFP
RPN=xxxxxxx1: odd slots (1,3,5, ...) will be potentially available on this RFP

0 1 0 0 It depends on RPN, which slot scheme will be potentially available on the
RFP:
RPN=xxxxxxx1: even slots (0,2,4, ...) will be potentially available on this
RFP
RPN=xxxxxxx0: odd slots (1,3,5, ...) will be potentially available on this RFP

0 1 0 1 It depends on RPN, which slot scheme will be potentially available on the
RFP:
RPN=0,1: even slots (0,2,4, ...) will be potentially available on this RFP
RPN>1: all slots will be potentially available on this RFP
(see note 2)

0 1 1 0 }

to } reserved
1 1 1 1 }
NOTE 1: Until a Py-blind slot info (see clause 7.2.4) is received, the PP assumes that all slots are available for all
RFPs in the system.
NOTE 2: Used in typical residential class A repeater systems.

7.2.4  Paging Tail (P7)

7.24.1 General format
72411 P+ format for full and long page messages
Pt 36 bits of Bg channel data
header
ag ay |8 a7

Figure 7.16: Py format for full and long page messages

ETSI



7.24.1.2

7.24.1.3

7.24.1.4

122 ETSI EN 300 175-3 V2.6.1 (2015-07)
P+ format for short page messages
P 20 bits of info MAC Layer
header Bg channel data type information
ag a1 |82 831 |83 83 [Ag a7
Figure 7.17: Py format for short page messages
P+ format for zero length page messages
P 20 least significant info MAC Layer
header bits of RFPI type information
ag a1 |82 831 |83 83 [Ag a7
Figure 7.18: Py format for zero length page messages
P+ format for MAC_Resume_and_Control_page message
P PMID (20 bhits) ECN/info 3 |Command Info 1 Info 2
Header=x011
ag A1 |32 831 |83 835 |83 837 | 933 A A Ay
Figure 7.19: Py format for MAC_resume and control page messages
Table 7.16e: MAC resume and control page commands
ECN/info 3 | Command Info 1 Info 2 Meaning
a3 835 836 837 a3 Ay 8 Ay
ECN of the 11 1111 111111 RESUME (no special slot or
connection to channel list)
be resumed
ECN of the 11 Any other value: SN 111111 RESUME on slot SN, standard
connection to scan sequence
be resumed (equivalent to the channel list
command LISTEN)
ECN of the 11 Any other value: SN | Any other value: |RESUME on slot SN, channel
connection to CN CN (equivalent to the channel
be resumed list command LISTEN)

0000 10 1111 111111 PASS to idle_locked_state with
setup detection (all slots),
standard fast setup scan
sequence

0000 10 Any other value: SN 111111 PASS to idle_locked_state with
selective setup detection in slot
SN, standard fast setup scan
sequence

0001 (all 10 Any other value: SN 111111 PASS to idle_locked_state with
higher values selective setup detection in slots
reserved) SN and SN +6 (SEL 2 mode),

standard fast setup scan
sequence
0010 (all 10 Any other value: SN 111111 PASS to idle_locked_state with
higher values selective setup detection in slots
reserved) SN and SN +2 (SEL 2B mode),
standard fast setup scan
sequence
0000 (all other 01 1111 111111 PASS to high duty cycle paging
values detection
reserved)
0000 (all other 01 1110 111111 PASS to normal duty cycle
values paging detection
reserved)
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All other values: reserved.

The coding of SN and CN are the same as in the "static system information” described in clause 7.2.3.2. The CN=63
cannot be signalled by this message.

7.2.4.2 Pt header format
7.24.2.1 General format
extend B SDU length
flag indication
ag g an
Figure 7.20
7.2.4.2.2 Bit ag is the extend flag
ag=0: the next occurrence of anormal page shall bein aframe 0.
ag=1 another page message shall start in the next framein this multiframe that is permitted to contain a
PT typetail.
7.2.4.2.3 Bs SDU length indication
Table 7.17
aq a0 | agq Length indication
0 0 0 |zero length page
0 0 1 |short page
0 1 0 |full page
0 1 1 |MAC resume and control page
1 0 0 |not the last 36 bits of a long page
1 0 1 |the first 36 bits of a long page
1 1 0 |the last 36 bits of a long page
1 1 1 |all of along page (first and last)
7.24.3 MAC layer information for PT
7.2.4.3.1 Information type
Table 7.18
Az, | Ag3 | 3z | Ags Information type
0 0 0 0 [fill bits / blind long slot (j=640/672) information
0 0 0 1 |blind full slot information for circuit mode service
0 0 1 0 |other bearer
0 0 1 1 |recommended other bearer
0 1 0 0 |good RFP bearer
0 1 0 1 |dummy or C/L bearer position
0 1 1 0 |extended modulation types
0 1 1 1 |escape
1 0 0 0 |[dummy or C/L bearer marker
1 0 0 1 |bearer handover/replacement and no-emission mode
information
1 0 1 0 |RFP status and modulation types
1 0 1 1 |active carriers
1 1 0 0 |C/L bearer position
1 1 0 1 |RFP power level
1 1 1 0 |blind double slot/RFP-FP interface resource information
1 1 1 1 |blind full slot information for packet mode service

ETSI



124 ETSI EN 300 175-3 V2.6.1 (2015-07)

7.2.4.3.2 Fill bits / Blind long slot (j=640 / j=672) information

The receiving side has to evaluate the bit a,; and decide from this bit whether the Py information has to be understood
asfill bitsor blind long slot information.

a,,=1:
111110 0001 1 1 1
836 839 |A40 847
Figure 7.21
a,,=0:
blind long slot information spare
0
A3 e 7
Figure 7.21a
For a, with 36 < x < 46:

if a, = 1thenlong slot pair { (x-36),(x-24)} isnot "blind", i.e. available;
else (a, = 0) long slot pair { (x-36),(x-24)} is"blind", i.e. not available.
NOTE 1: The blind long slot information applies to the same slot number of all available carriers.

NOTE 2: Long dots (j=640/j=672) are numbered K = 010 22; Thereisno K = 11 according to ETSI
EN 300 175-2[2].

NOTE 3: A long slot pair { (x-36), (x-24)} is equivalent to full dots pairs[{(x-36), (x-24)} AND {(x-35), (x-23)}].
7.2.4.3.3 Blind full slot information

Theblind full slot information for circuit mode service isintended for voice and streaming data services, to indicate
which slots are available and which slots reserved. The blind full slot information for data mode service isintended for
bursty and otherwise non-continuous services. These two messages have equal format of the blind slot mask, see
figure 7.22. The two masks can be used to separate the different services, minimizing disturbances to each other. The
data mode service may be further subdivided using channel list messages to separate the symmetric from the
asymmetric services, because the last may cause even more disturbance on the timeslots where it is allowed.

Figure 7.22: Blind Full Slot Information
For a, with 36 < x < 47:
. ifa =1 thenfull slot pair {(x-36),(x-24)} isnot "blind", i.e. available;
. else (a, = 0) full slot pair {(x-36),(x-24)} is"blind", i.e. not available.

NOTE: Theblind slot information applies to the same slot number of all available carriers.
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7.2.4.3.4 Bearer description
These codings are used to provide bearer information and consist of the following information types:
J other bearer;
J recommended other bearer;
. good RFP bearer;
. dummy or connectionless bearer position; and
e connectionless bearer position.

The meaning of the messages is, however, different:

e  "other bearer" meansthat this RFP has a bearer on the physical channel pair that is described in the remaining
12 hits,
e  "recommended other bearer" means that this RFP has another bearer on the physical channel pair that is

described in the remaining 12 bits. This message shall not be sent unless the bearer that it is sent on will be
released in less than or equal to 4 multiframes;

NOTE 1. The bearer referred to in "other bearer" and "recommended other bearer” can mean any types of bearers
indicated in clause 5.5.2.

. "good RFP bearer" means that this RFP thinks that the physical channel pair described in the remaining 12 bits
isagood bearer for the PT to use to set-up a bearer with that RFP,

. "dummy or C/L bearer position" describes a dummy bearer position and/or marks the position of the bearer
which is used for the downlink connectionless service;

NOTE 2: The"fixed part capabilities message” (see clause 7.2.3.4) defines whether it is prohibited to setup atraffic
bearer on this pair of physical channels.

. "C/L bearer position" describes the position of a bearer which is used for the downlink connectionless service.
SN SP CN
a3 839 |80 Q41 |2 ay7

Figure 7.23: SP, SN and CN fields

The coding of SP, SN, and CN are the same as in the "static system information" described in clause 7.2.3.2. See
figure 7.23.

7.2.4.3.5 Escape
Any DECT RFP may transmit an escape message.

The content of the escape information field (agq to a,7) is not specified. This message is provided for proprietary
extensions.

7.2.4.3.6 Dummy or connectionless downlink bearer marker
1 1 1 1]0 0 0 0 1 1 1 1
a3 839 |A40 ay7

Figure 7.24

This message shall only be transmitted on adummy bearer or on a connectionless downlink bearer.

ETSI



126 ETSI EN 300 175-3 V2.6.1 (2015-07)

7.2.4.3.7 Bearer handover/replacement and no-emission mode information
info parameter
type
a3 839 |80 a7
Figure 7.25
Table 7.19
Info Parameter Meaning
type

0 |0 |0 [0 |0 |O [0 |0 |1 |1 |1 |1 |nobearerhandover/replacementto other RFPs

no intracell bearer handover/replacement

0|0 |0 |21 (0 |0 |0 |0 (2 |1 |1 |1 |nobearerhandover/replacementto other RFPs

intracell bearer handover/replacement supported

0|0 |1 (0|0 |0 |0 |0 |1 (1 |2 |1 |bearerhandover/replacementsupported in whole internal
handover area (see ETSI EN 300 175-6 [6])

0 |0 |1 |1 bit mask bearer handover/replacement supported to all RFPs with an RFPI
that differs only in the masked bits, see below

0 |1 |0 |0 [0...254: multiframe-countdown |[number of multiframes until dummy-bearer is deactivated

255: countdown stopped ("no-emission" mode activated)
0|1 |0 |1 a40...a41=0 idle-scan carrier number (CN) in "no-emission" mode
a42...a47 =CN (coding: see clause 7.2.3.2.10)

ofafJaJop [ | [ [ [ | |

to } reserved reserved
N N O T O I I O O
Info type "0011": Bit mask.

The transmitted bit mask serves to test the RFPI of any (new) RFP to determine if a bearer handover/replacement is
possible to that new RFP. Bearer handover/replacement to this RFP is only possible if the RFPI of that new RFP only
differsfrom the old (current) RFPI in one or more of the bit positions identified by a"0" in the bit mask. In al cases, the
bit mask shall be aligned to the last octet of the RFPI.

NOTE: TheRFPI isobtained from the N+ message, (see clause 7.2.2).

EXAMPLE: A bit mask "1111 1000" will allow a bearer handover/replacement to all RFPs with an RFPI that
differs only in the last three bits from the RFPI of the current RFP.

Single cell DECT FPs (i.e. only one RFP) shall not broadcast other bearer handover information than info type " 0000"
and info type "0001".

The maximum multiframe countdown duration is 254 x 0,16s = 40,64s. The minimum start value shall be at least N208.
If a started countdown is stopped/interrupted before expiring to O, the value 255 shall be sent at least for N209
multiframesin frame 0.

7.2.4.3.8 RFP status and modulation types
RFP Modulation types
status A-field (B+2)-fields
a3e 839 |34 Q3 |44 47
Figure 7.26
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Table 7.20
RFP status Meaning
X X X 0 RFP clear for speech
X X X 1 RFP busy for speech (see note 1)
X X 0 X system clear
X X 1 X system busy (see note 2)
X 0 X X asynchronous FP not available
X 1 X X asynchronous FP available (see note 3)
0 X X X RFP clear for data
1 X X X RFP busy for data (see note 4)
NOTE 1: "RFP busy for speech" means that the RFP recommends PPs not to send access_request messages for

speech towards this RFP.

NOTE 2: "system busy" means that the FP recommends PPs not to send access_request messages towards this FP.

NOTE 3: "asynchronous FP available" means that a PP can expect to find an alternative FP not synchronized to its
actual FP and which the PP has access rights to.

NOTE 4: "RFP busy for data" means that the RFP recommends PPs not to send access request messages for data
towards this RFP.

NOTE 5: "RFP busy for speech/data" is a suggested indication for RFP that do not support speech/data, but are active
in a FP which supports this feature. Typical use of "busy for data" is a WRS with speech only.

Bits a, to a,5 define the modul ation schemes supported in the A-field, in addition to the default one.

Table 7.21

A-field modulation scheme

2-level modulation not supported

2-level modulation supported

4-level modulation supported

4-level modulation not supported

8-level modulation supported

8-level modulation not supported

Reserved

Escape

previous "spare" code: only 2-level modulation supported
TE: The "escape" coding means a proprietary modulation scheme.

J;;\J
o
J;;\J
=
J;;\J
N
J;;\J
[}

XXX XXX

o|o|X|o|k|X|[X]|X|Xx
O|O|X|X|X|O|FR|X|X
OR|X[X|X|X|X|O|F

Z
Olo|o|r

Bits a,, to 47 define the modulation schemes supported in the (B+Z)-fields, in addition to the default one (see note).

NOTE: The"default" modulation scheme s profile dependant.
Table 7.22

(B+2)-fields modulation scheme

2-level modulation supported

2-level modulation not supported

4-level modulation not supported

4-level modulation supported

8-level modulation not supported

8-level modulation supported

Reserved

Escape

Previous "spare" code: only 2-level modulation supported
TE: The "escape" coding means a proprietary modulation scheme.

X |3 [3< ||| |£

Pk [ ||k X [x|x| £
Bk X XX |0 |k [x |x|£
HO><><><><><OI—\4§

Z
Olr|r|o

7.2.4.3.9 Active carriers

active carriers spare

a3e s |46 Y7

Figure 7.27
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For a,, with 36 < x < 45:
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. if a, = 0 then RFP is not transmitting on carrier (x-36);

. if a, = 1 then RFP is active transmitting on carrier (x-36);

e  Bitsayg and a,; are spare.

7.2.4.3.10

Procedures for utilizing the RFP power message of figure 7.28 are defined in ETSI EN 300 175-2 [2], annex E.

RFP power level

ETSI EN 300 175-3 V2.6.1 (2015-07)

RFP power Fading margin FP/RFP reserved for future
specific development
a3 839 | Ay a3 s
Figure 7.28

The coding of bits agg to agq is shown in table 7.23.

The RFP power Pristhe NTP and is derived by multiplying the 4 bit (as4 to a59) binary presented number by 2.

Table 7.23: RFP power message

Agg azy agg azg RFP power, Pr
1 1 1 1 30 dBm
1 1 1 0 28 dBm
1 1 0 1 26 dBm
etc. etc.
0 0 0 1 2dBm
0 0 0 0 0 dBm

The coding of bits a,; to a,53 isshown in table 7.24.

Table 7.24: Fading margin

ayg ay ay, ay; Fading margin, MF
1 1 1 1 20 dB
1 1 1 0 19dB
etc. etc.
0 0 1 0 7dB
0 0 0 1 6 dB
0 0 0 0 5dB

The fading margin MF is derived by adding 5 to the 4 bit (a4 to 859) binary presented number.

The RFP/FP specific bit a,, = 1 indicates that each RFP may have different Pr and/or MF values. a,, = 0 indicates that

al RFPs within the FP have the same values on Pr and MF.

7.2.4.3.11 Blind double slot/RFP-FP interface resource information
blind double slot information Spare
(=0)
a3g Y6 47
Figure 7.29
For a, with 36 < x < 46:

. if a = 1 then double dlot pair { (x-36),(x-24)} isnot "blind", i.e. available;

. else (a, = 0) double slot pair {(x-36),(x-24)} is"blind", i.e. not available.
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NOTE 1. The blind double slot information appliesto the same slot number of all available carriers.

NOTE 2: Double slots are numbered K = 0 to 22; Thereis no K=11 according to ETSI EN 300 175-2 [2].

NOTE 3: A double dot pair { (x-36), (x-24)} isequivalent to full dots pairs[{(x-36), (x-24)} AND {(x-35),

(x-23)}

7.2.4.3.12

1.

Table 7.25: Void
Table 7.26: Void

Extended modulation types

A36

spare Extended
modulation
types
0 J]oJoJo Jo Jo [o |(B+2)fields
Ao |83 a7
Figure 7.29a

Bits a,5 to a,7 define the modulation schemes supported in the (B+2)-fields, in addition to the default one (see notein

clause 7.2.4.3.8).

Table 7.26a

A |8y, |45 | Ay | 847 (B+2)-fields modulation scheme
X X | X X 1 |2-level modulation supported

X X X X 0 |2-level modulation not supported
X X X 1 X |4-level modulation not supported
X X X 0 X |4-level modulation supported

X X 1 X | X |8-level modulation not supported
X X 0 X | X |8-level modulation supported

X 1 X X X |16-level modulation not supported
X 0 X X X |16-level modulation supported

1 X X X X |64-level modulation not supported
0 X | X X X |64-level modulation supported

7.2.5 MAC control (Mr)

7.25.1 General format and contents

Two different combinations of TA bits are used to indicate the presence of MAC layer control information in the tail.
The "first PT transmission" code is used only in the first transmission from a PT. Thisisintended to aid RFPs in busy
systemsto identify bearer set-up requests amongst a background of ongoing connections.

M command more headers or information
header
ag an a2 15 |216 Q47

Figure 7.30: My messages

M+ messages (see figure 7.30) are sent as 40 bit packetsin the tail of the A-field. Thefirst 4 bit header provides a

coarse division of messages and for most message types a second header, completing the first octet, provides afiner
division of the messages.
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Table 7.27

M; header Message type

basic connection control

advanced connection control

MAC layer test messages

quality control

broadcast and connectionless services

encryption control

Tail for use with the first transmission of a B-field "bearer request" message

escape

TARI message

REP connection control

advanced connection control part 2

}
to } reserved

1 [1 1 [

o

PR |IP(P|OO|O|0O|O|O0(0|O

O|0O(0|O|FR ||k |IO0|O|O

Rlr|o|lo|r|k|lolo|kr|r|o
Rlo|k|lok|o|k|lolk|lo|r|o

[EnY

7.25.2 Basic connection control
7.25.2.1 General

The basic connection control messages shall only be used by PPs and RFPs that are attempting to establish asingle
duplex bearer voice connection with a B-field of 324 bits.

7.25.2.2 Format for most messages
0 0 0O O |command FMID PMID
ag a1 |3 15 |31 7 |ag 7

NOTE: For definitions of FMID, PMID, see clause 11.7.

Figure 7.31
Table 7.28
Command Basic connection control messages
0 0 0 0 |access_request (see note)
0 0 0 1 |bearer_handover_request (see note)
0 0 1 0 |connection_handover_request (see note)
0 0 1 1 |unconfirmed_access_request (see note)
0 1 0 0 |bearer_confirm
0 1 0 1 |wait (format see clause 7.2.5.2.3)
0 1 1 0 |attributes_T_request
0 1 1 1 |attributes_T_confirm
1 0 0 0 |}
to } reserved
1 1 1 0o [}
1 1 1 1 |release
NOTE: Indicates messages that use the "first PT transmission" code. The other messages
use the normal M code.

This release message shall only refer to the bearer that it is transmitted on.

NOTE 1: An RFP that receivesan UNCONFIRMED ACCESS REQUEST message does not return a
BEARER_CONFIRM. It may listen to following frames to receive MAC attributes messages or data.

NOTE 2: The use of the UNCONFIRMED_ACCESS REQUEST message is intended here for achieving handover
by changing base stations but remaining on the same physical channel. The use of this message in basic
casesis still uncertain.

NOTE 3: Fast bearer set-up requests are not allowed in basic A-field setups.
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The FT may use the messages indicated with ** without the "first PT transmission” code.
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7.2.5.2.3 WAIT
0 0 0 0f0 1 0 1 FMID PMID or spare
(1111 0000 1111 0000 1111)
ag a5 [A12 Q5 |26 a7 |8z a7
NOTE:  The procedure does not make reference to the values of a4 to a,5. It is not intended that the contents of
this field be included in any mandatory tests.
Figure 7.32
7.25.2.4 ATTRIBUTES_T_{Req;Cfm}
up/down/ ser type/| slot (spare)| (spare) Afield (B+2)
C .
0000 | 011| R/C| ECN LBN sm/ ser type max life| type F 111 0000 mod fields
Ss type [mod. type
ag 81|81 A5 |81 Ag|qpp 8p3|84 A5 |8y  Apg (Apg  831|@3p A3s |83 (837 839|840 Ag3(s  Bys5|Bys sy
a47
Figure 7.33

For al the parameter codings see clause 7.2.5.3.8.

7.25.3

7.253.1
NOTE:

Advanced connection control

General

See also clause 7.2.5.12 " Advanced connection control part 2.

Table 7.29

Command

Advanced connection control messages

ACCESS_REQUEST (see note)

bearer_handover_request (see note)

connection_handover_request (see note)

unconfirmed_access_request (see note)

bearer confirm

wait (contains FMID)

attributes_T request

attributes T confirm

bandwidth_T request

bandwidth T confirm

channel list

unconfirmed_dummy (see note)

unconfirmed_handover (see note)

reserved

P (O|I0O(RP|P|O|O(R|FP|O|O|Fk|Fk|O|O

reserved

el Ll (el elleliel il il Jllelle] (e} {e]

[EnY

P [O|IFRO|IFRO|IFRO|IFRO|FR|O|FR|O|Fk|O

release

e

Olr|r|[kr|kR|P|k|r|r|lo|lo|o|o|o|o|o|o

TE:

Indicates messages that, if transmitted by a PT, use the "first PT transmission" code.

These messages allow an advanced connection to be established using M messages. The connection set-up time is
expected to be much longer than if MAC control messages are sent in the B-field.

The FT may use the messages indicated with ** without the "first PT transmission” code.

7.2.5.3.2

ACCESS_REQUEST

0 0 0 1

0 0 0 O FMID PMID

ag ag

ap Q5 |26 a7 |32

Figure 7.34
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7.2.5.3.3 BEARER_HANDOVER_REQUEST
0O 0 0 1|0 0 0 1 FMID PMID
ag ay |82 Q5 |26 a7 |8 a7
Figure 7.35
7.2.5.3.4 CONNECTION_HANDOVER_REQUEST
0 0 0 1|10 0 1 O FMID PMID
ag a; |82 Q5 |26 a7 |8z a7
Figure 7.36
7.2.5.3.5 UNCONFIRMED_ACCESS REQUEST
0O 0 0 1|0 0 1 1 FMID PMID
ag ay |82 Q5 |26 a7 |2 a7
NOTE:  An RFP or a PP that receives an UNCONFIRMED_ACCESS_REQUEST message does not return a
confirm. It may listen to following frames to receive MAC attributes messages or data.
Figure 7.37
7.2.5.3.6 BEARER_CONFIRM
0O 0 0 110 12 0 O FMID PMID
ag ay |82 A5 |26 a7 |2 a7
Figure 7.38
7.2.5.3.7 WAIT
0 0 0 1(0 1 0 1 FMID PMID or spare
(1111 0000 1111 0000 1111)
ag a |82 I T a7 |8z a7
NOTE:  The procedure does not make reference to the values of a, 4 to a,,. It is not intended that the contents of
this field be included in any mandatory tests.
Figure 7.39
7.2.5.3.8 ATTRIBUTES_T_{Req;Cfm}
R/C| ECN LBN [up/down/|ser type|ser type/| slot |Cg| (B+Z) | adaptive | A-field| (B+Z)
0001 | 011 sm/ss max life| type fields |coderate] mod | fields
ext. type mod.
mod. type
type
8g 819|181 15 |y 9|80 823 |84 Apg(dys Apg|8yg 83|83y A3g |83 |837 39840 8439844 Gy5|8yg Gy7
Figure 7.40

R/C: indicates if the message is arequest or a confirm.
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Table 7.30
R/C Meaning
request
1 confirm
ECN: isthe Exchanged Connection Number.
LBN: isthe Logical Bearer Number.
up/down/sm/ss: indicates the type of connection.
Table 7.31
Up/down/sm/ss .
Meaning
a4 a5
0 0 Asymmetric uplink connection
0 1 Asymmetric downlink connection
1 0 Symmetric multibearer connection
1 1 Symmetric single bearer connection

Ser type and ser type/max life: thisisacombined indicator of 6 bits that defines the MAC service type and the

maximum lifetime parameter if the Service uses MAC MOD-2 protected operation.

Table 7.32

ser type

ser type/max

life

Service type

QD
N
o

ay7

Ayg

QD
N
o

a3y |831

Iy_minimum_delay (Iy5)

Iox encoded protected

Iy_normal delay (Iyg)

unknown

C channel only

reserved (see note)

Io_error_detection (1)

IPQ_error_detection (IPQ)

Is, MAC modulo-2 error correction (Ippg)

reserved (see note)

reserved (see note)

O|FR|O|»| O| OFR|O|0| O| O O
O|I0|0| | | O|0|r|kr| O| O| O

reserved (see note)

PR |IRP|P| O] O] O|0|0|0| O] O] O

P (P|IOO| P P FPIO0|O| O]l O| O

[EnY
-

ro|o|lo|r| o]l 0o|0o|0|O| = O| O
ro|o|lo|r| o 0|0k |O| O k| O

Ipo MAC modulo 2 error correction (Ipog)

All other values

reserved

NOTE:

LLL = Maximum lifetime, see table 7.32a
See clause K.1 for historic use of some MAC service codes.

e Maximum packet lifetime: For MAC MOD-2 protected services, the 3 last bits (a,4 8y 85,) carry the MAC

maximum lifetime parameter (i.e. the latest possible retransmission). It can be 1 to 7 TDMA frames. The value
1 indicates that only one transmission is alowed. Values 2 to 7 indicate that the packet may be retransmitted
until frame (n + v - 1), where n is the frame when the packet was transmitted by first time and v the received
parameter; "0" = 000 indicates infinite lifetime is set, i.e. retransmit until received without error.

. It is possible to operate with separate MAC maximum packet lifetimes at TBC and at overall MAC level. See
clause 10.8.2.2.1 in the present document. When this option is used, the overall MAC packet lifetimeis
generally set with the IE <<TRANSIT DELAY>> (see ETSI EN 300 175-5 [5], clause 7.7.42) and the value
set by the Attributes message shall be understood as the TBC packet lifetime (maximum allowabl e lifetime of
the packet in the same bearer).
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Table 7.32a
Ser type/max life for MAC MOD-2 protected services Meaning
) a3p as
0 0 0 no lifetime is set
all other values Maximum lifetime
dot type: indicates the slot used by the connection.
Table 7.33
Slot type Meaning
0 0 0 0 [normal full slot
0 0 0 1 |half slot (j=80)
0 0 1 1 |long slot with j=640
0 1 0 0 [long slot with j=672
0 0 1 0 |double slot
all others reserved

NOTE 1: If the dlot type or j value is not implementable at the destination, arelease is sent, preferably with the
"reasons for release” field compl eted.

C.: indicates if channel C.is supported.

Table 7.33a

Cr Meaning
0 |this endpoint does not support C transmission
1 [this endpoint does support C transmission

A-field mod type: indicates the modulation type used in A-field.

Table 7.34
A field modulation type .
Meaning
A4 5
1 1 2-level modulation
1 0 4-level modulation
0 1 8-level modulation
0 0 reserved

(B+2) fields mod type: indicates the modulation type used in B+Z fields.

Table 7.35
B+Z) fields modulation type
( ; a ¥P Meaning
46 47
1 1 2-level modulation
1 0 4-level modulation
0 1 8-level modulation
0 0 bits a,, to a,5 are used to indicate the adaptive code
rate and the extended modulation scheme (see note)
NOTE: Extended modulation and adaptive code rates are defined in annex I.

(B+2) fields extended mod type: indicates the modulation type used in B+Z fieldsif (B+Z2) fields mod typeis coded as
"00".
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Table 7.35a
(B+Z) fields extended modulation type )
Meaning
az7 d3g a3g
0 0 0 reserved
0 0 1 16-level modulation
0 1 0 reserved
0 1 1 64-level modulation
all other values reserved

Adaptive coderate: indicates the value of the r parameter (code rate) in encoded protected service.

Table 7.35b

Adaptive code rates for extended modulation

Meaning
340 3y 442 %43

o

1,0 (no coding)
reserved
1/3
reserved
0,4
reserved
0,5
reserved
0,6
reserved
reserved
0,75

0,8
reserved
reserved
reserved

N e N S N Y I Y = (=== =)=} {=] =)
Rk |lolo|lo|lo|k k|- |lo|lo|lolo
Rl |ololk|k|lo|lo|k|k|o|lo|+|r|olo
ROk |o|rk|o|rR|o|k|ok|o|k|o|-

NOTE 2: The definition of fields given in thisis clauseis re-used in many other messages. It should be taken into
account that the position of the bits used for each field may be different. The bit numbers used for each
field are indicated in the figure defining the structure of each message.

7.2.5.3.9 BANDWIDTH_T_{Req;Cfm}
R
000 1[1 00[/[0 00| My, [0 00| Tyy [0 0 Of Mgun |0 O O Tpoun
C | (spare) (spare) (spare) (spare)
ag a11|@12 Q5816 Q18|19  Ax3|qps  Bpp[A7 831|832 Azy|@35  8zg|8sp  A4p|By3z a7

NOTE: This message is not needed for symmetric single duplex bearer connections.
R/C: See clause 7.2.5.3.8.
MUp, Mpown: These are the minimum numbers of simplex bearers required by the DLC in, respectively,
the PT to FT and the FT to PT directions.
TUp, Toown: These are the target numbers of simplex bearers in, respectively, the PT to FT and the FT to

PT directions.

Figure 7.41
7.2.5.3.10 Channel_list
command and
00 0 1|2 0 1 O RPN channel spare
description
ag A45|816 8y3|824 839|340 7

Figure 7.42
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command and channel description
S
command | / SN SP CN
D
Co C2|C3 |C4 C7|Cs Cg|C10 Ci5
Figure 7.43
Table 7.36
Command field Message type
0 0 0 ACTIVE
0 0 1 GOOD
0 1 0 POOR
0 1 1 F/IS_NOT
1 0 0 |QUERY N
1 0 1 [QUERY H
1 1 0 LISTEN
1 1 1 START
NOTE: The meanings of these message types are
described in clause 10.5.2.

For al messages except the F/'S_NOT channel list message:
. S/D=0: doublesimplex bearer; or
. SD=1. duplex bearer.

NOTE: Thedirection of asymmetry, and slot type are contained in the MAC_attributes messages or in the B-field
bearer request message.

For the F/'S_NOT message:
. SD=0: carrier "CN" not supported (no setup on this carrier);
. S/D=1: blinddot pair "SP"' (no setup on this dlot pair).

The coding of SP, SN, and CN are the same asin the static system information described in clause 7.2.3.2.

7.25.3.11 Unconfirmed_dummy
0O 0 0 11|12 0 1 1 FMID PMID
ag a1 |82 A5 |26 7 |9z a7
Figure 7.44
7.2.5.3.12 Unconfirmed_handover
0O 0 0 1|1 1 0 O FMID PMID
ag a1 |82 Q5 |26 a7 |32 47
Figure 7.45
7.2.5.3.13 RELEASE
Info 1 or LBN reason PMID
spare
o o o 1 1 1 1 1|0 O O O LBN
ag Q5 |26 19 (80 Ap3 |84 87 |B2g 47

NOTE: LBN refers to the bearer that is to be released. This message can be sent on a different bearer of the
same connection to the one that is to be released.

Figure 7.46
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Table 7.37

Reason

a a Reason for release
25 26

QD
IN]
~

unknown

bearer release (reduce capacity)

connection release

bearer setup or handover failed

bearer handover successfully completed

attempted bearer HO to another cluster

timeout, loss of signal

timeout, loss of handshake

requested unacceptable slot type

requested unacceptable MAC service

base station busy

reverse direction (double simplex)

duplicate PMID

unacceptable PMID

stay on listen for fast setup mode

reserved

TE:  "bearer handover successfully completed” is only intended for
use in some double simplex release.

==l (==l lellell il ol (o] (o]

il (el eollellel il il Jllelle] e} {e]
Iﬂ'OI—‘OIﬂ'CJI—‘OI—‘OIQ'OI—‘OIQ'OE‘)S:D

[EY

OlR|kr|kr|kR|kR|k|r|r|o|lo|lo|o|o|o|o|o

e

The reason code "stay on listen for fast setup mode™ isfor FT use only. In that case the field info 1 carries additional
information on the listen for setup mode (see table 7.374).

Table 7.37a
Reason code info 1 meaning
4 a7 A6 19
1111 |Stay on complete listen for fast setup
"1110" mode (all downlink slots), fast setup
stay on listen for setup mode scan sequence

SN (slot |Stay on selective listen for fast setup
number) |mode on slot SN (SEL1 mode), on
fast setup scan sequence

any other reason code 0000 |Spare field

Thefield info 1 isonly used if the reason codeis "stay on listen for fast setup mode". Otherwise it isa spare field filled.
7.254 MAC layer test messages

7.2.5.4.0 General

Refer to clause 12 for procedures.

7.254.1 Basic format

The basic format of the test message is given in figure 7.47.

0 0 1 O test data field
ag a1 |82 5 |26 47

Figure 7.47: MAC layer test message format
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Table 7.38

test mode

FORCE TRANSMIT

LOOPBACK

DEFEAT ANTENNA DIVERSITY
reserved

ESCAPE

NETWORK TEST
CHANGE_MODULATION_SCHEME
}

} reserved

}
CLEAR_TEST_MODES

@
%]

R|rR[O|OkR|k|lo|lo|™

oO|Oo|0O|0o|o|o|o|o
PP P PO O0|I00O]|~
R|OR|O|kr|(O|k|O

—
o

(=
(=
(=
=]

If more than one test message of the type test = 0000, but with a different data field is received, then the IUT shall
implement the most recently received message.

7.2.5.4.2 FORCE_TRANSMIT

This message forces the IUT to transmit on a specific slot and RF frequency. Handover is prohibited by means of the
"Handover Disable" (HD) hit. The particular slot the IUT shall transmit on isindicated in the Slot Number (SN) field of
the test message. The destination RF carrier is encoded in the Carrier Number (CN) field of the test message.

The format of the FORCE_TRANSMIT test messageis givenin figure 7.48.

spare K|H| spare SN SP CN spare
0 01 0J]0O OO O|O1T 0101 0fP|DJlO OO 00001 111

ag a2 a15|216 8y, Qr Ayl (83 |33 |30 Y7
831| g3 A8z

Figure 7.48: FORCE_TRANSMIT test message format

The KP bitisay,. Itisset to"1" to prevent release of existing bearers, and set to "0" to initiate releasing of existing
bearers.

The HD hitisay,. Itisset to"1" to disable handover and set to "0" otherwise.

For the coding of the slot number, the start position, and the carrier number refer to clause 7.2.3.2.

See clause 12.3 for the relevant procedures.

7.2.5.4.3 LOOPBACK_DATA

This message instructs the IUT to perform the loopback function in which a test data pattern transmitted by the LT is
replicated in the reply transmission of the IUT. The test data pattern is a bit sequence located in the D-fields of the LT
and IUT. The bits of the D-field that are affected by the loopback function depend on the equipment type and are given
intable 7.39.

Table 7.39: LOOPBACK_DATA bits

DECT Implementation Loopback bits
Transmits only A-field ajgtoa,,
Transmits half-slots b to b,g
Transmits long -slots (j=640) by to bgag
Transmits long -slots (j=672) by to bgy
Transmits full-slots by to bsqg
Transmits double-slots by to b,gg

Equipment capable of transmitting more than one slot type shall use the longest slot type.
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For A-field loopback, the format of the LOOPBACK_DATA test messageis givenin figure 7.49.
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Loopback data (A-field)
0 01 0]JO0 0 0 1] XXXX XXXX XXXX XXXX XXXX XXXX XXXX  XXXX
ag ap a2 I T a7
NOTE: "X"is the data looped back to the tester.
Figure 7.49: LOOPBACK_DATA test message, A-field
For B-field loopback, the format of the LOOPBACK_DATA test message is given in figure 7.50.
spare
0 01 0|]O O O 1)|0000 11112 0000 11112 0000 1111 0000 1111
ag a2 A5 e a7

Figure 7.50: LOOPBACK_DATA test message, B-field

See clause 12.4 for the relevant procedures.

7.254.4

DEFEAT_ANTENNA_DIVERSITY

This message inhibits antenna diversity operation in the IUT and selects an antenna. The antennas shall be numbered
0to N where (N + 1) isthe number of antennas employed in the antenna diversity operation. The humbering of

antennas shall be done by the manufacturer.

IUTswith no antenna diversity shall ignore this message.

IUTsreceiving this message with an ANT > N shall ignore this message.

The IUT remainsin this mode until the test message "CLEAR_TEST_MODES" isreceived.

The format of the DEFEAT_ANTENNA_DIVERSITY test messageisgivenin figure 7.51.

S spare
0 01 0|0 O 1 0]|FP ANT 1111 0000 1111 0000 1111 0000 1111
ag 11|82 15|21 Q19 |20 47
NOTE:  SP = spare bit = 0.

Figure 7.51: DEFEAT_ANTENNA_DIVERSITY test message

Table 7.40 details the encoding of the ANT hit.

Table 7.40: ANT bit

ANT Ant b
ay |ag | ag ntenna number
0 0 0 0
0 0 1 1
0 1 0 2
0 1 1 3
1 0 0 4
1 0 1 5
1 1 0 6
1 1 1 7

See clause 12.5 for the relevant procedures.

7.2.5.4.5 ESCAPE

The transmission of this message to the IUT indicates that the datain the test datafield is a proprietary test message.
Every transmission of a proprietary test message shall be preceded by the "escape" message. The format of the

ESCAPE message isgiven in figure 7.52.
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proprietary test message
0 01 0]J]0 1 0 Of XXXX XXXX XXXX XXXX XXXX XXXX XXXX  XXXX

ag a11|812 a15|816 Y7

Figure 7.52: ESCAPE message

See clause 12.7 for the relevant procedure.

7.2.5.4.6 NETWORK_TEST

The lower layer management entity in the testing unit supplies the MAC layer with a 32 bit SDU viathe ME SAP. At
the unit under test, the MAC layer passes the 32 hit test message out through the ME SAP to the lower layer
management entity. See ETSI EN 300 175-5[5].

The format of the NETWORK _TEST message is given in figure 7.53.

test message
0 01 0[O0 1 0 1] XXXX XXXX = XXXX = XXXX = XXXX = XXXX — XXXX  XXXX

ag a11|812 a15|816 Y7

Figure 7.53: NETWORK_TEST message

See clause 12.6 for the relevant procedure.
7.2.5.4.7 CLEAR_TEST_MODES

The receipt of this message shall clear al current test modes (including proprietary) within 16 frames and return the
IUT to the test standby mode.

The format of the CLEAR_TEST_MODES message is given in figure 7.54.

spare
0 01 0|1 1 1 1| 0000 1111 0000 1111 0000 1111 0000 1111

ag a11)212 815|816 Y7

Figure 7.54: CLEAR_TEST_MODES

See clause 12.8 for the relevant procedure.
7.2.5.4.8 CHANGE_MODULATION_SCHEME

This test message is received by IUTs that declare 4-level, 8-level, 16-level or 64-level modulation capability. It causes
the IUT to switch to the requested modulation scheme if this requested modulation scheme is supported by the IUT.

The format of the CHANGE_MODULATION_SCHEME message is given in figure 7.55.

S spare
0 01 0f(0 1 1 OfP SCH 1111 0000 1111 0000 1111 0000 1111
ag 110812 Q5|86 Q9 |20 Y7

NOTE: a;z=SP = spare bit = 0.

Figure 7.55: CHANGE_MODULATION_SCHEME
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Table 7.41: SCH bit

SCH

QD
[iky
©

a1

Modulation scheme

la

1b

2

3

4a

4b

5

I—\I—\I—\I—\OOOO:m

[l Ll (elell gl ol (e} e}
ROk Ok |O|Fk|O

6

For definition of the modulation schemes see annex D of ETSI EN 300 175-2 [2].

See clause 12.9 for the relevant procedure.

7.255
7.2.5.5.0

Quality control

General

0 0 1 1]command

param_1

param_2

0000 1111 [ 0000 1111

ag

a15|216

Ap3|824

a31|832 Y7

Figure 7.56

Table 7.42

command

param_1

param_2

Meaning

0000

LBN

LBN

LBN LBN

antenna switch for the bearer(s) identified by LBN
request: PT --> FT
reject: FT --> PT

0001

RPN

0000 1111

antenna switch for all bearers of this connection to the
RFP identified by its RPN

request: PT --> FT

reject: FT --> PT

0010

0000

LBN

0000 0000
or
RPN

bearer handover/bearer replacement of the bearer
identified by LBN

request: FT --> PT

reject: PT --> FT

0010

1111

LBN

0000 0000
or
RPN

bearer handover/bearer replacement of the bearer
identified by LBN

request: PT --> FT

reject: FT --> PT

0011

0000

1111

0000 1111

connection handover
request: FT --> PT
reject: PT --> FT

0100

0000

LBN

frequency error

frequency control for the bearer identified by LBN
request: FT --> PT
reject: PT --> FT

0101

RPN

frequency error

frequency control for all bearers of this connection to
the RFP identified by its RPN

request: FT --> PT

reject: PT --> FT

0110

RPN

advance timing
increment
decrement

Advance timing for all the bearers of this connection to
the RFP identified by its RPN

request: FT --> PT

reject: PT --> FT

0111

RPN

0000 1111

PT --> FT: PT informs that it is transmitting prolonged
preamble in all the frames

1000

0000 SN

0000 CN

frequency replacement to carrier CN on slot pair SN
request PT -> FT
confirm FT -> PT

ETSI
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command param_1 param_2 Meaning
1000 0001 SN 0000 CN frequency replacement to carrier CN on slot pair SN
grant PT -> FT
1001
to reserved
1111

NOTE 1: The function of these commands depends on the transmission direction. The commands are
either requests or rejects. A reject should only be used if the requested action is not supported.

NOTE 2: For basic connections LBN is set to 1111.

NOTE 3: All other values for bits a, to a,; inclusive are reserved. Potential uses include RSSI reporting,
synchronization word correlation report, clock jitter report, etc.

NOTE 4: For the bearer handover request, the RPN is an optional parameter. If set to all "0" the FP does
not propose a particular RFP for handover.

NOTE 5: A PP may or may not accept the RFP's proposal of the new RPN.

NOTE 6: The frequency error in kHz is encoded in 2's complement form, to give a range of +127 kHz to
-128 kHz. The LSB of the error is placed in bit position ag;.

NOTE 7: The advance timing changes are encoded in 2's complement form (+127 bits to -128 bits). The
LSB of the advance timing is placed in position a5, Changes with less than 2 bits should not be
requested.

NOTE 8: The bearer handover request command in the PT to FT direction is used in the double simplex
bearer handover procedure.

7.255.1 Prolonged preamble diversity
7.2551.1 Procedure for prolonged preamble diversity in RFP

This procedure applies to RFPs that use the prolonged preamble for diversity. The procedure secures that the prolonged
preamble is transmitted only by the PP if it knows that the RFP uses it for diversity. The PP shall not transmit the
prolonged preamble if the synchronization field options in the extended fixed part capabilities indicates standard
synchronization field (see clause 7.2.3.5.2.2).

The RFP shall indicate the support for prolonged preamble in the extended fixed part capabilitiesonly in caseitis
capable of using a prolonged preamble.

1) Immediately after the bearer setup procedure, the PP informs the RFP that it sends the prolonged preamble.
Thisindicates that the RFP can use the prolonged preamble for diversity (see clauses 7.2.5.5 and 7.3.5.2).
Repeats of thisrequest are allowed.

NOTE 1. The bearer setup procedure above also relates to handover.

NOTE 2: Bearer setup procedure ends when the initiating side receives the "other"- message.

2)  All PP transmissions following the information message shall contain the prolonged preamble. The PP may
send the prolonged preamble immediately after it has transmitted the prolonged preamble indication or it may

transmit the prolonged preamble from the bearer request onwards.

7.255.1.2

Procedure for prolonged preamble diversity in PP

This procedure applies to PPs that use the prolonged preamble for diversity. The procedure secures that the prolonged
preamble is not transmitted by the RFP if it the synchronization field optionsin the extended fixed part capabilities
indicates standard synchronization field (see clause 7.2.3.5.2.2).

1) TheRFP shall transmit a prolonged preamble for automatic antenna selection by the PP if and only if it
indicates the support for prolonged preamble in the extended fixed part capabilities.

2)  The PP does not need to take further control actions, it can enable automatic antenna selection based on
prolonged preamble as long as the extended fixed part capabilities indicate the support of this feature.

7.25.6 Broadcast and connectionless services
0 1 0 0 a b ¢ d FMID PMID
ag a5 |246 ay7 |38 a7
Figure 7.57
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Extended System Information; A-field procedure
Extended System Information; B-field procedure

Table 7.43
a b C d Meaning
0 0 0 0 |CL, first of 2 transmissions, half slot
0 0 0 1 |CLg, first of 2 transmissions, full slot
0 0 1 0 |CL, first of 2 transmissions, double slot
0 0 1 | 1 |CLyg, first of 2 transmissions, long slot (j=640)
0 1 0 0 |CLg, last transmission, half slot
0 1 0 1 |CLg, last transmission, full slot
0 1 1 0 |CLg, last transmission, double slot
0 1 1 | 1 |CLg, last transmission, long slot (j=640)
1 0 0 0 |CI/L single transmission, no CL. or CL. service
1 0 0 1 |CLg service, first transmission
1 0 1 0 |Reserved
1 0 1 1 |Reserved
1 1 0 0 |change dummy bearer position
1 1 0 1 |Reserved
1 1 1 0
1 1 1 1

The "extended system information” messages are the only messages used in both directions. All other messages are sent
only in direction PT to FT.

Connectionless single transmission uplink services:

abcd = 01xx:  CLg service;

abcd = 1000: PMID exchange (no CL channel data).
Connectionless double transmission uplink services:

abcd = 00xx followed by abed = 01xx: CL service;

abcd = 1001 followed by a C tail: ClLgservice.
Non-continuous broadcast services:

abcd = 1100: change dummy bearer position;

abed = 111x: extended system information: this message shall be used for requests and replies of extended
system information (see clause 9.3.1).

7.25.7 Encryption control
0 1 0 1 command FMID PMID
ag a1 |82 5 |26 7 |92 a7

Figure 7.58
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Table 7.44
Command Message
0 0 X X__|start encryption
0 1 X X__|stop encryption
1 0 X X |start encryption with cipher
key-index (see note)
1 1 X X __|reserved
X X 0 0 [request
X X 0 1 |confirm
X X 1 0 |[grant
X X 1 1 |reserved
NOTE: See figure 7.58a, tables 7.44a and 7.44b.
0 1 0 1 command Key-Index Reserved (see note)
(see table 7.44b)
ag ap 10 x x |ag a3 |83 a7
NOTE: Reserved bits shall be set to 0.
Figure 7.58a: Only for command=10xx
Table 7.44a: Start encryption with cipher key-index
Command Message
1 0 0 0 |start encryption with cipher
key-index : request
1 0 0 1 |start encryption with cipher
key-index : confirm
1 0 1 0 |start encryption with cipher
key-index : grant
1 0 1 1 |start encryption with cipher
key-index : reject
Table 7.44b: Cipher key index
Key-Index Meaning
0000 0000 0000 0000 no cipher key index
0000 0000 0000 0001
to valid cipher key index
111111101111 1111
1111 1111 0000 0000
to reserved
111111111111 1110
111111111111 1111 invalid cipher key index
B-field setup, first PT transmission
011 O least significant 36 bits of RFPI
ag a1 |32 847

Figure 7.59

for description about the use of this message.

7.25.9

Escape
011 1 escape information
ag a1 812 7

Figure 7.60
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Any DECT equipment may transmit an escape message.

The content of the escape information field (agq to ay7) is not specified. This message is provided for application
specific use.

7.2.5.10 TARI message

The message is assumed to be a "request” when transmitted in direction PT to FT, and to be a"reply" when transmitted
indirection FT to PT.

1 0 0 O TARI field
ag a1 |12 a7

Figure 7.61

The management entity in the transmitting radio endpoint supplies the MAC layer with a 36 bit SDU viathe ME SAP.
At the receiving endpoint the MAC layer passes the 36 bit SDU out through the ME SAP to the management entity.

The TARI field shall be coded as defined in ETSI EN 300 175-6 [6].
7.25.11 REP connection control

7.25.11.1 General

The REP connection control messages shall be used to establish a duplex bearer and to create a double duplex bearer.

7.25.11.2 Format for most messages
1 0 0 1 command FMID PMID
ag a11)212 a5 [A16 a7 |32 47

NOTE: For definitions of FMID and PMID, see clause 11.7.

Figure 7.62
Table 7.45
Command REP connection control messages
0 0 0 0 |REP_access_request (see note)
0 0 0 1 |REP_bearer_handover_request (see note)
0 1 0 0 |REP_bearer confirm
0] 1] 0] 1 |REP wait
1 1 1 1 |REP release
0 1 1 0 |REP_channel_map_request
0 1 1 1 |REP_channel_map_confirm
1]/]0]0]0}
to } reserved
1J1]J1]1]
NOTE: Indicates messages that use the first "PT transmission" code. Other messages use the
normal M code.

For REP_channel_map.req and REP_channel_map.cfm messages the format is defined in figures 7.63 and 7.64.

7.25.11.3 REP CHANNEL MAP REQUEST
1 0 0 1({0 1 1 O SN CN FMID SN CN
ag 110812 a15|216 Q19820 5|82 d37|838 ay1)|842 Y7

Figure 7.63: REP_channel_map.req
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7.25.11.4 REP CHANNEL MAP CONFIRM
spare
1 00 1|0 1 1 1 SN CN A/R | 00011110000 SN CN
ag 11|82 a15|216 819|220 Q5| A |327 837|838 41|42 47

Figure 7.64: REP_channel_map.cfm

The coding of SN and of CN isthe same asin "static system information” described in clause 7.2.3.2. The A/R flag set
to 1 means " Accepted", otherwise "Rejected"”.

7.2.5.12 Advanced connection control part 2

7.25.12.1 General

The advanced connection control messages part 2 extends the regular advanced connection control codes with some
extra messages for packet mode operations. These messages are used by PPs and RFPs that are attempting to setup and
resume packet mode connections with expedited operations.

NOTE: The expedited operations are optimized for low power consumption and are used by DECT ULE
(see ETSI TS 102 939-1 [i.10]).

Table 7.45a: Advanced Connection Control Part 2

Command Advanced connection control part 2 messages
0 0 0 0 |expedited_access_request
0 0 0 1 |expedited _access_request ready for_release
0 0 1 0 |Null or Gg, channel transmission
0 0 1 1 |}
to } reserved
1 1 0 1 [
1 1 1 0 |ready for release with G, transmission
1 1 1 1 |expedited_release with G, transmission
NOTE: The codes for bearer_confirm is re-used from the regular advanced connection
control set.
7.25.12.2 Short description of the advanced connection control part 2 messages

The exact use of advanced connection control part 2 messages is described in the detailed procedure description for C/O
bearer setup and rel ease (see clauses 10.5.1.8 and 10.7.3).

The following text provides a short description of the meaning and intended use of the messages:

Expedited accessrequest: this messageis used for an expedited setup procedure of an already existing logical
connection when the transmission has to continue in subsequent frames (multi-burst setup). It alows the transport of U-
plane data together with the message. This message is normally acknowledged with a"bearer confirm™ (advanced
control set).

Expedited Access Request Ready for Release: this message is used for an expedited setup procedure of an already
existing logical connection when there is only one frame for transmission from the originator side (single-burst setup).
It is equivalent to the transmission of "expedited access request” plus "ready for release” in the same message. It allows
the transport of U-plane data together with the message. This message is normally followed by a " expedited release”
(see clause 10.5.1.8.2).

Null or Gra channel transmission: it allows the transmission at any time of a Gra channel packet (full format), or
aternatively it may be used to transmit a'null’ message (instead of inserting a Nt channel tail).

Ready for Release: this message is used to indicate during an expedited connection, that the sending side does not have
more data for transmission (last U-plane segment may be inserted in the same frame that carries the message) and
therefore is ready to accept arelease from the other peer.
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Expedited Release: this message is used for releasing the bearer of an expedited connection. See clause 10.7.3 for
procedures. Only the physical connection isreleased. The MBC is preserved and the connection passes to suspend state
(see clauses 10.7.3 and 10.3.1.1).

7.25.12.3 Format for most advanced connection control part 2 messages
1 0 1 0 |command FMID PMID
ag a1 [812 A5 |3 a7 |8 a7

NOTE: For definitions of FMID, PMID, see clause 11.7.

Figure 7.64a: Format of most Advanced Connection Control Part 2 Messages

7.25.12.4 Format for "ready for release with G.," and "expedited release with G.,"
messages
1 0 1 0[1]1]1][X] info [reason | Ggn RN 'X'PMID
ag a1 (A A5 [y A1 |8 8y7 |88 836 7
a3 847

NOTE 1: bital5 is 1 for Expedited Release and O for Ready for Release (see table 7.45a).
NOTE 2: The 'X'PMID" is the shortened PMID (12 least significant bits). Refer to clause 11.7 for definition.

Figure 7.64b: Format of the "ready_for_release"” and "expedited_release_with_G.," messages

The meaning of the different fieldsis as follows:
'X'PMID: isthe shortened PMID. Contains the 12 least significant bits of the PMID.

Gp, RN: provides transport for a G, channel packet, short format (frame FU10d, short format). It contains an 8 bit

Received Sequence Number that should be understood as an ACK DLC command (refer to ETSI EN 300 175-4 [4],
clause 12.11.1). Theinsertion of the G, RN is mandatory in this message. If there are no further DLC PDUs for ACK,

last value may be repeated.

Info: thisfield is used with some reason codes providing additional information. The meaning depends on the reason
code. When not used it shall be set to '000000'B.

Reason: indicates the reason for the release or ready for release. It is coded as shown in table 7.45b.
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Table 7.45b: Coding of "reason" in "expedited release" and "ready for release" messages

Reason Meaning Info field
Gy |83 |84 |85 |8y |8y
0 0 0 0 0 0  [unknown Not used, notes 3, 5 and 6
0 0 0 0 0 1 |Normal bearer release, see note 1 Not used, notes 3, 5 and 6
0 0 0 0 1 0 |connection release Not used, notes 3, 5 and 6
0 0 0 0 1 1 bearer setup or handover failed Not used, notes 3, 5 and 6
0 0 0 1 0 0 |bearer handover successfully completed Not used, notes 3, 5 and 6
0 0 0 1 0 1 |attempted bearer HO to another cluster Not used, notes 3, 5 and 6
0 0 0 1 1 0 [timeout, loss of signal Not used, notes 3, 5 and 6
0 0 0 1 1 1 [timeout, loss of handshake Not used, notes 3, 5 and 6
0 0 1 0 0 0 |requested unacceptable slot type Not used, notes 3, 5 and 6
0 0 1 0 0 1 requested unacceptable MAC service Not used, notes 3, 5 and 6
0 0 1 0 1 0 |base station busy Not used, notes 3, 5 and 6
0 0 1 0 1 1 |reverse direction (double simplex) Not used, notes 3, 5 and 6
0 0 1 1 0 0 |duplicate PMID Not used, notes 3, 5 and 6
0 0 1 1 0 1 unacceptable PMID / Unregistered PMID  |Not used, notes 3, 5 and 6
0 0 1 1 1 0 |stay on listen for fast setup mode Bits a;4 - ;4 coded as
given in clause 7.2.5.3.13,
table 7.37a. Notes 3, 4 and
6
0 0 1 1 1 1 |Stay in LCE paging detection mode Code indicating paging
mode and timer information,
see clause 7.2.5.12.5.2 and
note 4
0 1 0 0 0 0 |[switch to circuit mode Code describing circuit
mode action. Notes 4 and 6
0 1 0 0 0 1 |Stay in higher paging detection mode Code indicating paging
mode and timer information,
see clause 7.2.5.12.5.3 and
note 4
0 1 0 0 1 0 |setup again (request for new packet mode |[Code indicating number of
connection after n frames as in info field) |frames for the setup
attempt, see
clause 7.2.5.12.5.4 and
note 4
0 1 0 0 1 1 |wrong slot or service type Not used, notes 5 and 6
0 1 0 1 0 0 No such connection / virtual circuit, note 2 |Not used, notes 5 and 6
0 1 0 1 0 1 LU13/LU14 error Not used, notes 5 and 6
0 1 0 1 1 0 [}
to } reserved
1] 1 [ 1 [J1 1 1]
NOTE 1: This is the 'normal’ release reason code for a release of packet mode connections.
NOTE 2: This reason code shall be used as response to Expedited access requests attempts when there is no
associated context (suspended MAC connection / suspended link / Virtual call) for the initiating PT.
NOTE 3: The reason code is identical to the reason code for the regular advanced A-field release message: See
table 7.37.
NOTE 4: Application profiles may further define the exact use of each reason code and the meaning of the info
field.
NOTE 5: Infor filed not used unless otherwise indicated by the application profile. Application profiles may define
local uses for the info field.
NOTE 6: Unused bits in 'info’ field shall be set to '0'.
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7.2.5.12.5 Reason codes in "ready for release with G.," and "expedited release with G.,"
messages
7.25.12.5.0 General

The meaning of the following reason codes and the content of the field shall be understood as follows:
7.25.125.1 Reason code "stay on listen for fast setup mode "

This reason code is only defined when sent in the FP => PT direction. It indicates that the PT should switch to listening
for direct FT setup (fast setup) detection state. The bits a,, - a,4 in the info field shall be coded and have the meaning as

giveninclause 7.2.5.3.13, table 7.37a Bits a,, - &,, are reserved and shall be coded to '0'.

7.25.125.2 Reason code "Stay in LCE paging detection mode"

Thisreason code is only defined when sent in the FT => PT direction. It indicates that the PT should be in listening for
LCE paging (in A-field) mode until the expiration of a given timer. The bits a, - a4 in the info field indicates the

paging mode and the timer and shall be coded as follows:

Table 7.45c: info field for Reason code "Stay in LCE paging detection mode"

Bit meaning Meaning of bits a;; to a,; remarks
6
0 Stay in listening for LCE paging Timer in Multiframes
state with normal duty cycle until (max 31 MF)

LCE paging is received or
expiration of timer

1 Stay in listening for LCE paging Timer in frames

state with high duty cycle until (max 31 frames)

LCE paging is received or
expiration of timer

7.25.125.3 Reason code "Stay in higher paging detection mode"

Thisreason code is only defined when sent in the FT => PT direction. It indicates that the PT should switchto a
different duty cycle of B-field paging detection. Two possible alternative duty cycles may be defined. The definition of
the parameters of the aternative duty cycles shall be done with the same NWK layer |E used to define the primary duty
cycle.

Thebit a,5 in the info field indicates the alternative duty cycle. The bitsa, - a, in the same info field indicates the

timer, measured in paging cycles of the specified paging schema, without taking into account redundant transmissions,
after which the PT shall move to the primary paging detection schema.

EXAMPLE: if primary paging cycle specifies a cycle of one paging per 256 multiframes and the alternative
paging specifies a cycle of one paging per 4 multiframes, a value of the timer '01000'B should be
understood as 8 x 4 x 16 = 256 frames.

NOTE: Alternative duty cycles are expected to be higher (faster) than primary duty cycle.

Table 7.45d: info field for Reason code "Stay in higher paging detection mode"

bit meaning Meaning of bits a;, to a,; remarks
a6
0 Listen to ULE paging with the Timer in paging cycles of the
highest possible duty cycle paging descriptor (in paging

specified in the paging cycles of the fastest
descriptor(s). descriptor if more than one
has been allocated).
1 Reserved for further Reserved

standardization
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7.25.12.54 Reason code "Setup again”

This reason code is only defined when sent in the FT => PT direction. Indicates the PT should wait the time specified in
the info field and then shall try a new setup attempt.

The bits a,g - a,, in the info field encode the timer val ueafter which the PT shall send again an expedited "access

request” or expedited "access request ready for release” message. The encoding is defined in table 7.45e. The standard
rules for channel selection shall apply.

Table 7.45e: Timer coding for "setup again”

al6 al7 Setup delay timer value (in frames) before setup again
0 X Setup delay is N, where N is the binary value of al7-a21
1 0 Setup delay is N x 16, where N is the binary value of a18-a21
1 1 Setup delay is 256 + N x 64, where N is the binary value of
al8-a2l

This coding scheme gives a range of times and timer granularity to suit most applications:
EXAMPLE 1: When al6=0, timer rangeisO, 1, 2, ... 31 frames.
EXAMPLE 2:  When al6=1 and al7=0, timer rangeis0, 16, 32, ... 240 frames.
EXAMPLE 3: Whenal6=1 and al7=1, timer range is 256, 320, 384, ... 1216 frames.
7.25.12.6 Format for "Null or GFAchannel transmission" message

The command code '0010' is used for a"null or G.,channel transmission” message, which contains a 2 bit "op-code” in
bits ayg- a7, and an "info field" in bits a;5- ay5. Currently only "null” and "G, channel transmission” are defined.

1 0 1 0 (0|01 |0 Info Op PMID
code
ag a1 |2 815 |81 Q5 |8 8p7 |2 7

Figure 7.64c: Format of the "Null or G channel transmission" message

Definition of op-codes:

Table 7.45f: Coding of Op-codes in "Null or G channel transmission” message

Op-code Description
(856 - 857)
0 0 null
0 1 Gg, channel
1 0 reserved
1 1 reserved

For op-code '00" ('null’) the info field (bits a;¢ - a,5) shall be all coded as '0000000000'B.

For op-code '01' ('Gg,channel transmission’), theinfo field (bits a4 - ay5) transports a FU10d frame, full format (see
clause 12.11.1in ETSI EN 300 175-4 [4] with the following bitmap:

Table 7.45g: Coding of info field for Op-code "G, channel transmission”

816 83 apq apg
8 bits of RN oth hit of RN ACK/NACK
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The FU10d frame, full format may be used to transport either an ACK or aNACK command (refer to ETS
EN 300 175-4 [4], clause 12.11.1).

NOTE: The8bit RN isstored in bits a,s- a5, this aligns with its use in the expedited release message; bit a 4 is
the most significant bit of the RN. Bit a,, is used for the 9" bit of RN in the case that 9 bit RNs are used.
Bit a,; allows the possibility of ACK/NACK, the value 1 means that the RN refers to an ACK, and the
value 0 meansthat the RN refersto a NACK.

7.3 Messages in the B-field

7.3.1 Overview

Messages may be carried in the B-field only when operating in the E-type or E+U type multiplexers (see clause 6.2.2.2).
Each B-field message occupies one subfield, and different subfields will usually carry a different message. The possible
arrangements of B-field messages are defined by the E/U-MUX agorithm defined in clauses 6.2.2.3 and 6.2.2.4.

All B-field messages have afixed length of 64 bits.
MAC B-field messages are used to:
1) set-up, maintain and release bearers and connections,
2)  provide extraflow, error and quality control in symmetric connections;
3) carry Gg channel data;
4) transport extended system information and TARI information;

5)  exchange information about | o channel segmentation in E+U type mux; and
6) fill the B-field if there are insufficient Cr, G, or I oz segments to fill the whole of the B-field.

A Mp,, message is a B-field MAC layer control message sent in the Bn subfield. Mg,, messages are sent in 80 bit
packets using the E mapping described in clause 6.2.2.2. This allows M, messages to be compatible across all types of
packets. Within the 80 bits, the format is as givenin figure 7.65.

d(64 + n x 80) d(143 + n x 80)
MBn Mor G 16 bit
header CRC
bn, bn; |bn, bng; [bng, bn,q

Figure 7.65: B-field messages

"n" denotes the number of the subfield in the B-field. For the D08 field, n = O, while for the D32 field n={0,1,2,3}. The
CRC calculation is described in clause 6.2.5.2.

The Mg, header defines whether the message contains M or G channel data and whether another M, message follows
in the next Bn subfield. In afull-slot transmission, up to 4 messages can be sent in the B-field.
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Table 7.46
MBn header Message type
bn, bn,

X 0 0 0 |reserved

X 0 0 1 |advanced connection control

X 0 1 0 [Null or I segmentation
information

X 0 1 1 |quality control

X 1 0 | 0 |extended system information

X 1 0 1 |Gg channel data packet

X 1 1 0 |reserved

X 1 1 1 |escape

The meaning of the MSB bit of the MBn header (bng) is the following:
For half slot 2-level modulation:
X =1: thebit shal besetto"1" inall cases.
For al other slot types and modulation levels:
. For E+U type mux (B-field identification, BA=110 or BA=111, see clause 7.1.4):

X =1. subfield B(n+ 1) existsand contains aMpp, or Gz message, or subfield B(n) isthe
last subfield in thisdlot;

X =0: subfieldsB(n+ 1) and all following in this slot contain I e (or Slpe) segments.

. For E-type mux (B-field identification, BA=100 or BA=101, see clause 7.1.4):

X =1: subfield B(n+ 1) exists and contains aMpg, or G- message, or subfield B(n) isthe
last subfield in thisslot;

X =0: subfieldsB(n+ 1) and al following in this slot contain Cg or CL g segments.

NOTE: There are no MBn headersin E-type-all-Cr mux mode (BA=010 or BA=011).

7.3.2 Advanced connection control

7.3.2.1 General format
X 0 0 1 command information
bn, bn, bn, bn, [bng bng,

Figure 7.66
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Table 7.47

Command Advanced connection control messages

ACCESS_REQUEST (see note)

bearer_handover_request (see note)

connection_handover_request (see note)

unconfirmed_access_request (see note)

bearer_confirm

wait

attributes_B_request

attributes_B_confirm

bandwidth B request

bandwidth_B_confirm

channel_list

unconfirmed_dummy (see note)

unconfirmed_handover (see note)

reserved

reserved

release

NOTE: Indicates messages, that if transmitted by a PT, use the "first PT transmission" code.
The FT may use the messages indicated with NOTE without the "first PT transmission" code.

==l (==l dlellell gl ol (e} (]

Plelkk|k|k|k|-|lolo|lo|lo|lo|o|o|o

[l Ll il (el [elle} e}l il ol (el{e] e} e]

P O|IFR O O|IFR|IO|IFRO|FR|O|FR|O|Fk|O

[EnY

7.3.2.2 BEARER_REQUEST
X 0 0 1 0 0]WB/C/| FMID PMID ECN LBN | up/down/ | ser ser slot A- [(B+2)
N sm/ss type | type/ | type | field |fields
max mod. | mod.
life type | type
bn, bng [bng bn,, bn,g bn,, bn,g bng, bng; |bngg  [bng, |bng,
bng bn, bn,g bn,g bn,, bn,, bng| bng, bngs|  bngg| bng, | bngs
Figure 7.67
Table 7.48
I/B/CIN Meaning
bg | by
0 0 |access_request
0 1 |bearer_handover_request
1 0 [connection_handover_request
1 1 |unconfirmed_access_request

For the coding of bits b, to bgs, see clause 7.2.5.3.8.
. PMID = Portable part MAC layer | Dentity (see clause 11.7);
. FMID = Fixed part MAC layer | Dentity (see clause 11.7).
7.3.2.3 BEARER_CONFIRM

X 001010 0| FMID PMID ECN LBN | up/down/ | ser ser slot A- | (B+2)
type | type/ | type |[field| field

max mod | mod.

life type | type

bn, bng bn,, bn, bny, |bnyg bng, |bng; [bngg  |bng, |bng,
bn,[  bng bnge|  bny, bn,, bng,| bng,| bngg| bngg | bng, | bng,

Figure 7.68

For the coding of bits b, to bgs, see clause 7.2.5.3.8.
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7.3.24 WAIT
PMID
X 00101 0 1| FMID or spare spare
11110000111100001111 00001111 ....00001111
bn, bng bn,, bn,g
bn, bn,g bn,g bng,
NOTE:  The procedure does not make reference to the values of bng to bng,. It is not intended that the contents of

this field be included in any mandatory tests.

Figure 7.69
7.3.2.5 ATTRIBUTES_B_{Req;Cfm}
R (B+2) ) up/ ser max slot | A-field (B+2)
fields | 2daptive mod. | fields
ext. C?oree;? € mod.
X 00101 1|/ |FMD| PMID mod. mod. | down/ | type life type type type
C type sm/ss
bn, bn, |bng bn,, bng, |bNg, bn,g bng, [bngg [bngg |bngg bng,
bng bn,g bngg| bnyg bn,; bny| bng,| bngg bngg bng, bng,
NOTE: For R/C see clause 7.2.5.3.8. For FMID, PMID see clause 11.7. For coding of bits bn,g to bngg see

clause 7.2.5.3.8. These messages are used when modifying a connection (typically as a result of a page
with "unknown" service type).

Figure 7.70

Table 7.48a: Void

Table 7.48b
A field modulation type .
bng, bng, Meaning
1 1 2-level modulation
1 0 4-level modulation
0 1 8-level modulation
0 0 reserved
Table 7.48c
(B+Z) fields modulation type M .
bng, b eaning
1 1 2-level modulation
1 0 4-level modulation
0 1 8-level modulation
0 0 bits bn,,to bn,; are used to indicate the adaptive code
rate and the extended modulation scheme (see note)
NOTE: Extended modulation and adaptive code rates are defined in annex |.
Table 7.48d
(B+Z) fields extended modulation type Meani
bnyo bny, bng, bnys eaning
0 0 0 0 reserved
0 0 0 1 16-level modulation
0 1 0 0 reserved
0 1 0 1 64-level modulation
all other values reserved
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Table 7.48e

Adaptive code rates for extended modulation
bny, bnys bnyg bny,

Meaning

1,0 (no coding)
reserved
1/3
reserved
0,4
reserved
0,5
reserved
0,6
reserved
reserved
0,75

0,8
reserved
reserved
reserved

N N S Y Y I Y Yl Y == =] =] (=] (=] (=)
N N Y ==l == S N =] =) =]=)
Rlr|olo|k|k|lo|lok|k|lolo|k|k|lolo
Rlo|r|lo|lk|o|lk|olk|o|k|lo|r|o|r|o

7.3.2.6 BANDWIDTH_B_{Req:Cfm}

R/

X0 01100|C

FMID

spare
1111 0000
1111

spare
0 0O

MUp

spare
0 0O

TUp

spare
0 0 O

MDown

spare
00O

TDown

bn,

bng

bn,,

bn,

bn,g

bns,

bn,,

bnyg

bn,g

bngg

bn,g

Figure 7.71

bn,;

bngg

For RIC, Myp, Typ Mpown @d Tpgyn refer to clause 7.2.5.3.9. For FMID refer to clause 11.7.

7.3.2.7

CHANNEL_LIST

1stcommand | 2" command | 3@ command
X0011010 RPN and channel and channel and channel
description description description
bn, bng bn;g bn,, bn,g
bn, bns bns, bn,, bng,
Figure 7.72

bng,

"Command and channel description™” shall have the same coding asin clause 7.2.5.3.10. All three commands and
channel descriptions shall apply to the same RFP, identified by RPN.

7.3.2.8 UNCONFIRMED_DUMMY
X 001101 1|FMD PMID ECN | spare | up/down/ | ser ser slot A- [(B+Z)
1111 smiss type | type/ | type | field |fields
max mod. [mod.
life type | type
bn, bng bn,, bn, |bng  |bngg bng, [bngg |bngg  [bngy |bng,
bn, bn;g bngel  bngl  bny, bng| bng,| bngg| bngg|bng, |bng,

Figure 7.73

For FMID, PMID see clause 11.7. For coding of bits b,g to bgs see clause 7.2.5.3.8.
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7.3.2.9 UNCONFIRMED_HANDOVER
X001 110 0| FMID PMID ECN LBN | up/down/ | ser ser slot A- |(B+Z)
sm/ss type | type/ | type | field |fields
max mod. | mod.
life type | type
bn, bng bn,, bn, |bng  |bngg bng, [bngg |bngg  [bngy |bng,
bn, bn,g bn,g bn,, bn,, bngl bng,| bngg| bngg| bng, |bngs
Figure 7.74
For FMID, PMID see clause 11.7. For coding of bits b,g to bg; see clause 7.2.5.3.8.
7.3.2.10 RELEASE
FMID PMID | Spare | LBN Spare or info 2 reason
or info
1
X001 1111
bn, bng bn,g bn,g bny, bn,g bngg
bn, bn;g bnsg bn,, bn,, bngg bng,
Figure 7.75

For FMID, PMID see clause 11.7. For coding of bits by, to b,; see clause 7.2.5.3.8, for bgg to bgy see table 7.49.

Table 7.49

Reason Explanation for release
0 0 0 0 0 0 0 0 |unknown
0 0 0 0 0 0 0 1 |bearer release (reduce capacity)
0 0 0 0 0 0 1 0 |connection release
0 0 0 0 0 0 1 1 |bearer setup or handover failed
0 0 0 0 0 1 0 0 |bearer handover successfully completed
0 0 0 0 0 1 0 1 |attempted bearer HO to another cluster
0 0 0 0 0 1 1 0 |timeout, loss of signal
0 0 0 0 0 1 1 1 |timeout, loss of handshake
0 0 0 0 1 0 0 0 |requested unacceptable slot type
0 0 0 0 1 0 0 1 [requested unacceptable MAC service
0 0 0 0 1 0 1 0 |base station busy
0 0 0 0 1 0 1 1 [reverse direction (double simplex)
0 0 0 0 1 1 0 0 |duplicate PMID
0 0 0 0 1 1 0 1 |unacceptable PMID
0 0 0 0 1 1 1 0 [target number exceeded
0 0 0 0 1 1 1 1 | stay on listen for fast setup mode
0 0 0 1 0 0 0 0o |}

to } reserved
1 [ 1 [ 1 ] 1] 1] 1] 1] 1h
NOTE:  "Bearer handover successfully completed" is only intended for use in double simplex
release.

The reason code " Stay on listen for fast setup mode" is intended for the release of last bearer during a DPRS connection
suspension [9]. It can be used by the FT only, either in aFT initiated unacknowledged released or as a FT messagein an
PT initiated release (crossed release). In this case, the fieldsinfo 1 and info 2 carry additional information (see

table 7.49a).
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Table 7.49a
Reason code info 1 info2 info2 meaning
bn g bngs | bnggbnyz | bnggbngg | bngybngg
1111 00 11111  |Stay on complete listen for fast
setup mode (all downlink slots), fast
setup scan sequence
SN (slot 00 CN Stay on selective listen for fast
number) (#111111) |setup mode on slot SN (SEL1
mode), on channel CN (channel
111111 not allowed)
SN (slot 00 111111 |Stay on selective listen for fast
number) setup mode on slot SN (SEL1
mode), on fast setup scan
"00001111" sequence
. SN (slot 01 111111 |Stay on selective listen for fast
stay on listen for setup mode number) setup mode on slots SN and SN + 6
(SEL 2 mode) on fast setup scan
sequence
SN (slot 10 111111 |Stay on selective listen for fast
number) setup mode on slots SN and SN + 2
(SEL 2B mode) on fast setup scan
sequence
1111 10 111111 |Stay on selective listen for fast
setup mode. Slots and channels are
indicated on LISTEN messages
(B-field) in this same bearer
any other reason code 0000 00 001111 |Spare fields

Thefieldsinfo 1 and info 2 are only used if the reason codeis "stay on listen for fast setup mode". Otherwise they are

sparefieldsfilled asindicated in table 7.49a.

7.3.3
7.3.3.0

Null or I, segmentation info

General

This message has two meanings depending on the NCF codes:

Filling Bn subfields when thereis no | data or C- data or G data or other Mg, messages to send (NULL).

Transporting segmentation info for the | - data channe! (I segmentation info).

NCF extended NCF Spare or segmentation info
X 0
bn, bn, bn, bn |bng bn;sbn; g bng,
Figure 7.76
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Table 7.50

NCF

Meaning

no Cr or CL data in the B-field

one B-subfield contains C or CL data

two B-subfields contain C or CL data

three B-subfields contain C or CL data

four B-subfields contain C or CL data

five B-subfields contain C or CL data

six B-subfields contain C. or CL data

seven B-subfields contain C or CL. data

eight B-subfields contain C or CL data

nine B-subfields contain C. or CL data

This is an E+U slot, and the U subfields contain the first part of a DLC PDU (see note 4)

il Nl el ol ol ol ol ol No) N

OO O| O FP|FP| PP O|lO|IO|O
PP OOl kP OOk Pk OO
RPIOIRP| ORI O|r| OOl O

This is an E+U slot, and the U subfields contain the first part of a DLC PDU, and the rest
of the PDU is empty (filling with padding bits, see notes 1, 2 and 4)

[EnY

This is an E+U slot, any other case, (see notes 3 and 4)

P
oo
o

}

} reserved

1 1 0

}

1 1 1

the multiplex for 4-level, 8-level, 16-level and 64-level is indicated in bits bng to bn,;

NOTE 1:
NOTE 2:
NOTE 3:

NOTE 4:

If the transmitter uses this code, it should not transmit more segments of the PDU.
Padding bits are defined by the DLC layer (see ETSI EN 300 175-4 [4]).
The bits bn, to bng, contain additional information for the segmentation control.

This message, when NCF codes are "1010", "1011" or "1100" is considered segmentation info for
E/U-MUX priority scheme (clause 6.2.2.4).

7.3.3.1

Spare or Ipr segmentation info

For NCF ="1100" thisfield carries the following information.

Table 7.50a

@)
(2]
—
@
—

bits

meaning

bn,g - bn,,

Send sequence number of the first PDU transported in this slot (see note 1)

bn,,

9t bit of the send sequence number (see note 2)

bn,s

=1 Indicates this is the last segment of the PDU

bn,g

=1 Indicates that the rest of the PDU shall be filling with padding (see note 3)

bn,;

=1 Indicates that there is a second PDU segment in this slot

bn,g - bng,

Sequence number of the PDU segment (see note 4)

bn,, - bngg

Size (in blocks of 64 bits) of the PDU segment (see note 5)

BRI WIN|ININ NN -

b - bny;

only used if bn27=1. Same meaning as octet 1, but for the second PDU (see
notes 6 and 7)

(&)

bn g - bngg

only used if bn27=1. Same meaning as octet 2, but for the second PDU (see
notes 6 and 7)

6

bngg - bng,

only used if bn27=1. Same meaning as octet 3, but for the second PDU (see
notes 6 and 7)

NOTE 1:
NOTE 2:
NOTE 3:
NOTE 4:
NOTE 5:

NOTE 6:
NOTE 7:

Copy of the first octet of the PDU.

Applicable only to some LU frames (LU10). If not used, it shall be set to "0".

In this case, the rest of the PDU shall not be transmitted.

Sequence number of the segment (1,2,3,4 ...).

For first PDU segment, the size is the number of 64 bit blocks from the beginning of the U plane
section to the end of the PDU segment. It shall be < number of subfields available.

If used, the second PDU starts immediately after the first one (position indicated by octet 3).

If octets 4-6 are not used, they shall be filled with "0000 1111".

For any other value of NCF, this field shall be padded with the pattern "0000 1111 0000. . . ... 1111 0000 1111".
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Thisfield isonly used in high level modulation. For NCF = "1111" thisfield carries the following information.

7.3.4
7.34.1

7.3.4.2

Table 7.50b
Extended NCF Meaning
0 0 0 0 0 0 0 0 |0 Cgor CL. data in the B-field
0 0 0 0 0 0 0 1 |1 Cgor CL data in the B-field
0 0 0 0 0 0 1 0 |2 Cpor CL. data in the B-field
0 0 0 0 0 0 1 1 |3 Cor CL data in the B-field
0 0 0 0 0 1 0 0 |4 Cpor CL. data in the B-field
0 0 0 0 0 1 0 1 |5 Cgor CL data in the B-field
0 0 0 0 0 1 1 0 |6 Cpor CL. data in the B-field
0 0 0 0 0 1 1 1 |7 Cgor CL data in the B-field
0 0 0 0 1 0 0 0 |8 Cpor CL. data in the B-field
0 0 0 0 1 0 0 1 |9 Cpor CL, data in the B-field
to
0 0 1 1 1 0 1 1 |59 Cor CL data in the B-field
0 0 1 1 0 0 |60 C or CL. data in the B-field
0 0 1 1 1 1 0 1}
to } reserved
1 [ 12 ] 1] 1] 1] 11 1 ]
Quality control
General format
X011 command information
bn,  bnglbn, bn,|bng bng,
Figure 7.77
Table 7.51
Command Meaning
o ool o}
to } Bearer and Connection Control
1 0 0 0 [}
1 0 0 1}
to } reserved
1 1 0 1 [
1 1 1 0 |Reset
1 1 1 1 |Bearer quality in an asymmetric connection

Bearer and connection control

ETSI

X]o]1]1][command]| FMID PMID | param_1 [ param_2 | 0000 1111
by bn, bng bn,g bn,g bn,g bngg
bn, bn, bn;g bn,g bn,, bngg bng,
Figure 7.78
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Table 7.52

Command Param_1 Param_2 Meaning

0| 0 0] 0 LBN LBN LBN LBN antenna switch for the bearer(s) identified by LBN
request: PT --> FT
reject: FT --> PT

0O 0 1 RPN 0000 1111 antenna switch for all bearers of this connection to the RFP
identified by its RPN

request: PT --> FT

reject: FT --> PT

0|0 1 0 | 0000 LBN LBN LBN bearer handover/bearer replacement of the bearer(s) identified
(see note 8) by LBN

request: FT --> PT

reject: PT --> FT

0| O 1 0 | 1111 LBN LBN LBN bearer handover/bearer replacement of the bearer(s) identified
(see note 8) by LBN

request: PT --> FT

reject: FT --> PT

0| O 1 1 | 00001111 0000 1111 connection handover
request: FT --> PT
reject: PT --> FT

0| 1 0 | 0 | 0000LBN frequency error  |frequency control for the bearer identified by LBN
request: FT --> PT
reject: PT --> FT

0|1 0 1 RPN frequency error  |frequency control for all bearers of this connection to the RFP
identified by its RPN

request: FT --> PT

reject: PT --> FT

0| 1 1 0 RPN advance timing  |[Advance timing for all the bearers of this connection to the RFP
increment identified by its RPN
decrement request: FT --> PT
reject: PT --> FT
0| 1 1 1 RPN 0000 1111 PT --> FT: PT informs that it is transmitting prolonged
preamble in all the frames
1(0|0]O 0000 SN 0000 CN frequency replacement to carrier CN on slot pair SN

request PT -> FT
confirm FT -> PT

1|0 0|0 0001 SN 0000 CN frequency replacement to carrier CN on slot pair SN
grant PT -> FT
1Jo]Jo]1 }
to } Reserved

1[1]0]1

NOTE 1: The function of these commands depends on the transmission direction. The commands are either requests
or reject. A reject should only be used if the requested action is not supported.

NOTE 2: For the bearer handover request, the RPN is an optional parameter. If set to all "0" the FP does not propose
a particular RFP for handover.

NOTE 3: A PP may or may not accept the RFP's proposal of the new RPN.

NOTE 4: The frequency error in kHz is encoded in 2's complement form, to give a range of +127 kHz to -128 kHz.
The least significant bit of the error is placed in bit position bng;.

NOTE 5: The advance timing changes are encoded in 2's complement form (+127 bits to -128 bits). The LSB of the
advance timing is placed in position a5;. Changes with less than 2 bits should not be requested.

NOTE 6: The bearer handover request command in the PT to FT direction is used in the double simplex bearer
handover procedure.

NOTE 7: Duplicate the last used LBN to all not used LBN parameter fields to ensure detection capability for the
receiver. Values 0000 and 1111 can be ignored.

NOTE 8: The param_2 field in previous versions was RPN, now LBN LBN. This can result in ambiguity! This coding
has been changed for B-field messages only, because it was standardized in ETSI EN 301 649 [9] (DPRS).

ETSI



7.3.4.3 RESET

161

This message shall only be used inthe MAC I p_error_correction service.

ETSI EN 300 175-3 V2.6.1 (2015-07)

X011 111 0|FMD PMID ctrl LBN spare spare
0000 1111 0000 1111
bn, bng bn,, bn, |bng  |bngg bngg
bn, bn,g bnsg bn,, bn,; bngg bng,
Figure 7.79

For FMID, PMID see clause 11.7. For coding of bits b, to by seetable 7.53; for by, to by, see clause 7.2.5.3.8.

Table 7.53

Ctrl Meaning

request

confirm

reserved

first TDMA half frame
second TDMA half frame
both TDMA half frames
reserved

R|O|O|O|O0|0|O

XXX |X|X|r|O

Xk |O|O|X]|X

Xk Ok |o]|X|[X

7.34.4 Bearer quality in an asymmetric connection
Acknowledgements for Acknowledgements for
X 0[|1(1|21f2(f2(1 channels in the first channels in the second
half of the frame half of the frame
bn, bn,(bng bngs|bngg bng,
Figure 7.80
Acknowledgements for physical channelsin the first half of the TDMA frame.
LBN1 LBN2 LBN3 LBN4 LBN5 LBN14
Q1/ Q2 Q1/ Q2 Q1/ Q2 Q1/ Q2 Q1/ Q2 Qv/ Q2
BCK BCK BCK BCK BCK BCK
bng | bng [bn, bn,s
Figure 7.81
Acknowledgements for physical channelsin the second half of the TDMA frame.
LBN1 LBN2 LBN3 LBN4 LBNS LBN14
Q1/ Q2 Q1/ Q2 Q1/ Q2 Q1/ Q2 Q1/ Q2 Qv/ Q2
BCK BCK BCK BCK BCK BCK
bn,g bng,
Figure 7.82

In pairstwo bits are related to one simplex half of a double simplex bearer identified by the LBN. Depending on the
MAC layer service the meaning of these bitsis different.

For I and | p_error_detection services the two bits have the function of the Q1 and Q2 bit. The setting of the
Q1 and Q2 bit are described in the procedures of clause 10.8.1.3.

For the I p_error_correction service the two bits have the function of the BCK and Q2 bit. The coding of these
bitsis described in clause 10.8.2.4.
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7.3.5 Extended system information

7.35.1 General format
X100 command information
bn,  bnglbn, bn,(bng bng,
Figure 7.83
Table 7.54
Command Meaning
0 0 0 0 |TARI messages
0 0 0 1 ["no-emission" mode sync information or
ULE Dummy Bearer subfield 2
0 0 1 0 |ULE Dummy Bearer subfield 3
0 0 1 1 1}
to } reserved
1 0 0 1 1}
1 0 1 0 |ULE Dummy Bearer subfield 0
1 0 1 1 |ULE Dummy Bearer subfield 1
1 1 1 0 [
to } reserved
1 [ 1] 1] 1 |

NOTE: code'0001'B isreused in NEMO and ULE formats. They can be distinguished by the different position in
the B subfields.

7.35.2 TARI messages

The management entity in the transmitting radio endpoint supplies the MAC layer with a 36 bit SDU viathe ME SAP.
At the receiving endpoint the MAC layer passes the 36 bit SDU out through the ME SAP to the management entity.

X1000000 TARI field spare spare spare
1111 | 00001111 | 0000 1111
bn, bn, |bng bn,s|bng, bng,

Figure 7.84: TARI messages
For the coding of the TARI field refer to ETSI EN 300 175-6 [6].
7.3.5.3 "no-emission” mode sync information or ULE Dummy Bearer subfield 2

7.3.5.3.0 General

This clause defines the details of the data that is transmitted in the B-field when the header and command indicates "no-
emission” mode sync information or ULE Dummy Bearer subfield 2 ("X1000001"). The meaning of thisinformation is
atered depending upon the type of dummy bearer to which the B-field is attached. There are two possible mappings
allocated for this code:

e  subfield used for B-field attached to standard dummy bearer - "no-emission” mode sync information;
e  subfield used for B-field attached to ULE dummy bearer - ULE Dummy Bearer subfield 2.
7.3.5.3.1 "no-emission" mode sync information for dummy bearer

This clause defines the detail s of the "no-emission" mode sync information that is transmitted in the B-field of the
dummy bearer when the header and command indicates "no-emission” mode sync information (*X1000001").
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X1 0000 0 1|Lock-Slot| Spare PSCN FCNT MFN Paging info
Frame Multiframe
counter number

bng bn,, (bn,, bny;lbn,, bn,g |bn,, bn,s(bn,, bn,,(bn,s bng, |bng, bng,

Info type | MAC info

bn, bn

g

Figure 7.85: "no-emission" mode sync information

Description of the fields:

L ock-Slot:
Slot number of the standard-dummy bearer (coding: see clause 7.2.3.2.3).

PSCN:
Primary receiver scan carrier number (coding: see clause 7.2.3.2.12).

FCNT (Frame counter):
current frame count (0...15).

MFEN (Multiframe number):
(coding: see clause 7.2.3.7.2).

Paging info:
multiplexed PT MAC layer information (coding: see clause 7.2.4.3).

7.3.5.3.2 ULE Dummy Bearer subfield 2

This clause defines the detail s of the ULE Dummy Bearer subfield 2 that is transmitted in the B-field of the ULE
dummy bearer when the header and command indicates ULE Dummy Bearer subfield 2 ("X1000001"). For phase 1 of
the ULE this will always be the subfield defined by bits bny = 160 to bngs = 223.

X1000001 40 bits of Q¢ channel data 16 bits of M, channel data

bn, bn, |bng bn,; bn,g bng,
Figure 7.86: ULE Dummy Bearer subfield 2
For details of the Q¢ channel and M, channel contents see clause 9.5.

7.35.4 ULE Dummy Bearer subfield 3

This clause defines the detail s of the ULE Dummy Bearer subfield 3 that is transmitted in the B-field of the ULE
dummy bearer when the header and command indicates ULE Dummy Bearer subfield 3 (*X1000010").

X1000010 56 bits of P\, channel data

bn, bn, |bng bng,
Figure 7.87: ULE Dummy Bearer subfield 3
For details of the P, channel contents see clause 9.5.

7.355 ULE Dummy Bearer subfield O

This clause defines the detail s of the ULE Dummy Bearer subfield O that is transmitted in the B-field of the ULE
dummy bearer when the header and command indicates ULE Dummy Bearer subfield 0 ("X1001010").

X1001010 28 bits of Q. channel data 28 bits of Ng channel data

bn, bn. |bng bn,s  |bngg bng,
Figure 7.88: ULE Dummy Bearer subfield O

For details of the Q. channel and Ng channel contents see clause 9.5.
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7.3.5.6 ULE Dummy Bearer subfield 1

This clause defines the detail s of the ULE Dummy Bearer subfield 1 that is transmitted in the B-field of the ULE

dummy bearer when the header and command indicates ULE Dummy Bearer subfield 1 ("X1001011").

X1001011

12 bits of Ng channel data

44 bits of P, channel data

bn, bn. |bng

bn;g [bny, bng,

Figure 7.89: ULE Dummy Bearer subfield 1

For details of the Ng channel and P, channel contents see clause 9.5.

7.3.6 Gr channel data packet

X 10 1| NCF 56 bit G channel SDU
bny,  bnglbn, bn,[bng bng,
Figure 7.90
Table 7.55
NCF Meaning
0 0 0 0 |no Cp data in the B-field
0 0 0 1 |one B-subfield contains C data
0 0 1 0  |two B-subfields contain C data
0 0 1 1 |three B-subfields contain C. data
0 1 0 0  [|four B-subfields contain C data
0 1 0 1  |five B-subfields contain C data
0 1 1 0  |six B-subfields contain C data
0 1 1 1 |seven B-subfields contain C data
1 0 0 0 |eight B-subfields contain C data
1 0 0 1 nine B-subfields contain C data
1 0 1 0 This is an E+U slot, and the U part contains the first part of
a DLC PDU
1 0 1 1 This is an E+U slot, and the U part contains the first part of
a DLC PDU, and the rest of the PDU is empty (filling with
padding bits, see notes 2 and 3)
1 1 0 0 0 outstanding subfields, see note 1
1 1 0 1 1 outstanding subfield, see note 1
1 1 1 0 2 outstanding subfields, see note 1
1 1 1 1 > 2 outstanding subfields, see note 1
NOTE 1: If there are more than 9 subfields in total, then the outstanding subfields are
indicated.
NOTE 2: If the transmitter uses this code, it shall not transmit more segments of the PDU.
NOTE 3: Padding bits are defined by the DLC layer (see ETSI EN 300 175-4 [4]).
NOTE 4: NCF codes "1010" and "1011" and "1100" are considered segmentation info for
E/U-MUX priority scheme (see clause 6.2.2.4).

7.3.7 Escape

X111

escape information

bn, bn,g

bn,

bng,

Figure 7.91

Any DECT equipment may transmit an escape message.

The content of the escape information field (bn, to bngs) is not specified. This message shall not be used to perform a

function that is specified in another part of the DECT CI standard.
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8 Medium access layer primitives
8.0 General

The contents of clause 8 are for information only. This clause is aimed to assist in the description of layer to layer
procedures.

These primitives are abstract and their concrete representations may vary from implementation to implementation.
Therefore, they shall not be considered to be atestable entity.

Four types of primitives exist, Request (reg), Indicate (ind), Response (res) and Confirm (cfm). A "cfm" primitive only
occurs as confirmation of an action initiated by a"req" primitive. A "res" primitive can only follow an "ind" primitive.
The direction of the primitivesis shown in figure 8.1.

in res cfm

I
Ve

LLME

re

cfm

A

req ind res cfm
Figure 8.1: MAC layer primitives
8.1 Connection oriented service primitives
8.1.0 General

Connections are identified by the MAC Connection Endpoint Identifier, MCEI.

8.1.1 Connection setup: MAC_CON {req;ind;cfm}
Parameter list:

Table 8.1

S
x| x|>|x|3

Parameter Cfm

MCEI

FMID (see note 1)

PMID

connection handover

old MCEI (see note 2)

Cp required

slot type

service type

max lifetime (see note 3)
up/down/sm/ss (see note 4)
connection type

ECN (see note 5)

Broadband data link ECN (see note 6)
X = parameter exists.

0] = parameter optional.

- = parameter does not exist in this primitive.

1 OO XX ><><><><><><§

XXX XXX X

X
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Parameter [Req | Ind [Cfm
NOTE 1: FMID is only needed for fixed part initiated "fast setup".
NOTE 2: The "old MCEI" parameter is only needed if "connection handover" = "yes" and the previous
"connection type" = "basic".
NOTE 3: The "maximum lifetime" parameter only applies to the I,_error_correction service. The setting of this

parameter in the MAC_CON-req primitive is optional. Default value (i.e. assumed when not set) is:
maximum lifetime = unlimited.

NOTE 4: The setting of this parameter in the MAC_CON-req primitive is optional. Default value is "ss", the
symmetric single bearer connection.

NOTE 5: The "ECN" parameter is only used if "connection type" = "advanced".

NOTE 6: The "Broadband data link ECN" is used only with connections that belong to a Broadband data link
and only for the setup of the second and third connections - i.e. not used for the setup of the first
connection. The value of the "Broadband data link ECN" parameter shall be the ECN of the first
established connection. The parameter is used to provide MAC with a means to identify associated in
one Broadband data link connections.

Parameter values:
MCEI = local matter;
connection handover ={yes no};
old MCEI = local matter, or null;
Cr required ={yes no};
servicetype ={ In_minimum_delay, I_normal_delay, I,_error_detection, I,_error_correction,
U-plane unknown, C channel only, Ipq_error_detect, Ipg_error_correct }
dot type ={ double, full, half with j=80, long with j=640 or =672 };
maximum lifetime ={ unlimited, 1, 2, ..., 7 };
up/down/sm/ss.  up = asymmetric uplink connection;
down = asymmetric downlink connection;
sm = symmetric multibearer connection;
ss = symmetric single bearer connection;
connection type ={ basic, advanced };
ECN ={0, 1, ... 15};

Broadband datalink ECN  ={0, 1, ... 15}.
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8.1.2 Connection modification: MAC_MOD {req;ind;cfm}

Parameter list:

Table 8.2
Parameter Req | Ind |Cfm
MCEI X X X
ECN X X X
slot type X X -
switching (@) (0] -
service type X X -
max lifetime o o -
target number of uplink simplex bearers o - -
target number of downlink simplex bearers o] - -
minimum acceptable uplink simplex bearers o] - -
minimum acceptable downlink simplex bearers o] - -
result - X X
modulation type 0] 0] 0]
adaptive code rate 0] 0] X
X = parameter exists.
0] = parameter optional.
- = parameter does not exist in this primitive.
Parameter values are the same as MAC_CON except:

MCEI = local matter;

ECN ={0,1,...15};

switching = {full to double, doubleto full, full to full, full to half, half to full, full to long, long to full,

long to double, double to long, basic to advanced, none};
dlot type ={ double, full, half with j=80, long with j=640 or =672 };
servicetype ={ In_minimum_delay, I_normal_delay, I,_error_detection,

|p_error_correction, C channel only, IPQ_error_detect, IPQ_error_correct, |p_encoded_protected };

maximum lifetime ={ unlimited, 1, 2, ..., 7};

target number of uplink simplex bearers ={1,2, ... 29};
target number of downlink simplex bearers ={1,2, ... 29};
minimum acceptable uplink simplex bearers ={1,2, ... 29};

minimum acceptable downlink simplex bearers  ={1,2, ... 29}.

result = {accept, reject}.

Modulation type ={2-level mod. in (B+Z) fields; 2-level mod. in the A-field;
4-level-mod. in (B+2Z)-fields; 4-level mod. in the A-field;
8-level mod. in (B+Z) fields; 8-level mod. in the A-field;
16-level mod. in (B+2) fields, 64-level  mod. in (B+2Z) fields}

adaptive code rate ={0,1...1,0}.

NOTE 1. Target number > minimum acceptable.

NOTE 2: If "dot type" ="haf" then target number = minimum acceptable = 1.

"Slot type" shall only be used to adjust j.

NOTE 3: If the "modulation type" parameter is not present, the correct modulation scheme is confirmed.
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8.1.3 CO data transmit ready: MAC_CO_DTR {ind}

Data channel type

Number of segments

Number of duplex bearers

8.1.4 CO data transfer: MAC_CO_DATA {req;ind}

Parameter list:

Table 8.3

Parameter

MCEI

data channel type

number of segments

number of duplex bearers

X|x|x[x|2

X = parameter exists.

={ Gp, Cg C Iy, Ip}-

={0,1,..30}.

= integer; thisvalueis only set for data channel type Cr.

Table 8.4

Parameter

MCEI

transmit data channel type

receive data channel type

number of segments

number of bearers for control

SDU

CRC Results

I><><><'><><(:[?
o]

Ofx|+ |x|x|+ [x|3

X = parameter exists.
(0] = parameter optional.
- = parameter does not exist in this primitive.

Parameter values:

transmit data channel type
receive data channel type

number of segments

no of bearersfor control

CRC results

{Gp, Cg Cg, I\ Ip, null};

{Gg, Cg Cg, Iy Ip, unknownt};

{0,1, ... 29};

integer; this parameter is only set if transmit channel typeis Cg;

local matter.

NOTE: Except I, al datais provided with MAC layer 16 or 32 bit CRCs. Indicating the CRC results may be
needed in error detect services.

8.1.5 Restart DLC: MAC_RES DLC {ind}

Parameter list:

Table 8.5
Parameter Ind
MCEI X
X = parameter exists.
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8.1.6 Connection release: MAC_DIS {req;ind}

Parameter list:
Table 8.6
Parameter Req Ind
MCEI X X
reason - O]
X = parameter exists.
(0] = parameter optional.

- = parameter does not exist in this primitive.

Reason = { normal, abnormal }.

NOTE: Disconnect with the aim of reconnecting should be performed by sending appropriate higher layer
messages before issuing this primitive.

8.1.7 MAC bandwidth: MAC_BW {ind;res}

Parameter list:
Table 8.7
Parameter Ind Res
MCEI X X
target number of uplink simplex bearers X -
target number of downlink simplex bearers X -
minimum acceptable uplink simplex bearers X -
minimum acceptable downlink simplex bearers X -
X = parameter exists.
- = parameter does not exist in this primitive.
Parameter values:
MCEI = local matter;
target number of uplink simplex bearers ={12,..,29;
target number of downlink ssmplex bearers ={12,..,29};
minimum acceptable uplink simplex bearers ={1, 2, ..., 29};
minimum acceptable downlink simplex bearers ={1, 2, ..., 29}.
8.1.8 Encryption
8.1.8.1 Load encryption key: MAC_ENC_KEY {req}
Parameter list:
Table 8.8
Parameter Req
MCEI X
SDU, containing encryption key X
Code of the algorithm to be used in the KSG ®)
X = parameter exists.
o] = to be used only if several algorithms are supported.
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8.1.8.2 Enable/disable encryption: MAC_ENC_EKS {req;ind;cfm}
Parameter list:
Table 8.9
Parameter Req Ind Cfm
MCEI X X X
"go crypted/go clear" flag X X X
X = parameter exists.

8.1.9 C-plane switching procedure

8.19.1 C-plane switching procedure: MAC_Cs_Ck {req, cfm, ind, res}
Parameter list:
Table 8.10
Parameter Req Ind Res Cfm
MCEI X X X X
LCN old X X X X
LCN new X X X X
switching type X X X X
result X X X X
X = parameter exists.
- = parameter optional.

Parameter values:
MCEI = local matter;
LCN old ={0,1,...,7};
LCN new ={0,1,...,7};

switching type: {Cgto Cr, C-to Cg, Cgto Cg},

result: accept/reject.
8.1.9.2 C-plane switching procedure: MAC_CsCr_END {ind}
Parameter list:
Table 8.11
Parameter Ind
MCEI X
LCN old X
LCN new X
switching type X
result X
X = parameter exists.
- = parameter optional.
Parameter values:
MCEI = local meatter;
LCNold= {0,1,...7};
LCN new = {0,1,..,7};

switching type: { Cgto Cp, Cto Cg, Cqto Cgl,
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result: accept/reject.
8.2 Connectionless and broadcast service primitives
8.2.1 Paging: MAC_PAGE {req;ind}

Parameter list:
Table 8.12
Parameter Req Ind
cluster ID X X
page type X -
length of page field X -
long flag X X
SDU X X
CRC results - o]
X = parameter exists.
o = parameter optional.
- = parameter does not exist in this primitive.
Parameter values:
cluster ID ={ dl clusters/an integer };
page type ={ fast, normal };
length of pagefield = {0, 20, 36, 72, 108, 144, 180, 216} ;
long flag ={ long, other }; this parameter is only needed for page fields of length 36;
CRC results = local matter.
8.2.2 Downlink connectionless: MAC_DOWN_CON {req;ind}
Table 8.13
Parameter Req Ind
logical channel X X
number of segments X X
ARI X
data contains errors - X
SDU X X
X = parameter exists.
- = parameter does not exist in this primitive.

logical channel ={ CLg CLg SI\ Slp}-
number of segments ={ 1...10}.
NOTE:  Number of segmentsisonly needed for CL - data.
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8.2.3 Uplink connectionless: MAC_UP_CON {req;ind;cfm}

Table 8.14
Parameter Req Ind Cfm
SDU length X X -
Sbu 0o O
PMID - X
data contains errors - X -
status X
X = parameter exists.
(0] = parameter optional.
= parameter does not exist in this primitive.
SDU length ={0,40,nx64};n={1,2,..20}.
status ={ no C/L uplink service, CL ¢ not supported, data transmitted } .
8.2.4  "no-emission" mode

Primitives for "no-emission” mode are for further study.
8.3 Management primitives
8.3.0 General

Parameter values shall not be defined for the management primitives in the present document to allow the possibility of
aternative implementations.

8.3.1  Connection control
8.3.1.1 Connection setup: MAC_ME_CON {ind}
Parameters:

J basi c/advanced connection;

o ECN (if advanced connection and connection handover);

J new connection/bearer handover/connection handover;

e old MCElI (if connection handover);

. Broadband datalink ECN (for second and third connections of a Broadband data link).
8.3.1.2 Connection setup allowed: MAC_ME_CON_ALL {req}
Parameters:

o forbid/alow flag;

. forbid reason (i.e. asked for basic, can retry with advanced);

° ECN;

. new MBC required,;

. MCElI.
8.3.1.3 Bearer release: MAC_ME_REL {req}

This primitive is used by the LLME to release a bearer due to not finding an MBC on handover.
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8.3.14 MBC release report: MAC_ME_REL_REP {ind}

Parameter:

. ECN.
8.3.2 System information and identities
8.3.2.1 FP information preloading: MAC_ME_RFP_PRELOAD {req}

Parameters:

e PARI;

° RPN;

e SARI;

. fixed part capabilities;

e  multiframe number.
8.3.2.2 PT information preloading: MAC_ME_PT_PRELOAD {req}
Parameters:

. assigned individual TPUI;

. assigned/default flag.
8.3.2.3 System information output: MAC_ME_INFO {ind;res}
Parameters:

e PARI;

e RPN;

. SARI;

. fixed part capabilities;

e  multiframe number.
8.3.24 Extended system info: MAC_ME_EXT .{req;ind;res;cfm}
Parameters:

e FMID;

e  PMID;

. SDU.

8.3.3 Channel map: MAC_ME_CHANMAP {ind;res}

Parameters:
. strongest channels;

° Quietest/free channels.
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8.34 Status reports: MAC_ME_STATUS {req;ind;res;cfm}

Parameters:
J call status,
e  dotdrift/slot theft (X-field) report;
. CRC report (retransmission report);
e timer status;
. handover required;

. diversity switch required.

8.35 Error reports: MAC_ME_ERROR {ind;res}

Parameters:
. service overload;

. cal failure.
8.4 Flow control
84.1 MA SAP flow control

Transmitter: the BMC of an FT may accept MAC_PAGE-req primitives. According to the paging type (fast or normal,
see clause 9.1.3.1), the SDU length, and the T-Mux algorithm the BMC will distribute the P channel information to all
TBCs, CBCsand DBCs of acluster. If the BMC cannot distribute the SDU contained in the MAC_PAGE-req primitive,
that SDU is discarded and nothing is returned to the higher layers.

Receiver: the BMC in a PT may receive paging messages from any bearer. If Bg channel messages were received in
one TDMA frame the BMC should send at least one of these messages withaMAC_PAGE-ind primitive to the DLC.

8.4.2 MB SAP flow control

The flow control of Sly;, Slp, CLgand CL g channel data depends on the transmission direction and the connectionless

service. Flow control is described separately for downlink and uplink directions in the corresponding proceduresin
clauses 9.1.2 and 9.2 respectively.

8.4.3 MC SAP flow control

The MBC shall request the DLC for all data to be transmitted from the Cg, Cr, G, I and Ip channel. With the

MAC_CO_DTR-ind primitive the MBC may request for segments of several channels or selectively for segments of
only one channel. The DLC responds by issuing one or several MAC_CO_DATA-req primitivesto the MAC. A
MAC_CO_DATA primitive shall carry data segments from only one logical (sub)channel. Datais delivered from the
MAC to the DLC withthe MAC_CO_DATA-ind primitive.

The following primitive flow shall be provided on the transmitting side:

@  Cgand Cp channels: before an ARQ window starts (see clause 10.8.1) the MAC shall request with
MAC_CO_DTR-ind primitives for the maximum number of allowed higher layer control segments (Cg and
Cr channel data). By requesting Cr segments the MAC indicates the number of established duplex bearers.

The DLC shall respond with MAC_CO_DATA-req primitives. These primitives shall contain at most the
indicated number of Cqand Cr segments, and for data type Cr, the number of duplex bearers allowed to carry

higher layer control.

NOTE 1: The number of allowed Cqor Cr- segments indicated with the MAC_CO_DTR-ind primitive may be zero,
€.g. when retransmissions are needed.
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If no Cr- channel is provided the number of acceptable C- segmentsin the MAC_CO_DTR-ind primitive and

the number of allowed duplex bearers for higher layer control inthe MAC_CO_DATA-req primitive shall
always be zero.

The Cr data shall always be transmitted on the allowed number of duplex bearers indicated with the
MAC_CO_DATA-req primitive. Thisruleis also applied for retransmissions of C- data. The MAC shall only
retransmit the C data on the number of bearers specified by the DLC, avalue "0" disables all retransmissions.

A MAC_CO_DTR-ind primitive may allow the DLC to issue one or more C segments. The DLC may
respond withaMAC_CO_DATA-req primitive for C data that reserves some bearers for higher layer control
but the primitive itself does not contain a SDU (i.e. number of Cr segments = 0). The number of reserved
bearers shall not be used for | channel data. If no or not sufficient G channel datais available (see item d)) the
MAC shall fill the remaining segments (see item €)).

Iy_normal_delay (I\g): beforeaTDMA half frame starts the MAC shall request withaMAC_CO_DTR-ind

primitive for all new | channel data segments which can be transmitted in this TDMA half frame. The DLC
shall reply withaMAC_CO_DATA-req primitive. This primitive shall contain the requested number of |
channel segments for the I _normal_delay service. For | services the number of delivered |, segments shall

not exceed the number indicated in the MAC_CO_DTR-ind primitive. If aTDMA half frame is the beginning
half frame of an ARQ window, the | channel request shall follow the C channel request.

If two bearers with the same LBN are maintained during bearer handover, | channel data shall be duplicated on
both bearers, the new and the old bearer.

Iy_minimum_delay (Iya): just before the transmission of a bearer carrying I datain an I_minimum_delay

service, startsthe MAC request withaMAC_CO_DTR-ind primitive this segment. The DLC shall respond
withaMAC_CO_DATA-req primitive and deliver an I, segment.

If two bearers with the same LBN are maintained during bearer handover, | channel data may be different on
both bearers. The MAC shall ask for data for the two bearers using two independent primitives. See annex F
for information regarding seamless handover operation.

|p_error_detect (Ipg or Ipy): just before the transmission of a bearer carrying |p datain an Ip_error_detect
service, the MBC shall request from the DLC anew I segment withaMAC_CO_DTR-ind primitive. The

DLC shall respond withaMAC_CO_DATA-req primitive delivering aDLC PDU. The MAC shall add CRCs
and transmit the DLC PDU as an | packet in the bearer.

If two bearers with the same LBN are maintained during bearer handover, | channel data may be the same or
different on both bearers (Tx implementation decision). If different, the MAC shall ask for data for the two
bearers using two independent primitives. See annex F for information regarding seamless handover operation.

Ip_error_correct (Ipgg Or IpyR): just before the transmission of abearer carrying new | datain an
Ip_error_correct service, the MBC shall request from the DLC a new | segment withaMAC_CO_DTR-ind

primitive. The DLC shall respond withaMAC_CO_DATA-req primitive delivering aDLC PDU. The MAC
shall add CRCs and transmit the DLC PDU as anew |p error_correct segment on the bearer.

If two bearers with the same LBN are maintained during bearer handover, | channel data on both bearers shall
be duplicated as described in clause 10.8.2.6.2. See annex F for information regarding seamless handover
operation.

I »_encoded_protected (I py): the operation of the | ,_encoded protected service is asthe I ,_error_detect, but
adding the coding protection (according to ther rate) instead of the CRCs.
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I pe_service: if | pp_serviceis supported (see clauses 5.3.1.4 and 10.8.4), just before the transmission of a
bearer in E+U multiplexer mode and with capacity to carry | - segments belonging to anew I or Iy, packet,
the MBC shall request an I or I packet withaMAC_CO_DTR-ind primitive. The DLC shall respond with a

MAC_CO_DATA-req primitive and shall deliver aDLC PDU. The MBC shall segment the received packet
into | o= segments, shall add control information, and shall transmit a number of |- segmentsin the bearer.

The MBC shall bein charge of transmitting the rest of 1, segments of the I, or 1, packet in next E+U mode
bearers without any further request to the DLC.

G channel: if the G channel is used (I service) and capacity is available for G segments, the MAC request
just before the transmission starts withaMAC_CO_DTR-ind primitive and indicates the maximum number of
acceptable G segments. The DLC may respond withaMAC_CO_DATA-req primitive and deliver at most
the indicated number of segments. Capacity can be available on bearers carrying some higher layer control,
extended MAC control or on bearers which are not used to carry either C or | data.

Filling: if the DLC deliversinsufficient control segments for a particular bearer, the MAC shall fill the
remaining segments.

If no control segments are delivered by the DLC, the MAC shall fill all segments.

NOTE 2: Iy modefilling is performed by the DLC.

The following primitive flow shall be provided on the receiving end:

a) if the A-field CRC fails, the B-field data segments are delivered withaMAC_CO_DATA-ind primitive, and

are labelled as"unknown";

b)  correctly received new Cgqand C- data segments shall be delivered withaMAC_CO_DATA-ind primitive to

the DLC at TDMA half frame boundaries;

c) correctly received G segments are delivered to the DLC immediately withaMAC_CO_DATA-ind primitive;

d) forthelp_error_detection (I, or IPQ), |p_error_correction (I py g OF IPQR), | p_encoded_protected (Iy) and

In_minimum_delay (Iya) services, correctly received | channel segments are delivered to the DLC
immediately withaMAC_CO_DATA-ind primitive; B-field segments labelled as "unknown" may be
delivered for Iy_minimum_delay services,

e) for thely_normal_delay service (Iyg), correctly received | channel segments are issued to the DLC with
MAC_CO_DATA-ind primitives at half frame boundaries. Segments labelled as "unknown" may be delivered
for Iy_normal_delay services. Sequencing shall be provided. For sequencing the "unknown" segments are
treated as | channel segments,

f) if thelp_serviceis supported, when al the I - segments of an I or |y packet have been correctly received, the
complete I or I packet isimmediately delivered to the DLC.

9 Broadcast and connectionless procedures
9.1 Downlink broadcast and connectionless procedures
9.1.0 General

This clause describes the procedures for the continuous downlink BMC and CM C services.

9.1.1

Downlink broadcast procedure

91.11 Broadcast information

The broadcast information provides three basic services to any locked PPs:

1)

access rightsidentifiers: (N channel and Q channel);
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2) systeminformation: (Q channel);
3) paging information: (P channel).
Access Rights Identifiers (ARIs):

Accessright identifiers are broadcast in two channels. The primary access rights identifier is repeated most frequently
using the N channel, and shall be provided by all RFPs. The RFP may indicate the existence of secondary access rights
identities. Any SARIs are broadcast as part of the Q channel using the SARI message (see clause 7.2.3.6).

NOTE: Tertiary Access Right Identifiers (TARIS) may also exist. These are available on demand (see clause 9.3).
The ARIs determineif a PP can request service from the RFP, according to the rules given in ETSI EN 300 175-6 [6].
System infor mation:

System information gives many details about the operation of the fixed part. Thisis a mixture of general information,
plus RFP specific information.

Certain system information messages are essential for PTsto lock to a system. These messages shall be transmitted by
al RFPs. The contents and provisions of these messages and the maximum interval between repeats are defined in
clause 7.2.3. Transmission of these messagesis described in clause 11.1.1. The PT locking procedure is defined in
clause 11.3.

Paging infor mation:

Paging information is used to send transient information to locked PPs. The main application of this serviceisto deliver
call setup messages, these messages are used to connect incoming (FP-originated) calls.

Thereisafast and anormal paging mode. In normal paging mode the paging message positions within a multiframe are
restricted to minimize the duty cycle of idle locked PPs. This enablesidling PPs to switch off for the other frames.
However, paging message delays may occur, and the fast paging mode is defined for cases where a higher duty cycleis
acceptable and shorter delay is wanted. Fast paging is expected to be primarily used for data terminals.

Paging procedures are defined in clause 9.1.3.

9.1.1.2 Channel selection for downlink broadcast services

Asdefined in clause 5.7.1 the continuous broadcast service shall always be available at each CSF. This service shall be
provided on:

. al traffic bearers with transmissionsin the direction FT to PT;
. any connectionless bearer used for a downlink CMC service;
. al dummy bearers.

Channel selection to provide the downlink broadcast service shall only be applied to setup a dummy bearer, and may
occur if either:

1) inpresence of traffic bearers neither a bearer providing a connectionless downlink service nor adummy bearer
exists; or

2) thelast bearer with transmissions in the direction FT to PT isreleased, and neither a dummy bearer nor a
bearer providing a connectionless downlink service exists; or

3) onedummy bearer but no traffic bearer exists and the CSF triesto install a second dummy bearer; or
4)  the RFP decides to change the physical channel for adummy bearer; or

5) the RFP receives a"change dummy bearer position” message (see clause 7.2.5.6) and the FT's CSF allows a
change; or

NOTE: It depends on the system configuration if a CSF allows a dummy bearer change when requested. FTs may
ignore a " change dummy bearer position" message.

6) aconnectionless downlink service has finished.
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Except for situation 6) above, the FT shall choose a channel according to clause 11.4.3 with following preferences:

For situation 2): if the last bearer with transmissionsin the direction FT to PT was a traffic bearer, this bearer
should be converted into a dummy bearer.

For situation 5): the physical channel proposed in the "change dummy bearer position™ message should be chosen if
alowed (see clause 11.4.3).

If a CSF decidesto install dummy bearer(s) when a connectionless service has finished (situation 6)) above, the CSF
shall convert the connectionless downlink bearers to dummy bearers.

The following rules for the placement of the dummy-bearers should be applied so that a PP can always find aternative
RFPswhen it islocked to one RFP and searches for a stronger one:

. genera for TDMA-multicell-systems:

- at least two bearers (dummy or traffic bearers) need to be TX-active so that a PP can aways find its
surrounding FPs. Thisis necessary because one of the two dummies can be hidden in the slot whichis
RX-active at the PP (for staying locked or maintaining atraffic-bearer);

e when using dow-hopping RF-modules in the PP (this means that slots which are directly neighboured to active
receive or transmit slots cannot be used):

- with two active dummy bearers:

= thedot number of the first dummy bearer has to be taken into account during channel-selection of
the second dummy bearer. Slot N of the second dummy bearer has to have a minimum distance of
3dots(N £ 3) relative to the dot of the first dummy bearer;

- with one active dummy bearer:

L] when opening a new traffic-bearer ot it has to be checked in the FP, if the FP can still be "seen”
by the PP, i.e. aminimum number of 2 active TX-dots at the FP have got a minimum distance of
3 dots. If thisisthe case, the dummy bearer can be released. If it is not the case, the dummy bearer
has to be moved to a suitable slot;

- with no active dummy bearer:

" when opening a new traffic-bearer dot it has to be checked in the FP, if the FP can still be "seen”
by the PP, i.e. aminimum number of 2 active TX-dots at the FP have got a minimum distance of
3 dots. If thisis not the case, a dummy bearer has to be activated in a suitable slot.

9.1.1.3 Downlink broadcast procedure description

The downlink broadcast procedure is defined by the T-MUX rule (see clause 6.2.2.1). This rule defines the distribution
of the available capacity for Q, N and P channels.

The Q channel information depends on the system configuration. Q channel capacity shall be split for transmission of
the different messages according to the rules defined in clause 7.2.3.1.

The P channel capacity shall be used as defined in clause 9.1.3.
9.1.2 Downlink connectionless procedure
9.1.2.1 Channel selection at the RFP

If dummy bearers exist in the CSF, then the dummy bearers may be used to carry downlink connectionless service.

When no dummy bearer is present, when the RFP decides to change the physical channel to provide the connectionless
downlink service, or when the RFP decides to setup an additional bearer to carry this service, the RFP shall choose a
channel according to clause 11.4.3.

BMC services may be used to announce the creation of a new downlink service.

ETSI



179 ETSI EN 300 175-3 V2.6.1 (2015-07)

9.1.2.2 Downlink connectionless procedure description
FT procedure:

The CBC of adownlink service normally transmits continuoudly, i.e. in one sot every frame (see clause 5.7). The CBC
supports the BMC and the CMC downlink service. Dependent on the downlink service (see clause 5.7.2.1) the DLC
may deliver CLg, CLg Sl or Slp datawithaMAC_DOWN_CON-req primitive. During Sl services the DLC shall

submit one segment of Sl channel data per frame. During Slp services the DLC shall submit the maximum number of
Slp segments that can be transmitted in one frame. For CL g services the DLC may submit at most the maximum number
of CL segmentsthat can be transmitted in one frame. In addition the DLC may deliver one segment of CL g data every
second frame.

CL g datais transmitted by the RFP strictly following the T-MUX rules defined in clause 6.2.2.1. No numbering is
applied for CL g segments. The TA bitsin the A-field header may use either code for C; tails.

CL - datais positioned in the B-field according to the definition in clause 6.2.2.3.

PT Procedure:
Predicate: The PT hasa CBC installed and is receiving the FT's connectionless bearer.

NOTE: TheFT's connectionless downlink transmissions can be recognized by the specia header coding for the
N tails. Seeclause 5.7.2.1.1. In addition, the FT may use the BMC service to broadcast the existence of

the connectionless transmission, the instance (when multiple instances are allowed) and the
connectionless bearer position.

The PT's CMC deliversall connectionless data together with the CRC results to the DLC using the
MAC_DOWN_CON-ind primitive. If the A-field was received with errors any B-field data shall be delivered with data
type set to "unknown". The A-field tail shall be delivered as "unknown" on A-field CRC failure only when received in a
TDMA frame where Cy tailsin the downlink direction are allowed (see clause 6.2.2.1).

9.1.3 Paging broadcast procedure
9.1.3.0 General

In clause 9.1.3 the following definitions shall apply:
. if "length of page field" = 0, the page is " zero length";
. if "length of page field" = 20, the page is "short";
. if "length of page field" = 36, the pageis"full"; and
. if "length of page field" > 36, the page is "long".
9.1.3.1 RFP paging broadcasts

Paging messages are used to aert a PP at any location within a DECT fixed part. The Bg channel is handled by the
broadcast message controller and the broadcast controllersin every TBC, CBC, and DBC.

The BMC in each cluster shall check that the "cluster ID" parameter in the MAC_PAGE-req primitive refersto the
BMC'scluster. Zero length, short, full, long and resume pages are distinguished by their different SDU length and the
"long" flag for SDU length 36.

All paging messages are broadcast by an RFP using the Py type tails. Within one cluster, all Bg channel information
shall be duplicated in the Py type tails of all bearers.

The BMC shall not generate a Py type tail containing short, full, or long page information except after having received a

MAC_PAGE-req primitive. Zero length pages may be generated either after receivingaMAC_PAGE-req primitive
with "length of page field" = O, or by the broadcast controller in the TBC, CBC, or DBC itself. Resume paging
messages are generated by the broadcast controller in the DBC or CBC when need for resumption of a suspended
connection isidentified in the FT.

ETSI



180 ETSI EN 300 175-3 V2.6.1 (2015-07)

Zero length page messages are allowed in every frame where P information is allowed. Normal length page messages
with Bg data and resume page shall have priority over zero length page messages.

NOTE 1. Care hasto be taken not to force the PPs which are operating in low power mode to listen to al page
messages. This can be done by deactivation of the page-extend bit.

The MAC_PAGE-req primitive shall define one of two possible paging types:
. normal paging;
. fast paging.
NOTE 1a In the case of resume paging the decision of which paging type will be used isa MAC internal matter.

Py type tail transmissions are only allowed in certain frames of the multiframe (see clause 6.2.2.1). Fast paging may
only be used to alert PPs that listen to all alowed frames for Py tails. Normal paging is applied to alert PPs that do not
listen to all of these frames. To ensure that PPs have not to listen to all allowed frames for Py tails within one

multiframe but can receive all page tails of the normal paging type transmitted in that multiframe the FT sets an extend
flag in the Py tail header. Paging tails of the normal and fast paging type shall be transmitted within a multiframe

according to the following rules.

Fast resume, fast full and fast short paging messages and the first segment of afast long page message may be placed in
any frame in which transmission of Py type tailsis permitted, except that they shall not interrupt long pages.

NOTE 2: Higher layer functions are used to ascertain whether a PT islikely to respond to fast paging.

Fast zero length pages shall be treated as normal, zero length pages. Normal resume, normal full, normal short and
normal zero length paging messages and the first ssgment of a normal long page message shall be restricted to the
following frames:

a) frame 0in any multiframe sequence;

b) frame 2, only if frame 0 has the extend flag set to 1;

c) frame4, only if frames O, 2 have the extend flag set to 1;

d) frame®, only if framesO0, 2, 4 have the extend flag set to 1;

e) frame 10, only if frames0, 2, 4, 6 have the extend flag set to 1;

f)  frame 12, only if framesO0, 2, 4, 6, 10 have the extend flag set to 1.
In frame 12, the extend flag shall be set to 0.
Long pages shall have the extend flag set to 0.

NOTE 3: Within one multiframe, at most one long page of the normal paging type may be transmitted, and thisis
the last transmitted page of the normal paging type for that multiframe.

Long pages are divided into segments of 36 bits and shall be transmitted in successive frames in which Py type tails are
permitted. Long pages shall not continue from frame 12 to frame O.

Every Py tail contains a4 bit header. One bit is the extend flag, referred to above. The other three bitsin this header
indicate the length of the page and, in the case of along page, the segment transmitted. For the Bg SDU length 36 two

codes are used to distinguish full and long pages. Pages longer than 36 bits make use of three codes, one indicating "the
first 36 bits of along page" another "not the last 36 bits of along page”, and the other indicating "the last 36 bits of a

long page”.
Resume pages contain the ECN and the PMID.

Short pages contain 2 bytes of MAC layer information. Zero length pages contain 20 bits of RFP identity and then
2 bytes of MAC layer information. See clause 7.2.4 for the format of the P messages. The broadcast controller in each

TBC, CBC or DBC decides which type of MAC layer information is placed in the two byte field, and the information
shall be specific to that RFP.
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The BMC shall at least distribute full and resume pages to the broadcast controllersin TBCs, CBCs and DBCs for
transmission in frame 0. The BMC need not distribute pages to the broadcast controllersin TBCs, CBCs, and DBCsfor
transmission in frames other than frame 0.

The broadcast controller ina TBC, CBC or DBC shall transmit the Py type tail distributed to it by the BMC in the frame
indicated by the BMC.

The MAC layer shall transmit an N typetail in frame O at least once every T205 seconds.

NOTE 4: FPsthat allow PPsto enter into low duty cycle Idle_Locked mode (see clause 11.3.3) should transmit an
N typetail in frame O of at least four multiframes every T205 seconds. The multiframes selected for

these transmissions should be selected with care to ensure that all locked PPs can receive the N type tail.

The FP that allows low duty cycle paging should also select the moment of transmitting MAC control
paging (in any of 4 multiframes) such that all information can be received by a PP which is receiving only
once.

The BMC shall not supply the bearersin its cluster with page messages that are older than T204 multiframes, measured
from the time instant when the MAC_PAGE-req primitive was received. This limits the lifetime of a page messagein
the MAC layer.

NOTE5: Thislimit appliesto MAC layer repeats as well asto initial transmissions.
"Long" pages shall be issued by acluster's BMC to all TBCs, CBCs and DBCs not more than once.

For FPsthat do not allow PPsto enter into low duty cycle Idle_L ocked mode (see clause 11.3.3) and provided that
capacity is available and the lifetime of the page information in the MAC layer has not expired, then "resume”, "short"
and "full" pages shall be issued by the BMC at least once and may be repeated at most three times. New page messages
have priority over repetitions.

For FPs that allow the PPsto enter into low duty cycle Idle_Locked mode, provided that capacity is available and the
lifetime of the page information in the MAC layer has not expired, the BMC shall issue "resume”, "short" and "full"
pages for afirst transmission to all TBCs, CBCs and DBCs. The BMC shall repeat the transmission of "resume”, "short"
and "full" page messages in the three multiframes following the first transmission of the messages, provided that the
MAC layer lifetime has not expired. Repeats of page messages have priority over first transmissions of new page

messages.
NOTE 6: MAC control added to short page messages (see clause 7.2.4) need not be the same for all repetitions.

NOTE 7: The FP broadcasts within the "fixed part capabilities" message (see clause 7.2.3.4) whether or not PPs are
allowed to enter the low duty cycle Idle_L ocked mode.

The normal and the fast paging may be combined, so that FPs could allow the PPs to enter into low duty cycle
Idle_Locked mode by using the normal paging type and FPs could allow PPs that will stay in the high duty cycle
Idle_Locked mode to establish the connection rapidly by using the fast paging type additionaly.

9.1.3.2 PP paging procedures
9.1.3.2.1 PP paging detection

Idle_Locked isthe normal state of a PP between calls. In this state the PP maintains synchronism with at least one RFP
by receiving regularly Py or N type tail messages on any bearer from an RFP. The frequency of the reception depends

onthe Idle_Locked mode:
. high duty cycle Idle_L ocked mode;
° normal Idle_Locked mode;
. low duty cycle Idle_Locked mode.

These modes are described in clause 11.3.3 and define the ability to receive page messages.
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9.1.3.2.2 PP paging processing
The extend flag should be used to extend normal page detection, irrespective of the CRC result (pass or fail).
The various lengths of page fields shall be handled as follows:

Resume page: the PT shall attempt to resume the operation of the connection identified by the ECN received in the
paging message and shall start bearer establishment by sending a Bearer_Request (advanced, ECN= the true ECN
related to the connection to be resumed, i.e. the ECN received in the MAC resume page message); MAC_PAGE-ind
primitive shall not be issued.

Zero length page: aMAC_PAGE-ind primitive shall not be issued. The contents of the Py tail may be used by the
portable termination.

Short and full page: the complete Bg channel SDUs should be delivered to the higher layer, irrespective of the CRC
result (pass or fail) withaMAC_PAGE-ind primitive. For short pages the rest of the information in the Py tail may be
used by the PT.

Long page: the complete Bg channel SDU of along page should be delivered to the higher layer with a

MAC_PAGE-ind primitive, provided that al parts of the message (see clause 9.1.3.1) are received without error (CRC
passed).

NOTE 1. TheBMC inthe PT may assemble a complete message from receptions on several bearers. However
during reception of along page message the PT should not lock to another RFP; it should wait until the
end of the long page message has been detected because on different RFPs the page messages are not
necessarily synchronized.

NOTE 2: Bearersfrom different RFPs may carry different page messages, but the page messages are the same for
al RFPs belonging to one cluster.

9.1.4 Downlink connectionless procedures for ULE
9.14.0 General

DECT ULE may support connectionless downlink service Sl over both (the) ULE dummy bearer(s), additional C/L
bearers and may support multiple instances of the service in the same cluster.

Transmission over the ULE dummy bearer(s) or additional C/L bearersis equivalent for CMC routing purposes and
may be dynamically chosen by the RFP at any time. It is allowed to transmit a sesgment of a Sl instance over the

dummy and the following segment over an additional bearer and vice versa.

In all cases each Sl transmission shall be announced by means of the By service.

9141 Transmission over the ULE dummy bearer

The transmission is implemented simply by inserting a Sl segment in the dummy bearer instead of the usual content.
Theinsertion isindicated by the use of the "SIp"coding in the BA bits of the A field header.

The insertion may use either the multi-subfield or single subfield B field formats. The use of one or the other shall be
indicated by conventions defined in the applicable application profile or by previous NWK layer processes also to be
defined in the application profile. It should be assumed that one or the other are permanently used.

In order not to disturb the ULE dummy bearer operation, the insertion is only allowed in some frames of each
multiframe. Only frames 1, 5, 9 and 13 of each multiframe may carry the C/L downlink traffic. The application profiles
may further restrict the available frames.

9.1.4.2 Transmission over the additional C/L bearers

9.1.4.2.0 General

The RFP may decide to setup or to use additional C/L bearersfor the C/L downlink traffic. When anew bearer hasto be
set, the RFP shall choose a channel according to clauses 11.4.3 and 9.1.1.2. The RFP may start the C/L transmission
directly in the first bearer or wait until a subsequent one. The following signalling conventions shall be used:
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9.1.4.2.1 MAC signalling
9.14.21.1 Connection control

The following messages from the advanced connection control part 2 message set shall be inserted in the A-field with
the same code used for C/O services:

. "expedited_access request_ready for_release": shall be used when the RFP sends a single burst over the C/L
bearer and transmission does not continue in subsequent frames,

e  "expedited_access request": shall be used when the RFP sends the first burst over the C/L bearer and
transmission does continue in subsequent frames,

e  "expedited_release with G, transmission”: shall be used in the last frame of a multi burst transmission. The
Gp, field is not used and shall be coded to '0". The release reason shall be coded to "Normal bearer release”;

e  "other": indicating any other A-field channel, to be used in an intermediate transmission of a multiframe burst.
In such a case the RFP shall transmit the identities channel Nr.

9.14.21.2 TA bits
TA bits shall be coded as follows:
. '"111'B (first PP transmission) in the first frame of a multi-burst or in asingle burst frame;
. '011'B (M) in frames carrying the "other" M+ content;
e  '110'B: in frames containing the "expedited release”" message.
9.14.21.3 BA bits
BA bits shall be coded as follows:
. '001'B (Slp) for frames containing U-plane data;
e '111' (no B-field): for frames not containing U-plane data (optionally the first frame in a multiburst).
9.14.214 Convention for empty frames

In ULE additional C/L bearers, the B-field of frames not carrying B-field data (BA bits set to '111'B) shall be
transmitted filled with padding bits. It is not allowed to use short frames (short slots) with the only exception of the very
last one carrying "expedited release” message that may be transmitted as a short frame.

The padding bits are defined by the DL C layer (see ETSI EN 300 175-4 [4]).
9.1.4.3 Announcement via the B, paging channel

All transmissions of the C/L downlink service over either the dummy(ies) or additional C/L bearers shall be announced
by the paging channel By. The format and convention of the announcement shall be defined by the relevant application
profile.

NOTE 1: SeeETSI TS102 939-2[i.12].

The announcement done by the By channel may indicate a single burst transmission, a multi burst transmission, the
instance indicator of the Slp transmission, if the transmission is to be done over the dummy or over an additional C/L
bearer, the position of the C/L bearer, if different from the dummy, information about if the transmission should be
acknowledged or not and additional parameters relevant to the DLC layer.

NOTE 2: Currently only single-burst transmissions and unacknowledged transmission are implemented in ETSI
TS 102 939-2i.12].
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9.14.4 Routing and instance separation

The information about to which SIP downlink instance the transmission belongs should be provided by the
announcement done by the By channel. The CMC service shall deliver the data to the DL C via a separate instance of a
Slp SAP.

For routing perspectiveit isirrelevant if atransmission goes over the dummy or over additional C/L bearers, being
possible to combine both mechanisms dynamically for the same instance.

9145 Additional attributes

Additional information coming in the By announcement, such as information about if the transmission has to be
acknowledged or not, shall be passed to the DL C layer. There is no acknowledgement mechanism at MAC layer.

9.1.4.6 Encryption

ULE C/L downlink transmissions are not encrypted at MAC layer. However they may be encrypted at DLC layer.
9.1.4.7 Destination and addressing: unicast and multicast

9.1.4.7.0 General

The C/L downlink service may potentially be used for sending data over a C/L bearer addressed to:
. A single PT: thisis hamed unicast service.
e A group of PTs(including all registered PTs). thisis named multicast service.

Currently only the multicast service is defined.

9.14.7.1 C/L downlink unicast service

C/L downlink unicast serviceisfor further study.

9.14.7.2 C/L downlink multicast service

The C/L downlink multicast service allows to send datato agroup of PTsin the same cell.

Several multicast groups may exist. The identification of the destination group shall be done by the announcement
mechanism over the By channel. Each multicast group is a separate instance of the Slp channel and is addressed by
means of separate SAPs at both FT and PT side.

A PT may potentially be subscribed to more than one multicast group.

At DLC layer each Slp instance corresponding to independent multicast groups will have separate DLC U-plane
instances. If encryption at DLC layer is used (service LU14), each instance (=multicast group) will have a separate
ciphering context.

9.1.4.7.3 Identities in C/L downlink multicast service
In the C/L downlink multicast service, the following identities are defined:

"Xidentifier": itisasystem level identifier that represents the global instance of the Slp service and therefore the
multicast group. It aso represents the SAP instance at the FT side. Thisidentifier is allocated by
the FT at time of subscription to the multicast group. It is used as multicast addressing in the
announcement mechanism (over the By channel).

The identifier is assumed to have a maximum of 16 bits, however some profile defined processes, such as the paging,
may further restrict this range.

NOTE 1: InETSI TS 102 939-2 [i.12] the range is restricted to 12 bits due to paging descriptor format constrains.

"Y identifier": itisalocal identifier that represents the SAP instance of the Slp service at the PT side. This
identifier has only local meaning for each PT-FT pair and is allocated by the FT at time of
subscription. Since the FT has allocated both identifiers, the FT knows the matching between
global identifier "X" and local identifier "Y" for each PT.
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Theidentifier "Y" is shorter that the " X" and may be used for referring to the multicast instance in some C/O
procedures such as handling of the multicast keys (a MM procedure) or acknowledgement of the multicast packets
(currently for further study).

The"Y" identifier has a maximum of 4 bits, however some other constraints may further restrict this range.

NOTE 2: If CCM encryption is used, thisrangeisrestricted to 3 bitsby ETSI EN 300 175-5 [5] and ET S
EN 300 175-7 [7] (V2.6.1). Further revisions may remove this limitation.

9.1.4.8 Scrambling

The B-field of the bearer carrying ULE C/L downlink transmissions shall be scrambled using the standard rules
(clause 6.2.4). This applies to both transmissions over the dummy or over additional C/L bearers.

NOTE: Inthe case of transmission over the ULE dummy bearer, this means that there is a change in the
scrambling policy compared to the no scrambling when the bearer carries the usual ULE content. This can
easily be known by the BA bit coding.

9.1.4.9 Time references for the multicast transmission

9.1.49.1 Time reference for transmission over the dummy bearer

The time reference for transmission over the dummy bearer is the next occurrence of the multiplexing schema where
C/L downlink transmissions are alowed. A U-plane (Slg) packet to be transmitted in frame N may be announced in
either frames N-4, N-3, N-2 or N-1.

9.1.4.9.2 Time reference for transmission over additional C/L bearers

The time reference for transmission over additional C/L bearers is the next frame boundary. Therefore the C/L U-plane
(Slp) packet shall be transmitted in the frame following the one that carries the announcement message in the By
channel.

9.2 Uplink connectionless procedures
9.2.1 General

This procedure allows the DLC layer in aPT to send a short protected message to the DLC layer inthe FT. The PT's
MAC layer may use arandom access technique to select when to transmit the message.

To provide protection, the PT's MAC layer adds CRCs to the higher layer data.

The connectionless uplink service consists of one or two transmissions on a selected C/L uplink bearer. For
connectionless uplink services the number of transmissions from asingle PT shall not exceed N203 for any period of
T215 multiframes.

Segment numbering is not defined for this service.

9.2.2 Bearer selection for the connectionless uplink

The "standard capabilities’ Qr message shall indicate whether an FT offers the connectionless uplink service. If it does

not provide this service, the PT shall not attempt to make connectionless uplink transmissions. If a" connectionless
uplink" serviceis provided, but Cr messages are not supported, the PT's MAC layer shall not attempt to transmit CL

data.

When no C- channel is supported at the FT (see "standard capabilities’, clause 7.2.3.4.2) and a PT's MAC layer
receivesaMAC_UP_CON-req primitive containing CL - segments, the PT shall respond withaMAC_UP_CON-cfm
primitive with the status parameter set to "CL ¢ not supported"”.

For RFPs of an FP which supports the C/L uplink service (see "fixed part capabilities’, clause 7.2.3.4), the TDD pair of

any dummy or C/L downlink bearer shall be considered asa C/L uplink bearer, i.e. the RFPs listen to the allocated
channel inall TDMA frames.
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If adummy bearer or a connectionless downlink bearer can be found within T214 frames after receiving a
MAC_UP_CON-req primitive, the PT shall usethe TDD pair of this bearer. Otherwise the PT shall select a channel for
the uplink service according to the procedure defined in clause 11.4.2.

NOTE 1: An RFP may provide one dummy bearer when traffic bearers are present. If a connectionless downlink
service is needed this dummy bearer is converted to a connectionless bearer and is the only bearer at the
RFP which supports the C/L downlink service. RFPs may broadcast the position of a permanent broadcast
or connectionless bearer using the BMC service (P tail).

NOTE 2: At least one dummy bearer is aways maintained when no traffic or connectionless bearer for downlink
transmissions exist.

A dummy bearer is marked as a short bearer (no B-field) in the BA field of the A-field header and uses the normal
identification for N tails.

A connectionless downlink bearer is marked by using a special identification for N tails.

9.2.3 Procedure for the connectionless uplink

9.23.1 Predicates
1) ThePT shal beintheldle Locked or Active Locked state.
2) ThePT shall know of at least one bearer suitable for an uplink connectionless transmission (see clause 9.2.2).
3) ThePT knowsthe FMID of a suitable RFP.
4) ThePT hasaCBCinstalled.

9232 PT D-field construction

When the PT's MAC layer receivesaMAC_UP_CON-req primitive it constructs one or two D-fields to be transmitted
by its physical layer.

The A-field of the first D-field contains the "first PT transmission" TA bits; FMID; PMID; and a byte identifying the
connectionless uplink service (see clause 7.2.5.6).

For the CL ¢ service as many CL - segments as possible are placed in the B-field, and MAC layer CRCs are added.
Segments of CL - data are positioned according to the rules of clause 6.2.2.3.

If the SDU length is O (only PMID exchange) or 40 bits (CL g service), the B-field may be filled in any manner with the
BA codein the A-field header = 000, or need not even be transmitted at al with the BA code = 111.

A second D-field shall be constructed for CL ¢ services with 11 to 20 segmentsin double slot mode, with 9to 16 CL
segments in long slot (j=640/672) mode, with 5to 8 CL - segmentsin full slot mode, or with 2 CL - segmentsin half slot
mode, and for the CL 5 service.

For the CL g service the TA bitsin the second D-field indicate data from the CL 5 channel by using either of the C tail
coding and place the SDU in the tail.

For the CL ¢ services the A-field shall contain a M tail identifying the second transmission of a connectionless uplink
service (see clause 7.2.5.6).

9.2.3.3 PT transmission sequence
Transmission sequence of the PT's CBC depends on the channel selection criteria:
a) theselected channel isthe TDD pair of a connectionless downlink or adummy bearer;

b) thePT selected afree channel.
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Cased)
e  Thetransmission sequences are different for C/L uplink services using one or two transmissions:
1)  Onetransmission:
- the PT sends the D-field in an arbitrarily chosen frame.
2)  Two transmissions:

- the PT sendsthe first D-field in an arbitrarily chosen frame, and the second D-field on the same
channel in the next TDMA frame.

NOTE 1: The uplink channel on the TDD pair of adummy or C/L downlink bearer is not checked prior to
transmission.

NOTE 2: Controlled by the higher layers retransmissions of the same C/L uplink data may occur. To prevent
continuous collisions (e.g. two PTs start transmission in the same TDMA frame and use the same
retransmission algorithm in their higher layers), the MAC layer should choose a random delay between
receivingaMAC_UP_CON-req primitive and the beginning of the first transmission.

Caseb)

e  After selecting the channel (see clause 11.4) the PT sendsthefirst D-field in any frame in time with the
primary receiver scan of the FT.

. If the connectionless uplink service consists of two transmissions the PT sends the second D-field on the same
channel in the next TDMA frame.

9.234 FT procedure

The FT may receive a C/L uplink transmission either on the TDD half of its dummy or connectionless downlink bearer,
or by scanning for PT first transmissions. When receiving a PT's C/L uplink transmission marked as "first PP
transmission” (see clause 7.1.2) with correct A-field CRC and containing the FT's FMID, the FT shall install aCBC to
process the C/L uplink service.

The FT shall decide upon the coding of the M tail message (see clause 7.2.5.6) whether the PT usesasingle

transmission uplink service or a double transmission uplink service. If a double transmission uplink serviceisin
progress the FT's CBC shall receive the second transmission in the next TDMA frame on the same connectionless
uplink bearer.

If all datarelated to the C/L uplink service has been received correctly, i.e. with correct CRCs, the CMC issuesa
MAC_UP_CON-ind primitive to the DL C with the SDU containing received CL ¢ or CL 5 data.

9.3 Non-continuous broadcast procedure
9.3.0 General

A-field and B-field procedures exist which allow PTsto acquire more Q channel information and as a further BMC
service to request a new dummy bearer.

9.3.1 Request for specific Q channel information
9.3.1.0 General

A PT may acquire extended system information upon request. The procedure isinitiated by the PT's LLME (see
clause 11.2.1).

9.3.1.1 A-field procedure
PT procedure:

The PT creates two D-fields to be transmitted by its physical layer. The B-field of both transmissions may befilled in
any manner or need not even be transmitted at all.
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The A-field of the first D-field contains the "first PT transmission” TA bits, FMID, PMID, and a byte identifying the
service (extended system information; see clause 7.2.5.6).

The A-field of the second D-field contains the M tail TA bits and the request in the A-field tail (see clause 7.2.5.10).

The PT selects a channel according to the rules for duplex bearers (see clause 11.4) and sends the first D-field in any
frame in time with the primary receiver scan of the FT. The PT transmits the second D-field on the same channel in the
next TDMA frame.

The PT then listens to the TDD pair of the bearer until areply isreceived or time-out expires (T206, see clause 11.2.2).
FT procedure:

An FT receiving an extended system information request issues the request to the LLME (see clause 11.2.2). If the
LLME repliesthe FT creates two D-fields to be transmitted. The B-field of both transmissions may be filled in any
manner or need not even be transmitted at all.

The A-field header of both transmissions uses the M tail TA bits.

Thefirst A-field tail contains FMID, PMID, and a byte identifying the service (extended system information;
see clause 7.2.5.6).

The second A-field tail contains the FT response (see clause 7.2.5.10).

The RFP selectsthe TDD pair of that channel on which the request was received and transmits the
D-fields in two successive frames. The first D-field may be transmitted in any frame.

9.3.1.2 B-field procedure
PT procedure:

The PT creates one single D-field for the request. This D-field is marked asa"first PT transmission” in the A-field
header. The A-field tail contains a special M tail identifying the transmission as part of the extended system

information service. The B-field contains the request(s) (see clause 7.3.5).

The PT selects afree channel according to the rules for duplex bearers (see clause 11.4.2) and transmits the D-field in
any frame in time with the primary receiver scan of the FT. The PT then scans the TDD pair of the bearer until areply
isreceived or time-out expires (T206, see clause 11.2.2). A reply is marked with the same M+ tail as used for the

request. Replies are delivered to the LLME (see clause 11.2.1).
FT procedure:

An FT receiving an extended system information request issues the request to the LLME (see clause 11.2.2). If the
LLME repliesthe FT creates one D-field with the A-field containing an M+ tail. Thistail identifies the D-field as part

of the extended system information service (see clause 7.2.5.6). The B-field contains the response from the LLME.

The RFP selects the TDD pair of that channel on which the request was received and transmits the D-field once on this
channel in any frame.

9.3.2 Request for a new dummy bearer

A PT may request the continuous BMC service on a new dummy bearer. The PT, therefore, selects a channel according
to the rules defined in clause 11.4 and prepares one single D-field. The D-field contains an A-field with an M tail
identifying the service (see clause 7.2.5.6). The D-field is marked as "first PT transmission” (see clause 7.1.2). The
B-field may be filled in any manner or need not even be transmitted at al. The PT transmits the D-field in any framein
time with the primary receiver scan of the FT on the selected channel.

The FT may ignore the PT's request or install the dummy bearer on the TDD half of that channel on which the request
was received. A PT shall not attempt to change the dummy bearer position at an RFP after two successive unsuccessful
attempts to this RFP.
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9.4 "No-emission" mode procedures
9.40  General

This clause defines the procedures, which are required for the operation of the "no-emission” mode.
9.4.1 Initiation of the "no-emission” mode

9411 Successful activation (countdown to zero)

After being in idle-state for a certain time and if all registered PTs are capable of "no-emission” mode and the mode is
permitted, then the FT will start the powerdown-negotiation with all PTs.

The negotiation is done indirectly, because the FT will start a countdown-timer, which is sent in the dummy-bearer
using a Pt-Mac-Message defined in clause 7.2.4.3.7.

To avoid collisions between usual Pt-mac-info-transmissions/multiplexing, this countdown-message will be sent in
frame 0, but having the extend-flag set, if needed to keep the PTs listening for the following frame where "normal" idle
Pt-mac info will be provided.

The multiframe counter increment occurs, when the framecounter steps from 15 to 0. In "no-emission” mode activation
phase the paging info "multiframe countdown" shall be sent in every multiframe. This ensures that a PT in low duty
mode receives this paging info. It is recommended to send the paging info "idle-scan carrier number" in the same
multiframe (use extend flag to send more page frames, see clause 7.2.4.2.2).

If a PT receives the Pt "multiframe countdown", it shall enter the normal duty mode (receive at least in frame 0 every
multiframe), to ensure receiving all paging countdown infos (especialy value=0).

When the countdown expires and after the last countdown value = 0 has been sent, all transmitters are turned off and
every device will fall into a special idle scanning mode as defined in clause 11.11.

NOTE: The system will changeinto "no-emission" mode without an active point-to-point negotiation with the
PTs.

FT PT

IWU MAC MAC WU

Mac-NoEmo-Ind (Pend) | P-Mac-Countdown »| Mac-NoEmo-Ind (Pend)

Tmin = N208 multiframes

Mac-NoEmo-Ind (Activ) Dummy deactivated Mac-NoEmo-Ind (Activ)

Figure 9.1: Successful activation of "no-emission” mode

9.4.1.2 Multiframe countdown stopped by FT

The FT can stop the multiframe countdown by broadcasting the Pt-M AC " countdown-stopped” value as defined in
clause 7.2.4.3.7. The Pt-MAC "countdown-stopped" shall be sent in at least N209 multiframes.
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IWU

PT

MAC

Mac-NoEmo-Ind (Pend)

MAC

WU

Pt-Mac-Countdown

»| Mac-NoEmo-Ind (Pend)

Mac-NoEmo-Req (Stop) | Pt-Mac-Countdown value=255 | Mac-NoEmo-Ind (Stop)
Figure 9.2: Countdown stopped by FT
9.4.1.3 Multiframe countdown stopped by PT

By means of the countdown-timer the PTs can determine the exact time, when power off will be activated and the fact,
that power off will be activated soon. PTs can avoid the deactivation of the dummy-bearer by setting up a connection.
The FT will then stop the countdown immediately and broadcast in the Py channel, the "bearer handover/replacement
and no-emission mode information" (see clause 7.2.4.3.7) with the info type "number of multiframes until dummy-
bearer is deactivated” set to " countdown-stopped” value (255). The Py broadcast with the " countdown-stopped” value
shall be sent in at least N209 multiframes.

NOTE:

Besides setting up a mac-connection to avoid "no-emission” mode, the PT can disable the feature by

sending the "no-emission" support capability in the terminal capabilities during subscription or location
registration at anytime during normal operation as defined in ETSI EN 300 175-5 [5].

FT

WU

MAC

PT

MAC

Pr-MAC-Countdown

Mac-NoEmo-Ind (Pend).

Mac-NoEmo-Ind (Stop)

MAC-Setup (e.g.Locate Req)

v

Mac-NoEmo-Ind (Pend)

WU

Mac-NoEmo-Req (Stop)

Pr-MAC-Countdown value=255

v

Figure 9.3: Countdown stopped by PT
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9414 PT does not receive multiframe countdown "zero"

If the FT has started the multiframe countdown and the PT expects, but does not receive the frame where the countdown
is"zero", then the state is ambiguous for it ("no-emission”, normal operation or being out of range) and the PT shall
perform the following operations:

The PT shall perform anormal FT-scan:
a) If the PT receivesan FT transmission, then the state is normal operation.
b) If the PT doesnot receive an FT transmission, then the PT shall issue awakeup call:
bl) If the PT receivesan FT transmission, then the state is normal operation.
b2) If the PT does not receive an FT transmission, then the state is out of range.

If the resulting state is out of range, then the PT should perform the above steps on aregular basis.

9.4.2 Behaviour during power-down-mode

This procedure is defined in clause 11.11.

9.4.3  Waking up, FT initiated

If dueto e.g. an incoming call, the FT wants to wake up the PTsin order to resume normal operation, the FT shall
perform a channel selection in order to establish a dummy bearer and (for a short time) one or more DummyPointer.

The FT shall select a suitable channel and setup (in the TX-half-frame) an extended dummy bearer containing
sync-information in the B-field. This dummy bearer sends the normal T-Mux in the A-field and 1 protected subfield
(Syncsubfield) after the A-field-CRC, which exists only during the wakeup phase. This dummy bearer can be sent on
the preferred carrier or on every other available carrier.

In addition the FT shall select one or more suitable slots on the preferred carrier. The selection should be such, that
"longer” dlot types are selected (instead of the shorter dummy-slots). It is recommended to use full (or long slots),
because more DummyPointer can be inserted (see below). Every slot on the preferred carrier that is sufficiently
unoccupied and selectable in RX and TX-half may be used to send a DummyPointer. The selected full-(/long)-dots
shall contain at least 2 (3 respectively) DummyPointers, that send only N-framesin the A-field, and carry extended
sync-information (XSync) after the A-field-CRC. The DummyPointer has a special T-header coding (see clause 7.1.2)
to distinguish it from the normal dummy bearer.

The dlot-format "full" or "long" is used only as a container for DummyPointer, the receiving side does not necessarily
need to support the extended format as such. Reception as fullslot is recommended, e.g. to double-check the received
information, if available.

Example: full dot contains 3 DummyPointer:

Sync  Adfield Crc XSync Sync A-field Crc XSync Sync A-field Crc XSync

40 Byte B-field buffer

Example: full dot contains 2 DummyPointer:

Sync  Afield Crc XSync Sync  Adfield Crc XSync

40 Byte B-field buffer

Figure 9.4: Example: full slot contains 2 or 3 DummyPointer
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Example: full dot contains normal dummy incl. SyncSubfield and 1 DummyPointer:

Sync  A-field Crc  SyncSubfield Sync  A-field Crc XSync

40 Byte B-field buffer

Figure 9.5: Example: full slot contains normal dummy

NOTE: Theexamplein figure 9.5 shows a very specific case where the dummy bearer (incl. SyncSubfield) is
transmitted on the same carrier (= preferred carrier) as the subsequent DummyPointer (incl. XSync).

It isalso possible to use "smaller” dot typesto insert only 1 dummy bearer with additive syncinfos.

Example: “smaler” dot type (using POQj with j=40) for 1 DummyPointer:

Sync  Afield Crc XSync

5 Byte B-field buffer

Example: “smaler” dot type (using PO0j with j=80) for 1 normal dummy incl SyncSubfield:

Sync Adfield Crc  SyncSubfield

10 Byte B-field buffer

Figure 9.6: Example: slot type P0Oj with j=40 and j=80

FT PT

WU MAC MAC WU

»

Mac-NoEmo-Ind (Stop
Tmin = N210 frames

Normal-Dummy

Mac-NoEmo-Req (Stop) | Dummy + DummyPointer

I

Figure 9.7: FT initiated waking up
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Syncfield A-field XSync
header A-field+CRC XSync-Info Chksum
bitcount S0...31 A0...7 A8...63 BO...23 B24...39
content |AAAAE98A Ox4E N-Frame, |3 byte, see below | CRC16
(Nt-DummyPainter) CRC16
bytecount 0...3 4 5...11 12...14 15...16

Description of thefields:
Chksum:

16 bit checksum, calculated from B,....Bos.

Table 9.2: Coding XSync-Info

LockChannel DummyPointer-Info
bitcount Bg... By |Bj...B7 | Bg...By1 |Bqs... B15 [Byg--- B1g | Big--- Bo3
content 0 CN Slot 0 Position Slot

bytecount 12 13 14

Description of thefields:
L ockChannel-Slot:

Slot number of the standard-dummy. (coding: see clause 7.2.3.2.3).

L ockChannel-CN:

Carrier number of the standard-dummy. (coding: see clause 7.2.3.2.10).

DummyPointer | nfo-Position:

Multiple DummyPointer can be placed in 1 full/long-slot, this Synclnfo indicates which position the current

DummyPointer actually hasinside the dlot.

Description of thefields:

DummyPointer I nfo-Slot:

Table 9.3: Position
Sync-Info Byg...B1g | Position of sOin relation to f0
000 fo
001 f136
010 f272
011 f408
100 544
101 680
110 f240 (halfslot-boundary)
111 Reserved

Indicates dot (0...23) of this DummyPointer.

Table 9.4: Coding of normal DummyBearer incl. SyncSubfield (FT --> PT)

Syncfield A-field SyncSubfield
header A-field+CRC SyncSubfield-Info Chksum
bitcount S0...31 AO0...7 A8...63 BO...63 B64...79
content |AAAAE98A |Tail-header, T-Mux, 8 byte, see clause 7.3.5.3 | CRC16
BA-bits=110 CRC16
bytecount 0...3 4 5...11 12...19 20...21
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Description of thefields:

Chksum:
16 bit subfield checksum, calculated from BO....B63.

Transmitting side (FT):

DummyPointer and SyncSubfield inside the B-field require the scrambler to be switched off, otherwise the receiving
side cannot decode them. No X-CRC should be transmitted after the X Sync of the DummyPointer and after the
SyncSubfield of the normal dummy bearer.

Receiving side (PT):
The Tail-header (see clause 7.1.2) has to be checked to distinguish between a DummyPointer and the normal dummy
bearer.

a) If aDummyPointer was received, the X Sync-infos can be evaluated and make it possible to adjust the receiver
directly to the normal dummy receiver. The X-CRC shall be ignored.

b) If the norma dummy bearer was received, the SyncSubfield-infos can be evaluated and make it possible to get
synchronousin avery short time. The X-CRC shall be ignored.

By providing this additional synchronization-information, the PT is able to collect all required settings to get
synchronous within asingle burst. Static information like physical and higher-layer capabilities can be kept from before
power-down got active.

After successful reception of the burst, the PT will synchronize hit, slot and frame-counters and establish the normal
dummy-bearer receiver on the indicated |ock-channel.

The FT shall maintain the DummyPointer-phase for up to N210 frames, but not less than N210/2 frames. During this
time the DummyPointer block potential setup-slots. So it is recommended to keep open one or more receive-dots for
setups during this phase, to allow at least one quick setup. If receive-slots would be blocked for longer, setup-timersin
the PTs might be timing out and the setup would be lost.

Behaviour after Reset:

After reset, the FT shall always start with a"no-emission” wake-up-call on the preferred carrier or on al available
carriers (depends on MAC layer capability part2, bit a,3), because there might have been e.g. a power failure that led to
an unwanted restart of the FT. The FT does not know, whether it was in "no-emission” mode before or not. So possibly
PTsarein "no-emission” mode without even noticing, that the status of the FT has changed.

9.4.4  Waking up, PT initiated

If aPT wantsto end "no-emission” mode, the PT shall perform a channel selection in order to establish one or more
DummyRequests on the preferred carrier. They are quite similar to the DummyPointer of the FT, but have another
syncfield-coding (PT-syncfiel d-coding) and no extended sync-information. Therefore all DECT devices can distinguish
whether a DummyRequest is sent from a PT or a DummyPointer is sent from an FT.

Table 9.5: Coding of DummyRequest (PT --> FT)

Syncfield A-field
header |A-field+CRC
bitcount S0...31 A0...7 A8...63
content |55551675 | Ox6E N-Frame,
(Nt-Info) CRC16
bytecount 0...3 4 5...11

"N-Frame" contains the RFPI of the FT that should be awoken.

The PT provides no further sync-information. More DummyRequests may be put into a fullslot to achieve a higher
probability for the FT to receiveit.

NOTE: Onefulldot can contain up to 3 additional DummyRequests in the B-field. One longslot can contain up to
6 additional DummyRequests in the B-field.
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The PT shall setup the DummyRequest up to N211 frames, but not less than N211/4 frames. The FT shall start
transmission of its own DummyPointer in reply, immediately after the DummyRequest-transmission of the PT ends.
Theinitiating PT then shall revert to scanning mode, like the other PTs.

After this, the synchronizing sequence continues exactly like clause 9.4.3 "Waking up, FT initiated".

Doing so, there is no need to implement synchronization-mechanismsin the FT, and PTs do not need to be able to
receive other PTs DummyReqguests and behave differently.

Behaviour after Reset and during asynchronous mode;

After reset and during asynchronous mode, the PT, if subscribed to a"no-emission” FT, should start normal scanning. If
the FT cannot be found, the PT should issue a"no-emission" wake-up-call on the preferred carrier or on al available
carriers (depends on MAC layer capability part2, bit a23).

FT PT

WU MAC MAC WU

MAC-NoEmo-Req (Sto
DummyRequest ¢  (Stop

F N

MAC-NoEmo-Ind (wakeup

«

Tmin = N211 frames

Dummy + DummyPointer

MAC-NoEmo-Req (Stop)

MAC-NoEmo-Ind (Stop)

Tmin = N210 frames

Normal-Dummy

\4

Figure 9.8: PT initiated waking up

9.5 Ultra Low Energy (ULE) Mode Procedures
9.5.0 General

This clause defines the procedures, which are required for the operation of the DECT UltraLow Energy (ULE)
operation mode.

951 Initiation of the ULE Mode

95.1.0 General

If asystem is deemed to be a ULE capable system and at least one registered PT is capable of ULE mode, then the FT
shall start in ULE mode.

The FT shall follow normal channel selection procedures and set up a dummy bearer, the FT has the choice to either
setup this dummy as both a normal dummy and a ULE dummy, or optionally to select another channel following the
normal channel selection procedure and set up an additional bearer asthe ULE dummy.

The definition of the ULE dummy includes the normal dummy bearer with the Afield T-MUX messages so only one
ULE dummy isrequired for all normal operations as well as the ULE functionality.
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The ULE dummy is defined with some similarities to the "no emission” mode. Having chosen the suitable channel the
FT shall setup (in the TX-half-frame) an extended dummy bearer in a standard full slot containing ULE related
information in the B-field. This dummy bearer sends the standard T-MUX in the A-field, but additional information
relevant for ULE in the B-field in the protected subfields after the A-field CRC.

Standard
dummy bearer
BA bits = 110b

Sync  A-field Crc XCRC

40 Byte B-field buffer

ULE Subfield 2 ULE Subfield 3

Figure 9.9: ULE Dummy Bearer showing BField data

9511 ULE Dummy Bearer Subfield 0

The first sub-field contains the SyncWord subfield, thisis the part that ULE PTs search for when trying to gain lock to
the ULE FT. It shall contain the following information.

M P  Sync’ RFPI[28] CRC

20 36

64 79

Figure 9.10: ULE Dummy Bearer Subfield 0 - SyncWord Subfield

Table 9.6: Coding of Subfield 0 - SyncWord Subfield

M (MBn Header) P Sync" RFPI[28] CRC
bitcount 0...7 8...19 20...35 36...63 64...79
content X1001010 101010101010 | 1110001101100100 |28 LSBs of RFPI |Std. 16 bit CRC

NOTE: The standard MBn header of the first protected BField subfield has its last nibble set to replicate the
preamble pattern, thisis so that the P field can be reduced to 12 bits to save space, but that the PTs still
receive the full 16 bit preamble pattern for its RF training purposes.

9.5.1.2 ULE Dummy Bearer Subfield 1

The Subfield 1 contains the following information:

MBnN Nc SP SFa/b CA Subfield A data CRC

100 104 108 112

Figure 9.11: ULE Dummy Bearer Subfield 1
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Table 9.7: Coding of Subfield 1
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M (MBn
Header)

Nc
(M.S.B)

SP
(Spare)

HN

SFa

SFb

CA

Subfield
A Data

CRC

bitcount

80...87

88...99

100...101

102...103

104...105

106...107

108...111

112...143

144...159

content

X1001011

12
MSBs of

00

WRS Hop
Number

Subfield
a use

Subfield
b use

CA field
(see note 2)

See
table 9.10

Std.
16 bit

RFPI CRC

NOTE 1:

The fields SFa and SFb (Subfield Use) indicate what information is carried in certain subfields that have bits

that have several meanings. The subfields that are currently referred to are Subfield A Data and Subfield B
Data and the meaning of the information carried in these fields is shown in the table 9.9.

NOTE 2:

"CA field" are 4 bits transmitted always in bitmap format for use by the CA mechanism (see ETSI

TS 102 939-1 [i.10], clause 10.6.3).

MBn
Nc

HN

SFa/SFb

CA

Subfield A data:

CRC

the MBn header (set to 'X1001011").
contains the 4 most significant bits of the identities channel N¢,
are spare hits reserved for further standardization. They shall be set 0 "00".

this field defines the Hop Number for systems utilizing Wireless Relay Stations (WRS). The Hop
Number is the distance (in hops) that a WRS is from the base-station. For example, aWRS that is
directly attached to the base-station has a hop distance of 1, and a WRS attached to the previous
one would have a hop distance of 2, etc. An RFP that is not a WRS shall always indicate a hop
distance of 0. A WRS shall always indicate a hop distance one greater than the value that it
received, up to the maximum limit for cascaded devices (see clause 7.2.3.5.2.1). Aswell as
indicating the hop distance, the field has two additional uses: 1) it indicates whether the deviceisa
WRS or not (as any non-zero hop distance number indicatesthat it isa WRS), and 2) it indicates
the paging delay (in frames) due to WRS re-transmission of the By channel. See Table 9.8 for
details.

describes the use and format of the Subfield A and Subfield B datafield. Its coding is defined in
table 9.9.

4 bits transmitted always in bitmap format for use by the CA mechanism (see ETS
TS 102 939-1[i.10], clause 10.6.3). If the mechanism is not used, they shall be set to "0000".

32 hits containing paging IDs in either bitmap or index format. Their coding and format are
described in table 9.10.

The MAC X-CRC (16 bits generated as given in clause 6.2.5.4).

Table 9.8: Hop Number Coding Scheme

Hop Number Code
(bits 102..103)

Meaning

00 The RFP is not a WRS. There is no delay on the By channel.

01 The RFP is a WRS, and it is 1 hop away from the base. If WRS delayed paging is
supported then the Bu channel is delayed by 1 frame (see note).

10 The RFP is a WRS, and it is 2 hops away from the base. If WRS delayed paging is
supported then the Bu channel is delayed by 2 frames (see note).

11 The RFP is a WRS and it is 3 hops away from the base. If WRS delayed paging is

supported then the Bu channel is delayed by 3 frames (see note).

NOTE:

If WRS delayed paging is supported (as indicated by bit a18 of the Extended FP Capabilities (Part 2)
message, see clause 7.2.3.11.2 of the present document ), then the Bu channel shall be delayed by X
frames, where X is the hop distance from the base, For example, if the WRS is 2 hops away from the
base, then the Bu channel information broadcast by the WRS is delayed by 2 frames. See ETSI

TS 102 939-2 [i.12], clause 10.7.3.
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Table 9.9: SFa and SFb fields

SFa SFb Meaning
104..105 | 106..107
00 XX Subfield A Data does not carry any information
01 XX Subfield A Data carries paging information (bit-map scheme)
10 XX Subfield A Data carries paging information (index scheme)
11 XX Reserved
XX 00 Subfield B Data does not carry any information
XX 01 Subfield B Data carries paging information (bit-map scheme)
XX 10 Subfield B Data carries paging information (index scheme)
XX 11 Reserved
NOTE 1: "x" means don't care (i.e. the bit can be a 1 or a 0).
NOTE 2: Subfield A Data is in subfield B1, bits 112..143 (see clause 9.5.1.2).
NOTE 3: Subfield B Data is in subfield B3, bits 248..303 (see clause 9.5.1.4).

The format of Subfield A datain subfield B1 is selected by the SFa (Subfield Use) field. It has the following meaning:

Table 9.10: Meaning of Subfield A Data bits

Subfield 1 use

112...143

No info 0000 0000 0000 0000 0000 0000 0000 0000
(note 1)

Paging Info (bit-map |32 bits bit-mapped, representing paging IDs 0...31
scheme) Paging ID n is mapped to bit 112 + n, for n = 0...31
(note 1)

Paging Info (index Bits 112..118 : X1 (7 bits) (see note 6)
scheme) Bits 119..125 : X2 (7 bits) (see note 6)
(note 1) Bits 126..132 : X3 (7 bits) (see note 6)

Bits 133..141 : X4 (9 bits)

Bit 142
- Profile defined use (see note 5). If not used, it shall be set to "0"

Bit 143:

- Bit 143 set to "0" indicates that index X4 contains a paging ID
- Bit 143 set to "1" indicates that index X4 contains a profile
defined additional information (see notes 3 and 4)

Paging ID n can be mapped in any of the available index slots
X1..X4. (See notes 2, 3 and 6.)

position.

1

NOTE 1: The data shall be XORed with the value:
'0000 1111 0000 1111 0000 1111 0000 1111'B before insertion in the bearer.
NOTE 2: If Xnis '1111111'B (127) for indices X1 to X3 or '111111111'B (511) for index X4,
then Xn is not used, and can be ignored by the receiving side.
NOTE 3: ETSI TS 102 939-2 [i.12] may use this coding for sending the C/L downlink bearer

NOTE 4: All implementations shall be able at least to recognize this flag and to ignore the
field X4 if bit is set to "1" and the special meaning is not applicable to the device.

NOTE 5: ETSI TS 102 939-2 [i.12] uses this bit together with index X4 (total 10 bits) for

sending the C/L downlink bearer position. This use is indicated by setting bit 143 to

NOTE 6: Indices X1 to X3 only allow to transmit Paging IDs in the range 0-126. For values
higher than that, indices X4 to X10 should be used.
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9513 ULE Dummy Bearer Subfield 2
9.5.1.3.0 General

The Subfield 2 contains the following information:

M LS RFC Counters BS CRC

[roimmn

s

160 172 208 224
168 174

Figure 9.12: ULE Dummy Bearer Subfield 2

Table 9.11: Coding of Subfield 2

M (MBn |[LS (Lock | RFC1 | RFC2 Counters ULE MAC Info (M) CRC
Header) Slot)

bitcount |160...167 |168...171 | 172 173 |174...179 |180...183 |184...207 |208...211 |212...223 | 224...239

content |[X1000001 |Slot RF RF PSCN Frame Multi- Info 1 Info 2 Std. 16 bit
number Control |Control counter frame CRC
of the bit 1 bit 2 counter

present |[(see (see
bearer note 2) [note 3)
(see
note 1)

NOTE 1: Regardless of whether this is the only dummy bearer or there are several the Lock Slot shall always contain the
slot number of the bearer where this message is transmitted.

NOTE 2: RFC1 may be used by some regional variants. The usage of this bit may be defined by an application profile,
e.g. ETSI TS 102 939-2 [i.12]. If the bit is not used, then the value 0 shall be sent, and the receiving side shall
ignore the bit.

NOTE 3: RFC2 may be used by some regional variants. The usage of this bit may be defined by an application profile,
e.g. ETSI TS 102 939-2 [i.12]. If the bit is not used, then the value 0 shall be sent, and the receiving side shall

ignore the bit.
NOTE 4: Further usage of the RFC bits may be defined by an application profile.

9.5.1.31 My Channel Info 1 coding

The M, Info 1 subfield contains the RSSI value that the PT shall use in the channel selection algorithm M1 (see
clauses 11.12.4 and 11.12.5 in the present document). The value is coded as shown in table 9.12.
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Table 9.12: M, Channel Info 1 Meaning

Info Type Meaning Description
0000 Blind slots for  |The slot-pairs coded in Mu Channel Info 2 (see clause 9.5.1.3.2) are blind (or
ULE packet mode |otherwise unavailable) to ULE packet mode bearers. This applies to the indicated
slot-pairs for all carriers. The indicated status has a lifetime of 64 mutliframes or
until the next reception of the message, whichever is sooner, after which the status
should be disregarded (see notes 1, 2 and 3).
0001 - 0100 Reserved Reserved.

0101 +60 dB The threshold to be used in algorithm M1 shall be 60 dB above the reference level
(see note 4).

0110 +54 dB The threshold to be used in algorithm M1 shall be 54 dB above the reference level
(see note 4).

0111 +48 dB The threshold to be used in algorithm M1 shall be 48 dB above the reference level
(see note 4).

1000 +42 dB The threshold to be used in algorithm M1 shall be 42 dB above the reference level
(see note 4).

1001 +36 dB The threshold to be used in algorithm M1 shall be 36 dB above the reference level
(see note 4).

1010 +30 dB The threshold to be used in algorithm M1 shall be 30 dB above the reference level
(see note 4).

1011 +24 dB The threshold to be used in algorithm M1 shall be 24 dB above the reference level
(see note 4).

1100 +18 dB The threshold to be used in algorithm M1 shall be 18 dB above the reference level
(see note 4).

1101 +12 dB The threshold to be used in algorithm M1 shall be 12 dB above the reference level
(see note 4).

1110 +6 dB The threshold to be used in algorithm M1 shall be 6 dB above the reference level
(see note 4).

1111 +0 dB The threshold to be used in algorithm M1 shall be 0 dB above the reference level
(see note 4).

NOTE 1: Slot-pairs are typically marked blind/unavailable due to the presence of other active traffic bearers on the
FP.

NOTE 2: The use of the special Info Type code '0000'B means that there is no usable input for the PP's M1 process
for that frame. This has the potential to impair the ability of the PP to establish a bearer. Therefore this
code is intended to be used infrequently, or when there is nothing else useful to send in the My Channel
Info broadcast channel, for example when there are no quiet channels at all. The use of this code does not
mean that other carriers do not have usable channels, as indicated by the My channel info broadcast on
later frames.

NOTE 3: Unlike the A-field Pr MAC Layer Information "blind full slot information" message (7.2.4.3.3), the '0000'B
code cannot be guaranteed to be transmitted regularly since the Mu channel has other uses and priorities.
Therefore the indicated status has a "lifetime" value, after which the status is assumed to no longer apply.

NOTE 4: The reference level is -93 dBm, but the value may be re-defined according to regional variants (e.g. US) as
defined by an application profile (for example ETSI TS 102 939-1 [i.10]).

9.5.1.3.2 My Channel Info 2 coding

The Info 2 field contains 12 bitsindicating if a given slot pair is considered available by the FT. The format is the same
asthe blind dot information in the MAC info (see clause 7.2.4.3.3). A value of 1 indicates that the dlot pair is available
to be used by the channel selection process M1 (see clauses 11.12.4 and 11.12.5 in the present document).

9514 ULE Dummy Bearer Subfield 3

The Subfield 3 contains the following information:

M Selectable CRC

Figure 9.13: ULE Dummy Bearer Subfield 3
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Table 9.13: Coding of Subfield 3

M (MBn Header) [Subfield B Data CRC
bitcount 240...247 248...303 304...239
content X1000010 See table 9.14  |Std. 16 bit CRC
MBn the MBn header (set to 'X1001011").

Subfield B data: 56 bits containing paging IDs in either bitmap or index format. Their coding and format are

described in table 9.14.

CRC The MAC X-CRC (16 bits generated as given in clause 6.2.5.4).
The format of Subfield B datain subfield 3 is selected by the SFb (Subfield Use) field in subfield 1. It has the following
meaning.
Table 9.14: Meaning of Subfield B Data bits
Subfield 3 use 248...303
No info 00000000000000000000000000000000000000000000000000000000
(note 1)
Paging Info (bit-map |56 bits bit-mapped, representing paging IDs 32..87
scheme) Paging ID n is mapped to bit 216 + n, for n = 32..87
(note 1)
Paging Info (index Bits 248..256 : X5 (9 bits)

scheme) Bits 257..265 : X6 (9 bits)

(note 1) Bits 266..274 : X7 (9 bits)
Bits 275..283 : X8 (9 bits)
Bits 284..292 : X9 (9 bits)
Bits 293..301 : X10 (9 bits)
Bit 302
- Profile defined use (see note 5). If not used, it shall be set to "0".
Bit 303:
-Bit 303 set to "0" indicates that index X10 contains a paging ID
-Bit 303 set to "1" indicates that index X10 contains a profile defined
additional information (see notes 3 and 4)
Paging ID n can be mapped in any of the available index slots
X5...X10. See notes 2 and 3.

NOTE 1: The data shall be XORed with the value
'00001111000011110000111100001111000011110000111100001111'B before
insertion in the bearer.

NOTE 2: If Xn (where nis 5..10) is setto '111111111'B (511) then Xn is not used, and can be
ignored by the receiving side.

NOTE 3: ETSI TS 102 939-2 [i.12] uses this coding for sending the C/L downlink bearer
position.

NOTE 4: All implementations shall be able, at least, to recognize this flag bit and to ignore the
field X10 if the bit is set to "1" and the special meaning is not applicable to the device.

NOTE 5: ETSI TS 102 939-2 [i.12] uses this bit together with index X10 (total 10 bits) for
sending the C/L downlink bearer position. This use is indicated by setting bit 303 to '1'.

9.5.15 Elements of the ULE paging system

The bits within the ULE Dummy Bearer are a scarce resource, and to alow for flexibility of use and extendibility, the
concepts of "paging D", "paging signal" and "paging descriptor” are introduced. In addition to that, paging |Ds may be
combined with frame and multiframe sequences defined by a starting point and arepletion rate in order to code multiple

paging signals.

The following elements are defined:

Repetition rate: interval in frames between two transmissions of a paging signa
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Offset: a starting point defined by a frame and multiframe of a paging sequence
Paging sequence: a series defined by an offset and a repetition rate where a paging signal can be transmitted

Paging ID: anumeric value that combined with a sequence defines a paging signal. Paging | Ds are numeric
values between 0 and 510. All values may be transmitted using the index format. Val ues between
0 and 87 may also been transmitted in bitmap format

Paging signal: acombination of apaging ID and a sequence that when happens activates a paging action defined
by a descriptor

Descriptor: arecord in the << ULE-MAC-CONFIGURATION-INFO >> |E that identifies a paging signal (by
its sequence and paging 1D) and defines the action to be performed when the signal appears. It
may also define the action to be done when the signal does not appear (default negative action),
the action to be done when it appears but set to "0" (explicit negative action) and the instructions
for the paging reception

Positive action: action to be performed when a paging signal is received with either the paging ID value coded in
anindex or a"1" coded in the Paging ID position in bitmask format

Explicit negative action: action to be performed when a paging signal is received with a"0" coded in the Paging 1D
position in bitmask format

Default negative action: action to be performed when a paging signal is not received

The exact meaning of a paging signal and the actions to be performed when it is received are defined by the paging
descriptors. Paging descriptors are defined in the application profiles and exchanged between FP and PP during ULE
VC configuration by means of the << ULE-MAC-CONFIGURATION-INFO >> |E.

The actions to be performed when a paging signal is received depend on the specific application profile. A typical and
widely used actionis"resume" (of the ULE VC), but many other actions may be coded. Paging signals and paging
descriptors are also used to announce transmission in C/L downlink channels.

The exact format of each paging descriptor, which may vary depending on the descriptor type, is aso defined in the
application profiles.

See ETSI TS 102 939-1[i.10] and ETSI TS 102 939-2 [i.12] for the definition of the descriptors used in ULE phases 1
and 2.

10 Connection oriented service procedures

10.1 Overview

The connection oriented procedures use two peer-to-peer associations. connections and bearers. A connection isthe
association that is visible to the DLC layer, and each connection uses the services of one or more bearers as described in
clause 5.6.

The procedures are described in the following groups:

. Connection control procedures:
- connection setup (see clause 10.2);
- connection modification (see clause 10.3);
- connection release (see clause 10.4).

. Bearer control procedures:
- bearer setup (see clause 10.5);
- bearer handover (see clause 10.6);

- bearer release (see clause 10.7).
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. Datatransfer (see clause 10.8):
- CRFP connection control procedures (see clause 10.9).

The procedures are written in the style of a time sequence diagram, with the PT and FT procedures interlaced to
represent the order of events. The steps are numbered as a single series, and the varied outcomes are described with a
series of lettered substeps (3a, 3b, etc.).

10.2  C/O connection setup
10.2.0 Introduction

Connection setup isthe first phase of a connection orientated MAC service and the first phase of a connection
handover. The phrase "Connection_Established” is defined to mean completion of setup at the MAC layer.

Connection setup can be originated from either side. These directions are defined as follows:
. MAC PT_originated;
. MAC FT_originated;
. MAC REP_originated.

All setup attempts for connection handover are PT_originated.

10.2.1 General

There are four connection setup processes:
. basic connection setup process, PT_originated,;
. normal (advanced) connection setup process, PT_originated,;
. fast connection setup process, FT_originated;
. complementary connection setup process, REP_originated.

The basic setup processis used to set-up a basic connection. The normal and fast setup processes create advanced
connections (see clause 5.6).

Expedited connections (see clause 10.2.5) are, for this process, a type of advanced connections, and use normal
(advanced) setup procedures for connection creation.

The complementary connection setup processis used to set-up a complementary connection (see clause 10.5.1.5).

10.2.2 Initiation of a basic and a normal connection setup

A basic or normal setup may be initiated by a network layer call that originates from either the PT or FT asdetailed in
the following overview:

FT_originated call:
o FT higher layer sends a paging command to the PT higher layer;

. if this page is received successfully, the PT higher layer initiates a connection setup by issuinga MAC_CON-
reg primitive to the PT MAC layer.

PT_originated call:

e  the PT higher layer initiates a connection setup by issuing aMAC_CON-req primitive to the PT MAC layer.
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10.2.3 Initiation of a fast connection setup
FT_originated call only:

. the FT DLC initiates a connection setup without any prior paging by issuing a MAC_CON-req primitive to the
MAC layer. This primitive is addressed to only one RFP and the address of the RFP shall be known in
advance.

10.2.4 Connection setup procedure description
10.2.4.1 Creation of MBCs

Calling side:

A connection setup starts with the initiation process, either the DLC in the PT (basic and normal setup) or the DLC in
the FT (fast setup) issuesaMAC_CON-req primitive to its MAC.

This primitive includes a MAC Connection Endpoint Identifier (MCEI) which is used to identify all further primitives
related to this connection.

For fast connection setup the MAC_CON-req primitive shall include the Radio fixed Part Number (RPN) to identify the
RFP to which the PT isregistered, and the PMID of the called PT. If the wanted RFP cannot be addressed by the MBC
the MAC issuesaMAC_DIS-ind primitive to the DLC and releases the MBC entity.

NOTE la To alow a particular PT to be addressed, fast setup requires that an assigned PMID of that PT is known
beforehand.

If a connection is requested to perform a connection handover the MAC_CON-req primitive shall include the new and
the old MCEI.

If aconnection is requested that isto be associated with an already established connection for the purposes of a
Broadband data link the MAC_CON-req primitive shall include in the "Broadband data link ECN" the ECN of the first
established connection.

In addition, the MAC_CON-req primitive shall include the necessary parameters to identify the wanted service. After
receiving a paging command the full service description is not always known by the PTs. Then the service has type
"unknown".

If the MAC cannot establish a connection (e.g. an advanced connection is needed and the FT only supports basic
connections) or the MAC does not support the wanted service (e.g. the MAC only knows basic connections and a data
service is wanted) the MAC issuesa MAC_DIS-ind primitive to the DLC and releases the MBC ending the procedure.

The MBC asksthe LLME for allowance to set-up the connection between the FT (asidentified by its ARI) and the PT
(asidentified by its PMID). If asingle bearer |,_minimum_delay serviceis wanted and no Cr channel isrequired the
MBC may ask to establish a basic connection, otherwise the MBC asks for an advanced connection (see clause 5.6). If
the new connection is for connection handover the MBC also issues the MCEI of the old connection to the LLME.

Whenever an MBC is allowed to establish an advanced connection the LLME assigns the Exchanged Connection
Number (ECN) to the MBC. In the case of establishing the second and/or third connection associated with a Broadband
datalink, the LLME shall use any of the ECNs agreed between the peers and assigned during NWK layer call setup
procedure.

The LLME may forbid the establishment of the desired connection (e.g. there already exists a basic connection, no
further ECNs available). If a basic connection was requested by the MBC and then prohibited by the LLME, the MBC
may reattempt by asking for an advanced connection.

If it is not allowed to set-up the wanted connection the MAC issuesaMAC_DIS-ind primitive to the DLC indicating
the reason, and releases the MBC.
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If the MBC is allowed to set-up the connection the MAC reports the connection type (basic or advanced) with the
MAC_CON-cfm primitive to the DLC after the successful setup of the first bearer.

NOTE 1b:In the case of a successful connection setup there exists acommon identification for the connection
known at both, PT and FT. It consists of ARI + PMID (+ ECN) where the ECN only appears for
advanced connections. For advanced connections this identification is always unique within the PT and
the FT. For basic connections a duplication may occur only during connection handover.

NOTE 2: It isassumed that the PMID does not change during one connection (e.g. from an arbitrary PMID to a
PMID derived from the assigned individual TPUI (see clause 11.7.2)).

Thefirst task of the calling side's MBC isto invoke the creation of anew MBC at the called side. To alow the
necessary radio transmissions at least one bearer controlled by a TBC shall exist. For setting up new bearers the MBC
chooses one of the bearer setup procedures. The choice depends on the requested service (see clauses 10.2.4.2 and
10.2.4.3).

Higher layer control during connection setup:

At the calling side the MAC may enable transmissions of higher layer control even in the first transmission. After
receiving the MAC_CON-req primitive the MAC may ask immediately for higher layer control segments with a
MAC_CO_DTR-ind primitive (see clause 8.4.3).

Called side:

Onthecalled side anew TBC is created by receiving a"bearer_request” message including both a calling address and
its own address (FMID and PMID) on the scanned physical channel. The message type a so contains the information if
the new bearer belongsto a basic or an advanced connection.

The TBC has then to receive all necessary parametersto identify an MBC. The MBC isfully identified after:

a) receiving with the "bearer_request”" message either an access request or a handover request, including the
calling address (FMID or PMID) and defining the connection type (advanced or basic); and

b) for advanced connections only, receiving an ECN; and

c) for basic connections and only in case of a handover request, an indication if bearer or connection handover is
wanted.

NOTE 3: The parameters are not always known after the first received message, e.g. for setup procedures using the
advanced connection control M message set, the conditions are fulfilled after receiving two messages,

the "bearer_request" message and the "attributes request" message (see clause 10.5.1.2.1).

The TBC issues PMID, ARI and for an advanced connection aso the ECN to the LLME and indicates the purpose of
the wanted connection (bearer/connection handover or new connection).

NOTE 4: For an FT initiated bearer setup the calling addressis the FMID. But the PT has to be locked to the calling
RFP and, therefore, the PT knowsthe FT's ARI.

The LLME can now decide:
a) toreleasethe TBC;
b)  to connect the TBC to an existing MBC; or
Cc) tocreateanew MBC for connecting the TBC.

If anew MBC is needed the LLME requests the MAC to create anew MBC and assigns a MCEI to thisMBC. The
creation of anew MBC isreported to the DLC by issuing a MAC_CON-ind primitive after the first successful bearer
setup. This primitive informs the DLC if abasic or an advanced connection is set-up, and describes the wanted service

type.

NOTE 5: The wanted service may be of type "unknown" at this moment.
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During connection setup there is no information exchanged that indicates if a connection (i.e. its ECN) belongsto a
Broadband data link. The receiving side LLME shall make its judgement if a connection (i.e. its ECN) belongsto a
Broadband data link based on information from the result of the NWK layer Broadband data link ECNs agreement and
alocation procedure.

Higher layer control during connection setup:

The called side may enable transmission of higher layer control after issuing the MAC_CON-ind primitive. The MAC
has to ask for this higher layer control withaMAC_CO_DTR-ind primitive (see clause 8.4.3).

10.2.4.2 Establishment of a single bearer duplex connection of a known service type

This procedureis applied for al basic connections and for some advanced connections. Advanced connections are
established with this procedure provided that:

a) the MAC_CON-req primitive at the initiating side contained the full MAC layer service description; and
b) the connectionisasingle bearer connection.
For asingle bearer connection the duplex bearer setup isinitiated by:
a) thePT, for basic and normal connection setup;
b) theFT, for fast connection setup.

With the creation of the MBC on the initiating side a connection setup timer (T200, see annex A) is started. A
successful connection setup shall be completed before this timer expires. Otherwise the connection setup fails.

The MBC of theinitiating side shall have knowledge of at least one available physical channel. The MBC shall also
know the address (FMID or PMID) of the called part. The MBC creates a TBC and issues the called address
(FMID/PMID) and the physical channel description to the new TBC. The MBC dso indicatesif the wanted bearer is
used for bearer handover, connection handover or for anew MAC connection and which single bearer setup procedure
has to be used. For advanced single bearer connections the logical bearer number of the only bearer shall be set to

15 (="1111"). The MBC issues the LBN and the ECN to the TBC.

To establish the bearer the TBC uses one of the following procedures:
a) thebasic bearer setup procedure (see clause 10.5.1.1) for a basic connection setup;

b) thePT initiated A-field advanced single bearer setup procedure (see clause 10.5.1.2.1) or the PT initiated
B-field advanced single bearer setup procedure (see clause 10.5.1.3.1) for anormal connection setup;

c) theFT initiated B-field advanced single bearer setup (see clause 10.5.1.3.2) for fast connection setup.
At the end of a setup procedure a TBC will report to the MBC either:
. "Bearer_established" or "bearer_setup failed”, indicating the reason.

NOTE 1: At the destination side these messages only occur if a bearer setup attempt was detected and anew MBC
was created.

If a bearer setup attempt failed the TBC is released (see bearer setup procedures). The calling MBC can reattempt with
the same procedure up to N200 (see annex A) times, subject to using a new available channel each time and/or
accessing a new RFP (see clause 11.4.2). Each reattempt is reported to the DLC withaMAC_RES_DLC-ind primitive.

NOTE 2: Thisreporting of reattemptsis necessary to support overlapped setup, whereby setup of the higher layers
occurs at the same time as setup of the MAC layer.

Explanation: The MAC forgets acknowledged higher layer data and so this data cannot be repeated inaMAC
bearer setup reattempt. The primitive, therefore, tells the higher layers that a new connection setup
was started automatically. Higher layers shall restart their overlapped procedures, or shall release
the MAC setup withaMAC_DIS-req primitive.

If the setup attempt fails N200 + 1 times or the connection setup time-out (T200) expires, the initiating MAC reports
"setup_failure" toitsDLC, usingaMAC_DIS-ind primitive with the reason and releases the MBC. Thisevent isaso
reported to the LLME.
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At the called sideit is not always possible to recognize how often setup attempts fail. Here the MBC is always released
when "bearer_setup_failed" was recognized (see single bearer setup procedures) or by atime-out (e.g. T200 or T201).
The connection setup timer (T200) for anew MBC shall be started at creation of the MBC. Release of an MBC at the
called side is always reported to the LLME, and to its DLC withaMAC_DIS-ind primitive provided that a
MAC_CON-ind primitive was issued before.

NOTE 3: This condition may occur if a bearer setup was successful at the called side but failed at the calling side.
Here the calling side may reattempt to setup a bearer.

An MBC assumes that a bearer setup was successful when the TBC reported "bearer_established".

When the TBC at the called side reports "bearer_established” the MBC knows all necessary MAC parameters for the
wanted service. If the MAC does not support the wanted service it will proceed with a connection release procedure and
should indicate the reason (see clause 10.4).

If the MAC supports the service the connection setup for a single bearer connection is completed. Immediately after the
TBC reported "bearer_established” the MAC reports " connection_established” plus service parameters with a
MAC_CON-ind primitive at the called side or withaMAC_CON-cfm primitive at the initiating side to the DLC. All
following transmissions may contain valid | channel data and the MAC uses the appropriate multiplex for the wanted
service.

10.2.4.3 Establishment of multi-bearer connections and connections needing service
negotiation

10.2.4.3.0 General

Overview:

The following service negotiation procedures shall be used to establish all asymmetric connections, and shall also be
used for symmetric multi-bearer connections.

The procedure shall also be applied for connections with service type "unknown".

Channel list messages shall be used for the establishment of asymmetric connections as defined in clause 10.5.1.4.
Channel list messages should be used for al multibearer connection establishment.

During a multi-bearer connection establishment, the first pilot (duplex) bearer within one connection shall be set-up by
theinitiating side (see clauses 10.2.2 and 10.2.3). Either of the two MBCs may be the master for all subsequent bearer
establishment in the sense that this MBC initiates al of the remaining bearer setups.

The multi-bearer connection establishment procedure starts with the setting up of one duplex bearer, the "pilot channel”.
This alows the service type to become known, (if it was unknown), and initial channel list messages to be exchanged.

NOTE 1: Channel list messages and procedures are described in clause 10.5.2.
The pilot (duplex) bearer setup isinitiated by:

. the PT, for normal connection setup;

e  theFT, for fast connection setup.
Procedur e description:

The receipt of aMAC_CON-req primitive causes the creation of the MBC on theinitiating side and the starting of a
connection setup timer (T200). A successful connection setup shall be completed before this timer expires. Otherwise
the connection setup fails and any bearers that have been set-up are released.

The MBC of theinitiating side shall have knowledge of at least one available physical channel. The MBC shall aso
know the address (FMID or PMID) of the called part. The MBC creates a TBC and issues the called address
(FMID/PMID) and the physical channel description to the new TBC. The MBC also indicatesif the wanted pilot bearer
is used for connection handover or for a new connection. For the pilot bearer the MBC sets the logical bearer number to
15 (="1111") and issues the LBN and the ECN to the TBC.
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To establish the bearer the TBC uses one of the following procedures:

e thePT initiated A-field advanced single bearer setup procedure (see clause 10.5.1.2.1) or the PT initiated
B-field advanced single bearer setup procedure (see clause 10.5.1.3.1) for anormal connection setup;

. the FT initiated B-field advanced single bearer setup (see clause 10.5.1.3.2) for fast connection setup.
At the end of a setup procedure a TBC will report to the MBC either:

. "bearer_established"; or

. "bearer_setup_failed", indicating the reason.

NOTE 2: At the destination side these messages only occur if a bearer setup attempt was detected and a new MBC
was created.

If abearer setup attempt failed the TBC is released (see bearer setup procedures) and the calling MBC can reattempt
with the same procedure up to N200 (see annex A) times, subject to using a new available channel each time and/or
accessing a new RFP (see clause 11.4.2). Each reattempt is reported to the DLC withaMAC_RES_DLC-ind primitive.

NOTE 3: Thisreporting of reattemptsis necessary to support overlapped setup, whereby setup of the higher layers
occurs at the same time as setup of the MAC layer.

Explanation: The MAC forgets acknowledged higher layer data and so this data cannot be repeated inaMAC
bearer setup reattempt. The primitive, therefore, tells the higher layers that a new connection setup
was started automatically. Higher layers shall restart their overlapped procedures, or shall release
the MAC setup withaMAC_DIS-req primitive.

If the setup attempt fails N200 + 1 times or the connection setup time-out expires (T200) the initiating MAC reports
"setup_failure" to the DLC, usingaMAC_DIS-ind primitive with the reason set and releasesthe MBC. Thisevent is
also reported to the LLME.

At the called sideit is not always possible to recognize how often setup attempts fail. Here the MBC is always released
when "bearer_setup_failed" was recognized (see single bearer setup procedures) or by atime-out (e.g. T200 or T201).
The setup timer (T200) for anew MBC shall be started at the creation of the MBC. A release of an MBC isaways
reported to the LLME, and to the DLC withaMAC_DIS-ind primitive provided that aMAC_CON-ind primitive was
issued before.

An MBC assumes that a bearer setup was successful when the TBC reported "bearer_established".

When the TBC at the called side reports "bearer_established" the called MBC may know all the necessary MAC
parameters for the wanted service. If the service is defined and the called MAC does not support this service it will
proceed with a connection release procedure and should indicate the reason (see clause 10.4). Otherwise the MBC
issuesaMAC_CON-ind primitive to the DLC.

The MBC on the initiating side issuesa MAC_CON-cfm primitive to the DLC after the TBC reported
"bearer_established".

If the serviceis not fully defined, e.g. the service type is "unknown" or the number of bearers is undefined, the
connection isin a pending state until the DL C on either side issuesaMAC_MOD-req primitive that shall contain all
necessary parameters.

NOTE 4: For PT initiated callsthe MAC_MOD-req primitive may be issued at the same time as the MAC_CON-
reg primitive.

NOTE5: A MAC_MOD-req primitiveis needed for all multibearer connections.

The MBC at the side where the MAC_MOD-req primitive was issued shall release the connection when the wanted
service is not able to be supported. Otherwise the MBC sends repeatedly the appropriate attributes and/or bandwidth
request messages, until these messages are confirmed or a connection release is recognized. If both messages are
needed, the bandwidth request message shall not precede the attribute request message.
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When negotiating the bandwidth the requesting side shall propose the wanted bandwidth. The bandwidth confirm
message, however, may contain the same minimum and target number of bearers or a reduced number of bearers. The
negotiated bandwidth is given by the numbers in the confirm message. If the bandwidths in the request and confirm
message are different the MBC at the initiating side shall issueaMAC_BW-ind primitive to the DLC. When the offered
bandwidth is sufficient for the service the DLC shall reply withaMAC_BW-res primitive, otherwise with

MAC _DIS-req primitive. The latter case shall cause a connection release.

MAC_MOD-ind and MAC_MOD-cfm shall not be issued until the connection is fully established. To establish the
other bearers of the connection (additional duplex or double simplex bearers) the access request message shall always
be used, even in case the pilot bearer has been setup for connection handover.

Now the two MBC functions have the same, complete, knowledge of the connection that is required. Further progress
depends upon the service type:

. symmetric connection;
. asymmetric uplink connection; or
. asymmetric downlink connection.

Additional bearers for ciphered connections shall be established in clear and afterwards they shall be switched to the
current encryption state.

10.2.4.3.1 Symmetric connection

A symmetric connection is one that offers a symmetric | channel service to the DLC. The eventual bandwidth and
service type for the direction PP to FP and FP to PP are identical. A symmetric connection shall only use duplex
bearers.

If the connection is a single bearer connection (previously of type "unknown"), thisis now established and
MAC_MOD-ind and MAC_MOD-cfm primitives are issued.

Otherwise thisis a multibearer connection, and al following bearer set-ups shall be PT initiated. The PT shall "add"
duplex bearers using the A-Field advanced or B-Field single bearer setup procedures (see clauses 10.5.1.2.1 and
10.5.1.3.1). The channel list procedures described in clause 10.5.2 should be used to decrease the connection
establishment time by negotiating changes to the receiver scanning patterns at the receiving side.

10.2.4.3.2 Asymmetric uplink connection

An asymmetric uplink connection is one that offers an asymmetric | channel serviceto the DLC. It shall use amixture
of double simplex bearersin the direction PP to FP and duplex bearers.

For al subsequent double simplex bearer setupsthe PT isthe T-side. The double simplex setup procedure is described
inclause 10.5.1.4.

The number of duplex bearers shall be determined by the MBC in the PT, and at |east one duplex bearer shall be
maintained at all times. The PT may add duplex bearers by using the procedures defined in clauses 10.5.1.2.1 or
10.5.1.3.1. For setting up further duplex bearers the channel list procedures (see clause 10.5.2) shall be used in order to
decrease the connection establishment time.

10.2.4.3.3 Asymmetric downlink connection

An asymmetric downlink connection is one that offers an asymmetric | channel serviceto the DLC. It shall use a
mixture of double simplex bearersin the direction FP to PP and duplex bearers.

For al subsequent double simplex bearer setupsthe FT isthe T-side. The double simplex setup procedure is described
inclause 10.5.1.4.

The number of duplex bearers shall be determined by the MBC in the FT, and at |east one duplex bearer shall be
maintained at all times. The FT may add duplex bearers by using the procedures defined in clauses 10.5.1.2.2 or
10.5.1.3.2. For setting up further duplex bearers the channel list procedures (see clause 10.5.2) shall be used in order to
decrease the connection establishment time.
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10.2.4.3.4 Connection established

When the number of established bearers equals the "minimum" parameter the MBC entities shall issue the appropriate
MAC_MOD primitive (ind or cfm) to report "connection_established". The MBCs shall keep attempting to obtain the
"target" number of bearers until the connection setup timer (T200) expires, and may try to obtain this number of bearers
afterwards.

If the connection set-up timer expires at either side before the "minimum" number of bearersis established, a
MAC_DIS-ind primitiveisissued containing "connection_establishment_failure" and all established bearers are
released. The release of the bearers shall cause the other side to issueaMAC_DIS-ind primitive.

All transmissions following the MAC_MOD-ind or MAC_MOD-cfm primitive respectively may contain valid |
channel data and the MAC shall use the appropriate multiplex for the wanted service.

The number of bearers established shall not exceed the agreed target number.

NOTE: Thereceiving side should send a Release message (with release reason " Target number exceeded") in
response to an access_request for a new bearer which would exceed the agreed target number.

10.2.5 Expedited connections

Expedited connections are defined as the connections able to use the expedited messages of the advanced connection
control part 2 set and their associate procedures for bearer setup and release.

From MAC C/O perspective, expedited connections are advanced connections. Expedited connections may also use the
other advanced connection control messages.

Expedited messages are only used for resume (bearer setup of existing MAC connections) or suspend (bearer release
without clearing the connection at MBC level).

10.3 C/O connection modification

10.3.1 Advanced connection: bandwidth modification
10.3.1.0 General

The DLC on either side may initiate a connection modification of an advanced connection by issuingaMAC_MOD-req
primitive.

Bandwidth modifications to existing connections allow the bandwidth to be changed, i.e. the number of required
bearers. The transmission direction of double simplex bearers may be switched by using the fast release procedure (see
clause 10.7.2.3). Switching a bearer from duplex to double simplex and vice versais prohibited.

NOTE 1: A bandwidth change may switch a single bearer connection to a multibearer connection and vice versa

NOTE 2: A bandwidth change may switch an asymmetric connection to a symmetric connection and vice versa or
may change the direction of an asymmetric connection.

NOTE 3: Some bandwidth change requests may cause ambiguous situations of the MAC | channel data flow, e.g.:

- the wanted minimum number of simplex bearersin one direction is above the actual number of
established bearers, and, therefore, the MAC cannot provide the new service instantaneously;

- sequencing of data segmentsin I_normal_delay and | ,_error_detection services might fail during
the establishment of new bearers.

NOTE 4: In multibearer connections the sequencing of | channel data segments for I,_normal_delay service can

only be guaranteed by the MAC layer if the minimum number of needed bearers equals the target number
of bearers. Adding or releasing bearers during a call may cause ambiguous situations (see clauses 8.4.3
and 10.8.3.2). This ambiguity does not happen if the DL C provides sequence numbers.

Whenever the bandwidth change might cause ambiguity for the data service it is assumed that the side which invokes
the connection modification has already negotiated the modification at a higher layer.
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The MBC at the initiating side sends the appropriate bandwidth request message (A-field or B-field) in up to five
successive allowed frames until a bandwidth confirm message is received or a connection release is recognized. The
bandwidth request and confirm messages shall be exchanged on any duplex bearer of the. If after five consecutive
bandwidth request messages being sent no bandwidth confirm message is detected, the MBC at the initiating side shall
react asif a bandwidth confirm message to the current band was received.

The bandwidth confirm message may contain the same minimum and target number of bearers or reduced number of
bearers. In some DPRS use cases (see ETSI EN 301 649 [9]), the target number of bearers could be larger. The
negotiated bandwidth is given by the numbers in the confirm message. If the bandwidths in the request and confirm
message are different the MBC at the initiating side shall issueaMAC_BW-ind primitive to the DLC. When the offered
bandwidth is sufficient for the service, the DLC shall reply withaMAC_BW-res primitive, otherwise with a
MAC_DIS-req primitive.

In DPRS (see ETSI EN 301 649 [9]), the MAC bandwidth control primitives are handled by the Management Entity,
and the DLC does not need to deal with them. The DLC sees a variable bandwidth link provided by the MAC layer and
delivers packets (PDUs) at a variable rate. The bandwidth of the link could be even zero (suspend state) and the DLC
shall not disconnect the link in this case.

A bandwidth request from the far side should be answered before a bandwidth request from the near side may be sent.
A bandwidth confirm message should be regarded as acknowledged when no further bandwidth request message is
received in the next suitable frame. A bandwidth request or a bandwidth confirm message shall be taken into account by
the receiving side only if error free, that means message type decoded and the corresponding CRC passed.

EXAMPLE:

MAC_MOD-req( 3up, 1dwn

MAC_MOD-req( 1up, 3dwn)

BANDWIDTH_T-req( 3up, 1dwn)

BANDWIDTH_T-cfm( 3up, 1dwn)

no further bandwith request

bandwith negotiated

BANDWIDTH_T-req( 3up, 3dwn )

BANDWIDTH_T-cfm( 3up, 3dwn )

Figure 10.1: Bandwidth Modification example

In case of arequest to decrease the bandwidth the receiving side may reply with the actual bandwidth.

After this negotiation the agreed bandwidth for both directions may be the same (e.g. the far end does not allow a
change and the bandwidth is still sufficient). For this case the procedure ends.

To modify the connection according to the negotiated new bandwidth one of the MBC is the master in the sense that
only this MBC may initiate new bearer setups. If the modified connection is symmetric or an asymmetric uplink, the PT
isthe master. For asymmetric downlink connectionsthe FT is the master.

The slave shall release all existing double simplex bearersin the direction slave to master. Independently for each
double simplex bearer, the dave shall choose either the unacknowledged release procedure or the fast release procedure.
The fast release procedure allows the immediate setup of a new double simplex bearer on the same physical channels
but in the reverse direction.
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First the master shall release bearers, such that in neither direction the established number of bearers remains above the
target number.

If in both directions the number of surviving bearersis equal to or greater than the minimum number of bearers, both
MBCs, issueaMAC_MOD primitive (-ind or -cfm) to indicate the new available bandwidth. The masters MBC may
till try to setup the target number of bearers.

If in either direction the number of surviving bearersisless than the minimum required bearers the connection
modification timer (T211) is started and the master tries to setup the required number of bearers using the proceduresin
clause 10.2.4.3.1 through clause 10.2.4.3.3. If the minimum number of bearersis not established before the connection
modification timer expires, the MBCs send aMAC_DIS-ind primitive to the DLC. As a consequence the connectionis
released.

The modification is successfully completed when the minimum number of bearersis established before the modification
timeout expires. This event is reported to the DLC on both sideswithaMAC_MOD primitive (-ind or -cfm). The
master's MBC may still try to achieve the target number of bearers even after the connection modification timer expires
(T2112).

The number of bearers established shall not exceed the agreed target number.

NOTE 5: The receiving side should send a Release message (with release reason " Target number exceeded") in
response to an access_request for a new bearer which would exceed the agreed target number.

10.3.1.1 Suspend and resume
10.3.1.1.0 General

The suspend and resume procedures are particular cases of Bandwidth Modification. In the suspend procedure, the
negotiated bandwidth value is zero. Asresult of this modification the "logical connection” will pass to "suspended state”
and all physical connection associated to it will be release.

The connection resumption is the procedure to leave the suspended state by setting up a pilot duplex bearer, followed by
bandwidth modification when necessary. The "logical connection™ will passto "active state”" as result of the connection
resumption procedure. The resumption procedure can be initiated either by FP or PP. The FP could use the
MAC-resume paging in order to initiate the connection resume procedure.

In profiles that use only single bearer connections, the "Bandwidth" message is, in general not used and the suspend
state is reached by releasing the bearer without an explicit higher layer (NWK) release operation. Conversely, the
resume isimplemented just by setting a bearer of an aready existing connection in suspended state (identified by an
existing ECN number).

NOTE: Examplesof profilesthat use such mechanism are NG-DECT Part 4 (ETSI TS 102 527-4 [i.11]) and
DECT ULE (ETSI TS 102 939-1 [i.10Q]).

10.3.1.1.1 Expedited suspend and resume

The "expedited” messages of the advanced control part 2 set (see clause 7.2.5.12) and their associated procedures (see
clauses 10.5.1.8 and 10.7.3) are used for optimized bearer setup (resume) or bearer release (suspend) in packet mode
connections. Such procedures may be referred as "expedited suspend” and "expedited resume”.

10.3.1.2 MAC resume paging

MAC resume paging is the procedure which may be used by the FP MBC to resume a suspended MAC connection
without using fast connection setup procedures.

The FP MBC may, if the PP is known not to support fast setup or if this procedure has previously failed, issue aresume
page message using the MAC page procedure (see clause 9.1.3.1) and start timer an implementation dependent timer. If
the PP supports fast paging and is known to be in high duty cycle Idle_L ocked mode, fast paging shall be used. The PP
MBC shall reply the resume page message only if a suspended connection with the indicated PMID and ECN exists by
resuming the connection, i.e. initiating a set-up of the physical connection followed by a bandwidth modification. The
FP MBC shall stop the timer if a successful resume is made within the duration of the timer. If the timer expires, the
procedure shall be considered failed and this shall be indicated to the higher layers.

The value of the timer is up to the implementor.
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10.3.1.3 ULE resume paging

For Ultra Low Energy (ULE) PPs, adedicated paging channel inside the B-field of the dummy bearer(s) is used for
triggering the resume process (FT initiated indirect setup). This paging channel operates also at MAC layer and hasits
own operation rules (refer to ETSI TS 102 939-1 [i.10] for details).

10.3.2 Advanced connection: service type or slot type modification
10.3.2.0 General

The procedures from this clause can be used to change the service type and or the slot type of an existing advanced
connection. The following procedures are given in detail: service type modification, slot type modification (i.e. full to
double slot and double to full slot) and ECN number modification. The slot type change procedure is similar for other
dlot type modifications which are not explicitly described, e.g. full to long sot, long slot to full slot, long to double slot,
doubleto long slot, etc.

The modification of a connection service type and/or slot type starts with the initiation process, the DLC in either the
PT or the FT, issuingaMAC_MOD-req primitive to its MAC.

This primitive includes the following parameters:

. MCEI: used to identify the connection at which the request applies;

. ECN: used to identify the connection at which the request applies;

. switching type: used to identify the requested switching;

. dlot type: used to identify the requested sot type;

. service type: used to identify the requested service type.
The relevant MAC messages shall be exchanged on a duplex bearer of the connection.
10.3.2.1 Procedure for service type modification

The initiating side, which is the one that has received the MAC_MOD-req primitive, startsto transmit in the next
alowed frame the attributes T_request (advanced connection control set). Thisis repeated in the five successive
allowed frames or until the initiating side receives the attributes T_confirm (advanced connection control set).

Theinitiating side shall acknowledge the receipt of the attributes T_confirm message by the transmission of another
message in the next TDMA frame. For this procedure the other message means any other message than aMAC release
message or arepeated attributes T_request message in a frame suitable for retransmission of the attributes T_request
message.

If the attributes T_confirm is not received the initiating side shall release the connection and the DL C layer isinformed
using the MAC_DIS-ind primitive.

After receiving the attributes T_request message from the initiating side, the receiving side shall start the T218 timer
within which the switching procedure (attributes scenario) shall be completed and it shall transmit the

attributes T_confirm message. Every time the attributes T_request isreceived from the initiating side (repeated) the
attributes T_confirm shall be retransmitted to the initiating side.

If the timer expires the receiving side shall release the connection and the DL C layer isinformed using the
MAC _DIS-ind primitive.

After the attributes scenario has been performed successfully, the MAC at both sides sends to the DLC the MAC_MOD
primitive, confirm or indication indicating that the old connection has changed its service profile as requested and that
the procedure has been successfully completed.

For the timing, when to switch to the new service type, the following rules shall apply.
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The attributes_T_confirm message is the first burst sent by the responding side containing data of the new service type.
All following bursts sent by the responding side shall contain data of the new service type. The initiating side may
assume received data to be of the new service type starting from that burst containing the attributes T_confirm
message. From that TDMA frame where the first attributes T_confirm message is expected up to the first error free
received attributes T_confirm message, received user data should be ignored due to the uncertain service type used.

The other message is the first burst sent by the initiating side containing data of new service type. All following bursts
sent by the initiating side shall contain data of the new service type. The responding side may assume received datato
be of the new service type starting from that burst containing the other message. From that TDMA frame where the first
other message is expected up to the first error free received other message, received user data should be ignored due to
the uncertain service type used.

10.3.2.2 Procedures for slot type modification

10.3.2.2.1 Procedure for slot type modification full to double

NOTE 1: This procedure handles the case when the slot is getting longer, e.g. full to long, full to double, long to
double, etc.

FT initiated:

e  Theinitiating side (i.e. the FT), starts to transmit in the next allowed frame the attributes T_reguest (advanced
connection control set). Thisis repeated in the five successive allowed frames or until the
attributes T_confirm (advanced connection control set) is received.

e  Theinitiating side shall acknowledge the receipt of the attributes T_confirm message by the transmission of
another message in the next TDMA frame and after that it shall start the handover procedure. The receiving
side (PT) shall start the handover procedure after receiving the other message (see clause 10.6.2: Handover is
aways PT initiated). The initiating side shall start the timer T218 within which the handover scenario
(e.g. establishing a new "double dot" bearer and releasing the current "full slot" bearer) shall be completed.

o If the attributes T_confirmis not received the initiating side shall release the connection and the DLC layer is
informed using the MAC_DIS-ind primitive.

e  Thereceiving side after receiving the attributes T_request message from the initiating side, shall start the
T218 timer within which the switching procedure (attributes scenario - converting the existing "full slot”
bearer into a"double dot" bearer, and handover scenario (e.g. establishing a new "double slot" bearer and
releasing the current "full slot" bearer) shall be completed and it shall transmit the attributes T_confirm
message. Every time the attributes T request is received from the initiating side (repeated) the
attributes T_confirm shall be retransmitted to the initiating side.

. If the handover procedure fails (which can also be indicated by timer expiry), the connection shall remain on
the original bearer. The MAC at both sides sends to the DLC the MAC_MOD primitive, confirmation or
indication indicating the failure of the procedure.

. If the handover procedure has been performed successfully, the MAC at both sides sends to the DLC the
MAC_MOD primitive, confirm or indication indicating that the old connection has changed its dot type as
reguested and that the procedure has been successfully completed.

PT initiated:

. For connection modification PT initiated, the attributes exchange scenario shall not apply and only the
handover procedure shall be performed: the PT after receiving the MAC_MOD-req primitive starts the
handover scenario directly. Theinitiating side (PT) shall start the timer T218 within which the handover
scenario (e.g. establishing a new "double slot" bearer and releasing the current "full dot" bearer) shall be
compl eted.

o If the handover procedure fails, the connection shall remain on the original bearer. The MAC at theinitiating
side sends to the DLC the MAC_MOD primitive, confirmation indicating the failure of the procedure.
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. If the handover procedure has been performed successfully, the MAC at both sides sends to the DLC the
MAC_MOD primitive, confirm or indication indicating that the old connection has changed its slot type as
requested and that the procedure has been successfully completed.

NOTE 2: For the handover procedure either the bearer or the connection handover can be used.
10.3.2.2.2 Procedure for slot type modification double to full

NOTE: This procedure handles the case when the slot is getting shorter, e.g. long to full, double to full, double to
long, etc.

The procedure is the same, whether it is PT-initiated or FT-initiated:

. The initiating side, which is the one that has received the MAC_MOD-req primitive, starts to transmit in the
next allowed frame the attributes T_request (advanced connection control set). Thisis repeated in the five
successive allowed frames or until the initiating side receives the attributes T_confirm (advanced connection
control set): the dot is still double.

. The initiating side shall acknowledge the receipt of the attributes T_confirm message by the transmission of
another message in the next TDMA frame. The MAC layer then switches from double to full slot releasing the
second part of the double slot and sendsto its DLC the MAC_MOD-cfm primitive with the "result" parameter
set to accept and the "dlot type" parameter set to full.

. If the attributes T_confirmis not received the initiating side shall release the connection and the DLC layer is
informed using the MAC_DIS-ind primitive.

o  After recelving the attributes T_request message from the initiating side, the receiving side shall transmit the
attributes T_confirm message: the dot type is still double. Every time the attributes T request is received
from the initiating side (repeated) the attributes T_confirm shall be retransmitted to the initiating side.

e After receiving the other message the receiving side switchesto afull dot releasing the second part of the
double dot and sendsto the DLC the MAC_MOD-ind with the "result" parameter sets to accept and the "slot
type" parameter setsto full.

e  Atboth DLC layers, the receipt of this primitive (MAC_MOD-cfm or ind) acts as a synchronization signal for
the U-Plane switching procedure. Then, the DLC in both initiating and receiving side shall switch correctly the
C-Plane link and U-plane service and release the old link. The DLC at both sides indicates to the LLME that
the procedure has been correctly done.

10.3.2.2.3 Procedures for slot type modification to/from long

The slot type modification from full to long with shall be done analogous to the modification from full to double.
The dot type modification from double to long with shall be done analogous to the modification from double to full.
The slot type modification from long with to double shall be done analogous to the modification from full to double.
The dot type modification from long with to full shall be done analogous to the modification from double to full.
10.3.2.2.4 Procedure for slot type modification in multibearer connections

In multibearer connections, in order to perform a slot type modification the following procedure shall be used:

e The multibearer connection shall be reduced to single bearer connection executing the bandwidth modification
procedure (clause 10.3.1) with target number of bearer equal to 1.

¢  Once the bandwidth modification has been completed, the slot type modification procedure shall be performed
according to clauses 10.3.2.2.1, 10.3.2.2.2 or 10.3.2.2.3.

o After completion of the dot type change procedure, the bandwidth of the connection shall be expanded to the
required level using the bandwidth modification procedure (clause 10.3.1).
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NOTE: The bandwidth modification procedure to single bearer should be completely terminated (confirm
message received) before initiating the slot change. It is not allowed to start the slot type modification
procedure in a connection with negotiated target number of bearers larger than 1, even if momentarily
thereisonly one bearer on the air.

10.3.2.3 Procedure for ECN number modification in an advanced connection

It is possible to change the ECN number in an advanced connection. This procedure could be necessary due to the
special behaviour of the ECN=0 value (see clause 10.3.3) or ECN = 7 if expedited operations are supported (see
clause 5.6.1.2.2). Thetarget ECN value is chosen by the initiating side and can be any unused value fulfilling the rules
described in prerequisites.

Prerequisites
. There should not exist other advanced connection between the same FT-PT pair with the target ECN number.

o If the target ECN number is zero, THEN: there should not exist a basic connection between the same FT-PT
pair.

Procedure
The same procedure as the one used for service type modification shall apply with the following exceptions:
e  Theinitiating side shall send the attributes T_request message with the target ECN number in one frame.

. The initiating side will repeat the attributes T_request message with the target ECN number in the next four
alowed frames, or until it receives an attributes T_confirm message with the target ECN.

. The procedure is considered completed when the initiating side receives an attributes T_confirm message with
the target ECN.

. If the receiving side s, by any reason, not able to accept the change, it will reply with an attributes T_confirm
message with the existing ECN.

. No other attributes change shall be requested at the same time of the ECN number change.

NOTE: If the ECN is set to zero and the connection attributes are "l _minimum_delay”, full_slot, no Cr and

LBN=15, then thisis the advanced to basic connection type maodification procedure that will be
performed as described in clause 10.3.3.2.

10.3.3 Connection type modification
10.3.3.0 General

These procedures can be used to change connection type (basic to advanced or advanced to basic). During the same
procedure the service type and/or slot type of an existing connection can also be changed.

In this clause the following three procedures are given in detail: the basic to advanced connection type modification, the
advanced to basic connection type modification and the basic to advanced connection type modification plus full to
double slot type modification. The procedure including slot type modification is similar for other slot type modifications
which are not explicitly described, e.g. full to long slot, etc.

A connection type modification starts with the initiation process, the DLC in the either the PT or the FT, issuing a
MAC_MOD-req primitive to its MAC.

This primitive includes the following parameters:
. MCEI: used to identify the basic/advanced connection at which the request applies;
. ECN: the new value that will be assigned to the basic connection changed in an advanced one;
. switching type: used to identify the requested switching (i.e. basic to advanced);

. dlot type: used to identify the requested sot type;
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. service type: used to identify the requested service type.

The relevant MAC messages shall be exchanged on a duplex bearer of the connection.
10.3.3.1 Procedure for connection type modification basic to advanced

10.3.3.1.1 General procedure

The initiating side, that is the one that has received the MAC_MOD-req primitive, starts to transmit in the next allowed
frame the attributes T_request (basic connection control set). Thisis repeated in five successive allowed frames or until
theinitiating side receives the attributes T_confirm (basic connection control set).

Theinitiating side shall acknowledge the receipt of the attributes T_confirm message by the transmission of another
message in the next TDMA frame.

If the attributes T_confirm is not received the initiating side shall rel ease the connection and the DL C layer isinformed
using the MAC_DIS-ind primitive.

After receiving the attributes T_request message from the initiating side, the receiving side shall start the T218 timer
within which the switching procedure (attributes scenario) shall be completed and it shall transmit the

atributes T_confirm message. Every time the attributes T_request is received from the initiating side (repeated) the
attributes T_confirm shall be retransmitted to the initiating side. If the timer expires the receiving side shall release the
connection and the DL C layer isinformed using the MAC_DIS-ind primitive.

After the attributes scenario has been performed successfully, the MAC at both sides sends to the DLC the MAC_MOD
primitive, confirm or indication indicating that the old connection identified by the MCEI has changed its connection
type as requested and is now identified by the pair old MCEI and new ECN and that the procedure has been
successfully completed.

10.3.3.1.2 Procedure for connection type modification basic to advanced plus slot type
modification full to double

. The initiating side, which is the one that has received the MAC_MOD-req primitive, starts to transmit in the
next allowed frame the attributes T_request (basic connection control set). Thisis repeated in five successive
alowed frames or until the initiating side receives the attributes T_confirm (basic connection control set).

e  Theinitiating side shall acknowledge the receipt of the attributes T_confirm message by the transmission of
another message in the next TDMA frame and after that it shall start the handover procedure, if the procedure
isPT initiated. If the procedureis FT initiated, the PT shall start the handover procedure after receiving the
other message (see clause 10.6.2: Handover is aways PT initiated). The initiating side shall start the timer
T218 within which the handover scenario (e.g. establishing a new "double slot" bearer and releasing the
current "full slot" bearer) shall be completed.

o If the attributes T_confirmis not received than the initiating side shall release the connection and the DLC
layer isinformed using the MAC_DIS-ind primitive.

o  After recelving the attributes T_request message from the initiating side, the receiving side shall start the
T218 timer within which the switching procedure (attributes scenario and handover scenario (e.g. establishing
anew "double slot" bearer and releasing the current "full dot" bearer) shall be completed and it shall transmit
the attributes T_confirm message. Every time the attributes T_request is received from the initiating side
(repeated) the attributes T_confirm shall be retransmitted to the initiating side.

. If the handover procedure fails (which can also be indicated by timer expiry), the connection shall remain on
the original bearer. The MAC at both sides sends to the DLC the MAC_MOD primitive, confirmation or
indication indicating the failure of the procedure.

. If the handover procedure has been performed successfully, the MAC at both sides sendsto the DLC the
MAC_MOD primitive, confirm or indication indicating that the old connection identified by the MCEI has
changed its service profile as requested and is now identified by the pair old MCEI and new ECN and that the
procedure has been successfully completed. The DLC can now perform the switching of the U-plane channel.
The DLC at both sides indicates to the LLME that the procedure has been correctly done.

NOTE: For the handover procedure either the bearer or the connection handover can be used.
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10.3.3.1.3 Procedure for connection type modification basic to advanced plus slot type
modification full to long

The connection type modification basic to advanced plus slot type modification full to long is done analogous to the
modification basic to advanced plus sot type modification full to double.

10.3.3.2 Procedure for connection type modification advanced to basic

The same procedure as the one used for connection type modification basic to advanced shall apply with the following
exceptions:

Prerequisites
. The connection shall be an advanced connection and the dot type shall be full slot:

- If the dlot type is not full slot, then a dot type modification (using the procedures described in
clause 10.3.2.2) should be performed before the modification advanced to basic.

. There should not be any existing basic connection between the FT/PT pair.
e  There should not be other Advanced connection with ECN=0 between the FT/PT pair:

- If there is other Advanced connection with ECN=0 between the FT/PT pair, then the ECN number of this
connection shall be modified (see clause 10.3.2.3) before starting the modification advanced to basic
procedure.

Procedure

The same procedure as the one used for connection type modification basic to advanced shall apply with the
following exceptions:

- The attributes_T_request/confirm messages shall belong to the advanced connection control set.

- The attributes_T_request/confirm message shall indicate the parameters that can be used with abasic
connection: full-dot, Iy_minimum_delay, and no C.

- The ECN number in the attributes T_request/confirm shall be set to zero ("0").
- The LBN number in the attributes T_request/confirm shall be set to "15".

The new (basic) connection shall be identified only by the same MCEI which identified the old (advanced) connection.

10.3.4 Modulation type modification
10.3.4.0 General

The modulation type modification defined by this clause can only be used to modify the modulation type of the B-field
while keeping a 2-level modulation for the A-field.

At MAC layer, the modulation type modification procedure shall always be PT initiated.

The modulation scheme is associated to a physical connection. A physical connection is always set-up using the default
modulation scheme (see note 1) and might be switched to a higher layer negotiated modul ation scheme afterwards using
the procedure defined by this clause. For a multibearer connection, the modulation type negotiation can take place onto
one of the duplex bearers of the connection.

All the bearers of aMAC connection shall always be setup by using the default modulation scheme (see note 1); in case
adifferent modulation scheme has been negotiated (e.g. a high level one) for the associated physical connection, this
shall be used onto the new bearer immediately after bearer establishment (for the definition of "Bearer established”, see
clause 10.5). Thisrule applies for bearer handover as well. In case of connection handover, and if the required
modulation scheme is different from the default one, the modulation type modification procedure defined by this clause
shall be started again.

NOTE 1. The"default" modulation scheme is profile dependant.
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Procedure description:
PT side:

. The DLC layer of theinitiating side shall start the modulation type modification procedure by issuing the
MAC_MOD-req primitive, with the required modulation type, to the MAC layer.

e  Atthe MAC_MOD-req primitive detection, the MBC shall send, in the next allowed frame, the appropriate
Attributes T_request message (see clause 7.2.5.3.8 for coding) to the peer entity.

e  Thisisrepeated in up to five successive allowed frames or until the PT receives the attributes T_confirm
message. If the attributes T_confirm is not received after five retransmissions of the attributes T_request
message, the PT shall release the connection and the DLC layer isinformed using the MAC_DIS-ind
primitive.

. As soon as the Attributes T_confirm message is detected, the MBC shall issue the MAC_MOD-cfm primitive,
with the negotiated modulation scheme, to the DLC layer.

. The PT shall acknowledge the receipt of the attributes T_confirm message by the transmission of another
message in the next TDMA frame. For this procedure the other message means any other message than a
MAC release message or arepeated attributes T_request message in a frame suitable for retransmission of the
attributes T_reguest message.

FT side:

e  Atthedetection of the Attributes T_request message, the MBC shall issue the MAC_MOD-ind primitive,
with the required modulation type, to the DLC layer.

e  TheDLC can either decide to release the connection, (e.g. in case the required modulation scheme is not
acceptable for the service) or shall send the MAC_MOD-res primitive, with the agreed modulation type, to the
MAC layer.

e At thereception of the MAC_MOD-res primitive, the MBC shall send, in the next allowed frame, the
appropriate Attributes T_confirm message (see clause 7.2.5.3.8 for coding) to the peer entity.

e  TheMBC shall confirmall the following Attributes T request messages which it can receive after the first
Attributes T_confirm message has been sent.

NOTE 2: The Attributes T_confirm message is detected if message type decoded and modulation type indication
coincident with the required one.

For the timing, when to switch to the new service type, the following rules shall apply.

The attributes T_confirm message is the first burst sent by the FT using the new modulation type. All following bursts
sent by the FT shall use the new modulation type. The PT may process received data according to the new modulation
type starting from that burst containing the attributes T_confirm message. From that TDMA frame where the first
attributes T_confirm message is expected up to the first error free received attributes T_confirm message, received
B-field data should be ignored due to the uncertain modulation type used.

The other message is the first burst sent by the PT using the new modulation type. All following bursts sent by the PT
shall use the new modulation type. The FT may process received data according to the new modulation type starting
from that burst containing the other message. From that TDMA frame where the first other message is expected up to
thefirst error free received other message, received B-field data should be ignored due to the uncertain modulation type
used.
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10.3.4.1 Adaptive code rate

If Turbo Code channel coding is used, then in addition to the procedure described above the following procedure shall
apply:

Procedur e description:
PT side:

e Atthe MAC_MOD-req primitive detection, the appropriate adaptive code rate shall be determined and the
MBC shall send, in the next allowed frame, the appropriate Attributes T_request message (see clause 7.2.5.3.8
for coding) to the peer entity.

e  Assoon asthe Attributes T_confirm message is detected, the MBC shall issue the MAC_MOD-cfm primitive,
with the negotiated modulation scheme and the negotiated adaptive code rate to the DLC layer.

FT side:

e At thedetection of the Attributes T_request message, the MBC shall issue the MAC_MOD-ind primitive,
with the required modulation type and the required adaptive code rate to the DLC layer.

e  TheDLC can either decide to rel ease the connection, (e.g. in case the required modulation scheme is not
acceptable for the service) or shall send the MAC_MOD-res primitive, with the agreed modulation type and
the agreed adaptive code rate, to the MAC layer.

10.4 C/O connection release
10.4.1 General

10.4.1.0 Release causes

Connection release is the last phase of a connection orientated MAC service. During connection release an existing
MBC will bereleased. This action is reported to the LLME and to the DLC if necessary.

Several events can cause arelease of an established connection:
a) theDLC of either sideissuesa MAC_DIS-req primitive to the MBC;

b)  during connection setup, an MBC was created for a service which is not provided by the MAC (e.g. Ip data
service requested on an FT which supports only I services);

c) duetoabearer release, a TBC reports "connection_release” to the MBC (i.e. in the received RELEASE
message the reason was set to "connection_release");

d) asaresult of bearer release, no TBC controlling a duplex bearer exists;
€) dueto abearer release, the MBC cannot maintain the minimum acceptable service.

In packet mode connections, including ULE, the events d) and €) do not cause a connection release. They are part of a
connection suspend procedure.

The events d) and €) do not cause a connection release if the service allows a suspension connection procedure. In this
case, the MBC will inform the LLME.

Event a) describes the initiation of anormal connection release. The DLC of either side decidesto release the
connection. As a consequence, one of the events c), d) or €) will cause a connection release at the opposite side.

During connection setup, event d) does not normally cause a connection release at the calling side. Before the
MAC_CON-cfm primitive isissued to the DLC the event d) only causes a connection release when the TBC reports that
the MAC service cannot be provided to the MBC. Without this report the MBC may reattempt the bearer setup

(see clause 10.2.4).

Events d) and €) may occur at any time due to a bearer failure.

NOTE: A bearer release will be the consequence if a bearer fails.
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10.4.1.1 C/O connection release in packet mode connections

In packet mode connections, including ULE, a bearer release does not automatically cause the release of the connection,
which is preserved at MBC level. Connection release (defined as the compl ete rel ease of the MBC) is achieved by the
following procedures:

o By execution of aNWK layer CC Release procedure. Thisis the normal release procedure and causes the
liberation in sequence of NWK, DLC, MBC and TBC layer resources.

. Exceptionaly, by the ME, for instance due to repeated failures in the stay-alive or other error handling
procedures. The ME may liberate resources at any layer.

. In systems not implementing a complete NWK layer (such as DPRS[9] Class 1 systems or ULE systems using
PV Cs), by configuration actions.

10.4.2 Procedure description

If an MBC receivesaMAC_DIS-req primitive from its DLC the MBC initiates a bearer release on al TBCsand
disconnects the TBCs. The MAC releases the MBC and reports this event to the LLME.

During connection setup, one of the MBCs may be asked to provide a service that cannot be provided by its MAC layer.
In this case that MBC initiates bearer release at all TBCs and then disconnects these TBCs. A MAC Layer issues a
MAC DIS-indif it hasreceived aMAC_CON-req or aready issued aMAC_CON-ind. The MAC releasesthe MBC
and reports this event to the LLME.

A TBC may report bearer released to the MBC for several reasons, e.g. bearer failed due to atimeout or release
message received. The MBC disconnectsthis TBC and testsiif:

. the last duplex bearer has been released;
. the wanted service cannot be provided further;
e the TBC indicated a connection release.

The occurrence of at |east one of these events will normally cause a connection release (exception see clause 10.4.1,
comment to events d) and €)). The MBC initiates a bearer release on all remaining TBCs and disconnectsthe TBCs. A
MAC layer issuesaMAC_DIS-ind if it has received aMAC_CON-req or aready issued aMAC_CON-ind. The MAC
releases the MBC and reports this event to the LLME.

10.5 C/O bearer setup

10.5.1 Single bearer setup procedures
10.5.1.0 General

In the following procedures, the set of messages used to switch the bearer state to Bearer_Established after the confirm
message has been received are called the "other" messages. The "other" messages comprise all messages except release.

10.5.1.1 Basic bearer setup procedure
Predicates:

a) PTisinframe and multiframe synchronism with a cluster. The PT has already received the RFPI of at least
one RFP within this cluster and knows the RFP's receiver scanning sequence;

b) an MBC hasbeen created in the PT's MAC to control a connection. The MBC has knowledge of at |east one
available channel and knows the FMID of the desired RFP;

c) thePT'sMBC hascreated anew TBC in order to set-up a new bearer. The MBC hasissued the PMID, FMID
and the physical channel identification to the TBC. The MBC indicated if the wanted bearer isto be used for a
bearer handover, resumption of a suspended connection, bearer replacement or a new connection, and whether
the connection is"normal™ or a"handover".
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Procedure Description:
This procedure is always PT initiated and based on the exchange of:
. a"bearer_reguest” message from PT to FT; followed by
. a"bearer_confirm" message from FT to PT; followed by
. an "other" message from PT to FT; followed by
. an "other" message from FT to PT.
The "bearer_request” message is one of the following messages defined in clause 7.2.5.2:
e  the ACCESS REQUEST message;
e theBEARER HANDOVER REQUEST message;
e  the CONNECTION_HANDOVER REQUEST message.
The "bearer_confirm" messageis:
e the BEARER_CONFIRM message from clause 7.2.5.2.

The messages are carried in the tail of the A-field. The bearer request and bearer confirm messages are M+ messages of

the basic connection control message set. With these messages the FT and PT exchange their MAC identities. Between
request and confirm the exchange of some WAIT messages (see clause 7.2.5.2) is allowed. The FMID contained in the
WAIT and the "bearer_confirm" messages shall be the same asthat in the "bearer_request” message. The "other"
message is used to switch the bearer state at the receiving end to Bearer Established.

The bearer request message and the first response (confirm or WAIT message) from the called side may appear in any
frame, over-riding the rules of the T-Mux algorithm described in clause 6.2.2.1. Thisfirst response of the called side
shall occur inthe TDMA half frame following the successful reception of the request message. Until the PT transmits
the "other" message in a successful bearer setup, the MAC control messages following the request shall occupy all
alowed tailsfor M. The T-Mux algorithm defines which tails are allowed. The two "other" messages are any messages

over any A-field channel transmitted in successive TDMA half frames following that TDMA half frame in which the
PT received the bearer confirm message.

NOTE 1. The "other" message does not need to be an M message. Any channel over A-field (including N+)
received without errors qualifies as "other" message.

Before Bearer_Established, the B-field may not contain valid | channel data. If valid | channel datais available, then it
should be included in the B-field. When Bearer Established, the B-field shall contain valid | channel dataif available. If
no | channel datais available, it is recommended that all bitsin the B-field are set to "F".

Independent of the current encryption mode of the connection (enabled or disabled) bearer setup always startsin "clear”
(encryption disabled). In the case of bearer handover, transmissions on the new bearer are switched to the current
encryption mode of the connection immediately after the second "other" message was transmitted/received.

Procedure:

1) PT transmitsone "bearer_request” at the right time on a given available channel (selection defined in
clause 11.4.2) to one of its known RFPs using the "first PT transmission" header code given in clause 7.1.2.

2)  FT receives"bearer_request” error free (see note 2) with correct FMID and creates a new TBC else procedure
ends (bearer setup failed, no TBC = no further transmissions).

NOTE 2: Receiving without error means, A-field and X-field CRC hold and message is recognized (message type
decoded). When WAIT-messages are used during the setup procedure, the following definition of error
free is allowed: For the first four transmissions (two in each direction) on a bearer, A-field CRC and
X-field CRC hold and message is recognized (message type decoded). For the following transmissions
until "bearer_established": At least one out of every two successive expected Mt-messages is recognized
(message type decoded) and A-field CRC holds.
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NOTE 3: Itisassumed that an FT which does not have the capacity to create anew TBC (e.g. smple residential
system, call in progress, no bearer or connection handover capahility) is not listening to bearer request
messages and, therefore, cannot receive this message. If the MBC can create anew TBC this FMID check
has to be done within one TDMA half frame = 5 ms. The PT may try to access another base station on
reception of arelease message in the half-frame immediately following the bearer request instead of wait
or bearer confirm.

3) FT'sTBCasksLLME for an MBC identified by (ARI + PMID) to be connected. If the FT cannot provide an
MBC the procedure ends (bearer setup failed, see note 4).

WH LE (FT not ready to transnmit "bearer_confirn') DO BEGA N
a) FT sends WAIT;
b) If the PT receives WAIT error free:
then the PT responds with WAIT;
el se procedure ends (bearer setup failed).

If WAIT nessages were received before, the PT should rel ease the TBC by using a bearer rel ease
procedure. CGtherw se the TBC shall stop transm ssions and the PT should rel ease the TBC.
c) |If the FT receives WAIT nmessage error free:
then conti nue;
el se procedure ends with FT initiating bearer rel ease (bearer setup failed).

END { WHI LE}

4)  FT sends"bearer_confirm".

5) If the PT receives "bearer_confirm™ error free:
- then the PT sendsimmediately "other" (see note 5);
- €l se the procedure ends (bearer setup failed).

If WAIT messages were received before, the PT should release the TBC by using a bearer release procedure. Otherwise
the TBC shall stop transmissions and the PT should release the TBC.

6) If the FT receives"other" with errors or arelease:
- then the FT initiates bearer release (bearer setup failed);

- else the TBC reports "bearer_established" to the MBC, and the FT sendsimmediately "other" (see
note 5).

7)  If the PT receives "other" with errors or arelease:
- then the PT initiates bearer release (bearer setup failed);
- else the TBC reports "bearer_established" to the MBC.
NOTE 4: The FT should release the TBC with a bearer release procedure.

If WAIT messages were received before, the PT should release the TBC by using a bearer release procedure. Otherwise
the TBC shall stop transmissions and the PT should release the TBC.

NOTE 5: "Immediately" means, inthe TDMA half frame following the transmission of the "bearer_confirm"
message (step 5 above) or of the first "other" message (step 6 above).

NOTE 6: During bearer handover and connection handover with encryption from aRFPto a CRFP it is allowed
that the FT and CRFP exchange higher layer messages and start messages between the
bearer_handover.req message (PT PMID) and the bearer.cfm message.

10.5.1.2 A-field advanced single bearer setup procedure

10.5.1.2.0 General

The A-field advanced single bearer setup procedure may be initiated from either side, PT or FT.

ETSI



224 ETSI EN 300 175-3 V2.6.1 (2015-07)

10.5.1.2.1 PT initiated
Predicates:

a)  PT isinframe and multiframe synchronism with a cluster. The PT has already learned the RFPI of at |east one
RFP within this cluster and knows the RFP's receiver scanning sequence;

b) an MBC hasbeen created in the PT's MAC to control a connection. The MBC has knowledge of at |east one
available channel and knows the FMID of the wanted RFP;

c) thePT'sMBC hascreated anew TBC in order to set-up a new bearer. The MBC hasissued the PMID, FMID,
ECN, the channel identification and a LBN to the TBC. The MBC indicated if the wanted bearer is to be used
for abearer handover or a new connection, and whether the connection is"normal" or a"handover".

Procedur e description:
This procedure is based on the exchange of:
. a"bearer_request" message from PT to FT; followed by
. a"bearer_confirm" message from FT to PT; followed by
. an "attributes_request” message from PT to FT; followed by
. an "attributes_confirm" message from FT to PT; followed by
. an "other" message from PT to FT; followed by
. an "other" message from FT to PT.
The "bearer_request” message is one of the following messages defined in clause 7.2.5.3:
e the ACCESS REQUEST message;
e theBEARER HANDOVER REQUEST message;
e  the CONNECTION_HANDOVER REQUEST message.
The "bearer_confirm" messageis:
. the BEARER_CONFIRM message of clause 7.2.5.3.
The "attributes request" messageis.
. the ATTRIBUTES T message (see clause 7.2.5.3). The Request/Confirm (R/C) bit is set to 0.
The "attributes_confirm" messageis:
e the ATTRIBUTES T message (see clause 7.2.5.3). The Request/Confirm (R/C) bitisset to 1.

All service parametersin the ATTRIBUTES T messages used as the "attributes request” and "attributes_confirm"
messages shall be the same. The only difference is the setting of the R/C bit.

The messages are carried in the tail of the A-field. Except for the "other" message all messages are M+ messages of the
advanced control message set. With the M messages the FT and PT exchange their MAC identities and agree the

service type. Between the needed setup messages the exchange of some WAIT messages (see clause 7.2.5.3) is allowed.
The FMID contained in the WAIT and the "bearer_confirm" messages shall be the same as that in the "bearer_request”
message. The "other" message is used to switch the bearer state at the receiving end to Bearer_Established.

The bearer request message and the first response (confirm or WAIT message) from the called side may appear in any
frame, overriding the rules of the T-Mux algorithm described in clause 6.2.2.1. Thisfirst response of the called side
shall occur inthe TDMA half frame following the successful reception of the request message. Until the PT transmits
the "other" message in a successful bearer setup, the MAC control messages following the request shall occupy all
alowed tailsfor M. The T-Mux agorithm defines which tails are allowed. The "other" messages are any messages

over any Afield channel transmitted in successive TDMA half frames following that half frame in which the PT
received the bearer confirm message.
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NOTE 1: The"other" message does not need to be an M message. Any channel over A-field (including N)
received without errors qualifies as "other" message.

Before Bearer_Established, the B-field need not contain valid | channel data. If the U-type multiplex is used during
setup and no valid | channel datais available, it is recommended that al bitsin the B-field are set to "0".

Independent of the current encryption mode of the connection (enabled or disabled) bearer setup starts alwaysin "clear"
(encryption disabled). In case of bearer handover, transmissions on the new bearer are switched to the current
encryption mode of the connection immediately after the second "other" message was transmitted/received.

Procedure:

1) PT transmits one "bearer_request” at the right time on a given available channel (selection defined in
clause 11.4.2) to one of its known RFPs using the "first PT transmission” header code givenin clause 7.1.2.

2)  FT receives"bearer_request” error free (see note 2) with correct FMID and creates new TBC el se procedure
ends (bearer setup failed, no TBC = no transmissions).

NOTE 2: Receiving without error means A-field and X-field CRC hold and message is recognized (message type
decoded). When WAIT-messages are used during the setup procedure, the following definition of error
freeisalowed: For the first four transmissions (two in each direction) on a bearer, A-field CRC and
X-field CRC hold and message is recognized (message type decoded). For the following transmissions
until "bearer_established": At least one out of every two successive expected Mt-messages is recognized
(message type decoded) and A-field CRC holds.

WH LE (FT not ready to transmt "bearer_confirni') DO BEG N
a) FT sends WAIT.
b) If the PT receives WAIT error free:
then the PT responds with WAIT;
el se procedure ends (bearer setup failed).

If WAIT messages were received before, the PT should rel ease the TBC by using a bearer rel ease
procedure. Otherw se the TBC shall stop transnissions and the PT should rel ease the TBC.
c) |If the FT receives WAIT nmessage error free:

then conti nue;
el se procedure ends with FT initiating bearer rel ease (bearer setup failed).

END { WHI LE}

3) FT sends"bearer_confirm"”.
4) If the PT receives "bearer_confirm" error free:
- then continue;

- else the procedure ends (bearer setup failed).

If WAIT nessages were received before, the PT should rel ease the TBC by using a bearer rel ease
procedure. OGtherw se the TBC shall stop transnissions and the PT should rel ease the TBC.

WH LE (PT not ready to transmt "attributes_request") DO BEG N
a) PT sends WAIT.
b) If the FT receives WAIT error free:
then the FT responds with WAIT;
el se procedure ends (bearer setup failed), with the FT initiating a bearer rel ease.
c) |If the PT receives WAIT nmessage error free:

then conti nue;
el se procedure ends (bearer setup failed) with the PT initiating a bearer rel ease.

END { WHI LE}

5)  PT sends"attributes request”.

6) FT receives"attributes request" error free else procedure ends (bearer setup failed) with FT initiating a bearer
release.
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FT's TBC asks LLME for an MBC identified by (ARI + PMID + ECN) to be connected. If the FT cannot
provide an MBC the procedure ends (bearer setup failed) with FT initiating a bearer release.

FT's TBC asks MBC for connection with the received logical bearer number (LBN). If the MBC cannot accept
anew bearer with this LBN the procedure ends (bearer setup failed) with FT initiating a bearer release.

WH LE (FT not ready to transmt "attributes_confirn') DO BEG N

a) FT sends WAIT.
b) If PT receives WAIT error free:
then the PT responds with WAIT,
el se procedure ends (bearer setup failed) with PT initiating a bearer rel ease.
c) |If FT receives WAIT nessage error free:
then conti nue;
el se procedure ends with FT initiating bearer rel ease (bearer setup failed).
END { WHI LE}
9)  FT sends"attributes_confirm".
10) If PT receives "attributes_confirm" without error:

- then continue;

- else the procedure ends (bearer setup failed) with PT initiating bearer release.

NOTE 3: It isassumed that an FT which does not have the capacity to create a new TBC (e.g. smple residential

11)
12)

13)
14)

system, call in progress, no bearer or connection handover capability) is not listening to bearer request
messages and, therefore, cannot receive this message. If the MBC can create anew TBC this FMID check
has to be done within one TDMA haf frame =5 ms.

PT sendsimmediately "other" (see note 4).

If the FT receives "other" with errors or arelease:

- then the FT initiates bearer release (bearer setup failed);
- else the TBC reports "bearer_established" to the MBC.
FT sendsimmediately "other" (see note 4).

If the PT receives "other" with errors or arelease:

- then the PT initiates bearer release (bearer setup failed);

- else the TBC reports "bearer_established" to the MBC.

If WAIT messages were received before, the PT should release the TBC by using a bearer release procedure. Otherwise
the TBC shall stop transmissions and the PT should release the TBC.

NOTE 4: "immediately" means, Inthe TDMA half frame following the transmission of the "attributes_confirm"

message (step 11) or of the first "other" message (step 13).

NOTE 5: During bearer handover and connection handover with encryption from aRFP to a CRFP it is allowed

that the FT and CRFP exchange higher layer messages and start messages between the
bearer_handover.req message (PT PMID) and the bearer.cfm message.

10.5.1.2.2 FT initiated
Predicates:
1)  For setting up thefirst bearer of a connection:

a) thePT islocation registered with the FT and hasinformed the FT of the RFPI of the RFP that it was
locked to;

b) thePT isscanning al channels of the FT, using a scan sequence that is known by the FT;
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NOTE 1. Thisisthe PT "fast setup” scan sequence, that is different to the FP primary scan sequence
(seeclause 11.9).

¢) anMBC has been created in the FT's MAC to control a connection. The MBC has knowledge of at least
one available channel;

d) theFT'sMBC has created anew TBC in order to set-up a new bearer. The MBC hasissued PMID,
FMID, ECN, the physical channel identification and a new LBN for this connection to the TBC.

2)  For setting up additional duplex bearer to a multibearer connection:
a) thereisan aready setup aduplex bearer between the PT and the FT;
b) thePT either:
1) hassendaLISTEN command to the FT on an existing duplex bearer; or
2) hasreceived a START command on an existing duplex bearer; or
3) isscanning all channels of the FT using a scan sequence that is known by the FT;

NOTE 2: Thisisthe PT "fast setup" scan sequence, that is different to the FP primary scan sequence
(see clause 11.9).

NOTE 3: The option 3 forcesthe PT to keep itsreceiver activein all slots. Depending of the application, this option
can be allowed or disabled by the relevant application profile, making in the last case the use of channel
list messages mandatory.

¢) theFT'sMBC hascreated anew TBC in order to setup anew bearer. The MBC hasissued PMID, FMID,
ECN, the physical channel identification and anew LBN for this bearer to the TBC.

Procedur e description:
Same asin clause 10.5.1.2.1 with the following two exceptions:
e  change transmission direction of all messages;

. the "bearer_request” message cannot be the BEARER_HANDOVER_REQUEST message or the
CONNECTION_HANDOVER_REQUEST message as defined in clause 7.2.5.3. Bearer handover and
connection handover of a duplex bearer is aways initiated by the PT.

Procedure:

Same procedure as PT initiated with following changes:
. exchange names PT and FT in procedure steps;
. change PMID in step 2 to FMID.

Step 1 is changed to:

. FT transmits one "bearer_request” at the right time on a given available channel (selection defined in
clause 11.4.3) to its known PT.

10.5.1.3 B-field single bearer setup procedure
10.5.1.3.0 General

The B-field single bearer setup procedure may be initiated from either side, PT or FT.
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10.5.1.3.1 PT initiated

During bearer setup the A-field tail messages follow the normal T-MUX rules, except for the first transmission of the
PT. Thefirst transmission of the PT islabelled in the header's tail identification and the tail carries a M+ message

indicating that the connection uses B-field setup (see clause 7.2.5.8).
Predicates:
The same asin clause 10.5.1.2.
Procedure description:
This procedure is based on the exchange of:
. a"bearer_reguest” message from PT to FT; followed by
. a"bearer_confirm" message from FT to PT; followed by
. an "other" message from PT to FT; followed by
. an "other" message from FT to PT.
The "bearer_request" messageis:

. the BEARER_REQUEST message of clause 7.3.2.2 where the second header indicates ACCESS REQUEST,
BEARER_HANDOVER_REQUEST or CONNECTION_HANDOVER_REQUEST.

The "bearer_confirm" messageis:
. the BEARER_CONFIRM message of clause 7.3.2.3.
All service parametersin the bearer request and the bearer confirm message shall be the same.

The messages shall be carried in the By subfield and may also be carried in other subfields. The bearer request and

bearer confirm messages are extended MAC control. Between request and confirm the exchange of some WAIT
messages (B-field Advanced connection control set see clause 7.3.2.4) are allowed and, if used, shall be carried in the
By subfield. The FMID contained in the WAIT and the "bearer_confirm" messages shall be the same asthat in the

"bearer_request" message. The "other" message is used to switch the bearer state at the receiving end to
Bearer_Established.

The first response of the called side (bearer_confirm or wait) shall occur inthe TDMA half frame following the
successful reception of the request message.

The "other" messages are any messages over any A-field or B-field channel transmitted in successive TDMA half
frames following that TDMA half frame in which the PT received the bearer confirm message.

NOTE 1. The "other" message does not need to be a B-field message. Any channel over A-field (including N1)
received without errors qualifies as "other" message.

If the "other" messages are M, the operation performed by these messages is conditional to the success of the bearer
setup procedure.

It isallowed to send additional B-field MAC commands during the bearer setup procedure. However, the procedure
performed by them is conditional to the success of the bearer setup procedure and shall be rolled back if the setup fails.

It isallowed to transmit U-plane data (I channel) in the B-field of the "other" frames. However, transmissionis
conditional to the success of the bearer setup procedure: if the procedure fails, the R-side shall discard the packet and
the T-side shall act asif the packet were not transmitted.

Independent of the current encryption mode of the connection (enabled or disabled) bearer setup starts alwaysin "clear'
(encryption disabled). In case of bearer handover, transmissions on the new bearer are switched to the current
encryption mode of the connection immediately after the second " other" message was transmitted/received.
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Procedure:

1)

2)

PT transmits one "bearer_request” at the right time on a given available channel (selection defined in
clause 11.4.2) to one of its known RFPs.

FT receives "bearer_request” error free with correct FMID and creates new TBC else procedure ends bearer
setup failed, no TBC = no transmissions).

NOTE 2: It isassumed that an FT which does not have the capacity to create anew TBC (e.g. simple residential

3)

4)

system, call in progress, no bearer or connection handover capahility) is not listening to bearer request
messages and, therefore, cannot receive this message. If the MBC can create anew TBC this FMID check
has to be done within one TDMA half frame =5 ms.

FT's TBC asks LLME for an MBC identified by (ARI + PMID + ECN) to be connected. If the FT cannot
provide an MBC the procedure ends (bearer setup failed).

FT's TBC asks MBC for connection with the received logical bearer number (LBN). If the MBC cannot accept
anew bearer with this LBN the procedure ends (bearer setup failed).

WH LE (FT not ready to transmt "bearer_confirn') DO BEG N

a) FT sends WAIT;
b) If PT receives WAIT error free:
then PT responds with WAIT;
el se procedure ends (bearer setup failed);
c) |If FT receives WAIT nessage error free:
then conti nue;
el se procedure ends with FT initiating bearer rel ease (bearer setup failed).
END { WHI LE}
5)  FT sends"bearer_confirm"”.
6) If PT receives "bearer_confirm" without error:
- then continue;
- else the procedure ends (bearer setup failed).
7)  PT sendsimmediately "other”.
8) If the FT receives "other" with correct A-field and X-field CRCs:
- then the TBC reports "bearer_established" to the MBC;
- else the FT initiates bearer release (bearer setup failed).
9) FT sendsimmediately "other".
10) If the PT receives "other" with correct A-field and X-field CRCs:

- then the TBC reports "bearer_established" to the MBC;

- else the PT initiates bearer release (bearer setup failed).

In the preceding procedure the wording "Immediately" means, in the TDMA half frame following the transmission of
the "bearer_confirm" message (step 7) or in the TDMA half frame following the transmission of the first " other"

message (step 9).

In the preceding procedure the expression "Received error free” means that the A-field and the B-subfield shall be
received without CRC error. When WAIT-messages are used during the setup procedure, the following definition of
error is allowed: for the first four transmissions (two in each direction) on a bearer, A-field CRC and B-subfield hold
and message is recognized (message type decoded). For the following transmissions until "bearer_established": at least
one out of every two successive expected MAC B-field advanced_connection control set messages is recognized
(message type decoded) and A-field and B-subfield CRC holds.
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In case of the bearer setup failure is detected at the FT side, the FT should release the TBC with an FT initiated bearer
release procedure.

In case of the bearer setup failure is detected at the PT side and when WAIT messages were exchanged before, the PT
should release the TBC by using a PT initiated bearer release procedure. Otherwise the TBC shall stop transmissions
and the PT should afterwards release the TBC.

Although the relevant MAC messages (bearer request, bearer confirm, WAIT and release) shall be located in
Bg-subfield, duplication of these messages is allowed in other Bn-subfields.

NOTE 3: During bearer handover and connection handover with encryption from a RFP to a CRFP it is allowed
that the FT and CRFP exchange higher layer messages and start messages between the
bearer_handover.req message (PT PMID) and the bearer.cfm message.

10.5.1.3.2 FT initiated
During bearer setup the A-field tail messages follow the normal T-MUX rules.
Predicates:
Sameasin clause 10.5.1.2.2.
Procedur e description:
Same asin clause 10.5.1.3.1 with the following two exceptions:
e  change transmission direction of all messages;

e  the"bearer_request" message cannot be the BEARER_HANDOVER_REQUEST message or the
CONNECTION_HANDOVER_REQUEST message as defined in clause 7.2.5.3. Bearer handover and
connection handover of a duplex bearer is aways initiated by the PT.

Procedure;

Same procedure as PT initiated with following changes:
. exchange names PT and FT,;
. change FMID in step 2 to PMID;
. step 1 changestto;

. FT transmits one "bearer_request” at the right time on a given available channel (selection defined in
clause 11.4.3) to its known PT.

10.5.1.4 Double simplex setup procedure
10.5.14.1 Terminology and Predicates
Terminology:

T-side: the side that will be the eventual transmitter of the double simplex bearer.
R-side: the side that will be the eventual receiver of the double simplex bearer.
Predicates:

a) theconnection (or the MBC) already exists, i.e. a double simplex bearer shall only be added to an existing
connection. At least one (pilot) duplex bearer shall be controlled by this connection;

b) thewanted serviceisknown at both endpoints. To provide the wanted service an asymmetric connection isto
be used;

c) theT-sideknowsthe FT's ARI, the PT'sPMID, the ECN and the LBN of the wanted bearer. It also knowsiif
the wanted bearer isto be used for a bearer handover or for a connection setup, and whether the connection
setup is for handing over a connection.
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10.5.1.4.2 General description
The procedure has two phases:
. selection of suitable physical channels;
. bearer setup using those channels.
There are two methods of double simplex bearer setup: indirect setup, and direct setup.

The indirect double simplex bearer setup is based on the R-side transmission of a single "dummy" message on that
physical channel of the channel pair which liesin the normal R-side transmit half-frame. When received without error,
the T-side may proceed with the direct bearer setup procedure starting the double simplex transmissions on the same
channel pair in the next TDMA frame.

The "dummy" message is the following message:

e the UNCONFIRMED_DUMMY message defined in clause 7.2.5.3 (A-field setup) and clause 7.3.2.8 (B-field
setup): Sent by the R-side.

The direct double simplex bearer setup is based on the exchange of the following messages.
e  theLISTEN channel list message sent by the R-side; or
e the START channel list message sent by the T-side; together with
. the "bearer_request” messages transmitted by the T-side; followed by
e  the"attributes' message transmitted by the T-side (see note 1); followed by
. the ACTIVE channel list message received by the T-side.
NOTE 1: The"attributes' message occurs only in A-field setup.

NOTE 2: TheLISTEN or START channel list messages, when used to initiate the procedure, are sent on a already
established bearer.

NOTE 3: The ACTIVE channdl list message is transmitted on any duplex bearer.
The "bearer_request” message is the following message:

. the UNCONFIRMED_ACCESS REQUEST message defined either in clause 7.2.5.3 (A-field setup) or in
clause 7.3.2.2 (B-field setup).

The "attributes’ message for A-field setupis.
e the ATTRIB_T message (see clause 7.2.5.2). The Reguest/Confirm (R/C) bit is set to O.
10.5.1.4.3 Channel selection procedure for circuit mode connections

Prior to initiating an Indirect Setup, the R-side shall select a channel using the double simplex channel procedures as
described in clause 11.4. The T-side shall not select the channel.

Although the R-side only makes a single (backward) transmission, the channel selection shall use the double simplex
procedure.

The R-side should select other suitable physical channels for setup, and should indicate these to the T-side using
indirect setup (the "dummy" message) or GOOD or LISTEN channel list messages.

NOTE 1: These channel list messages may be transmitted on any existing bearer of this connection, and may be M
messages or extended MAC control.

The T-side always initiates the double simplex transmissions as described in the direct setup procedure. When initiating
this procedure, the T-side should give preference to accepting any indirect setup procedures from the R-side.
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When selecting channels for the direct procedure (i.e. when not responding to an indirect setup transmission) the T-side
should select a channel in the following order of preference:
a) achannel indicated by a LISTEN message;

b) any channel that is aligned to a predefined R-side scanning pattern (see clause 11.8 for RFPs, and clause 11.9
for PPs);

¢) achannel indicated by a GOOD message.

In these cases the T-side channel selection shall use the double simplex channel selection procedures as described in
clause 11.4.

Before selecting a physical channel, the T-side should attempt to receive one (or more) transmission on that channel. If
a connectionless or broadcast transmission is received as indicated by the BA coding (see clause 7.1.4) the physical
channel should not be used.

NOTE 2: Connectionless and broadcast transmissions should be given specia treatment, to improve their
reliability.

10.5.1.4.4 Channel selection procedure for packet mode connections
For Packet mode services the following modifications compared to the circuit-mode case shall apply:
Doublesimplex bearers PT => FT direction

For double ssimplex bearersin PT => FT direction, the procedure shall be asin circuit mode case with the only
difference that the channel selection done by the R-side (FT) could be based on specific algorithms for packet
connections, instead of following the double simplex channel procedures described in clause 11.4.

NOTE 1. FT channel selection algorithm is not standardized.

The R-side shall use preferably the channel list message "LISTEN" to communicate available channels to the T-side
and to initiate the setup procedure.

NOTE 2: The R-side (FT) should consider as primary choices for channel selection, those channels that have been
successfully used by the connection in previous active phase and that are now freein the FT.

Doublesimplex bearers FT => PT direction

For double simplex bearersin FT => PT direction, the channel selection shall be done by the T-side (FT) after proposal
sent by R-side (PT).

The R-side shall use preferably the channel list message "GOOD" to communicate suggested channels to the T-side.
The T-side shall use the command "START" to indicate the chosen channels and to initiate the setup procedure.

The FT behaviour regarding the channel selection shall depending on the case:

- Case a) initial setting of double simplex bearers after initial call setup, or expansion of the bandwidth by first
time or after long time of no use, or resume after along time of connection suspension.

In general, thisrule shall apply in cases when the FT needs to find additional channels/dots not previously
used by the connection, or not used during "long time".

In this case, the FT channel selection shall be based on the proposals sent by the PT by means of the GOOD or
other channel list commands.

In absence of channdl list info sent by the PT, or if the FT prefer to use other channel, the FT shall query the
PT by means of the QUERY _N command to retrieve this information.

The FT shall also take into account the internal use of dots/channels by other terminals.

- Case b) resumes after a short time or connection suspension, OR bandwidth expansion after short time of
operation with reduced bandwidth.

In this case, the FT shall use asfirst choice, the same slot/channel s used successfully for communications with
this PT in the "short time" (see notes 3 and 4), if they are free and usable in the FT at the time of bearer setup.

ETSI



233 ETSI EN 300 175-3 V2.6.1 (2015-07)

The second choice shall be channels communicated by the R-side by means of the GOOD and other channels
list commands, in the same way as case a).

In all cases, the FT shall also take into account the internal use of dots/channels by other terminals.

In choice 1, the FT does not need to follow the channel list commands sent by the PT, and can initiate the setup using
the START command, even without waiting for PT channel list information.

NOTE 3: The value of what isa"long time" and "short time" is eft to the implementer. A correct value should be
related to both: the average duration of atelephone call, and the DECT channel list updating. A
recommended value for the boundary short/long is in the range of afew minutes.

NOTE 4: "used successfully" for "communication" means that they were not released due to poor quality.

NOTE 5: The reason of this specific behaviour for packet communicationsisthat the FT has better view of the
channels used or free at agiven time. The PT sees as busy any channel shared with other PTsin packet
mode, even if it isfree at the time of setup.

10.5.1.4.5 Indirect setup procedure

Theindirect procedure enables the R-side to propose a channel to set-up a double simplex bearer. Nevertheless, it isthe
T-side's responsibility to accept the proposal.

R-side proposal:

The R-side shall initiate the set-up by transmitting a"dummy” message in the normal half of the TDMA frame. This
transmission shall be aligned to a known T-side scanning pattern (see clauses 11.8 and 11.9). The R-side shall then
attempt to receive adirect double simplex set-up on these channels as though a LISTEN message had been sent (i.e. the
R-side shall listen to the channel for 4 TDMA frames).

If the "dummy" message is received successfully by the T-side, the T-side should initiate a direct double simplex setup
on that channel using the procedure listed below. If the T-side responds to this "dummy" transmission, it shall
commence double simplex transmissionsin the TDMA frame immediately following the TDMA frame that contained
the DUMMY message.

10.5.1.4.6 Direct setup procedure
10.5.1.4.6.0 General

The procedure can be performed in two ways, depending whether the R-side has sent, or not, the LISTEN command in
the previous channel selection phase.

10.5.1.4.6.1 Direct setup, initiated by LISTEN

The transmission of the channel list message LISTEN by the R-side, means that the R-side has activated areceiver in
the indicated bearers, and thus, can be considered the beginning of the procedure.

NOTE 1: TheLISTEN command can be transmitted either in A-field or B-field. The B-field transmission allowsto
initiate the setting of multiple double simplex bearers at the same time (severa bearers may be indicated
in each channel list message, and several messages may be transmitted in one B-field).

1) TheLISTEN command istransmitted by the R-sidein A or B-field over an existing duplex bearer. The R-side
shall activate temporary TBC(s) over the bearers and channels indicated in the LISTEN messages.

2) AttheT-side, the MBC createsa TBC for each double simplex bearer indicated in the LISTEN message(s)
and shall start the transmission of the command "Bearer request” (A-field or B-field) on both physical
channels of the new bearers.

3) TheT-side may optionally transmit the channel list command START. Thisis only mandatory if it isused as
synchronization point for the encryption. The START command may be transmitted either:

a)  Over an existing duplex bearer in the same TDMA frame of the first attempt of the "Bearer request”
message(s).

b) If B-field setup is used, over the same double simplex bearer in process of setting.
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The START command shall be transmitted only once per bearer and shall not be repeated.

4) TheT-side shall repeat the transmission of "Bearer request” if needed, until the reception of the ACTIVE
message from the R-side (see next step).

5)  Upon successfully reception of the "Bearer request” message, the R-side shall send the command(s) ACTIVE
over an existing duplex bearer, and shall consider the bearer as active.

NOTE 2: In B-field setup, several bearers could be reported at the same time.

6) Upon reception of ACTIVE, the T-side shall stop the sending of "Bearer request” and shall consider the bearer
as established. U-plane transmission could start immediately.

7)  Inencrypted connections the transmissions shall be switched to "encrypted” as described below under
"handling of encrypted connections’.

10.5.1.4.6.2 Direct setup, initiated by START

If the LISTEN command has not been transmitted, the procedure isinitiated by the T-side by sending the command
START. Inthis case, the START command shall be sent on an existing duplex bearer.

NOTE 1: A channel selection procedure may have been performed before the setup procedure with exchange of
messages such as GOOD or POOR from the R-side and QUERY _N from T-side.

1) TheT-side shall report a setup attempt on the selected physical channels by issuing a START channel list
message. This message shall be transmitted only once for one setup attempt on any bearer of this connection.
The START message shall be transmitted on at least one established bearer when responding to a GOOD
message (channel selection (c) above; see clause 10.5.2 for the channel list messages).

NOTE 2: The START message may be duplicated on more than one bearer, provided that all transmissions of the
START message occur within asingle TDMA frame.

NOTE 3: The START message may be a M message or extended MAC control.

2) AttheT-sidethe MBC creates a TBC and shall start transmissions on both physical channels of the new bearer
in the same TDMA frame if the R-side scanning pattern is known (channel selection type (b) above).
Otherwise, the TBC shall start transmissions on both physical channels of the new bearer in the TDMA frame
following that frame in which the START channel list message was transmitted.

3) Inencrypted connections the transmissions shall be switched to "encrypted” as described below under
"handling of encrypted connections’.

10.5.1.4.6.3 Direct setup, initiated by Fast Release

The Direct setup procedure is also initiated if the other peer of an existing double simplex bearer performs the Fast
release procedure (transmission of the message RELEASE reason REVERSE). In this case thereis no use of LISTEN
or START messages. The RELEASE reason REVERSE command has the same effect of a LISTEN command for the
existing physical channel of the double simplex bearer.

The R-side of the existing double simplex bearer becomes the T-side and initiates a Bearer setup procedure on the same
bearer.

The procedure continues as described for the initiated by LISTEN procedure.
10.5.1.4.6.4 Applicable to all modes of direct setup
For A-field setup:

The first transmissions on both channels may violate the T-MUX rules defined in clause 6.2.2.1 and at least one channel
shall contain the "bearer_request” message in the A-field tail. This message shall be labelled in the A-field header asa
M+ message. The next two allowed TDMA frames for M tails (T-MUX algorithm) shall also be used for the bearer
setup. In thefirst of these frames the "bearer_request” message shall be repeated on at least one channel, and in the
second the "attributes’ message shall be transmitted on at least one channel.

NOTE 1: The A-field setup may transmit the "bearer_request" message in one channel, and the "attributes"
message in the other channel.
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For B-field setup:

The first transmission on each channel shall contain the "bearer_request" message. This message shall be repeated in the
following TDMA frame on both physical channels of the new bearer, until the reception of the ACTIVE message. The
"bearer_request” message shall aways be present in the B subfield and may be duplicated into other subfields.

NOTE 2: Further transmissions of the "bearer_request” message are allowed, subject to the rulesin the following
clauses.

NOTE 3: The reception of the ACTIVE message defines the earliest point at which "early” U-plane data
transmission may occur.

Applicableto both, A-field and B-field setup:

In certain cases the double simplex transmissions shall be limited to a maximum period of 2 TDMA frames. This limit
shall apply only if the T-side has not received a GOOD, ACTIVE, or aLISTEN message for the selected double
simplex channel.

NOTE 4: A suitable GOOD, ACTIVE, or LISTEN message may be received at any time up to the expiry of this
transmission limit. In cases @) and c¢) above, the GOOD or LISTEN message will have been received
before the double simplex transmissions start, and no special action is needed.

NOTE 5: Incaseb), arapid response is needed from the R-side if a partial setup attempt is received by the R-side.
The immediate transmission of a LISTEN message is therefore recommended.

The T-side shall now wait for a confirmation from the R-side of successful double simplex bearer establishment. A
confirmation shall be indicated by the reception of an ACTIVE channel list message for this pair of physical channels
on any existing bearer of the connection.

NOTE 6: ThisACTIVE channel list message may also occur asareply to aQUERY _N or a QUERY _H channel
list message issued by the initiating side.

At the T-side the reception of the ACTIVE channel list message switches the bearer state to Bearer_Established. If this
message is not received within T212 frames after the first bearer request message was transmitted or a POOR channel
list message is received for this bearer at any time during bearer setup, the bearer setup has failed and the MAC releases
the new bearer with the unacknowledged release procedure (see clause 10.7.2.1).

If the T-side does not receive the ACTIVE message, it shall repeat the transmission of the "Bearer request” message
until the maximum number of attempts.

NOTE 7: The maximum number of attempts may vary according to the application profile. In DPRS, the maximum
number of attemptsis three frames, six B-field messages.

If the T-side still does not receive the ACTIVE message, it may request the R-side state by using the QUERY _N
command.

NOTE 8: The T-side should try that before releasing the bearer by expiration of T212.

If the R-side has send the ACTIVE command, but it continues receiving "Bearer request” messages over the
acknowledged bearer, it shall repeat the transmission of the ACTIVE message.

NOTE 9: The R-side should do that before releasing the bearer by expiration of T212.

At the R-side of adouble simplex bearer a correctly received START channel list message may occur on any
established bearer, and shall immediately alter the receiver scanning pattern if thisis possible.

When a scanning change is possible, the R-side receiver scanner shall listen on the indicated pair of physical channels
during at least four TDMA frames following that frame in which the START message was received. If aLISTEN
message has not already been sent as part of the channel selection procedure, the R-side should immediately return a
LISTEN message for the indicated channels.

NOTE 10: The LISTEN message may be transmitted in all cases.

If achange to the scanning is not possible, the R-side should respond with a POOR channel list message.
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At the R-side, a"bearer_request” message may be received on any physical channel. The physical channel should aso
be indicated by the receipt of a START message, but the receipt of the START message only essential in certain cases
(notably for encrypted connections).

NOTE 11: Thefirst "bearer_request" message may occur before the START message, even for encrypted
connections.

General:
In al cases, successful establishment of a TBC requires the following setup messages to be received.
For A-field setup:

If a"bearer_request” message is received on at least one channel a TBC shall be created. The TBC shall try to receive
the repeated "bearer_request” and the "attributes” messages on both physical channels. If both these messages are
received within 3 frames without errors, and at least one message is received without errors on each channel, the TBC
should be connected to the MBC and the bearer shall switch its state to Bearer Established. Otherwise, the MAC shall
release the TBC.

For B-field setup:

If a"bearer_request” message is received on at least one channel a TBC shall be created. The TBC shall try to receive
the repeated "bearer_request” message on the second simplex bearer. If this message is received within 2 frames
without errors on both simplex bearers, the TBC should be connected to the MBC and the bearer shall switch its state to
Bearer_Established. Otherwise, the MAC shall release the TBC.

As soon as a new double simplex bearer TBC is established, the MBC at the receiving end shall report this event with
an ACTIVE channel list message to the T-side. This message shall be transmitted on any established bearer of the
connection.

If the R-side detects an unsuccessful setup attempt (i.e. at least one setup message is received for a given bearer, but the
full setup criteria as given above have not been achieved), then the R-side should request an immediate halt to the setup
attempt by sending a POOR channel list message.

NOTE 12: This action is not essential. The setup attempt should terminate due to lack of a positive message.

| channel data transmission may start on both physical channels as soon asthere is available capacity, and the ACTIVE
message has been received. Any | channel data transmitted before the bearer state is "established” (i.e. before receipt of
the ACTIVE channel list message) may be lost if the bearer setup fails.

NOTE 13:Data transfer on an unestablished bearer is unreliable. In particular, the |p_error_corrected service cannot
return acknowledgements until it has been connected to the MBC.

10.5.1.4.7 Handling of encrypted connections

10.5.1.4.7.0 General

There are two aternatives for marking the beginning of encryption: 1) synchronization at START and 2)
synchronization at ACTIVE. The data or application profile shall decide the procedure to use. If there is no application
profile, or no there is no specific mention of the method, the default procedure is the synchronization at START.

10.5.14.7.1 Procedure 1: Synchronization at START

The use of the START message is mandatory in all cases. Transmissions on anew bearer shal start in "clear”
(encryption disabled), and the transmissions shall be switched to "encrypted” at the third TDMA frame boundary after
the transmission of the START message.

NOTE 1. Thisensuresthat the next two TDMA frames, which may contain B-field setup messages, are always
transmitted in "clear".

The START message is sent only one time and cannot be repeated. A successfully established TBC shall only be
connected to the MBC if a START message has been received for that bearer. Otherwise the TBC shall be released.

NOTE 2: The START message is essential for encrypted connections to enable the start of encryption.
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NOTE 3: Inthis procedure, if the transmission of the START message fails, there is no possibility to resynchronize
the encryption and the bearer has to be released.

10.5.1.4.7.2 Procedure 2: Synchronization at ACTIVE

The double simplex bearer setup procedure isinitiated as described before either starting the procedure with START
(T-side) or with LISTEN (R-side). The use of the command START is mandatory only in thefirst case.

The encryption synchronization event is the transmission by the R-side of the message ACTIVE over an existing duplex
bearer as response to a"Bearer Request” sent by the T-side over both, or any half, of the double simplex bearers under
setup.

Encryption shall start at both sides ONE frame AFTER this event.

NOTE 1. Thereference pointisadot inthe TDMA frame: al slots after the dlot that has carried the ACTIVE
message (one frame after) will be encrypted, and all slots before it arein clear. Note that the slot carrying
the ACTIVE isnever in question sinceit is part of an existing duplex bearer.

NOTE 2: If there are several double-simplex bearersin process of setup, the bearer starts encryption when
acknowledged by the ACTIVE messages (it can happen in different frames).

NOTE 3: The ONE frame delay is a concession to the implementation (in order to avoid the setting of cipheringin
the next slot to the one carrying ACTIVE) and also to ensure the possible reception in clear of the "Bearer
request” message, in case of error in the transmission of the ACTIVE message. There are always two
chances for reception of "Bearer request” in all cases.

NOTE 4: Theframe"in clear" after the ACTIVE can be used, or not, for transmission of U-plane data, depending
of the required security level.

NOTE 5: The transmission of the message ACTIVE in any other case (i.e. asresponse to a QUERY-N command) is
not a synchronization mark and does not reset the ciphering: only the transmission of ACTIVE as
response to a"Bearer request” sent over a double-simplex bearer in process of setup triggers the
synchronization.

Recovering procedure

In case of errors during setup, or during transmission of the ACTIVE message, the procedure can be recovered in near
all casesasfollows:

o If the error happened during the transmission of the "Bearer request” message, the R-side shall never send an
ACTIVE message for this bearer. Therefore the T-side shall continue repeating the attempt (sending "Bearer
request”") until success or expiration of timers.

e |f the error happened during the transmission of the "ACTIVE" message (message not received by the T-side),
the T-side shall continue sending "Bearer request” on this bearer. The R-side shall respond to this case, sending
again the"ACTIVE" message and resetting the encryption starting point.

NOTE 6: The R-side can always detect the command "Bearer request” sent in any of the two simplex bearers
during this frame, since thisis the frame "in clear".

10.5.1.4.7.3 Specific for non-encrypted connections

For connections which are not encrypted, a successfully established TBC shall be connected to the MBC even if the
START message is not received.

10.5.1.5 Complementary connection bearer setup

A complementary connection setup shall always be REP initiated. A complementary connection allows to setup one
duplex bearer without any interaction/notification with/to the higher layers, as explained in the following overview.

The calling side does not reguire the creation of anew MBC at the called side but can identify an existing MBC which
the complementary connection can be referred to by activating a mapping procedure (see clause 10.5.1.6).
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Called side:

. on the called side anew TBC is created by receiving a"REP_bearer request" message, including the MAC
addresses PMID and FMID on the scanned physical channel. The message type also contains the information
that the new bearer belongs to a complementary connection.

MBC identification:
The TBC hasto receive all necessary parametersto identify an MBC.
The MBC isfully identified after:

a) receiving with "REP_bearer_request” message either a REP_access request or a REP_bearer_handover request
(see clause 7.2.5.11), including the calling address PMID and defining the connection type as complementary;
and

b)  receiving the REP_channel_map_request message (see clause 7.2.5.11) which indicates the duplex bearer to
which the complementary connection setup bearer has to be linked. This message is hecessary only for a new
bearer setup; in case of a bearer handover request, the old mapping still stays effective. The MBC to refer tois
the one to which belongs the TBC of the linked bearer.

The TBC issuesaPMID, ARI and the REP_channel_map.request message, when received, to the referred MBC and
indicates the purpose of the wanted connection (bearer handover or a new setup).

The MBC can now decide:
a) toreleasethe TBC;
b) toaccept the TBC.

Procedure description:

The procedure for a complementary connection bearer setup isidentical to the basic bearer setup procedure as described
in clause 10.5.1.1 and to the duplex bearer handover procedure as described in clause 10.6.2, in case of bearer handover,
where:

e  thePT isREP and the FT could also be a REP;
. the exchanged Mt messages belong to the REP control set (see clause 7.2.5.11);

e thebearer_request message can be either a REP_access.request or aREP_bearer_handover.request message.

10.5.1.6 Double duplex bearer setup procedure: Mapping procedure

The mapping procedure shall always be REP initiated. This procedure allows to set-up a double duplex bearer, after two
duplex bearers have been setup between two far ends. When one of the two duplex bearers already belongs to a double
duplex bearer the procedureis called "interlacing”.

After receiving without errors the REP_channel_map.request message (see clause 7.2.5.11.3) onto a duplex bearer, the
receiving side can decide:

a) to Accept to map together the indicated channels;
b) to Reect to map together the indicated channels.
NOTE 1: Receiving without errors means A-field CRC holds and message is recognized (message type decoded).

NOTE 2: Case (b) may apply when interlacing of the two duplex bearersis requested and the receiving side does
not support "interlacing”.

As soon asit isready, the receiving side shall answer by sending onto the same duplex bearer the
REP_channel_map.confirm message (see clause 7.2.5.11.4) with the A/R flag set to "Accepted”, if it is case (a),
otherwise to "Rejected”.
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After reception without errors of the REP_channel_map.confirm message with A/R flag set to " Accepted”, the double
duplex bearer is setup. After reception without errors of the REP_channel_map.confirm message with A/R flag set to
Rejected, anew REP_channel_map.request message may be forwarded but selecting a more suitable duplex bearer
(i.e. aduplex bearer which does not already belong to a double duplex bearer).

The REP_channel_map.request message may be repeated until the REP_channel_map.confirm message is detected or a
connection release is recognized.

Within the double duplex bearer the two duplex bearers shall exchange their simplex bearers such that the information
flow, for the uplink transmission direction, shall use the uplink simplex bearer of one duplex bearer and, for the
downlink transmission direction, the downlink simplex bearer of the other duplex bearer. The figure at the end of this
clause shows an example of information flow within a double duplex bearer.

Thefirst SN and CN fields (bits a,¢ to &) of the channel_map.request message indicate the "Master channel": it isthe

channel controlled by that MBC which, after the mapping, will aso control the other channel indicated by the following
SN and CN fields (bits a5g t0 a47). In other words, after the mapping procedure has been successfully completed, the

linked channels shall both belong to the master channel connection.

The release of one of the two duplex bearers composing the double duplex shall cancel the link, given with the mapping
procedure, between the surviving duplex bearer and the released one.

The REP_channel_map.req message may over-ride the T-Mux algorithm (see clause 6.2.2.1) when transmitted as afirst
"other" message (see clause 10.5) during a bearer setup procedure. The first response (REP_channel_map.confirm
message) shall occur in the TDMA half frame following the successful reception of the REP_channel_map.request from
the receiving side and may also over-ride the T-Mux algorithm. The TBC shall report "bearer established" after the
mapping procedure is successfully completed (i.e. the double duplex bearer has been setup).

Information flow

1

AT [T ][[A]T[BITTT]

downlink uplink

Figure 10.2

10.5.1.7 Usage of TA special code "111" and Mt message "B-field setup, first PT
transmission”

10.5.1.7.0 General

The special TA header code "111" (see clause 7.1.2) and the M message "B-field setup, first PT transmission” (see

clause 7.2.5.8) are a@ids to the implementation in order to make possible that FT could be only listening to the beginning
of the dlotsfor idle bearers, and therefore reducing Rx power consumption. However their use is not strictly necessary,
and there can be other technical solutions to achieve the same Rx power reduction objectives. In addition to that, the
convenience of their use may depend on the application scenario.

The use of thisimplementation aids shall be as follows:
Usage of TA =" 111" header

For applications covered by a DECT Application Profile, the Application Profile Specification may determine when TA
code ="111" shall be used, instead of regular code TA "110". The code "111" shall always match with M+ channel in

the A field tail.

For applications not covered by an application profile specification, or if the application profile does not mention any
specific provision about the topic, the use of the TA code = "111" shall be as described in clause 10.5.1.7.1 (default
rule).
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Usage of M message " B-field setup, first PT transmission”

This message can only be used in combination with the B-field message "Bearer request” (al types).

For applications covered by a DECT Application Profile, the Application Profile Specification may determine when the
of M+ message "B-field setup, first PT transmission” has to be inserted in A-field tail.

For applications not covered by an application profile specification, or if the application profile does not mention any
specific provision about the topic, the insertion of the M+ message "B-field setup, first PT transmission” shall be as

described in clause 10.5.1.7.2.

10.5.1.7.1 Default rules for TA code "111"

The following rules apply unless specific provisions are given in an application profile:
The use of the code appliesto all types of setup: Mt Basic, Mt Advanced and B-field setup.

e  TA code="111" shal only be used by the PT exclusively in theinitial message "Bearer.request” in the
following procedures:

- PT initiated initial duplex bearer setup. Initial duplex bearer setup can be either a call setup, asignalling
operation (I.e. location update) or a resume operation (DPRS), an impliesthat there is no other bearer set
inthis FT-PT pair.

- PT initiated additional duplex bearer setup (multibearer connections), only if the setup is unexpected. A
setup is unexpected performed on the FT primary scan sequence without prior exchange of channel list
START or LISTEN commands.

- The TA code ="111" shall not be used in case of double simplex bearer setup.
NOTE: Double simplex bearer setup is always expected.
e TheTA code"111" shal never be used by the FT.

. The use of TA code "111" implies that the content of the A tail is M, (MAC control) channel.

10.5.1.7.2 Default rules for Mt message "B-field setup, first transmission"
The following rules apply unless specific provisions are given in an application profile.

This M+ message shall be inserted in the A-field tail of the slot carrying the B-field message "Bearer request” (all types)
only in the following cases:

. PT initiated initial duplex bearer setup. Initial duplex bearer setup can be either acall setup, asignalling
operation (I.e. location update) or aresume operation (DPRS), an implies that there is no other bearer set in
this FT-PT pair.

. PT initiated additional duplex bearer setup (multibearer connections), any case.
. Double simplex upstream bearer setup.
Mt message shall only be used by the PT, and shall not be inserted by the FT in any case.

If this message has to be inserted (according to thisrule, or to the rule described in an Application profile) it is allowed
to violate the PT T-MUX sequence.

In order to insert this message, the TA header should be either TA=111 or TA="110".TA ="111" shall be used only
when mandated by clause 10.5.1.7.2, or by an application profile. In al other cases, the TA code shall be "110".
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10.5.1.8 Expedited bearer setup procedures
10.5.1.8.1 General

The expedited bearer setup procedures are optimized advanced M setup procedures intended for ultra fast setup of

bearers, allowing in most cases reduction in the number of messages and early U-plane transmission compared to
regular procedures.

Expedited messages are only used for resume (bearer setup of existing MAC connections) or suspend (bearer release
without clearing the connection at MBC level).

Expedited bearer setup procedures are only defined as PT initiated. However, once initiated by the PT, FT may change
the continuation of the procedure.

Expedited messages may coexist with other advanced connection control set messages.
The following expedited bearer setup messages are used to initiate the setup procedure;
. "Expedited bearer setup” (see clauses 7.2.5.12.1 and 7.2.5.12.2)
. "Expedited bearer setup ready for release” (see same clauses)
These messages are used in conjunction with the following possible response messages:
. "Bearer confirm" (from the advanced control set)
e  "Ready for release" (see clauses 7.2.5.12.1 and 7.2.5.12.2)
. "Expedited Release” (see same clauses)
Two basic sequences of procedures exist:

. Single-burst bearer setup, where the initiating side attempts to transfer a single packet of data and immediately
release the connection.

. Multi-burst bearer setup, where the initiating side attempts to set up a bearer for more than one frame.

Depending on the data available for transmission at both sides the procedure may evolve in different ways. For instance
aprocedure initiated as a Single-burst bearer setup may continue as a Multi-burst bearer setup.

10.5.1.8.2 Procedure for Single-burst setup and release
10.5.1.8.2.0 General

The Single-burst setup and release is an optimized procedure intended for the transmission of a single packet of U-plane
of C-plane data from the initiating side (the PT) to the terminating side (the FT). The procedure allows for the
transmission of arelease reason and a G, channel message in the opposite direction.

10.5.1.8.2.1 Procedure description
Predicates:

a)  PT isinframe and multiframe synchronism with a RFP. The PT has aready learned the RFPI of at |east one
RFP within this cluster and knows the RFP's receiver scanning segquence.

b) Thereisan existing MBC aready created between the PT-FT pair and thus a MAC connection in suspended
state. The connection has an ECN number compatible with expedited procedure.

¢) ThePT hasasingle packet of data (or C-plane) to be transmitted upstream.
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Procedure description:
This procedure is based on the exchange of two frames:
Frame 1 (transmitted PT to FT) with the following content:
e  A-field header
- TA =M,
- BA =1P1, or in some cases no-B-field or E-mux

. M : message "Expedited Access Request Ready for Release”

. B-field: the IP segment (U-plane) ready for transmission. Exceptionally, no B-field or an E-mux message
Frame 1 (transmitted FT to PT) with the following content:
e  A-field header
- TA=M;
- BA = no-B-field
. M : message "Expedited Release”
- Reason code and info: any valid value
Ggp: last valid ACK RN
o B-field: no-B-field
10.5.1.8.2.2 Handling of error cases

1) Incase of no reception of any response message with valid A-field CRC in the frame 1 FT => PT, the response
from the PT should be the following:

- No action. No further messages shall be sent and the TBC shall be silently released.

- The U-plane packet shall be considered as not transmitted. The MBC may re-attempt its transmission
over a separate TBC within the time given by the maximum MAC packet lifetime.

2) Incase of reception of the expected "Release” message with valid A-field CRC, but with Q2 bit indicating bad
reception of the B-field in the frame 1 FT => PT, the response from the PT should be the following:

- No action. No further messages shall be sent and the TBC shall be silently released.

- The U-plane packet shall be considered as not transmitted. The MBC may re-attempt its transmission
over a separate TBC within the time given by the maximum MAC packet lifetime.

10.5.1.8.2.3 Change to Multi burst bearer setup procedure

This procedure may be changed by the FT to a multi burst data transfer by replying with "bearer confirm" or "ready for
release”.

1) Incase of reception of the messages "Bearer Confirm" or "Ready or Release", the procedure shall continue as
mandated for the "Multi burst bearer setup procedure” asindicated in clause 10.5.1.8.3. Table 10.1 of
clause 10.5.1.8.3.3 contains the possible use cases for the transition.

10.5.1.8.3 Procedure for Multi burst setup
10.5.1.8.3.0 General

The Multi burst setup procedure is an optimized procedure intended for the transmission of aburst of several U-plane
data or C-plane packets from the initiating side (the PT) to the terminating side (the FT). The procedure allows for the
transmission of arelease reason and at |east one G, message in the same and in the opposite direction.
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10.5.1.8.3.1 Procedure description
Predicates:
a) PT isinframe and multiframe synchronism with a RFP. The PT has aready learned the RFPI of at |east one
RFP within this cluster and knows the RFP's receiver scanning segquence.
b) Thereisan existing MBC already created between the PT-FT pair and thus a MAC connection in suspended
state. The connection has an ECN number compatible with expedited procedure.
c) ThePT hasamulti burst of data (or C-plane) to be transmitted upstream.

Procedure description:

This procedure is based on the exchange of the following frames and messages:

Frame 1 (2" half frame) transmitted PT to FT with the following content:

A-field header:

- TA=M;

- BA =1P1, or in some cases no-B-field or E-mux
M : message "Expedited Access Request”

B-field: the IP segment (U-plane) ready for transmission. Exceptionally, no B-field or an E-mux message

Frame 2 (1% half frame) transmitted FT to PT with the following content:

A-field header:
- TA=M;
- BA =1P1, no-B-field or E-mux
M : message: any of the following:
- "Bearer Confirm"
- "Ready for release”, in this case:
" Reason code and info: any valid value

» G, lastvalid ACK RN

B-field: an IP segment (U-plane) ready for transmission, no-B-field or an E-mux packet

Frame 2 (2" half frame transmitted PT to FT:

This frame shall contain one of the following:

Any message (including Null or N;) together with U-plane data (or C-plane data) if the received message was
"Bearer Confirm" and the PT has data (U-plane or C-plane) to be transmitted upstream.

The M message "Ready for Release” together with U-pane data (or C-plane data) if the received message was

"Bearer Confirm" or "Ready for Release" and the PT has only one packet of data (U-plane or C-plane) to be
transmitted upstream.

The M message "Ready for Release” together with "no-B-field" if the received message was "Bearer
Confirm" or "Ready for Release" and the PT has no data (U-plane or C-plane) to be transmitted upstream.

NOTE 1: Inthelast two cases, a G, message may be included in the "Ready for Release”.
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NOTE 2: Inthelast two cases, the next transmission FT => PT may continue the transmission of U-plane or
C-plane data, or may contain an "Expedited Release" message, initiating a General Expedited release
procedure as described in clause 10.7.3.1).

10.5.1.8.3.2 Modification Single-burst setup => Multi-burst setup

A procedure initiated as a Single-burst setup by the PT may be modified by the FT to be a Multi-burst setup. The next
clause 10.5.1.8.3.3 shows the possible combinations of response messages and execution paths.

10.5.1.8.3.3 FT Response table

The following table shows what the FT is to respond with, dependent on the received First PT Transmission message,
and how many packets the FT has to send to the PT.

Table 10.1: Expedited setup procedures execution table

Received First PT Message
Expedited_access_request_ready_for_release Expedited_access_request
(note 1) (note 2)

b m 0 expedited_release ready_for_release (BA=no B-field)
e2
% 2 1 ready_for_release (BA=IP1) ready_for_release (BA=IP1)
EE
a9 >1 bearer_confirm bearer_confirm

NOTE 1: "Expedited_access_request_ready_for_release" may be sent with BA=IP1 or with 'no-B-field".
NOTE 2: "Expedited_access_request" may carry U-plane (BA=IP1), E-mux (typically Cg channel, when supported), or

in some cases, no B-field.

10.5.1.8.4 Announcement "Ready for Release"
10.5.1.8.4.0 General

The message "Ready for Release” is used to indicate to the other side that there is no more data (U-plane or C-plane) to
be transmitted. A last segment of U-plane or E-mux data may be optionally be sent together with the "Ready for
Release”. It is allowed to send also "no-B-field".

The message "Ready for Release” may include the transmission of a G, channel ACK command.
"Ready for Release" may be sent in any direction (PT => FT or FT => PT).

After receiving the message "Ready for Release” the other peer may choose between continuing the transmission of
either U-plane segments or E-mux data (if they exist) sending an "Expedited Release”, or initiating an Expedited
Release procedure (as described in clause 10.7.3.2).

. In thefirst case, the peer that continues the transmission will be in charge of sending a"Ready for Release”
when the data to be transmitted (either U-plane or C-plane) ends.

. In the last case, the peer that is going to initiate the Expedited Release procedure, should have been sent
previously a"Ready for Release" message or should have initiated the setup using an "Expedited Access
Request Ready for Release".

The sending of "Ready for Release" when there is no data for transmission (either U-plane or C-plane) is mandatory.
The exact rule for what is understood as "no data for transmission" and when the message has to be sent, will be
provided by each specific application profile under the Management Entity section. Such rules may include timers and
tolerances.

NOTE 1: Such rules may include timers and tolerances.

NOTE 2: For DECT ULE, see ETSI TS 102 939-1[i.10], clause 9.
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10.5.1.8.4.1 Protection of the message "Ready for Release"
The following rule shall be used to ensure the correct reception of "Ready for Release" message:

. After transmission of the "Ready for Release”, the sending side should receive in the next half-frame
confirmation of correct reception of at least the A-field, by means of the Q1/Q2/BCK bhits. If thisis not the
case, the sending side shall repeat the transmission of the "Ready for Release" message.

NOTE 1: The possible setting and valid coding of the quality bits depends on the MAC service and B-field mode
(BA bits) used in the transmitted frame. For the usual case of MAC service I error correct and E/U-mux

set to U-mode packet, the bit Q2 is the relevant one; Q2="0" should cause a retransmission.

NOTE 2: Error in the reception of the half-frame that is expected to carry the quality bits (bad A-field CRC), should
also cause aretransmission.

Itis not required, in general, the repetition of the message "Ready for Release” after receiving confirmation of its
correct reception. Refer to the applicable Application Profile for exact description of the use case sequences.

10.5.1.8.5 Indirect FT initiated expedited bearer setup procedure

FT initiated expedited setup procedure may only be triggered by using B-field paging (indirect procedure). Typically,
but not necessarily, B-field paging is used (for instance in ULE, see ETSI TS 102 939-1 [i.10]). The PT repliesto the
paging request executing a PT initiated expedited setup procedure as described in previous clauses.

The following conventions shall be followed by the PT when the expedited setup procedure is executed as responseto a
FT paging request:

1) If the PT has no data (U-plane or C-plane) to be sent upstream, it will initiate the procedure using the M
"Expedited Access Request Ready for release” message and BA code = "no B-field".

2) Ifthe PT hasonly one packet of data (U-plane) to be sent upstream, it will initiate the procedure using the M
"Expedited Access Request Ready for release” message and BA code ="1P1".

3) If the PT has more than one packet (U-plane or C-plane) to be sent upstream, it will initiate the procedure
using the M "Expedited Access Request” message.

4)  Ingeneral, the FT will continue the procedure sending "Bearer Confirm" or "Ready for Release” together with
an U-plane packet:

- If only a single packet was to be sent downstream, the FT reply is"Ready for Release”; if several packets
are ready to be send, then "Bearer Confirm"”.

5) AnFT response "Expedited Release" is possible if the indirect setup request was only dueto aMAC
handshake (stay alive) procedure.

10.5.1.8.6 Insertion of U-plane in "Expedited access request” messages

In expedited setup procedures, the U-plane transmission may start in the very first frame, over the B-field of the same
physical packet that is carrying the M+ Access Reguest message.

When Ip error correct is used, the IP number 1 shall be used for this packet, and coded in the BA bits.

10.5.1.8.7 Connected state (TBC) in expedited bearer setup

Connections using expedited procedures are normally packet mode connections which are permanently or semi-
permanently in connected state at MBC level (at least during the duration of the Virtual Call). However from the point
of view of the TBC, the connection is considered "TBC connected” at the following points:

e  Theinitiating side (which is always the PT) changes the TBC state to "connected" after correct reception of
the response to the setup message, provided that:

- If the initial message was M "Expedited Access Request”, if the response message is not "Release” (it
may be either "bearer confirm” or "Ready for Release").
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- If the initial message was "Expedited Access Request Ready for Release”, only if the response message
is"bearer confirm®.

e  TheFT changesthe TBC state to "connected" after correct reception of the second frame transmitted by the
PT (the third frame of the sequence), provided that it carries any A-field content except the following:

- M+ message "Expedited Access Request” or "Expedited Access Request Ready for Release” (repetition
of the setup attempt); in such acase it will restart the counting and will look for a second message in the
following frame that qualifies for the rule.

- M message "Expedited Release"; in such a case this TBC should never reach the "connected” state.
NOTE 1: Any other content (including N+, My 'Null' or any other channel) qualifies for the rule.

The TBC "connected” or "not connected” state has influence in the response upon errors in transmission.
NOTE 2: It should be noted that, for instance, a single burst connection never reaches the "connected" state.
10.5.1.8.8 Encryption synchronization in expedited bearer setup

When MAC encryption is used, the encryption or not encryption of the connection after an expedited bearer setup shall
be set as before last suspension, without the need of any further signalling process.

The point of activation of the encryption after the setup shall follow the general DECT rules:
. In absence of errors, the third frame transmitted by any side shall be the first encrypted.

. In case of errorsin the reception of the first message (access request), the initiating side shall switch on the
encryption two frames after receiving the correct response to the access request (that may be either "bearer
confirm” or "ready for release™).

- In other words, it will reset the counting with any repetition of the "Access Request” message.

. The other peer shall switch on the encryption two frames after sending the response to the " Access Request”
message.

- In the event of receiving repeated " Access Request” messages, it will start the counting with the response
sent to the last of these messages.

When the MAC encryption is switched on, it will encrypt B-field (any content) and also C; messages in the A-field.
The synchronization point is the same.

NOTE 1: Notethat asingle burst transmission will never reach the MAC encrypted state.

NOTE 2: Thisclause refersto the MAC encryption using the KSG. The CCM encryption (when used) is not
impacted by therule and is, in general, active from the beginning.

10.5.1.8.9 Use of short slots in expedited connections

In expedited connections, in order to further save energy, it is allowed to transmit as short slots frames that do not carry
any B-field in certain cases. Thisis only allowed in the caseslisted in this clause. The use of short slotsis optional at
sending side (transmitter choice). However its understanding by the receiving side is mandatory.

By "short dlot", it is meant a physical packet POO with the D-field mapping as defined in clause 6.2.1.1.3.
The following rules shall apply:
1) Only frameswith BA coding "no-B field" may be transmitted as short dots.

2) Frame containing an "Expedited Access Request Ready for Release” message may be transmitted as a short
dot when it contains no B-field.

3) Framecontaining a"Ready for Release” message may be transmitted as a short slot when it contains no B-
field.
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After sending a"Ready for Release”, either using full slot (regular rule) or short dot (as result of previous
rule), the peer may use a short slot in the next frame or may switch to short slot at any time.
Frame containing "Expedited Release" messages may always use short slots.

Usage of short dotsin one and in the other direction is independent.

NOTE: The application profiles may introduce additional restrictions.

10.5.2 Channel list procedures
10.5.2.1 General

The channel list messages are used to reduce the establishment time of multibearer connections by negotiating changes
to the receiver scanning patterns at the receiving side. Moreover, a complete set of channels can be selected at the start
of the connection establishment procedure using the channel selection rules.

For duplex bearers (symmetric or asymmetric connections):

Channel list messages should be used if service isbursty (such a packet mode service). As a matter of fact, the
update of the channel selection list and the update of the blind slot information are not donein real timein the
PP, so the FP has a better view of the channels used.

The channel list messages GOOD, LISTEN or POOR may be used to improve the success and response time
of the procedure. The LISTEN command indicates that the sending side has activated areceiver in the
channel/dlot indicated, and allows the PT to perform a setup on such specific dot/channel, evenif thisisnot in
the FT or PT scan sequence. This command istypicaly sent by the FT in case of PT initiated setup. The
GOOD message does not modify the PT or FT receiver scan sequence, but the indicated channels may be used
for anew bearer even if they are marked as "busy" in the channel list. The POOR command indicates that the
indicated channels cannot be used.

The START command can be used by the initiating side to announce a setup in a different channel of the other
peer receiver scan sequence. This command may be sent by the FT on an existing bearer in case of FT initiated
setup of additional duplex bearers.

For double simplex bearers (asymmetric connections):

Channel list messages shall be used. In addition to the previous reasons, asymmetric services may cause more
disturbance on the timeslots.

The channel list commands LISTEN or START (at least one of them) plus the command ACTIVE are
mandatory in double simplex bearers setup.

The START message send by the T-side on an pre-existing bearer, announces double simplex bearer setup and
indicates to the receiver that it shall listen all dots/channels indicated in the message(s).

The LISTEN message send by the R-side on an pre-existing bearer, indicates to the T-side that the R-side has
activated areceiver on the dots/channels indicated in the message(s), and that the T-side may initiate a double
simplex bearer setup on them.

The GOOD command send by the R-side indicates candidate slot/channels, however it does not indicate that
the R-side has activated a receiver on them. The T-side has to confirm, sending a START command, that is
going to use these channels.

The ACTIVE message is used to acknowledge and confirm the setup of double simplex bearers.

10.5.2.2 Description of the channel list messages
M essage M eaning
ACTIVE: The endpoint that sends this message reports that the indicated pair of physical channelsisin use

as an established bearer of this connection.

GOQOD: Theindicated pair of physical channelsis unused at the endpoint that sends this message, and may

be used for anew bearer.

ETSI



POOR:

F/S NOT:

QUERY_N:

QUERY_H:

LISTEN:

START:

10.5.2.3
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LISTEN:
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The endpoint that sends this message tells the recipient that the indicated pair of physical channels
cannot be used for a new bearer, e.g. poor quality or aready in use with athird party.

The endpoint that sends this message does either not support the indicated frequency or hasa
"blind dlot" at the indicated slot position (see coding in clause 7.2.5.3.10).

The endpoint that sends this message requests some information on the indicated pair of physical
channels.

The QUERY _H channel list message has exactly the same function as the QUERY _N message.
The QUERY_H message however shall only be used to get channel information needed for bearer
handover and for connection handover.

The endpoint that sends this message reports that its receiver temporarily installs a " receive only"
TBC which will listen to the receive channels of the indicated pair of physical channels for at least
the next 4 TDMA framesin order to recognize bearer setup requests.

The endpoint that sends this message has selected the indicated pair of physical channels for a new
bearer and shall transmit on this bearer in at least the next TDMA frame. If the channel pair is
accessible and no TBC isinstalled at the receiving endpoint of a START message, the receiving
side should install atemporary "receive only" TBC to recognize bearer setup requests.

Usage of the channel list messages

M eaning

This message shall be used by the receiving side to confirm the establishment of a double simplex
bearer, and may be used from either side at any time to report the status of the physical channel
pair.

This message may be also used to trigger encryption of double simplex bearers, instead of the
START (see clause 10.5.1.4.7.2, "Synchronization at ACTIVE").

These messages may be used at any time from either side to report the status of the physical
channel pair.

This message may be used at any time from either side.
This message is alowed only during a handover operation (bearer or connection).

This message is used to announce that the sending side is ready to accept a double simplex bearer
setup attempt (handover or initial setup) on the indicated channel pair. For one setup attempt the
LISTEN channel list message shall be sent on one or more bearers within one TDMA frame. The
LISTEN channel list message, when used, is sent by the FT when the bearer belongs to an
asymmetric uplink connection, and by the PT when the connection is asymmetric downlink.

The LISTEN message may also be used to announce that the sending side is ready to accept a
duplex bearer setup attempt (handover or initial setup) on the indicated channel pairs, even if they
are not in the receiver scan sequence.

PTs may use this mechanism only when the connection is asymmetric downlink. FTs may useit.

START:

This message is used to announce double simplex bearer setup attempts (handover or initial setup)
on the indicated channel pair and, optionally, to trigger encryption on those bearers (see

clause 10.5.1.4.7.1 " Synchronization at START"). For one setup attempt the START channel list
message shall be sent on one or more bearers within one TDMA frame. The START channedl list
message, when used, is sent by the PT when the bearer belongs to an asymmetric uplink
connection, and by the FT when the connection is asymmetric downlink. The START message
may also be used to announce duplex bearer setup attempts on channels other than the scanned
channels (see clauses 11.8 and 11.9). When used, the message is sent on one or more bearers
within one single TDMA frame. FTs may use this mechanism only when the connection is
asymmetric downlink. PTs may use it when the connection is symmetric or asymmetric uplink
connection. Except for the START message, all channel list messages may be retransmitted. When
not explicitly prohibited, the channel list messages can be sent on any bearer of the connection,
even during bearer setup (if the capacity is available).
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When the connection is symmetric or asymmetric uplink connection.
NOTE 1: Either the LISTEN or the START command may be used to initiate a double simplex bearer setup.

NOTE 2: Clauses 10.2.4.3.1 to 10.2.4.3.3 describe which endpoint is allowed to initiate bearer setup. Therefore, a
LISTEN message transmitted in the wrong direction is meaningless.

NOTE 3: There isno guarantee the receiving endpoint will decode the channel list messages during bearer setup. It
is recommended to transmit important messages which may influence setup procedures (i.e. LISTEN,
START, and ACTIVE) only on established bearers.

The following channel list messages should produce a response from the receiving entity:
. QUERY _N or QUERY _H messages:
- Message responses shall be: GOOD, POOR, ACTIVE, LISTEN or F/S_NOT.
. START message for double simplex bearer:
- M essage response shall be: ACTIVE or POOR.

10.6 C/O bearer handover
10.6.1 General

The MAC layer provides PTsand FTs with several mechanismsto control the quality of transmissions and receptions.
Bearer handover may be initiated either by using this quality information or by receiving a bearer handover request
message from the far end (see clauses 7.2.5.5 and 7.2.5). For duplex bearers the PT only can initiate a bearer handover,
and for double simplex bearers the transmitting side only can initiate a bearer handover. The existing bearer can be
maintained until the new bearer has been established. During bearer handover the two bearers can operate in parallel.

NOTE 1: Bearer handover requiresthat an MBC for the connection exists on both sides, PT and FT, and that the
new selected RFP at the fixed side belongs to the same cluster.

PTs should use bearer handover to attempt to connect to the best RFP of the cluster in which the connection is
established. This may be the same RFP as the existing bearer, or may be a new RFP.

DECT equipments may have several indicators to monitor reception quality:
e theA-field CRC;
e theX-field CRC;

. the CRCs of the B-subfieldsin protected mode (E-type or U-type for Ip);

e  X-fieldto Z-field comparison (for Z-field refer to ETSI EN 300 175-2 [2]);
. link identity information;
. synchronization pulse;
. clock jitter;
. signal strength;
U etc.
To control the quality of transmissions the MAC layer uses the reports from the far end, coded in two bits:
. the (Q1,Q2) bits; or

e  the(BCK,Q2) hits (see clauses 7.1.1 and 7.3.4.4).

ETSI



250 ETSI EN 300 175-3 V2.6.1 (2015-07)

There are no specified rules for the PT which define when a bearer handover attempt has to be made. For system
reasons the maximum rate at which bearer handovers can be performed is limited by a simple timer. No more than two
successful bearer handovers should occur within T202 seconds.

NOTE 2: This should not be confused with multiple attempts for one handover.

NOTE 3: For bearer handover (both intra- and inter-cell) in multibearer connections, each bearer is treated
separately.

Different handover procedures exist for duplex and double simplex bearers.

10.6.2 Duplex bearer handover procedure

The setup of anew bearer for duplex bearer handover is aways initiated by the PT. The MBC of the PT shall have
knowledge of at |east one available channel and shall know the address (FMID) of the wanted FT. The MBC creates a
TBC and issues called address (PMID/FMID) and the physical channel description to the new TBC. The MBC indicates
to the TBC that the wanted bearer is used for a bearer handover and which bearer setup procedure shall be used. In
addition, for advanced connections the MBC issues the new TBC with the ECN and the LBN, which is also assigned to
the TBC of the bearer which has to be handed over.

The TBC triesto set-up a new bearer using one of the single bearer setup procedures described in clause 10.5.1:
e  thebasic bearer setup procedure for all basic connections;

. the A-field single bearer setup procedure or the B-field single bearer setup procedure for advanced
connections.

At the end of all these procedures the TBC reports either "bearer_established" or "bearer_setup failed" to the MBC.
NOTE 1: At the caled side these messages only occur if a bearer setup attempt was detected (TBC created).

If the bearer setup failed the MBC can reattempt a bearer handover with the same procedure, subject to using a new
available channel each time (see clause 11.4) and/or accessing a new RFP. Within any time window of T202 seconds at
most N201 bearer setup reattempts shall occur for a bearer handover of one particular bearer.

An MBC assumes that a bearer setup was successful when the TBC reported "bearer_established". Immediately after
this TBC report the MAC switches the new bearer to the same E/U multiplex as used by the old bearer. For U-type
databursts al following transmissions shall contain valid | channel data.

NOTE 2: In advanced connections the "new" and the "old" bearers have the same LBN number.

In basic connections, two bearers shall only occur during bearer handover. Thereisno LBN, i.e. the "new" and the
"old" bearer are the only bearers of the connection.

For alimited time the MBC may maintain both TBCs, controlling the new and the old bearer. The MBC inthe FT
decides when and which one of the two TBCsis released with a bearer release procedure. The FT shall invoke this
bearer release procedure within atime interval of T203 after the new bearer was established (TBC reported
"bearer_established").

NOTE 3: During the time where the new and the old bearer are maintained, both bearers together form one logical
bearer (see clause 5.5.2).

For the limited time where both bearers are established:

Except for |_minimum_delay services all | channel data transmitted in one TDMA half frame is the same for both
bearers (see data flow control, clause 8.4).

For I_minimum_delay services| channel data transmitted in one TDMA frame may be different for both bearers (see
clause 8.4).

NOTE 4: For protected data connections the preferred procedure to delete an old bearer and setup a new one isthe
Bearer Replacement procedure (see clause 10.6.4).
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10.6.3 Double simplex bearer handover

Although the double simplex bearer handover procedure is initiated by the transmitting endpoint (T-side), the receiving
endpoint of a specific double simplex bearer may request a bearer handover. The request may be transmitted on any
bearer in reverse direction. The request message is defined as an M message in clause 7.2.5.5 and as an extended MAC

control message in clause 7.3.4.

By receiving arequest to initiate a bearer handover procedure the transmitting side of a double simplex bearer may
either initialize a bearer handover, reject the handover request witha BEARER_ HANDOVER_REJECT message (see
clauses 7.2.5.5 and 7.3.4) or not react upon this request message.

Initialization of a bearer handover starts with the negotiation of a new pair of physical channels. Thisis done using the
channel list procedures. The new bearer is set-up with the double simplex setup procedure (see clause 10.5.1.4), except
that the UNCONFIRMED_HANDOVER message is used in place of the UNCONFIRMED_ACCESS_REQUEST
message. The same logical bearer number LBN is assigned to the new double simplex bearer as for the old bearer.

As soon as possible all | channel information carried on this logical bearer is duplicated on both double simplex bearers.

This occurs no later than when the bearer is established, i.e. when the transmitting side end receives the ACTIVE
message (see channel list procedure).

Within any time window of T202 seconds at most N201 double simplex bearer setup re-attempts shall occur for a bearer
handover of one particular double simplex bearer.

NOTE: Therelevant reattempts are those where the initiating side actually starts transmissions on a new bearer.

The new bearer setup is successful when the initiating side receives a confirmation, i.e. an ACTIVE message
(see clauses 7.2.5.3.10 and 7.3.2.7) for this bearer. As soon as this message is received the initiating side proceeds with
abearer release of the old double simplex bearer with the unacknowledged release procedure (see clause 10.7.2.1).

10.6.4 Bearer replacement

10.6.4.1 General bearer replacement

This procedure is one way to improve the quality of a connection by changing bearers to different channels within the
same cluster.

"Bearer replacement” is defined to be the procedure where an old bearer is replaced with a new bearer that has a
different LBN or where the old bearer was lost before the new bearer is setup with the same LBN. The procedure to
setup the new bearer is defined by clause 10.5. The procedure to release the old bearer is defined in clause 10.7.

For replacement of one bearer of an Ip_error_correct connection the procedure is defined in clause 10.8.2.5.1.

It is preferred to first drop the old bearer and then set-up the new bearer, or to do this simultaneoudly. It is not required
to have the new bearer active before the old bearer is released.

NOTE: For multibearer packet mode data connections, and for all bearers except the last duplex bearer, itis
recommended to execute the bearer replacement procedure dropping first the old bearer and then
setting-up the new one.

10.6.4.2 Frequency replacement

"Freguency Replacement” is defined as a case of bearer replacement procedure where an old bearer is replaced with a
new bearer which islocated on the same time slot pair but uses a different frequency.

The procedure shall only apply if adifferent time dot pair cannot be found before the bearer would be released.

The selection of the new frequency shall be done in accordance with the channel selection rules as described in
clause 11.4. This requires stopping the reception of the affected channel for aframe in order to perform the required
RSSI measurements on the new frequency.

The frequency replacement procedure shall always be PT initiated and applies either to duplex or to double simplex
bearers.
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Procedure description:
Frequency Replacement for a Duplex Bearer
The PT side:

e  ThePT shall send the frequency replacement request message to the peer entity with the indication of the new
bearer to be setup (see clauses 7.2.5.5 and 7.3.4.2).

. This quality control message shall be sent on one duplex bearer of the connection which could be the affected
one.

. In the frame after the transmission of the frequency replacement request message, the PT shall switch
reception from the old to the new bearer and try to receive the frequency replacement confirm message
(see clauses 7.2.5.5 and 7.3.4.2) on that bearer. If a confirm message is not detected, the request message can
be repeated up to N206 times or until the old bearer is released.

. If, after N206 attempts, the confirm message is not received the PT shall release the old bearer and the new
bearer. Otherwise, if a confirm message is received, in the same frame the PT shall switch transmission from
the old bearer to the new bearer and send the frequency replacement grant message (see clauses 7.2.5.5 and
7.3.4.2) on that bearer. The frequency replacement grant message can be repeated up to N207 times or until the
new bearer is released.

The FT side:

. Upon reception of afrequency replacement request message, the FT shall switch the transmission and
reception from the old to the new bearer and send the frequency replacement confirm message on that bearer.
The confirm message can be repeated up to N207 times until a frequency replacement grant message is
detected or until the new bearer isreleased. If, after N207 attempts, the grant message is not received the FT
shall release the new bearer.

Frequency Replacement for a Double Simplex Bear er
The same procedure as for the duplex bearer applies with the following exceptions.

The relevant MAC messages shall al be exchanged on one duplex bearer of the connection. The FT shall switch
transmission and reception from the old bearer to the new bearer in the frame after the confirm message has been sent.
The PT shall switch transmission and reception from the old to the new bearer in the frame where the grant messageis
sent.

The frequency replacement request, confirm and grant messages can be duplicated, when possible, in al the Bn
sub-fields of the time slot (see clause 7.3) in order to improve the probability that the message is recognized (message
type decoded and related CRC correct) by the peer entity.

The frequency replacement request, confirm and grant messages can overrule the T-MUX algorithm (see clause 6.2.2)
when sent as Mt messages.

Frequency replacement grant messages received after the first one should be ignored.
10.7  C/O bearer release
10.7.1 General

Bearer release describes the release of a TBC which controlled a duplex or a double simplex bearer.
A bearer release may be caused by several events:
a) theMBC oneither sideinitiates a bearer release;

b) abearer in setup phase cannot be connected to an MBC. Here the LLME initiates a bearer release (see single
bearer setup procedures);

c) aTBC received faulty MAC messages during setup (see setup procedures);

d) the TBC releasesthe bearer due to atimeout. See handshaking requirement (see clause 11.5);
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€e) the TBC receives arelease message error free.

NOTE 1: Event b) should not occur for double simplex bearers. Here the channels have to be negotiated before
transmissions on a double simplex bearer start.

A bearer release isinitiated when on either side one of the events @), b), ¢) and d) occurs. The FP shall only release a
bearer if it has previously received a MAC control message referencing that bearer with correct FMID and PMID. Two
bearer release procedures exist:

. the unacknowledged bearer release procedure; and
e theacknowledged bearer release procedure.

The unacknowledged bearer release procedure is always applied for arelease of a duplex bearer, and for a double
simplex bearer only if the MBC on the transmitting side decides to release the bearer. During this procedure MAC
RELEASE messages (see clause 7.2.5.3.13) are transmitted and afterwards the TBC stops transmitting. Asa
conseguence, one of the events d) or €) will occur at the far end.

NOTE 2: If event d) isrecognized at the far end a second bearer release procedure is initiated.

The acknowledged bearer release procedure is applied when the receiving end of a double simplex bearer decides to
release this bearer (events @), ¢) and d)). The release is negotiated on a duplex bearer.

NOTE 3: A connection release may interrupt this procedure.

10.7.2 Bearer release procedure description
10.7.2.1 Unacknowledged release procedure

10.7.2.1.0 General

The unacknowledged release procedure shall be applied to release duplex bearers, and double simplex bearers only by
the transmitting side (exception for double simplex bearer, see clause 10.7.2.3).

The unacknowledged release procedure uses the RELEA SE message. This message allows the reason for a bearer
release to be reported (only for advanced connections).

All sets of MAC connection control messages contain a RELEASE message. The unacknowledged bearer release
procedure shall use the RELEASE message of that message set which was used to setup the bearer. If this messageis
transmitted in the B-field, the message may be duplicated into all subfields.

The RELEASE message appears twice without any warning, replacing the normal transmission. The message is sent
two times in successive frames on that bearer which hasto be released, and the transmitting end releases the radio
channel immediately afterwards. If the TBC is connected to an MBC and it was not the MBC's decision to release the
bearer, the TBC reports this event to the MBC and indicates the reason. Finally the MAC releases the TBC.

The receiving end shall release the bearer immediately after successful receipt of any RELEASE message. If the TBCis
connected to an MBC the TBC shall report this event to the MBC and indicate the reason. The MBC shall release the
TBC afterwards.

10.7.2.1.1 Crossed bearer release procedure

The crossed bearer release is a specific case of the Unacknowledged release procedure that happens when the two sides
of aduplex bearer try to execute the procedure at the same time.

In some data profiles (DPRS), this could happen quite often since the decision to release bearers has been
communicated previously between both sides by means of a bandwidth negotiation.

This caseis handled in the following way:

o If any DECT peer is executing an unacknowledged rel ease procedure and receives a RELEA SE message from
the other peer indicating that is performing the same procedure, the first peer can consider the procedure
completed without the transmission of the second RELEASE message.
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. A DECT peer that is going to initiate a bearer release procedure -but has not send any REL EASE message yet-
receives a RELEASE message from the other side, is allowed to send in the next half-frame its RELEASE
message, and consider the procedure completed.

NOTE: In other words; when there is crossing of RELEASE messages, it is not heeded the repetition of the
message.

10.7.2.2 Acknowledged release procedure
The acknowledged release procedureis only used to release double simplex bearers when initiated by the receiving end.

NOTE: Thereceiving end of double simplex bearers may only initiate an acknowledged release of any of these
bearers when at |east one established duplex bearer exists. Otherwise the TBC is released without any
negotiation.

The receiving end of a double simplex bearer may request a release of this bearer by sending a RELEA SE message on
any bearer in reverse direction. Within this message the setting of the LBN shall identify the double simplex bearer, and
whenever necessary the reason shall be set.

During bearer handover it is possible that the receiving end initiates an acknowledged bearer release either for the
"new" bearer or for the "old" bearer due to atimeout. To avoid ambiguity the reason shall be set to "bearer handover
successfully completed” or to "bearer handover failed". The first command means to release the "old" bearer the latter
command indicates to release the "new" bearer.

If the transmitting end of an established double simplex bearer receives a RELEASE message for this bearer, it shall
proceed with an unacknowledged bearer release.

The receiving end of a double simplex bearer may correctly receive a RELEASE command issued during the
unacknowledged release procedure. In this case the bearer release is confirmed, the MAC releases the TBC and the
procedure stops. If no release command is received within T213 frames after initiating the procedure the receiving end
of the double simplex bearer shall use the channel list procedure to verify the channel status. The transmitting end may
reply with a GOOD or a POOR message. These two messages indicate that the bearer isreleased. The MAC releases
the TBC and the procedure stops. If the reply isthe ACTIVE message the release procedure shall be repeated.

10.7.2.3 Fast release procedure
The fast release procedure allows to switch the transmission direction of double simplex bearers very quickly.

The fast release procedure shall only be used during connection modification (see clause 10.3) to release double
simplex bearers. The procedure is always initiated by the MBC of the transmitting side and uses the REL EASE message
with the reason set to "reverse".

Both sets of advanced MAC connection control messages, A-field and B-field, contain this RELEASE message. The
fast release procedure shall use the RELEASE message of that message set which was used to setup the bearer. If this
message is transmitted in the B-field, the message may be duplicated into all subfields.

The RELEASE message appearsin one TDMA frame on both physical channels of the double simplex bearer. The
transmitting end releases the radio channel immediately afterwards and starts to scan on both radio channels for at least
4 TDMA frames. Within these 4 frames the "old" receiving side is now allowed to setup directly a double simplex
bearer in the reverse direction.

The receiving TBC of a RELEA SE message with the reason set to "reverse” shall report this event to the MBC. The
MBC shall decide either to release the TBC or to setup a new double ssmplex bearer in reverse direction. Receiving a
REL EASE message with reason set to "reverse" has the same effect as a normal release and areceived LISTEN channel
list message for this physical channel pair. To setup a new double simplex bearer the MBC proceeds with the double
simplex setup procedure and takes into account that an equivalent to the LISTEN channel list message was already
received.

NOTE: The"old" transmitting side of a double simplex bearer stops transmissions after sending the RELEASE
message. |f the RELEASE message is not received correctly atimeout should cause a release on the "old"
receiving side (see clause 11.5).
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10.7.2.4 REP relayed bearer release

In case of unacknowledged release procedure (see clause 10.7.2.1) of abearer which has been mapped with another
bearer (see clause 10.5.1.6):

e  attheFT astransmitting side:

- the radio channel and the associated TBC shall not be released after sending the RELEA SE messages, |F
itisan MBC decision to release the bearer and I F the channel is also interlaced with another channel (see
clause 10.5.1.6 for definitions);

. at the FT asreceiving side:

- the radio channel and the associated TBC shall not be released after successful receiving of a RELEASE
message | F the channel is also interlaced with another channel.

10.7.3 Expedited bearer release procedures
10.7.3.0 General

The expedited release procedures are used to effectively release a bearer in expedited connections. These messages only
cause the release of the TBC. The connection is preserved at MBC level, therefore moving it to 'suspend' state.

10.7.3.1 General Expedited Release procedure

10.7.3.1.0 Usage

The general expedited release procedure is used after a multi-burst bearer setup (see clause 10.5.1.8.3) or after asingle-
burst bearer setup which has been modified to be a multi-burst (see clause 10.5.1.8.3.2).

10.7.3.1.1 Procedure description
Predicates:

a) Thereisan existing MAC connection in active state (with an active bearer and TBC) between the PT-FT pair.
The connection has an ECN number compatible with expedited procedure.

b)  One of the peers has sent the message "Ready for Release" (with or without B-field content) and this message
has been successfully received by the other peer.

c)  The peer which hasreceived the "Ready for Release" has no more data (U-plane or C-plane) for transmission
(including retransmissions when allowed).

d) Innormal cases, previously to predicate b), there should have been atransmission of either, a"Ready for
Release” or an "Expedited Access Request Ready for Release” message in the opposite direction.

Procedure description:
The peer which has received the "Ready for Release" shall be the initiating side of the release procedure.
The procedure is based on the exchange of two "Expedited Release” messages
Frame 1, transmitted by the initiating side (either PT to FT) with the following content:
e  A-field header
- TA=M;
- BA = no-B-field
o M : message "Expedited Release”
- Reason code and info: any valid value

- G, lastvalid ACK RN
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e B-field: noB field
Frame lor 2 (next half-frame) transmitted in opposite direction with the following content:
e  A-field header
- TA=M;
- BA = no-B-field
o M. message "Expedited Release”
- Reason code and info: any valid value
Gy, last valid ACK RN
e B-field: noB field
10.7.3.1.2 Exceptional cases and error handling
The following response shall be used in case of errorsin the procedure:
By theinitiating side:
Error case: no reception of the second "Expedited release” message.

e  Theaction shall be repetition and restart of the procedure at the next half frame (transmission of a new
Expedited Release and waiting for reply).

By the other side:
Error case: no reception of the first "Expedited release” message.
. The other side cannot be aware of the initiation or the procedure, however:

- If the error happened in the next frame following the transmission of the "Ready for Release", the other
side shall retransmit the "Ready for Release" asresult of the rule given in clause 10.5.1.8.4.1.

- In any other case, the other side shall do nothing.
10.7.3.2 Special cases of expedited release procedures

10.7.3.2.1 Single-message expedited release procedure

As part of the Single-burst setup procedure (see clause 10.5.1.8.2), and assuming that the procedure is not modified to
multi-burst (see clause 10.5.1.8.2.3), there is a rel ease procedure (see description of the procedure in clause 10.5.1.8.2).
In this case, the embedded release procedure uses a single "Expedited release” message. Thisis an exception to the
general procedure that uses two messages.

10.7.3.2.2 Abnormal expedited release procedure
In the following error cases:
. For the FT, in case of:

1) correct reception of aPT first setup message (that may be either "expedited access request" or
"Expedited Access Request Ready for Release”;

2)  transmission of aresponse message different from "Expedited Release”; and
3) not reception of the second PT > FT message in the second frame.
. For theinitiating side, in case of:

1)  correct reception of the response to the first setup message, being either (the response) "Bearer Confirm”
or "Ready for Release”;
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2) transmission of any other message in frame 2; and
3) lack of reception of a correct response to this "other" message.
THEN:

e  Theresponse shall be sending asingle "Expedited Release" the next half-frame and dropping the TBC. The
release reason "timeout, loss of signa” may be used.

10.8 C/O data transfer

10.8.1 Higher layer associated signalling (C)

10.8.1.0 General

All higher layer control (Cqand C- channel data) is protected by aMAC layer ARQ procedure. This procedure is based
on the principle that a data transmitter shall retransmit Cq and C- segments when no acknowledgements for these
segments have been received.

For the transmission of C channel data time windows called ARQ windows are defined. These ARQ windows start with
the normal TDMA half frame for transmissions. Therefore, the windows are different for FT and PT:

e  ARQ windowsfor FT start with slot 0;

. ARQ windows for PT start with slot 12.
10.8.1.1 Cs channel data
10.8.1.1.0 General

The Cq dataserviceis alow rate service with a variable throughput of maximum 2 kbit/s. Independent of the number of
bearers controlled by an MBC a maximum of one Cg segment may be transmitted in agiven directionin an ARQ
window of 10 ms. The same segment may, however, be duplicated over several bearers.

10.8.1.1.1 Transmission principle

a  Those TDMA frames where the T-MUX algorithm does not allow C messages (see clause 6.2.2.1) shall not
be used for transmissions of Cg segments.

b) Cgdatashall be sent only on duplex bearers. The same Cq segment may be sent on several duplex bearers
during one frame. Only one Cg segment shall be transmitted within one ARQ window.

c) If aCgqsegment issentinone particular ARQ window the successful transmission of this segment is confirmed

when an acknowledgement is received in the second half of the same ARQ window on any of those duplex
bearers which carried the Cq segment. Successful acknowledgement is achieved when the A-field of at least

one of these bearers was received by the sending side of the Cg segment without CRC failure and with the Q2
bit in the header set to "1".

cl) for MAC servicely, in the direction FT to PT an acknowledgement is also given when Q2 equals 0"
and Qlissetto"1" (Ql and Q2 hit setting, see clause 10.8.1.3.1);

c2) for MAC service lp_error_detect, in both directions, an acknowledgement is also given when Q2 equals
"0"and Qlissetto 1 (Q1 and Q2 hit setting, see clause 10.8.1.3.2);

c3) for MAC service lp_error_correct, in both directions, an acknowledgement is only given when Q2 equals
"1" (since the bit a5 is used to code the BCK bit),

c4) when the B-field mux isin any E-mux or E+U-mux mode, an acknowledgement is also given when Q2

equals"0" and Qlisset to "1" in both directions (Q1 and Q2 bit setting, see clause 10.8.1.3.4), except if
E+U mode is used in combination with I ,_error_correct (in such a case rule c3 applies).

ETSI



258 ETSI EN 300 175-3 V2.6.1 (2015-07)

d) A Cgsegment shall be retransmitted until the successful transmission of this segment is confirmed.
Retransmission shall be done before another Cg segment is transmitted in the same data direction.

NOTE: Inthe cases coded by the rules c3 and c4, there may be retransmission of the B-field and no
retransmission of the A.-field. This may happen due to the Q2 / BCK settingsin I,_error_correct or due

to Cr or | retransmission schemas in E-mux. In such cases, the Cq segment should not be retransmitted
and the A-field should advance to the next C g segment or change to other T-mux channel depending on
the case.

10.8.1.1.2 Numbering principle

a) A onebit packet number is assigned to each Cq segment. The number shall alter for successive Cq segments.
In databursts containing Cg segments this packet number is transmitted in the tail identification field of the
A-field header (see clause 7.1.2).

b)  Packet number "1" shall be assigned to the first C segment transmitted by an MBC.

10.8.1.2 Cr channel data
10.8.1.2.0 General

A MAC_CO_DATA-req primitive carrying C channel data delivers a set of Cr segments to the MBC. The number of
Cr segments building this set may be equal to or less than the maximum number of acceptable segments indicated by

the MBC with the MAC_CO_DTR-ind primitive (see clause 8.4). The maximum number shall always be chosen such
that all C segments can be transmitted in the B-field of one databurst.

Cr channel data is transmitted as sets of Cr segments, a set of 1 segment for half slot, up to 4 segments for full slot, up
to 8 segments for long slot (j=640/672), and up to 10 segments for double slot. Thus either all the C- segments of one

single MAC_CO_DATA-req primitive are contained in the B-field of an E-type databurst or no Cr dataat al isin the
B-field. The mapping of the Cr segments onto the B-field is described in clause 6.2.2.3.

10.8.1.2.1 Transmission principle

a)  Cgdatashall be sent only on duplex bearers. The same set of C- segments may be sent on several duplex
bearers during one ARQ window. Only one set of C- ssgments shall be transmitted within one ARQ window.

b) If aset of Cpsegmentsissent in one particular ARQ window the successful transmission of thisset is

confirmed when an acknowledgement is received in the second half of the same ARQ window on any of those
bearers which carried the Cr data. Successful acknowledgement is achieved when the A-field of at least one of

these bearers was received without CRC failure and with the Q2 bit in the header set to 1. (Q2 bit setting, see
clause 10.8.1.3).

c) A setof Csegments shall be retransmitted until the successful transmission of this set is confirmed.
Retransmission shall be done before another set of Cr- segments is transmitted in the same data direction.

NOTE 1. Retransmissions of an already acknowledged set of C segments is allowed as long as no new set of C
segments is transmitted.

NOTE 2: Step c) implies that retransmissions may occur on another bearer and/or with interruptions. Asa
consequence the receiver should not accept any C- data when the A-field CRC failed.

NOTE 3: E-type databursts containing MAC control only (e.g. release) may follow C transmissions on a bearer
even when the Cr- data are not yet acknowledged.

10.8.1.2.2 Numbering principle

a A onebit packet number is assigned to each set of C segments. The number shall alter for successive sets. In
databursts containing a set of Cr segments this packet number is transmitted in the BA identification of the
A-field header (see clause 7.1.4).
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b)  Packet number "1" shall be assigned to the first set of C segments transmitted by an MBC.

10.8.1.3 Q1 and Q2 bit settings for all services except Ir_error_correct

10.8.1.3.0 Coding of the bits

For the coding of the bits for I,_error_correct, see clause 10.8.2.4.1

10.8.1.3.1 Q1 and Q2 bit settings for MAC service In

The Q1 and Q2 hits are used for C channel flow control and for quality control. The setting of the Q2 bit fulfils all
necessary requirements to guarantee areliable C channel data service.

The setting of the Q1 bits may report some further quality details which can improve the functionality. Nevertheless, the
setting of Q1 is optional for service Iy and the meaning depends on the transmission direction.

Tables 10.2 and 10.3 give an overview of the Q1 and Q2 bit setting for both directions.

Table 10.2: Q1 and Q2 sent from PT to FT for MAC service I

Q1 bit setting Q2 bit setting
antenna switch request 1 1 [A-field CRC passed
no special action from FT requested 0 0 |A-field CRC failed
NOTE:  When the B field multiplexer is in any E-mux mode (including C), see clause 10.8.1.3.5.

Table 10.3: Q1 and Q2 sent from FT to PT for MAC service Iy

Q1 setting for given Q2 Q2 hit setting
sliding collision A-field CRC passed AND
no sliding collision X-field CRC passed (optional, see note 1)
A-field CRC passed A-field CRC failed OR
A-field CRC failed X-field CRC failed (optional, see note 1)
NOTE 1: The use of X-CRC for B-field quality control is optional and the acceptance criteria is up the
implementer. It is allowed to base Q2 setting on A-field CRC only.
NOTE 2: When the B field multiplexer is in any E-mux mode (including C), see clause 10.8.1.3.5.

[l (e
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10.8.1.3.2 Q1 and Q2 bit settings for MAC service |,_error_detect

The Q1 and Q2 hits are used for C channel flow control and for quality control. The setting of the Q2 bit fulfils all
necessary requirements to guarantee areliable C channel data service and provides feedback on the correct reception of
user data.

The setting of the Q1 bits may report some further quality details which can improve the functionality. The meaning of
Q1 depends on the transmission direction.

The following two tables give an overview of the Q1 and Q2 bit setting for both directions.

Table 10.4: Q1 and Q2 sent from PT to FT for MAC service Ip error_detect

Q1 bit setting Q2 bit setting
antenna switch request 1 1 |(A-field CRC passed) AND (all B-field CRC
no special action from FT requested 0 1 |passed)
A-field CRC passed 1 0 [(A-field CRC failed) OR (any B-field CRC
A-field CRC failed 0 0 [failed)

NOTE:  When the B field multiplexer is in any E-mux mode (including Cp), see clause 10.8.1.3.5.
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Table 10.5: Q1 and Q2 sent from FT to PT for MAC service Ip error_detect

Q1 setting for given Q2 Q2 hit setting
sliding collision (A-field CRC passed) AND
no sliding collision (all B-field CRC passed)
A-field CRC passed (A-field CRC failed) OR
A-field CRC failed (any B-field CRC failed)
NOTE:  When the B field multiplexer is in any E-mux mode (including C), see clause 10.8.1.3.5.

O r|Oor
O Ol -

Clauses 10.8.1.3.3 and 10.8.1.3.4 describe the setting of Q1 and Q2 in more detail.
10.8.1.3.3 Q2 bit settings

For duplex bearers the Q2 bit is the bit &, of the A-field header. This bit is used to report bearer quality in Ip service and
itisaso used for G, Cqand C- channel flow control. The Q2 bit shall be set in response to the last received databurst
on this bearer.

The quality of double simplex bearer shall be reported with the bearer quality control message defined in clause 7.3.4.4.
This message provides a Q2 bit for each ssimplex bearer. The location of the Q2 bits depends on the Logical Bearer
Number (LBN). The Q2 bits reserved for established double simplex bearers shall be set according to the last known
quality results. The Q2 bits reserved for non-existing double simplex bearers shall be set to "0".

NOTE 1. No Cr and Gg channel datais transmitted on double simplex bearers.
NOTE 2: For double simplex bearers the bit a; of the A-field header is always set to 0.

Rules for Q2 bit setting:

a) theQ2bitissetto"0" whenever the A-field CRC fails. If the A-field CRC passes the Q2 bit setting is
determined by the rules b), c), d) or e);

b) if the B-field contains Cr, Gg or MAC control (E-type mux), the Q2 bit is set to "1" if all non-empty B-field
segments are received correctly. Otherwiseitisset to "0";

Notesto rule b):

NOTE 3: A segment is considered received correctly if B-CRC passes and, in the specific case of Cr, if datais
accepted by higher layers.

c) if the B-field contains an I, segment the Q2 bit shall be set to "1" if all B-field CRC passes and to "0" if any
B-field CRC fails;

d) if the B-field contains an I segment the Q2 bit setting depends on the transmission direction:

d.l) DatafromFT toPT, Q2 from PT to FT: The Q2 bit shall be setto"1";

d.2) DatafromPT toFT, Q2 from FT to PT: The Q2 bit may either be set to "1" or report if the B-field
data were accepted. In the latter case the Q2 bit shall be set to "1" for accepted B-field dataand to "0" for
rejected B-field data. It is the manufacturer's freedom to define the rules for accepting B-field data.

Notesto rule d.2):

NOTE 4: Manufacturers should set the Q2 bit according to B-field data acceptance. This option enables PTsto
initiate a bearer handover whenever the bearer quality is bad. Tests may be based e.g. on the X-field CRC
result or on Ry CRC results of B-subfieldsif MAC control was received.

NOTE5: Q2 setto"1" isalso an acknowledgement for received Cg data (duplex bearers only). If the setting of the

Q2 bit depends on the acceptance of B-field data the Q1 bit setting option to report the A-field CRC result
should also be applied. Otherwise the Cq data throughput may suffer.

The peer side can use the information transmitted in the Q2 bit for a quality control algorithm, initiating antenna
diversity, bearer replacement and/or handover.
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10.8.1.3.4 Q1 bit settings
For duplex bearers the Q1 bit is the bit a5 of the A-field header.

The Q1 bit for double simplex bearers in reverse direction islocated in the bearer quality control message defined in
clause 7.3.4.4. This message provides a Q1 hit for each simplex bearer. The location of the Q1 bits depends on the
Logical Bearer Number (LBN) of the related double simplex bearer. All Q1 bits reserved for non-existing double
simplex bearers shall be set to "0".

NOTE 1: For double simplex bearersthe bit a5 of the A-field header is always set to 0.

The setting of the Q1 bit has different rules for both directions, and depending on the setting of Q2. Q1 bit is used to
refine the CRC feedback, to request an antenna switch, or to indicate a sliding collision.

Rulesfor Q1 bit setting:

a) If Q2hitissetto"0" thenthe Q1 bit shall be set to"1" if A-field was received correctly (A-field CRC passed)
and to "0" otherwise.

Notesto rule a):

NOTE 2: For MAC service |y, the setting of Q1 according to the A-field CRC is optional. It is allowed to set Q1

awaysto "0". However, if the setting of the Q2 bit depends on the acceptance of B-field, then the setting
of Q1 becomes mandatory (see clause 10.8.1.3.3, note 5).

NOTE 3: For MAC service I, the setting of Q1 is mandatory.

b) If Q2 bitissetto"1" then meaning of Q1 depends on transmission direction:

b.1) Q1 transmitted in direction PT to FT (datafrom FT to PT): An RFP may be provided with antenna
diversity. The PT may request the FT to switch the antenna by setting the Q1 bit to "1". Otherwise the
Qlbitissetto"0".

Notesto rule b.1):

NOTE 4: For both, I, and I, requesting to switch the antennais optional. It is allowed to set Q1 alwaysto "0".

NOTE5: The PT can request the antenna switch due to different reasons, for instance changesin the signal level.

NOTE 6: The PT cannot use this bit to request antenna switch in case of bad A or I, B field (Q2=0). However, in

such acase, the PT could expect the other peer to perform some action -including antenna switch- as
response to the Q2 reporting.

b.2) Qltransmitted in direction FT to PT (datafrom PT to FT): Q1 set to "1" indicates a detected diding
collision with another radio signal. Otherwise Q1 is set to "0"; If the option of reporting sliding collisions
is applied the setting of the Q1 bit shall report a collision on one single received databurst on this bearer
(i.e. no statistical averaging shall be applied).

Noteto rule b.2):

NOTE 7: For both, I, and I, theindication of sliding collisionisoptional. It is allowed to set Q1 alwaysto "0".

The peer side can use the information transmitted in the Q1 bit for a quality control algorithm, initiating antenna
diversity, bearer replacement and/or handover.
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10.8.1.3.5 Q1 and Q2 settings when B-field is in E-mux modes

This clause only applies to duplex bearers.

When the BA bits are switched to any mux mode different from U-plane transmission (BA bits "000"B and "001"B) or
"no-B-field" the coding of Q1 and Q2 bits shall generally be done asindicated for MAC service I p_error_detect
(clause 10.8.1.3.2) with some differences. However in the following case the coding shall use the criteria used for
|p_error_correct:

When E+U type mux is supported (channel 1), E/lU-mux switches to E+U mode and the underlying MAC
service was | p_error_correct, then the | ;- channel operates also in Mod-2 protected operation. In such a case
the bits are set as indicated for I_error_correct (clause 10.8.2.4.1), taking into account that the BCK refersto
the Mod-2 sequence of the | - channel transmission (see clause 10.8.4.4).

For all other cases, the coding shall be as for I_error_detect with the differences described below.

NOTE 1: Thisincludes MAC control, C-mux mode and mixed modes.

The following differences compared to I,_error_detect behaviour are allowed:

1)

2)

When C segments are received, it is allowed to report Q2 = 0, what requests retransmission of the C.
segments, even if all B-field CRCs have been received correctly, but the C. segments have not been accepted,
by any reason (for example, by flow control reasons).

It isallowed not to consider the CRC of not used B-fields in the calculation of "B-field CRC passed”. "Not

used B-fields" are understood as those B-fields which are know not to be used due to the previous reception of
a"NULL or I o segmentation info" message with the proper content.

The following B-field segments may be identified as " not-used":

- With BA codes 100 and 101 (mixed C/ MAC control modes), all MAC control fields after a"NULL
message” and before the starting of C and also the last unused Ci- fieldsif the ™ NULL" indicates in the
NCF the number of used Cr segments.

- With BA code 110 and I o channel not used (all MAC control mode), al MAC control fields after a

"NULL message" that should not contain any of the E+U mode segmentation codes (see clause 7.3.3,
table 7.50).

NOTE 2: In general, the same subfield carrying the first "NULL" message cannot be identified as "not-used" since

its content cannot be known.

Tables 10.6 and 10.7 give an overview of the Q1 and Q2 hit setting for both directions.

Table 10.6: Q1 and Q2 sent from PT to FT when the B-field is in E-mux modes

Q1 bit setting Q2 bit setting
antenna switch request 1 1 |(A-field CRC passed) AND (all used B-field
no special action from FT requested 0 1 |CRC passed (see note)) AND (all C.
accepted when C segments were received)
A-field CRC passed 1 0 [(A-field CRC failed) OR (any used B-field
A-field CRC failed 0 0 |CRC failed (see note)) OR (one or more C.
segments not accepted)

NOTE: Itis allowed not to consider the CRC B-fields that are known not to be used in the
calculation of "B-field CRC passed/failed". See text in this clause and clause 10.8.1.3.3
for detailed Q2 bit setting criteria.
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Table 10.7: Q1 and Q2 sent from FT to PT when the B-field is in E-mux modes

Q1 setting for given Q2 Q2 hit setting

sliding collision 1 (A-field CRC passed) AND

no sliding collision 0 1 |(all used B-field CRC passed (see note)) AND

(all C accepted when C segments were

received (see note))

0 |[(A-field CRC failed) OR

(any used B-field CRC failed (see note)) OR

(one or more C. segments not accepted (see

note))

NOTE: Itis allowed not to consider the CRC B-fields that are known not to be used in
the calculation of "B-field CRC passed/failed". See text in this clause and
clause 10.8.1.3.3 for detailed Q2 bit setting criteria.

[EnY

A-field CRC passed
A-field CRC failed
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o

10.8.1.3.6 Q1 and Q2 settings when B-field is in "no-B-field" mode
This clause only applies to duplex bearers.
When the BA bits are switched to "no-B-field" ("111"B), the coding of Q1 and Q2 bits shall be done asfollows.

Table 10.8: Q1 and Q2 sent from PT to FT for "no-B-field"

Q1 bit setting Q2 bit setting
antenna switch request 1 1 [A-field CRC passed
no special action from FT requested 0 0 [A-field CRC failed
NOTE:  The setting of Q1 bit is optional. It is allowed to set the bit Q1 always to "0".

Table 10.9: Q1 and Q2 sent from FT to PT for "no-B-field"

Q1 setting for given Q2 Q2 hit setting
sliding collision A-field CRC passed
no sliding collision
reserved
A-field CRC failed
NOTE: The setting of Q1 bit is optional. It is allowed to set the bit Q1 always to "0".

A-field CRC failed

[l (N
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10.8.1.3.7 Q1, Q2 and BCK settings when there are transitions in the coding rules or when
the rules applicable to both directions are not the same

This case happens when there is a change in the coding rules or when they are not the same in both directions. This
change may be consequence of atransition in the B-field multiplexer mode, or may be due to a changein the MAC
service type. In such cases the following rule shall apply.

Rule:

When thereis any change in the Q1 / Q2 / BCK coding rules, or when the rules applicable to both directions are not the
same, the bits a; and a; in duplex bearers shall be coded according to the criteria applicable to the previous half-frame

(to the half frame they acknowledge), irrespective of the content of the half frame that carries the hits.

EXAMPLE 1:  One peer receives an | ,_error_correct segment, but needs to switch the B-mux to E-type to
transmit control messages. The bits a; and a; in such half-frame should carry the BCK and Q2 bits
set according to | ,_error_correct rules (providing feedback to the received half-frame), even if the
BA bits of the same frame are coded indicating E-mux and the B-field transports control messages.

EXAMPLE 2:  The other peer in Example 1 receives an E-mux frame but wishes to continue the transmission of
an | _error_correct segment. In such a case the bits a; and &, shall be coded according to E-mux

mode rules (clause 10.8.1.3.5), and BA bits shall be coded indicating | ,_error_correct.
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NOTE: Note than in the case described in Example 2, aframe transporting an I,_error_correct segment carries a
Q1 bitin bit ag.

10.8.1.3.8 Q1 and Q2 settings when B-field mode is unknown

This clause only applies to duplex bearers.

When the B-field mode is unknown, for instance due to bad A-field CRC decoding, the bits a; and a; shall always be
coded as follows: bit a; = Q1 ="0" and bit a, Q2 ="0".

10.8.2 MOD-2 protected | channel operation (lp)
10.8.2.1 General
10.8.2.1.0 Introduction to MOD-2 protected | channel operation (lp)

NOTE 1: Thisserviceisalso knownas"lp_error_correct".

The modulo-2 procedure uses a 2-state packet number in the A-field header. This packet number applies to the complete
B-field of I data. Thefirst I, packet sent on anew logical bearer is labelled with packet number "1".

Successful reception of the data is acknowledged independently for each logical bearer. For duplex bearers the
acknowledgement mechanism uses the Q2 and the BCK bitsin the return A-field header. For double simplex bearers,
these bits, the Q2 and BCK hits, for each logical simplex bearer are multiplexed into a"MAC-MOD2-ACK" message,
and thismessage is sent in at least one B-subfield on at least one reverse bearer.

MOD-2 operation in the asymmetric case shall use the E32-mux or the E80-mux in the reverse direction.
NOTE 2: The MOD-2 receiver may use selective reception, or even magjority voting to achieve CRC success.

The MOD-2 protected | channel operation (I_error_correct) service can operate using either, the single-subfield

protected format, as defined in clause 6.2.1.3.4, the constant-si ze-subfield protected format, as defined in
clause 6.2.1.3.5, or the multi-subfield protected format as defined in clause 6.2.1.3.3. The variant of the service using
the single-subfield protected format is called | pQ_error_correct or I PQR- The variant of the service using the constant-

size-subfield protected format is called | p_error_correct or | g. The variant of the service using the multi-subfield
protected format is called Ip,_error_correct or lpyg.

10.8.2.1.1 Use of selective reception

When using MAC service I g, the receiver side may use (implementation option) selective reception, in the sense that
subfields correctly received may be accepted, even if there are subfields with bad CRC.

Tereceiver implementing selective reception may also implement selective combination, in the sense that several
receptions of the same retransmitted packet may be combined to create a completely correct packet.

NOTE 1: With current definition of DLC services LU2 and LU10 (see ETSI EN 300 175-4 [4]), selective
retransmission without combination is, in general, only useful when the E/U multiplexer isin E or E+U
mode. In such case the receiver may use the correctly received subfields carrying signalling or | o data.

Useful decoding of the bearer in U-mode is only possible in special cases, such as when the payload of a
DLC PDU is contained entirely in correctly received subfields, and only padding field is transmitted in
badly received subfields.

NOTE 2: It may aso be useful to decode possible FU10c frames transmitted by insertion in FU10a frames.

When using MAC service I pgr, or MAC service Ik in 2-level modulation, the receiver side may use (implementation

option) selective reception applied when the E/U multiplexer isin E or E+U mode, and may use selective reception and
combination when the E/U mux isin U-mode.

NOTE 3: The use of selective reception without selective combination when MAC serviceis Ipgr and the E/U mux
isin U-mode is meaningless.
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When using MAC service Ipxr in HLM (4 or higher modulation levels), the receiver side shall support selective
reception in al (U-mux, E-mux or E+U-mux) modes. Selective combination is not needed in this case.

NOTE 4: Selective reception aoneis useful in this case, since each subfield carries a complete PDU
(see ETSI EN 300 175-4 [4]).

For all MAC services:. regarding the operation of the M AC-mod2 retransmission mechanism, when selective reception
isimplemented, it is an implementation decision the criteriato consider the bearer correctly received, or to request a
retransmission via Q2/BCK hits. The receiver may choose to use: unanimity, majority vote, or reinforced majority vote
(good CRC > x, where x > 50 %). The receiver may also adjust the criteria depending on the previous retransmission
history and the remaining lifetime of the packet.

10.8.2.2 Limiting the lifetime of packets
10.8.2.2.0 General

The originating entity (the sender of packets) is required to limit the lifetime of every data packet to an integral number
of TDMA frames, according to the service demanded by the DLC layer in the MAC_CON-req primitive.

This requirement shall be met by stopping the MOD-2 retransmission of any packet that exceeds this time limit,
irrespective of whether an acknowledgement has been received from the peer TBC. This process will typically cause
invocation of one of the "data jump" procedures described in clause 10.8.2.5.

10.8.2.2.1 Lifetime setting and management

10.8.2.2.1.0 General

The DECT system may operate with two different options regarding use of lifetime parameters:
10.8.2.2.1.1 Operation with ONE maximum MAC packet lifetime parameter.

Thisisthe historic use of the parameter in DECT, and the only one until the revision V2.4.1 of the present document.
A single maximum packet lifetime parameter is set by means of the Attributes T, Attributes B or Bearer_Request
(B-field) control messages with the values as defined by table 7.32a of clause 7.2.5.3.8. Such parameter shall be
understood as Overall MAC maximum packet lifetime. The possible setting range of the parameter isfrom 1 to 7
frames plusinfinite.

10.8.2.2.1.2 Operation with TWO maximum MAC packet lifetime parameters.

From revision V2.5.1 of the present document, it is possible the operation with two parameters limiting separately the
lifetime of a packet in agiven TBC and in the overall MAC layer. If this option is used, the parameter defined by the
MAC control messages (Attributes T, Attributes B or Bearer_Reguest (B-field)) shall be understood as the maximum
TBC packet lifetime , and a separate parameter shall be used to indicate the overall MAC maximum packet lifetime.

The new parameter indicating the overall MAC maximum packet lifetime may be set by any of the following options:
. It may be defined as a fixed configuration parameter in an Application Profile.

o It may be set using the Network Layer Information element <<Transit-Delay>> (as defined in ETSI
EN 300 175-5 [5], clause 7.7.42).

. It may be integrated into the definition of aNWK layer Basic Service and set by the transmission of the |lE
<<Basic Service>> as defined in ETSI EN 300 175-5[5], clause 7.6.4.

When the option of using the |E <<Transit-Delay>> for setting the overall MAC maximum packet lifetime parameter,
the range of possible values are 1 to 63 plus infinite. The range for the TBC max packet lifetime set using the MAC
control message, continues being 1 to 7 frames plusinfinite.

10.8.2.2.1.3 Lifetime management in the operation with TWO maximum MAC packet lifetimes
When the operation with TWO maximum MAC packet lifetimesis chosen, the following provisions apply.
A packet may be retransmitted in the same TBC until the expiration of the TBC max packet lifetime counter.

A packet may be rescheduled to other TBC (bearer) for retransmission, and this may be repeated as long as needed,
until the expiration of the overall MAC maximum packet lifetime.
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The overall MAC packet lifetime counter shall be started for the packet with the maximum value when it is delivered to
the MAC layer for transmission and shall be decreased with absolute TDMA frames. The remaining value of this
counter shall be used for controlling the lifetime when it is re-scheduled between TBCs.

In case of TBC re-scheduling, a new TBC lifetime counter shall be started for the TBC (in addition to the overall MAC
lifetime counter).

The TBC re-scheduling may happen by any of the following mechanisms:
. By diverting a packet to an aready established, but different, TBC in a multibearer connection.
. By setting up anew TBC, for instance (but not necessarily) by performing a bearer replacement.
. By performing a bearer handover.

For the purposes of thisrule, bearer handovers are considered as if anew TBC is set (therefore anew TBC lifetime
counter starts).

10.8.2.2.1.4 Operation of the counters

The overall MAC packet lifetime counter shall be started for the packet with the defined maximum value when it is
delivered to the MAC layer for transmission and shall be decreased with absolute TDMA frames (every 10 ms),
irrespective of if thereisan active TBC or not. In other words, it shall count during suspension times or during idle
periods of time due to execution of channel selection or back off algorithms.

Nevertheless, in applications with ultra slow paging cycles, such asDECT ULE, it is alowed not to take in
consideration the delay due the paging mechanism.

The TBC packet lifetime counter starts to count with the first transmission over the TBC.
10.8.2.2.1.5 Primitives interpretation in the operation with TWO maximum MAC packet lifetimes

When the operation with TWO maximum MAC packet lifetimesis chosen, the parameter "max lifetime" of the different
primitives towards the MAC layer described in clause 8 shall be understood as passing both parameters; the TBC
lifetime and the overall MAC lifetime.

10.8.2.2.1.6 Identification of when operation with ONE maximum MAC packet lifetime or with TWO
maximum MAC packet lifetimes are used

As general rule, an application profile shall define if the lifetime operation mode with ONE maximum MAC packet
lifetime or with TWO maximum MAC packet lifetimes shall be used.

In case of lack of definition or ambiguity the following back-compatibility rules are used:

. For any DECT specification published before 31 of December of 2012, it shall be understood that the mode
with ONE maximum MAC packet lifetimeis used.

. Application profiles (including revisions) published from January 2013 should indicate which mode is used.

e  Theuseof the NWK layer |E <<Transit Delay>> for setting the overall MAC maximum packet lifetime
indicates that the operation mode with TWO lifetimesis used.

10.8.2.3 A-field shall always be correct

The receive procedure is required to always receive the A-field successfully before accepting any of the B-field during
MQOD-2 operation.

NOTE: Thisrequirement means that E-mode interruptions are allowed at any time. For example a B-field MAC
message ("bearer release") can be sent on the old bearer during bearer handover, without causing an
exception condition and risking data errors.
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10.8.2.4 Use of the acknowledge bits
10.8.2.4.0 General

During MOD-2 operation two bits are used for |, channel flow control. These bits are located in different positions for
duplex and double simplex bearers. The two bits are:

. the Q2 bit and the BCK bit in the A-field header at positions a; and a&; as described in clause 7.1 for aduplex
bearer;

e twopairsof aQ2 and aBCK hit in the quality control message described in clause 7.3.4.4 for adouble
simplex bearer.

The settings of the Q2 bit are described in clause 10.8.2.4.1.
The setting of the BCK hit is described in clause 10.8.2.4.2.

The two control bits Q2 and BCK in the A-field shall be set individually for each duplex bearer of a symmetric or an
asymmetric connection.

The two control bits Q2 and BCK in the quality control message shall be set individually for each logical half of a
double simplex bearer in asymmetric connections. The Q2 bits for non-existing logical double simplex bearers shall be
set to 0" and the BCK hitsto "1".

10.8.2.4.1 Q2 and BCK bit setting for Ir_error_correction services
Q2 bit setting for duplex bearer

The Q2 bit setting influences the retransmission mechanism from Cg, C and | data. The setting of the Q2 bit is exactly
thesame asin |p_error_detection services (see clauses 10.8.1.3.2 and 10.8.1.3.3).

NOTE: Whenan Ip_error_correct segment is received the Q2 bitisset to "1" if the A field and all B field CRCs
are correct.

Q2 bit setting for double simplex bearer

Data received on a double simplex bearer is acknowledged on another bearer in reverse direction. The reverse bearer
provides a Q2 hit for each simplex bearer in forward direction.

The Q2 bit on the reverse bearer does not influence the Cq and the C- retransmission scheme and is set as follows:

. When an | segment was received (A-field CRC correct and the BA hits set to | segment with number O or 1)
the Q2 bit isset to "1", regardless of the results of the B-field CRCs.

Exception: When receiving a RESET message (during an | p bearer reset procedure, see clause 10.8.2.5.3) the
Q2 bit shall beresetto "0".

10.8.2.4.2 BCK bit setting

In MOD-2 mode the second control bit, BCK, is used to report the | p packet number of the next expected |, segment.
NOTE: A unilateral jump procedure (see clause 10.8.2.5.2) may toggle the BCK bit.

10.8.2.5 Data jump procedures

10.8.2.5.0 General

"Datajump" is defined as the name for any procedure thet is used to unstick a bearer that isfailing to transmit its I data

successfully. Thisisrequired to stop a retransmission when the packet lifetime has expired, or to stop atransmission if
the packet has been rescheduled (via another bearer). There are three data jump procedures:

e  new numbering sequence in case of bearer replacement;

. unilateral (unacknowledged) jump;
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|p bearer reset.

In the preferred implementation the MBC functional block contains the data jump control.
Data jump procedures may cause aloss and/or a duplication of data.

Rescheduling of data packets has to be taken into account by the transmitting side in respect to the agreed

packet lifetime. The rescheduled packets may be sent on any bearer of the connection.

10.8.2.5.1

New MOD-2 numbering in case of Bearer replacement

If the bearer replacement procedure is executed (see clause 10.8.2.6.3), a new independent MOD-2 numbering sequence
is started for the new bearer. The "old" bearer will continue its sequence, either advancing it, or performing
retransmissions, until the bearer release.

10.8.2.5.2

Unilateral jump

The unilateral jump process is described with two state tables, one for the transmitter, and one for the receiver.

Receiver:

The three state variables at the receiver are:

LAST-BCK meaning "what packet number was transmitted in the last BCK bit to indicate the number of the
next expected | segment”.

LAST-PKT meaning "what |, packet number appeared in the last databurst containing | data’".

THIS-PKT-NO meaning "what |, packet number appears in the databurst just received containing I, data’.

NEXT-PK-NO meaning "what | packet number the Receiver shall ask for in the next burst”.

The variables LAST-PKT and THIS-PKT-NO can take three values: "0", "1" and "unknown". The value
"unknown" is produced if it not possible to determine the |, packet number appeared in the databurst. This

situation is produced, for instance, when the CRC of A-field isincorrect.

The Receiver, after evaluating the received |, packet (see clause 10.8.2.3) evaluates the state variables following

table 10.10 to know how the Transmitter acted; after that, it evaluates the Rb-CRCs of al the B subfields and shall act
asindicated in table 10.1.

Table 10.10: Unilateral Jump TX action

THIS-PKT=LAST-PKT THIS-PKT=LAST-BCK How transmitter acted
(@) |Yes Yes Retransmit
(b) [No Yes normal advance
(c) |Yes No unnecessary retransmit
(d) [No No Jump
(e) |Unknown Yes Either retransmit or advance
() [Unknown No Either retransmit or jump
(g) |Unknown Unknown Unknown
NOTE: The states (e), (f) happens when LAST-PKT is unknown and the state (g) when
THIS-PKT is unknown.
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Table 10.11: Unilateral Jump RX action

State (table 10.10) | Rb-CRC result how Receiver shall act
(9) Not considered NEXT-BCK = LAST-BCK
(a), (b), (e) Rb-CRCs passed |NEXT-BCK = LAST-BCK + 1 (MOD 2)
(a), (b), (e) Rb-CRCs failed NEXT-BCK = LAST-BCK
(c) Rb-CRCs passed  |NEXT-BCK = LAST-BCK; RX still requires the same I, packet
(c) Rb-CRC:s failed NEXT-BCK = LAST-BCK; RX still requires the same I, packet
(d), () Rb-CRCs passed  [NEXT-BCK = LAST-BCK
(d), (f) Rb-CRCs failed NEXT-BCK = LAST-BCK + 1 (MOD 2)
NOTE: In cases (e) and (f), the receiver cannot be sure what was the action in the TX side. In these
cases the packet should be delivered to the DLC layer.
Transmitter:

Define: L TIp = packet number of the last transmitted |, segment.

The two state variables at the transmitter are:

. ACKN meaning "an | p packet has been received in the receiver last databurst”:

- for duplex bearer the reception of the I, packet is acknowledged by receiving an A-field correct and with
the Q2 bit set to 1 (see clause 10.8.2.4.1);

- for double simplex bearer the reception of the |, packet is acknowledged by receiving an A-field correct
and with Q1 bit set to 1 (see clause 10.8.2.4.1).

NOTE 1: For double simplex bearer this processis independent for both simplex bearers.

o LAST-BCK meaning "what was the setting of the last correct received BCK bit (with the BCK hit the receiver
reports the next expected |, packet)?".

NOTE 2: If ACKN switchesto "yes' also anew BCK isreceived.

Table 10.12
ACKN LTI, = LAST-BCK How transmitter shall act
(& |Yes No normal advance (or retransmit)
(b) |Yes Yes retransmit or jump
(c) No No retransmit or jump
(d) [No Yes retransmit or jump

The transmitter shall use the jump procedure when the packet limit lifetime expires.

In state (b) the transmitter can choose between retransmission and jump. Its choice is reflected in the pkt number
chosen. If jump the pkt number togglesif retransmit the pkt number is unchanged.

10.8.2.5.3 MAC Ip bearer reset

Any databurst using E-Type or E+U type multiplexer interrupts the |, data flow on the physical channel of the logical
bearer without warning. A MAC |, bearer reset on that half of the logical bearer which uses a particular physical
channel is accomplished by the transmission of a RESET_REQUEST message on that physical channel.

NOTE: During bearer handover one half of alogical bearer may consist of two physical channels, one physical

channel belonging to the "old" bearer and one belonging to the "new" bearer. The reception of a
RESET_REQUEST message on either of these physical channelsindicates an |, bearer reset. No U-type

multiplex, i.e. I, channel data, would be sent on either of these physical channels until the MAC I bearer
reset is completed.
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The transmitter (T-side) repeats the RESET_REQUEST message on the same logical half bearer until a
RESET_CONFIRM message is received in reply or the bearer isreleased. No further I, data shall be sent on this bearer,

until the reply isreceived.

Thereceiving end (R-side) of aRESET_REQUEST message shall reset the packet number sequence variable and the
receive buffers of that logical half bearer on which the message was received. The R-side shall reply with a
RESET_CONFIRM message. The RESET_CONFIRM message may be transmitted on any bearer with capacity in
direction to the T-side, and may be duplicated onto more than one bearer.

If possiblethe RESET_REQUEST and RESET_CONFIRM messages should be duplicated onto more than one
B-subfield of a bearer. The RESET messages are defined in clause 7.3.4.3.

Upon receipt of RESET_CONFIRM the T-side may resume transmission of |, data on the logical half bearer, starting
with packet 1.

10.8.2.6 Bearer handover and bearer replacement procedures

10.8.2.6.1 General

In the event of repeated data errors, the bearer handover (see clause 10.6) or bearer replacement (see clause 10.6.4)
procedures are the expected MAC responses.

10.8.2.6.2 Bearer handover in a MOD-2 protected | channel

In the bearer handover procedure, a new bearer with the same LBN is created. The same |, data segment shall be

transmitted and the same MOD-2 numbering shall be used on both bearers. However, depending on the relative position
of the"old" and "new" bearers, there can be a frame boundary between the two identical bearers.

. If the handover is executed to a bearer with a higher dot number, then, "old" and "new" bearersin the same
frame shall carry identical |, data segment and shall have identical MOD-2 number.

. If the handover is executed to a bearer with alower slot number, then, "old" bearer in frame n and "new"
bearer in frame n+1 shall carry identical | data segment and shall have identical MOD-2 numbering.

Duplex bearers

During aduplex bearer handover, the receiver side shall set the Q2/BCK bits independently for each identical bearer in
the handover. The transmitter side shall evaluate the Q2/BCK bits of both identical bearers taking into account the
possible frame boundary between them (as described in this clause). The recommended response for the transmitter side
isasfollows:

. If both bearers have been received successfully (Q2=0OK and BCK requesting "advance") THEN: perform
"normal advance" (on both, "old" and "new" bearers).

. If one of the bearers has been received successfully (Q2=0K and BCK requesting "advance") and not the
other, THEN: perform advance on both bearers (that will be equivalent to a"jump” in the erroneous bearer),
AND take into account the result for the handover algorithm.

. If both bearers have been received with error (Q2=fail OR BCK requesting not to advance) THEN: perform
"retransmission” on both bearers.

However, due to the inherent complexity of bearer handover implementation on MOD-2 protected channels, the redl
response is left to the Tx implementation (always within the possibilities described in this clause).

Double simplex bearer

During bearer handover of a double simplex bearer, the acknowledge results for the old and the new bearer (bearers
with the same LBN) should be combined to produce a single set of results. The relative position of the "old" and "new"
bearers shall be taken into account for the calculation (as described in this clause), as well as the relative position of the
bearer quality feedback message (see clause 7.3.4.4).

The recommended implementation for the receiver side is setting the Q2/BCK bits as the quality evaluation of the
"new" bearer as soon it is received. In case of handover roll back (release of the new bearer), the setting will return to
the"old" bearer.
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NOTE: Dueto thefact that currently it is not possible to send separate quality feedback (in the "bearer quality in
asymmetric connection” message, see clause 7.3.4.4) for both bearers involved in the handover, and that
thisinformation is fundamental for the handover completion decision, the bearer handover procedureis
not recommended for double simplex bearers. Instead of it, the bearer replacement procedure may be
used.

10.8.2.6.3 Bearer replacement in a MOD-2 protected | channel

"Bearer replacement” is defined to be the case where an old bearer is replaced with a new bearer that has a different
LBN. For bearer replacement the new bearer contains independent packet numbering for I, MOD-2 protected data. In

multibearer connections the replacement may be performed, either setting first the new bearer and then dropping the
original one, or dropping first the old bearer and setting then the new one.

NOTE 1: For protected data connections the preferred procedure to delete an old bearer and setup a new one isthe
Bearer Replacement procedure (see clause 10.6.4).

NOTE 2: For multibearer packet mode data connections, and for all bearers except the last duplex bearer, itis
recommended to execute the bearer replacement procedure dropping first the old bearer and then
setting-up the new one.

NOTE 3: In case the bearer replacement procedure is used for connections where the agreed target value equal s the
minimum, timer T201 allows the amount of bearers to be less than the minimum during 5 s.

In replacement procedures setting first the new bearer (two active bearers on the air), the data on the new bearer may be
different data or may (still) be a duplicate of the data on the old bearer.

NOTE 4: The behaviour in this caseis a Tx implementation decision that should take into account the relative
importance of error correction capability versus throughput and the possible error correction mechanisms
at higher layers.

10.8.2.7 Exchange of data from/to higher layers
10.8.2.7.0 General

The Ip_error_correct service operates asthe | p_error_detect service, but taking into account that data is requested from
the DLC, only at the beginning of bearers able to carry fresh (new) |, data segments.

At the beginning of each U-mux type bearer able to carry new | data segments, the MBC shall ask DLC for an |, data

segment withaMAC_CO_DTR-ind primitive. The DLC shall returnaDLC PDU inaMAC_CO_DATA-req primitive
(see clause 8.4). The MAC shall transmit the received packet as a new MOD-2 segment on the bearer.

No dataisrequested from the DLC if the bearer is performing a retransmission according to the MOD-2 protection
mechanism described in this clause.

NOTE 1: The new packet will usually be numbered (MOD-2) sequentially after previous segment in the bearer.
However, not in al cases, since the bearer may be performing an unilateral jump (see clause 10.8.2.5.2)
or an | p bearer reset (see clause 10.8.2.5.3). This may happen for instance, if the previous transmission on

the bearer failed, and either, the lifetime of the packet has expired, or the MBC implementation decides to
retransmit the packet on a different bearer.

NOTE 2: The two segments of data transmitted in two bearers with the same LBN during a bearer handover
operation are duplicated. See clause 10.8.2.6.2.

At the receiving side, correctly received |, channel packets shall be delivered to the DLC immediately.

If the I, service is using the multi-subfield protected format (see clause 6.2.1.3.4), then the receiving side MAY
combine the correctly received subfields over successive retransmissionsin order to get a correctly received |, segment.
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10.8.2.7.1 Operation if Isr channel is supported

if Ipz_channel is supported (see clauses 5.3.1.4 and 10.8.4), just before the transmission of a bearer in E+U multiplexer
mode and with capacity to carry |- segments belonging to a new I, packet, the MBC shall request an I, packet from

the DLC withaMAC_CO_DTR-ind primitive. The DLC shall deliver aDLC PDU. The MBC shall segment the
received packet into | oz segments, shall add control information, and shall transmit a number of |- segmentsin the

bearer. The MBC shall be in charge of transmitting the rest of |- segments of the I, packet in next E+U mode bearers
without any further request to the DLC.

The DLC sees no difference (other than the different delay) if alp packet is transmitted over a U-mode bearer or over
channel 1.

At the receiving side, when all the I - segments of an | p packet have been correctly received, the complete |, packet is
immediately delivered to the DLC.

If the U-plane mode s I p_error_correct, then the bearers in E+U type multiplexer are also protected using a MOD-2

mechanism as described in clause 10.8.2. In this case, the MOD-2 sequence numbering for E+U dotsisindependent of
the MOD-2 sequence when the bearer isin U mode. If there would have dots carrying only plain E-type data (MAC
signalling plus Gg), they will be considered as E+U type for the purpose of the sequence numbering and BA header

code.

10.8.3 Higher layer unprotected information (In) and MAC _error_detection
services (Ip)

10.8.3.1 In_minimum_delay service (Ina)

Each U-type databurst carries one I data segment. The MBC asks for each | data segment withaMAC_CO_DTR-ind
primitive and receives one Iy segment from the DLC inaMAC_CO_DATA-req primitive (see clause 8.4).

NOTE: During bearer handover two established bearers may be assigned to one logical bearer. The I data
segments transmitted in one TDMA frame on these two bearers need not be the same.

10.8.3.2 In_normal_delay service (Ins)

At the beginning of each TDMA half frame the MBC shall dispose of all | channel (I channel) sesgments which are

transmitted in this TDMA half frame (see clause 8.4). The number of segments equal s the number of logical simplex
bearers which are alocated for | channel datatransmissionsin this TDMA half frame. The segments shall be assigned
to the alocated logical simplex bearers in ascending order: the first segment to the logical simplex bearer with the
smallest LBN number, the last segment to that bearer with the highest LBN number.

NOTE 1: There might exist additional logical simplex bearers which are reserved for transmissions of extended
control.

NOTE 2: Thelist of available LBN numbers may be not continuous: In one TDMA half frame there might be
4 |ogical simplex bearerswith e.g. LBNs 1, 2, 4 and 7 to transmit | channel data, one simplex bearer with
LBN 6 which is used to transmit extended control and two logical simplex bearers with the LBN
numbers 3 and 5 for receiving data. Bearers with successive LBNs might not be in consecutive slot order.

10.8.3.3 Ir_error_detection service

The Ip_error_detection service operates as |, _minimum delay service, but using a B-field protected format. The service

can operate using either, the single-subfield protected format, as defined in clause 6.2.1.3.3, the multi-subfield protected
format as defined in clause 6.2.1.3.4, or the constant-size subfield protected format as defined in clause 6.2.1.3.5. The
variant of the service using the multi-subfield protected format is called I, the variant of the service using the single-

subfield protected format is called | PO and the variant of the service using the constant-size subfield protected format is
called I py.
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At the beginning of each U type dlot able to carry | -type data, the MBC shall ask for an I, data segment with a
MAC_CO_DTR-ind primitive. The DLC shall return an |, data segment inaMAC_CO_DATA-req primitive
(see clause 8.4). The MBC shall place the segment in the bearer. There isno delay at the MAC layer.

NOTE 1: When operating in I ,_error_detect, the two segments of data transmitted in two bearers with the same
LBN during a bearer handover operation may be the same or different (implementation decision).

At the receiving side, correctly received I, channel packets shall be delivered to the DLC immediately.

NOTE 2: Dueto the fact that currently it is not possible to send separate quality feedback (in the "bearer quality in
asymmetric connection” message, see clause 7.3.4.4) for both bearers involved in a bearer handover, and
that thisinformation is fundamental for the handover completion decision, the bearer handover procedure
is not recommended for double simplex bearers. Instead of it, the bearer replacement procedure may be
used.

NOTE 3: During a bearer replacement procedure (see clause 10.6.4) the two segments of data transmitted over
"old" and "new" bearers may be the same (duplication) or different.

10.8.3.3.1 Operation if Irr channel is supported

if Ipz_channel is supported (see clauses 5.3.1.4 and 10.8.4), just before the transmission of a bearer in E+U multiplexer
mode and with capacity to carry |- segments belonging to a new I, packet, the MBC shall request an I, packet from

the DLC withaMAC_CO_DTR-ind primitive. The DLC shall deliver aDLC PDU. The MBC shall segment the
received packet into | oz segments, shall add control information, and shall transmit a number of |- segmentsin the

bearer. The MBC shall be in charge of transmitting the rest of | oz segments of the I packet in next E+U mode bearers
without any further request to the DLC.

At the receiving side, when all the | 5= segments of an I, packet have been correctly received, the complete I, packet is
immediately delivered to the DLC.

10.8.3.4 I,_encoded_protected service (Ipx)

The operation of the I,_encoded protected (1 o) operates asthe |,_error_detect service, but using the coding protection
as described in annex | instead of CRCs (according to ther rate previously negotiated using MAC signalling).

NOTE: Thelp_encoded_protected (Ipy) isaminimum delay service.

10.8.4 Higher layer U-plane channel (lpF) in E+U type mux
10.8.4.1 Purpose of the Irr channel

The I o channel is used to transport U-plane data over slots with B-field multiplexer type E+U (see clause 6.2.2) and
not all subfields used by signalling channels. | o alows to use the remaining subfields of the slot for transporting user
data

The | oz channel transports data packets of the standard size (PDU) defined by the MAC plane service in use (I, I or
IPQ) and slot type. In order to insert these packets over the reduced capacity E+U dlot, the | o channel uses an
adaptation procedure that transport information on the PDU boundaries by means of MAC layer messages.

| o channel could be used either if the regular | serviceisIp, I or Ipg, and either if the service s provided with error
correction (Ip_error_correct) or error detection only (I_error_detect)

NOTE: The primary utility of the |5 channel is the transmission of limited amount of U-plane data
(i.e. acknowledgement messages) over the reverse bearer of asymmetric data connections.
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10.8.4.2 Activation of the E+U type mux mode

The B-field multiplexer entersin E+U mode due to the existence of signalling data (channels G and M) to be

transmitted according to the priority rules defined in clause 6.2.2.4. The activation of the E+U mode has the
consequence of closing the Ip, I or Ipg channel over the bearer, and simultaneously opening a reduced rate | o

channel using the spare capacity of the bearer.

The number of subfields used for U-plane data and C-plane signalling varies depending on modulation, slot type, and
amount of signalling to be transported. The possible combinations are defined in clause 6.2.2.3.1.

At least one subfield with signalling should exist. Subfields transporting signalling shall precede subfields carrying I o
channel data.

If there are not enough signalling messages plus | o channel segmentsto fill the slot, the slot shall be filled with the

MAC message "NULL" (clause 7.3.3) repeated as many times as needed and placed at the end of the signalling
subfields and before the | o channel segments.

Once the B-field mux entersin E+U mode, this mode is kept until the end of C-plane transmission, and until the total
transmission of a complete MAC U-plane packet (equivalent to a DLC PDU). When there is no reason to keep the E+U
type mode, the slot passes to U-mode with the MAC service in use.

The E+U type mux mode isindicated by the code "110" in the B-field identification bits (BA header) in A-field. The
code"111" isalso used if MAC serviceis|p_error_correct.

NOTE: It not possible to use E+U mux type for transmission of C- higher layer signalling channel.
10.8.4.3 |- procedures

10.8.4.3.0 General

| o= channel uses specific proceduresin order to adapt the size of the standard MAC packet (equivalent to the DLC

PDU) to the reduced and variable size of the E+U slot U plane subfields. There are two sets of procedures. Basic and
advanced. Basic procedures guarantee | - channel operation. Advanced procedures increases efficiency in usage of all

available subfields in the dlot.
10.8.4.3.1 Io¢ basic procedures

Basic procedures allow the transportation of a single segment of MAC packet (DLC PDU) in each E+U type dlot. The
transmitter side segments the packet according to the available U-plane subfields. However, if the PDU contains filling
area (the SDU ends before the end of the PDU), the transmitter side may remove the padding bits, by placing a specia
code in the signalling control message described later in this clause.

The following cases could happen:
e Casel: Thedot carriesthefirst part of a MAC packet (DLC PDU).
. Case 2: The dot carriesthe first and only part of aMAC packet (DLC PDU).
NOTE 1: Case 2 can only happen due to the padding removal option described above.
e  Case3: Thedot carriesthe nth part, but not the last, of aMAC packet (DLC PDU).
. Case 4: The ot carries the nth and last part of a MAC packet (DLC PDU).

NOTE 2: In 2-level modulation, double or long slots, with the expected signalling needs, cases 1, 2 and 4 will
happen with relative probability, while case 3 will berare.

NOTE 3: Inthe reverse channel of asymmetric connections carrying Internet Protocol (1P), case 2 will happen with
high probability due to the relatively short TCP acknowledgement packets.
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In cases 1 and 2, the slot shall carry at least one G channel packet or "NULL and | o segmentation info" message. If no
Gr channel packet isto be transmitted, then amessage "NULL or |- segmentation info" shall be inserted in one of the
signalling subfields of the dlot.

In cases 3 and 4, amessage "NULL or |- segmentation info" shall be, in any case, inserted in one of the signalling
subfields (see clause 7.3.3).

The NCF field of the G or "NULL or |- segmentation info" shall carry the following codes:

Case1l "1010"
Case 2 "1011"

Cases3or4 "1100"  onlyina"NULL or | o segmentation info" message

Incases 1 or 2, if the NCF header isina"NULL or |- segmentation info" message, the content of the "segmentation
info" field in the message isirrelevant.

In cases 3 and 4, only, the octets 1, 2 and 3 of the "segmentation info” field in the "NULL or | o segmentation info"

shall be written by the transmitter and shall be analyzed by the receiver. The meaning of such octetsis defined in
clause 7.3.3.1. By analysing this information, the receiver side could reconstruct the original MAC packet (DLC PDU).

In al cases, the PDU segment shall start in the first U-mode subfield in the slot. Note that there could be unused space
at the end of the U-type area.

10.8.4.3.2 lrr advanced procedures

Advanced procedures add the possibility to have two PDU segments (two segments belonging to two consecutive DLC
PDUs) in the same E+U mux slot. The number of possible casesisincreased. In turn of that, the E+U dots can be filled
more efficiently.

In order to implement advanced procedures, the bit bn27 in octet 2 and the octets 4, 5 and 6 in the "NULL or I

segmentation info" message shall be filled by the transmitter and analyzed by the receiver. The two segments of PDUs
shall be packet one after the other, starting in the first U-mode subfield in the slot. There could be unused space at the
end of the U-type area.

NOTE: The maximum number of PDU segmentsin asingle slot islimited to two.
10.8.4.3.3 Special case: slots not multiple of 64 bits

In some rare cases, the MAC packet size (DLC PDU size) of the I, Ipg o Ipg slot is not a multiple of 64 bits. This
happens for instance in long slot 640 IF,Q mode.

If the MAC packet sizeis not amultiple of 64 bits, it shall first be filled to the next 64 bits multiple, and then the normal
| pe procedures shall be used. The receiver side shall remove the padding bits before delivering the packet to higher

layers.
NOTE: Inthis case, the number of padding bitsis a constant well-known to both peers.
10.8.4.4 Irr Mod-2 protected operation

The | pe channel inherits the behaviour of the regular Ip, Ipe or Ipg U-plane MAC service. If the MAC serviceis
"error_correct" then the | - channel shall operate also in "error correction mode”.

The I channel also inherits the value of the "MAC lifetime" parameter used in the regular U-plane service.

The operation of the I o channel in error correct mode shall use the same procedure asthe I p, I pg OF | g channel
(clause 10.8.2), with the following specific previsions:

1) Theseriesof E+U type dots shall be an independent MOD-2 sequence, different of the sequence of
Ip_error_correct slots transmitted before or after the E+U mode.
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2)  Fromthe point of view of the main I ,_error correct sequence, the insertion of E+U slots produces an |, bearer
reset (see clause 10.8.2.5.3).

3)  If there were | packets pending for retransmission when the slot changes to E+U type mode, the transmitter
side could, at its choice, reschedule the packet in the I, channel of other bearer (if available), or pass the packet
to the new | e channel. However, the "MAC lifetime" counter should be passed with the proper value.

4)  The E+U dots shall be MOD-2 numbered by using, alternatively, the BA codes"110" and "111" (seetable 7.2
inclause 7.1.4).

5) The MOD-2 receiver may use selective reception for building all subfieldsin the E+U dlot.

6) The G channel and the "NULL or | 5 segmentation control” message, when NCF indicates any type of
segmentation control, shall be always retransmitted together with U plane subfields.

7)  Thebearer quality message "MAC-MOD-2-ACK" shall never be retransmitted. Instead of them, a"fresh"
message shall always be placed in the same subfield.

8) Theretransmission or not of other MAC messages is free to the implementor. It is allowed to insert new MAC
messages (or NULL) in these subfields when slot is retransmitted.

9) Theinsertion of an"al MAC control" (E-type, codes 110 or 111) field does not break the MOD-2 sequence. In
this case the BA code 110 or 111 shall be used according to the sequence and the retransmission behaviour
shall be as described in this clause.

NOTE: Thisisthe only case when the BA code 111 could be used for an E-type "all MAC control or G¢" slot.

10) However, if the E/U mux has to switch to "E-type mux, C only” or "E-type mux with C" (BA codes 010,

011, 100 or 101), this breaks the sequence, and the numbering and retransmission of the slot shall be ruled by
the C channel rules (clause 10.8.1.2).

11) Incase of multibearer, it is alowed to retransmit a badly received bearer over another E+U type bearer.
However, the packet lifetime counter shall be passed to new bearer with the proper value. This operation
causes an "jump” (see clause 10.8.2) for thefirst bearer.

10.8.4.5 IrF_error_detect operation

When the regular MAC serviceis Ip (or Ipg) error detect, the Iz channel shall operate without retransmission, however

with CRC error detection capahility. In such cases, only the B-field (BA) code "110" shall be used. There shall not be
MAC retransmission of any channel in E+U type slots.

10.8.4.6 Ipr_operation with In service

When the regular MAC serviceis Iy, the I oz channel shall operate without retransmission, with the same format and
procedures as for | p_error_detect. However, packets shall be assembled at the receiver side, even in the case of CRC
error of individual | o subfields. The CRC of A-field should be, however, correct to accept a packet. Segmentation info
should be also received with correct CRC.

10.8.4.7 Backcompatibility rule

The support of |5 channel and E+U-type mux by PT or FT shall be indicated by aflag in the <Terminal capability>

Information Element (see ETSI EN 300 175-5 [5], clause 7.7.41) and in "Extended higher layer capabilities (part 2)"
broadcast (see ETSI EN 300 175-5 [5], clause F.3). Thisflag indicates the support of both, channel | - and E+U-type

mux mode.

The transmitter side shall not set E+U-type mux mode if the receiver side does not support | o= channel.

NOTE: However, the transmitter side may use the BA code "110" for transmission of E-type, al MAC control
mux mode.
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10.9 C/O procedures for FT connections with CRFP
10.9.0 General

The following procedures provide means to address CRFPs on one physical relayed connection of an FT with aPT. The
connection with the PT is either in relay state or local state. In relay state, al higher layer C-plane signalling shall be
relayed by the CRFPs between FT and PT. In local state, all higher layer C-plane signalling shall be buffered at the FT
and CRFP. Theloca state is atemporary state to allow higher layer communication between FT and a specific CRFP.
The procedures defined in this clause are required to support encryption of connections relayed by a CRFP.

10.9.1 Dual C/O bearer setup

At FT:

Initially abearer will be established between the FT and CRFP (identified by its PMID). The FT regards the CRFP
initially asa PT. A relayed bearer setup as defined below can only be accepted at the FT when a barer to the CRFP
aready exists. By definition the FT isthen in the local state.

A relayed bearer setup, indicated by the "bearer_request” without the "first PT transmission” code, shall be treated at the
FT asarequest from a CRFP. The TBC shall request the LLME to be connected to the MBC related to the PMID (of
the PT) received in the message. Then the connection setup procedure as defined in clause 10.2 shall continue. The FT
is now establishing the connection viathe CRFP with the PT identified by the PMID. When the first bearer of the
connection with the PT is established, the connection shall automatically enter the relay state.

At the FT both relayed and local mode connections have been established on one physical connection. However only
one of these connections shall be active at the same time, and the other connection is suspended.

10.9.2 CJ/O connection release of connection with CRFP

When the MBC related to a PT isreleased, the FT shall release all MBCs associated with the corresponding TBCs.

10.9.3 C/O connection suspend and resume

Modification of the state of the connection with a CRFP after the connection is established, can be accomplished by
suspending/resuming connections with the related MBC'sin FT and CRFP. This procedure may be necessary to update
cipher keysin the CRFP.

At FT:

To support the communication with a specific CRFP, the FT shall be able to address a specific CRFP identified by the
PMID on one physical MAC connection. The FT shall be able to temporarily suspend the connection with the PT.

The LLME at the FT shall decide to change the connection of a TBC from one MBC (MBC_1) to another MBC
(MBC_2), that is suspended. First the LLME shall suspend the connection of MBC_1 for transmission and resume
connection of MBC_2 for transmission. The MBC_1 shall till receive channel data. The MBC_2 then issues the called
address (FMID/PMID) to the TBC. The TBC shall transmit an "access _request” on the active TBC with the "normal
MT transmit" code.

When the TBC receives "bearer_confirm” the TBC shall report to the MBC_2 that the switch is successfully
established, which immediately (next frame) resumes the connection with MBC_2 for reception and suspends the
connection with MBC_1 for reception.

In case of abasic connection, the access request and bearer confirm messages belong to the basic connection control set
and in case of an advanced connection, the access request and bearer_confirm messages belong to the basic connection
control set.

NOTE: This procedure can be used for single bearer connections and multi bearer connections. Furthermore it
supportsall Iy and I channels.
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11 Medium access layer management procedures

11.1  Broadcasting
11.1.1 RFP transmission

The DECT fixed part's management entity makes all the N and Q channel information available to the BMC by means
of aMAC_ME_RFP_PRELOAD-req primitive (see clause 8.3.2.1). The LLME may update thisinformation at any
time. This primitive is used to give the MAC layer the SARI messages (see clause 7.2.3.6).

11.1.2 PP reception

The MAC layer of the PP passes Q and N logical channel information to the LLME by means of a
MAC_ME_INFO-ind primitive. If necessary, the LLME responds withaMAC_ME_INFO-res primitive
(see clause 8.3.2.3).

The PP shall understand and comply with all Q channel information that is needed for the service that the PP requires.
For example, a PP that requires an RFP to supply it with frequency control information, shall check that the RFP
provides this capability before attempting to establish a connection with it.

11.2 Extended system information
11.2.1 PP requests

The PP may use this facility to submit its ARI(s) for checking by the RFP in its TARI list. The procedure isinvoked by
the LLME passingaMAC_ME_EXT-req primitive (see clause 8.3.2.4) to the MAC layer. When the MAC layer has
received areply from the RFP, it issuesa MAC_ME_EXT-cfm primitive (see clause 8.3.2.4) containing the SDU.

11.2.2 RFP response

An RFP of an FP that provides the extended system information service shall issueaMAC_ME_EXT-ind primitive to
the LLME after receiving an extended system information request. The LLME may return areply with a
MAC_ME_EXT-res primitive. Data delivered within this primitive shall be transmitted within T206 frames after
receiving the extended system information request.

11.3 PP states and state transitions
11.3.0 General

Refer to figure 4.7 for PP states and transitions.

11.3.1 Actions in Idle_Unlocked and Active_Unlocked states
Inthe ldle_Unlocked state, a PP need not do anything.
In the Active_Unlocked state, PPs occasionally try and enter the Idle_L ocked state (see clause 11.3.2).

A PP may change between the Idle_Unlocked and the Active_Unlocked state as it wishes.

11.3.2 Entry into the Idle_Locked state

An Active_Unlocked PP occasionally scans for a DECT fixed part with which it can enter the Idle_Locked state. The
timing of the start and end of this scan are controlled by the management entity which should consider such things as
power consumption and SARI list length.

NOTE: The primitives PL-ME-SYNC, PL-RX, PL-ME-SIG_STR are described in clauses 7.1 and 7.2 of the
DECT physical layer (see ETSI EN 300 175-2 [2]).

The scan can be achieved using PL_ME_SYNC primitives to obtain slot timing and PL_RX primitivesto obtain N and
Q channel information. The Q channel information allows frame, multi-frame, and receiver scan synchronization to be
obtained.
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The PPusesaMAC_ME_INFO-ind primitive to pass a PARI or a SARI to the management entity. The management
entity issuesaMAC_ME_INFO-res containing the PARI only if it identifies an acceptable ARI.

The PP should thenuse PL_ME_SIG_STR and PL_RX primitives to select the RFP (that transmits the above PARI)
with the strongest signal strength.

If the PP wishesto enter the Idle_L ocked state it shall extract al the transmitted Q information that is necessary for all
the MAC and physical layer service typesthat it can use.

EXAMPLE: If a PP can implement encryption and only B-field connection setups, it has to receive the
"multiframe number" and the "fixed part capabilities” messages.

After this Q information has been obtained, the PP may enter the Idle_L ocked state.

11.3.3 Actions in the Idle_Locked state
11.3.3.0 General

Intheldle_Locked state, the PP shall maintain frame and multiframe synchronism with the FP and may occasionally
scan for RFPs with a stronger signal strength. If a stronger RFP is found, then the PP may lock to this RFP instead. In
addition the PP should be able to receive paging messages and may provide the means to detect connection setup
attempts from the FP (fast setup).

In order to remain in the Idle_Locked state the PP shall:
. resynchronize its timing with the FP'stiming at least every T216 multiframes (see ETSI EN 300 175-2 [2]);
. receivein frame O at least one A-field with correct CRC every T207 seconds; and

. receive at least one Ny type tail containing the PARI in the MAC_ME_INFO-res primitive every
T208 seconds.

If any of these conditions are not met, the PP shall enter either the Active_Unlocked state or the Idle_Unlocked state.

At any time an Idle_L ocked PP may leave this state and enter either the Active_Unlocked state or the Idle_Unlocked
state.

11.3.31 Page detection in Idle_Locked state

Inldle_Locked state the PP should receive the Bg channel. To provide this function three typical modes of operation for
an ldle_Locked PP are described below.

High duty cycle Idle_L ocked mode: the PP receives al Bg channel data that is transmitted in frames 0, 2, 4, 6, 10 and
12 of the multiframe sequence. High duty cycle Idle_L ocked mode enables a PP to receive fast pages (see clause 9.1.3).

NOTE 1: Higher layer functions are used to ascertain whether a PP islikely to respond to fast paging
(see ETSI EN 300 175-5[5]).

Normal Idle_L ocked mode: the PP at |east receives any Bg channel datatransmitted in frame 0 and in any additional
frames that are commanded by the extend flag.

Low duty cycleldle L ocked mode: in at least one out of every four multiframes the PP shall attempt to receive any
Bg channel datatransmitted in frame O and in any additional frames that are commanded by the extend flag. Unlessthe

FP broadcasts that low duty Idle_Locked mode is supported (see "page repetition bit" in "fixed part capabilities’,
clause 7.2.3.4) the PP shall not enter this mode.

NOTE 2: PPsinlow duty cycle Idle_Locked mode do normally not receive long page messages which are used by
higher layers for connectionless downlink services.
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11.3.3.2 Setup detection in Idle_Locked state

PPs may allow FPs to setup a connection without prior paging. This processis called fast setup and described in
clause 10.2.3.

NOTE 1: Higher layer functions are used to ascertain whether a PP is likely to respond to fast setups attempts.
There are two modes of operation of the Idle_L ocked state with setup detection:

Idle_L ocked state with Complete setup detection: the PP scans all downlink slots of frame looking for a " bearer
request” message containing its own PMID.

Idle L ocked state with Selective setup detection: the PP scans only one or two dots of the frame looking for a
"bearer request” message containing its own PMID.

NOTE 2: The FT setup attempt can be either A-field or B-field depending of the usable modes in the application
profile.

NOTE 3: If B-field setup is used, the profile specification could mandate that the setup command isin a specific
sub-field of the slot.

For both modes, the PP's receiver scan sequence shall be synchronized with that of the RFP (see clause 11.9).
Depending on the mode, it receivesin every downlink slot, or on one or two dlots, on the scanned RF channel looking
for a"bearer request”" message containing its own PMID.

NOTE 4: The RFPs do not indicate the first transmission with a special TA header coding (see clause 10.5.1.3). The
TA header code will be 100 in case of A-field setup, or could be any valid code in the case of B-field
setup.

For selective mode, the following sub-modes are allowed:
. SEL 1: The PP receivesonly in one dot (slot N);
. SEL 2: The PP receivesin two slots: slot N and slot N+6 (or N-6 if N>6);
. SEL 2B: The PP receivesin two dots: slot N and slot N+2 (or N-2 if N>10).

The control of the setup mode, and the dot (N value), if applicable, may be done by means of the following
mechanisms:

1) The"MAC Resume and control page" broadcast command, clause 7.2.4.1.4.

2) By means of the reason code in the message "release” used to drop the last bearer of the connection. The
message carries aso information on the slot(s) to be kept in listen for setup mode. In the case of A-field
signalling (see clause 7.2.5.3.13), only the complete or SEL 1 modes may be activated. In the case of B-field
signalling (see clause 7.3.2.10), all modes may be activated.

3) Thedot(s) number may also be transmitted by means of the channel list command "LISTEN" in one of the last
two frames before the release. In this specific case, it is a so possible to transmit the channel number to be
used. Thevalue"11111" in the CN field shall be understood as the standard fast setup scan sequence.

NOTE 5: The command "MAC Resume page", broadcasted when in listen for setup mode, may be used, if needed,
to change the slots/channel s selected by the LISTEN command.

NOTE 6: The profile specification could establish other conventions for applicable mode and slot.

When the PP isin any mode of Idle_locked with setup detection state, it shall also bein high duty cycle paging
detection mode.

11.3.4 Idle_Locked and Active_Locked state transitions

Entry into the Active_Locked state can only be achieved from the Idle_L ocked state. This transition is achieved by the
establishment of a connection, as described in clause 10.2 or by the resumption of a connection.

When an Active_Locked PP releases its last existing connection or suspends its last connection in "active state”, it shall
return to the Idle_L ocked state.
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11.4  Physical channel selection
11.4.0 General

The physical channel selected for aMAC bearer is only allowed to be changed due to a detected need to changeit.
Typica needs are detection of bad quality or interference on the physical channel in use, detection of an RFP that is
stronger than the own RFP, detection of a physical channel with lessinterference than the one in use, and detection of
local congestion.

11.4.1 The channel selection lists

Prior to the first transmission on any bearer DECT RFPs and PPs have to select physical channels. To find appropriate
channels the channel s shall be ordered according to the measured field strength.

The term "channel” refers to the relevant physical channel of aTDD pair (i.e. two time dlots using the same frequency,
and starting points of the time dots are separated by 0,5 frame). The RSSI measurement in the relevant physical channel
determines the selection performance for one or both physical channels of a TDD pair. The choice of the relevant
physical channel of a TDD pair depends on the wanted bearer type.

a) Duplex bearer:

- for aduplex bearer the relevant physical channel is either, the receiving physical channel, e.g. for a PP
the RSSI measurement in slot 3 on frequency f, defines the selection performance to use slot pair (3/15)

on this frequency as a duplex bearer, or that channel of the TDD pair with the higher measured field
strength, e.g. for a PP the higher of the RSSI values measured in slots 3 and 15 on frequency f, defines

the selection performance to use dot pair (3/15) on this frequency as a duplex bearer.
b) Double simplex bearer:

- for adouble simplex bearer the relevant physical channel is that channel of the TDD pair with the higher
mesasured field strength, e.g. for a PP the higher of the RSSI values measured in slots 3 and 15 on
frequency f, defines the selection performance to use ot pair (3/15) on this frequency as a double

simplex uplink bearer.
c) Simplex bearer:

- for asimplex bearer the relevant physical channel in the transmitter is different for PPs and RFPs. For
PPsit iseither, the receiving TDD half of the desired physical channel, e.g. the RSSI measurement in
slot 3 on frequency f, defines the selection performance to use slot 15 on this frequency as an uplink

simplex bearer, or that channel of the TDD pair with the higher measured field strength, e.g. the higher
of the RSSI values measured in slots 3 and 15 on frequency f, defines the selection performance to use
dot 15 on this frequency as an uplink. For RFPs it isthat channel of the TDD pair with the higher
measured field strength.

Table 11.1
Wanted bearer type Relevant physical channel of the TDD pair
Selection by a PP Selection by an RFP

duplex channel in normal receiving TDD half frame |channel in normal receiving TDD half frame

or channel with higher measured RSSI or channel with higher measured RSSI
simplex channel in normal receiving TDD half frame |channel with higher measured RSSI

or channel with higher measured RSSI
double simplex channel with higher measured RSSI channel with higher measured RSSI
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The resolution of the RSSI measurement shall be better than or equal to 6 dB as defined in ETSI EN 300 175-2 [2]. The
lowest boundary shall be equal or less than -93 dBm. Channels with a measured RSSI of less than this lowest boundary
are considered as quiet channels, and may be immediately selected for a bearer setup attempt. An upper limit may be
defined where a channel is considered to be busy. Channels with a RSSI of more than this upper limit need not be
ordered with aresolution of 6 dB, but these channels shall not be selected for a bearer setup attempt. Channels with a
measured field strength which lies between these two boundaries shall be ordered according to the measured field
strength into "n" bands. The RSS! difference of al channels within the same band shall not exceed 6 dB.

NOTE 1: The upper limit may be a variable which depends on the interference environment. Neverthel ess the upper
limit cannot exceed the highest field strength for which a receiver guarantees a RSSI measurement
resolution of 6 dB.

The description above leads to the "n"-bandbin model, given in table 11.2.

Table 11.2: RSSI model

RSSI o RSSI band comment

> max dBm oo busy busy, do not try
<6dB b(n)
<6dB b(4) possible
<6dB b(3) candidates
<6dB b(2)
<6dB b(1)

< min dBm oo quiet quiet, always allowed

Depending on the wanted bearer type a basic channel list can be modelled where a quality assignment based on the
measured RSSI exists for each TDD pair of physical channels, i.e. for each slot pair of each frequency. The quality
assignment is either a band number (b(1) to b(n)), a"busy" sign or a"quiet” sign.

The basic channel list describesthe overall DECT interference environment for a given upper limit "max" and does not
depend on any system restrictions. It is not required that DECT equipments set-up a complete basic channel list.
However, different ot types require different channel lists.

In reality there might exist channels which cannot be measured or used.

EXAMPLE 1: A DECT equipment may be unable to use slot pair (4/16) on frequency f, having at the same time
an established bearer on dot pair (3/15) and frequency fy.

EXAMPLE 2: A DECT equipment may be unable to measure the RSS! in slot 15 and frequency f, while having a
bearer established in ot pair (3/15) and frequency fy.

EXAMPLE 3:  An RFP may not be allowed to support al 10 DECT frequencies.

A modified channel list shall therefore take into account all known restrictions. "busy” is used below as a general term
for channels that shall not be used. A DECT equipment shall be able to create a modified channel list with following
properties:

a)  al entries of own blind slots or blind TDD channel pairs shall be regarded as busy;
b)  not supported frequencies at the FP shall be regarded as busy.

NOTE 2: The information concerning frequencies that are not supported at the FP is broadcast by the FP with the
static system information message (see clause 7.2.3.2).
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The following deviations are allowed for the modified channel list:

a) if al possible candidates are below the lower limit "min", the list of quiet channels does not need to be
complete;

b) the uppermost band of possible candidates (band b(n)) does not need to be complete, i.e. there might exist
channels belonging to b(n) which are regarded as "busy". Nevertheless, the bands below the band b(n) as well
asthelist of quiet channels have to be complete.

NOTE 3: Thesetwo deviations allow the RFP or PP to only create alist of m candidate channels which are quiet
and/or the quietest channels. Here the upper limit "max” is avariable and depends on the interference
environment. All except the m quietest channels are regarded as "busy".

In addition further channels may be regarded as busy due to restrictions at the far end, e.g. received blind slot or POOR
channel information.

NOTE 4: Blind dot information istemporary and specific for each RFP of an FP.
PPs should take into consideration a recognized connectionless downlink bearer or adummy bearer of the locked RFP.

NOTE 5: The PP's RSSI measurement for the channel used by the RFP for the broadcast or connectionless service
will normally lead to the decision not to select it. Nevertheless this channel may be the preferred channel
for anew bearer, e.g. a connectionless uplink bearer or a duplex bearer when allowed (see fixed part
capabilities, clause 7.2.3.4).

The maintenance of the modified channel list may be done regularly or upon need, subject to rulesin clauses 11.4.2 and
11.4.3.

11.4.2 Physical channel and RFP selection at the PP
A PP shall bein alocked state (Idle_Locked or Active Locked) before it may start transmission on a physical channel.

Theinitial set-up should be performed so as to always connect to the strongest possible RFP, and it shall use the signal
strength values obtained with PL_ME_SIG_STR primitives as a criteria. Therefore it is recommended to make at | east
3 attempts to the strongest RFP before selecting the next strongest RFP.

The selection of physical channels shall be subject to all of the following rules:

a) for aduplex bearer the TDD pair including the dummy bearer may only be selected when allowed (see
clause 7.2.3.4);

b) unlessthe selected channel has a measured RSSI that meets the "quiet” criterion (see clause 11.4.1), the
complete modified channel list shall have been updated within the last T209 seconds;

¢) channels marked as "busy" shall not be selected;

d) for bearer handover and for setting up the pilot channel of an I_normal_delay or an I, service:

dl) if the quietest unselected channel is marked as"quiet": if none of the unselected quiet channels can be
accessed within the next three TDMA frames, a channel of bands b(1) or b(2) may be selected; otherwise
aquiet channel shall be selected for the next setup attempt;

d2) if the quietest unselected channel isin band b(x), x < (n-1): If none of the unselected channelsin band
b(x) can be accessed within the next three TDMA frames, a channel of bands b(x + 1) or b(x + 2) may be
selected; otherwise a channel of band b(x) shall be selected for the next setup attempt;

d3) if the quietest unselected channel isin band b(n-1): If none of the unselected channelsin band b(n-1) can
be accessed within the next three TDMA frames, a channel of band b(n) may be selected; otherwise a
channel of band b(n-1) shall be selected for the next setup attempt;

d4) if the quietest unselected channel isin the highest band b(n): A channel in band b(n) shall be selected for
the next setup attempt;
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e) for al other bearer establishments:

el) unlessal channels marked as "quiet" have been selected at least once, no channel of the bands b(1) to

b(n) shall be selected;

e€2) unlessall channels of the bands b(1) to b(x-1) have been selected at |east once, no channels of the band

b(x) shall be selected;

f)  inany timewindow of T210 seconds the number of channel selections shall not exceed the value N202
multiplied by afactor which depends on the number of required bearers (see table 11.3).

The number of required duplex and double simplex bearersis calculated as the difference between the target
number of bearers and the number of already established bearers at the beginning of the time interval.

Table 11.3: Maximum number of selections

284

Number of required bearers | Maximum number of selections
1 1 x N202
2t03 2 x N202
4to07 3 x N202
81to 15 4 x N202
> 15 5 x N202

NOTE 1: For uplink simplex bearers alower limit is defined in clause 9.2.1.

NOTE 2: For multibearer connections a complete set of channels may be selected at the start of the connection
establishment procedure using the channel selection rules. The parallel setup attempts of the multibearer
connection may then use these selected channelsin any order (for example the order of known receiver
scanning and/or an order indicated by received channel list messages).

g) unlessa"GOOD" or a"LISTEN" channel list message or "acceptable channel” information is received a
channel shall not be reselected for access to the same RFP until the modified channel list has been completely

updated;

h)  achannel may only be selected if it is checked within the last 2 frames before the first transmission, and the
RSSI shall not be more than 12 dB stronger than the previous value (checking channels: see clause 11.4.1);

EXAMPLE: Having made a RSSI measurement with a6 dB resolution the channel may still be selected for a
new bearer when it belongs to band b(x + 1), assuming the channel was previously in band b(x).
The channel shall not be selected for a new bearer if it belongs to a band higher than b(x + 1).

i)  the PP may useinformation from the RFP (e.g. "acceptable channel" or "channel list" information) to aid its

choice of channel. Nevertheless, rules @) to h) shall not be violated.

NOTE 3: For simplex uplink bearers this selection procedure is only applied when no dummy or C/L downlink
bearer has been found. Otherwise the TDD pair of this downlink bearer has to be chosen for the uplink

(see clause 9.2.2).

In addition to these rules it is recommended not to use any channel pair for setting up a duplex or a double simplex
bearer to a specific RFP when a C/L downlink or adummy bearer of another RFP was recognized in the normal receive

channel of the PP (slot 0 to 11).

It isallowed to use the PP channel selection rules for simplex bearers for setting up a dummy bearer when a PP acts as

the RFP in PP-to-PP direct communication mode.

11.4.3 Physical channel selection at the RFP

For an FT initiated setup of an initial duplex bearer (fast setup) the RFP shall know the receiver scanning sequence of

the PP before it may transmit a "bearer request” message on a physical channel.

For an FT initiated setup of additional duplex bearers, before it may transmit a"bearer request” message on a physical

channel, the FT shall either:

1) havereceived one or more LISTEN commands from the PT, and use one of these channels for the setup;
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2) have sent one or more START commands to the PT on any pre-existing duplex bearer, and use one of these
channels for the setup;

3) inabsenceof LISTEN or START commands, the FT shall know the PT receiver scan sequence and shall use
it.
For an FT initiated setup of double simplex downlink bearer (see clause 10.5.1.4), before it may transmit a "bearer
request” message on a physical channel, the FT shall either:
1) havereceived one or more LISTEN commands from the PT, and use one of these channels for the setup;

2) have send one or more START commands to the PT on any pre-existing duplex bearer, and use one of these
channels for the setup.

NOTE 1: Either START or LISTEN are mandatory when setting up double simplex bearers.

For the creation of adummy bearer following the termination of all other bearers at an RFP, the RFP should select
without interruption the channel previously occupied by the last active downlink bearer. The selection of physical
channelsin all other circumstances or if this recommendation is not followed shall be subject to all of the following
rules:

a) unlessthe selected channel has a measured RSSI that meets the "quiet” criterion (see clause 11.4.1), the
complete modified channel list shall have been updated within the last T209 seconds;

b) channels marked as "busy" shall not be selected;

c) for setting up the pilot bearer and for bearer handover of a double simplex bearer when the RFP isin operation
asthe T-Side:

cl) if the quietest unselected channel is marked as "quiet”. If none of the unselected quiet channels can be
accessed within the next three TDMA frames, a channel of bands b(1) or b(2) may be selected; otherwise
aquiet channel shall be selected for the next setup attempt;

c2) if the quietest unselected channel isin band b(x), x < (n-1). If none of the unselected channelsin band
b(x) can be accessed within the next three TDMA frames, a channel of bands b(x + 1) or b(x + 2) may be
selected; otherwise a channel of band b(x) shall be selected for the next setup attempt;

c3) if the quietest unselected channel isin band b(n-1). If none of the unselected channelsin band b(n-1) can
be accessed within the next three TDMA frames, a channel of band b(n) may be selected; otherwise a
channel of band b(n-1) shall be selected for the next setup attempt;

c4) if the quietest unselected channel isin the highest band b(n). A channel in band b(n) shall be selected for
the next setup attempt;

d) for al other bearer establishments:

dl) unlessall channels marked as"quiet" have been selected at least once, no channel of the bands b(1) to
b(n) shall be selected;

d2) unlessal channels of the bands b(1) to b(x-1) have been selected at least once, no channels of the band
b(x) shall be selected;

e) inany time window of T210 seconds the number of channel selections shall not exceed the value N202
multiplied by afactor which depends on the number of required bearers (see table 11.4);

the number of required double simplex bearersis calculated as the difference between the target number of
bearers and the number of already established bearers at the beginning of the time interval.
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Table 11.4: Maximum number of selections

Number of required bearers | Maximum number of selections
1 1 x N202
2t03 2 x N202
4t07 3 x N202
81to 15 4 x N202
>15 5 x N202

Setting up dummy or C/L downlink bearer needs only one selection. Therefore no limit for simplex
downlink bearer is needed.

For multibearer connections a complete set of channels may be selected at the start of the connection
establishment procedure using the channel selection rules. The parallel setup attempts of the multibearer
connection may then use these selected channelsin any order (for example the order of known receiver
scanning and/or an order indicated by received channel list messages).

f)  unlessaGOOD or aLISTEN channel list message is received a channel shall not be reselected for accessto
the same PP until the modified channel list has been completely updated;

g) achannel may only be selected if it is checked within the last 2 frames before the first transmission, and the
RSSI shall not be more than 12 dB stronger than the previous value (checking channels: see clause 11.4.1);

EXAMPLE: Having made a RSSI measurement with a6 dB resolution the channel may still be selected for a

new bearer when it belongs to band b(x + 1), assuming the channel was previously in band b(x).
The channel shall not be selected for anew bearer if it belongs to a band higher than b(x + 1).

h)  the RFP may use information from the PP (e.g. CHANNEL _LIST information) to aid its choice of channel.
Nevertheless rules a) to g) shall not be violated.

In addition to these rules it is recommended not to use any channel pair for setting up any bearer when a C/L downlink
or adummy bearer of a neighbour RFP was recognized in the normal transmit channel of the RFP (dlot 0 to 11).

11.4.4

Hand over criteria due to in-connection base identification

Bearer and connection handover should be performed so as to aways connect to the strongest (free) RFP, and it should
use channel quality and shall use the signal strength values, the latter obtained using the procedure specified in
ETSI EN 300 175-2 [2] as acriteria. Information from MAC "channel list" messages may also be used.

11.4.5

Handover criteria due to interference

The handover decision process should be optimized to make a quick intra-cell handover when the DECT transmission
suffers interference during a few consecutive frames. Thisis because most interference normally comes from DECT
transmissions in the same band, and DECT transmissions will always occur in consecutive frames.

NOTE:

Interference may also occur from systems allocated adjacent to the DECT band, UTRA/TDD above
1900 MHz and GSM 1 800 MHz base station transmit band below 1 880 MHz. This Interference will
occur during consecutive DECT frames if the interferer has a frame cycle time of 10/N ms, where N isan
integer, e.g. it istrue for the UTRA TDD which has a 10 ms frame cycle time, but it is not true for

GSM 1800 which has a frame cycle time of 60/13 ms, whereby a DECT time dot isinterfered as seldom
as every 6t frame by asingle GSM bearer. It is advised that the DECT handover procedureis
implemented to also enable a successful handover when the up-link or the down-link isinterfered as
seldom as every 6t frame. An example of handover criteria for such an implementation (for speech) is:

L] Indicted errors of adlot: Sync. failure, A-CRC, X-CRC, dliding collision. One or more of these
errorsin the same dot indicated as aslot error.

" Relevant slots: Up-link and Down-link. Up-link slot error is reported to the PP in the following
down-link by proper Q-hit setting. The PP gives the same weight to dot error in up- and
down-links.
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L] The PP has a"leaking bucket" procedure to trigger handover when the bucket is empty (0). Max
content is 32 (overflow limit), empty is 0. Start setting is 16. Correct slot adds one. Error slot
subtracts 8.

This example gives 30 msto 40 mstrigger time for interference from DECT or UMTS/TDD and 480 msto 540 ms for
interference from asingle GSM bearer. If wanted it is possible to add an extra criteria to further decrease the trigger
time for interference on consecutive DECT frames (interference from DECT).

11.4.6 Exception in channel selection rules for Ultra Low Energy devices
For DECT Ultra Low Energy devices the requirements given in clause 11.12 shall apply. DECT ULE PPsimplementing
al mandatory requirements given in clause 11.12 are exempt to follow the channel selection rules described in the

present clause 11.4 when performing bearer setups using expedited procedures (messages Expedited Access Request or
Expedited Access Request Ready for Release).

11.5 In-connection quality control
11.5.1 RFPI handshake

A radio endpoint shall release a bearer if it has not received the correct RFPI with a correct CRC on that bearer in the
last T201 seconds.

11.5.2 Frequency control

11.5.2.1 RFP measurement of frequency error

Provided the RFP supports frequency control the frequency error of the received physical packetsis reported in the
PL_RX-cfm primitive. If the frequency error istoo large (when averaged over a suitably long time) a frequency control
request is sent to the PT (see clauses 7.2.5.5 and 7.3.4).

If the RFP receives a frequency control reject message, it shall not send any more frequency control message to that PT.
11.5.2.2 PT frequency correction

When afrequency control request message is received by the MAC layer in the PT, it sends an appropriate
PL_FREQ_ADJreq primitive to its physical layer.

Inresponseto aPL_FREQ_ADJreq primitive the Physical layer may issue aPL_FREQ_ADJ-cfm primitive, indicating

that frequency control is not supported. A PP's MAC layer receiving this primitive may send afrequency reject message
to the requesting RFP.

11.6 Maximum allowed system load at RFPs

In any frame the maximum capacity occupied by traffic bearers at an RFP shall not exceed 14,4 half dots per TDMA
frame, multiplied by the number of RF channels available to the DECT system, as regulated by the national authorities.

NOTE: Onehalf dot traffic bearer occupies two half slots; one full ot traffic bearer occupies four half dot; one
long slot (j=640 or j=672) or one double dot traffic bearer occupies eight half dots.

11.7 PMID and FMID definitions
11.7.1 FMID definition

The FMID is supplied to the MAC layer by the management entity and is defined in ETSI EN 300 175-6 [6].
11.7.2 PMID definition
11.7.2.0 General

The PMID is supplied to the MAC layer by the management entity and is defined in ETSI EN 300 175-6 [6].
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11.7.2.1 "X'PMID definition

The ' X'PMID (shortened PMID) is defined as the 12 least significant bits of the PMID. It is used in some messages of
the advanced control part 2 set (see clause 7.2.5.12.3).

11.8 RFP idle receiver scan sequence

In every dlot areceiver in an RFP is either active, or scanning, or idling.
Thereceiver isactiveif it isreceiving atraffic or connectionless bearer used by that RFP.

Scanning is when the receiver islistening for bearer set-up attempts on physical channels. If the receiver isactiveon a
particular slot, it will be unable to listen in that dot on a different RF carrier (however, an RFP may have more than one
receiver).

Idleisanon-preferred state. It implies that the RFP is not scanning for any (more) bearer set-up attempts. Receivers are
(almost automatically) idle when the RFP transmits.

All RFPs within aDECT internal handover area (see ETSI EN 300 175-6 [6]) shall operate on the same set of RF
carriers.

The primary scan is defined as the scan that is maintained if the RFP has one or more receiver(s) free. If the RFP has
more than one receiver free, it maintains secondary and tertiary scansthat lag behind the primary scan.

All RFPswithin a DECT internal handover area (see ETSI EN 300 175-6 [6]) shall have their primary scans on the
same RF carrier at the same time.

If different systems are synchronized (e.g. viathe synchronization port), it is recommended that at any given time, the
primary scans of these systems are on different RF carriers.

When RFPs scan the physical channels they shall do so in the order described below.

By the primary scan al available RF carriers shall be scanned sequentially at arate of 1 carrier per TDMA frame. RF
carriers shall be scanned in order of ascending carrier numbers.

After scanning the highest numbered available RF carrier, the receiver re-starts the primary scan in the following
TDMA frame on the lowest numbered available carrier.

An RFP shall listen to al dlotsin which a PP transmission on a new bearer can be accepted.

NOTE: An RFP receiver of an FP that does not support asymmetric connections may beidle during slots 0 to 11.
These are the normal RFP transmit slots.

The RFP uses the Q messages to broadcast on which RF carrier its primary scan will be in the next frame. These

messages also give the number of transceivers at the RFP (thus giving an indication of whether a secondary or tertiary
scan exists) and the number of RF carriersthat exist.

Secondary receiver scan lags behind the primary receiver scan by 6 TDMA frames.

The tertiary receiver scan lags behind the primary receiver scan by 3 TDMA frames.

The operation of any additional idle receiver(s) is not defined.

Broadcast blind slot information should reflect the primary receiver scan sequence (see clause 7.2.4.3.3).

In order to optimize system performance for multiple transceiver RFPs, the RFPs should maintain active bearersin the
following order of preference:

a) onany available transceiver without an active receiver scan in operation;
b)  onthe transceiver with the tertiary receiver scan;
c) onthetransceiver with the secondary receiver scan;

d) onthetransceiver with the primary receiver scan.
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An RFP that has an extended frequency allocation and uses one or more of the basic DECT frequencies shall transmit
"static_system_information" with a PSCN set equal to one of the basic DECT frequencies at |east once every 32
multiframes. Furthermore, the "extended RF_carriers' message shall contain the number of RF carriers being scanned
at that RFP.

11.9 PT receiver scan sequence

For FT initiated setup of initial duplex bearers (fast setup), the PT shall arrange its receiver scanning sequence such that
it scans the same sequence of channels as the chosen RFP primary scan (see clause 11.8), lead by one frame (see
figure 11.1). This sequenceis called "Fast setup scan sequence’.

For FT initiated setup of additional duplex bearers (multibearer connections), the setup can be performed in the same
way (on the PT fast setup scan sequence), or on any channel by using the channel list commands LISTEN (sent by the
PT) or START (sent by the FT).

The PT scan sequence should lead the RFP (primary) scan by one frame, as shown in figure 11.1.

RFP primary scan
| ChanN Chan N+1 | Chan N+2 | |
e >[ 1 TDMA frame
PT Fast Setup Scan
| ChanN+1 | ChanN+2 | Chan N+3 | |

Figure 11.1: PT receiver scan sequence

11.10 Management of connections associated with Broadband
data links

A Broadband data link can comprise up to three MAC connections. From MAC layer point of view these connections
shall be seen as independent connections in the sense that all elements and procedures defined in the present document,
€.g. connection setup, release and handover, one pilot bearer per connections, messages, etc. shall apply. The only
exception from this rule is the assignment of the ECNs of the second and third connection which need to be agreed
beforehand during NWK layer message exchange.

NOTE 1: Thereisno MAC messages exchange mechanism defined for indication if a connection belongsto a
Broadband data link or not.

The LLME isresponsible for the management of connections associated with one Broadband data link. In particular
LLME should monitor the data buffersin DLC layer and depending on the demand for data transmission, and in
accordance with the agreed min/max number of bearers, LLME should maintain, suspend or resume the involved
connections and add or release bearers.

NOTE 2: The LLME may maintain for each Broadband data link a channel allocation table. The table may include
information on the link's negotiated bandwidth values (i.e. max and minimum simplex bearersin each
direction), the number of active MBCs (i.e. active connections and their ECNs) and the number of active
bearers per MBC (including those under setup).

NOTE 3: There may be implementations that utilize multiple transceivers. Such implementations may need to
maintain track which transceiver with each particular bearer isinvolved. A connection in such
implementations may comprise bearers that are maintained on different transceivers.

11.11 Management procedures for "no-emission" mode
11.11.0 General

This clause defines the management procedures, which are required for the operation of the "no-emission” mode.

11.11.1 Behaviour during "no-emission" mode
In "no-emission"-mode, all PTs and the FT are scanning the preferred carrier for a system-member to get active.

The FT should scan at least every N211/2 frames.
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PTs may scan only for ashort time in order to optimize the standby-time. The PT scan interval shall be no more than
N210/2 frames, to ensure that the PT has the possibility to scan at least 2 times during an FT-DummyPointer-phase.

11.12 Physical channel selection procedures for DECT Ultra Low
Energy (ULE)

11.12.1 General

The standard DECT channel selection algorithm, as described in clause 11.4, requires the PP to routinely scan the
available DECT channelsin order to build the channel list. For applications where the main requirement is the reduction
of power consumption by PPs under low or moderate traffic conditions, such as DECT ULE, an alternative channel
selection strategy shall be used.

The procedures described in the present clause shall be used by all Portable Parts compliant with DECT ULE
(ETSI TS 102 939-1 [i.10] and further parts of the same multi part deliverable) when performing ULE packet data
bearer setups using "expedited” procedures (see clause 10.5.1.8 in the present document).

The ULE channel selection strategy is based on a channel pre-selection by the RFP, which is the part that performsthe
routinely channel scan, combined with a PP agorithm (process M 1) that executes a random process combined with a
last minute channel verification. An additional PP agorithm (process M2) will bein charge of properly handling
potential collision cases.

ULE PPs may also temporarily use the procedures described in clause 11.4 when performing channel selection for
setups of voice calls, service calls, initial registration or exceptional operations. However, they are not expected to do
that in normal operation mode.

NOTE: Regional variants (e.g. US) may require modifications to the procedures described in clause 11.12 of the
present document (including sub-clauses). Any such modifications are described in the appropriate
application profile, for example see ETSI TS 102 939-1 [i.10].

11.12.2 Overall architecture of ULE channel selection processes
The overall architecture of the DECT ULE channel selection processesis depicted in figure 11.2.
The following processes and elements are identified:

. Process M 0: it is the channel pre-selection process to be done by the RFP

. Broadcast mechanism: it is the mechanism for broadcast of channel selection information over the ULE
dummy bearer

. Process M 1: it isthe general algorithm to be executed by the PP in normal channel selection cases

. Process M 2: it isthe collision handling (collision avoidance) agorithm to be executed by the PP after an
access failure that may be the result of an access collision.
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Figure 11.2: Overall architecture of ULE Channel Selection Processes

11.12.3 Process MO (RFP side pre-selection process)

The process MO is the RFP side channel pre-selection process. The RFP scans channels and prepares alist of candidate
channels/slots to be used for setup in frame N+m, which is announced by the broadcast mechanism in frame N.

The process MO shall also provide the value of the PP RSSI threshold to be used by the process M 1. Thisvalueisaso
part of the broadcast mechanism.

The exact design of the algorithms for process MO is left to the implementers. The application profile (such as
ETSI TS 102 939-1 [i.10]) may add further requirements and provide implementation guidelines.

The following general guidelines are provided for process MO:

. The agorithm should bal ance the goal of pre-selecting the less interfered channels with the need of offering
multiple options for the process M1 (see clause 11.12.5), in order to reduce the probability of collision.

. The RFP should announce a sufficient number of channel alternatives and should not restrict unnecessarily the
number of channels. Any restriction increases the probability of collisions and increases the delay that the
agorithm M2 (see clause 11.12.7) has to add to handle potential collision cases.

In order to evaluate the RSSI of a candidate channel, the RFP should measure it in at least one frame and in at least one
transmission direction. Evaluation criteria may be based on average of multiple RSSI measurements or may take the
worst value in the worst frame or direction. It is aso allowed to measure the RSSI, considering the slot split in segments
and taken the worst measured value.

The exact design of the algorithms for measuring the RSS| value of any channel/dlot is aso left to the implementers.
The application profile may introduce further requirements regarding RSSI measurements.

11.12.4 Broadcast mechanism

Prior to the generation of the dummy bearer in frame N, the RFP shall compute, using process MO, alist of candidate
channels for setup at frame N+m, where m is a system parameter well known by both peers.

NOTE 1: In DECT ULE phase 1 (ETSI TS 102 939-1 [i.10]) the value of mism = 2.
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NOTE 2: Regional variants (e.g. US) may use a different values of m, which will be defined in the appropriate
application profile, for example see ETSI TS 102 939-1 [i.10].

The list of candidate channels for setup at frame N+m shall be broadcasted in the dummy bearer of frame N, using the
channel M|, that is broadcasted in subfield B2 of the dummy (see clauses 5.3.4.7 and 7.3.5.3.2 in the present

document).

The format of the list of candidate channelsis amask of 12 bitsindicating if the channel corresponding to each dot and
the carrier at which the base will be listening to at frame N+m is pre-selected by the RFP as a candidate channel or not.
Thisis broadcasted in the field info 2 of the channel M.

In addition to the list of channels, the RFP broadcasts the PP RSSI threshold level. Thisisthe RSSI threshold level that
the PP shall use in the verification of RSSI performed by algorithm M1, Thisvalue is be broadcasted in the field "info
1" of the same channel M|, in subfield 2 of the dummy bearer. See clauses 7.3.5.3.2 and 9.5.1.3 in the present

document.

NOTE 3: The PP RSSI threshold level is assumed to be a function of the RFP threshold level used by process MO.
The election of the PP threshold as function of the RFP threshold level is also part of agorithm MO.

From time to time, the FP may decide to broadcast Info Type code '0000'B for the My channel Info 1 value (see

clause 9.5.1.3.1). The use of the special Info Type code 0000'B means that there is no usable input for the PPs M1
process for that frame. This has the potential to impair the ability of the PP to establish abearer. Therefore this code is
intended to be used infrequently, or when there is nothing else useful to send in the My Channel Info broadcast channel,
for example when there are no quiet channels at al.

If the PP receives the Info Type code '0000'B for the My channel Info 1 value then it shall not use the indicated slots for
ULE bearer establishments, unless later My channel Info broadcasts have indicated that the channel is available.
Furthermore, it may use the information for other purposes, for example to optimize RSSI background scanning when
required, since there is no point scanning slots that can't be used anyway.

11.12.5 Process M1 (PP side channel selection process)

The process M1 is the channel selection process that the PP shall execute before any expedited bearer setup, unless
specifically mandated that process M2 shall be used.

Theinternal diagram of process M1 isshown infigure 11.3.

Channél listening
(carrier detection)

g
channel
information
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boadcasted by the
base station

1
PP channg} selection algorithm (process M1) v

Identification of Random election RSS! scan of at >

available channelsin > 6nhd soerltl " ofn |9 leastland Access
frame N+m announced channeistrom optionally then y attempt
by the base (Rllipz%oggﬁﬁq) channels (until a X >

(list of k channels) e decision is made) ‘

Repetition of the process

Figure 11.3: Internal diagram of Channel Selection Process M1 (PP side channel selection process)

The process M 1 consists on the execution by the PP of the following steps:

1) ThePPshal listen to channel selection information (channel Uy;) on ULE dummy bearer at frame N. In such

information there will be alist of slots candidates for setup at frame N+m, as well as a threshold validation
value. Be k the number of candidate available channels announced by the RFP.
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The PP shall randomly select, from the list of k channels broadcasted by the base, at least a primary target
channel, and in general, shall select alist of n channelswhere 1 <n <k (unlessk = 0, in that case no channel
may be selected).

If n> 1, the PP shall randomly order thelist of n channels, creating a sorted list (where the first channel
according to the random sorting will be the primary target, and the last one the n'" target).

The PP shall measure the RSSI of the channels of the list of n channelsin at |east one upstream and one
downstream simplex bearer. This process may be aborted when a channel selection decision is made.

The PP shall compare the RSSI of each channel with the threshold RSSI val ue broadcasted in the dummy
together with the channel information. A channel is considered valid if both simplex bearers have passed the
threshold criteria.

The PP shall select the channel as follows:

a) If thefirst channel in the order of the sorted list has passed the criteria THEN this is the selected channel
ELSE

b) If the second channel of the sorted list has passed the criteria THEN thisis the selected channel ELSE
c)
n)  If the nth channel of the sorted list has passed the criteria THEN thisis the selected channel ELSE

n+1) If no channel of the sorted list has passed the criteria THEN the process M1 shall be re-executed using a
new channel selection info on a new dummy bearer.

The PP shall perform a setup attempt on the selected channel on frame N+m.

11.12.6 Setup attempt and evaluation of responses

Once achannel is selected by algorithm M1, the PP shall perform an access attempt (expedited access request or
expedited access request ready for release) on frame N+m. The response to such access request should be evaluated.
The PP shall react asfollows:

If the response is a success (valid confirmation command and correct Q1/Q2) the selection process ends.

If the response is not successfully and cannot be discarded that it is the result of an access collision, the PP
shall execute the algorithm M2.

NOTE 1: Most of error responses are in this case. F.i. no reception of the response / bad CRC.

If the response is not successfully and it can be discarded that it isthe result of an access collision, the PP may
repeat algorithm M1 instead of executing M2.

NOTE 2: Only afew cases of error responses qualify for this case. It is foreseen that many implementations will not

make the distinction collision candidate/collision discarded and will go to processM2 in all cases.
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11.12.7 Process M2 (collision handling/collision avoidance process)

11.12.7.0 General

ETSI EN 300 175-3 V2.6.1 (2015-07)

The process M2 will be in charge of handling potential or real collision cases and shall be invoked after a setup failure as described in clause 11.12.6.

Theinternal diagram of process M2 is shown in figure 11.4.
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Figure 11.4: Internal diagram of Channel Selection Process M2 (PP side collision avoidance process)

The modified algorithm M1 shown in figure 11,4 is similar to algorithm M1 with the addition of the counter z, the comparison z > s (after checking the channel
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11.12.7.1  Equations
The following equations are used in the algorithm:
j=b*c", n=0..n, (Equation A)
s=a+ RAND (1, ) (Equation B)
RAND (1, j) isan integer randomly chosen between (and including) 1 and j.

Parameters a, ¢ and n,,,, e givenin annex A.2.1. Parameter b shall be given by the application profile, which may
define it as a constant, or may define it as a dynamic parameter, providing the rules for its setting.

nisanatural series starting at 0 in the first execution of the algorithm and increased in each additional execution until a

limit n ..

NOTE: n, the exponent in the backoff equation, should not be confused with n (nitalic), the number of channels
selected by algorithm M1.

11.12.7.2  Algorithm
The process M2 consists on the execution by the PP of the following steps:

1) Beforethefirst execution of the algorithm, variables n and z are set to 0. In case of subsequent execution of
the algorithm (in the same channel selection process) the variable z shall be reset, but variable n isincreased
by 1 until reaching a maximum value n,4.

2) ThePP shall calculate equations A and B and shall obtain avalue of |.
3)  Afterthat, the n variableisincreased by 1 for a possible further execution of the algorithm.

4)  ThePP shall listen to channel selection information (channel Uy,) broadcasted on ULE dummy bearer at frame

N. In such information there will be alist of slots candidates for setup at frame N+ m, as well as athreshold
validation value. Be k the number of candidate available channels announced by the RFP.

5) The PP shal add k to the counter z.

6) If thevalueof zisnow equal or larger than s, then the algorithm M1 shall be executed using the channel
selection information that has been broadcasted in the frame N (or in the frame when z > s.). This may lead to
a setup attempt in frame N+m.

7) If thisis not the case, the PP shall wait one frame and go to step 4) listening to the next channel selection
information broadcasted in the next frame and repeating the process until z> s.

Once the algorithm M1 is executed, al provisionsin clause 11.12.5 and 11.12.6 apply. If no channel selection may be
validated, M1 shall be executed again (thisis shown in the figure as repeating step 4) of M2 keeping the value of z,
since z> swill directly trigger M1).

If M1 was able to validate a channel selection, an access attempt was made and it failed, then the whole algorithm M2
should be repeated with an increased value of n, variable z shall be reset to 0, and a new calculation of equation B (new
value of s). Thisis shown asthe repetition loop in figure 11.2.

12 Medium access layer test message procedure
12.1  Introduction

For the purpose of testing, DECT equipment capable of transmitting shall recognize the set of test messages sent by the
testing system as defined in the present document. The ability to recognize and implement these messagesis contained
in the Implementation Under Test (IUT). The response of the IUT to these messages is dependent on the equipment
type.
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DECT equipment not capable of transmitting shall not be required to recognize these messages.
NOTE: Implementation Under Test (IUT is equivalent to Equipment Under Test (EUT)).
Clause 7.2.5.4 defines the MAC layer test messages.

DECT equipment that implements only connectionless services shall not be required to implement the test messages.
However, the applicant shall declare to the test laboratory how the functions of force transmit, loopback, defeat antenna
diversity and clear test modes shall be initiated.

12.2 General

12.2.0 Overview of test modes and messages

The ability to recognize and implement the test messages is resident in the medium access control layer of the I[UT.
Execution of these messagesisinhibited unlessthe IUT, in addition to the normal mode operation, is also in the test
standby mode. The test standby mode isinvoked by some means of manual switching in the [UT (e.g. dip-switch,
jumper, or key-pad code as designated by the manufacturer) to prevent accidental execution of these messagesin a
normal DECT environment.

Receipt of atest message causesthe IUT to enter the appropriate test mode(s). The IUT shall stay in the test mode(s)

indefinitely or until a"clear test modes" message is received. Receipt of this message shall clear all previously enabled
test modes and return the IUT to the test standby mode (see figure 12.1).

State mode diagram for IUTs during testing

Normal operatio

Manufacturer specifiq
Manual interlock

Test
standby
mode

"Clear Test Modes"
message

Test message

Test mode(s)
in
operation

Figure 12.1: State mode diagram for IUTs during testing

After switching to the test standby mode and before the receipt of the test messagesthe IUT shall have no active bearers
other than the dummy bearer if the IUT isan FP. When entering the test standby mode, the modulation of the bearers
shall be modulation scheme 1aor 1b, refer to ETSI EN 300 175-2 [2]. Test message
CHANGE_MODULATION_SCHEME (see clause 12.9) can be used to switch the IUT to another modulation scheme.

The IUT shall be able to be switched out of the test standby mode by the same means of manual switching as described
above or by powering down the IUT. The tester should not transmit any test messages before the IUT has entered the
test standby mode.

No more than one test message per multiframe shall be sent to the IUT. If, however, the manufacturer declaresto the

testing authority that the IUT is able to execute test messages at a higher rate, then the test messages shall be allowed to
be sent at this higher rate.
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Test messages are arranged into two groups. The first group comprises those messages which cause the IUT to enter a
static mode of operation. The second group is dynamic. The IUT does not enter a permanent test mode after execution
of the test message, i.e. the dynamic test message invokes a temporary test mode. These two groups are listed below:

Static M odes:
a) FORCE_TRANSMIT;
b) LOOPBACK_DATA;
c) DEFEAT_ANTENNA_DIVERSITY;
d) CHANGE_MODULATION_SCHEME.
Dynamic M odes:
a) CLEAR TEST _MODES.
All of the static test modes shall be able to be in operation at the same time.

The ESCAPE test message is neither static or dynamic; it servesto notify the IUT of the presence of a proprietary test
message in the subsequent data bits.

For a detailed description of the test procedures utilizing the test messages, refer to ETSI EN 300 176-1 [10].

12.2.1 Portable part testing

Onceinthetest standby mode, the IUT shall receivein at least all framesin thefirst half of a multiframe and all dots
declared as being supported. The EUT shall execute the test message within 16 frames of the reception of the test

message.

The PP shall be able to receive and process the test messages described in clause 7.2.5.4. The PP shall be able to receive
M tails sent on adummy bearer in any frame allowed by the T-MUX algorithm if no bearers currently exist.

The test message shall be sent by the LT in an M tail using adummy bearer if no bearers currently exist otherwise they
shall be sent on an existing bearer.

12.2.2 Fixed part testing

The FP shall be able to receive and process the test messages described in clause 7.2.5.4 on a bearer that has been
initiated by the LT.

Entry into the test standby mode is from the Active Idle or C/L state. The EUT shall execute the test message within
16 frames of the reception of the test message.

If there is no interference, a dummy bearer shall not change physical channelsin test mode.

12.2.3 Applicability of test messages

For the purposes of testing, DECT equipment is divided into two equipment category types: CI-BASE equipment and
CI-PROFILE equipment (see clauses 8 and 9 of ETSI EN 300 175-1 [1]). CI-BASE equipment are those
implementations which do not adhere to an ETSI approved operating profile. CI-PROFILE equipment are those
implementations which comply with an ETSI approved operating profile (e.g. General Access Profile (GAP)).

Table 12.1 details the test messages that are required to be supported by the IUT for each equipment category type.
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Table 12.1: DECT equipment categories and test messages

Test message CI-BASE CI-PROFILE CI-PROFILE-PLUS
FORCE_TRANSMIT Understand Understand Understand
LOOPBACK_DATA Understand Understand Understand

(see note 4) (see note 4) (see note 4)
DEFEAT_ANTENNA_DIVERSITY Understand Understand Understand

(see note 2) (see note 2) (see note 2)
NETWORK_TEST Ignore Ignore Ignore
ESCAPE Ignore Ignore Ignore
CHANGE_MODULATION_SCHEME Understand Understand Understand

(see note 5) (see note 5) (see note 5)
CLEAR _TEST MODES Understand Understand Understand

NOTE 1: All DECT equipment, upon receipt of a test message, shall not malfunction regardless of the
applicability of the message.

NOTE 2: If equipment is declared as having antenna diversity or possessing more than one switchable
antenna.

NOTE 3: Equipment that is capable of operating in more than one of the above modes shall be tested in each
mode separately.

NOTE 4: For fixed parts, loopback is described in clause 12.4.2.

NOTE 5: If equipment is declared as capable of higher level modulation.

12.3 FORCE_TRANSMIT
12.3.1 Portable part

On receipt of this message, all DECT equipment capable of transmitting shall setup a bearer on the slot number, start
position, and frequency specified in this message and shall listen for other messages received on this established bearer
and act upon them as appropriate.

NOTE 1: Thistest messageis sent fromthe LT to the IUT prior to all other test messages. This enables the other
test messages to be sent on this established bearer.

NOTE 2: Where the IUTs transmitted data requires control by the LT, this message is followed by the
LOOPBACK_DATA test message.

The IUT remainsin this mode until the CLEAR_TEST_MODES message is received. Receipt of other test messages
shall not terminate this mode.

Combinations of dlot pairs that are declared by the manufacturer as not being supported in the IUT for thistest shall not
be selected by the testing system.

If there exists a bearer at the time the IUT receives the FORCE_TRANSMIT message, the IUT shall first examine the
status of the "keep previous' bit to determine whether to release the current bearer. If the "keep previous' bit is set to
"1", the IUT shall not release the old bearer. The IUT shall execute the appropriate setup procedure at the new slot and
frequency indicated in the FORCE_TRANSMIT message. If the "keep previous' bitisset to "0", the IUT shall first
release any existing bearers before performing the call setup.

The maximum number of bearers active at any time shall not exceed the declared limit of the IUT.

NOTE 3: A manufacturer could include a multi-bearer force transmit test message as part of a proprietary test
message Set.

If the "handover disable" bit isset to " 1" then bearer and connection handover shall be disabled (see clause 7.2.5.4.2).

12.3.2 Fixed part

The IUT shall allow bearer setup using any PMID while in the test standby mode. In addition, the IUT shall proceed
with the bearer setup request on the slot pair on which the bearer setup request was received.

NOTE 1: The LT will initiate bearers with the IUT using the normal bearer setup procedures described in
clause 10.2, and in this way controls the transmissions of the IUT.

NOTE 2: The FORCE_TRANSMIT test message is not used when the IUT isa FP.
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The IUT shall listen for other messages received on this established bearer.

The IUT remainsin this mode until the CLEAR_TEST_MODES message is received. Receipt of other test messages
shall not terminate this mode.

DECT equipment utilizing only the connectionless services shall not limit the number of successive transmissions.

12.4 LOOPBACK_ DATA
12.4.0 General

Loopback isthat process by which data received in one slot is used to compose the data to be transmitted in the next
half-frame. The sequence of the bits and their values as transmitted by the IUT isidentical with the sequence of the bits
and their values as received by the IUT.

For DECT equipment capable of setting up abearer, the IUT shall have a bearer existing before this message can be
executed by the IUT. If no bearer exists when the test message is transmitted by the tester, the IUT shall ignore this

message.

DECT equipment utilizing only A-field transmissions shall |oopback bits a, 4 to a7 of the A-field. The IUT shall not
[imit the number of successive transmissions.

DECT equipment capable of B-field transmission shall loopback bits by to b, for half-dot (j=80) implementations or
bits by to by for full-slot implementations. Equipment supporting both half-slot (j=80) and full-slot operation shall
loopback bits by, to by, 4. Equipment supporting long-slot (j=640/672) operation shall loopback bits by to bgzge71- The
A-field loopback shall not be used.

DECT equipment capable of transmitting double-slots shall loopback bits by to b,q9. Equipment supporting half-slots
and/or full-dotsin addition to the double-dot shall loopback bits b to b,ge. The A-field loopback shall not be used.

12.4.1 Portable part

The point at which loopback occursinthe MAC of the IUT can be above or below the scrambling functions of the IUT.

If aFORCE_BEARER_HANDOVER message is received after receipt of the LOOPBACK_DATA message, the IUT
shall continue to operate in the loopback mode after execution of the bearer handover procedure. The IUT may transmit
the loopback data on both bearers during execution of its bearer handover procedure. The IUT shall continue to operate
in the loopback mode until receipt of the CLEAR_TEST_MODES or power down of the unit.

12.4.2 Fixed Part
12.4.2.1 IUTs implementing the DECT scrambler

The point of loopback in the MAC of the IUT may occur above and below any scrambling functions of the [UT.
12.4.2.2 IUTs implementing a proprietary scrambler
The point of loopback in the MAC of the IUT shall occur below any scrambling functions of the IUT.

NOTE: "Below" means without passing through the scrambling functions of the IUT.

12.5 DEFEAT_ANTENNA_DIVERSITY

All equipment equipped with antenna diversity shall respond to this message. The antenna selected by this message
shall be used for both receive and transmit. The IUT stays on the selected antenna until a new antenna.is selected or the
"clear test modes' messageis received.

126 NETWORK_TEST

This message is used to invoke testing procedures resident in the network layer. The 32 bit SDU is passed through the
ME SAP to the LLME. No further action is required. All implementations shall recognize the network test message,
however, IUTs not implementing this method to invoke testing procedures shall ignore the network test message.
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12.7 ESCAPE

Proprietary test messages resident in an IUT shall be declared by the manufacturer to the testing authority before testing
may begin. Any transmission of a proprietary test message shall be preceded by the ESCAPE message in the same
transmission. Proprietary test message(s) shall occupy bit positions &, to a,7 of the A-field. All implementations shall
recognize the ESCAPE test message, however, EUTs not implementing proprietary test message(s) shall ignore the
ESCAPE message.

12.8 CLEAR_TEST MODES

The CLEAR_TEST_MODES message isused as a"reset" function. Its purposeisto force the IUT back to the test
standby mode. Receipt of this message shall clear al previously enabled static test modes (including static proprietary
modes) within 16 frames and return the IUT to the test standby mode.

129 CHANGE_MODULATION_SCHEME

On receipt of the CHANGE_MODULATION_SCHEME message the IUT shall switch to the requested modulation
schemeiif this requested modulation scheme is supported by the IUT. The message can be received by the IUT in
test-standby-mode after setup of a bearer using 2-level modulation in the A-Field.

ETSI



301 ETSI EN 300 175-3 V2.6.1 (2015-07)

Annex A (normative):
MAC layer timers and constants

A.l Timers and Time Windows

T200=3s:
T201=5s
T202=3s:

T203 = 16 frames:
T204 = 6 multiframes:

T205=10s:

T206 = 10 frames:
T207=5s:
T208=20s:

T209=30s:
T210=2s:
T211=3s

T212 = 20 frames:
T213 = 20 frames:
T214 = 20 frames:
T215 = 6 multiframes:
T216 = 8 multiframes:
T217 =300 ms:
T218=3s:

connection setup timer.

max. time-out for bearer failure.

handover timer/window.

max. time to maintain 2 bearers during handover.
time-out for sending page messages.

max. time between N tailsin frame 0 of a multiframe.

max. respond time for extended system information.
max. time between reception of a correct A-field inidle mode.

max. time between reception of an N+ message in idle mode.

max. time between update of channdl list.

time window for max. N202 channel selections.

connection modification timer.

time to acknowledge a double simplex bearer setup.

time to acknowledge a double simplex bearer release.

C/L uplink service: maximum time to search for adummy or connectionless bearer.
interval for max. N203 C/L uplink transmissions.

max. time for a PP to resynchronize in idle locked state.

MAC C-plane switching timer.

32 kbit/s to 64 kbit/s switching timer.

A.2 Constants

A.2.0 General constants

N200 = 10:
N201 = 15:
N202 = 10:
N203 = 6:
N204 = 5:
N205 = 6:
N206 = 12:
N207 = 4:

max. humber of MAC setup reattempts during connection setup.

max. number of handover reattemptsin T202 s.

max. number of channel selectionsin T210 s.

max number of C/L uplink transmissionsin any interval of T215 multiframes.
max number of MAC C-plane switching attempts.

max number of MAC U-plane switching attempts.

max. number of frequency replacement requests.

max. number of frequency replacement confirms or grants.
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N208 = 64: minimum start val ue of multiframe countdown for "no-emission” mode
(value 64 corresponds to a duration = 10,24s).
N209 = 16: minimum number of multiframes with "countdown stopped” transmissions for
"no-emission” mode.
N210 = 256: number of frames with DummyPointer transmissions for "no-emission” mode.
N211 = 16: number of frames with DummyRequest transmissions for "no-emission” mode.
A.2.1 Constants for the ULE channel selection algorithms
a=0: fixed, not random component, of the backoff equation B
c=2 base of the exponential term in the backoff equation A
Nmax = - maximum exponent in the exponential term in the backoff equation A

Parameter b shall be given by the application profile, which may define it as a constant, or as a dynamic parameter,
providing the rules for its setting.
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Annex B (informative):
Construction of the CRC polynomial and error detecting
performance

The factorization of the polynomial g(x) resultsin:
o g(x)=M7(13)(x) x M7(29)(x) x (x + 1)%
e 202611 =203x 253 x (3)2 (octal).

M70)(x) denotes the minimal polynomial of ol where o is the primitive element of G(27) used in Appendix C of
Peterson and Weldon "Error correcting codes’ [i.3].

The product of M-(13)(x) x M/{29)(x) resultsin a generator polynomial for a primitive binary (127, 113) BCH code with
minimum Hamming distance of 5. Multiplying this polynomia with (x + 1)2 gives the generator polynomial g(x). For
different data block lengths n the minimum Hamming distance d,;;,, for the (m, n) block code generated with g(x) is
givenintable B.1.

Table B.1
dpmin m=n+16
6 17 to 128
4 129 to 254
2 > 255

The polynomial g(x) has the minimum number of non zero coefficients for codes with d,;, = 6.
For 17 < m < 128 the resulting (m, n) block code provides the following error detection properties:
e  detect all odd number of errors;
. any error pattern with less than 6 errors; and

. any error-burst up to length 16.

Because aBCH codeisincluded, up to double error correcting may be applied.
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Annex C (informative):
MAC relationship to other layers

A complete DECT fixed radio termination may contain several independent cells, where each cell contains one
independent physical layer instance (independent radio transceivers).

The MAC layer provides an intermediate level of grouping between these distributed physical layers and the single
(central) instance of the higher layers. Thisintermediate grouping istermed a (MAC) cluster, where one cluster
represents asingle MAC layer instance. A complete FT may thereby contain two levels of hierarchy:

e oneFT may contain multiple independent MAC clusters (MAC layer instances);
. each cluster may control multiple independent PHL cells (physical layer instances).

Central FT elements
(higher layers)

MAC cluster MAC cluster MAC cluster
H ;\ H | | l ;\
PHL PHL PHL | | PHL PHL PHL | | PHL PHL PHL
cell cell cell cell cell cell cell cell cell

NOTE:  The divisions in this picture do not correspond to physical boundaries.

Figure C.1: FT with multiple MAC clusters

The independent lower instances of MAC and PHL are all accessed viaindependent sets of service access points. The
MAC functional groupings correspond to these independent SAPs.

The single instance of MAC cluster control functions relate to the single set of upper SAPs.

The multiple instances of MAC cell site functions relate to the multiple instances of lower SAPs. (Thereis one CSF for
each PHL cell belonging to the cluster).
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Annex D (informative):
Synchronization

The MAC layer, in combination with the physical layer provides synchronization between fixed radio termination and
portable radio terminations. In all cases, the FT is the timing master, and a PT is always required to synchronize to an
FT before it can obtain service.

Three types of synchronization are defined:
e  dot synchronization; refer to ETSI EN 300 175-2 [2];
. frame synchronization; refer to ETSI EN 300 175-2 [2];
. multiframe synchronization; refer to clause 4.2.3.

Synchronization of a PT is achieved and maintained by the reception of physical packets by the physical layer for any
active dots. This provides the first level of timing. A small number of messages are then used in the Q logical channel
to define frame synchronization and multiframe synchronization relative to this slot timing. This process is defined in
clause 6.2.2.1.

The FT transmissions are required to be frame and multi-frame synchronized at all RFPsin any one cluster. It is
required that this synchronization is maintained across a complete fixed radio termination.

At the PT, successful synchronization isrequired for the PT to "lock” to the transmissions of an FT. A PT can exist in
one of three synchronization states at the MAC layer:

1) Unlocked: the PT is not synchronized to any RFP,

2) Lock_pending: the PT isreceiving RFP transmissions, but has not yet obtained frame and/or multiframe
synchronization;

3) Locked: the PT has achieved frame and multi-frame lock to an RFP.
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Annex E (normative):
Scrambling patterns

Table E.1 liststhefirst 16 bits and the last 2 bits (for both full and half dlots) of the scrambling bit sequence that shall be
used each frame.

The sequence repeats every 8 frames, so the sequence is the same for frames 0 and 8, and for frames 1 and 9, etc.

Table E.1
FRAME NUMBERS
Bit 0 1 2 3 4 5 6 7
number 8|9 1011|1213 |14 |15
by olofofOoOfO]j]O]O]O
b, oloflofofO]O]O]|1
b, 1|1(1]1|]0f0]|0]|1
by 1100 |1f1]0]|1
b, 1|of1]o0|1f0|1]|1
bg olof1f12f0]jO0O]1]0O0
bg 1111021202 f0f0O
b7 1 0 1 1 1 1 0 1
bg 1|1(1]0|0f1]|1]|1
by 1|1f(1|1|1|0|0O]|O
b1o olof1|1|1]|1]|1]1
byy o|1|o|1|0|1]|1]|0O
b, 1|1|1|1|1|1]|0]0O
b3 1{1|o0]|o0|1]|1]|1]1
by, of1|l1]j]0f1|0]11{0O0
b5 1]1]0|l0|1|1|0f1f0O
etc.
b,g 0 of1(0f1 0
b,g olofofof1]1]0]0O0
etc.
bs7 1|of1|1|1f1]0]|1
bs1s 1111 o|l1(1]1
bs1o 1|1 1]1]1
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Annex F (informative):
Seamless handover operation

F.1 | channel data flow for In_minimum_delay service

When two bearers are maintained during bearer handover inan | _minimum delay_service the data transmitted in one
frameis not the same for the two bearers using physical channelsin different time slots. For transmission, the voice
service description in the DLC (see ETSI EN 300 175-4 [4]) (LUL) impliesthat the response onaMAC_CO_DTR-ind
primitiveisaMAC_CO_DATA-req primitive containing the latest octets. Therefore the data depends on the time
instant when the MAC_CO_DTR-ind primitive was sent. To achieve minimum delay the occurrence of this primitive
should depend on the slot number used by a particular physical channel. Thisimpliesthat during a bearer handover two
MAC_CO_DTR-ind primitives are sent in one frame and two MAC_CO_DATA-req primitives are received by the
MBC containing different data for the old and the new bearer. For a handover in which no I bits are to be lost or added

due to the handover, synchronization between MAC and DLC is necessary. It is recommended to synchronize the MAC
and DLC such that the relative offset in data octets for delivering I_segments to bearersin different slot positionsis

givenintablesF.1, F.2 and F.3.

Table F.1: Double slot operation

Slots Octet Slots Octet Slots Octet
(0,12 X+0 (4,16) X+ 16 (8,20) X+ 32
(2,14) X+8 (6,18) X + 24 (10,22) X + 40
NOTE:  The slot numbers correspond to the slots where transmission on a
double slot bearer starts.
Table F.2: Full slot operation
Slots Octet Slots Octet Slots Octet
(0,12 X+0 (4,16) X+ 6 (8,20) X+ 13
(1,13) X+1 (5,17) X+ 8 (9,21) X + 15
(2,14) X+3 (6,18) x + 10 (10,22) X+ 16
(3,15) X+5 (7,19) x+11 (11,23) X+ 18
NOTE:  For half slot operation: no recommendation.
Table F.3: Long slot (j=640) operation
Slots Octet Slots Octet Slots Octet
(0,12 X+0 (4,16) x+13 (8,20) X+ 26
(1,13) X+ 3 (5,17) X + 16 (9,21) X + 30
(2,14) X+6 (6,18) X+ 20 (10,22) X+ 33
(3,15) x+10 (7,19) X + 23
NOTE:  The slot numbers correspond to the slots where transmission on a long
slot (j=640) bearer starts.
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Annex G (normative):
Requirements for PPs with direct PP to PP communication
mode

G.1  Description of operation in direct PP to PP
communication mode

Direct PP to PP communication is a notation for a PP (or CTA) feature that provides ad hoc networking with specific
temporary system ad hoc identities. A PP temporarily switchesinto FT mode to provide direct access to any of the other
PPs of the ad hoc network. There is no regquirement or need to being locked to an RFP. Since no RFP isinvolved in the
communication link, direct PP to PP communication only uses half the spectrum compared to normal calls routed via
RFPs.

Most PPs will be able to operate aso in the normal non-direct communication mode. In this case the direct mode will be
temporary, and all PPsin agroup of PPsintended to communicate in direct communication mode have to be switched
into this mode (manually or by other means), since a PP in non-direct mode can only receive paging information from
the system to which it is locked.

The accessrights class E and related PARK E are reserved for direct communication only, see ETSI EN 300 175-6 [6],
clauses 5.5, 6.1.5 and 6.3.2. The Access Rights Identity (ARI) class E requires an entry via keypad or by other means of
only 5 decimal digitsto provide all identity and subscription data required to form a group of PPsfor direct
communication. The subscriber numbers consist of 2 decimal digits. The use of class E identitiesis normally of
temporary nature and does not contain an ETSI distributed code.

When there is no communication al PPs are active unlocked, no (dummy) bearer transmission exists, and all PPs are
regularly scanning all alocated access channels for a (dummy) bearer transmission with proper Radio Fixed Part
Identity (RFPI).

When a PP wants to initiate a connection, it acts like an RFP, selects aleast interfered channel within the allocated
carriers and starts transmitting a simplex (dummy) bearer with the relevant page message and Q information. The

paged PP shall enter idle locked mode, and shall respond with a bearer setup.

A PP entering RFP mode is allowed to derive over the air slot synchronization from a"non ARl E" DECT system, e.g. a
large office system.

The requirements below allow for two dightly different procedures:
. Alternative 1: where the additions for the RFP mode are minimized; and
e  Alternative 2: where the changesin the PP mode are minimized compared to GAP.

For interoperability the PPs have to conform to a specific interoperability profile (e.g. a PP to PP option in GAP or
DPRS).

G.2 Requirements
G.2.0 General

PPs or CTAs in direct communication mode shall meet the PP requirements for normal non-direct communication with
the amendments defined below.

G.2.1 Setting the PP in direct communications mode

Entering and leaving the direct communications mode shall be made by manual keypad entries or by other means. The
PP shall be set in direct communications mode provided with proper identities. It is proper to use of class E identities
which do not require an ETSI distributed code. The requirements for class E identities are found in ETSI

EN 300 175-6 [6], clauses 5.5, 6.1.5 and 6.3.2.
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When not processing a call, the PP shall be in active unlocked PP state.
G.2.2 Specific Alternative 1 requirements
G.2.2.1 When the PP has not initiated a call

When the PP has not initiated a call, it shall operate as a "non-direct mode" PP starting from the active unlocked PP
state, but with the following amendments:

a) thePP shal in the active unlocked PP state scan al channels on relevant carriers at least every 10 s,

b) thePPisonly alowed to stay inidlelocked state if it is being paged by aninitiating PP (it shall unlock to
detect page messages from other PP);

c) if ARI classE isused, the paged PP shall make the bearer setup attempt on the channel pair where the
initiating PP transmits.

G.2.2.2 When the PP initiates a call

By initiating a call means that the number of the wanted subscriber is entered viathe keypad or by other means, and that
the PP at "off-hook command" shall enter the RFP active idle state, see clause 4.3.

When the PP initiates a call, it shall operate as a ' non-direct mode" RFP starting from the active idle RFP state, with the
following amendments:

a) the 25 ppm PP timer stability requirements apply. See ETSI EN 300 175-2 [2], clause 4.2.2;

b) aPPentering RFP mode is allowed to derive over the air frame and dot synchronization from a DECT system
having "non-class E" identities;

c) thePP shal use FP or PP simplex bearer channel selection rules for the RFP active idle state. See clause 11.4;
d) the page message shall be transmitted in every multiframe aslong asin active idle state;
€) theshort page format shall be used for ARI classE;

f)  the PP shadl revert from active idle RFP state to PP active unlocked state, if a duplex bearer has not been
established within 20 s;

g) thePPisnot required to do receiver scanning for ARI class E in RFP active idle nor active state. See
clause 11.8 and ETS| EN 300 175-6 [6], clause 5.5;

h)  if identities class E are used, the N message will not contain an ETSI distributed code.
See ETSI EN 300 176-1 [10].

G.2.3 Specific Alternative 2 Requirements

The PP shall meet the requirements of clause G.2.2 except for itemsb) and c) in clause G.2.2.1 and item g) in
clause G.2.2.2.

In addition:

a) theinitiating PP is not required to do receiver scanning for ARI class E (see clause 11.8 and
ETSI EN 300 175-6 [6], clause 5.5) in RFP active idle nor active state, if it transmits a blind ot information
indicating that all slots except the dummy bearer timeslot are blind and if it has set bit a,; in the Q3 message to

"1t
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Annex H (normative):
Requirements for FPs with Wireless FT to FT (W-FT2FT)
communication mode

H.1 Introduction

Wireless FT to FT communication (W-FT2FT) isanotation for a FP (or HyP) feature that provides the possibility of
wireless communication between two independent DECT systems served by two different FPs.

The W-FT2FT communication apart of providing direct communication between two FPs can be used implicitly to
provide communication between a PP locked to an FT and another FT and all servicesthat this second FT provides. The
main difference between a WRS and a FP supporting W-FT2FT communication is that the later does not relay calls
rather uses two separate independent calls.

An example of such system configuration is provided on figure H.1.

( N\

Internet

local DECT net 2

ISP server

[0O0000000000)

ISDN

HOME

Figure H.1: W-FT2FT communication

Some exampl es of application of the W-FT2FT communications are systems scenarios where communication between
two subsystems served by different FPs is needed and communication via cableis either impossible or undesirable.
Local separation of DECT networks where an FP isimplemented as part of another communication device (e.g. aPC as
on figure H.1) and another DECT FP is used for providing access to additional services (e.g. Internet as on the

figure H.1) is another example which provides opportunities for implementation cost savings allowing for usage of the
resources of the communication device.

H.2  Description of operation in W-FT2FT communication
mode
A FP that supports W-FT2FT communications shall be capable of:
. supporting the normal FT operation as defined currently in the relevant DECT standards;

. activating a special W-FT2FT mode.
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In W-FT2FT mode the FT shall be capable to:

search for, synchronize and lock to another FT following the rules defined for aPT currently in the DECT
protocol; if necessary re-synchronize with the local NWK;

register (subscribe) to another FT asa PT;

perform with another FT other Mobility management procedures defined for a PT currently in the DECT
protocol, e.g. location registration, ciphering, FT authentication, etc.; in al these procedures the FT that
supports W-FT2FT communication shall behave asa PT;

establish a connection to another FT acting as a PT for the purpose of exchanging user data (i.e. acall);

if connectionless services are to be supported, exchange connectionless information with another FT acting as
a PT and following the rules defined for a PT currently in the DECT protocol.

The W-FT2FT mode has impact only on the FT that implements it and not to any PT that it may serve nor aFT it
communicates with.

When operating in W-FT2FT mode, the FT may use 2 separate DECT protocol stacks each to handle the relevant mode
(one for FT mode and one for PT mode). Alternatively, a unified protocol stack could be used where the differentiation
is made on application level and necessary information is exchanged viathe DECT LLME. A management entity may
handle the dlot allocation and utilization between the MAC and the PHY layers (not visible to the peer, hence not due to
standardi zation).

The DECT LLME entity isresponsible for "switching" an FT between different modes.
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Annex | (normative):
Channel coding and Modulation

Channel coding and Modulation are applied on the data to generate the B-field datain the full dot structure (physical
packet channel P32), the double dot structure (physical packet POOj with j=80) and the half-dot structure (physical
packet PO8j) providing high data bit rate per channel Ra(K, L, M, N).

Useful bitsissued from the data source are encoded, punctured (leading to a specific adaptive code rate r) and mapped
within the B-Field. The overal transmission chain including multiplex functionsis shownin figurel.1.

The Encoder isintended to mitigate deep fading effects that damage the B-field data transmission. Burst errors during
the transmission affect both useful bits and parity bits (see clause |.1.2.2). Decoding processing leads to an improved
decision on transmitted useful bits. Turbo decoding (see annex J) integrated in an iterative processing loop ensures an
efficient and adaptive decoding processing fit to the propagation channel constraints and the desired bit rate target and
QoS to the service transmission.

The Puncturing combined with several modulation level schemes alows alarge available bit rate range (see table 1.2)
for each propagation scenario (see table 1.1). The adaptive bit rate implementation is adjusted in regards with the
concerned propagation scenario and the B-field data framing. Puncturing gives an efficient mapping of encoded bits
within every symboal. It is defined in such away that parity bits and net bits are arranged in a specific way within the
symbols (see clause |.2.2).

The bit mapping is compliant with the B-field mapping (B-MAP) implementation (see clause 6.2.1.3) conducting to
P00, P32, PO0j and P80 physical packet channel formats (see ETSI EN 300 175-2 [2]).

o5
B-field 25 —
=]
Encoder B-MAP B-Field M E -é
— p/s | |Puncturing Binary U] D-MAP | g
7 :OCTfl N = Interleaving | | x > ]
(Annex 1.1) 1= (Annex 1.2) | (Annex 1.4) s
£ =
. -}
B-field source » Z-MAP 5 s _8
8| D E >
X-field 8| |E T
M 5
3l lu <
A-MAP §%)
EE— P X
. c
A-field o 5
&
| _§ L,
=
— » S-MAP > %
Sfield - (I
h

Figure I.1: B-field Channel Encoding scheme

.1 Channel coding
.L1.0  General

Channel coding is applied on the data to form B-field data. Turbo channel encoding combined with puncturing conducts
to the B-field map defined in the clause 6.2.1.3. Various net bit rates are proposed for each propagation scenario from
selected adaptive code rate set-ups (with puncturing schemes) and appropriate modulation schemes (see table 6.1).
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The implemented channel coding is based on the Turbo Code Principle that provides the most outstanding performance
over selective propagation channels. A parallel turbo-code structure, in compliance with a data framing, has been
chosen and is called FOCTC (Frame Oriented Convolutional Turbo-code, see[i.5]).

The turbo-decoding processing benefits from an optimized inner interleaver and efficiently exploits the extrinsic
information in the decoding processing (see annex J).

1.1.1  The parallel Turbo Code Principle

The Turbo Code concept introduced by Berrou (see[i.4] and [i.5]) resultsin two parallel-concatenated convolutional
codes where the same information sequence is fed into 2 codersin different ways. The information sequence is directly
fed to the encoder 1 (COD1, figure 1.2) while an interleaved version is sent to the encoder 2 (COD2, figure1.2). The
resulting encoder generates a systematic code with a code rate rg;,=1/3. The classic parallel - concatenated Turbo Code

Encoder structure is shown in figurel.2.

d Xk
copt | vp

|
cob2 |—— vz

Figure 1.2: Classic parallel - concatenated Turbo Code Encoder structure

Main benefits of this structure result in the decoding processing as described in annex J.

1.1.2  The FOCTC implementation
[.L1.2.1 The FOCTC concept

The FOCTC concept (see[i.5]) isan adaptation of parallel-concatenated convolutional codes to a burst mode

transmission with a block size set to K which isa multiple of the constraint length M' of the basic encoder (COD1 and
COD2). The principle consists in using a single Recursive Convolutional Encoder instead of two encoders and forcing
the state of the encoder to zero at the end of each burst. This assumption is obtained by using a code with components

which divide a polynomial R(D)=1+ D"

The information sequence with aK size and the interleaved version of the same sequence are alternatively sent to the
Recursive Channel Encoder (COD1 isidentical to COD2). The input bit X ; of the information sequence D composed
of K bitsis fed to the FOCTC structure and generates a sub-block of 3 bits Xi’Ykl va2 where X ; corresponds to the
initial bit at the input of the encoder at thetimek, Yklisthe parity bit issued from the COD1 and Yk2 isthe parity bit
issued from the interleaved bit Xl; that has been fed to the encoder COD2. The resulted encoded bits are composed of
K series of 3 bits {XE,Yl ,Ykz}.

In order to maintain the state of the encoder to zero at the end of each burst (D sequence):

. The block size K of the input sequence is a multiple of M' where M' is the constraint length of the Recursive
Channel Encoder (COD1, COD2).

e  Theencoder hasto befirst initialized at state zero at the beginning of each burst.
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. Theinner interleaver shall follow the rule, that each interleaved bit d'(k) has to be delayed by a multiple of the
constraint length M* of the encoder, meaning that:

K=n-M
dK=d(lk) k={0,.K-1}
. (Equation I.1)
with:
[(k)=k+mk)-M'
I(k) is a bijective function, thus we have:
0<I(k)=mk)-M+k<K -1 Vke {0,..K -1} (Equation 1.2)

Where m(k) is an integer element in the Zspace. Theinner algorithm is detailed in the clause 1.1.2.3.

[.1.2.2 The FOCTC structure and the component code

The FOCTC coder structure is composed of two identical Recursive Convolutional Encoder (RCE) in aturbo coding
structure.

Each encoder component is a 16-state encoder with a code rate set to r = 1/2. Associated generator polynomials are
g0 =370 and g1 = 250 in octal format (see figure1.3).

d (in ——>D> T l —

Y
»
“\V

\ 4
X

A

> Y
Figure 1.3: Recursive Systematic Convolutional (RSC) code

The generator polynomialsin a binary representation are expressed as follows:

QD)=D*+D*+D?+D+1 (Equation | 3)
GID) = D*+D%+1 (Equation 1.4)
Gl={g? 63, 62 ot o° = (10101) (Equation .6
The binary input is d(k).

The encoder has two binary outputs:

X (k) =d(k) (Equation 1.7)
M .

Y(K) = Z gl x a(k -i) (Equation 1.8)

i=0
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M
a(k) = d(k) @ Z gd x a(k-j) (Equation 1.9)
j=1

Where M corresponds to the size of memory elements (M' = M + 1 isthe constraint length of the encoder).

In aFOCTC turbo coding structure, the RCE encodes two information sequences: the first one corresponds to the input
sequence X, the second oneis an interleaved version of this sequence denoted as X'. The sequence sizeisK. K shall be
amultiple of the constraint length M" of the RCE encoder.

M'=5 (Equation 1.10)

The corresponding structure is shown in figure 1.4.

d (k) >W > ‘DJ_D?
\ 4
AL
\ »
Inner > Y
interleaving
d'(k)
—D DJ'D'
Y
»( N
>
> vy

Figure 1.4: FOCTC structure

Let assume that K is the size of the binary information sequence. The binary input is:

d,d,d,,d,...d. , (Equation 1.11)
The output of the FOCTC is composed of three bitstreams.
Xor X1 X5 s Xgee e X4,
Yor Y1, Y21 Y3+ Y (Equation 1.12)

yb’yl’yé’yé““YKA
Where x(k) isidentical to d(k)

y(k) isgiven by:

M
y(9 =Y gixa(k-i) (Equation .13)
i=0
M .
a(k)=d(k)® ) g xa(k- ) (Equation 1.14)
j=1
and y'(k) is given by:
M .
y'(k) =Y i xa(k-i) (Equation 1.15)

i=0
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M
a(k)=d'()® > gl xak- ) (Equation 1.16)
j=1

The basic FOCTC encoder works on data blocks that are multiple of M' bits The decoding processing is based on Max
log MAP agorithm (see[i.6]) and metrics are beforehand quantized upon 12 bits.

Theinner interleaver has to keep up the constraints (1.1) and (1.2) meaning that each interleaved bit is delayed by a
multiple of the constraint length M' of the Recursive Convolutional Encoder. Under this constraint, interleaving
algorithm isimplemented in a pseudo random way with ablock size K, which isamultiple of M". The block size K of
each configuration is adjusted to the B-field size of the corresponding physical packet format Pxx. The equation (1.17)
gives the relation between K, B-field size, the code rate r and the modulation level L = 2™M.

K =B - field — size-r = Number — of — data — symbol — per — physical — packet Px-m-r
x=1{80,32}
m: number of bits per data— symbol

(Equation 1.17)

r:global code rateof theB - field encoded data (table 1.2)

The code rate r and the modulation level 2™ (m: number of bits per B-field data symbol) applied to theinitial data
sequence constituted with useful bitsis firstly adjusted to:

. The desired net bit rate range of the concerned Physical Packet format Pxx.
e  The propagation characteristics and the corresponding propagation scenario (see table 1.1).
e  Thedesired B-field data size (B=K/r) in compliance with the Physical Packet format.

These two (r and m) parameters are refined to provide the most outstanding performance for each propagation scenario.
Following these constraints, the interleaving rule imposing that K isa multiple of M' (constraint length of the encoder)
for the FOCTC is not always fulfilled.

For the Physical Packet format P80, the interleaving rules given by the equations (1.1) and (1.2) are always fulfilled
(seetable1.2). For the P32 and POQj physical packet formats, the interleaving rule imposing that the block sizeisa
multiple of M" is not fulfilled for afew configurations (see table 1.2) It requires an adaptation of the size of the
interleaved sequence which is explained in the clause 1.1.2.4.

[.L1.2.3 The FOCTC Inner interleaving algorithm

The FOCTC structure is a self-terminating trellis scheme without additional tail bits which imposes that the block size
K of theinner interleaving is a multiple of the constraint length M' of the encoder (equation I.1). This clause defines the
inner interleaving algorithm that respects inner interleaving constraint (equation 1.1). The clause1.1.2.4 provides an
adaptation of the inner interleaving pattern when the block size is different fromK =p x M".

The inner interleaving algorithm is based on Prime Relative interleaving algorithms which generates the interleaving
pattern along a generic way.

Let assume that k is the position of the bit b(k) within the useful sequence D at the input of the inner interleaving and D'
the inner interleaving pattern at the output of the interleaving. The Inner interleaving algorithm defines a new position
of the bit b in the sequence that is determinated by (k) meaning that:

b(k)=b(1(k)) (Equation 1.17a)

where b'(k) isinterleaved bit at the position k in the sequence D'. b'(k) corresponds to the initial bit b(l(k)) positioned at
I(k) intheinitial sequence D at the input of the interleaving.

b(k) b'(K)=b(I (K))

Sequence D

Sequence D'

Figure L.5: Inner interleaving rule principle
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The interleaver reads data from the input sequence and writes to the output sequence D' the interleaved bit.

Letting [X ], denotesthe X modulo K arithmetic, the simple RP interleaver is defined by:

| (k) =[s+kplx k={0...K-1}

I (k+D) -1 (K)]=1{p.(K - p)}

(Equation 1.18)

Where p and K are relative prime. K corresponds to the initial sequence size D and pisadjustedtop=M'+1=6. The
value s corresponds to an offset that isset to s=0.

Thus, the RP interleaver is a generic interleaving which is completely defined by the choice of p. The choice of pis
imposed by the constraint length of the recursive encoder in the turbo-code structure FOCTC. The dispersion of the
interleaver which corresponds to the difference of initial position index between adjacent interleaved bits (see
equation 1.18) is defined by 2 values. p is the most frequent value otherwise, the dispersion Al(k) is given by K-p.

For any block size K multiple of M', the RP interleaver with p = M' + 1 = 6 fulfils the inner interleaving constraint
imposed by the FOCTC turbo-code structure (equation 1.1). In the next clause, we define a procedure to generate
appropriate inner interleaving patternsin case of block size which is not a multiple of M'.

1.1.2.4 FOCTC Inner interleaving size adaptation to all Physical Packet
Formats

The FOCTC structure is a self-terminating trellis scheme without additional tail bits which imposes that the block size
K of theinner interleaving is a multiple of the constraint length M' of the encoder (equation I.1). For some
configurations of the full-slot and half-dot structures this constraint is not fulfilled, as the block size of encoded bits
after puncturing isimposed by the B-field data framing.

In order to maintain the interleaving rule 1.1 and 1.2, the input sequence D is extended with (K ,o,-K) "0" at the
beginning of the sequence in a such away that K o, isamultiple of M.

Knew > K

Equation 1.19a
D (Eq )

Studies from the ENST-Brest prove that the performance is enhanced if the block size K isamultiple of 2 M', meaning
that n hasto be a even-number.

Thus, the basic sequence length K is extended to Ko, and the (Ko, -K) bits set to "0" are added to the initial
sequence. The new sequence Do, is fed to the encoder RCE supplying the parity bits Y o, Thefirst (Ko, -K) bitsare
punctured.

On this new sequence D, the interleaving constraint rules are applied in asuch away that the first (K o,~K) bitsare
not interleaved in order to further puncturing the resulted encoded bits Y (k) and Y'(k) after RCE encoding processing.

Thus the new interleaving rule for the new block size Knew is given by:
Knew=n-M"
d'(k)=d(k) k={0,..(Knay—K)-1
d'(k) =d(1'(K)) k={(Knaw = K)srrer Kpaw =1}
with
1'(K) = (Knaw = K) + 1 (K = (Knaw = K)With k = {(Kpey = K)eees Knaw =1}
I (k) =[s+ p-klx

for k={0,..., Knew-K-1}.

(Equation 1.19b)

. I'(k) isanidentity function.

For the k-values ranged from k={ KoK, ....K oy 1}:
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. I'(K) is deduced from the RP interleaver procedure explained in the previous clause with k={0,...K-1}
conducting to I (k).

. I'(k) is then simply obtained from a sum of I(k) and an offset (K,o,-K) (equation 1.19b).

Figure I.6 illustrates the inner interleaving size adaptation processing.
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Figure 1.6: Inner Interleaving size adaptation of the FOCTC structure

The output of the FOCTC structure is ordered as follow:
X(K) y(K) y'(K)x(k+1) y(k+D y'(k+D,.x(k+p) y(k+p) y(k+p) (Equationl.19c)

The sequence composed of 3K bitsis punctured (see clause 1.2.2) to process B-field mapping.

.2 Adaptive coding and Modulation Embodiment
1.2.0  General

A combined adaptive coding and modulation is performed in order to fit the adaptive code rater =K/B (K: useful bit
block size before encoding) and the block-size of encoded bit B:

° to the time-dot structure;
. to the modulation level;
. to the propagation channel characteristics; and

. to the services.

ETSI



319 ETSI EN 300 175-3 V2.6.1 (2015-07)

Various adaptive code rates are performed by puncturing the turbo mother code having a code rate ry;, = 1/3. Puncturing

patterns are associated to the bit-mapping which specifies the bit position of various punctured bits X,Y,Y" within
successive symbols. This repartition conducts to a periodic bit-mapping pattern. The bit-mapping pattern is built under
congtraints defined by Siaud (see[i.7]). Figure |.6 shows the coding process whereby the following equations apply:

B=K/r (Equation 1.20)
e r: Adaptive coderate.

. K: Block size of the useful bit at the encoder input; Size of the inner interleaving matrix in the FOCTC
encoder.

. B: B-field; Block size of the encoded bits at the encoder output.

K »  Coding with K=3"K Puncturing | B ,
rix=1/3 with 1’
- Codin ith th B
g process with the
Adaptive code rate r

Figure I.7: Adaptive code rate r

1.2.1  Adaptive code rates
.2.1.0 General

Table 1.1 provides 6 propagation scenarios in indoor and outdoor environments. The propagation scenarios are divided
into three groups under LOS/OLOS/NLOS conditions:

e Group 1: LOS conditions;
e Group 2: OLOS conditions;
e Group 3: NLOS conditions.
For each group two modes are defined distinguishing two distance ranges of the radio link:
e ModeA: distancerange d < 50 m;
e ModeB: 50 m < distance ranged < 100 m.
The resulting propagation scenarios are shown intable|l.1.

Table I.1: Propagation scenarios

LOS OLOS NLOS
Mode A Case 1 Case 3 Case 5
Mode B Case 2 Case 4 Case 6

The net bit rate depends on the modulation scheme, the propagation scenarios and the adaptive code rate. Different
adaptive code rates are proposed in order to provide various net bit rates and to cover different services.

Tables 1.2 to 1.4 define the possible modulation schemes, propagation scenarios, adaptive code rates and the resulting
data net bit rates.

NOTE: The bit rates calculated in the following clauses are based on a symbol rate of 1 152 kSymbol/s. Later

standardization may extend the symbol rate to 3 456 kSymbol/s.
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[.2.1.1 Adaptive code rates for the double slot structure (physical packet
P80)

The B-field mapping shall be in the Encoded Protected format (see clause 6).

The data net bit rate for the physical packet P80 is calculated as shown in equation 1.20a.

K bits 1290t
Datanetbit rateDu useful Bits_ per!:rame: useful Bits_ perSotx Slgts_ perFrame_ Jot X Erame 125K kbps (Equation 1.20a)
FrameDurafon FrameDurafon 0,01s
Frame
Table 1.2: Adaptive code rates for the physical packet P80
Modulation Confi B-field Case 1 Case 2
guration size Adaptive Useful Data net | Adaptive Useful Data net
(bits) code rate bits bit rate Du | code rate bits bit rate Du
r K=Bxr (kbit/s) r K=Bxr (kbit/s)
GMSK, DBSK | 1a,1b 800 1,0 800 960,0 1,0 800 960,0
DQPSK 2, 4a 1600 1,0 1600 1920,0 0,8 1280 1536,0
D8PSK 3,4b 2 400 0,8 1920 2 304,0 0,8 1920 2304,0
16QAM 5 3200 0,8 2560 3072,0 0,8 2560 3072,0
64QAM 6 4 800 0,8 3840 4 608,0 0,75 3 600 4 320,0
Modulation Confi B-field Case 3 Case 4
guration size Adaptive Useful Data net | Adaptive Useful Data net
(bits) code rate bits bit rate Du | code rate bits bit rate Du
r K=Bxr (kbit/s) r K=Bxr (kbit/s)
GMSK, DBSK | 1a,1b 800 1,0 800 960,0 0,8 640 768,0
DQPSK 2,4a 1600 0,8 1280 1536,0 0,75 1200 1440,0
D8PSK 3,4b 2 400 0,8 1920 2 304,0 0,75 1800 2160,0
16QAM 5 3200 0,75 2 400 2880,0 0,6 1920 2304,0
64QAM 6 4800 0,6 23880 3456,0 0,5 2 400 23880,0
Modulation Confi B-field Case 5 Case 6
guration size Adaptive Useful Data net | Adaptive Useful Data net
(bits) code rate bits bit rate Du | code rate bits bit rate Du
r K=Bxr (kbit/s) r K=Bxr (kbit/s)
GMSK, DBSK | 1a,1b 800 0,75 600 720,0 0,75 600 720,0
DQPSK 2,4a 1600 0,6 960 1152,0 0,5 800 960,0
D8PSK 3,4b 2 400 0,6 1440 1728,0 0,5 1200 1440,0
16QAM 5 3200 0,5 1 600 1920,0 0,4 1280 1536,0
64QAM 6 4 800 0,4 1920 2304,0 1/3 1 600 19198
NOTE: For exampleintablel.2, Case 1, Configuration 6, describes: In order to run a 4,6 Mbit/s-servicein a

Case 1 environment, a 64 QAM modulation with an adaptive code rate r = 0,8 should be used.

1.2.1.2  Adaptive code rates for the full slot structure (physical packet P32)
The B-field mapping shall be in the Encoded protected format (see clause 6).
The data net bit rate for the physical packet P32 is calculated as shown in equation 1.21.

Khits  24Sot
usefulBits_ perFrame _ usefulBits_ perSlotx Sots_ perFrame  got x Frame _» 4. k kbos
FrameDuraion FrameDuraion - o001s a
Frame

Datanetbit rateDu = (Equation 1.21)
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Modulation Confi B-field Case 1 Case 2
guration size Adaptive Useful Data net | Adaptive Useful Data net
(bits) code rate bits bit rate Du | code rate bits bit rate Du
r K=Bxr (kbit/s) r K=Bxr (kbit/s)
GMSK, DBSK la, 1b 320 1,0 320 768,0 1,0 320 768,0
DQPSK 2,4a 640 1,0 640 1536,0 0,8 512 1228,8
D8PSK 3,4b 960 0,8 768 1843,2 0,8 768 18432
16QAM 5 1280 0,8 1024 2 457,6 0,8 1024 2 457,6
64QAM 6 1920 0,8 1536 3686,4 0,75 1440 3456,0
Modulation Confi B-field Case 3 Case 4
guration size Adaptive Useful Data net | Adaptive Useful Data net
(bits) code rate bits bit rate Du | code rate bits bit rate Du
r K=Bxr (kbit/s) r K=Bxr (kbit/s)
GMSK, DBSK la, 1b 320 1,0 320 768,0 0,8 256 614,4
DQPSK 2,4a 640 0,8 512 1228,8 0,75 480 1152,0
D8PSK 3,4b 960 0,8 768 1843,2 0,75 720 1728,0
16QAM 5 1280 0,75 960 2 304,0 0,6 768 1843,2
64QAM 6 1920 0,6 1152 2764,8 0,5 960 2304,0
Modulation Confi B-field Case 5 Case 6
guration size Adaptive Useful Data net | Adaptive Useful Data net
(bits) code rate bits bit rate Du | code rate bits bit rate Du
r K=Bxr (kbit/s) r K=Bxr (kbit/s)
GMSK, DBSK 1a, 1b 320 0,75 240 576,0 0,75 240 576,0
DQPSK 2, 4a 640 0,6 384 921,6 0,5 320 768,0
D8PSK 3,4b 960 0,6 576 13824 0,5 480 1152,0
16QAM 5 1280 0,5 640 1536,0 0,4 512 1228,8
640QAM 6 1920 0,4 768 18432 1/3 640 15345

1.2.1.3 Adaptive code rates for the half slot structure (physical packet P0OQj

with j=80)

The B-field mapping shall be in the Encoded protected format (see clause 6).

The data net bit rate for the physical packet PO0j (j=80) is calculated as shown in equation 1.22.

K bits y 4890t
Datanet bit rateDu = useful Bits_ per!:rame: useful Bits_ perSotx Slgts_ perFrame_ dot ~ Frame _ 48 K Kbps (Equation 1.22)
FrameDuration FrameDuration 0,01s
Frame
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Table I.4: Adaptive code rates for the physical packet P0Oj (j=80)

Modulation Confi B-field Case 1 Case 2
guration size  |Adaptive | Useful bits | Datanet | Adaptive Useful Data net
(bits) code K=Bxr bit rate Du | code rate bits bit rate Du
rater (kbit/s) r K=Bxr (kbit/s)
GMSK, DBSK | 1a,1b 80 1,0 80 384,0 1,0 80 384,0
DQPSK 2, 4a 160 1,0 160 768,0 0,8 128 614,4
D8PSK 3,4b 240 0,8 192 921,6 0,8 192 921,6
16QAM 5 320 0,8 256 1228,8 0,8 256 12288
64QAM 6 480 0,8 384 1843,2 0,75 360 1728,0
Modulation Confi B-field Case 3 Case 4
guration size  |Adaptive | Useful bits | Datanet | Adaptive Useful Data net
(bits) code K=Bxr bit rate Du | code rate bits bit rate Du
rate r (kbit/s) r K=Bxr (kbit/s)
GMSK, DBSK | 1a, 1b 80 1,0 80 384,0 0,8 64 307,2
DQPSK 2, 4a 160 0,8 128 614,4 0,75 120 576,0
D8PSK 3,4b 240 0,8 192 921,6 0,75 180 864,0
16QAM 5 320 0,75 240 1152,0 0,6 192 921,6
64QAM 6 480 0,6 288 13824 0,5 240 1152,0
Modulation Confi B-field Case 5 Case 6
guration size  |Adaptive | Useful bits | Datanet | Adaptive Useful Data net
(bits) code K=Bxr bit rate Du | code rate bits bit rate Du
rate r (kbit/s) r K=Bxr (kbit/s)
GMSK, DBSK | 1a,1b 80 0,75 60 288,0 0,75 60 288,0
DQPSK 2,4a 160 0,6 96 460,8 0,5 80 384,0
D8PSK 3,4b 240 0,6 144 691,2 0,5 144 576,0
16QAM 5 320 0,5 160 768,0 0,4 128 614.,4
64QAM 6 480 0,4 192 921,6 1/3 160 767,2
NOTE: Thedatanet bit rate for double, full and half slot structure may also be calculated as shown in

equation 1.23. The following abbreviations apply:

Ds.Symbol rate set to 1 152 kSymbol/s (could be set to 3 456 kSymbol/s for further standardization)
K: Number of useful bits per time slot

NB: Number of B field bits

N: Number of bits per time slot

r:  Adaptive code rate.

Ds _ NBfield _bits_ per _time_slotxr «

DatanethbitrateDu = K x—— - = : -
Nbits_ per _time_dot Nbits_ per time_dot

Ds (Equation 1.23)

1.2.2  Puncturing patterns

Puncturing patterns have to be defined for each adaptive code rate defined in tables 1.2 to 1.4. Puncturing is defined
from a mother code rate set to ry;, = 1/3 (see clause 1.1.1) and is dimensioned upon the modulation level as described by
Siaud (see[i.7]). The optimized puncturing is defined for the different B-field mappings, giving the positions of
encoded bits X,Y,Y" in successive symbols.

The code rate r=1/3 = 0,333 does not require any puncturing.

Encoded bits are located in each symbol under a specific bit-mapping pattern. Useful bits are with priority set as M SB,
while parity bits are set as LSB. The key feature of the puncturing pattern consists of building the puncturing matrix in
respect with this rule, depending on both modulation and punctured adaptive code rate. Thisrule conductsto a
bit-mapping pattern which is derived from puncturing.
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Table I.5: Puncturing patterns for each adaptive code rate and its modulation

Puncturing pattern leading to bit-mapping pattern

Adaptive Modulation encoded Number Index of punctured bits i={1,...,N}
Code Rater block length of
N (bits) punctures

GMSK, DBPSK,

0,8 DQPSK, D8PSK, 24 14 {3,5,8,9,11, 12, 14, 15, 17, 18, 20, 21, 23, 24}
16QAM, 64Q0AM
GMSK, BPSK,

0,75 DQPSK, D8PSK, 27 15 {3,5,8,9, 11,12, 14, 15, 17, 18, 20, 21, 23, 26, 27}
16QAM, 64QAM
GMSK, DBPSK,

0,6 DOPSK, 160AM 36 16 {3,5,8,9,11, 12, 15, 17, 21, 24, 26, 27, 29, 30, 32, 35}

0,6 D8PSK, 64QAM 36 16 {3,5,8,9, 12,15, 17, 20, 21, 24, 26, 27, 29, 30, 32, 36}
GMSK, DBPSK,

0,5 DQPSK, D8PSK, 6 2 {3, 5}
16QAM, 64QAM
GMSK, DBPSK,

0,4 DQPSK, D8PSK, 12 2 {5, 12}
16QAM, 64Q0AM

1.2.3  Channel Capacity for the B-field map configurations
1.2.3.0 General

The channel capacity for the physical packet P80, P32 and POQj (j=80) is calculated as shown in equation (1.24).

K bits y 1S90t
useful Bits_ perFrame _ useful Bits_ perSotx Sots_ perFrame_ dot ~ Frame _ 04 x K Kbps

FrameDuraion FrameDuraion 0,01s
Frame

(Equation 1.24)

Channel capacityl =

1.2.3.1 Double Slot Structure
The B-field mapping shall be in the Encoded protected format (see clause 6).

Table 1.6: Adaptive code rates for the physical packet P80

Modulation Confi B-field Case 1l Case 2
guration | size Adaptive | Useful bits Channel Adaptive Useful Channel
(bits) | code rate K=Bxr capacity | | code rate bits capacity |
r (kbit/s) r K=Bxr (kbit/s)
GMSK, 1la, 1b 800 1,0 800 80,0 1,0 800 80,0
DBSK
DQPSK 2,4a 1600 1,0 1600 160,0 0,8 1280 128,0
D8PSK 3,4b 2400 0,8 1920 192,0 0,8 1920 192,0
16QAM 5 3200 0,8 2 560 256,0 0,8 2 560 256,0
64QAM 6 4800 0,8 3840 384,0 0,75 3600 360,0
Modulation Confi B-field Case 3 Case 4
guration | size Adaptive | Useful bits Channel Adaptive Useful Channel
(bits) | code rate K=Bxr capacity | | code rate bits capacity |
r (kbit/s) r K=Bxr (kbit/s)
GMSK, la, 1b 800 1,0 800 80,0 0,8 640 64,0
DBSK
DQPSK 2,4a 1600 0,8 1280 128,0 0,75 1200 120,0
D8PSK 3,4b 2 400 0,8 1920 192,0 0,75 1800 180,0
16QAM 5 3200 0,75 2400 240,0 0,6 1920 192,0
64QAM 6 4800 0,6 2880 288,0 0,5 2400 240,0
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Modulation Confi B-field Case 5 Case 6
guration | size Adaptive | Useful bits Channel Adaptive Useful Channel
(bits) | code rate K=Bxr capacity | | code rate bits capacity |
r (kbit/s) r K=Bxr (kbit/s)
GMSK, 1la, 1b 800 0,75 600 60,0 0,75 600 60,0
DBSK
DQPSK 2, 4a 1600 0,6 960 96,0 0,5 800 80,0
D8PSK 3,4b 2400 0,6 1440 144,0 0,5 1200 120,0
16QAM 5 3200 0,5 1600 160,0 0,4 1280 128,0
64QAM 6 4800 0,4 1920 192,0 1/3 1600 160,0
1.2.3.2  Full Slot Structure
The B-field mapping shall be in the Encoded protected format (see clause 6).
Table 1.7: Adaptive code rates for the physical packet P32
Modulation Confi B-field Case 1 Case 2
guration size Adaptive Useful Channel Adaptive Useful Channel
(bits) |code rate bits capacity | | code rate bits capacity |
r K=Bxr (kbit/s) r K=Bxr (kbit/s)
GMSK, DBSK | 1a,1b 320 1,0 320 32,0 1,0 320 32,0
DQPSK 2,4a 640 1,0 640 64,0 0,8 512 51,2
D8PSK 3,4b 960 0,8 768 76,8 0,8 768 76,8
16QAM 5 1280 0,8 1024 102,4 0,8 1024 102,4
640QAM 6 1920 0,8 1536 153,6 0,75 1440 144,0
Modulation Confi B-field Case 3 Case 4
guration size Adaptive Useful Channel Adaptive Useful Channel
(bits) |code rate bits capacity | | code rate bits capacity |
r K=Bxr (kbit/s) r K=Bxr (kbit/s)
GMSK, DBSK | 1a, 1b 320 1,0 320 32,0 0,8 256 25,6
DQPSK 2, 4a 640 0,8 512 51,2 0,75 480 48,0
D8PSK 3,4b 960 0,8 768 76,8 0,75 720 72,0
16QAM 5 1280 0,75 960 96,0 0,6 768 76,8
64QAM 6 1920 0,6 1152 115,2 0,5 960 96,0
Modulation Confi B-field Case 5 Case 6
guration size Adaptive Useful Channel Adaptive Useful Channel
(bits) |code rate bits capacity | | code rate bits capacity |
r K=Bxr (kbit/s) r K=Bxr (kbit/s)
GMSK, DBSK la, 1b 320 0,75 240 24,0 0,75 240 24,0
DQPSK 2,4a 640 0,6 384 38,4 0,5 320 32,0
D8PSK 3,4b 960 0,6 576 57,6 0,5 480 48,0
16QAM 5 1280 0,5 640 64,0 0,4 512 51,2
64QAM 6 1920 04 768 76,8 1/3 640 64,0
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Table 1.8
Modulation Confi B-field Case 1 Case 2
guration size Adaptive Useful Channel | Adaptive Useful Channel
(bits) |code rate bits capacity | | code rate bits capacity |
r K=Bxr (kbit/s) r K=Bxr (kbit/s)
GMSK, DBSK | 1a,1b 80 1,0 80 8,0 1,0 80 8,0
DQPSK 2, 4a 160 1,0 160 16,0 0,8 128 12,8
D8PSK 3,4b 240 0,8 192 19,2 0,8 192 19,2
16QAM 5 320 0,8 256 25,6 0,8 256 25,6
64QAM 6 480 0,8 384 38,4 0,75 360 36,0
Modulation Confi B-field Case 3 Case 4
guration size Adaptive Useful Channel | Adaptive Useful Channel
(bits) |coderate bits capacity | | code rate bits capacity |
r K=Bxr (kbit/s) r K=Bxr (kbit/s)
GMSK, DBSK | 1a, 1b 80 1 8,0 8,0 0,8 64 6,4
DQPSK 2, 4a 160 0,8 128 12,8 0,75 120 12,0
D8PSK 3,4b 240 0,8 192 19,2 0,75 180 18,0
16QAM 5 320 0,75 240 24,0 0,6 192 19,2
64QAM 6 480 0,6 288 28,8 0,5 240 24,0
Modulation Confi B-field Case 5 Case 6
guration size Adaptive Useful Channel | Adaptive Useful Channel
(bits) code rate bits capacity | | code rate bits capacity |
r K=Bxr (kbit/s) r K=Bxr (kbit/s)
GMSK, DBSK | 1a,1b 80 0,75 60 6,0 0,75 60 6,0
DQPSK 2,4a 160 0,6 96 9,6 0,5 80 8,0
D8PSK 3,4b 240 0,6 144 14,4 0,5 120 12,0
16QAM 5 320 0,5 160 16,0 0,4 128 12,8
64QAM 6 480 0,4 192 19,2 1/3 160 16,0
1.3 Change Modulation Scheme

All bearers of aMAC connection shall aways be setup using the default modul ation scheme.
The modulation type modification shall be handled as described in clause 10.3.4.

Each modulation type isidentified in the attributes T_Req message by its slot type, modulation level and adaptive code
rate.

.4

1.4.1  General description

The block interleaving algorithm L (k) denoted Turbo-Like interleaver ([i.9]) is ageneric algebraic algorithm applied to
protected B-field encoded bits described for the physical packet formats (P32, P80 and POQj with j=80) detailed in
clause 6.2.1.3.2. Interleaving is applied after the channel coding and puncturing described in clauses|.1 and 1.2.2
respectively. The turbo-Like interleaver is completely determined with 4 interleaving parameters { K,p,q,j} whereK is
the block interleaving size and { p,q,j} areintegers providing the desired interleaving patterns associated with K.

B-Field Binary Interleaving

The block interleaver has an iterative structure found out with the parameter (j) associated with the iteration. An
illustration of the structure is given on the figure 1.7a. The elementary interleaver module | (k) integrated in the iterative
loop is expressed thanks to 2 algebraic functions (LO,p and Ll,p,q) characterized with 2 inputs and one output. I nterleaver

parameters {K,p,q,j} are adjusted to the modulation level and B-field block sizes in compliance with the Physical
Packet formats.

The proposed binary interleaving algorithm has several fundamental properties.
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Firgt, it is characterized by an iterative structure similar as the turbo based transmitter structure composed of two
parallel inputs and a single output. One of the input is fed with theinitial binary index position of the input S sequence
and the second one is fed with the interleaving output of the previousiteration. The interleaving iteration (j) may
contribute to a modification of the interleaving spreading and interleaving patterns (clause 1.4.2).

X(K) —— L(K) L Y(K=X(L(K)

v
l"
-

(i1) : Lop

Figure I.7a: The interleaving turbo structure principle

Secondly, the Turbo-Like interleaver controls the interleaving spreading in an algebraic way in order to generate
appropriate interleaving patterns in accordance with a multi-level interleaving spreading maximization criterion. The
interleaving spreading denoted AL (S), isthe minimum distance between sample indexes separated by s-1 samples at the

interleaving output with AL(S) = O(I}(/liKn_lﬂ L(k+s)-L(k )|} . Multi-level interleaving spreading maximization is very

applied to optimise the distance between adjacent bits within every symbol and between adjacent symbols|[i.9].
Interleaving spreading isillustrated on the figure 1.8.

Thirdly, the algorithm keeps unchanged an elementary partitioning pattern formed with p virtual data streams where p
is one parameter of the interleaver. Preserving a binary elementary partitioning pattern means that interleaved bits keep
unchanged the p data stream ordering within every binary elementary partitioning pattern after the interleaving
processing. Interleaving is then compatible with special multi-stream multiplexing. The i-th bit after the interleaving
processing is still associated to the i-th data stream in the elementary partitioning pattern composed of p bits. The
algorithm is equivalent to a multi-parallel interleaving al gorithm composed of p interleaversthat is performed using

L (k) on asingle stream with alower complexity implementation. This property is mathematically translated by the
equation (1.25) and illustrated on figure |.8:

|(j)(k)—kZQ|()>< Pp. (Equation 1.25)
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P 1 ] ‘

XDO Xo—l XDXD+1 XZD—lqu X1+me2+pm X3+pm "Xp(m+1)-l R
| l

l [ |

p-1 X p - X 2p-1 X 2p X pm X 1+me 2+pm X 3+pm - X p(m+1)-1

X(K) Y (K)=X(L(K))

Virtual stream# 1 Stream #1

. ma o
Interleaving i 9‘
L) = 1 D)L

. . P> i
Y |

—
DO

......... Y(K)

Figure 1.8: The equivalent multi-stream interleaving processing

1.4.2  Mathematical Description
1.4.2.0 General

The interleaving algorithm L(K) = | g()] (K) is described by 4 parameters:

. an integer parameter p setting the elementary partitioning size;
. an integer parameter g modifying the interleaving spreading;
e theblocsizeK;

. theiteration (j) of the algorithm modifying the interleaving spreading.

1.4.2.1 L(k) Expression

142 (k) isbased on an interleaving function L (k), built on aserial combination of two algebraic functions LQp and Ll,p,q,
characterized by two inputs and one output. Inputs of the function Lop are fed with the input index position and the
feedback of the previous iteration of the algorithm, 1 § ¥ (k) , whilefunction L, , , is fed with the incremental k (position
index of samplesO, 1, ....K-1) and the output of the function LO,p associated with the current iteration.

Ly and L, functions are expressed, for j=1, asfollow:
Lo, (K)=[-k—k-p],, k={0...K-1}
LK) = L pq(K)=[ K= p+k+q-p- LM(|<)]K (Equation 1.26)
I (K) :[K - p+k+q-p-[-k-kp], JK

The operation [X] isthe X modulo-K arithmetic operation, i.e. the rest of the division of X by K where K isthe B-field
size composed on encoded punctured bits as detailed in the clause 1.2.3.
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The interleaving algorithm expressed for the iteration j=2 as:
L0 =[ k= p-1,,(0) ],
12 (k) = [K - p+k+p-q: Lﬁf)p(k)]K (Equation 1.27)
12,09 =] K=p+k+p-q-[~k=p-1,,09] |
The extension to the j-th iteration is given by:
Loa(k) = [~k = p- 1L (k) ],
100(k)=[K = p+k+g-p-Ly(K)], (Equation 1.28)

12() = K= pk+a-p-[-k=p-145(k) ] ]|
1.4.2.2 Interleaving Spreading AL(S) Expression

The interleaving spreading AL(S)= Olylllrgﬂ L(k+s)—L( k)|} between samples separated with s-1 samples corresponds
to lowest absolute value of the dispersion R, (s,k)=L(k+s)-L(k) andthefunctionk —|R,(sk)| When k variesfrom
0to K-1. Anillustration is given on the figure I.9.

DDE(DK%DDDDDDDDDDDE(DO%D
: ‘ Y(k)= X(L(k
o (k)= X(L(k))
k'=L () ﬂ
‘ DDDDDDDDDDDDQDDDDDDD L(k): li)jq)(k)
W0k ke |

Y (K)=X(L(K))

Figure 1.9: Interleaving spreading definition and notations

AL (s) may be algebraically calculated using the algebraic expression of L(k). We use it to select optimized interleaving
parameters associated with the interleaving block L(k) with asize K.

ETSI



329 ETSI EN 300 175-3 V2.6.1 (2015-07)

The interleaving spreading for the first iteration (j=1) isgivenby 4| (s):

P (s)=1,(k+s)-1,.(k),

A,41,,(s)=Min{|P, () .K~|P, ()]}

|M(k)=[K— p+k+q-p[-k- p-k)]K]K

Ipvq(k+s):[K —p+k+s+q-p-[—(k+s)- p~(k+s))]K]K
P.o(s)=s-[q-p-s(p+1)],

(Equation 1.29)

A,1..(s)=Min s—[a-p-s(2e ). | (Equation 1.30)
K —[s-[a-p-s(1+ p)]k ||

For theiteration j, we have:
— 1 _ 1)
P oa(8)=1,5(k+s)—1/(k)

P pa(8)=5=[ap(5+ PPy S))}K (Equation 1.31)

o 142(8)=Min||P o (K KAP, oK)}
[s=[a- p(s+ PP ypa(s) |

det 15q(s)=Min
ff K _|s_[q. p(s+p- F)j—l,p,q(s))]K|

(Equation 1.32)

These algebraic functions are used to select the most outstanding binary interleaving parameters of each K-size binary
interleaving block using the algorithm L (k) (equation 1.26, 1.27, 1.28). Selected parameters { p,q,j} correspond to an
interleaving spreading maximization within every symbols and between symbols as detailed in the clause 1.4.3.

1.4.3  B-field binary interleaving parameters
1.4.3.0 General

Interleaving processing applied after channel coding (see clause 1.1) is applied to encoded protected formats as detailed
inthe clause 6.2.1.3.2.

For each B-Field mapping and Physical Packet formats, this section provides the most outstanding interleaving
parameters providing an efficient B-field map interleaving pattern increasing both interleaving within every symbol
(s=1) and between adjacent symbols (s=m) with m corresponding to the number of bits per symbol. The corresponding

interleaving spreading AL (s) between adjacent bits and bits separated by s-1 bits associated are given in tables 1.9 to
[.11.

The constraint of the interleaver imposes that the interleaving block size K is multiple of the parameter p supplying the
bit elementary partitioning pattern size.

1.4.3.1 Physical packet Format P80 (double slot structure)

Interleaving parameters and interleaving spreading for the Physical packet Format P80 configurations are indicated in
thetable|.9.
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Table 1.9: Interleaving parameters and interleaving spreading for the Physical packet Format P80

Optimised
B-field mapping Interleaving Interleaving
parameters Interleaving Spreading parameters

Configuration {p.a.j)

B-field size K | s=m p q AL(s=1) AL(m)

GMSK, DBPSK 800 1 |10 2 219 219 {10,2,1}
DQPSK 1600 2 [ 20| 2 761 722 {20,2,3}
D8PSK 2 400 3 |15 | 2 479 963 {15,2,1}
16-QAM 3200 4 | 20| 2 839 956 {20,2,3}
64-QAM 4 800 6 | 60| 2 2281 1686 {60,2,3}

1.4.3.2 Physical packet Format P32 (full slot structure)

Interleaving parameters and interleaving spreading for the Physical packet Format P32 configurations are indicated in
the table1.10.

Table 1.10: Interleaving parameters and interleaving spreading for the Physical packet Format P32

Interleaving
B-field mapping Interleaving parameters |Iinterleaving Spreading parameters
Configuration {p.a.)
B-field size K s=m p q AL(s=1) AL(m)

GMSK, DBPSK 320 1 20 2 121 121 {20,2,1}
DQPSK 640 2 30 2 159 318 {80,2,1}
16-QAM 1280 4 40 2 561 324 {40,2,3}
64-QAM 1920 6 240 2 479 954 {240,2,1}

1.4.3.3 Physical packet Format P0Oj with j=80 (Half-Slot structure)

Interleaving parameters and interleaving spreading for the Physical packet Format POOj with j=80 are indicated in the
tablel.11.

Table I.11: Interleaving parameters and interleaving spreading for the Physical packet Format POQj

with j=80

Interleaving

B-field mapping Interleaving parameters |Interleaving Spreading parameters
Configuration B-field size K | s=m p q Al(s=1) Al(m) {p.q.)
GMSK, DBPSK 80 1 20 2 39 39 {20,2,1}
DQPSK 160 2 20 2 39 78 {20,2,1}
D8PSK 240 3 60 2 119 117 {60,2,1}
16-QAM 320 4 20 2 121 156 {20,2,1}
64-QAM 480 6 60 2 119 234 {60,2,1}

Theinterleaving parameters and interleaving spreading for the Physical packet Format POOj with j values other that j=80
arefor further study.
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Annex J (informative):
Channel decoding
The decoder 2 uses the extrinsic information issued from the decoder 1 to decode encoded bits Y 2 sent to decoder 2

input. An iterative processing of this basic concept significantly improves the performance. The Turbo Code Decoder
structureis shown in figure J.1.

? ................... -
DEC1 >_
%

DEC2

ki

Figure J.1: Turbo Code Decoder structure
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Annex K (informative):
Additional information on MAC messages

K.1 Historic use of some MAC service codes

MAC Service codes (defined in clause 7.2.5.3.8, table 7.32) were reviewed in 2008 and some codes were re-allocated in
order to allow future expansion. The definition of the codes until revision V2.1.1 of the present document was as

follows.
Table K.1
Ser type/Max life | Service type
Ay | 8y7 |8z |8y (83 |83y
0 0 0 0 0 0 |ly_minimum_delay
0 0 1 0 0 0 |lynormal_delay
0 1 0 0 0 0 |lp_error_detection
0 1 1 L L L |lp, MAC modulo-2 error correction
1 0 0 0 0 0 |unknown
1 0 1 0 0 | 0 |Cchannel only
1 1 0 0 0 0 IPQ_error_detection
1 1 1 L L L IF,Q MAC modulo 2 error correction
0 0 0 0 |0 |1 [lpencoded protected
All other values reserved
L = Maximum lifetime, see table 7.32a

NOTE: Thereisno difference for GAP (ETSI EN 300 444 [i.8]) compliant products
(code "000000" = I,,_minimum_delay (l,) remains unchanged).
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Annex M (informative):
Change history

The following table presents main changes from a published version to the next version (published or to be published).

Subject/Comment Old | New
The enhancement of the DECT base standard to support higher data rates includes the 16 QAM/64 161 |1.7.1
QAM modulation option and the Channel Coding based on the Turbo Code Principle.
No changes - just compatible versions alignment with the other parts. 171 (181
Qt message added to indicate transmission information; some minor editorials. 1.81 |1.9.1
New Generation DECT: A major revision of the DECT base standard introducing wideband speech, 191 (211
improved data services, new slot types and other technical enhancements.
New E+U mux mode and I, channel; New Listening for setup modes; New functionality in M channel 211 |2.21

messages: MAC resume page, GF channel and Null; New ECN change procedure. New procedure for
"no-emission" mode. Reviewed descriptions for: Bearer setup procedures; MAC MOD-2 | channel
operation; I and |_error_detect operation; Advanced > basic connection change procedure; Service
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