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1 Scope

The present document describes the architecture and information flows for Stage 2 of Cordless Terminal Mobility
(CTM) phase 2, and is based on the service description for CTM phase 2.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

» References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

» For a specific reference, subsequent revisions do not apply.
» For a non-specific reference, the latest version applies.

« A non-specific reference to an ETS shall also be taken to refer to later versions published as an EN with the same

number.

[1] EN 300 175-5: "Digital Enhanced Cordless Telecommunications (DECT); Common Interface (Cl);
Part 5: Network (NWK) layer".

[2] EN 300 824: "Digital Enhanced Cordless Telecommunications (DECT); Cordless Terminal
Mobility (CTM); CTM Access Profile (CAP)".

[3] EN 301 273: "Cordless Terminal Mobility (CTM); Phase 2; Service description".

[4] EG 201 096: "Intelligent Network (IN); Cordless Terminal Mobility (CTM); IN architecture and
functionality for the support of CTM".

[5] EN 300 745-1: "Integrated Services Digital Network (ISDN); Message Waiting Indication (MWI)
supplementary service; Digital Subscriber Signalling System No. one (DSS1) protocol; Part 1:
Protocol specification".

[6] EN 300 196-1: "Integrated Services Digital Network (ISDN); Generic functional protocol for the
support of supplementary services; Digital Subscriber Signalling System No. one (DSS1) protocol;
Part 1: Protocol specification”.

[7] EN 300 444: "Digital Enhanced Cordless Telecommunications (DECT);Generic Access Profile
(GAP)".

[8] EN 300 175: "Digital Enhanced Cordless Telecommunications (DECT); Common Interface (CI)".

ETSI



7 ETSI Draft EG 201 696 V1.1.1 (1999-06)

3 Abbreviations
For the purposes of the present document, the following abbreviations apply:
CAP CTM Access Profile
CCF Call Control Function
Cl Common Interface
CPH Call Party Handling
Cs1 Compatibility Set 1
CSs2 Compatibility Set 2
CS3 Compatibility Set 3
Cs4 Compatibility Set 4
CT™M Cordless Terminal Mobility
DECT Digital Enhanced Cordless Telecommunications
DSS1 Digital Subscriber Signalling System No. one
FT1 File Transfer 1
FT2 File Transfer 2
GAP Generic Access Profile
IN Intelligent Network
ISDN Integrated Services Digital Network
MWI Message Waiting Indication
PT Parallel Transmission
SSF1 Service Switching Function 1
SSF2 Service Switching Function 2
4 Mobility management (core features)
4.1 Handover

This clause presents functional architecture and information flows in order to carry out external handover in the network
based on the external handover procedures as defined in EN 300 175-5 [1] and EN 300 824 [2].

The handover candidate indication and retrieval proceduags not described in the present document since it is
assumed that the candidates for handover are provided to the Portable as described in the CAP procedures handover
candidate indication, applied to call control messages during call establishment, or handover candidate retrieval.

The handover reference indication and retrieval proceduags not described in the present document since it is
assumed that the 'network parameter' including the handover reference is provided to the Portable by the SCF as
described in the CAP procedures handover reference indication, applied to call control messages during call
establishment, or handover reference retrieval.

These information flows are CAP compliant which means that the messages used and the order in which they are used
are compliant to the CAP.

Handover from one network to another is outside the scope of phase 2 of the CTM service (see EN 301 273 [3]).

All the messages whose backgrounds are grey are generic messages that need to be detailed in a protocol study.

ETSI
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41.1 Reference Architecture

When the handset moves within the same network there can be various handover scenarios that are represented below.

SDF1 SDF2

SCF1

SC

SSF/CCF SSF/CCFz

TR

| Scenario 3 /T\| Scenario 2 Scenano 1

1

FT5 FTe

Figure 1: Handover scenarios

* Scenario 1 (Handover betweenj/nd FTE): this is inter-switch handover with the SSF/CCF connected to
different SCF/SDF.

» Scenario 2 (Handover betweenj/ahd FE): this is inter-switch handover with both SSF/CCF connected to the
same SCF/SDF.

» Scenario 3 (Handover between;Fahd FT): this is intra-switch handover.

These scenarios are the basis for further study in the definition of requirements on IN CS3 and CS4. In the following
subclauses, some descriptions are proposed for these scenarios, using more or less the mobility management service
logic SCFmm (retrospectively for cases 1 & 2). They provide high level views and principles for the main steps for
handover controlled by IN. However, from a stage 3 point of view, IN CS2 may not be sufficient; new functionalities,
parameters or operations may be needed. They may be standardized in IN CS3 (for example through Call Party
Handling (CPH) or IN CS4 (mobility procedures).

ETSI
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4.1.2 Scenario 1 - Inter-switch handover

4.1.2.1 Functional architecture - case 1

The following architecture is used to describe inter-switch handover:

Legho

CCF/SSF, CCF/SSF,

Leg2 Leg3

|i PT v

Figure 2: Inter-switch handover functional architecture

The PT involved in a call with a called/calling party (third party) moves from FT1 to FT2.

The leg between CCF/SSF1 and called/calling party is Legl, the leg between FT1 and the CCF/SSF1 is Leg2, the leg
between CCF/SSF1 and CCF/SSF2 is Legho and the leg between CCF/SSF2 and FT2 is Leg3.

It is assumed that the call control is always maintained by thE"S@&t is associated to the switch where the user was
roaming at the call set-up (SEB), In fact this SCE™ is the only SCE™ that "knows" of the user and has all the
information related to the call (e.g. if it is an incoming or outgoing call, the charging information, possible
supplementary services activated by the user,...).

ETSI
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4.1.2.2 Handover execution procedure - case 1
The PP sends the CC-SETUP message containing all the information needed for the hdihéogfne, upon

receiving the CC_SETUP message from the PT, FT2 routes the call towards the CCF/SSF2 it is connected to. Then the
CCF/SSF 2 triggers to the SEE.

PT FTy SCF™ | | CCFISSF, FT2 SSF/CCF, SCF™?2
) @ ® ® @ Q) ®

100 : CC_|SETUP(IPUI,Ext_HO,network parameter )
400 : SETUP(IPUI,Ext_HO, nefwork parameter)
r 500 : Handover Request(CC-SETUP) .
4
600 : Info for Handover(Ho num, IPUI, CC-SETUP)
800 : Info for ho ack(Honum)
801 : Create Leg [leg-ho]
>
4 . .
300 : IAM(Ho num) 501 : HO leg establishing
»
502 : ACM/ANS v
301 : create legho ack
createleghoac 801 : Info for Handover Ack(CC_CONNECT, DCK, Cipher Info)
>
601: Connect
<4
401 :(CC_CONNECT 503 : Cgnnect (Establish speech channel with FT-2)
<
Ciphering may be initiatied by PT
101 : CC_CONNECT| ACK ’l 402 : Connect (Speech Chaprtel Established)
4 504 : create leg3 .
»
Ciphering may be initiatied by SCFmm
602 : Speech channel Established (CC-CONNECT ACK)
802 : Separate Legi and
leg2 and join leg1 an® legho
| |
803 : Release I@‘
| |
0Old connection release |

Figure 3: Information flows for inter-switch handover with handover number

ETSI
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Table 1. Message commentary - case 1

Msg Remarks

100 The PT sends a CC_SETUP message to the FT2, with the Basic Service = Ext_Ho and the Network
parameter including the HO_Reference and data field. In this data field could be contained a number
identifying the SSF/CCFL1.

400 The FT2, relays the SETUP message to the CCF/SSF 2.

500 The CCF/SSF2 recognizes an outgoing call request from a CTM user and triggers the SCFmm2.

600 The SCFmm2 recognizes an handover request and as the user is in an inter-switch handover, does not
check if the user is registered in its SDFmm but uses the Handover_Reference information to relay the
handover request to the SCFmm1. The information sent to the SCFmm1 includes the IPUI, all the data
sent by the PT in the CC-SETUP message and an Handover Number that the SCFmm2 retrieves from

itself to be used by the SCFmmL to establish the handover speech channel towards the SSF/CCF2.

800 The SCFmm1 uses the handover information to request the CCF/SSF1 to establish a new leg (using the
Handover Number) towards the CCF/SSF2.

300 The CCF/SSF1 sends the IAM message to the CCF/SSF2 using the Handover Number to route the call.

501 The CCF/SSF recognizes, based on the Handover Number, that the incoming leg is associated to the
handover request and notifies this to the SCFmm2.

502 The SSF/SSF2 sends an address_complete message to SSF/CCF1 indicating that the connection has
been established.

301 The CCF/SSF1 notifies the SCFmmL1 that the speech channel for handover has been established.

801 The SCFmm1 sends information for handover_ack message to SCFmm2. This message should include
the CC-CONNECT message to be sent to the mobile and DCK and cipher information known by the
SCFmmL. If the old connection was ciphered also the new connection shall be ciphered.

601 The SCFmm2 orders the SSF/CCF to create a speech channel with the PT through the FT2.

503 The SSF/CCF2 sends a connect indication for the speech channel establishment to the FT2.

401 The FT2 sends a CC-CONNECT message to the PT to indicate the completion of the connection through
the network (establishing speech channel). PT may start the Ciphering Procedure.

101 The PT acknowledges the speech channel establishment by sending a CC_CONNECT_ACK to the FT2.

402 The FT2 sends this acknowledgement to the CCF/SSF 2.

502 The SSF/CCF2 sends this acknowledgement to the SCFmm2. SCFmm may start the Ciphering
Procedure.

602 The SCFmm2 orders the CCF/SSF2 to continue the call processing. A ciphering procedure (if required)
may start now. It can be initiated either by the PT or by the SCFmm2.

802 The SCFmm1 orders the CCF/SSF1 to join Legl and Legho.

803 The SCFmm1 orders the CCF/SSF1 to release the connection on Leg?2.

NOTE:  When the External Handover procedure is completed in compliance with CAP specification (EN 300 824 [2])
the PP performs a new Location Registration to the FT2. As a Location Registration implies the cancellation
of user profile data in the SCFmm1 and the user profile data updating in the SCFmm2, this operation can
cause some problems (e.g. release of the call). In order to avoid the problem, the Location Registration
Request should be delayed until the call has been released (before sending of CC-RELEASE or CC-
RELEASE COMPLETE.

ETSI
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4123 Functional architecture - case 2

Although not completely stable in ITU-T, the general principles for inter-switch handover foR0RIT are
summarized below:

- an anchor approach is used;

- the SSFis enhanced to include the handover control function (this needs confirmation but it seems that the split
SSF/SCFmm is not used for handover in IMT-2000);

- the handover initiation starts from the current base station (and not the new one as in DECT).

This clause proposes a new and simplified description for CTM scenario 1 (inter-switch handover) that uses as little as
possible the « new » SCFmm (the SCFmm1 controls the handover as the anchor); the check of the service profile is
added.

The functional architecture and Information Flows for handover could be as follows:

scFmm1 SCFmm2

legl @ legho GS@

@ FT2

Figure 4: Handover functional architecture - case 2

ETSI



4.1.2.4

10

11

12

13

14

15

16

17

18

19

20

21

22

GD

13

ETSI Draft EG 201 696 V1.1.1 (1999-06)

Handover execution procedure - case 2

HO

move

merge

SCFmm1 SCFsl/SDFsl SCFmm2

Handover reque

¢
setup (C

st (CTMId, Ext_H

<

Co

<

nnect legho_ack

di

C_setup(CTMId

, Ext_HO,

GG

ntwk paramet

TMId,Ext_HO,n

O, ntwk parame

twk param

ter)

CC_conne
E—

CC_Conn
%

Connect
d
IAM (CTMId, Ext_HO
<
| request (CTMId, Ext_HO)
>
Search / HIRequest
7
Seafch Result / HIResponse
~
split leg2
call segment (legho)
<
call segment (legl&legho)
continue
CON -
e
setup
_ connect
ANS

eter)

ct

p

ect-ack

Ciphering may be initiated here

connect leg2

release

Figure 5: Handover execution procedure - case 2
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Table 2: Message commentary - case 2

Msg Remarks

1 The PT sends a CC_SETUP message to the FT2, with the Basic Service = Ext_Ho and the Network
parameter including the HO_Reference and data field. In this data field could be contained a number
identifying the SCFmm1.
2 The FT2 relays the SETUP message to the CCF/SSF2.
3 The CCF/SSF2 recognizes an outgoing call request from a CTM user and triggers the SCFmm?2.
4 The SCFmm2 recognizes an inter-switch handover, does not check if the user is registered in its SDFmm
but indicates the SSF1 that is to be contacted.
NOTE: The need for flows 3 and 4 needs further consideration. Indeed, the SSF2 may be able to directly contact
the SSF1, thanks to the network parameter (to be defined).

5 The CCF/SSF2 sends an IAM to the SSF1 for handover processing.

6 The SSF1 triggers the SCFmm (the triggering criteria could be Ext HO parameter).
7-8 The SCFmm1 queries the service profile in order to check the handover rights.

9 The SCFmm1 asks the SSF1 to split the leg towards the FT1.

10-11 The SCFmm1 asks the SSF1 to link legl and legho.
12-13 The SCFmm1 sends a Continue, relayed by the CCF/SSF1 to the CCF/SSF2.

19 Upon reception of the connect acknowledgement, the SSF1 triggers the SCFmm1 to notify that the
speech channel for handover has been established. At that time, ciphering may be processed.
21-22 The SCFmmlorders CCF/SSF1 to disconnect the leg.

NOTE: This scenario may not be optimal, although more in line with 200 (a single anchor). Indeed,
between "split leg2" and "merge call segment", the call may be suspended (during a short time but
suspended however). This requires further study.

4.1.3 Scenario 2 - Inter-switch handover

4131 Functional architecture - case 1

The following architecture is used to describe inter-switch handover:

SSF/CCF, SSF/CCF,

iPT v

Figure 6: inter-switch handover functional architecture

The PT involved in a call with a third party moves from FT1 to FT2. These FTs are connected to two different SSFs but

these ones remain controlled by the same SCF.

The leg between SSF and third party is Leg1, leg between FT1 and the first SSF is Leg2, leg between FT2 and the first

SSF is Leg3.

We assume in the following procedures that the call and service controls are kept by the first SSF. This allows linking of

handover between switches without any risk of tromboning and always with the possibility to provide services.

ETSI
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4.1.3.2 Handover execution procedure - case 1

In this situation, all the handover parameters (handover reference and handover candidate) are given to the PT when it is
connected to the SSF/CCF1.

When the PT asks the new FT (FT2) for external handover procedure, the SCF, after HO_Reference retrieval, will be
able to know that the corresponding call has been establish on another switch and then, in order to have only one call
control point, re-route the handover request to the right SSF.

Therefore, upon receiving the CC_SETUP message from the PT, the FT2 routes the calls towards the SSF it is
connected to. The SSF then triggers the SCF (the DP should be the Ext_Ho parameter in the Setup message).

PT FT, CCF/SSF, FT2 SSFICCh SCFho
) () ® @ ) (6)

100: [CC_SETUP(IPUI,Ext_HO,network parameter )

400: SETUP(IPUILExt_H®, network parameter)

)
4

500: Handover Request(CC-SETUP)

600: Info for ho ack(Honum)

|
601: Create Leg [leg-ho]

300: IAM(Ho num 501 : HO leg establishing

502: ACM/ANS

301: create legho ack

602: Connect

Mo1l: CC_CONNECT 503: Gonnect (Establish speech channel with FT-2)

<
<

Ciphering may be initiated by PT
1d1: CC_CONNECT_ACK 402: Connect (Speech Chgnnel Established)

N

'y

504: create leg3

Ciphering may be initiated by SCFmm

603: Separate Legl and leg2 and join legl and legho

604: Release leg2
|

Old connection release

Figure 7: Information flows for inter-switch handover with handover number
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Table 3: Handover excecution procedure - case 1

Msg Remarks

100 | The PT sends a CC_SETUP message, with the Ext_Ho parameter to the FT2 including the
HO_Reference.

400 | The FT2, upon analysing the CC_SETUP message relays it to the SSF2.

500 | The SSF2 triggers the SCFho.

600 | The SCF upon analysing the HO_Request recognize that the SSF2 that has invoked service logic is not
the first visited SSF in the call. The SCFho sends the handover (routeing) humber to the SSF1.

601 | The SCFho asks the SSF1 create Leg [legho]to the SSF2.

300 | The first visited SSF sends an IAM containing the handover number to the SSF2.

502 | The SSF2 acknowledges.

301 | The SSF1 sends an acknowledgement to the SCFho.

602 | The SCF issues the connect instrruction to the SSF/CCF2.

503 | The SSF/CCF2 sends a CONNECT message to the FT2.

401 | FT2. connects to the PT.

401 |The FT2 sends a CC_CONNECT message to the PT, establishing speech channel.

101 | The PT acknowledges the speech channel establishment by sending a CC_CONNECT_ACK to the FT2.

402 | The FT2 sends this acknowledgement to the SSF...

504 | The SSF/CCF2 sends a create leg3 request.

6703 | The SCF asks the SSF to separate the 2 first legs involved in the call and to join legl and leg3.

604 | The SCF sends a disconnect message to SSF/CCFL1.
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Handover execution procedure - case 2

SCFsl/SDFsl SCFho

¢
setup (C

st (CTMId, Ext_H

Connect
d
IAM (CTMId, Ext_HO)
<
HO_request (CTMId, Ext_HO)
Search / HIRequest
Search Result / HIRgsponse
7
_ split leg2
N
move call segment (legho)
N
_ merge call segment (legl&legho)
X
continue
<
CON -
e
setup
_ connect
ANS

C_setup(CTMId

f12)

, Ext_HO,

ntwk paramet

TMId,Ext_HO,n

O, ntwk parame

twk param

ter)

CC_conne
E—

CC_Conn
%

A

Connect legho_ack

N,
>

eter)

ct

p

ect-ack

Ciphering may be initiated here

disconnect |

eg2

Figure 7A

ETSI



18 ETSI Draft EG 201 696 V1.1.1 (1999-06)

Table 4: Handover excecution procedure - case 2

Msg Remarks

1 The PT sends a CC_SETUP message to the FT2, with the Basic Service = Ext_Ho and the Network
parameter including the HO_Reference and data field. In this data field could be contained a number
identifying the SCFho.

The FT2 relays the SETUP message to the CCF/SSF2.

The CCF/SSF2 recognizes an outgoing call request from a CTM user and triggers the SCFho.

The CCF/SSF2 sends an IAM to the SSF1 for handover processing.

2
3
4 The SCFho recognizes an inter-switch handover and the SSF1 that is to be contacted.
5
6

The SSF1 triggers the SCFho (the triggering criteria could be Ext HO parameter).

7-8 The SCFho queries the service profile in order to check the handover rights.

9 The SCFho asks the SSF1 to split the leg towards the FT1.

10-11 The SCFho asks the SSF1 to link legl and legho.

12-13 The SCFho sends a Continue, relayed by the CCF/SSF1 to the CCF/SSF2.

19 Upon reception of the connect acknowledgment, the SSF1 triggers the SCFho to notify that the speech
channel for handover has been established. At that time, ciphering may be processed.

21-22 The SCFho orders CCF/SSF1 to disconnect leg2.

4.1.4 Scenario 3 - Intra-switch handover

4141 Functional architecture

The following architecture will be used for the description of intra-switch handover.

CCF/SSF

Figure 8: intra-switch handover functional architecture
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4.1.4.2 Handover execution procedure

FT-1 PT FT-2 CCFISSF SCFmm
()] @ ® 4 ©)

Handover request procedure

200 : CC-SETUP B00 : Setup(IPUI, Ext_HO, netyork parameter)

40q : Request Handover(CC_SETP)

500 : CreateLeg

[Leg3= FP-2]
401 : Connect(Establish speech channel)
301 : CC-CONNECT
Ciphering may be initiated by the PT
|

201 : CC-CONNECT-ACK 302 : ConnectionActive(Speech channel Established)
d|

Ciphering may be initiated by the SCFmm

402 : Speech Channel
Established

501 : Separate leg1 and
leg2 and join leg1 and leg3

ry

403 : leg1 and leg3 joined

Old Connection Release procedure

404 : Release 502 : release leg2

100 : CC-RELEASE

202 : CC-RELEASE-COM

101 : Release Complete

| 405 : leg2 released

Figure 9: Information flows for intra-switch handover

Table 5: Intra-switch handover - messages

Msg Remarks

200 | The PT sends a CC-SETUP message to the FT2 including Basic Service= Ext_Ho and Network
Parameter accordingly to the CAP specification.

300 | The FT2 relays the SETUP message to the CCF/SSF, including the Network parameter containing the
EXT_HO_Reference and additional data field.

400 | the CCF/SSF recognizes an outgoing call request from the CTM user and triggers the SCFmm.

500 | The SCFmm recognizes an inter switch handover request and asks the CCF/SSF to create a speech
channel with the FT2 and the PT in order to inform the PT that the handover request has been accepted.

401 | The CCF/SSF sends a CONNECT message to the FT2 for the speech channel establishment.

301 | The FT2 sends a CC_CONNECT message to the PT in order to establish radio speech channel. PT may
start the Ciphering Procedure.

201 | The PT acknowledges the speech channel establishment with the CC-CONNECT-ACK to the FT2.

302 | This acknowledgement is relayed from the FT2 to the CCF/SSF.

402 | The CCF/SSF informs the SCFmm of speech channel establishment. The SCFmm may start the Cipher
Procedure.

501 | The SCFmm asks the CCF/SSF 1 to separate legl and leg2 and to join legl and leg3.

403 | The CCF/SSF acknowledges the separation and the join.

502 | The SCFmm asks the CCF/SSF 1 to release the call with FT1.

404 | The CCF/SSF sends a disconnect message to FT1.

100 |FT1 sends a CC_RELEASE message to the PT.

202 | The PT acknowledges this release with a CC-RELEASE-COMPLETE.

101 | The FT1 sends a Release Complete to the CCF/SSF.

405 | The CCF/SSF informs the SCFmm that leg2 has been released.
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4.2 Enhanced Location Registration

The periodic location registration is an enhancement of the CTM phase 1 location registration procedure as described in
EG 201 096 [4].

Additional information indicating the duration of the registration is added in the location registration result towards the
Portable. This duration parameter is optional and has some impact protocols (IN and DSS1+). The default value for this
duration may be set via TMN which is outside the scope of the present document.

According to the location registration initiation rules as described in EN 301 273 [3], the Portable will periodically start
the location registration procedure upon expiry of the time limits indicated in the duration information. In addition, the
Portable will start the location registration procedure after losing synchronization with the system for the time defined by
the lock limits indicated in the duration information.

4.2.1 Location registration when the user is already registered in the
SDFmm

SCUAF @ SCF,, SDF,y

1 | CTM Location Req}(CTM ID, FT_address,|old_LA, new_LA)

2 Location Update R»eq(CTM ID, FT_address, old_LA, new_LA)
3 Search(CTMID)

'
4 iearch Result(FT_address old)

5 | Authentication may ¢ccur at that point.

6 Modinyntry(CTME FT_address, new_LA)
7 ModifyEntry Result

<€
8 ;ocation Update Re$(OK, duration)

9 <CTM Location Res(OK, duration)
DATA DELETION PROCEDURE (case 1)

10 :ocation Update Reg(not OK)

11 < CTM Location Res(not OK)

NOTE: Data deletion in the same mm area may start in parallel with data modification.

Figure 10: Location registration when the user is already registered in the SDFmm
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Table 6: Location registration messages

Msg Remarks
1 SCUAF detects the location registration message and sends a (call unrelated) message to the CUSF
including the CTMid of the PT and the FT address.
2 On recognition of a CTM request, CUSF sends a call unrelated Location Update Request message to the
SCFmm, including the CTMid of the PT and the FT address.
3,4 | SCFmm checks if the PT is correctly registered in SDFmm in a Search request including CTMid. On the
figure above, the PT is correctly registered and the old FT address is returned in the Search operation.
5 Authentication may occur at this stage. If authentication takes place and it is unsuccessful, go to 10. Data
deletion procedure may also start at this stage and can be performed in parallel with data modification.
6,7 | SCFmm stores the CTMid and the FT address in SDFmm with an Modify Entry message.
8,9 | SCFmm sends back the location registration confirmation to SCUAF via CUSF and the duration allowed
for registration on the FT. At the same time Data Deletion procedure may start.
4.2.2 Location registration when the user is not already registered in the

SDFmm (SCF-SCF)

New Msited Network

scuaAr ) (C cUSE @ spFmm ) ( SDFs!

Home Netwotl Visitéd Network

SCFsl SDFsl @

1 CTM loc. Re;q. (CTMid, FT address, old_LA, new LA) '
2 Location update request. (CTMid, FT address, ald_LA,EneW_LA
3 Search (CTM|d) -
4 Segrch result (unknown) -
5 Seaich (CT Mid) , -
6 Sedrch result (SCFsl home .

Terminal authentication and ciphering procedures ay be started|here

Locatipn update reqyiest(CTMid)

E Search (c! Mid)

9 SearcE result (SCFmm addreps old, ;
Data deletion procedures may be started here

10 é\/lodify gntry(CT Mid, SCmeiaddress
11 E Modify entry flesult E

: 7 .
12 . Location update result{(CT Mnumber) _
13 Add entry(CTMid, FT address, CTMnumber) ] -
14 ‘Add entry resplt - -
15 Lq Sation updatd result (duratign) - -
16 <CT M Loc. Repult (duration) - -

Figure 11: Location registration when the user is not already registered in the SDFmm (SCF-SCF)
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Table 7: Location registration messages (SCF-SCF)

Msg Remarks
1 SCUAF detects the location registration message and sends a call unrelated message to the CUSF
including the CTMid of the PT and the FT address.
2 CUSF sends a call unrelated Update_Location Request message to the SCFmm, including the CTMid of the
PT and the FT address.
3 The SCFmm checks if the PT is already registered in SDFmm in a Search request based on the CTMid.
4 The PT is not already registered in the current SDFmm and a negative result is returned in the Search
operation.
5-6 The SCFmm accesses the SDFsl in the visited network to retrieve the home SCFsl address and the
appropriate information is returned.
7-12 The SCFmm updates the location registration data in home SCFsl. It provides the new SCFmm address.
13-14 | The SCFmm in the visited network stores the CTMid, the FT address and the CTMnumber in SDFmm with
an Add Entry message.
15-16 | SCFmm sends back the location registration confirmation to the PT, including the authorized duration for

that FT.
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4.2.3 Location registration when the user is not already registered in the
SDFmm (SCF-SDF)

home
1 CTMloc. req. (CTMid, FT address,|old_LA, neW_IJA)
E—
2 Locption updife request{(CTMid, FT adfress, old_LA, new_LA)
3 S$earch (C! Mid)
4 Search resultj(unknown)
4+—
5 Search (CTMid)
g
6 Search resujt (SDFsl home jpddress)
Terminal authentication and ciphering may be started here
7 Search (QTMid)
>
8 Search rTsuIt (SDFmm gddress old, CTM Number)
< |
Data deletion procedures may be started here (note)
9 Modify entry (CTMid, SDFmm atlidress new, routjng address)
>
10 Modify gntry result
<
11 Add entry [ (CTMid, KT address, CTM Numbr)
—P
12 Add entry|result
13 Location Update result (duratign)
47.
14 CTM loc. Repult (duratjon)
‘7

NOTE: Data deletion in the old network can start in parallel with data modification in the visited network.

Figure 12: Location registration when the user is not already registered in the SDFmm (SCF-SDF)
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Table 8: Location registration messages (SCF-SDF)

Msg Remarks
1 SCUAF detects the location registration message and sends a call unrelated message to the CUSF
including the CTMid of the PT and the FT address.
2 CUSF sends a call unrelated Update_Location Request message to the SCFmm, including the CTMid of the
PT and the FT address.
3 SCFmm checks if the PT is already registered in SDFmm in a Search request including CTMid.
4 The PT is not already registered in the current SDFmm and a negative result is returned in the Search
operation.
5-6 The SCFmm accesses the SDFsl in the visited network to retrieve the home SDFsl address.

7-8 The SCFmm accesses the SDFsl in the home network to retrieve the SDFmm address of the previous
visited network and the CTM Number.

9-10 The SCFmm updates location registration data in home SDFsl. It inserts the new SDFmm address, if
roaming number method will apply for incoming call. The routeing address is stored instead of the SDFmm
address when the routeing address method is used.

11-12 | SCFmm stores the CTMid, the CTM Number and the FT address in SDFmm with an Add Entry message.

13-14 | SCFmm sends back the location registration confirmation to the PT, including the duration authorized for
that FT.

NOTE: The SCFsl provides the information about the result of the authentication performed (here the authentication
is assumed to be successfully completed).

4.3 Detach

The Portable performs the Detach procedure upon power -down.
Detach is the process whereby a Portable informs the network that it is no longer able to receive incoming calls.

Generic procedures:

According to the GSM approach, replacing:
* VLR with visited domain (SCF/SDF visited);

* HLR with home domain (SCF/SDF home)and in addition to cover both the intra-network and inter-network case
specifying that;

* The visited domain may belong to the home network or a visited network, the textual definition may be applied
to CTM environment and the generic procedures may be represented as following:

Visited Domain/

Start /_ Home Network
or

Visited Network

v
Detach
notification

v
Set detached
flaa

v

Figure 13: Detach procedure

A description is proposed in the figure below: The treatment is carried at the visited level (SCFmm). The CTMid is
marked in the visited SDFmm when the incoming call is using the roaming number method, in the visited SDFmm or the
home SDFsl when the incoming call is using the routeing address method. It is then consistent with GSM and optimized
for call routeing.
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visited network home network

SCUAF CUSF  SCFmm SDFmm | SDFsl
1 Detach req.(CTMid) ‘
2 Detach req. (CTMid) |
—> ‘
3 ModifyEntry (CTMid, detachedi)
—>
4 ModifyEntry (CTMid, detached)
\
5 ModifyEntry result
6 ModifyEntry result |

Figure 14: Information Flows for Detach procedure

Table 9: Detach messages

Msg Remarks

1 SCUAF detects the request for Detach sent by the CTM terminal. It sends a call unrelated
message to the CUSF indicating the CTMid of the PT.

2 CUSF send a call unrelated Detach request to the visited SCFmm, including the CTMid.

3 The SCFmm marks the CTMid in the SDFmm to indicate the new status of the CTM terminal.
4-5 When the routeing number method is used for incoming calls, based on agreements between
operators, the SDFmm can chain the Detach request to the home SDFs| where the CTMid is
marked detached.

6 SCFmm sends back the Detach confirmation to the PT.

4.4  Purge

This service is used between the SCF/SDFmm and the SCF/SDFsl to cause the SCF/SDFsl to mark its data for a CTM
terminal so that any request for routeing information for a mobile terminated call or a mobile terminated short message
will be treated as if the CTM terminal is not reachable. It is invoked when the subscriber record for the CTM terminal is
to be deleted in the SCF/SBE either by MMI interaction or automatically, e.g. because the CTM terminal has been
inactive for several days).
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Visited domain/ -
Home network or Home domain/
Start Visited network [ Home network

Portable record
purged
| > Purge portable
notification |
Set purged
flag

Purge portable
notification OK

\ 4

Start

Figure 15: Purge procedure

visited | home
network ‘ network

|

\
Decisjon for Purge ‘
1 Rem ove Entry (CTMid) |
 E— j
2 Remove Entry Result ‘
T~
3a HIR (Purge, CTMid) .
\
4a Modify Entty (CTMid, purged
5a | Modify Entry Result
6a _ HIR (Purge conf.) ‘
B \
3b Modify Entry (CTMid, purged)
4b P Modinyntryﬁesult
Y '
Figure 15A
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Table 10: Purge messages

Msg Remarks
1-2 The visited SCFmm decides to purge the record related to a given CTM user, identified by the CTMid.
It then sends a Remove Entry message to its SDFmm.

2 CUSF send a call unrelated Detach request to the visited SCFmm, including the CTMid.
If the SCF-SCF interface is used between networks:

3a The visited SCFmm indicates the home SCFsl that Purge occurred for the identified CTM user.
4a-5a | The home SCFsl marks the CTMid in the home SDFsl to indicate the Purge status for the associated
CTM user.

6a The confirmation is sent back to the visited network.
If the SCF-SDF interface can be used between networks:
3b-4b | The visited SCFmm marks the CTMid in the home SDFsl to indicate the Purge status for the
associated CTM user.

5 Other Core Features

5.1 Message Waiting Indication (MWI)

All MWIndicate arguments defined in EN 300 745-1 [5] may be used. However, the following minimum requirements
apply for the FP and the PP:

- the FP shall send the 'basic service' argument to indicate the kind of message; the 'basic service' element shall be
coded as defined in EN 300 196-1 [6]. The PP shall support a separate MWI status for each of the following
basic services values:

1) voice messages shall be indicating using the "speech (1)" coding;

2) text messages shall be indicating using the "teletext (33)" coding;

3) other and unknown messages shall be indicating using the "all Services(0)" coding;
all other codings may optionally be understood by the PP;

- the FP may send the "controlling User Number" argument to indicate the party number of the corresponding
message server. If the PP support this, then the PP shall store the number and may use this to call the message
server and the minimum PP storing requirements for this number shall be 10 octets (20 digits);

- the PP shall support the "numberOf Messages" argument which may be used to indicate how many messages for
the specific Basic Services are waiting. The PP shall be capable of handling values up to 127.

The principle is the following one: the network needs to indicate to the terminal/user that messages are available; it is
controlled by the home SCF/SDFsl.

The information flows apply for both activation and deactivation.
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visited | home
network, network

SCUAE ‘

l
Decision for MW
1 Search|(CTMid)
2 S‘earch &esult |
3 HIR (MWI, CTMid) ‘
4 Search (CTMid) ‘
> ‘
5 Search Result \
N
6 MW indication 1
7 MW indication ‘
8 Wl confirmation \
—_—>
9 MW 1 confirm ation ‘
> |
10 HIR (MWIconfirmation) o
Vd

Figure 15B

Table 11: Message Waiting Indication (MWI) messages

Msg Remarks
1-2 The home SCFsl decides to notify the terminal/user for MWI. It first retrieves from the home
SDFsil the visited SCF/SDFmm location and optionally checks the user's service profile.

3 The home SCFsl sends the MWI notification to the visited SCFmm.
4-5 The visited SCFmm retrieves from the visited SDFmm the location of the terminal/user.
6-7 The visited SCFmm then sends the MWI to the access side. Facility messages are used.
8-10 | When received by the terminal, the confirmation is sent back to the home SCFsl.

51.1 MW!Indicate - activation

To activate the MWI status for a specific basic service, the FP shall send a 'FACILITY' message including a
"Facility I.E." as defined in table 12.
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Table 12: Values used within the FACILITY message for message waiting indication

Information [Field within the information Standard values within Normative action/comment
element element the field/IE
"Facility" Codings defined in

EN 300 745-1 [5] and
EN 300 196-1 [6]

<Service discriminator> 17 Discriminator for supplementary services
applications

<Component Tag> 161 Component tag=Invoke

<Invoke ldentifier tag> 2

<Operation Value> \With regard to OBJECT IDENTIFIER for
mWIndicate

<ControllingUserNumber> All It is optional for the FP to include this

information, it is optional for the PP to
understand this information

<basicService > 0,1,33 Unknown, speech, text messages
<NumberOfMessages> 1..127 It is optional for the FP to include this
information

51.2 MWIndicate - deactivation

To deactivate the indication of MW!I for a specific basic service to the receiver user, the FP shall send a "Facility"
Information element with the "numberOfMessages" argument for the specific basic service set to zero as defined in
table 13.

Table 13: Values used within the FACILITY message for message waiting indication deactivation

Information [Field within the information Standard values within Normative action/comment
element element the field/IE
"Facility" Codings defined in

EN 300 745-1 [5] and
EN 300 196-1 [6]

<Service discriminator> 17 Discriminator for supplementary services
applications

<Component Tag> 161 Component tag=Invoke

<Invoke ldentifier tag> 2

<Operation Value> \With regard to OBJECT IDENTIFIER for
mWIndicate

<basicService > 0,1,33 Unknown, speech, text messages

<NumberOfMessages> 0

5.1.3 Retrieval of messages

To call the message server, the PP shall use the outgoing call request as defined in subclause 8.2 of EN 300 444 [7],
indicating "Normal call setup”. The PP may apply the party number of the message server, if provided, within a
'CC-INFO' message as defined in EN 300 444 [7], subclause 8.10.

NOTE: If no number is received, The PP may also apply a locally stored address.

5.2 Emergency call without terminal authentication

5.2.1 Emergency call procedure initiated as normal outgoing call

The Emergency call procedure initiated as normal outgoing call is described in CTM phase 1 EG 201 096 [4]. In this
case, as in a normal originating call, the emergency call number has to be dialled and only after the analysis of the
received digit is the SCF visited able to recognize the call as an emergency one and ignore the result of the
authentication, if previously invoked.
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5.2.2 CTM emergency call based on CAP feature
Another possibility of working the emergency call not present in CTM PH1 is offered by CAP and is addressed below.

In this case, the outgoing call includes in the first set up message the indication that the basic service call class is
emergency call instead of the normal call setup.

This indication can be used to avoid the initiation of the terminal authentication procedure.
No digits have to be requested from the user.

In addition the user may present itself to the network either with its CTM ID as part of his IPUI or with the IPEI
(International Portable Equipment Identity).

CTM emergency call (based on CAP feature)

By the LE
E
PT FT CCFO  Game”
1 CC_Setup
2 Setup (CTMid, FTaddress, em call)
—>
3 IAM (routing number, CTMid, FTaddress)
4 P Call_prac.

5 CC_call_prac.

6 CC_alerting
%

7 CC_connect

Figure 16: CTM emergency call (based on CAP feature)

In this case, the FT recognizes the request for an emergency call. It accepts the CC_setup without any checking and
sends the call to the LE. The LE then analyses the Facility I.E., recognizes the request for an emergency call by virtue of
the value of the Basic_Service IE and, e.g. according to the location of the calling party (provided by the FT), it routes
with a routeing number the call to an emergency line of the local emergency centre.

Note that the CTMid in the above figure can be:
» the IPUI if a subscription is attached to the CTM terminal,
or

» the IPEI is there is no subscription.

5.2.3 CTM emergency call based on CAP feature and IN triggering

A further option is when the IN is triggered between flows 2 and 3 (the CCF considers the call as a normal call, no check
of Facility is needed).

6 CTM supplementary services

The generic procedures and the related information flows refer to the general inter-networking case. The intra-network
case can be derived as a particular case of the more general one, where the originating, the home and the visited domains
belong to the same network.
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6.1 CTM incoming call scenario

The architecture for CTM phase 2 Incoming Call is the same as that for CTM phase 1 Incoming Call described in
EG 201 096 [4].

6.2 CTM Call Forwarding on Not Reachable (CTM-CFNRc)

Although CTM-CFNRc is included in CTM phase 1, different scenarios have been identified as shown in the following.

6.2.1 CTM phase 1 solution (still valid)

No mark is detected in the SDFsl. The call is treated as a normal CTM incoming call, and released from the visited
network.

\

|
1 < CFNRc release 1
2 EventREpBCSM (not_reachable) ‘
3 Search (CTM|ID) ‘
4 Search Result (CFNRE numbeﬁ) |
5 RequgstReportBCS M (O_Answer
6 Connect (CFNRC number) !
7 IAM (CENRc nurrLber)

Figure 17: Information Flows for CTM Call Forwarding on Not Reachable

Preliminary, the call was routed to the visited side, paged and found not reachable.

Table 14: CTM phase 1 messages

Msg Remarks
1 CCF/SSFt realizes that user has not answered and release the call back to CCFo.
2 CCF/SSFo reports appropriate cause (Not Reachable) to SCFsl.

34 SCFsl retrieves from SDFsl the routeing number (CFNRc number).

5,6 SCFsl instructs to route the call towards the new destination and arms an EDP on O Answer.
7 CCF/SSFo routes the call to new destination.

6.2.2 CTM phase 2 specific solution with mark detected in the home
SDFsl

The mark detected in the SDFsI can be the mark for Purge (always set in the SDFsl) or the mark for Detach (the latter
mark may be set in the SDFsl if the incoming call is based on routeing address method). The call starts as any normal
CTM incoming call.
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originating network home network ‘

\

1 setup (CTM number, CLI) ‘ ‘

2 InitialDP (CTM numq‘er, CLl ‘

3 Search (CTM numbeﬁr, CLI, CFNRc ,home\serviL:es)

4 Sea/rch Re?sult (CFNRc numbe:) ‘

5 RequestRepBCSM (O__Answﬁer) ‘

6 Connect (CFNRc number) ‘ ‘

7 IA4‘M (CFNRc number) ‘ o
‘ \ -

Figure 18: Information Flows for CTM Call Forwarding on Not Reachable

Table 15: CTM phase 2 SDFsl messages

Remarks

The calling party sends a set-up message, including the called number (CTM number) and its identity (CLI).

The SSFo recognizes the request as an incoming CTM call and sends an InitialDP to the SCFsl.

The SCFsl in the originating network requests information on home specific services to the SDFslhome. Also,
the service profile is checked, in particular the possible Detach or Purge mark.

A CENRc address/number is sent back by the home SDFs| because a mark for Detach or Purge was identified.

s Q)NI—‘%
(=]

SCFsl orders SSFo to suspend call processing at given detection points.

6, 7 |SCFsl orders SSFo to set up the call. The CENRc number is included in the Connect operation.

6.2.3 CTM phase 2 specific solution with mark detected in the visited
SDFmm

The mark detected in the SDFmm is a mark for Detach (the mark for Detach can be set in the SDFmm for any incoming
call scenario).
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6.2.3.1 Incoming call based on roaming number method and only SCF-SCF for
internetwork functional interface

originating network ‘ home network ' terminating network

|
1 setup (CTM number, CLI) \ .
‘ |
2 InitialDP (CT numqer, CLI
3 Search (CTM n;umber, CLI, home service§)
I Ve '
4 + Search Result ‘
<
5 HI Request ECTM niimber) ‘
6 | search (CTM number)
, v
7 Search Besult 9TM ID, visited SCFme D)
Y
8 ‘ HandlinginfoReq (CTM ID
| diinginfoReq (CTM ID)
' 7
9 ‘ | Execute (CTM ID)
10 ‘ ‘ _ Execute Result (Detach’
Y
11 ‘ - HandlinginfoResp (Detach)
I~
‘ \
12 ‘ Sefarch (CTM ID,\CFNRc)
7|
13 iSearcthesult (CFNRE nu#nber)
I~ '
14 HI|Response (Detach) |
I~
15 ReiguestRepBCSM (O_Answer) ‘
16 Connect (CFNRc n mber)‘
= ‘ |
17 IAM (CENRc number) >
Figure 19: Information Flows for CTM Call Forwarding on Not Reachable
Table 16: CTM phase 2 SDFmm messages
Msg Remarks
1 The calling user sends a Setup message, containing the CTM number (called CTM N°) of the
called PT, to the CCF/SSFo.
2 The trigger DP is recognized by the CCF/SSFo which, on recognition of a CTM N°, sends a

InitialDP message, containing the CTM N° and the Calling Line Identity, to the appropriate SCFsl.
(The TDP criteria are on a per service base. The way used to route the query to the SCFsl is
network operator dependant).

3,4 The SCFsl in the originating network requests information on home specific services to the
SDFslhome.
In the same time, the service profile is checked.
5 the originating SCFsl request assistance from the home SCFsl in order to get a roaming number.
6,7 The home SCFsl queries the home SDFsl in order to get the address of the visited SCFmm.
8 The home SCFsl requests assistance from the visited SCFmm to provide a roaming number (RN);
SCFsl sends a Handing Information Request to SCFmm.
9,10 Based on this request, the visited SCFmm checks the SDFmm for the RN (hence use of Execute)
but detects the mark for Detach.
11 SCFmm responds to the home SCFsl with the Detach mark.
12,13 The home SCFsl queries the home SDFsl in order to get a routeing address. It receives a CFNRc
number.
14 The CFNRc number is passed from the home SCFsl to the originating SCFsl.

15, 16 SCFsl answers to the CCF/SSFo InitialDP, providing the CFNRc number, placed in the
destinationRoutingAddress IE of the Connect operation.
17 CCF/SSFo routes the call and provides the CFNRc number in an IAM message.
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Incoming call based on roaming number method and CS2 SCF-SCF and
SCF-SDF for internetwork functional interface

originating network

CCCFISSE>

1 setup (CTM nu
—>

2

3

10

11 Reque

mber, CLI)

InitialDP (CTM numq‘er, CL

,home network - terminating network

(scrsh | CSDFs)

>

Search (CTM

Se

earch Result (C

Searc
Search

stRepBCSM (O

™ ID, Msited

numbﬁ‘r, CLI,

<
~

arch (CiTM number)

\
) |

home seyvices)

Searc‘h Resuylt [

\ Exe

SCFmm [ID)

cute (CTM ID)

Execut

e Result (Detach)

h (CTM ID, C
>

Result ([CFNR
<

12 Connect (CFNRc numt

13

Figure 20: Information Flows for CTM Call Forwarding on Not Reachable

%

| Answer)
ser) |

IAM (CFNR

FNRc) |

c numbeﬂ)

c number‘{)

Table 17: CTM phase 2 messages

\4

Msg

Remarks

The calling user sends a Setup message, containing the CTM number (called CTM N°) of the called

PT, to the CCF/SSFo.

The trigger DP is recognized by the CCF/SSFo which, on recognition of a CTM N°, sends a InitialDP
message, containing the CTM N° and the Calling Line Identity, to the appropriate SCFsl. (The TDP
criteria are on a per service base. The way used to route the query to the SCFsl is network operator

dependant).

The SCFsl in the originating network requests information on home specific services to the

SDFslhome.

In the same time, the service profile is checked.

The originating SCFsl queries the home SDFsl in order to get the address of the visited SDFmm.

The originating SCFsl queries the visited SDFmm to get a roaming number for the user; the Detach
mark is detected and the SCFsl receives back a CFNRc number.

The originating SCFsl answers to the CCF/SSFo InitialDP, providing the CFNRc number, placed in the
destinationRoutingAddress |E of the Connect operation.

CCF/SSFo routes the call to the CCF/SSFt and provides the CEFNRc number in an IAM message.
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6.2.3.3 Incoming call based on routeing address method and CS2 SCF-SCF and
SCF-SDF for internetwork functional interface

If the routeing address is used to route the call to the visited CCF/SSF, the Detach mark is detected only when the visited
SDFmm requests precise location of the called party to the visited SDFmm. It then releases the call and CFNRc occurs

as in subclause 6.2.3.1.

6.3 CTM Call Forwarding Unconditional (CTM-CFU)

The User has roamed into a visited network and may or not have a call in progress. The originating network attempts to
deliver the new incoming call. The CFU trigger is set and the call is unconditionally diverted to the pre-set destination.

No action is required in the visited network.
Two cases are presented:
» Geographic Number for CTM user;

* Non-Geographic CTM Number for CTM user.

6.3.1 Geographic Number for CTM user

Originating Start Home Visited
Network —\ Network —\ Network _\

v

Call Routed
to Home
Network

[

:
CFU
Service
Trigger
Activated

]
Call
forwarded
to pre-set
destination

[
3

End

Figure 21: CTM Call Forwarding Unconditional (Geographic)
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6.3.2 Non-Geographic CTM Number for CTM user

Originating Start Home Visited
Network —\ Network —\ Network _\

<

Request
routing from
Home
Network

[

l
Routing
Information
Supplied

v
Call
forwarded
to CFU
destination

I
End

Figure 22: CTM Call Forwarding Unconditional (Non-geographic)

6.4 CTM Call Forwarding on Busy (CFB)

The CFNRCc phase 1 description can be adapted for phase 2 CFB as described below.

The User has roamed into a visited network and has a call in progress. The visited network attempts to deliver the new
incoming call. This combination of events satisfies the trigger criterion established for Call Forwarding on Busy.

Two cases are presented:
¢ Geographic Number for CTM user;

¢ Non-Geographic CTM Number for CTM user.
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6.4.1 Geographic Number for CTM user

The new incoming call is released to the Home Network (Release Cause = Busy) for subsequent action.

Originating Home
Network Network Visited
\ N\ Network _\

Call routed
to Home

network

l

Connect
incoming
Call

Busy status
Detection
Control
Released to
Home
Network

I
CFB
Service
Trigger
Activated

Call
forwarded
to pre-set
destination
[
!

End

Figure 23: CTM Call Forwarding on Busy (Geographic)
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6.4.2 Non-Geographic CTM Number for CTM user

The new incoming call is released to the Originating Network (Release Cause = Busy) for subsequent action.

Originating Start Home Visited
Network —\ Network _\

Network —\
Request

routing from
Home
Network
i
!
Routing and
Service

Information
Supplied

4

Connect
incoming
Call

l
l
Busy Status
Detection
Control
Released to
Originating
Network

!
CFB
Service
Trigger
Activated

v

Call
forwarded
to pre-set
destination
I

v
End

Figure 24: CTM Call Forwarding on Busy (Non-Geographic)
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6.4.3 Information flows for CTM-CFB

\

1 < CFB release ‘

2 EventREpBCSM (busy)

3 Search (CTM|ID) | |
4 Search Result (CFB number) ‘ ‘
5 RequgstRepBCSM O_Answer) ‘

6 Connect (CFB number)

7 IAM (CHB numbér)

Figure 25: Information Flows for CTM-CFB
Preliminary, the call was routed to the visited side, paged and found busy.

Table 18: Information flows for CTM-CFB messages

sg Remarks

1 CCF/SSFt realizes that user is busy and releases the call back to CCFo.

2 CCF/SSFo reports appropriate EDP (Busy) to SCFsl.

3,4 | SCFsl retrieves from SDFsl the routeing number (CFB number).

5,6 | SCFslinstructs to route the call towards the new destination and arms an EDP on O_Answer.
7 CCF/SSFo routes the call to new destination.

6.5 CTM Call Forwarding on No Reply (CFNR)

The CFNRc phase 1 description can be adapted for phase 2 CFNR as described below.

The User has roamed into a visited network and does not have a call in progress. The visited network attempts to deliver
the new incoming call but is not answered after the expiration of a timer. This combination of events satisfies the trigger
criterion established for Call Forwarding on No Reply.

Two cases are presented:
» Geographic Number for CTM user;

* Non-Geographic CTM Number for CTM user.
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6.5.1 Geographic Number for CTM user

The new incoming call is released to the Home Network (Release Cause = No Reply) for subsequent action.

Originating

Home o
Network Network Visited
\ _ N\ Network _\
Call routed
to Home
network
v
Connect
incoming
Call
l
No Reply status
Detection
Control
Released to
Home Network

i

|

CFNR
Service
Trigger
Activated

1
Call
forwarded
to pre-set
destination
[
v
End

Figure 26: CTM Call Forwarding on No Reply (Geographic)
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6.5.2 Non-Geographic Number for CTM user

Originating Start Home Visited
Network —\ Network —\ Network _\
Request
routing from
Home
Network
[
:
Routing
Information
Supplied
|
.
Connect
incoming
Call
|
No éeply
Status
Detection
Control
Released to
Originating
Network
I ]
CFNR
Service
Trigger
Activated
l
Call
forwarded
to pre-set
destination
|
End

Figure 27: CTM Call Forwarding on No Reply

The new incoming call is released to the Originating Network (Release Cause = No Reply) for subsequent action.
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6.5.3 Information flows for CTM-CFNR

\

|
1 < CHNR release ‘
2 EventREpBCSM (nq reply) |
3 Search (CTM|ID) ‘ |
4 Search Result (CFNR numberj ‘
5 RequgstRepBCSM O_Answer)
6 Connect (CFNR|[number) I
7 IAM (CENR num?ber)

Figure 28: Information Flows for CTM-CFNR
Preliminary, the call was routed to the visited side, paged and found not replying.

Table 19: Informaiton flows for CTM-CFNR messages

Msg Remarks
1 CCF/SSFt realizes that user has not replied and release the call back to CCFo.
2 CCF/SSFo reports appropriate EDP (No Reply) to SCFsl.
3,4 | SCFsl retrieves from SDFsl the routeing number (CENR number).
5,6 | SCFslinstructs to route the call towards the new destination and arms an EDP on O_Answer.
7 CCF/SSFo routes the call to new destination.

6.6 CTM Calling Line Identification Presentation (CTM-CLIP)

It should be noted that all modes of CTM CLIR and COLR are permitted (i.e. Permanent, Temporary withhold with per
call release and Per call withhold.)

6.7 CTM Calling Line Identification Restriction (CTM-CLIR)

It should be noted that all modes of CTM CLIR and COLR are permitted (i.e. Permanent, Temporary withhold with per
call release and Per call withhold.)

6.8 CTM Connected Line Identification Presentation
(CTM-COLP)

It should be noted that all modes of CTM CLIR and COLR are permitted (i.e. Permanent, Temporary withhold with per
call release and Per call withhold.)

6.9 CTM Connected Line Identification Restriction (CTM-COLR)

It should be noted that all modes of CTM CLIR and COLR are permitted (i.e. Permanent, Temporary withhold with per
call release and Per call withhold.)
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6.10 CTM Incoming Call Screening (CTM-ICS)

This supplementary service provides the CTM user with the ability to restrict incoming calls. The screening criteria are
recorded in the CTM service profile. The principles of the service operation are independent of the kind of incoming
call screening set e.g. bar incoming call when roaming outside Home Network etc.

The User has roamed into a visited network and may or not have a call in progress. The visited network attempts to
deliver the new incoming call. This combination of events satisfies the trigger criterion established for barring of All
Incoming Calls.

Two cases are presented:
» Geographic Number for CTM user;

* Non-Geographic CTM Number for CTM user.

6.10.1 Geographic Number for CTM user
The new incoming call is retained in the Home Network for subsequent action.

No action is required in the visited network.

Originating Home Visited

Start Network Network Network _\

Call routed tq
Home
network

|

Bar all
incoming
calls
set

l

Incoming
call

barred

[
v

End

Figure 29: Screening of Incoming Calls (Geographic)
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6.10.2 Non-Geographic Number for CTM user

Originating Start Home Visited
Network —\ Network —\ Network _\

Request
routing from
Home
Network

[

l
Routing
Information
Supplied

4

Incoming
Call
terminated

|
v
End

Figure 30: Screening of Incoming Calls (Non-Geographic)

The new incoming call is retained in the Originating Network for subsequent action.

6.11 CTM Outgoing Call Barring CTM-OCB)

This supplementary service provides the CTM user with the ability to restrict outgoing calls. The barring criteria are
recorded in the CTM service profile and could include the kind of call barring supported by GSM.

The User has roamed into a visited network and attempts to make an outgoing call. The dialled digit sequence is passed
to the Home Network with a request to provide OGC bar status. If this event satisfies the criterion established for
Barring of the Outgoing Call, the Outgoing Call attempt is barred.
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6.11.1 Generic Flow

Home Visited Start
‘/— Network Network ﬂ

Outgoing
call
attempt

Il

Request
OGC Bar
Status

|

i
OGC Bar
‘status’
returned

[

l
Call
completed
based on
O GC status
I

End

Figure 31: Barring of Outgoing Calls

The OCB procedure is based on the CTM phase 1 outgoing call description by the addition to phase 1 IFs to use an SRF
in the originating network in order to inform the calling party.
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Information Flows for OCB

originating network

46

ETSI Draft EG 201 696 V1.1.1 (1999-06)

| home network

ber)

rty numbe

1 setup (CTM IDL ‘
2 IitialDP (CTM ID) Note 1 |
3 _ Initiate Initiate Association |
4 | Authentication ‘ \
\ \ \ [ Note 3 ‘
5 ‘ Ciphering ‘ |
6 ReleaseAsjsociation |
7 ___ Release Complete ‘
8 < RequestReportBCSM ‘
9 < Continue |
10 _setup ack ‘
A \
11 info (keypad) ‘
12 EventReport (collectedInfo) ‘
> \
13 _ Connect (ETM number) ‘
- \
14 Note 2 InitialDP (CTM number, called party number)\ ‘
15a HIRequest (CTM anber, Cglled party nun
16a FHIResponse
15b Search &CTM number, Called pa
16b \ Seargh Result
17 Play Annquncement
<— ‘
18 "Unauthorized outgoing number, your request cannot be hapdled" |
NOTE 1: Authentication and ciphering may be processed in parallel with call set-up. If processed in sequence then
it could be necessary to restart the set-up timer in FT and PT. Ciphering should be performed in order to
protect user information across the user interface. It could be based on the old DCK.
NOTE 2: If itis an emergency call then the authentication result is ignored and the call continues without SCFsl
triggering (flows from 14).
NOTE 3: The place for authentication and ciphering are pending on STF113 proposals at the next meeting.

Figure 32: Information flows for OCB
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Table 20: Information flows for OCB messages

Msg Remarks
1 FT sends a set-up message to the CCFo/SSFo, including CTMid of the calling PT.
2 The CCFo/SSFo recognizes the request as an outgoing CTM call and sends an InitialDP to the SCFmm.
NOTE: If the call cannot be triggered in CCFo/SSFo, it is routed to the CCF/SSF to which the CTM user's
subscription is associated and where triggering occurs.
3 SCFmm initiates an association with CUSF. Authentication and ciphering may start here.
6,7 The call unrelated association is released.
8 SCFmm request the report of the collected information event.
9 SCFmm orders the CCFo/SSFo to continue call setup.
10-11 The Setup message is acknowledged and the dialled digits are received.
12 The collected information is sent in an EventReport message to SCFmm.
13 SCFmm sends the CTM number to CCFo/SSFo in a Connect in order to enable the identification the calling
CTM User.
14 The SSFo triggers the SCFsl to ask for services.
15a-16a | When incoming call is based on the roaming number scenario: the originating SCFsl queries the home
SCFsl to check the service profile (e.g. restrictions on called party number) and get information on the
support of home specific services.
15b-16b | When incoming call is based on the routeing address scenario: the originating SCFsl queries the home
SDFsl to check the service profile (e.g. restrictions on called party number) and get information on the
support of home specific services.
17-18 Upon response from the home network, the SCFsl in the originating network detects that the dialled number

is not authorized for the calling party. It then requests from the SRFo the sending of a message in order to
inform the CTM user. The call is released.

7.1

7.1.1

Interaction with ISDN supplementary services

Interactions between the service of a calling of called CTM
user and the service of the called user

Calling Line Information Presentation service for the called party
and Calling Line Information Restriction service for the calling party

In the case of the CLIP service for the called party and CLIR service for the calling party, the table 21 applies:

Table 21: Calling party's service

CALLING PARTY'S SERVICE
Type of Outgoing Call NO CLIR YES CLIR

CTM Outgoing Call CTM number WILL be delivered if | CTM number WILL NOT be
called party has CLIP delivered even if called party has

[Line number NOT to be CLIP

delivered]

Non-CTM Outgoing Call Line number WILL be delivered if | Line number WILL NOT be
called party has CLIP delivered even if called party has

CLIP

7.1.2

Connected Line Identification Presentation service for the called
party and Connected Line Identification Restriction service for the
calling party

In the case of the COLP service for the called party and COLR service for the callingheeaidyple 22 applies:
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Table 22: Called party's service

CALLED PARTY'S SERVICE
Type of Connected Call NO COLR YES COLR
CTM Incoming Call CTM number WILL be delivered if | CTM number will NOT be
calling party has COLP delivered even if calling party has
[Connected Line Number NOT CoLP
to be Delivered]
Non CTM Incoming Call Line number WILL be delivered if | Line number will NOT be
calling party has COLP delivered even if calling party has
COLP
7.2 Interactions when using a domestic base station

On a DSS1+ access (2B+D), the following configurations may interest CTM:
- only CTM domestic access;

- CTM domestic accesses and fixed line accesses.

7.2.1 Call Forwarding on Busy (CFB)

IF the line is busy with two conversations running (by the fixed line owners and/or the CTM users);
AND IF there is an incoming call (to the line owner or CTM user);

AND IF the called party (line owner or CTM user) has subscribed to CFB,;

THEN the call is forwarded (by the LE for the line owner or by the CTM IN SCP for CTM user).

Type of Incoming Call Called Party Subscribed to CFB  Called Party NOT Subscribed to
CFB
Incoming call to line owner Forward call (by LE) Calling party receives BUSY
(independent of CTM user)
Incoming call to CTM User Forward call (by CTM SCP ) Calling party receives BUSY
(independent of line owner)
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Annex A (informative):
Information on DECT Handover

A.l Presentation of the Information Flows on the DECT
Air Interface (EN 300 175 and CAP)

In DECT handover is very well defined. The type of the messages, the messages themselves, the information element
and the fields within are defined. The following figure shows what message that are used and their order.

FP-1 FP-2

Handover candidate procedure

Handover Candidate Indication
| |
CC_CONNECT or else
| N|

Handover Candidate Retrieval

MM_INFO_REQUEST

MM_INFO_ACCEPT

Handover reference procedure

Handover Reference Indication

CC_CONNECT or else
| N|

Handover Reference Retrieval

MM_INFO_REQUEST

MM_INFO_ACCEPT

Handover request procedure

CC_SETUP

CC_CONNECT

CC_CONNECT_ACK

Old Connection Release procedure |

N400
CC_RELEASE

CC_RELEASE_ACK I

CC_RELEASE

CC_RELEASE_COM

Figure A.1: External handover procedures compliant to EN 300 175 [8]

CTM phase 2 and DECT service should be based on CAP for the radio air interface. The CAP imposes a few constrains
on the previous information flows. They are detailed below.

ETSI



50 ETSI Draft EG 201 696 V1.1.1 (1999-06)

FP-1 FP-2

Handover candidate procedure

Handover Candidate Indication

CC_MESSAGES
| |

>

Handover Candidate Retrieval

MM_INFO_REQUEST

MM_INFO_ACCEPT(H( Candidate and HO_Ref)

— Handover reference procedure

Handover Reference Indication
| |
CC_CONNECT or else
| » Not used if the
Handover Candidate
Handover Reference Retrieval Retrieval procedure has
been used

MM_INFO_REQUEST

MM_INFO_ACCEPT

Handover request procedure

CC_SETUP

CC_CONNECT

CC_CONNECT_ACK

Old Connection Release procedure
N400
CC_RELEASE

CC_RELEASE_ACK

CC_RELEASE

CC_RELEASE_COM

Figure A.2: External handover procedures compliant to CAP

This contribution only details the handover execution procedure. The other procedures will be detailed later as they are
call-oriented.

Information flows are given for both intra and inter switch external handover. This contribution does not assume
anything regarding functional entities (i.e. is the SCF for mobility management or for service control).

A.2 Handover mechanisms over the DECT air interface
and involved DECT messages and Information
Elements

The aim of this contribution is to clarify external handover procedures both specified in DECT standard
EN 300 175-5 [1] and in CAP.
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A.2.1 Handover in DECT

This subclause only refers to DECT standard (EN 300 175-5 [1]).

DECT Handover

IntraCell

Same
Cell
Same Nwk
Layer
Connection HO

Other FT Other
InterCell

Other
Cluster

Other Nwk
Layer

Internal

Same
Cluster

Figure A.3: Handover in DECT

Connection HO

There are three procedures that allow a PP to carry out an external handover for DECT. Figure A.4 explains the linking
of these. For the first two procedures (Handover Candidate and Handover Reference) there are two options: Indication

and Retrieval.
EXTERNAL
HANDOVER

Handover
Candidate
Procedures
Handover Handover
Candidate Candidate
Indication Retrieval
A 4
Handover
Reference
Procedures
Handover Handover
Reference Reference
Indication Retrieval
A 4
Handover
Request
Procedure
A 4
Old Call
Release
Procedure

Figure A.4: External handover for DECT

The indication procedures are the ones where the necessary parameters are transmitted to the PP on the FP initiative
(during locate or call establishment procedures).

The indication procedures are the ones where the necessary parameters are transmitted to the PP after it has sent a
request to the FP for these (in call or out call procedures).
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