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Foreword
This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.

Introduction

The present document is 3" part of a multi-part conformance test specification for UE and is valid for 3GPP Release 5.
The specification contains a TTCN design frame work and the detailed test specificationsin TTCN for the UE
conformance at the Gm reference point.

3GPP TS 34.229-1 [5] contains a conformance test description in prose.
3GPP TS 34.229-2 [6] contains a pro-forma for the UE Implementation Conformance Statement (1CS).

3GPP TS 34.229-3 the current document.
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1 Scope

The present document specifies the protocol conformance testingin TTCN for the 3GPP User Equipment (UE) at the
Gm interface.

The present document is the 3 part of a multi-part test specification, 3GPP TS 34.229. The following TTCN test
specification and design considerations can be found in the present document:

- theoverall test suite structure;

- thetesting architecture;

- the test methods and PCO definitions,

- thetest configurations;

- thedesign principles, assumptions, and used interfaces to the TTCN tester (System Simulator);
- TTCN styles and conventions,

- thepartia PIXIT proforma;

- the TTCNfilesfor the mentioned protocols tests.

The Abstract Test Suites designed in the document are based on the test cases specified in prose
(B3GPP TS 34.229-1 [5]).

The present document is valid for UE implemented according 3GPP Release 5.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

- For aRelease 5 UE, references to 3GPP documents are to version 5.x.y, when available.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] 3GPP TS 34.123-1: "User Equipment (UE) conformance specification; Part 1: Protocol
conformance specification”.

[3] 3GPP TS 34.123-2: "User Equipment (UE) conformance specification; Part 2: Implementation
Conformance Statement (ICS) proforma specification”.

[4] 3GPP TS 34.123-3: "User Equipment (UE) conformance specification; Part 3: Abstract Test Suites
(AT9)".

[5] 3GPP TS 34.229-1: "Internet Protocol (IP) multimedia call control protocol based on Session

Initiation Protocol (SIP) and Session Description Protocol (SDP); User Equipment (UE)
conformance specification; Part 1: Protocol conformance specification ".
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[6]

3GPP TS 34.229-2: "Internet Protocol (IP) multimedia call control protocol based on Session
Initiation Protocol (SIP) and Session Description Protocol (SDP); User Equipment (UE)
conformance specification; Part 2: Implementation Conformance Statement (1CS) proforma
specification”.

[7] 3GPP TS 34.108: "Common test environments for User Equipment (UE) conformance testing"”.
[8] I SO/IEC 9646-1: "Information technology - Open systems interconnection - Conformance testing
methodology and framework - Part 1: General concepts'.
[9] I SO/IEC 9646-7: "Information technology - Open systems interconnection - Conformance testing
methodology and framework - Part 7: Implementation Conformance Statements”.
[10] ETSI ETS 300 406 (1995): "Methods for testing and Specification (MTS); Protocol and profile
conformance testing specifications, Standardization methodology".
[17] 3GPP TS 24.229: "IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP)
and Session Description Protocol (SDP); Stage 3".
[12] ETSI ES 201 873: "Methods for Testing and Specification (MTS); The Testing and Test Control
Notation version 3".
[13] IETF RFC 3320: "Signalling Compression (SigComp)".
[14] IETF RFC 3485: "The Session Initiation Protocol (SIP) and Session Description Protocol (SDP)
Static Dictionary for Signalling Compression (SigComp)".
[15] IETF RFC 3486: "Compressing the Session Initiation Protocol (SIP)".
[16] IETF RFC 3261: "SIP: Session Initiation Protocol".
[17] IETF RFC 4566: " SDP: Session Description Protocol”.
[18] IETF RFC 1035: "Domain names - implementation and specification”.
[19] IETF RFC 1533: "DHCP Options and BOOTP Vendor Extensions'.
[20] IETF RFC 2131: "Dynamic Host Configuration Protocol”.
[21] IETF RFC 3315: "Dynamic Host Configuration Protocol for IPv6 (DHCPv6)".
[22] IETF RFC 3319: "Dynamic Host Configuration Protocol (DHCPv6) Options for Session Initiation
Protocol (SIP) Servers'.
[23] IETF RFC 3361: "Dynamic Host Configuration Protocol (DHCP-for-1Pv4) Option for Session
Initiation Protocol (SIP) Servers'.
[24] IETF RFC 3680: "A Session Initiation Protocol (SIP) Event Package for Registrations”.
3 Definitions and abbreviations
3.1 Definitions
For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and 3GPP TS 34.229-
1[5] apply.
3.2 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and 3GPP TS 34.229-1 [5]

apply.
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4 Requirements on the TTCN development

A number of requirements are identified for the development and production of TTCN specification for 3GPP UE at the
Gm reference point.

Top-down design, following 3GPP 34.229-1 [5], 3GPP TS 34.123-1 [2], 3GPP TS 34.108 [7].
A unique testing architecture and test method for testing all protocol layers of UE.

Uniform TTCN style and naming conventions.

Improve TTCN readability.

Using TTCN-3 (ES 201 873-1[12]).

TTCN specification feasible, implementable and compilable.

N oo g & w DN PR

Test cases shall be designed in away for easily adaptable, upwards compatible with the evolution of the 3GPP
core specifications and the future Releases.

8. Thetest declarations, data structures and data values shall be largely reusable.

9. Modularity and modular working method.

10. Minimizing the requirements of intelligence on the emulators of the lower testers.

11. Giving enough design freedom to the test equipment manufacturers.

12. Maximizing reuse of RFC BNF definitions from the relevant IETF core specifications.

In order to fulfil these requirements and to ensure the investment of the test equipment manufacturers having a stable
testing architecture for arelatively long period, a unique testing architecture and test method are applied to the 3GPP
UE protocol tests.

5 Test method and test model
5.1 Test method

5.2 IMS CC test model

The test model is shown in figure 2.

5.2.1 Ports interfacing to SS

In TTCN-3, ports are defined in all test components and in the Test System Interface. Thisisthe equivalent of PCOsin
TTCN-2. These ports then have to be mapped, or connected, to the SS at the start of each test.

5211 Data ports

IMS CC ATSin TTCN-3 simulates the SIP behaviour at the P_CSCF side. The scripts of SIP signallingin TTCN-3
communicate with the UE under test through four data ports and the emulations beneath. Each port shall be able to
distinguish the use of one of the dual protocol stacks of 1Pv4 / 1Pv6.

The type of port (client or server) used to send or received a message will depend on the transport protocol selected for
the testing, i.e. UDP or TCP.

- UDP case: The SSwill send requests and responses to the UE from its client port. The SSwill receive requests
and responses from the UE on its server port.
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- TCP case: The SSwill receive requests from the UE and will send responses to those requests on its server port.
The SS will send requests to the UE and will receive responses to those requests on its client port.

For requests originated in the UE, the transport protocol is selected by the UE. Thisinformation is extracted in the
TTCN-3 and used in subseguent responses sent by the SS.

For requests originating in the SS, the UDP transport protocol is used.

If no security associations have been set up, the unprotected client and server ports will be used. The security ports shall
be used by the TTCN-3 authors when a security association has been established.

5.2.1.2 Security Associations Setup

Four unidirectional SAs are established between the UE and the SS:

SA1L: port_uc to port_ps
SA2: port_pc to port_us
SA3: port_psto port_uc
SA4: port_usto port_pc

Thefirst pair (SA1 and SA3) isfor bidirectional traffic between port_uc and port_ps. The second pair (SA2 and SA4) is
for bidirectional traffic between port_pc and port_us.

While TCP scenario will use all four SAs, in UDP, only two SAs are needed because there is no traffic from port_psto
port_uc nor from port_usto port_pc. Figure 1 shows one example of the use of ports and security associationin UDP
and TCP.

UDP case TCP case
UE [ss | UE ss
Unprotected client port Register a Unprotected server port Unprotected client port Register | Unprotected server port
401 Unauthorised . ) 401 Unauthorised
dl <—
Unprotected server port | < RANDJAUTN Unprotected client port Unprotected client port RANDAUTN Unprotected server port
portuci ... Register RC gy POTLPS port_uc| .. Rediger RS __p| port ps
SAl spi_ps SAl spi_ps
oK
M US| ===t emmmeaaa rt oK
port_us| - =2 = el port_pc port_uc <SA3$UC .................... port_ps
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Figure 1: Use of port and SA in UDP and TCP
5.2.1.3 Control ports

IMS_CC ATS aso controls the SS configuration and passes necessary parameters to the various emulation entitiesin
the SS. Thisis done by ASPs through an IP-CAN control port, an P configuration port and a Signalling
Compression control port.

From the protocol stack point of view, SIP is an application layer protocol located above transport layer UDP whichin
turn uses the services provided by the IP/IPsec layer. The IP packages are transmitted via the connected |P-CAN bearer,
the UTRAN bearer or the GERAN bearer. The emulations of these protocol layersin the SS shall be compliant with the
relevant core specifications (3GPP and IETF).

The IP-CAN bearers are created, configured modified and released though the ASP at the IP-CAN control port. The
TTCN-3 codes shall also be able to control the UDP/IP/IPsec configurations and provide necessary parameters through
the control ASPs.
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5.2.2 SAD

Security Association Database (SAD) shall be made accessible by the IPsec entity and contain sets of parameters
corresponding to each security association. During registration/authentication, the UE and the SS will negotiate these
parameters for setting up a security association. Asthe negotiation is carried out on SIP level (through SIP message
exchanges), the resulting security parameters are obtained and stored in IMS_CC ATS. A number of ASPs are defined
to convey these parameters from TTCN-3 codes to SAD. ASPs manipulating the SAD are aso defined.

523 Network interface

Similar to the majority of TCP/IP stack implementations, a network interface (IFO, IF1, IF2, etc.) structureis used to
connect the IP-CAN bearer to IP protocol entity. When the ASP for setting up an IP-CAN bearer is called viathe
IP-CAN control port, the SS shall connect the established radio access bearer to the relevant IF structure, in order to
provide the radio bearer connectivity to the |P/IPsec layer.

5.2.4  SigComp and related control port

SIP Compression is mandatory (clause 8 of 3GPP TS 24.229) and Signalling compression (RFC 3320, RFC 3485,

RFC 3486) protocol is used for SIP compression. The SigComp entity in the model is used to carry out the
compression/decompression functions. In the receiving direction of the SS, the SigComp entity will detect whether the
incoming SIP message is compressed and, if so, decompressit. In the sending direction of the SS, the TTCN controls
whether the outgoing SIP message is compressed through the SigComp control port. If while decompressing a message,
decompression failure occurs, the message shall be discarded. The SigComp layer in the SS shall automatically find if a
secure port or un-secure port is being used for transmission or reception of messages. If an un-secure port is used for
transmission, then as per clause 8 of 3GPP TS 24.229, it shall not include state creation instructions. If the state creation
command is received in a compressed message on an un-secured port (clause 8 of 3GPP TS 24.229), a decompression
failure shall be generated.

525 SIP TTCN 3 Codec

SIP is atext-based protocol, the messages exchanged between the UE and the SS are character strings. In TTCN-3 ATS
the messages are structured to take the advantage of TTCN-3 functionality, and to make the debugging and maintenance
of the ATS easier. When the TTCN-3 ATS sends a message to the UE, the SIP TTCN-3 codec converts the structured
message to the corresponding character string then transfers it to the UE. When the SS receives a message from the UE,
the TTCN-3 codec converts the received character string to the structured message and passesit to the TTCN-3 ATS.

5.2.6 DHCP and DNS data ports

The DHCP port is used for receiving the DHCP requests from the UE under test, and sending corresponding responses
to the UE. The DNS port is used for receiving domain name resol ution requests from the UE and sending the results
back to the UE. The TTCN which implements the required DHCP and DNS server functions (only the functions
necessary for testing purposes, not full functionality) will receive and send on these ports.

The DHCP and DNS server functionalities in the default test configuration are implemented as Parallel Test
Components (PTCs). For P-CSCF Discovery test cases (3GPP TS 34.229-1, clause 7), the PTCs are disabled and the
DHCP and DNS ports are connected to the Main Test Component (MTC) so that the test script running on the MTC has
full control of DHCP and DNS signalling.

5.3 Upper Tester (UT)

In order to support test automation and regression testing, an MMI port has been defined through which MM
commands (e.g. 'Please initiate a call’) are sent to an external entity. Implementations can customize the external entity
according to their needs. This port is enabled by setting PIXIT parameter px_TestAutomation to "true”.

5.4 TTCN-3

TTCN isused as specification language. ES 201 873 [12] (TTCN-3) is applied to the notation.
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6 ASP definitions

6.1 Control ASP

ASPsfor configuring/controlling the SS are defined to operate in a pair of ASPs, Req (request) ASP and Cnf (Confirm)
ASP of the blocking mode. The TTCN-3 execution after sending a Req ASP shall wait (be blocked) for the Cnf ASP.

Because the IMS Test Suite is radio access technology independent, few parameters are passed from the TTCN-3.
Therefore the exact configuration procedures used are determined by the implementation.

The PIXIT px_RANTech (see below) is set by the operator and is passed through the TTCN to the SS. Thisis defined
as an enumerated type and is used to specify which platform the test isto be run on (e.g. GERAN or UTRAN).

6.1.1 Cell Control

Name
Port
Comment

CreateCellReq
IPCANCtl
ASP type for creating a cell

Parameter Name
ranTech

Name
Port
Comment

Parameter Type Comment

RANTech

CreateCellCnf
IPCANCtl
ASP type which returns the result of the execution of

CreateCellReq

Parameter Name
status

Name
Port
Comment

Parameter Type Comment

Status

ReleaseCellReq
IPCANCtl
ASP type for releasing resources allocated to the cell

Parameter Name

Name
Port
Comment

Parameter Type Comment

ReleaseCellCnf
IPCANCtl
ASP type which returns the result of the execution of

ReleaseCellReq

Parameter Name
status

Name

Type
Parameters
Comment

Name

Type
Parameters
Comment

Parameter Type Comment

Status

RANTech

enumerated

GERAN, UTRAN_FDD, UTRAN_TDD, dummy1, dummy2
Indicates the radio access network technology used for transport

of SIP signalling messages over the air interface

Status

enumerated

success, failure, inconclusive

Indicates the status result of the requesting ASP
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6.1.2 ldleUpdated

IdleUpdatedReq

IPCANCtl

ASP type which requests the SS to bring the UE into an idle
updated state and both GMM and/or MM registered

IdleUpdatedCnf

IPCANCtl

ASP type which returns the result of the execution of
IdleUpdatedRe

status Status

6.1.3 PDPContext

ActivatePDPContextRequest_Req

IPCANCtl

ASP type which sets up a radio connection and waits for the
Activate PDP Context Request and sends the Radio Bearer Setup
message (if required). The ProtocolConfigurationOptions IE received
in the ActivatePDPContextRequest is sent back in the Cnf.

ActivatePDPContextAccept_Req must be called after this to
complete the procedure

pdpContextld integer
bearerinfo integer

ActivatePDPContextRequest_Cnf

IPCANCtl

ASP type which returns the result of the execution of
ActivatePDPContextRequest_Req. The contents of the
ProtocolConfigurationOptions IE received in the
ActivatePDPContextRequest are included here

configOptList ConfigOptList
status Status

ActivatePDPContextAccept_Req

IPCANCtl

ASP type which sends the Activate PDP Context Accept message
with the ProtocolConfigurationOptions IE specified.

ActivatePDPContextRequest_Req and Cnf must be called before

this
pdpContextld integer
configOptList ConfigOptList

ActivatePDPContextAccept_Cnf

IPCANCtl

ASP type which returns the result of the execution of
ActivatePDPContextAccept_Reg.

status Status
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ActivateSecondaryPDPContextReq

IPCANCtl

ASP type which informs the SS to expect the UE to request a
secondary PDP context. Includes the bearer info to be configured for
this secondary PDP context

pdpContextld integer
bearerinfo integer

ActivateSecondaryPDPContextCnf

IPCANCtl

ASP type which returns the result of the execution of
ActivateSecondaryPDPContextReq, when it is completed

status Status

ModifyPDPContextReq

IPCANCtl

ASP type which informs the SS to expect the UE to request to
modifiy an existing PDP context. Includes the bearer info for this to
be modified to

pdpContextld integer
bearerinfo integer

ModifyPDPContextCnf
IPCANCtl

ASP type which returns the result of the execution of
ModifyPDPContextReq, when it is completed

status Status

DeactivatePDPContextReq

IPCANCtl

ASP type which requests the SS deactivate the indicated PDP
context. A value of pdpContextld = 0 indicates that all existing PDP
contexts are to be deactivated.

pdpContextld integer

DeactivatePDPContextCnf

IPCANCtl

ASP type which returns the result of the execution of
DeactivatePDPContextRe

status Status

BearerInfo

integer

References the RAB to be configured. This is RAN independent
and can be added to/reduced as required

Thisissimply alist of RAB identifiers. It is expected, in the future, for these identifiers to equate to specific RAB
requirements, for all available radio accesstechnologies See clause 8.1 for more information.

ConfigOptList

set of ConfigOpt

Used to contain the protocol configuration options IE used in the
PDP context messages
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ConfigOpt
octetstrin

Containerld octetstring [2]
ContainerLength octetstring [1]
ContainerContents octetstring optional

6.1.4 IP Configuration

InstallKeyReq
IPconf
ASP type which installs the keys into the IP layer in the SS

MD5_96Key bitstring length (128)
SHA 1 _96Key bitstring length (160)
DES_EDE3_CBCKey bitstring length (192)
AES_CBCKey bitstring length (128)

InstallKeyCnf

IPconf

ASP type which returns the result of the execution of
InstallKeyRe

status Status

AssignlPaddrReq
IPconf
ASP type which assigns the IP address to the IP layer in the SS

p_cscf_Addr IPAddr
dhcp_Addr IPAddr
dns_Addr IPAddr
ue_Addr IPAddr
peerUE_Addr IPAddr

AssignlPaddrCnf

IPconf

ASP type which returns the result of the execution of
AssignlPaddrRe

status Status

IPAddr
charstring
in either colon separated or dotted decimal format

ReleaselPConfigurationReq

IPconf

ASP type which releases the IMS IP layer configurations including
Security Associations. This ASP is meant to be used when starting a
new test case to make sure that the IP layer is in a well defined initial
state irrespective of the execution of previous tests.

- - No parameters
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ReleaselPConfigurationCnf

IPconf

ASP type which returns the result of the execution of
ReleaselPConfigurationRe

status Status

AddPCSCFaddrReq

IPconf

ASP type which configures a new address of the P-CSCF
component in the IP layer in the SS

p_cscf_Addr IPAddr New IP address of P-CSCF
component to be simulated

AddPCSCFaddrCnf

IPconf

ASP type which returns the result of the execution of
AddPCSCFaddrRe

status Status

startCompression boolean

SignallingCompressionCnf

SigComp

ASP type which returns the result of the execution of
SignallingCompressionRe

status Status

RcvdCompartmentld

SigComp

ASP type which feeds back the Compartment Id back to the
Sigcomp layer, extracted from the last received message, used by
SigComp layer to store any state appropriately.

compartmentld charstring Call-Id of the SIP message will
be used as compartment Id

GenerateSigCompDecompFailReq

SigComp

ASP type which starts/stops inserting instructions resulting in
decompression failure in compressed messages.

startError boolean TRUE: Start generation of
errors.
FALSE: Stop generation of
errors.
mechanism DecompFailureType Optional: present when

startError is TRUE, else absent
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GenerateSigCompDecompFailCnf
SigComp
ASP type which returns the result of the execution of

status Status

DecompFailureType

enumerated

stateCreation,dummyl,dumm2,dummy3

Indicates the mechanism through which decompression failure
errors shall be inserted during compressing message

stateCreation: This type indicates, decompression failure shall be
generated by inserting "State Creation" instructions in DL messages
sent on unsecured SS Port (clause 8 of 3GPP TS 24.229)

6.1.5 SA Database

SingleAddSADCnf

IPconf

ASP type which returns the result of the execution of
SingleAddSADRe

status Status

DoubleAddSADReq
IPconf
ASP type which sets two entries of SAD in the SS

sal SA
sa2 SA

DoubleAddSADCnf

IPconf

ASP type which returns the result of the execution of
DoubleAddSADRe

status Status

DelSADReq
IPconf
ASP type which deletes the SAD entries

spil SPI
spi2 SPI optional
spi3 SPI optional
spi4 SPI optional
spi5 SPI optional
spi6 SPI optional
spi7 SPI optional
spi8 SPI optional
spi9 SPI optional
DelSADCnf
IPconf

ASP type which returns the result of the execution of DelSADRe

status Status
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SA

IPconf

ASP type which sets a single entry of parameters for a security
association in the SS

spi SPI

srclPaddr IPAddr

deslPaddr IPAddr

srcUDPport integer

desUDPport integer

intAlgo IntAlgo

ciphAlgo CiphAlgo
IntAlgo
enumerated
hmac_md5_96, hmac_sha_1 96
Integrity algorithms
CiphAlgo
enumerated

des_ede3_cbc, aes_cbc, nociph
Ciphering algorithms, "nociph" means no ciphering

SPI
integer (0..4294967295)
security parameter index for IPsec

6.1.6  Emergency CS Call

ExpectEmergencyCSCall

IPCANCtl

ASP type which informs the SS to expect the UE to request an
emergency CS call

EmergencyCScCallActive

IPCANCtl

ASP type which returns the result of the execution of
ExpectEmergencyCSCall when it is in call active state

status Status

ReleaseCScCallReq

IPCANCtl

ASP type which requests the SS to release the CS call previously
established during ExpectEmergencyCSCall

ReleaseCScCallCnf

IPCANCtl

ASP type which returns the result of the execution of
ReleaseCScCallRe

status Status
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IMS-CC Data ASP definitions

6.2.1 ASP_DataRequest
Name ASP_DataRequest
Port DataPort
Comment ASP type for receiving/sending SIP Request Messages
Parameter Name Parameter Type Comment
sigComplnfo SigComplnfo OPTIONAL. Information
for/from SigComp layer. Absence
means compression is/shall be
not applied in received/send
message.
portinfo SSPortinfo
msg union {REGISTER_Request, SIP message
INVITE_Request,
OPTIONS_Request,
BYE_Request,
CANCEL_Request,
ACK_Request,
PRACK_Request,
NOTIFY_Request,
SUBSCRIBE_Request,
PUBLISH_Request,
UPDATE_Request,
REFER_Request ,
MESSAGE_Request}
6.2.2 ASP_DataResponse
Name ASP_DataResponse
Port DataPort
Comment ASP type for receiving/sending SIP RESPONSE Message
Parameter Name Parameter Type Comment
sigComplnfo SigComplnfo OPTIONAL. Information
for/from SigComp layer. Absence
means compression is/shall be
not applied in received/send
message.
portinfo SSPortinfo
msg Response SIP RESPONSE message
Name SigComplnfo
Type Union
Parameter Name Parameter Type Comment
compartmentld charstring Used for Sending messages
from TTCN. To be used by
SigComp Layer
isCompressed Compressed Used for received messages. If
set, means received message
was compressed
Name Compressed
Type record
Comment Empty record used in SigComplnfo. Its presence means received

message was compressed
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Name SSPortinfo

Type record

Parameter Name Parameter Type Comment

ipAddr IPAddr IP address of simulated
network node

transportProtocol TransportProtocol

Name TransportProtocol

Type enumerated

Parameters UDP, TCP

6.3 Ut ASP definitions

Name MMIMessage

Port MMIPort

Comment ASP type for sending messages to upper tester

Parameter Name Parameter Type Comment

mmiMessage charstring Action required by upper tester
7 Codec definition
7.1 Introduction

SIP is atext-based protocol, thus the message exchange between the UE and the SS are pure character strings. In the
TTCN-3 ATS the messages are structured and optimized to take the advantage of TTCN-3 functionality, and to make
the debugging and maintenance of the ATS easier.

Every timethe TTCN-3 ATS sends a message to the UE, the SIP TTCN-3 codec converts (encodes) the structured
message given as a template to the corresponding character string before transferred to the UE.

When the SS receives a message from the UE, the TTCN-3 codec converts (decodes) the received character string to the
structured message value and passesit to the TTCN-3 ATS.

7.2 TCI Interface Specification

TTCN-3 provides areference test system implementation architecture in [ETSI ES 201 873-6] which is used here.

7.2.1  TCI - Required and Provided Interface Methods

A codec implementation for this ATS has to adhere to the TCI-CD provided and TCI-CD required interfaces as defined
in ES 201 873-6, clause 7.3.2]. Within this context we recommend to use the TCI value interface ES 201 873-6,

clause 7.2.2] with its several methods. In addition the codec has to follow the type mappings and instruction as defined
in clause 8.3.

7.3 Requirements on abstract message syntax

7.3.1  Type definition - Syntax / Semantic aspects
All given defined BNF grammars (e.g. the ABNF of RFC 3261) are unique. Thus the syntax tree for each syntactically

correct message derived with these grammars are unique too and the parts of a message can be uniquely identified
(represented) by the terminal phrase belonging to a non terminal symbol and its derivation path in the syntax tree.
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The syntax tree of all given messages can be used to uniquely identify and describe the parts of the messages. The
leaves are the part of every message and the nodes from the root to the leaves represent the sequence of rulesto be
applied to derive that part

The IMS/SIP root message type is an ordered structured type, which is represented as arecord typein TTCN-3. For
each grammar rule of the ABNF a TTCN-3 record type is declared with the specific name of the rule. The following
rules are applied to the fields within a record:

- A non-termina symbol is declared as arecord type for this symbol.

- The order of the symbolsin the rule are represented by an equal order of the fields.
- Repetitions are declared as 'set of' or 'record of' types.

- Options are represented as optional record/set fields.

- Alternatives are declared as union types.

7.3.2 Deviations of the type definition semantic

- Most of the 'literals' of a message (for example: the string" Vi a" or " v" inthe message header fields) are not
represented.

- The TTCN-3 charstring type is used where we stop structuring even if the ABNF uses structured types. More
detailsfound in clause 8.3.3.

- Wherever possible parts are mapped to their best type representation, e.g. DIGIT based rules are mapped to
integer type not to a charstring type.

- All of the following delimiters (including preceding or following whitespace) defined by the ABNF grammar to
separate the parts of a message are not represented (see note).

STAR = SWB "*" SWS ; asterisk

SLASH = SWs "/" SW5 ; slash

EQUAL = SWS "=" SWS ; equal

LPAREN = SWS "(" SW5 ; left parenthesis

RPAREN = SWS ")" SWS5 ; right parenthesis

RAQUOT = ">" SW5 ; ri ght angl e quote

LAQUOT = SWs "<"; left angle quote

COMWA = SWs "," SWS ; comm

SEM = SW8 " ; " SWS ; semcol on

COLON = SWs' SWS ; colon

LDQUOT = SWs DQJOTE open doubl e quotation nmark
RDQUOT = E SWS ; close double quotation mark
HCOLON = *( SP/ HTAB) "t SWB

SP = single space

HTAB = tab

SWs = sep whitespace

NOTE: If they are present within a pure charstring they will be handled like a normal character and are till
included.

- Messages which are not of interest to the test suite are left undecoded as a charstring and will not be
further structured.

7.3.3  Additional requirements for codec implementations (SIP/IMS

M essage
The SIP/IMS codec is based on a normalized encoding which is always produced by an encoder. Decoder
implementations, however, have to handle normalization before, or when constructing the structured message value,

e.g. long versus compact form, whitespace compression, delimiter removal, same header grouping, etc. All these
aspects will be handled in the next clause.

7.3.3.1 Differences between BNF - TTCN-3 Type Mapping

In normal cases the mapping is straight forward. Below you find the exceptions, including potential examples.
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- Theroot message type is not a SIP-message but directly a Request or Response type which is represented as a
TTCN-3 record. All Method - Message names (INVITE, BYE, ACK etc.) and al message header field names
(To, From, CallID, CSeq, Viaetc.) are mapped to an enumerated type in TTCN-3 to simplify the extension of
new headers. During encoding, the long-form of these message header fieldsis aways used. The respective field
in the header type isrestricted to values which are allowed.

BNF rules of RFC TTCN-3 Type Mapping
SIP-message = Request / Response type record REGISTER_Request {...},
type record INVITE_Request{...},
type record PRACK_Request{...},
type record NOTIFY_Request{...},
type record UPDATE_Request{...},

t->./.pe record Response {...}

Method = INVITEm type enumerated Method { ACK_E, BYE_E,
[/ ACKm CANCEL_E, INVITE_E, OPTIONS_E, REGISTER_E, ...}
/ OPTIONSmM
/ BYEm
/ CANCELmM
/| REGISTERmM
/...

- The structure of the message header fields are mapped to a"set " type in TTCN-3, because the order of these
header fields is not mandatory. There is an Unknown Header List given in the type system to decode unknown
headers with ID and Value.

message-header = ( type set MessageHeader {
/ Contact Contact contact optional,
/ Content-Disposition ContentDisposition contentDisposition optional,
/ Via Via via,
/ Warning Warning warning optional,
| WWW-Authenticate WwwAuthenticate wwwAuthenticate optional,
| extension-header) CRLF UndefinedHeader_List undefinedHeader_List optional
}

- Thevarious parameter lists defined in the BNF are mapped and combined into three different TTCN-3 sets of
generic-param types. These types differ only in their name: SemicolonParam_List, AmpersandParam_List,
CommaParam_L ist to distinguish between the relevant separators.

uri-parameters = *( " uri-parameter) type set of GenericParam SemicolonParam_List;
Authentication-Info = "Authentication-Info" HCOLON type record AuthenticationInfo {
ainfo FieldName fieldName(AUTHENTICATION_INFO_E),
*(COMMA ainfo) CommaParam_List ainfo
ainfo = nextnonce type set of GenericParam CommaParam_List;

/ message-qop
/ response-auth
/ cnonce
/ nonce-count
Headers = "?" header *( "&" header ) type set of GenericParam AmpersandParam_List;

- Any more specific parameter rule (e.g. uri-param, user-param, Ir-param , digest-cln, etc.) is simplified to the
generic-param rule which will be mapped as a record structure of two charstrings (ID and paramValue). Thisis
equivalent to atoken with an optional generic value (token [ EQUAL gen-value]).
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digest-cln = realm type record GenericParam {
/ domain charstring id ,
/ nonce charstring paramValue optional
/ opaque }
/ stale
[ algorithm

/ qop-options
/ auth-param

- Inaddition to the pure charstring as a base type, the TTCN-3 type system provides base integer types which are
unrestricted to the model e.g. the portField, CSeq number, maxForward digit.

user = 1*( unreserved charstring
/ escaped / user-unreserved

telephone-subscriber as defined in RC 2806
password = *( unreserved charstring
| escaped
/"&"
/="
[+
1"$"
/ II,II

Port = 1*DIGIT integer
Status-Code = Informational integer
Redirection

Success

Client-Error

Server-Error

Global-Failure

extension-code

~ — — ~— ~— ~—

- Where the same header type can appear multiple times within a message, they will be decoded as a single header
field, with multiple list elements. The order of appearance of the headers will be preserved within the header list

value.
Contact = ("Contact" / "m" ) HCOLON type record Contact {
( STAR / (contact-param FieldName fieldName(CONTACT_E),
*(COMMA contact-param) ContactBody contactBody
) }
contact-param = (name-addr / addr-spec) type record ContactAddress {
*(SEMI contact-params) Addr_Union addressField,
SemicolonParam_List contactParams optional
}

type union ContactBody {
charstring wildcard,
ContactAddress_List contactAddresses

}

Used in

type set of ContactAddress ContactAddress_List;
- The BNF [clause 7.3.1 Header Field Format RFC 3261] specifies that several WWW or Proxy
Authentication/Authorization headers should not be combined into a single header; however they will be

decoded into such in the codec. If these need to be sent downlink then a new, 'raw’ (pure charstring) message
type will be introduced.
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Authorization = "Authorization" HCOLON credentials type record Authorization {
FieldName fieldName(AUTHORIZATION_E),
Credentials body

Credentials = ("Digest" LWS digest-response) type union Credentials {
| other-response CommaParam_List digestResponse,
OtherAuth otherResponse
}

- Thedifferent schemes (sip, sips, tel, fax, absoluteUri) in the SIP URI are all handled via the same type definition
to simplify the decoding. Thisis because there is no difference between the URIs except the scheme.

Request-URI =  SIP-URI type record SipUrl {
/ SIPS-URI charstring scheme,
/ absoluteURI UserlInfo userinfo optional,
HostPort hostPort,
with SemicolonParam_List urlParameters optional,
AmpersandParam_List headers optional
SIP-URI = "sip:" }
[ userinfo ]
hostport
uri-parameters
[ headers ]
and
SIPS-URI = "sips:"
[ userinfo ]
hostport
uri-parameters
[ headers ]
and
absoluteURI = scheme ™" (‘hier-part / opaque-part )

- Universal charstrings should be supported by the codec especially for the Display namein the URI.

- For downlink messages, if amessage body isincluded, the TTCN will set the len field in the ContentLength
header to the value -1. This value will be replaced by the codec with the actual length of the encoded message
body (see clause 7.3.4)

7.3.4  Additional requirements for codec implementations (Message Body)
The message body isoptional, but if it isincluded, will be encoded using either SDP or XML (see below).

The message body type consists of an optional charstring, containing the encoded message and a union of the different
SDP and XML types.

type record MessageBody {
charstring encodedMsg optional,
MsgBodyTypes msgBody

type union MsgBodyTypes {
reginfoElement regE,
IMCN_Subsystem_XMLBody IMCNBody,
SDP_Message sdpE

For uplink messages, if the received message contains a message body, the codec will provide the encoded charstring in
encodedM sg and the decoded message in the appropriate choice of MsgBodyType.
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For downlink messages, the charstring encodedMsg will always be set to omit. The codec will encode the
msgBodyType according to the appropriate type definitions and will then include the length of the encoded message
body in the content length header, replacing the value of -1 set inthe TTCN.
7.3.5  Additional requirements for codec implementations (SDP Body)
The Session Description Protocol is defined in RFC 4566.

- The'type fields (such as'v' and '0' are not represented).

- For the defined attributes, the att-field is also not represented (e.g. ‘curr’ is not represented in
SDP_attribute_curr).

- The Messages which are not of interest to atest suite are left undecoded as a charstring and will not be further
structured.
7.35.1 Differences between BNF - SDP Type Mapping
In normal cases the mapping is straight forward. Below are the exceptions which differ.

- Thenumerical fieldsin the origin-field, the time-field and the timezone field have been defined as charstring
because they may not fit into a 32-bit signed integer.

BNF Rules of RFC 4566 TTCN 3 Type Mapping
origin = username type record SDP_Origin {
sess-id charstring username,
sess-version charstring session_id,
nettype charstring session_version,
addrtype charstring net_type,
unicast-address charstring addr_type,
charstring addr
}
time-fields = start-time type record SDP_time_field {
stop-time charstring start_time,
repeat-fields charstring stop_time
[ zone-adjustments] }
zone-adjustments = time type record SDP_timezone {
typed-time charstring adjustment_time,
SDP_typed_time offset
}

- The zone-adjustmentsfield in the time-fields has been included as an additional field in the top-level message
definition.

ETSI



3GPP TS 34.229-3 version 5.0.0 Release 5

BNF Rules of RFC 4566
session-description = proto-version
origin-field
session-name-field
information-field

27

ETSI TS 134 229-3 V5.0.0 (2007-03)

TTCN 3 Type Mapping

type record SDP_Message {

integer protocol_version,
SDP_Origin origin,
charstring session_name,

uri-field charstring information optional,
email-fields charstring uri optional,
phone-fields SDP_email_list emails optional,

connection-field
bandwitdh-fields
time-fields
key-fields
attribute-fields
media-descriptions

time-fields = start-time
stop-time
repeat-fields
[ zone-adjustments]

optional,

SDP_phone_list phone_numbers optional,
SDP_connection connection optional,
SDP_bandwidth_list bandwidth optional,
SDP_time_list times,

SDP_timezone_list timezone_adjustments

SDP_key key optional,
SDP_attribute_list attributes optional,
SDP_media_desc_list media_list optional

type record SDP_time {

SDP_time_field time_field,
SDP_repeat_list time_repeat optional

- The mappings for the email-address, phone-number and connection-address fields have been simplified.

BNF Rules of RFC 4566
email-address = address-and-comment
/ dispname-and-address
/ addrspec

phone-number = email-safe

/ email-safe "<" phone ">"

/ phone

connection-address = multicast-address
/ unicast-address

TTCN 3 Type Mapping
type record SDP_contact {
charstring addr_or_phone,
charstring disp_name optional
}
type record SDP_contact {
charstring addr_or_phone,
charstring disp_name optional
}
type record SDP_conn_addr {
charstring addr,
integer ttl optional,
integer num_of_addr optional

7.35.2 Defined attributes

The SDP_attribute type is defined as a union of the following attribute types. There is an unknown attribute given to
decode undefined attributes with a name and value.

SDP Attribute TTCN 3 Type Mapping
cat type record SDP_attribute_cat {
charstring attr_value
charset type record SDP_attribute_charset {
charstring attr_value
}
conf type record SDP_attribute_curr {
charstring preconditionType,
charstring statusType,
charstring direction
curr type record SDP_attribute_curr {
charstring preconditionType,
charstring statusType,
charstring direction
}
des type record SDP_attribute_des {

charstring preconditionType,
charstring strength,
charstring statusType,
charstring direction
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inactive

keywds
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orient

ptime
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recvonly

rtcp

rtpmap

sdplang

sendrecv
sendonly

tool

type

unknown

7.3.6

SDP Attribute
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TTCN 3 Type Mapping

}
type record SDP_attribute_fmtp {

charstring attr_value
}

type record SDP_attribute_framerate {
charstring attr_value
}

type record SDP_attribute_inactive {

}
type record SDP_attribute_keywds {

charstring attr_value
}

type record SDP_attribute_lang {
charstring attr_value
}

type record SDP_attribute_orient {
charstring attr_value
}

type record SDP_attribute_ptime {
charstring attr_value
}

type record SDP_attribute_quality {
charstring attr_value
}

type record SDP_attribute_recvonly {

type record SDP_attribute_rtcp {
charstring attr_value
}

type record SDP_attribute_rtpmap {
charstring attr_value
}

type record SDP_attribute_sdplang {
charstring attr_value

type record SDP_attribute_sendrecv {
type record SDP_attribute_sendonly {

type record SDP_attribute_tool {
charstring attr_value
}

type record SDP_attribute_type {
charstring attr_value
}

type record SDP_attribute_tool {
charstring name,

charstring attr_value optional

Additional requirements for codec implementations (DHCP/DNS)

The DHCP/DNS codec shall convert TTCN descriptions into/from octet streams as specified in the RFCs. The TTCN
type definitions for DHCP/DNS types follow closely the data formats defined in the corresponding RFCs (RFC 1035,
RFC 1533, RFC 2131, RFC 3315, RFC 3319 and RFC 3361).

The only special case to be considered iswhen a TTCN length field in a DHCP/DNS record is set to 0, in which case
the encoder shall compute the proper length value during encoding. This agreement relieves the test case writer of

complex length computations which are not relevant to the testcase.
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7.3.7  Additional requirements for codec implementations (XML)

7.3.7.1 Registration Information
The used XML schemais taken directly from the RFC 3680.

The header taken from the XML Schema [RFC 3680, section 5.4] has to be generated in the Encoder automatically and
will not be checked within the receive statement, thus it must not be decoded. This header isNOT declared in the type
system definition in TTCN-3

<?xm version="1.0"7?>
<reginfo xm ns="urn:ietf:parans: xm : ns: regi nfo"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"
version="0" state="full">

In normal cases the mapping is straight forward. All Sequences are defined as a set or record type. Examples of the
Type Mapping are below:

XML Schema rule of RFC 3680 TTCN-3 Type Mapping
<xs: el ement name="regi nfo"> type set reginfoEl enent {
<xs: conpl exType> regi nf oSequence sequence,
<xs: sequence> nonNegat i vel nt eger version,
<xs:attribute name="version" reginfoAttribute state,

type="xs: nonNegati vel nt eger" .
Namespaces nanespaces optional

use="required"/>

}
<xs:attribute name="state" use="required">
<xs: si npl eType>
<xs:any nanespace="##ot her"
processCont ent s="1 ax" m nCccurs="0"
maxQccur s="unbounded"/ >
<XSs: sequence> type record regi nfoSequence {
<xs:element ref="tns:registration" Regi strations registration,
m nCccur s="0" .
Any anyNane opti onal
maxQccur s="unbounded"/ > }
<xs:any nanespace="##ot her"
processCont ent s="1 ax" m nCccurs="0"
maxQccur s="unbounded"/ >
</ xs: sequence>
<xs: el ement name="registration"> type set of registration Registrations;
<xs: conpl exType> type set registration {
<XS:sequence> regi strati onSequence sequence,
<xs:element ref="tns:contact" XSDAUX. anyURI aor,
m nCccur s="0" nmaxCccur s="unbounded"/ > ) )
XSDAUX. string id,
<xs:any nanespace="##ot her" . . .
processCont ent s="1 ax” m nOccur s=" 0" registration_stateAttribute state
maxQccur s="unbounded"/ > }

</ xs: sequence>

<xs:attribute name="aor" type="xs:anyURl"
use="required"/>

<xs:attribute name="id" type="xs:string"
use="required"/>

<xs:attribute name="state" use="required">
<xs: si npl eType>
<xs:restriction base="xs:string">

<xs:enuneration value="init"/>
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<xs:enuneration val ue="active"/>
<xs:enuneration val ue="term nated"/>

</xs:restriction>

</ xs: si npl eType>
</xs:attribute>
</ xs: conpl exType>

</ xs: el enent >

7.3.7.2 3GPP IM CN subsystem
The used XML schemaistaken directly from 3GPP TS 24.229-1 [5], clause 7.6.
XML Schema rule of 3GPP TS 24.229, clause 7.6 TTCN-3 Type Mapping
<! ELEMENT i ms- 3gpp ( type record | MCN_Subsyst em XM.Body {
alternative-service?, service-info?)> Al ternativeService alternativeService
optional,

. . charstring servicelnfo optional,
<I ATTLI ST i ms- 3gpp version CDATA #REQU RED>
i nt eger version

<I-- service-info element: The transparent data
received fromHSS for AS --> }
<! ELEMENT service-info (#CDATA) >
<l-- alternative-service: alternative-service type record AlternativeService {

used in energency sessions --> .
charstring typeNanme ("energency"),

<I ELEMENT al ternative-service ( charstring reason

type, reason)>

<! ELEMENT type (emer gency) >
<! ELEMENT r eason (#PCDATA) >

7.4 Textual Codec Requirements (Details)

7.4.1 Encoder

The encoding is straight forward. The TCI Interface method encode(in Value value) which returns the
TriMessageType from the provided (TciCDProvided) must be implemented. Selection of the relevant String field name
should be used to generate an ASCII Byte Stream which provides the complete message.

Some hints for the implementation:
- Vaueinterface:
- The usage of the TCI Vaue API isrecommended here.
- Whitespace/delimiter handling:

- Should be included by the Encoder. There is no information given in the type system about whitespaces and
delimiter.

- Long vs. Compact format:
- Only the long format must be supported for the message header name.
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7.4.2 Decoder

For the decoder the TCI Interface method Value decode (in TriM essageT ype message,
in Type hyp) which returns the message Value must be implemented. Within this operation a parser must be
instantiated which constructs the structured message values from the text message.

Some hints for the implementation:
- Vdueinterface:
- Theusage of the TCI Vaue API isrecommended here.
- Whitespace/delimiter handling:

- Should be ignored by the Decoder. Just the values without spaces and delimiters should be handled by the
decoder and represented in atemplate structure afterwards.

- Different formats:
- The decoder must be able to handle all header codings, e.g. v, VIA, via, vla, etc.
- Thelong and the short format must be supported for the message header name.
- Error handling:

- All errors should be logged in addition to the TTCN-3 logging. If the message is hot decodable it should
return NULL, as specified in the TCI standard.

8 Design consideration

8.1 Bearer Configurations for IMS Testing

8.1.1 Bearer Information for UTRAN

Bearerinfo RANTech = UTRAN_FDD Description
1 34.108, clause 6.10.2.4.1.56 To be used for IMS Signalling
only
2 34.108, clause 6.10.2.4.6.6 Not supported in Rel-5
3 34.108, clause 6.10.2.4.6.7 Not supported in Rel-5
4 25.993, clause 7.1.122 Only supported in Rel-5
5 25.993, clause 7.1.124 Not supported in Rel-5

8.1.2 Bearer Information for GERAN

No specific bearer information has yet been defined. The QoS to be used is therefore dependant on the media
applications supported by the UE.

8.2 Security

TBD.
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8.3 Test Suite Operations

Table 1: TSO definitions

TSO Name

Description

0_Bitstring2Base64

Type of the result: charstring
Parameters:
bitstring p_Bitstring

Description
Returns the Base 64 encoded value of p_Bitstring

0_GetltemFromCommalList

Type of the result: charstring
Parameters:

charstring p_CommalList,
integer p_Iltemindex,

integer p_NumberOfltems

Description
To get item number p_ItemIndex from a list of items separated by commas. The returned
item must not have any white spaces at the beginning

Used with PIXIT for MT call test case

0_IPv4Addr20ctetstring

Type of the result: octetstring
Parameters:
IPAddr ipAddr

Description
converts an IPv4 Address (in dotted separated decimal text format) into an octetstring
(32-bit address, according to RFC 1035, section 3.4.1)

o_IPv6Addr20ctetstring

Type of the result: octetstring
Parameters:
IPAddr ipAddr

Description
converts an IPv6 Address (in text format, colon separated hexadecimal format) into an
octetstring (128-bit address, according to RFC 3513)

o_isIPv4Addr Type of the result: boolean
Parameters:
IPAddr ipAddr
Description
checks whether the IP Address in text format (dotted separated decimal) corresponds to
an IPv4 address
o_isIPv6Addr Type of the result: boolean
Parameters:
IPAddr ipAddr
Description
checks that the IP Address in text format (colon separated hexadecimal format)
corresponds to an IPv6 address
o_MD5 Type of the result: charstring

Parameters:
charstring p_Data

Description
calculates the MD5 Message-Digest Algorithm according to RFC 1321

o_PutinLowercase

Type of the result: charstring
Parameters:
charstring par_string

Description
returns the equivalent string in lower case
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8.4 AT commands

No AT commands have yet been defined for IMS operations
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Annex A (normative):
Abstract Test Suites (ATS)

This annex contains the approved ATSs.

The ATSs have been produced using the Testing and Test Control Notation version 3 (TTCN3) according to
ES 201 873 [12].

A.1  Version of specifications

Table A.1 shows the version of the test specifications which the delivered AT Ss are referred to.

Table A.1: Versions of the test and Core specifications

Core specifications 3GPP TS 24.229 [11]

Test specifications 3GPP TS 34.229-1 [5]
3GPP TS 34.229-2 [6]
3GPP TS 34.123-3 [2]

A.2 IMS-CCATS

Table A.2: IMS-CC TTCN test cases

Test case Description

TBD

The ATSiscontained in an ASCII file (IMS_CC.ttcn) which accompanies the present document.

A.2.3 Optional IP-CAN TTCN 2++ interface

FFS.
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Annex B (normative):
Partial IXIT proforma

Notwithstanding the provisions of the copyright related to the text of the present document, The Organizational Partners
of 3GPP grant that users of the present document may freely reproduce the partial IXIT proformain thisannex so that it
can be used for itsintended purposes and may further publish the completed partial IXIT.

B.O

Introduction

Thispartial IXIT proforma contained in the present document is provided for completion, when the related Abstract

Test Suiteisto be used against the Implementation Under Test (1UT).

Text initalicsis comments for guidance for the production of alXIT, and is not to be included in the actual IXIT.

The completed partial IXIT will normally be used in conjunction with the completed ICS, as it adds precision to the
information provided by the ICS.

B.1

Parameter values

Table B.1: PIXIT

Parameter name Description Type Default value | Supported value
. . . . tel:+358-555-
px_AssociatedTelUri Arbitrary TEL URI for the user charstring 1234567
The value shall be
— . . different from
pX_AUthAME A_uthentlcatlon Management Field (16 bitstring (16) OOQOOOOOOOOOO 1111 1111 1111
bits). 000'B .
1111'B
(AMFresynch)
‘0101111001001
0101011001101
0110001001000
1001101110101
o . bitstring 1101001010101
px_AuthK Authentication Key (128 bits) (128) 1101110100000
0100101110011
0011111000011
0000100110100
11000101001'B
Length of Extended value .
PX_AUthN min 31, max 127 (TS 34.108 ¢l. 8.1.2) |"€9er 127
Authentication / Random challenge bitstring '01010101...01"
PX_AuthRAND (128 bits) (128) B
pXx_Bearerinfol Initial Bearer to be used integer 1
px_Bearerinfo2 Bearer to be used for Secondary PDP integer 2
Context
. . . "sip:User-
CalleeU URI of Callee, din INVITE harst "
px_CalleeUri of Callee, send in charstring B@Sgpp.org
px_CalleeContactUri URI to be used to contact Callee charstring sip:User- "
B@3gpp.org
‘0000000000000
px_Cellld Cell Identity for UMTS bitstring (28) |0000000000000
00'B
enumerated type:
px_CiphAlgo_Def Ciphering Algorithm CiphAlgo nociph des_ede3 chc,
aes_cbc or nociph
px_DHCPServer_[PAddr  |IP address of DHCP server IPAddr "10.122.11.33"

(in v4 or v6 format)
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Parameter name Description Type Default value |Supported value
. DNS server fully qualified domain name . "dnsserver.3gpp.
px_DNS_DomainName (FODN) charstring org"
px_DNSServer_IPAddr I_P address of DNS server IPAddr 10.122.11.33
(in v4 or v6 format)
Home Domain Name when using ISIM
. or the home domain name derived from . I N
px_HomeDomainName px_IMSI when using USIM (preceded charstring sip:3gpp.org
by "sip:")
% InviteToTa Value of the tag in the To header charstrin "abc-
pX_ 9 related to Invite 9 InviteToTag"
enumerated type;
px_IPSecAlgorithm Integrity Algorithm IntAlgo hmac_md5_96 |hmac_md5_96,
hmac_sha_1 96
String of data, specified by the server,
which should be returned by the client "5ccc069c403eb
px_Opaque unchanged in the Authorization header |charstring afof0171e9517f4
of subsequent requests with URIs in the Oe41"
same protection space.
px_P_CSCF_DomainName (PFSSEI'): fully qualified domain name charstring "pcscf.3gpp.org”
. Additional P-CSCF FQDN (Full "
p>2<_P_CSCF_Doma|nName Qualified Domain Name) for special charstring "pcscf2.3gpp.org
- tests
. Additional P-CSCF FQDN (Full "
pg_P_CSCF_DomamName Qualified Domain Name) for special charstring "pcscfS.Sgpp.org
- tests
IP address of P-CSCF " "
px_P_CSCF_IPAddr (in V4 or v6 format) IPAddr 10.122.11.33
Additional P-CSCF IPaddress for
px_P_CSCF_IPAddr_2 special tests IPAddr "10.122.11.34"
(in v4 or v6 format)
Additional P-CSCF IPaddress for
px_P_CSCF_IPAddr_3 special tests IPAddr "10.122.11.35"
(in v4 or v6 format)
x Pescf P-CSCF fully qualified domain name charstrin "esch.3 org"
PX_ that resolves to the IP address of SS 9 pesct.ogpp.org
px_PeerUE_IPAddr IP address of peer UE IPAddr "10.122.11.55
(in v4 or v6 format)
Protected Client port at the SS .
px_Port_pc (simulated P-CSCF) integer 5061
Protected Server port at the SS .
px_Port_ps (simulated P-CSCF) integer 5062
Unprotected Server port at the SS .
px_Port_ps_NoSec (simulated P-CSCF) integer 5060
Private User Identity when using ISIM .
px_Private_Userld or private user identity derived from charstring prlé)/?tltlauser@Sg
px_IMSI when using USIM or SIM pp-org
Public User Identity when using ISIM or "sip:localuser@3
px_Public_Userld public user identity derived from charstring p.or N
px_IMSI when using USIM or SIM 9gpp-org
enumerated type:
X_RANTech RAN Technolo RANTech UTRAN_FDD GERAN,
PX_ ay = UTRAN_FDD or
UTRAN_TDD
. — Value (in seconds) of the 'expires’ : "anAT
px_RegisterExpiration parameter in the Contact header charstring 600
Value in the RSeq header in 183
px_RSegNumFor183 Session in Progress (value between 1  |integer 1
and 2**32 — 1)
S-CSCF fully qualified domain name "scscf@3 or
px_Scscf that does not resolve to the IP address |charstring g" 9pp-
of SS
A SIP URI with IP Address or FQDN of . "sip:pcscf.3gpp.
PX_SS_SipUri SS (simulated P-CSCF) charstring | o
px_ToTagRegister Value of the tag in the To header charstring "abc-ToTag"
px_ToTagSubscribeDialog |Value of the tag in the To header charstring "abc-
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Parameter name Description Type Default value |Supported value

related to Subscribe SubscribeToTag

px_UE_IPAddr IP address assigned to UE IPAddr "10.122.11.145"
(in v4 or v6 format)

A SIP URI with IP Address or FQDN of 'sip:
px_UE_SipUri UE 10.122.11.145'
px_UeWithSIM UE has a SIM inserted boolean false
« TestAutomation If set, MMI commands are sent to the boolean false
PX_ MMI port instead to a pop-up window

B.1.1 SDP parameters for MT call test case

This clause contains parameters to describe one to three media that the SS will propose to the UE inthe INVITE
Request. Thisinformation shall be compatible with the UE's capabilities.

Table B.2: SDP parameters for MT call

resource

Parameter name Description Type Default value | Supported value
px_NumberOfMedia Number of media description integer 1 1,2,3
For each media description, the following parameters shall be supplied:
audio, video, text,
px_Media Media type charstring ‘audio’ application,
message
. . Integer within the
px_MediaPort Transport port to which the media integer 49230 range 49152 -
stream is sent
65535
UDP, RTP/AVP,
. , , RTP/SAVP, TCP,
px_Proto Transport protocol charstring RTP/AVP RTP/AVPF.
TCP/TLS
px_FmtNumber Number of Media format description integer 3
Value of each media format description . . ,
px_FmtValues (in a comma separated list) charstring 96, 97, 98
. Bandwidth value for b=AS (only if .
px_Bandwidth RTP/RTCP is used) integer 75
i Bandwidth value for b=RS (only if .
px_RS_Bandwidth RTP/RTCP is used) integer 75
) Bandwidth value for b=RR (only if .
px_RR_Bandwidth RTP/RTCP is used) integer 75
. Number of attribute ("a=") lines .
px_AttribNumber (excluding 'curr' and 'des' lines) Integer 4
‘rtpmap:96
L8/8000,
Value of each of the attribute lines, rtpmap:97
px_AttribValues excluding ‘curr' and 'des’ lines (in a charstring L16/8000,
comma separated list). rtpmap:98
L16/11025/2,
maxptime:80'
px_LocalDir Direction tag for desired local resource |charstring 'sendrecv' rs:Cn\;jrecv, send,
px_RemoteDir Direction tag for desired remote charstring 'sendrecy’ sendrecv, send,

recv

ETSI




3GPP TS 34.229-3 version 5.0.0 Release 5 38

ETSI TS 134 229-3 V5.0.0 (2007-03)

B.2 MMI questions

Table B.3 requests additional information needed for the execution of the MMI commands used in the ATS.

Table B.3: MMI questions

Required information for MMI question

Please REGISTER

Please make a Call

Please release the Call

Please switch off the UE

Please switch on the UE

Please configure UE to initiate a Dedicated PDP Context

Please configure UE to initiate P-CSCF Discovery via PCO

Please configure UE to initiate P-CSCF Discovery via DHCP

Please de-REGISTER
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Annex C (informative):
Additional information to IXIT

Notwithstanding the provisions of the copyright related to the text of the present document, The Organizational Partners
of 3GPP grant that users of the present document may freely reproduce the IXIT proformain this annex so that it can be
used for itsintended purposes and may further publish the completed IXIT.

Additional information may be provided when completing the IXIT questionslisted in annex A.

C.1 Identification Summary

Table C.1iscompleted by the test 1aboratory. The item " Contract References' is optional.

Table C.1: Identification Summary

IXIT Reference Number
Test Laboratory Name
Date of Issue

Issued to (name of client)
Contract References

C.2  Abstract Test Suite Summary

In table C.2 the test laboratory provides the version number of the protocol specification and the version number of
ATS which are used in the conformance testing.

Table C.2: ATS Summary

Protocol Specification 3GPP TS 24.229
Version of Protocol Specification

Test Specification in prose 3GPP TS 34.229-1
Version of TSS & TP Specification

ATS Specification 3GPP TS 34.229-3
Version of ATS Specification

Abstract Test Method Distributed Test Method
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C.3  Test Laboratory

C.3.1 Test Laboratory Identification
The test laboratory provides the following information.

Table C.3: Test Laboratory Identification

Name of Test Laboratory
Postal Address

Office address

e-mail address
Telephone Number
FAX Number

C.3.2 Accreditation status of the test service
The test laboratory provides the following information.

Table C.4: Accreditation status of the test service

Accreditation status
Accreditation Reference

C.3.3 Manager of Test Laboratory

The test laboratory provides the information about the manager of test laboratory in table C.5.

Table C.5: Manager of Test Laboratory

Name of Manager of Test Laboratory
e-mail address

Telephone Number

FAX Number

E-mail Address

C.3.4 Contact person of Test Laboratory

The test laboratory provides the information about the contact person of test laboratory in table C.6.

Table C.6: Contact person of Test Laboratory

Name of Contact of Test Laboratory
e-mail address

Telephone Number

FAX Number

E-mail Address
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C.3.5 Means of Testing

Intable C.7, the test laboratory provides a statement of conformance of the Means Of Testing (MOT) to the reference
standardized ATS, and identifies al restrictions for the test execution required by the MOT beyond those stated in the
reference standardized ATS.

Table C.7: Means of Testing

Means of Testing
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C.3.6 Instructions for Completion

In table C.8, the test laboratory provides any specific instructions necessary for completion and return of the proforma
from the client.

Table C.8: Instruction for Completion

Instructions for Completion

C.4 Client

C.4.1 Client Identification

The client provides the identification in table C.9.

Table C.9: Client Identification

Name of Client
Postal Address
Office Address
Telephone Number
FAX Number

C.4.2 Client Test Manager

In table C.10 the client provides information about the test manager.

Table C.10: Client Test Manager

Name of Client Test Manager
Telephone Number

FAX Number

E-mail Address
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C.4.3 Client Contact person

In table C.11 the client provides information about the test contact person.

Table C.11: Client Contact person

Name of Client contact person
Telephone Number

FAX Number

E-mail Address

C.4.4 Test Facilities Required

Intable C.12, the client records the particular facilities required for testing, if arange of facilitiesis provided by the test
laboratory.

Table C.12: Test Facilities Required

Test Facilities Required
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C.5 System Under Test

C.5.1 SUT Information

The client provides information about the SUT in table C.13.

Table C.13: SUT Information

System Name

System Version

SCS Reference

Machine Configuration
Operating System Identification
IUT Identification

ICS Reference for the IUT

C.5.2 Limitations of the SUT
In table C.14, the client provides information explaining if any of the abstract tests cannot be executed.

Table C.14: Limitation of the SUT

Limitations of the SUT

ETSI



3GPP TS 34.229-3 version 5.0.0 Release 5 45 ETSITS 134 229-3 V5.0.0 (2007-03)

C.5.3 Environmental Conditions

In table C.15 the client provides information about any tighter environmental conditions for the correct operation of the
SUT.

Table C.15: Environmental Conditions

Environmental Conditions

C.6  Ancillary Protocols

This clause is completed by the client in conjunction with the test laboratory.

In the following tables, the client identifies relevant information concerning each ancillary protocol inthe SUT other
than the IUT itself. One table for one ancillary protocol.

Based on the MOT the test laboratory should create question proforma for each ancillary protocol in the blank space
following each table. The information required is dependent on the MOT and the SUT, and covers all the addressing,
parameter values, timer values and facilities (relevant to ENs) as defined by the ICS for the ancillary protocol.

C.6.1 Ancillary Protocols 1

Table C.16: Ancillary Protocol 1

Protocol Name

Version number

ICS Reference (optional)
IXIT Reference (optional)
PCTR Reference (optional)
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C.6.2 Ancillary Protocols 2

Table C.17: Ancillary Protocol 2

Protocol Name

Version number

ICS Reference (optional)
IXIT Reference (optional)
PCTR Reference (optional)
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Annex D (informative):
PCTR Proforma

Notwithstanding the provisions of the copyright related to the text of the present document, The Organizational Partners
of 3GPP grant that users of the present document may freely reproduce the PCTR proformain this annex so that it can
be used for itsintended purposes and may further publish the completed PCTR.

PROTOCOL
Conformance Test Report

(PCTR)

Universal Mobile Telecommunication System, UMTS,
User Equipment-Network Access

Layer 3 Signalling Functions

Test Candidate

Name : SUT name

Model : model

H/W version : hw

S/W version SW

Serial No. : serienr
Client

Name :

Street / No.

Postal Code / City:

Country

This Test Report shall not be reproduced except in full without the written permission
of TEST LAB REFERENCE, and shall not be quoted out of context.
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Annex E (informative):
TTCNS3 style guide for 3GPP IMS ATS

E.1 General rules for 3GPP ATSs

A detailed guide on 3GPP ATS style can be found in TS 34.123-3 [4], Annex E. Although the guidelinesin TS 34.123-
3 [4] were written for TTCN-2 ATSs, most of them are applicable to AT Ss written in TTCN-3 and were considered
when designing the IMS ATS in TTCN-3 whenever it was possible.

E.2 3GPP IMS ATS implementation guidelines

The content of this clause is specific for IMS ATS writtenin TTCN-3.

E.2.1 Grouping of similar objects

In order to aid readability and to add logical structure to the test suite, definitions shall be collected in named groups by
using the TTCN-3 keyword 'gr oup'.

EXAMPLE: Header field types are grouped under the group hame HeaderFieldTypes.

group Header Fi el dTypes

{
type record Accept {
Fi el dNane fi el dNane( ACCEPT_E),
Accept Body_Li st accept Args opti onal
}
type record Accept Encodi ng {
Fi el dNane fi el dNane( ACCEPT_ENCODI NG E) ,
Cont ent Codi ng_Li st content Codi ng opti onal
}
}

E.2.2 ‘'Visible' test case description

A short description of the test cases shall be made available for System Simulator manufacturers use. This shall be done
by using the keywords'wi t h' and 'ext ensi on' at the end of the test case.

Please Note: Thisfield isfor information purposesin the SS only

EXAMPLE: Test case description for test case 8.1.
testcase TC 8_1() runs on | MSConponent system System nterfaces

TGQuard. start;

ts_InitPorts ();

v_Default := activate(ts_Defaul tDef());

ts_Configurel PAddr (px_SS_| PAddr);

ts_Preanbl e(px_Bearer|nfo, px_SS_|PAddr, px_UE_| PAddr);
ts_Regi ster_Aut hentication();

ts_Regi ster_SubscribeNotify ();

ts_Post anbl e( px_Bearer| nfo);

}
with {extension " Description: Test to verify that the UE can correctly register to IM
servi ces when equi pped with U CC that contains either both | SIMand USIM applications or only USIM
application but not ISIM The process consists of sending initial registration to S-SCSCF via the
P- CSCF di scovered, authenticating the user and finally subscribing the registration event package
for the registered default public user identity."}// end testcase TC 8_1
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E.2.3 Naming conventions

The following prefixes shall be used when creating new objectsin TTCN-3.

Table E.1: Prefixes used for TTCN-3 objects

TTCN object Case of first Prefix Comment
character
TTCN Module Upper IMS_CC
External function Upper o_ Note 1
Function parameters Upper p
Functions Upper ts_
Test Case Selection Expression
Constant Upper <NAME IN CAPITALS>
Variable Upper vV_ Note 2
General Variable Upper gv Note 3
Port Types Upper -
Port Names Lower -
Timer Upper T
General templates Upper t
Templates for Config ASPs Upper c
Templates for Header types Upper h[r|s]_ Note 4
Templates for Method types Upper m[b]r[s] Note 4
Templates for XML types Upper X[r|s]_ Note 4
Templates for SDP types Upper d[b|r|s]
Test Suite Parameter (PICS) Upper pc
Test Suite Parameter (PIXIT) Upper pX_
Test Case Upper TC Note 5

NOTE 1: External functions are the equivalent to test suite operations in TTCN-2.

NOTE 2: These are local variables, only visible in the functions where they are defined.

NOTE 3: General variables are those defined within the TTCN-3 components. They are visible to all the functions run
in the component.

NOTE 4: Prefix for templates can be followed by the following indicators:
- 'b" shall be included in base templates. Normally, templates without the 'b' indicator are modified
templates from a parent (or base) template.
- 'r' shall be present to indicate that the object is only used in receive statements (i.e. the template may
contain wildcards).
- 's' shall be present to indicate that the object is only used in send statements.

NOTE 5: Test case names will correspond to the clause in the prose that specifies the test purpose. E.g. TC_8_1. An
additional digit may be specified if more than one test case is used to achieve the test purpose. If an
additional digit is required, this probably means that the test prose are not well defined.

ETSI



3GPP TS 34.229-3 version 5.0.0 Release 5 50 ETSITS 134 229-3 V5.0.0 (2007-03)

Annex F (informative):
BNF Message Definitions

Thisisalist of al the BNF definitions required for the ATS, compiled from al necessary RFCs.

F.1 RFC 3261

25 Augrented BNF for the SIP Protocol

Al'l of the nechanisns specified in this docunent are described in
both prose and an augnented Backus-Naur Form (BNF) defined in RFC
2234 [10]. Section 6.1 of RFC 2234 defines a set of core rules that
are used by this specification, and not repeated here. |Inplenenters
need to be famliar with the notation and content of RFC 2234 in
order to understand this specification. Certain basic rules are in
uppercase, such as SP, LW5, HTAB, CRLF, DIA T, ALPHA, etc. Angle
brackets are used within definitions to clarify the use of rule
names.

The use of square brackets is redundant syntactically. It is used as
a semantic hint that the specific parameter is optional to use.

25.1 Basic Rul es
The following rules are used throughout this specification to
describe basic parsing constructs. The US-ASCI| coded character set
is defined by ANSI X3.4-1986.
al phanum = ALPHA / DIGT

Several rules are incorporated from RFC 2396 [5] but are updated to
make them conpliant with RFC 2234 [10]. These i ncl ude:

reserved = "yt @ & =
T

unreserved = al phanum/ mark

mar k S A L B N B A |
[y

escaped = "% HEXD G HEXDI G

SI P header field values can be folded onto nultiple lines if the
continuation line begins with a space or horizontal tab. Al |inear
white space, including folding, has the sane semantics as SP. A
reci pient MAY replace any |linear white space with a single SP before
interpreting the field value or forwarding the nmessage downstream
This is intended to behave exactly as HITP/ 1.1 as described in RFC
2616 [8]. The SWS5 construct is used when |linear white space is
optional, generally between tokens and separators.

LWS
SW5

[*WBP CRLF] 1*WSP ; linear whitespace
[LWE] ; sep whitespace

To separate the header name fromthe rest of value, a colon is used,
whi ch, by the above rule, allows whitespace before, but no line
break, and whitespace after, including a |inebreak. The HCOLON
defines this construct.

HOOLON = *( SP/ HTAB) ":" SWS

The TEXT-UTF8 rule is only used for descriptive field contents and
val ues that are not intended to be interpreted by the nessage parser.
Words of *TEXT-UTF8 contain characters fromthe UTF-8 charset (RFC
2279 [7]). The TEXT-UTF8-TRIMrule is used for descriptive field
contents that are nt quoted strings, where leading and trailing LWS
is not neaningful. |In this regard, SIP differs fromHITP, which uses
the | SO 8859-1 character set.

TEXT- UTF8- TRI M
TEXT- UTF8char
UTF8- NONASCI |

1* TEXT- UTF8char *(*LWS TEXT- UTF8char)
9%21-7E | UTF8- NONASCI |
% CO- DF 1UTF8- CONT
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% EO- EF 2UTF8- CONT
% FO- F7 3UTF8- CONT
% F8- Fb 4UTF8- CONT
% FC- FD 5UTF8- CONT
% 80- BF

N~

UTF8- CONT

A CRLF is allowed in the definition of TEXT-UTF8-TRIMonly as part of
a header field continuation. |t is expected that the folding LWS
will be replaced with a single SP before interpretation of the TEXT-
UTF8- TRI M val ue.

Hexadeci nal nuneric characters are used in several protocol elenents.
Sorre el ements (authentication) force hex al phas to be | ower case.

LHEX = DIA T/ %61-66 ;| owercase a-f

Many SI P header field values consist of words separated by LWS or
speci al characters. Unless otherw se stated, tokens are case-
insensitive. These special characters MJST be in a quoted string to
be used within a paranmeter value. The word construct is used in

Call-1D to all ow nbst separators to be used.
token = 1*(al phanum/ "-" [ "." [ "1™ [ "og [ "*"
A A A
separators = "(" /[ ")" [ "<" [ ">" ] "@ [
Ltpotyt ot o\t | DQUOTE /
N e e A
“{" 1 "}" [ SP/ HTAB
wor d = 1*(al phanum/ "-" [ "." [ At potog [ vt
S A A A A
Loy ot ot
"o\t | DQUOTE /
BT A L A Y A
)

Wien tokens are used or separators are used between el enents,
whi tespace is often allowed before or after these characters:

STAR = SWB "*" SWS ; asterisk

SLASH = SWs "/" SWS ; slash

EQUAL = SWS "=" SWS ; equal

LPAREN = SWS "(" SW5 ; left parenthesis

RPAREN = SW5 ")" SWS5 ; right parenthesis

RAQUOT = ">" SWS ; right angle quote

LAQUOT = SWs "<"; left angle quote

COMWA = SWs "," SW5 ; comm

SEM = SWs ";" SW5; semcolon

COLON = SWs ":" SW5 ; colon

LDQUOT = SWS5 DQUOTE; open doubl e quotation nmark
RDQUOT = DQUOTE SW5 ; cl ose doubl e quotation nark

Comments can be included in some SIP header fields by surrounding the
comrent text with parentheses. Comrents are only allowed in fields
containing "coment" as part of their field value definition. |In all
other fields, parentheses are considered part of the field val ue.

conmment
ct ext

LPAREN *(ctext / quoted-pair / comment) RPAREN
W21-27 | Y%2A-5B /| 95D - 7E / UTF8- NONASCI |
I LWS

ctext includes all chars except left and right parens and backsl ash.
A string of text is parsed as a single word if it is quoted using
doubl e-quote marks. |In quoted strings, quotation marks (") and
backsl ashes (\) need to be escaped.

quot ed-string
gdt ext

SWS DQUOTE *(qdtext / quoted-pair ) DQUOTE
LW / %21 /| 9%23-5B / 9%5D-7E
[ UTF8- NONASCI |

The backsl ash character ("\") MAY be used as a single-character

quoting mechani smonly wthin quoted-string and comrent constructs.
Unli ke HTTP/ 1.1, the characters CR and LF cannot be escaped by this
nmechani smto avoid conflict with |ine folding and header separation.

quoted-pair = "\" (%O00-09 / %O0B-0C
| YOE- 7F)
S| P- URI = "sip:" [ userinfo ] hostport

ETSI



3GPP TS 34.229-3 version 5.0.0 Release 5 52

S| PS- UR

userinfo

user
user-unreserved
password

host port
host

host nane
donai nl abe

t opl abel

| Pvd4addr ess

| Pv6r ef erence
| Pv6addr ess
hexpart
hexseq

hex4

port

uri-paraneters [ headers ]

"sips:" [ userinfo ] hostport

uri-parameters [ headers ]

( user / telephone-subscriber ) [ ":" password ] "@
1*( unreserved / escaped / user-unreserved )
B S B A A N A A Y
*( unreserved / escaped /
&=Lt e )

host [ ":" port ]

hostnane / | Pv4address / | Pvé6reference

*( donminlabel "." ) toplabel [ "." ]

al phanum

/ al phanum *( al phanum/ "-" ) al phanum
ALPHA / ALPHA *( al phanum/ "-" ) al phanum

1*3D0@T "." 1*3DIGT "." 1*3DIGT "." 1*3DIGA T
"[" | Pvb6address "]"

hexpart [ ":" | Pv4address ]

hexseq / hexseq "::" [ hexseq ] / "::" [ hexseq ]
hex4 *( ":" hex4)

1*4HEXDI G

1*DIAd T

The BNF for tel ephone-subscriber can be found in RFC 2806 [9]. Note
however, that any characters allowed there that are not allowed in
the user part of the SIP URI MJUST be escaped

uri-paraneters
uri - paraneter

transport - par am

ot her-transport
user - par am

ot her - user

met hod- par am
ttl-param
maddr - par am

| r-param

ot her - param
pnane

pval ue

par antchar

par am unr eserve

header s

header

hnarme

hval ue
hnv-unreserved

SI P- message
Request

Request - Li ne
Request - UR
absol ut eURl
hi er - part
net - pat h
abs-path

opaque- part
uric
uric-no-sl ash

pat h- segnent s
segnent

par am

pchar

schene
aut hority
srvr

reg- nane

d

*(";" uri-paraneter)

transport-param/ user-param/ method-param

/ ttl-param/ maddr-param/ |r-param/ other-param
"transport="

( "udp" [ "tcp" [ "sctp" [ "tls"

/ other-transport)

t oken

"user=" ( "phone" / "ip" [/ other-user)
t oken

"met hod=" Met hod

"ttlh=" ttl

"maddr =" host

“lpe

pnane [ "=" pval ue ]

1*par anchar

1*par anthar

param unreserved / unreserved / escaped
B A Y A B B A R A

"?" header *( "&" header )

hnanme "=" hval ue

1*( hnv-unreserved / unreserved / escaped )
*( hnv-unreserved / unreserved / escaped )
B Y A e A A A R R A

Request / Response

Request - Li ne

*( nessage- header )

CRLF

[ message- body ]

Met hod SP Request-URI SP SI P-Version CRLF
SIP-URI / SIPS-UR / absol ut eUR
scheme ":" ( hier-part / opaque-part )
( net-path / abs-path ) [ "?" query ]
“/1" authority [ abs-path ]

"/" path-segments

uric-no-slash *uric
reserved / unreserved / escaped

unreserved / escaped / ";" [ "?" | ":" | "@
[or& = e o
segnment *( "/" segnent )
*pchar *( ";" param)
*pchar
unreserved / escaped /
trt@ & ot e e
ALPHA *( ALPHA / DIGT / "+" [ "-" [ ".")

srvr / reg-name

[ [ userinfo "@ ] hostport ]

1*( unreserved / escaped / "$" [/ ","
[yt @ &t )
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query = *uric
Sl P- Ver si on = "SIP" "/" 1*DIGT "." 1*DIGT

message- header

e T Tt T |

I NVI TEm
ACKm

OPTI ONSm
BYEm
CANCELmM
REG STERm
Met hod

ext ensi on- net hod

Response

St at us- Li ne
St at us- Code

~—~——

ext ensi on- code
Reason- Phr ase

Informational =
/

(Accept

Accept - Encodi ng
Accept - Language
Alert-Info

Al |l ow

Aut henti cation-1nfo
Aut hori zati on

Call-1D
Call-Info
Cont act

Cont ent - Di sposi tion
Cont ent - Encodi ng
Cont ent - Language
Cont ent - Lengt h
Cont ent - Type

CSeq

Dat e

Error-Info

Expi res

From

I n-Repl y-To

Max- For war ds

M ME- Ver si on

M n- Expi res

Organi zation
Priority

Proxy- Aut henti cat e
Pr oxy- Aut hori zat i on
Proxy- Require
Recor d- Rout e

Repl y-To

Require
Retry-After

Rout e

Server

Subj ect

Support ed

Ti nest anp

To

Unsupport ed

User - Agent

Via

War ni ng

WM Aut hent i cat e
ext ensi on- header) CRLF

%41.43.4B ; ACK in caps

%42.59.45 ; BYE in caps

|/ CANCELmM / REGQ STERm
/ extensi on- et hod

t oken

St at us- Li ne

*( nmessage- header )
CRLF

[ message- body ]

SI P-Version SP Status-Code SP Reason-Phrase CRLF

I nf or mat i onal

Redi rection

Success

Cient-Error

Server-Error

d obal -Fail ure

ext ensi on- code

3DAT

*(reserved / unreserved / escaped

/ UTF8-NONASCI | / UTF8-CONT / SP / HTAB)

"100" ; Trying
"180" ; Ringing

ETSI
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%4F. 50. 54. 49. 4F. 4E. 53 ; OPTIONS in caps
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/ "181" ; Call I|s Being Forwarded
/ "182" ; Queued
/ "183" ; Session Progress
Success = "200" ; K
Redirection = "300" ; Miltiple Choices
/ "301" ; Moved Permanently
/ "302" ; Moved Tenporarily
/ "305" ; Use Proxy
/ "380" ; Alternative Service
Cient-Error = "400" ; Bad Request
/ "401" ; Unauthorized
/ "402" ; Payment Required
/ "403" ; Forbidden
/ "404" ; Not Found
/ "405" ; Method Not All owed
/ "406" ; Not Acceptable
/ "407" ; Proxy Authentication Required
/ "408" ; Request Ti meout
/ "410" ; Cone
/ "413" ; Request Entity Too Large
/ "414" ; Request-URI Too Large
/ "415" ; Unsupported Media Type
/ "416" ; Unsupported URI Schere
/ "420" ; Bad Extension
/ "421" ; Extension Required
/ "423" ; Interval Too Brief
/ "480" ; Tenporarily not avail able
/ "481" ; Call Leg/ Transaction Does Not Exi st
/ "482" ; Loop Detected
/ "483" ; Too Many Hops
/ "484" ; Address |nconplete
/ "485" ;  Anbi guous
/ "486" ; Busy Here
/ "487" ; Request Terninated
/ "488" ; Not Acceptable Here
/ "491" ; Request Pending
/ "493" ; Undeci pherabl e
Server-Error = "500" ; Internal Server Error
/ "501" ; Not I|nplenented
/ "502" ; Bad Gateway
/ "503" ; Service Unavail abl e
/ "504" ; Server Time-out
/ "505" ; SIP Version not supported
/ "513" ; Message Too Large
Gobal -Failure = "600" ; Busy Everywhere
/ "603" ; Decline
/ "604" ; Does not exist anywhere
/ "606" ; Not Acceptable

Accept "Accept" HCOLON

[ accept-range *(COWA accept-range) ]
nedi a-range *(SEM accept - par an

( EEYAR

/ ( mtype SLASH "*" )

/ ( mtype SLASH m subtype )

) *( SEM mparaneter )

("gq" EQUAL qval ue) / generic-param
("o" [ "." 0*3DIGAT ] )

Foeme [t 0%3("0") 1)

token [ EQUAL gen-val ue ]

token / host / quoted-string

accept - range
medi a- range

accept - param
gval ue

generi c- param
gen-val ue

Accept - Encodi ng " Accept - Encodi ng" HCOLON

[ encodi ng *( COWA encodi ng) ]
codi ngs *(SEM accept - paramn
content-coding / "*"
t oken

encodi ng
codi ngs
cont ent - codi ng

" Accept - Language" HCOLON
[ language *( COWA | anguage) ]
| anguage-range *(SEM accept - paran
( ( 1*8ALPHA *( "-" 1*8ALPHA ) ) /[ "*" )

Accept - Language

| anguage
| anguage- r ange
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Alert-Info
al ert-param

Al |l ow "All ow'

Aut hori zati on
credentials

di gest -response

"Alert-Info"
LAQUQOT absol ut eURI

55

HCOLON al ert - param *( COMWA al ert - par am
RAQUOT *( SEM generi c-param)

HOOLON [ Met hod * ( COMMA Met hod) |

"Aut hori zati on" HCOLON credential s
("Digest" LW di gest-response)

| other-response

di g-resp *(COWA di g-resp)

di g-resp usernane / realm/ nonce / digest-uri
/ dresponse / algorithm/ cnonce
| opaque / message- qop
/ nonce-count / auth-param
user name = "usernane" EQUAL usernane-val ue
user nane- val ue = quoted-string
di gest-uri = "uri" EQUAL LDQUOT digest-uri-val ue RDQUOT
digest-uri-value = rquest-uri ; Equal to request-uri as specified
by HTTP/1.1

message- qop

cnonce
cnonce-val ue

"gop" EQUAL gop-val ue

"cnonce" EQUAL cnonce-val ue
nonce-val ue

nonce- count "nc" EQUAL nc-val ue
nc-val ue 8LHEX
dresponse "response" EQUAL request-digest

request - di gest

LDQUOT 32LHEX RDQUOT
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aut h- param aut h- param name EQUAL

( token / quoted-string )

t oken

aut h-scheme LWS aut h- param
*( COWA aut h- par am

t oken

aut h- par am nane
ot her -response

aut h- schene

"Aut henti cati on-Info" HCOLON ai nfo

*( COWA ai nf o)

Aut henti cation-Info

ai nfo = nextnonce / message- qop

/ response-auth / cnonce

/' nonce- count
next nonce = "nextnonce" EQUAL nonce-val ue
response- auth = "rspauth" EQUAL response-di gest

response- di gest LDQUOT * LHEX RDQUOT

Call-ID = ( "Call-ID"/ "i" ) HCOLON callid
callid = word [ "@ word ]
Call-Info = "Call-Info" HCOLON info *( COWA i nfo)
info = LAQUOT absol uteURI RAQUOT *( SEM i nfo- paran
info-param = ( "purpose" EQUAL ( "icon" / "info"
| "card" / token ) ) / generic-param
Cont act = ("Contact" / "nm' ) HCOLON

( STAR / (contact-param *( COWA cont act - paran)))
(nane-addr / addr-spec) *(SEM contact - par ans)
[ display-nane ] LAQUOT addr-spec RAQUOT
SIP-URI / SIPS-URI / absol uteURI

*(token LWS)/ quoted-string

cont act - param
nane- addr

addr - spec

di spl ay- name

c-p-q / c-p-expires / feature-param
/ contact - ext ensi on

cont act - par ams
(taken from RFC 3840)

c-p-q = "qg" EQUAL gval ue
c-p-expires = "expires" EQUAL delta-seconds
contact-extension = generic-param
del t a- seconds = 1*DIGAT

"Cont ent - Di sposition" HCOLON
di sp-type *( SEM di sp-param)
"render" / "session" / "icon"
/ di sp-extension-token

Cont ent - Di sposi tion

di sp-type / "alert"

di sp- param
handl i ng- param

handl i ng- param / generi c- param
"handl i ng" EQUAL

( "optional" / "required"

/ other-handling )

t oken

t oken

ot her - handl i ng
di sp- ext ensi on-t oken

Content-Encoding = ( "Content-Encoding" / "e" ) HCOLON

ETSI



3GPP TS 34.229-3 version 5.0.0 Release 5 56 ETSITS 134 229-3 V5.0.0 (2007-03)

content-codi ng *( COWA cont ent - codi ng)

" Cont ent - Language" HCOLON
| anguage-tag *( COWA | anguage-t ag)

Cont ent - Language

| anguage-t ag = primary-tag *( "-" subtag )

pri mary-tag = 1*8ALPHA

subt ag = 1*8ALPHA

Content-Length = ( "Content-Length" / "I" ) HCOLON 1*DIG T

Cont ent - Type
nmedi a-type
mtype

di screte-type

( "Content-Type" / "c" ) HCOLON nedi a-type
mtype SLASH m subtype *(SEM m paraneter)
di screte-type / conposite-type

"text" / "image" / "audio" / "video"

/ "application" / extension-token
"message" / "multipart" / extension-token
ietf-token / x-token

conposi te-type
ext ensi on-t oken

ietf-token = token
x-token = "x-" token
m subt ype = extension-token / iana-token
i ana-token = token
m par anet er = mattribute EQUAL mval ue
mattribute = token
m val ue = token / quoted-string
CSeq = "CSeq" HCOLON 1*DIG T LWS Met hod
Dat e = "Date" HCOLON SIP-date
S| P-dat e = rfcll23-date
rfcl123-date = wkday "," SP datel SP tine SP "GWI"
datel = 2DIGT SP nonth SP 4DIG T

; day nonth year (e.g. 02 Jun 1982)
tine = 2D T ":" 2DGT ":" 2DIGA T

00: 00: 00 - 23:59:59

wkday = "Mn" [ "Tue" / "Wed"

[ "Thu" [/ "Fri" [/ "Sat" [/ "Sun"
nont h = "Jan" / "Feb" / "Mar" [/ "Apr"

/[ "May" [ "Jun" [ "Jul" [/ "Aug"
/[ "Sep" / "Cct" [/ "Nov" / "Dec"

Error-Info "Error-Info" HCOLON error-uri *(COWA error-uri)

error-uri LAQUOT absol uteURI RAQUOT *( SEM generi c-param)
Expi res = "Expires" HCOLON del t a- seconds

From = ( "From / "f" ) HCOLON from spec

from spec = ( name-addr / addr-spec )

*( SEM from param)

from param tag-param/ generic-param

tag- param "tag" EQUAL token

In-Reply-To = "In-Reply-To" HCOLON callid *(COMWA callid)
Max- Forwards = "Max-Forwards" HCOLON 1*DIG T

M ME-Version = "M ME-Version" HCOLON 1*DIG T "." 1*DIGA T
M n-Expires = "M n-Expires" HCOLON del t a- seconds

Organi zation = "Oganization" HCOLON [ TEXT- UTF8-TRI' M
Priority "Priority" HCOLON priority-val ue

priority-val ue "emergency" / "urgent" / "normal"
/ "non-urgent" / other-priority

other-priority = token

Proxy- Aut henti cat e
chal | enge

"Proxy- Aut henti cate" HCOLON chal | enge
("Digest" LWS digest-cln *(COWA digest-cln))
| other-chall enge

aut h-scheme LWS aut h- param

*( COWA aut h- par am

digest-cln = realm/ domain / nonce

/ opaque / stale / algorithm

/ qop-options / auth-param

ot her-chal | enge

real m = "realnm EQUAL real mval ue

real mval ue = quoted-string

donai n = "domai n" EQUAL LDQUOT URI
*( 1*SP URI ) RDQUOT

URI = absoluteURl / abs-path

nonce = "nonce" EQUAL nonce-val ue
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nonce- val ue
opaque

stal e

al gorithm
gop- opti ons
qop- val ue

Pr oxy- Aut hori
Proxy- Require
option-tag
Recor d- Rout e
rec-route

rr-param

Repl y-To
rpl yt o- spec

rpl yt o- param
Require

Retry-After
retry-param
Rout e

rout e- param
Server
server-val

pr oduct
product - versi
Subject = (

Supported =

Tinestamp =

del ay
To =
to-param =

Unsupport ed

User - Agent =
Vi a
vi a- parm

Vi a- par ans

via-ttl

Vi a- maddr

vi a-recei ved

vi a- branch

Vi a- ext ensi on
sent - pr ot ocol

pr ot ocol - nanme
protocol -vers
transport

sent - by
ttl

VMr ni ng

war ni ng- val ue
war n- code

war n- agent

quot ed-string

"opaque" EQUAL quoted-string

"stale" EQUAL ( "true" / "false" )

"al gorithn EQUAL ( "MD" / "MD5-sess"”
/ token )

"gop" EQUAL LDQUOT qop-val ue

*("," qop-val ue) RDQUOT

"auth" / "auth-int" / token

zation = "Proxy-Authorization" HCOLON credential s

= "Proxy-Require" HCOLON option-tag
*( COWWA opti on-t ag)
= token

"Record- Route" HCOLON rec-route *( COWA rec-route)
nanme-addr *( SEM rr-param)
generi c- param

"Repl y- To" HCOLON rpl yt o- spec

( nane-addr / addr-spec )

*( SEM rplyto-param)

generi c- param

"Requi re" HCOLON option-tag *( COMWA option-tag)

= "Retry-After" HCOLON del t a- seconds
[ cooment ] *( SEM retry-param)

= ("duration" EQUAL delta-seconds)
/ generic-param

"Route" HCOLON route-param *( COWA rout e- par an
nanme-addr *( SEM rr-param)

"Server" HCOLON server-val *(LWS server-val)
product / conment

t oken [ SLASH product - ver si on]

t oken

on
"Subject" / "s" ) HCOLON [ TEXT- UTF8- TRI M

( "Supported" / "k" ) HCOLON
[option-tag *( COWA option-tag)]

"Ti mest anp” HCOLON 1*(DI G T)
[ "." *(DIAT) ] [ LWs delay ]
*DAT) [ *." *(DAT) ]

( "To" / "t" ) HCOLON ( nane-addr
/| addr-spec ) *( SEM to-param)
tag-param/ generic-param

= "Unsupported" HCOLON option-tag *( COWA option-tag)
"User-Agent" HCOLON server-val *(LW5 server-val)

( "via" [/ "v" ) HCOLON vi a-parm *( COWA vi a- parmn
sent-protocol LW5 sent-by *( SEM via-parans )
via-ttl / via-maddr

/ via-received / via-branch

/ via-extension

"ttl" EQUAL ttl

"maddr" EQUAL host

"recei ved" EQUAL (I Pv4address / |Pv6address)
“branch" EQUAL token

generi c- param

prot ocol - name SLASH pr ot ocol - versi on

SLASH t ransport

"SIP" |/ token

t oken

"uppP* / "TCP" / "TLS" [ "SCTP"

/ other-transport

host [ COLON port ]

1*3DG T ; 0 to 255

i on

"\Warni ng" HCOLON war ni ng-val ue *( COWA war ni ng- val ue)
war n- code SP war n-agent SP warn-text

3DDA T

hostport / pseudonym
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; the nane or pseudonym of the server adding
; the Warning header, for use in debugging
quot ed-string

t oken

war n-t ext
pseudonym

WAV Aut henti cat e

"WV Aut hent i cat e” HCOLON chal | enge

header - name HCOLON header - val ue
t oken
*( TEXT- UTF8char / UTF8- CONT / LWB)

ext ensi on- header
header - nane
header - val ue

ETSI TS 134 229-3 V5.0.0 (2007-03)

nessage- body = *OCTET
Header field wher e proxy ACK BYE CAN | NV OPT REG

Accept R - o] - o] nm o

Accept 2XX - - - o] nm o

Accept 415 - c - c c c

Accept - Encodi ng R - o - o o o

Accept - Encodi ng 2XX - - - o] n o

Accept - Encodi ng 415 - c - c c c

Accept - Language R - o] - o] o] o]

Accept - Language 2xX - - - o] nm o

Accept - Language 415 - c - c ¢ ¢

Alert-Info R ar - - - o] - -

Alert-Info 180 ar - - - o] - -

Al | ow R - o] - o] o] o]

Al | ow 2XX - o] - n nf o

Al | ow r - o] - o] o] o]

Al |l ow 405 - m - m m m

Aut henti cation-1nfo 2XX - o] - o] o] o]

Aut hori zat i on R o] o] o] o] o] o]

Call-1D c r m m m m m m

Call -Info ar - - - o] o] o]

Cont act R o] - - m o o]

Cont act 1xx - - - o] - -

Cont act 2xXx - - - m o o]

Cont act 3xx d o - o o o

Cont act 485 - o] - o] o] o]

Cont ent - Di sposition o o - o o o

Cont ent - Encodi ng o o - o o o

Cont ent - Language o] o] - o] o] o]

Cont ent - Lengt h ar t t t t t

Cont ent - Type * * - * * *

CSeq c r m m m m m m

Dat e a o] o] o] o] o] o]

Error-Info 300- 699 a - o] o] o] o] o]

Expires - - - o - o]

From ¢ r m m m m m m

I n- Repl y-To R - - - o] - -

Max- For war ds R anr m m m m m m

M n- Expi res 423 - - - - - m

M ME- Ver si on o] o] - o] o] o]

Organi zati on ar - - - o o o
Header field wher e proxy ACK BYE CAN | NV OPT REG
Priority R ar - - - o - -
Proxy- Aut henti cat e 407 ar - m - m m m
Proxy- Aut henti cat e 401 ar - o] o] o] o] o]
Pr oxy- Aut hori zat i on R dr o o - o o o
Proxy- Require R ar - o] - o] o] o]
Recor d- Rout e R ar o o o o o -
Recor d- Rout e 2xx, 18x nr - o] o] o] o] -
Repl y- To - - - o - -
Require ar - c - c c c
Retry-After 404, 413, 480, 486 - o] o] o] o] o]

500, 503 - o] o] o] o] o]
600, 603 - o] o] o] o] o]

Rout e R adr c c c c c c
Server r - o] o] o] o] o]
Subj ect R - - - o] - -
Support ed R - o o n o o
Support ed 2XX - o o n nf o
Ti nest anp o] o] o] o] o] o]
To c(1) r m m m m m m
Unsupported 420 - m - m m m
User - Agent o] o] o] o] o] o]
Via R anr m m m m m m
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Vi a rc dr m m m m m m
\War ni ng r - o o o o o
WAV Aut hent i cat e 401 ar - m - m m m
WA Aut hent i cat e 407 ar - o] - o] o] o]

F.2

RFC 3262

PRACKmM = OU50.52.41.43.4B ; PRACK in caps
Met hod = INVITEm/ ACKm/ OPTIONSm/ BYEm
/ CANCELm / REG STERm / PRACKm
/ ext ensi on-net hod
RAck = "RAck" HCOLON response-num LWS CSeq- num LWS Met hod
response-num = 1*DIAT
CSeq- num = 1*DIAT
RSeq = "RSeq" HCOLON response-num
Header field where proxy ACK BYE CAN I NV OPT REG PRA
RAck R - - - - - - m
RSeq 1xx - - - o] - - -
Header field wher e PRACK
Accept R o]
Accept 2xXx -
Accept 415 ¢
Accept - Encodi ng R o]
Accept - Encodi ng 2xX -
Accept - Encodi ng 415 c
Accept - Language R o]
Accept - Language 2xX -
Accept - Language 415 c
Alert-Info R -
Alert-Info 180 -
Al | ow R o]
Al |l ow 2xXx o]
Al | ow r o]
Al | ow 405 m
Aut henti cation-1nfo 2XX o]
Aut hori zat i on R o]
Call-I1D c m
Call-Info -
Cont act R
Cont act 1xx -
Cont act 2XX -
Cont act 3xx o]
Cont act 485 o]
Cont ent - Di sposi tion o]
Cont ent - Encodi ng o]
Cont ent - Language o]
Content - Lengt h t
Cont ent - Type *
CSeq c m
Dat e o]
Error-Info 300- 699 o]
Expires -
From c m
I n- Repl y-To R -
Max- For war ds R m
M n- Expi res 423 -
M ME- Ver si on o]
Organi zati on -
Priority R -
Proxy- Aut henti cat e 407 m
Proxy- Aut henti cat e 401 o]
Proxy- Aut hori zat i on R o]
Proxy- Require R o]
Recor d- Rout e R o]
Recor d- Rout e 2xX, 18x o]
Repl y- To -
Require c
Retry-After 404, 413, 480,486 o
500, 503 o
600, 603 o
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Rout e R ¢
Server r o]
Subj ect R -
Support ed R o]
Support ed 2xXx o]
Ti mest anp o]
To c m
Unsupport ed 420 m
User - Agent o]
Via c m
\War ni ng r o]
WA Aut hent i cat e 401 m

F.3

Thi s docunent

RFC 3265

6. 4. Response Codes

regi sters two new response codes.
are defined by the follow ng information,

These response codes
which is to be added to the

nmet hod and response-code sub-regi stry under
http://wwmv i ana. or g/ assi gnnment s/ si p- par anet er s.

Response Code Nunber:
Def aul t Reason Phrase:

Response Code Nunber:
Def aul t Reason Phrase:

7.1. New Met hods

Thi s docunent describes two new SI P net hods:

NOTI FY.

202
Accept ed

489
Bad Event

SUBSCRI BE and

SUBSCRI BE and NOTI FY net hods:

Accept

Accept - Encodi ng
Accept - Encodi ng
Accept - Encodi ng
Accept - Language
Accept - Language
Accept - Language
Alert-Info

Alert-Info

Al | ow
Al | ow
Al | ow
Al | ow

Aut henti cation-Info
Aut hori zati on

Call-1D
Cont act
Cont act
Cont act
Cont act
Cont act

Cont ent - Di sposition
Cont ent - Encodi ng
Cont ent - Language
Cont ent - Lengt h

Cont ent - Type

CSeq
Dat e

Error-Info

Expires
Expires
From

I n- Repl y-To
Max- For war ds
M n- Expi res
M ME- Ver si on
Organi zati on

\Wher e SUB

R o] o]

2XX - -
415 0 0
R 0 0

2XX - -
415 o] o]
R o] o]

2XX - -
415 o] o]

R - -

180 - -
R 0 0
2XX o] o
r o] o]
405 m m
2XX 0 0
R o] o]
c m m
R m m
1xXx 0 0
2XX m o
3xx m m
485 o] o]
0 0

0 0

o] o]

t t

* *
[« m m
o] o]

300- 699 o] o]

o -

2XX m -
c m m

R - -
R m m

423 m -
o] o]

0 -
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Priority

Proxy- Aut henti cat e
Proxy- Aut hori zati o
Proxy- Require
RAck

Recor d- Rout e
Recor d- Rout e

Repl y-To

Require
Retry-After
Retry-After
Retry-After

Rout e

RSeq

Server

Subj ect
Support ed
Support ed

Ti mest anp

To

Unsupport ed

User - Agent

Via

War ni ng

War ni ng

WAV Aut hent i cat e

n

404, 413, 480, 486

61

2xx, 401, 484

500, 503
600, 603
R
1xXx
r
R
R
2XX

c(1)
420

JO'3003JO0OO0O0'00OO0O0OO00O '0OO'OOZIO
JOO0O3JO0OO0OJO0OO0OO0O'0O0OOOOOO '0OO'OoOZI !

7.4. Augnented BNF Definitions

ETSI TS 134 229-3 V5.0.0 (2007-03)

The Augrented BNF definitions for the various new and nodified syntax

el enents follows.

SUBSCRI BEm
NOTI FYm
ext ensi on- net hod

Event

event -type
event - package
event-tenpl ate
t oken- nodot

event - par am

Al'l ow Events =

The notation is as used in SIP [1],
el enents not defined in this section are as defined in SIP and the
docunents to which it

and any
refers.

9% 53. 55. 42. 53. 43. 52. 49. 42. 45 ;
U4E. 4F. 54.49.46.59 ; NOTIFY in caps
SUBSCRI BEm / NOTI FYm / t oken

( "Event" / "o0" ) HCOLON event-type
*( SEM event-param)
event - package *( "."
t oken- nodot

t oken- nodot

event-tenplate )

1*( al phanum/ "-" [/ "1 | "oy [ t=
I B A B B
generic-param/ ( "id" EQUAL token )

( "Allow Events" / "u" ) HCOLON event-type

*( COMWA event -t ype)

Subscription-State
subst at e- val ue

ext ensi on-substate
subexp- par ans

event - reason-val ue

event - r eason- ext ensi on

Header field

where proxy ACK BYE CAN I NV OPT REG PRA SUB NOT

= "Subscription-State" HCOLON subst at e-val ue
*( SEM subexp- parans )

"active" / "pending" / "term nated"

/ extension-substate

= token
= ("reason" EQUAL event-reason-val ue)
| ("expires" EQUAL del t a- seconds)

~

("retry-after"
generi c- param
"deactivat ed"
"probation"
"rejected"
"tinmeout"

"gi veup"

"nor esour ce"
event - r eason- ext ensi on
t oken

EQUAL del t a- seconds)

~

T

Al | ow Event s

Al | ow Event s

Al |l ow Event s

Event

Subscri ption-State

R 0 0 - 0 0 0 0 0 0
2XX - 0 - 0 0 0 0 0 0
489 - - - - - - - m m

R - - - - - - - m m

R - - - - - - - - m

ETSI
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F4 RFC 3311

UPDATE method:
Header field wher e proxy UPDATE
Accept R o]
Accept 2xXX o]
Accept 415 c
Accept - Encodi ng R o]
Accept - Encodi ng 2XX o]
Accept - Encodi ng 415 c
Accept - Language R o]
Accept - Language 2xX o]
Accept - Language 415 ¢
Alert-Info -
Al | ow R o]
Al | ow 2xX o]
Al | ow r o]
Al | ow 405 m
Al | ow Event s (1) -
Aut henti cation-1nfo 2xx o]
Aut hori zat i on R o]
Call-1D c r m
Call-Info ar o]
Cont act R m
Cont act 1xx o]
Cont act 2xXX m
Cont act 3xx d o}
Cont act 485 o]
Cont ent - Di sposition o]
Cont ent - Encodi ng o]
Cont ent - Language o]
Cont ent - Lengt h ar t
Cont ent - Type *
CSeq c r m
Dat e a o]
Error-Info 300- 699 a o]
Event (1) -
Expires -
From c r m
I n- Repl y-To -
Max- For war ds R anr m
M n- Expi res -
M ME- Ver si on o]
Organi zation ar o]
Priority -
Proxy- Aut henti cat e 407 ar m
Proxy- Aut henti cat e 401 ar o]
Proxy- Aut hori zat i on R dr o]
Proxy- Require R ar o]
RAck R -
Recor d- Rout e R ar o]
Recor d- Rout e 2xx, 18x nr o]
Repl y-To -
Require ar c
Retry-After 404, 413, 480, 486 o]
500, 503 o}
600, 603 o]
Rout e R adr c
RSeq - -
Server r o]
Subj ect - -
Subscri ption-State (1) -
Support ed R o]
Support ed 2XX o]
Ti mest anp o]
To c r m
Unsupport ed 420 m
User - Agent o]
Vi a R anr m
Vi a rc dr m
\War ni ng r o]
WAV Aut hent i cat e 401 ar m
WANM Aut hent i cat e 407 ar o]
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F.5 RFC 3313

P- Medi a- Aut hori zati on = "P-Medi a- Aut hori zati on" HCOLON

P- Medi a- Aut hori zat i on- Token

*( COWA P- Medi a- Aut hori zat i on- Token)
P- Medi a- Aut hori zati on- Token = 1*HEXDI G

Wiere proxy ACK BYE CAN INV OPT REG

P- Medi a- Aut hori zati on R ad o] - - o] - -

P- Medi a- Aut hori zati on 2XX ad - - - 0 - -

P- Medi a- Aut hori zation 101-199 ad - - - o] - -
Wiere proxy INF PRA UPD SUB NOT

P- Medi a- Aut hori zati on R ad - 0 o] - -

P- Medi a- Aut hori zati on 2xXx ad - o] o] - -

F.6 RFC 3323

Privacy- hdr
priv-val ue

"Privacy" HCOLON priv-value *(";" priv-value)
"header" / "session" / "user" [/ "none" / "critical"

/ token
Header field wher e proxy ACK BYE CAN | NV OPT REG
Privacy aammrd o o o o0 o0 o
Header field SUB NOT PRK | FO UPD MsG
Privacy o o o o o o

F.7 RFC 3325

9.1 The P-Asserted-ldentity Header

The P-Asserted-ldentity header field is used among trusted SIP
entities (typically intermediaries) to carry the identity of the user
sending a SIP nessage as it was verified by authentication.

PAssertedl D = "P-Asserted-1dentity" HCOLON PAssertedl D-val ue
*( COWA PAssert edl D-val ue)
PAssert edl D-val ue = nane-addr / addr-spec

A P-Asserted-ldentity header field value MIST consi st of exactly one
name- addr or addr-spec. There nay be one or two P-Asserted-ldentity

values. |If there is one value, it MJST be a sip, sips, or tel UR.
If there are two val ues, one value MJST be a sip or sips UR and the
other MUST be a tel URI. It is worth noting that proxies can (and

will) add and renove this header field.

9.2 The P-Preferred-ldentity Header

The P-Preferred-ldentity header field is used froma user agent to a
trusted proxy to carry the identity the user sending the SIP nessage
wi shes to be used for the P-Asserted-Header field value that the
trusted elenent will insert.

PPreferredlD = "P-Preferred-1dentity" HCOLON PPreferredl D-val ue
*( COWA PPref erredl D-val ue)
PPr ef erredl D- val ue = nane-addr / addr-spec

A P-Preferred-ldentity header field val ue MIST consi st of exactly one
nane- addr or addr-spec. There may be one or two P-Preferred-ldentity

values. |If there is one value, it MJST be a sip, sips, or tel UR.
If there are two val ues, one value MJST be a sip or sips UR and the
other MUST be a tel URI. It is worth noting that proxies can (and

will) renove this header field.

9.3 The "id" Privacy Type
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This specification adds a new privacy type ("priv-value") to the
Privacy header, defined in [2]. The presence of this privacy type in
a Privacy header field indicates that the user would |ike the Network
Asserted ldentity to be kept private with respect to SIP entities
outside the Trust Domain with which the user authenticated. Note
that a user requesting nultiple types of privacy MIUST include all of
the requested privacy types in its Privacy header field val ue.

priv-value = "id"
Exanpl e:
Privacy: id

Header field wher e proxy ACK BYE CAN INV OPT REG

P-Asserted-ldentity adl - o - o o -
SUB NOI' REF INF UPD PRA
o o o - - -

Header field wher e proxy ACK BYE CAN INV OPT REG

P-Preferred-identity al - o - o o -

SUB NOT REF INF UPD PRA

[0} [0} [0} - - -

F.8 RFC 3326

Reason = "Reason" HCOLON reason-val ue *( COWA reason-val ue)
reason-val ue protocol *(SEM reason-parans)

pr ot ocol "SIP" / "Q 850" / token

r eason- par ans protocol -cause / reason-text

| reason-extension

"cause" EQUAL cause

1*DAd T

"text" EQUAL quoted-string

generi c- param

protocol - cause
cause
reason-t ext

r eason- ext ensi on

The follow ng values for the protocol field have been defined:
SI P: The cause paraneter contains a SIP status code.

Q 850: The cause paraneter contains an | TU-T Q 850 cause val ue
in deci mal representation.

Exanpl es are:

Reason: SIP ;cause=200 ;text="Call conpleted el sewhere"
Reason: Q 850 ; cause=16 ;text="Tern nated"

Reason: SIP ;cause=600 ;text="Busy Everywhere"

Reason: SIP ;cause=580 ;text="Precondition Failure"

F.9 RFC 3327

Path = "Path" HCOLON pat h-val ue *( COWA pat h-val ue )

pat h-val ue = nane-addr *( SEM rr-param)

Note that the Path header field values conformto the syntax of a
Route elenment as defined in [1]. As suggested therein, such val ues
MJST i nclude the | oose-routing indicator paraneter ";Ir" for full
conpliance with [1].

Header field wher e proxy ACK BYE CAN | NV OPT REG
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Pat h R ar - - - - - o]
Pat h 2XX - - - - - - o]

F.10 RFC 3329

"Security-Cient" HCOLON

sec- mechani sm *( COMWWA sec- nechani sm
security-server = "Security-Server" HCOLON

sec- mechani sm *( COMMA sec- mechani sm
"Security-Verify" HCOLON

sec- mechani sm *( COWWA sec- nechani sm

security-client

security-verify

sec- nmechani sm
mechani sm nane

mechani sm name *(SEM mech- par anet ers)
( "digest" [/ "tls" [ "ipsec-ike" [/
"i psec-man" / token )
( preference / digest-algorithm/
digest-qop / digest-verify / extension )

nmech- paraneters

preference = "q" EQUAL gval ue
gval ue =(C"0" [ "." 0*3DIGAT] )
[t 0R3(M0%) 1)

digest-algorithm= "d-al g" EQUAL token

di gest - qop = "d-qop" EQUAL token
di gest-verify = "d-ver" EQUAL LDQUOT 32LHEX RDQUOT
ext ensi on = generic-param

Note that qvalue is already defined in the SIP BNF [1]. W have copied its definitions here for
conpl et eness.

The paraneters described by the BNF above have the follow ng semantics:

Mechani sm nane
This token identifies the security mechani sm supported by the
client, when it appears in a Security-Client header field; or
by the server, when it appears in a Security-Server or in a
Security-Verify header field. The mechani smnane tokens are
registered with the | ANA. This specification defines four
val ues:

* "tls" for TLS [3].

* "digest" for HTTP Digest [4].

* "ipsec-ike" for IPsec with IKE [2].

* "ipsec-man" for nmanually keyed | Psec without |KE.

Pref erence
The "g" value indicates a relative preference for the
particul ar mechanism The higher the value the nore preferred
the mechanismis. Al the security mechani sms MJST have
different "g" values. It is an error to provide two mechani sms
with the sane "q" val ue.

Di gest-al gorithm
This optional paranmeter is defined here only for HITP Di gest
[4] in order to prevent the bidding-down attack for the HTTP
Di gest al gorithm paraneter. The content of the field nay have
sanme values as defined in [4] for the "algorithm field.

Di gest - qop
This optional paraneter is defined here only for HITP Di gest
[4] in order to prevent the bidding-down attack for the HTTP
Di gest qop paraneter. The content of the field nay have sane
values as defined in [4] for the "qop" field.

Di gest-verify
This optional paranmeter is defined here only for HITP Di gest
[4] in order to prevent the bidding-down attack for the SIP
security mechani sm agreenent (this docunent). The content of
the field is counted exactly the same way as "request-digest”
in [4] except that the Security-Server header field is included
in the A2 paraneter. |f the "qop" directive's value is "auth"
or is unspecified, then A2 is:

A2 = Method ":" digest-uri-value ":" security-server
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If the "qop" value is "aut

A2 = Method ":"
security-server

di gest-uri

Al linear white spaces in th
MJST be replaced by a single
interpreting the digest-verif
val ue, entity-body, and any o
specified in [4].
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h-int", then A2 is:
-value " H(entity-body)

e Security-Server header field
SP before cal culating or

y paraneter. Method, digest-uri-
ther HTTP Di gest paraneter are as

Header field wher e proxy ACK BYE CAN | NV OPT REG
Security-Client R ard - o - o o o
Security- Server 421, 494 - o - o o o
Security-Verify R ard - o] - o] o] o]
Header field wher e proxy SUB NOT PRK | FO UPD MSG
Security-dient R ard o] o] - o] o] o]
Security- Server 421, 494 o] o] - o] o] o]
Security-Verify R ard o o - o o o
MESSAGE method:

Header Field where proxy MESSACE

Accept R -

Accept 2xXx -

Accept 415 nt

Accept - Encodi ng R -

Accept - Encodi ng 2xX -

Accept - Encodi ng 415 n¥

Accept - Language R -

Accept - Language 2XX -

Accept - Language 415 nm

Alert-Info R -

Alert-Info 180 -

Al |l ow R o]

Al |l ow 2xX o]

Al | ow r o]

Al | ow 405 m

Aut henti cation-1nfo 2xx o]

Aut hori zat i on R o]

Call-1D c r m

Call -Info ar o]

Cont act R -

Cont act 1xx -

Cont act 2xXx -

Cont act 3xx o]

Cont act 485 o]

Cont ent - Di sposi tion o]

Cont ent - Encodi ng o]

Cont ent - Language o]

Cont ent - Lengt h ar t

Cont ent - Type *

CSeq c r m

Dat e a o]

Error-Info 300- 699 a o]

Expires o]

From c r m

I n- Repl y-To R o]

Max- For war ds R anr m

Organi zation ar o]

Priority R ar o]

Proxy- Aut henticate 407 ar m

Proxy- Aut henticate 401 ar o]

Proxy-Aut hori zation R dr o]

Proxy- Require R ar o]

Recor d- Rout e ar -

Repl y- To o]

Require ar c
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Retry-After 404, 413, 480, 486 o]

500, 503 o]

600, 603 o]
Rout e R adr o]
Server r o]
Subj ect R o]
Ti mest anp o]
To c(1) r m
Unsupport ed 420 o]
User - Agent o]
Vi a R anr m
Vi a rc dr m
War ni ng r o]
WAV Aut henti cat e 401 ar m
WAV Aut henti cat e 407 ar o]

(1): copied with possible addition of tag

F.12 RFC 3455

5.1 P-Associ ated- URI header syntax
The syntax of the P-Associated-URl header is described as foll ows:

P- Associ at ed- URI = "P-Associated- URI" HCOLON
(p-aso-uri-spec)

*( COWA p- aso-uri-spec)
nane- addr *(SEM ai - paran
generi c- param

p- aso-uri-spec
ai - param

5.2 P-Call ed-Party-1D header syntax
The syntax of the P-Called-Party-I1D header is described as foll ows:

P-Cal | ed-Party-1D "P-Cal |l ed-Party-1 D" HCOLON
cal |l ed-pty-id-spec
nane- addr *(SEM cpi d- paran

generi c- param

cal |l ed-pty-id-spec
cpi d- param

5.3 P-Visited- Network-1D header syntax

The syntax of the P-Visited-Network-I1D header is described as
fol l ows:

P-Visited-Network-1D = "P-Visited-Network-I1D'" HCOLON
vnet wor k- spec

*( COWWA vnet wor k- spec)
(token / quoted-string)

*(SEM vnet wor k- par am
generi c- param

vnet wor k- spec

vnet wor k- par am
5.4 P-Access- Network- I nfo header syntax

The syntax of the P-Access-Network-Info header is described as
foll ows:

" P- Access- Net wor k- | nf 0" HCOLON
access- net - spec

access-type *(SEM access-info)
"| EEE- 802. 11a" / "I EEE-802.11b" /
" 3GPP- GERAN' / " 3GPP- UTRAN- FDD' /
" 3GPP- UTRAN- TDD" /

" 3GPP- CDMA2000" / token

cgi-3gpp / utran-cell-id-3gpp /
ext ensi on-access-info

gen-val ue

"cgi -3gpp" EQUAL

(token / quoted-string)
"utran-cel |l -id-3gpp" EQUAL

(token / quoted-string)

P- Access- Net wor k- I nfo

access- net - spec
access-type

access-info

ext ensi on-access-info
cgi - 3gpp

utran-cel |l -id-3gpp

The access-info may contain additional information relating to the
access network. The values for "cgi-3gpp" and "utran-cell-id-3gpp"
are defined in 3GPP TS 24.229 [15].

5.5 P-Chargi ng- Functi on- Addr esses header syntax
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The syntax for the P-Charging-Function- Addresses header is described

as follows:

P- Char gi ng- Addr

char ge- addr - par ans

ccf
ecf

5.6 P-Chargi ng- Vect or

header

" P- Char gi ng- Funct i on- Addr esses" HCOLON
char ge- addr - par ans

*(SEM char ge- addr - par ans)

ccf / ecf |/ generic-param

"ccf" EQUAL gen-val ue

"ecf" EQUAL gen-val ue

synt ax

The syntax for the P-Charging-Vector header is described as

fol |l ows:

P- Char gi ng- Vect or =

char ge- par ans

i ci d-val ue

i ci d- gen- addr
orig-ioi
termi oi

Header field

" P- Char gi ng- Vect or" HCOLON i ci d-val ue
*(SEM char ge- par ans)

icid-gen-addr / orig-ioi /

termioi / generic-param

"icid-val ue" EQUAL gen-val ue
"icid-generated-at" EQUAL host
"orig-ioi" EQUAL gen-val ue

"termioi" EQUAL gen-val ue

where proxy ACK BYE CAN I NV OPT REG

P- Associ at ed- URI
P-Cal | ed-Party-1D

2XX
R

P- Vi si t ed- Net wor k-1 D R
P- Access- Net wor k- I nfo

P- Char gi ng- Vect or

P- Char gi ng- Funct i on-

Addr esses

Header field

- - - - - o]
anr - - - o] o] -
ad - - - o] o] o]
dr - o] - o] 0 o]
adnr - o] - o] o] o]
adr - o] - o] o] o]

SUB NOT PRA | NF UPD M5G REF

P- Associ at ed- URI
P-Cal | ed-Party-1D

P- Vi si t ed- Net wor k- I D
P- Access- Net wor k- | nfo

P- Char gi ng- Vect or

P- Char gi ng- Funct i on-

Addr esses

OO0Oo0oOo0oo!
O oo !
O oo !
O oo !
O oo !
OO0Oo0oOo0oo!
OO0Oo0Ooo!

See also 3GPP TS 24.229, clause 7.2a.5.2 for the syntax of extenstions to the P-Charging-Vector header field.

F.13 RFC 3515

REFER method:

Header Wher e REFER
Accept R o]
Accept 2xXx -
Accept 415 c
Accept - Encodi ng R o]
Accept - Encodi ng 2XX -
Accept - Encodi ng 415 [
Accept - Language R o]
Accept - Language 2XX -
Accept - Language 415 ¢
Alert-Info -
Al | ow Rr o]
Al | ow 405 m
Aut henti cation-1nfo 2XX o]
Aut hori zat i on R o]
Call-1D c m
Call-Info -
Cont act R m
Cont act 1xx -
Cont act 2XX m
Cont act 3- 6xX o]
Cont ent - Di sposition o]
Cont ent - Encodi ng o]
Cont ent - Language o]
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Content - Lengt h
Cont ent - Type
CSeq

Dat e
Error-Info
Expi res

From

I n- Repl y-To
Max- For war ds
M n- Expi res
M ME- Ver si on
Organi zation
Priority

Proxy- Aut henti cat e
Proxy- Aut henti cat e
Proxy- Aut hori zat i on

Proxy- Require
Recor d- Rout e
Recor d- Rout e
Repl y-To

Require
Retry-After
Retry-After
Retry-After

Rout e

Server

Subj ect
Support ed

Ti nmest anp

To

Unsupport ed

User - Agent

Via

War ni ng

WA Aut hent i cat e
WAV Aut hent i cat e

Refer-To is a request
[1].
ref erence.

Ref er - To

It only appears in a REFER request.

("Refer-To" /

69

* O

R

401

407

R

R

R

2XX, 18x

404, 413, 480, 486
500, 503
600, 603
R
r
R
R, 2xx

c(1)
420

c(2)
r

401
407

030300300 '00NDODO0OOO'OOOO3JO '0O '3 '300O0 3

header field (request-header) as defined by
It provides a URL to

"r") HOOLON ( name-addr / addr-spec ) *

(SEM generi c- param

Header field

wher e proxy ACK BYE CAN I NV OPT REG

Ref er- To

R R R R R R R

F.14 RFC 3608

Servi ce- Rout e

sr-val ue = nane- addr

" Servi ce- Rout e"

HCOLON sr-val ue *( COWA sr-val ue)

*( SEM rr-param)

Not e that the Service-Route header field values MJUST conformto the

syntax of a Route element as defined in [3].

such val ues MJST i ncl

As suggested therein,
ude the | oose-routing indicator paraneter “;Ir"

for full conpliance with [3].
Header field wher e proxy ACK BYE CAN | NV OPT REG PRA
Servi ce- Rout e 2XX ar - - - - - o] -

F.15 RFC 3840

f eat ur e- param
/

enc-feature-tag

base-t ags

enc-feature-tag [ EQUAL LDQUOT (tag-val ue-1list

string-val ue ) RDQUOT]

base-tags / other-tags
"audi 0" /

"automata" /

"class" / "duplex" / "data" /
"control" / "mobility" / "description" /

"events" /
"schemes" /

"priority" / "methods" /
"application" / "video" /

"l anguage" / "type" / "isfocus" /

ETSI

ETSI TS 134 229-3 V5.0.0 (2007-03)



3GPP TS 34.229-3 version 5.0.0 Release 5

70

"actor" / "text" / "extensions"
ot her-tags = "+" ftag-name
ftag- nane = ALPHA *( ALPHA/ DIGT / "1™ [ """ ]

P B D)
tag-value-list = tag-value *("," tag-val ue)
tag-val ue = ["!"] (token-nobang / boolean / nuneric)
t oken- nobang = 1*(al phanum/ "-" [ "." [ "% [ "*"

R T L)
bool ean = "TRUE" / "FALSE"
nuneric = "#" nunmeric-relation nunber
nuneric-relation = ">=" /[ "<=" [ "=" [ (nunber ":")
nunber = [ "+ / "-"] *DIGAT["." 0*DIAT]
string-val ue = "<" *(qgdtext-no-abkt / quoted-pair ) ">"
gdt ext-no-abkt = LWS/ %21 / %23-3B / %3D

/| 9%3F-5B / 9%5D-7E / UTF8- NONASCI |

ETSI TS 134 229-3 V5.0.0 (2007-03)

F.16 RFC 3841

Request - Di sposi tion

( "Request-Disposition" / "d" ) HCOLON

directive *(COWA directive)

directive

proxy-directive / cancel-directive /
fork-directive /

recurse-directive /

paral l el -directive / queue-directive

proxy-directive

cancel -directive = "cancel"
fork-directive = "fork" /
recurse-directive = "recurse" /
paral l el -directive =
queue-directive = "queue" / "no-

Accept - Cont act

"proxy" / "redirect"

/ "no-cancel "
"no-fork"

*( COWA ac-val ue)

Rej ect - Cont act

*( COWWA rc-val ue)

"k

"no-recurse"
"parallel" |/ "sequential"

queue"

("Accept-Contact" / "a") HCOLON ac-val ue
("Reject-Contact" / "j") HCOLON rc-val ue
*(SEM ac- par ans)

r c- par ans)
reg-

par am

/ explicit-param/ generic-param
;; feature param from RFC 3840
;s generic-param from RFC 3261

ac-val ue =

rc-val ue = "*" *(SEM

ac- par ans = feature-param/
rc-parans =

req- param = "require"
explicit-param = "explicit"

Despite the BNF,
explicit-paramin an ac-parans.

feature-param/ generic-param

there MUST NOT be nore than one reqg-param or
Furt her nore,

there can only be one

instance of any feature tag in feature-param

Header field wher e
Accept - Cont act R
Rej ect - Cont act R
Request - Di sposi tion R

Figure 2: Accept-Contact,
header fields

Header field wher e
Accept - Cont act R
Rej ect - Cont act R
Request - Di sposi tion R

ar
ar
ar

ar
ar
ar

(o]
(0]
(0]

Rej ect - Cont act ,

(o]
(0]
(0]

proxy ACK BYE CAN I NV OPT REG

(o] (o] (o] (o] -
(0] (0] (0] (0] -
(0] (0] (0] (0] (0]

and Request-Disposition

proxy PRA UPD SUB NOT | NF M5G REF

(o] (o] (o] (o] (o] (o]
(0] (0] (0] (0] (0] (0]
(0] (0] (0] (0] (0] (0]

F.17 RFC 3891

Repl aces = "Repl aces"
repl aces- param =
to-tag =
fromtag =
early-flag = "early-onl

HCOLON cal l'id *(SEM
to-tag / fromtag / early-flag / generic-param

y"

"to-tag" EQUAL token
"fromtag" EQUAL token

A Repl aces header field MJST contain exactly one to-tag and exactly

one fromtag,

as they are required for

uni que di al og matching. For

conmpatibility with dialogs initiated by RFC 2543 [9] conpliant UAs,

ETSI
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tag of zero matches both tags of zero and null. A Replaces header
field MAY contain the early-flag.

Header field wher e proxy ACK BYE CAN INV OPT REG MG

Repl aces R - - - o] - - -

SUB NOT REF INF UPD PRA PUB

Repl aces R - - - - - - -

F.18 RFC 3892

Referred-By = ("Referred-By" / "b") HCOLON referrer-uri
*( SEM (referredby-id-param/ generic-param )

referrer-uri = ( name-addr / addr-spec )

referredby-id-param = "cid" EQUAL sip-clean-nsg-id
sip-clean-nsg-id = LDQUOT dot-atom"@ (dot-atom/ host) RDQUOT
dot-atom = atom*( "." atom)

at om = 1*( al phanum/ "-" [ "1" [ “og [ “*t )

.o Y )
Since the Content-1D appears as a S|P header paraneter val ue which
nmust conformto the expansion of the gen-value defined in [5], this
grammar produces values in the intersection of the expansions of
gen-value and nsg-id from[9]. The doubl e-quotes surrounding the
sip-cl ean-nsg-id MJUST be replaced with left and right angle brackets
to derive the Content-1D used in the message's M ME body. For
exanpl e,

Ref erred-By: sip:r@ef.exanpl e; ci d="2UNMFN309shb3@ ef . exanpl e"
indicates the token is in the body part containing

Content-1D: <2UNMFN309shb3@ ef . exanpl e>

If the referrer-uri contains a comma, question mark, or senicolon,
(for exanple, if it contains URl paraneters) the URI MJST be encl osed
in angle brackets (< and >). Any URl paraneters are contained within
these brackets. If the URI is not enclosed in angle brackets, any
sem col on-del im ted paraneters are header-paraneters, not UR

paraneters.
Header field wher e proxy ACK BYE CAN | NV OPT REG
Ref er r ed- By R - o] - o] o] o]

F.19 RFC 3903

PUBLI SHm = U%50. 55. 42. 4C. 49.53.48 ; PUBLISH in caps.
ext ensi on- net hod = PUBLI SHm / token
S| P- ETag = "S|I P-ETag" HCOLON entity-tag
SI P-1f-Match = "SIP-If-Match" HCOLON entity-tag
entity-tag = token

o e e e e e oo o m e e e e e B +

| Header Field | where | PUBLISH |

T LT T e Focemeeeeea Feceeeee +

| Accept | R | o] |

| Accept | 2XX | - |

| Accept | 415 | n¥ |

| Accept - Encodi ng | R | o] |

| Accept - Encodi ng | 2XX | - |

| Accept - Encodi ng | 415 | nt |

| Accept-Language | R | o] |

| Accept-Language | 2XX | - |

| Accept-Language | 415 | nt |

| Alert-Info | | - |

| Al ow | R | o] |
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ow
ow
ow Event s

All
All
All
Al | ow Event s

Aut henti cation-Info

Aut hori zati on
Call-I1D
Call-Info
Cont act

Cont act

Cont act

Cont act

Cont act

Cont ent - Di sposi tion
Cont ent - Encodi ng
Cont ent - Language
Cont ent - Lengt h

Cont ent - Type
CSeq

Dat e

Event
Error-Info
Expi res
Expires
From

I n- Repl y-To
Max- For war ds
M n- Expi res
M ME- Ver si on
Organi zation
Priority

Proxy- Aut henti cat e
Proxy- Aut henti cat e
Proxy- Aut hori zat i on

Proxy- Require
Recor d- Rout e
Repl y-To
Require
Retry-After
Retry-After
Retry-After
Rout e

Server

Subj ect
Support ed
Support ed

Ti mest anp

To
Unsupport ed
User - Agent
Via

Via

War ni ng

WAV Aut hent i cat e
WAV Aut hent i cat e

Field |

Header

S| P- ETag

SIP-1f-Mtch |

S| P- ETag

SIP-1f-Match |

S| P- ETag

SIP-1f-Match |

r
405
R
489
2XX
R
c

R
1xx
2XX
3xXx
485

[«
R
300- 699
2XX
c
R
R

423

407
401

|
|
I
R |
|
I

404, 413, 480,
500, 503|
600, 603|

R |

IS
N
o

486

**~0000O0'''O3OooOo3zo3o

©o33'33°00303

"ooo3zgo

©3JO0O3J3J003JO0OO0OCO0OO0OO0OOO0OO0O0O !
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F.20 RFC 3911

Join = "Join" HCOLON callid *(SEM join-param
j oi n- param =to-tag / fromtag / generic-param
to-tag = "to-tag" EQUAL token

fromtag = "fromtag" EQUAL token

A Join header MJST contain exactly one to-tag and exactly one from
tag, as they are required for unique dial og matching. For
conpatibility with dialogs initiated by RFC 2543 [11] conpliant UAs,
a to-tag of zero matches both a to-tag value of zero and a null to-
tag. Likewise, a fromtag of zero matches both a to-tag val ue of
zero and a null fromtag.

Header field wher e proxy ACK BYE CAN INV OPT REG MG

Join R - - - o - - -

SUB NOTI' REF INF UPD PRA PUB

Join R - - - - - - -

F.21 RFC 4028

Mn-SE = "Mn-SE' HCOLON del ta-seconds *(SEM generi c-paran

Session-Expires = ("Session-Expires" / "x") HCOLON del t a- seconds
*(SEM se- par ans)

refresher-param/ generic-param

"refresher” EQUAL ("uas" / "uac")

se- par ans
refresher - param

oo R R I S S S
| Header | wher e| pr oxy| ACK| BYE| CAN| | NV| OPT| REG PRA| UPD| SUB| NOT|
g Ho-m o= oo o= B S T T o S S
| Session-Expires] R | anmm | - | -] -] o] -] -1-1o]-1-1
| | | [ e A R e I B
| Session-Expires| 2xx | ar | - | -] -] o] -] -1]-1]1o] -1-1]
I I I e
| M n- SE | R Jam | - | - | -|of|-|-|-]of-1]-]|
| | | [ e A R I e B
| M n- SE | 422 | [ -1 -1 -1 m-1-1-1m/-1-]|
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Annex G (informative):
DHCP and DNS Message Definitions

Thisisalist of the DNS and DHCP (v4 and v6) definitions compiled from al necessary RFCs.

G.1 RFC 1035

3.2. RR definitions
3.2.1. Formt

Al RRs have the sane top level fornmat shown bel ow

1 1 1 1 1 1

0 1 2 3 45 6 7 8 9 01 2 3 45
B T e S e S Tl S PR T e S
I I
/ /
/ NAVE /
| |
B S T T T S e
| TYPE |
B S T T T S e
| CLASS |
B S e e e S ST I PR S R S
| TTL |
I I
B e T e T o E Sk ST T e S
| RDLENGTH |
R R SR SRR SR SR SR SR SR SR SR SR S S S |
/ RDATA /
/ /
B e e S i S I I PR SR R A

wher e:

NAMVE an owner name, i.e., the name of the node to which this
resource record pertains.

TYPE two octets containing one of the RR TYPE codes.

CLASS two octets containing one of the RR CLASS codes.

TTL a 32 bit signed integer that specifies the time interval
that the resource record may be cached before the source
of the information should again be consulted. Zero
values are interpreted to nean that the RR can only be
used for the transaction in progress, and should not be
cached. For exanple, SOA records are always distributed
with a zero TTL to prohibit caching. Zero values can
al so be used for extrenely volatile data.

RDLENGTH an unsigned 16 bit integer that specifies the length in
octets of the RDATA field.

RDATA a variable length string of octets that describes the

resource. The format of this information varies
according to the TYPE and CLASS of the resource record.

3.3. Standard RRs

The following RR definitions are expected to occur, at |east
potentially, in all classes. |In particular, NS, SOA CNAME, and PTR
will be used in all classes, and have the sane fornmat in all classes.
Because their RDATA fornat is known, all donmain nanmes in the RDATA
section of these RRs may be conpressed.

<domai n-nanme> is a domain nanme represented as a series of |abels, and
termnated by a label with zero length. <character-string>is a single
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length octet followed by that nunmber of characters. <character-string>
is treated as binary information, and can be up to 256 characters in
length (including the length octet).

3.3.1. CNAMVE RDATA f or nat

oo e e e e e e e e e e e e e o e e e - e - o -+

/ CNAVE /
/ /
B T e S e S Tl S PR T e S
wher e:
CNAMVE A <donmi n- nane> whi ch specifies the canonical or prinary

nane for the owner. The owner nane is an alias.
CNAME RRs cause no additional section processing, but nanme servers nay
choose to restart the query at the canonical name in certain cases. See
the description of nane server logic in [ RFC-1034] for details.
3.3.2. H NFO RDATA f or nat

o e e e e e e e e e e e e e e e o e - e - e -

/ CPU /

L o S e S S i i I S S e S i S

/ cs /

B e e S i S I I PR SR R A
wher e:
CPU A <character-string> which specifies the CPU type.
(03] A <character-string> which specifies the operating

system type.
Standard val ues for CPU and CS can be found in [ RFC-1010].
HI NFO records are used to acquire general information about a host. The
main use is for protocols such as FTP that can use special procedures
when tal king between nachi nes or operating systens of the sane type.

3.3.3. MB RDATA format (EXPERI MENTAL)

o e e e e e e e e e e e e e e e e e e e e e - e - e -

/ MADNAVE /
/ /
B e e e S e e e EE o h S ST I S S
wher e:
MADNAME A <donmi n- nane> whi ch specifies a host which has the

speci fied mail box.

MB records cause additional section processing which | ooks up an A type
RRs correspondi ng to MADNAME.

3.3.4. MD RDATA format (Obsol ete)

B S T s I S S S S

/ MADNAME /
/ /
L S R e S S e S S I NI e R S
wher e:
MADNANVE A <donai n- nanme> whi ch specifies a host which has a nail

agent for the domai n which should be able to deliver
mai | for the domain.

MD records cause additional section processing which [ ooks up an A type
record correspondi ng to MADNAME.

MD is obsolete. See the definition of MK and [ RFC-974] for details of
the new schene. The recommended policy for dealing with MD RRs found in
a naster file is to reject them or to convert themto MK RRs with a
preference of O.

3.3.5. M- RDATA format (Obsol ete)
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B

/ MADNAVE /
/ /
L o S e S s St T I S RIS SR R S
wher e:
MADNAME A <donmi n- name> whi ch specifies a host which has a nail

agent for the domain which will accept mail for
forwarding to the donuin.

M- records cause additional section processing which | ooks up an A type
record correspondi ng to MADNAME.

MF is obsolete. See the definition of MK and [RFC-974] for details ofw
the new schene. The recommended policy for dealing with MD RRs found in
a master file is to reject them or to convert themto MK RRs with a
preference of 10.

3.3.6. MG RDATA format (EXPER MENTAL)

o e e e e e e e e e e e e e e e o e - e - e -

/ MGWWNANVE /
Q—--+--+--+--+--+--+--+--+--+--+--+--+--+--+--+--£-

wher e:

MGWNAVE A <domai n- nane> whi ch specifies a mailbox which is a

nmenber of the mail group specified by the domain nane.
MG records cause no additional section processing.
3.3.7. M NFO RDATA format (EXPERI MENTAL)

B S T L e SpRp S S S S

/ RMVAI LBX /
B e e e S e e e EE o h S ST I S S
/ EMAI LBX /
L S S e S S i it i I S e e e S

wher e:

RMVAI LBX A <domai n- nanme> whi ch specifies a mailbox which is
responsi ble for the mailing list or mailbox. |If this
domai n nanme nanes the root, the owner of the MNFORR is
responsi ble for itself. Note that many existing mailing
lists use a mailbox X-request for the RVAILBX field of
mailing list X e.g., Msgroup-request for Msgroup. This
field provides a nore general nechanism

EMAI LBX A <domai n- name> whi ch specifies a nmailbox which is to

recei ve error nessages related to the mailing list or
mai | box specified by the owner of the MNFO RR (simlar
to the ERRORS-TO field which has been proposed). |If
this donmain nane nanes the root, errors should be
returned to the sender of the nessage.

M NFO records cause no additional section processing. Although these
records can be associated with a sinple mail box, they are usually used
with a mailing list.

3.3.8. MR RDATA format (EXPERI MENTAL)

B S L T S SRy SR S S

/ NEVWNAME /
/ /
L S R e S S e S S I NI e R S
wher e:
NEVWWANME A <domai n- nane> whi ch specifies a mail box which is the

proper renane of the specified nmail box.

MR records cause no additional section processing. The main use for MR
is as a forwarding entry for a user who has noved to a different
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mai | box.
3.3.9. MX RDATA for mat

B e S T S e Sy S S S

| PREFERENCE |
B S e e e S ST I PR S R S
/ EXCHANCGE /
/ /
B T e S e S Tl S PR T e S

wher e:

PREFERENCE A 16 bit integer which specifies the preference given to
this RR anong others at the sane owner. Lower val ues
are preferred.

EXCHANGE A <donmi n- nanme> whi ch specifies a host willing to act as

a mai|l exchange for the owner nane.

MX records cause type A additional section processing for the host
specified by EXCHANGE. The use of MK RRs is explained in detail in
[ RFC-974] .

3.3.10. NULL RDATA format (EXPERI MENTAL)
R il e e S S S il I S e e S
/ <anyt hi ng> /
/ /

B S e S S e S

Anything at all nmay be in the RDATA field so long as it is 65535 octets
or |ess.

NULL records cause no additional section processing. NULL RRs are not
allowed in master files. NULLs are used as pl acehol ders in some
experimental extensions of the DNS.

3.3.11. NS RDATA format

B S T L e SpRp S S S S

/ NSDNAME /
i--+--+--+--+--+--+--+--+--+--+--+--+--+--+--+--£—

wher e:

NSDNAME A <donmi n- nane> whi ch specifies a host which should be

authoritative for the specified class and domain.

NS records cause both the usual additional section processing to |ocate
a type Arecord, and, when used in a referral, a special search of the
zone in which they reside for glue information.

The NS RR states that the naned host should be expected to have a zone
starting at owner nanme of the specified class. Note that the class may
not indicate the protocol famly which should be used to conmunicate
with the host, although it is typically a strong hint. For exanple,
hosts which are name servers for either Internet (IN) or Hesiod (HS)
class information are normally queried using IN class protocols.

3.3.12. PTR RDATA for mat

B T S i T SN
/ PTRDNAVE /
B T S R T

wher e:

PTRDNAVE A <donai n- nanme> whi ch points to sone location in the
donmi n nane space.

PTR records cause no additional section processing. These RRs are used
in special domains to point to some other location in the domain space.
These records are sinple data, and don't inply any special processing
simlar to that performed by CNAME, which identifies aliases. See the
description of the | N-ADDR ARPA domain for an exanple.
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3.3.13. SOA RDATA format

B e S T S e Sy S S S

/ MNAVE /
/ /
B e
/ RNAVE /
B T s
| SERI AL |

oo e e e e e e e e e e e e e e e e e e o e - e -+
| REFRESH |
[ [

&
| RETRY [
[ [

B S I S S S S S
| EXPI RE |
| |

B T S T s e S S S
| M NI MUM |
| |

o e e e e e e e e e e e e e e e o e - e - e -

wher e:

MNAME The <domai n-nanme> of the name server that was the
original or primary source of data for this zone.

RNAME A <donai n- nane> whi ch specifies the nail box of the
person responsi ble for this zone.

SERI AL The unsigned 32 bit version nunber of the original copy
of the zone. Zone transfers preserve this value. This
val ue waps and shoul d be conpared using sequence space
arithmetic.

REFRESH A 32 bit tinme interval before the zone should be
ref reshed.

RETRY A 32 bit time interval that should el apse before a
failed refresh should be retried.

EXPI RE A 32 bit tinme value that specifies the upper limt on
the tine interval that can el apse before the zone is no
| onger authoritative.

M NI MUM The unsigned 32 bit mnimum T TTL field that should be

exported with any RR fromthis zone.
SOA records cause no additional section processing.
Al tinmes are in units of seconds.

Most of these fields are pertinent only for nane server nmintenance
operations. However, MNIMUMMis used in all query operations that
retrieve RRs froma zone. Wenever a RRis sent in a response to a
query, the TTL field is set to the nmaxi mumof the TTL field fromthe RR
and the MNIMUM field in the appropriate SOA. Thus MNIMJUMis a | ower
bound on the TTL field for all RRs in a zone. Note that this use of

M NI MUM shoul d occur when the RRs are copied into the response and not
when the zone is |oaded froma naster file or via a zone transfer. The
reason for this provison is to allow future dynanic update facilities to
change the SOA RR with known semanti cs.

3.3.14. TXT RDATA fornat
B
/ TXT- DATA /
B T T S T, S DU R S
wher e:

TXT- DATA One or nore <character-string>s.

TXT RRs are used to hold descriptive text. The semantics of the text
depends on the domain where it is found.
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3.4. Internet specific RRs
3.4.1. A RDATA format
T S S S I S s

| ADDRESS
B T S T s e S S S

wher e:

ADDRESS A 32 bit Internet address.

Hosts that have nultiple Internet addresses will have nultiple A
records.

A records cause no additional section processing. The RDATA section of
an Aline in a master file is an Internet address expressed as four
deci mal nunbers separated by dots w thout any inbedded spaces (e.g.,
"10.2.0.52" or "192.0.5.6").

3.4.2. WKS RDATA for mat

B S e S S e S

| ADDRESS I
T S S S S LR T E 3
| PROTOCOL | |
e S |
I I
/ <BI T MAP> /
/ /
e S S S S S S

wher e:

ADDRESS An 32 bit Internet address

PROTOCOL An 8 bit I P protocol nunber

<BI' T MAP> A variable length bit map. The bit map nust be a

multiple of 8 bits |ong.

The WKS record is used to describe the well known services supported by
a particular protocol on a particular internet address. The PROTOCOL
field specifies an I P protocol nunber, and the bit map has one bit per
port of the specified protocol. The first bit corresponds to port O,
the second to port 1, etc. |If the bit map does not include a bit for a
protocol of interest, that bit is assuned zero. The appropriate val ues
and menoni cs for ports and protocols are specified in [ RFC-1010].

For exanple, if PROTOCOL=TCP (6), the 26th bit corresponds to TCP port
25 (SMrP). If this bit is set, a SMIP server should be |istening on TCP
port 25; if zero, SMIP service is not supported on the specified

addr ess.

The purpose of WKS RRs is to provide availability information for
servers for TCP and UDP. |f a server supports both TCP and UDP, or has
mul tiple Internet addresses, then nmultiple WKS RRs are used.

WKS RRs cause no additional section processing.

In naster files, both ports and protocols are expressed using mmenonics
or deci mal nunbers.

4. MESSAGES
4.1. Format
Al'l communi cations inside of the donain protocol are carried in a single

format called a nessage. The top level fornat of nessage is divided
into 5 sections (sonme of which are enpty in certain cases) shown bel ow

L T +

| Header |

o e e s +

| Question | the question for the nane server
B T +

| Answer | RRs answering the question
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T +
| Aut hority | RRs pointing toward an authority
o e e e e o - +

| Addi ti onal | RRs hol ding additional information
o e e e e o - +

The header section is always present. The header includes fields that
speci fy which of the remaining sections are present, and al so specify
whet her the nessage is a query or a response, a standard query or sone
ot her opcode, etc.

The names of the sections after the header are derived fromtheir use in
standard queries. The question section contains fields that describe a
question to a name server. These fields are a query type (QIYPE), a
query class (QCLASS), and a query domain name (QNAME). The last three
sections have the sanme format: a possibly enpty |list of concatenated
resource records (RRs). The answer section contains RRs that answer the
question; the authority section contains RRs that point toward an
authoritative name server; the additional records section contains RRs
which relate to the query, but are not strictly answers for the

questi on.

4.1.1. Header section formt

The header contains the follow ng fields:

111 1 1 1

0 1 2 3 456 7 8 9 01 2 3 45
L o S e S S i i I S S e S i S
I ID I
B e e e S e D e Sk S hE I e s
| R Opcode | AA| TC| RD| RA| z | RCCDE |
R S e e S S it i i i RIS SR R S
| QDCOUNT |
B T S e e e S I e e
| ANCOUNT |
L S S e S S i it i I S e e e S
I NSCOUNT |
B e e T S e e o S e T e S
| ARCOUNT |
L S S e S S i it i I S e e e S

wher e:

ID A 16 bit identifier assigned by the programthat
generates any kind of query. This identifier is copied
the corresponding reply and can be used by the requester
to match up replies to outstanding queries.

xR A one bit field that specifies whether this message is a
query (0), or a response (1).

OPCODE A four bit field that specifies kind of query in this
nmessage. This value is set by the originator of a query
and copied into the response. The values are:

0 a standard query (QUERY)

1 an inverse query (| QUERY)

2 a server status request (STATUS)
3-15 reserved for future use

AA Authoritative Answer - this bit is valid in responses,
and specifies that the responding name server is an
authority for the domain name in question section.

Note that the contents of the answer section nay have
mul ti pl e owner names because of aliases. The AA bit
corresponds to the name which matches the query name, or
the first owner nane in the answer section.

TC TrunCation - specifies that this nmessage was truncated
due to length greater than that pernmitted on the
transm ssi on channel .

RD Recursion Desired - this bit nay be set in a query and
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QDCOUNT

ANCOUNT

NSCOUNT

ARCOUNT

is copied into the response. |If RDis set, it directs
the nane server to pursue the query recursively.
Recursive query support is optional

Recursion Available - this be is set or cleared in a
response, and denotes whether recursive query support is
avail abl e in the nane server

Reserved for future use. Mist be zero in all queries
and responses.

Response code - this 4 bit field is set as part of
responses. The val ues have the follow ng
interpretation:

0 No error condition

1 Format error - The name server was
unabl e to interpret the query.

2 Server failure - The name server was
unabl e to process this query due to a
problemw th the nane server

3 Nane Error - Meaningful only for
responses froman authoritative name
server, this code signifies that the
donmi n nane referenced in the query does
not exi st.

4 Not | nplenented - The nane server does
not support the requested kind of query.

5 Refused - The name server refuses to
performthe specified operation for
policy reasons. For exanple, a name
server may not wish to provide the
information to the particul ar requester
or a name server may not wish to perform
a particular operation (e.g., zone
transfer) for particular data

6- 15 Reserved for future use

an unsigned 16 bit integer specifying the nunber of
entries in the question section

an unsigned 16 bit integer specifying the nunber of
resource records in the answer section

an unsigned 16 bit integer specifying the nunber of name
server resource records in the authority records
section.

an unsigned 16 bit integer specifying the nunber of
resource records in the additional records section

4.1.2. Question section format

The question section is used to carry the "question" in nost queries
i.e., the paraneters that define what is being asked. The section
contai ns QDCOUNT (usually 1) entries, each of the follow ng format

ETSI TS 134 229-3 V5.0.0 (2007-03)

1 1 1 1 1 1
0 1 2 3 45 6 7 8 9 01 2 3 4 5
B T T S T, S DU R S
I I
/ QNAVE /
/ /
B T T S T, S DU R S
| QTYPE |
e T S S S S S 2
| QCLASS |
B T T S T, S DU R S
wher e
QNAVE a domai n nanme represented as a sequence of |abels, where
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each | abel consists of a length octet followed by that
nunber of octets. The domain nane terminates with the
zero length octet for the null |abel of the root. Note
that this field nay be an odd nunber of octets; no
padding is used

QIYPE a two octet code which specifies the type of the query.
The values for this field include all codes valid for a
TYPE field, together with some nore general codes which
can match nore than one type of RR

QCLASS a two octet code that specifies the class of the query
For exanple, the QCLASS field is INfor the Internet.

4,1.3. Resource record format

The answer, authority, and additional sections all share the sanme
format: a variabl e nunber of resource records, where the nunber of
records is specified in the corresponding count field in the header
Each resource record has the following fornat:
11 1 1 1 1
0 1 2 3 45 6 7 8 9 01 2 3 45
T S S S S S S

/ /
/ NAVE /
| |
L o S e S S i i I S S e S i S
| TYPE |
L o S e S S i i I S S e S i S
| CLASS |
B R S e S e e e S Sk I S s
| TTL |
I I
B T S e e e S I e e
| RDLENGTH |
R b S R e S S S S ik ST I S R S
/ RDATA /
/ /
B e e e S e e e EE o h S ST I S S
wher e
NAME a domain name to which this resource record pertains
TYPE two octets containing one of the RR type codes. This
field specifies the neaning of the data in the RDATA
field.
CLASS two octets which specify the class of the data in the
RDATA field
TTL a 32 bit unsigned integer that specifies the time
interval (in seconds) that the resource record may be
cached before it should be discarded. Zero values are
interpreted to nean that the RR can only be used for the
transaction in progress, and should not be cached
RDLENGTH an unsigned 16 bit integer that specifies the length in
octets of the RDATA field
RDATA a variable length string of octets that describes the

resource. The format of this information varies
according to the TYPE and CLASS of the resource record
For exanple, the if the TYPE is A and the CLASS is IN
the RDATA field is a 4 octet ARPA Internet address

G.2 RFC 1533

3.1. Pad Option

The pad option can be used to cause subsequent fields to align on
word boundari es

The code for the pad option is 0, and its length is 1 octet.

ETSI



3GPP TS 34.229-3 version 5.0.0 Release 5 83 ETSITS 134 229-3 V5.0.0 (2007-03)

3.2. End Option

The end option narks the end of valid information in the vendor
field. Subsequent octets should be filled with pad options.

The code for the end option is 255, and its length is 1 octet.

3.3. Subnet Mask

The subnet mask option specifies the client's subnet nask as per RFC
950 [5].

If both the subnet nask and the router option are specified in a DHCP
reply, the subnet nask option MJST be first.

The code for the subnet mask option is 1, and its length is 4 octets.

Code Len Subnet Mask

Ho-m - - Ho-m o - Ho-m o - Ho-m o - Ho-m o - Ho-m o - +
| 2| 4 | | n2| nB| m|
+o- oo - +o- oo - Ho- oo - Ho- - o= Ho- - oo +o- - o= +

3.4. Time Ofset
The time offset field specifies the offset of the client's subnet in
seconds from Coordi nated Universal Time (UTC). The offset is
expressed as a signed 32-bit integer.

The code for the tinme offset optionis 2, and its length is 4 octets.

Code Len Time O fset

+o- - - - +o- - o= +o- - - - +o- - o= +o- - o= +o- - o= +
| 2 | 4 | nl|] n2|] n3| n4]|
Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m o - +

3.5. Router Option

The router option specifies a list of |P addresses for routers on the
client's subnet. Routers SHOULD be listed in order of preference.

The code for the router option is 3. The mnimumlength for the
router option is 4 octets, and the |length MJST always be a multiple
of 4.

Code Len Address 1 Address 2
PO — PO — PO — PO — PO — PO — PO — PO — +- -

| 3 | n | al|] a2 | a3 | a4 | al| a2
Ho-m o= Ho-m - - oo - - Ho-m oo Ho-m - - H--m - - Ho-m o - Ho-m o= +- -

3.6. Time Server Option

The time server option specifies a list of RFC 868 [6] time servers
available to the client. Servers SHOULD be listed in order of
pr ef erence.

The code for the time server option is 4. The minimmlength for
this option is 4 octets, and the |l ength MUST al ways be a nultiple of

Code Len Address 1 Address 2
PO — PO — PO — PO — PO — PO — PO — PO +- -

| 4 | n | al|] a2 | a3 | a4 | al| a2 |
Ho-m o - Ho-m o= oo o= Ho-m o= H--m o= H--m o= H--m oo Ho-m oo +- -

3.7. Name Server Option

The nane server option specifies a list of |EN 116 [7] name servers
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available to the client. Servers SHOULD be listed in order of
pref erence

The code for the name server option is 5. The minimumlength for
this option is 4 octets, and the I ength MIST al ways be a multiple of

4,

Code Len Address 1 Address 2
Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m o - +- -

| 5 ] n | al|] a2 | a3|] a | al| a2
+o- - - - Ho- - - - +o- - - - Ho- o - - Ho- - - - Ho- - - - Ho- - - - +o- - - - +- -

3.8. Domain Name Server Option

The domai n nanme server option specifies a |ist of Domain Name System
(STD 13, RFC 1035 [8]) nane servers available to the client. Servers
SHOULD be listed in order of preference

The code for the domain nanme server option is 6. The mnimmlength
for this option is 4 octets, and the length MUST always be a nultiple

of 4

Code Len Address 1 Address 2
Homm o= Homm o= Homm o= Homm o - Homm o= Homm o - Ho-m o= Homm o - +- -

| 6 | n | al| a2 | a3 | a4 | al | a2

O — O — O — R — RO — R — R — R — +- -

3.9. Log Server Option

The |1 og server option specifies a list of MT-LCS UDP | og servers
available to the client. Servers SHOULD be listed in order of
preference

The code for the log server optionis 7. The minimumlength for this
option is 4 octets, and the length MUST always be a nmultiple of 4

Code Len Address 1 Address 2
Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m o - Ho-m - - Ho-m - - +- -

| 7 ] n | al|] a2 | a3|] a | al| a2
+o- - - - +o- - o= +o- - - - +o- - o= +o- - o= +o- - o= +o- - o= +o- - o= +- -

3.10. Cookie Server Option

The cooki e server option specifies a |list of RFC 865 [9] cookie
servers available to the client. Servers SHOULD be listed in order
of preference

The code for the log server option is 8. The mnimumlength for this
option is 4 octets, and the |l ength MUST always be a nmultiple of 4

Code Len Address 1 Address 2
PO — PO — PO — PO — PO — PO — PO — PO — +- -

| 8 | n | al|] a2 | a3|] a | al| a2

Ho-m o= Ho-m o= Ho-m oo oo oo Homm o= oo o= Ho-m oo Ho-m o= +- -

3.11. LPR Server Option

The LPR server option specifies a |list of RFC 1179 [10] line printer
servers available to the client. Servers SHOULD be listed in order
of preference

The code for the LPR server option is 9. The mnimumlength for this
option is 4 octets, and the | ength MUST always be a nultiple of 4

Code Len Address 1 Address 2
Ho-m o - Ho-m o= oo o= Ho-m o= H--m o= H--m o= H--m oo Ho-m oo +- -

| 9 | n | al| a2| a3 | a4 | al | a2

R — R — R — R — R — RO — R — R — +- -

3.12. Inpress Server Option

The | npress server option specifies a list of Inmagen |npress servers
available to the client. Servers SHOULD be listed in order of
preference

The code for the |Inpress server option is 10. The mininmumlength for

this option is 4 octets, and the |l ength MUST al ways be a nultiple of
4
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Code Len Address 1 Address 2
Ho-m o= Ho-m o= Ho-m o= Ho-m o= Ho-m - - Ho-m o= Ho-m - - Ho-m o= +- -

| 10| n | al| a2 | a3 | a4 | al| a2 |
Ho-m o= Ho-m o= Ho-m o= Ho-m o= Ho-m - - Ho-m o= Ho-m - - Ho-m o= +- -

3.13. Resource Location Server Option

This option specifies a list of RFC 887 [11] Resource Location
servers available to the client. Servers SHOULD be listed in order
of preference.

The code for this option is 11. The minimumlength for this option
is 4 octets, and the |l ength MJST always be a multiple of 4.

Code Len Address 1 Address 2
Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m o - +- -

| 11| n | al| a2 | a3 | a4 | al| a2 |
+o- - - - Ho- - - - +o- - - - Ho- o - - Ho- - - - Ho- - - - Ho- - - - +o- - - - +- -

3.14. Host Name Option

This option specifies the name of the client. The name may or may
not be qualified with the |ocal domain name (see section 3.17 for the
preferred way to retrieve the domain nane). See RFC 1035 for
character set restrictions.

The code for this option is 12, and its minimumlength is 1.

Code Len Host Nane

Homo - - Homo - - Heomo - - Home - - Home - - Heome - - Home - - Home - - +- -
| 12 ] n | hi] h2| h3| h4| h5| h6 |
Fo-m - - Ho-m o= Ho-m o - Ho-m o - Ho-m o= Ho-m o - Ho-m o - Homm oo +- -

3.15. Boot File Size Option
This option specifies the length in 512-octet blocks of the default
boot image for the client. The file length is specified as an
unsi gned 16-bit integer.
The code for this option is 13, and its length is 2.

Code Len File Size

3.16. Merit Dunmp File

This option specifies the path-name of a file to which the client's
core image should be dunped in the event the client crashes. The
path is formatted as a character string consisting of characters from
the NVT ASCI| character set.

The code for this optionis 14. |Its minimumlength is 1.
Code Len Dunp Fil e Pathnane

Ho-m o= Ho-m o= Ho-m oo oo oo Homm o= oo o= +-- -

| 14| n | n1| n2| n3 | n4|

e e Fomm - e e e +- - -

3.17. Domai n Nane

This option specifies the domain name that client should use when
resol ving hostnanes via the Domai n Name System

The code for this option is 15. |Its minimumlength is 1.
Code Len Domai n Name

Ho-- - - Ho-m o - Ho-m - - Ho-m - - Ho-m - - Ho-m - - +- -

| 15| n | di| d2 | d3 | d4 |

e e Fomm - e e e +- -

3.18. Swap Server
This specifies the |P address of the client's swap server.

The code for this option is 16 and its length is 4.
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Code Len Swap Server Address

3.19. Root Path

This option specifies the path-name that contains the client's root
disk. The path is formatted as a character string consisting of
characters fromthe NVT ASCI| character set.

The code for this optionis 17. |Its minimumlength is 1.
Code Len Root Di sk Pat hname

Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - +-- -

| 7] n | n1l|] n2|] n3| n4|

+eeen- +eeen- +eeen- +eeen- +eeen- +eeen- +- - -

3.20. Extensions Path

A string to specify a file, retrievable via TFTP, which contains

i nformati on which can be interpreted in the same way as the 64-octet
vendor-extension field within the BOOTP response, with the follow ng
excepti ons:

- the length of the file is unconstrained;

- all references to Tag 18 (i.e., instances of the
BOOTP Extensions Path field) within the file are
i gnor ed.
The code for this optionis 18. |Its mnimumlength is 1.
Code Len Ext ensi ons Pat hnane
oo oo e e oo oo +- - -
| 18] n | nl|] n2|] n3| n4|
Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m o - +-- -

4. | P Layer Paraneters per Host

This section details the options that affect the operation of the |IP
| ayer on a per-host basis.

4.1. | P Forwardi ng Enabl e/ Di sabl e Opti on
This option specifies whether the client should configure its |IP
| ayer for packet forwarding. A value of O neans disable IP

forwarding, and a value of 1 neans enable |IP forwarding.

The code for this option is 19, and its length is 1.

4.2. Non-Local Source Routing Enabl e/ D sable Option
This option specifies whether the client should configure its |IP
| ayer to allow forwardi ng of datagrans with non-1ocal source routes
(see Section 3.3.5 of [4] for a discussion of this topic). A value
of 0 means disallow forwarding of such datagrams, and a value of 1
nmeans al | ow f orwardi ng.

The code for this option is 20, and its length is 1.

4.3. Policy Filter Option
This option specifies policy filters for non-local source routing.
The filters consist of a list of |IP addresses and masks whi ch specify
destination/mask pairs with which to filter incom ng source routes.

Any source routed datagram whose next-hop address does not natch one
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of the filters should be discarded by the client.
See [4] for further information.

The code for this option is 21. The minimumlength of this option is
8, and the length MUST be a multiple of 8.

Code Len Address 1 Mask 1

Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m o - Ho-m - - Ho-m - - +

| 21| n | al| a2 | a3 | a | nm| nm2| nB| m|

+o- - - - Ho- - - - +o- - - - Ho- o - - Ho- - - - Ho- - - - Ho- - - - +o- - - - +o- - - - Ho- o - - +
Address 2 Mask 2

Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m o - +-- -

| al| a2 | a3 | a | nm| nm2| nB| m|

+o- - - - Ho- - - - +o- - - - Ho- o - - Ho- - - - Ho- - - - Ho- - - - +o- - - - +- - -

4.4. Maxi mum Dat agram Reassenbly Size
This option specifies the maxi num size datagramthat the client
shoul d be prepared to reassenble. The size is specified as a 16-bit
unsi gned integer. The minimum val ue | egal value is 576.

The code for this option is 22, and its length is 2.

4.5. Default IP Tinme-to-live
This option specifies the default time-to-live that the client should
use on outgoing datagrans. The TTL is specified as an octet with a
val ue between 1 and 255.

The code for this option is 23, and its length is 1.

4.6. Path MrU Agi ng Ti meout Option
This option specifies the tineout (in seconds) to use when aging Path
MIU val ues di scovered by the nechanismdefined in RFC 1191 [12]. The
timeout is specified as a 32-bit unsigned integer.

The code for this option is 24, and its length is 4.

Code Len Ti meout

PO — PO — PO — PO — PO — PO — +
| 24| 4 | t1] t2] t3]| t4]
Ho-m o= Ho-m o= Ho-m oo oo oo Homm o= oo o= +

4.7. Path MIU Pl ateau Tabl e Option

This option specifies a table of MU sizes to use when perform ng
Path MIU Di scovery as defined in RFC 1191. The table is formatted as
a list of 16-bit unsigned integers, ordered fromsmallest to |argest.
The m ni mum MIU val ue cannot be smaller than 68.

The code for this optionis 25. |Its minimumlength is 2, and the
I ength MUST be a nmultiple of 2.

Code Len Size 1 Size 2
Ho-- - - Ho-m o - Ho-m - - Ho-m - - Ho-m - - Ho-m - - +-- -
| 25| n | sl | s2 | sl]| s2|
Fommm - E E E R E +- - -

5. | P Layer Paraneters per Interface
This section details the options that affect the operation of the IP
layer on a per-interface basis. It is expected that a client can
issue multiple requests, one per interface, in order to configure
interfaces with their specific paraneters.

5.1. Interface MU Option
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This option specifies the MU to use on this interface. The MIUis
specified as a 16-bit unsigned integer. The mninmm]legal value for
the MIU is 68.

The code for this option is 26, and its length is 2.

Code Len MU

Ho-m - - Ho-m - - Ho-m - - Ho-m - - +
| 26| 2 | nl| nR|
+o- - - - Ho- - - - +o- - - - Ho- o - - +

5.2. Al Subnets are Local Option

This option specifies whether or not the client may assunme that all
subnets of the IP network to which the client is connected use the
same MIU as the subnet of that network to which the client is
directly connected. A value of 1 indicates that all subnets share
the same MIU. A value of 0 neans that the client should assune that
some subnets of the directly connected network may have smal |l er MrUs.

The code for this option is 27, and its length is 1.

5.3. Broadcast Address Option
This option specifies the broadcast address in use on the client's
subnet. Legal values for broadcast addresses are specified in
section 3.2.1.3 of [4].

The code for this option is 28, and its length is 4.

Code Len Broadcast Address

Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m o - +
| 28] 4 | bl]|] b2]| b3 ]| bd|
Homm - - Homm - - Homm - - Homm - - Homm - - Homm - - +

5.4. Perform Mask Discovery Option

This option specifies whether or not the client should perform subnet
mask di scovery using |CMP. A value of 0 indicates that the client
shoul d not perform mask discovery. A value of 1 nmeans that the
client should performmask discovery.

The code for this option is 29, and its length is 1.

5.5. Mask Supplier Option

This option specifies whether or not the client should respond to
subnet mask requests using |CW. A value of 0 indicates that the
client should not respond. A value of 1 neans that the client should
respond.

The code for this optionis 30, and its length is 1.

5.6. Perform Router Discovery Option

This option specifies whether or not the client should solicit
routers using the Router Discovery mechani smdefined in RFC 1256
[13]. A value of 0 indicates that the client should not perform
router discovery. A value of 1 neans that the client should perform
router discovery.

The code for this optionis 31, and its length is 1.

ETSI



3GPP TS 34.229-3 version 5.0.0 Release 5 89 ETSITS 134 229-3 V5.0.0 (2007-03)

5.7. Router Solicitation Address Option

This option specifies the address to which the client should transnmnit
router solicitation requests.

The code for this option is 32, and its length is 4.

Code Len Addr ess

PO — FO— PO — PO — PO — PO — +
| 32| 4 | al| a2 | a3 | a4 |
Ho-m o= Ho-m o= Ho-m o= Ho-m o= Ho-m - - Ho-m o= +

5.8. Static Route Option

This option specifies a list of static routes that the client should

install inits routing cache. |If nmultiple routes to the sanme
destination are specified, they are listed in descending order of
priority.

The routes consist of a list of |P address pairs. The first address
is the destination address, and the second address is the router for
the destination.

The default route (0.0.0.0) is an illegal destination for a static
route. See section 3.5 for information about the router option.

The code for this option is 33. The mininmumlength of this optionis
8, and the length MUST be a nultiple of 8.

Code Len Destination 1 Router 1

Ho-m o= Ho-m o= Ho-m oo oo oo Homm o= oo o= Ho-m oo Ho-m o= Homm o - Ho-m o - +
| 3] n | di| d2| d3 | d4 | r1 | r2] r3 ] r4]|
R — R — R — R — R — R — R — RO — R — R — +

Destination 2 Router 2

Ho-m o= Ho-m o= Ho-m oo oo oo Homm o= oo o= Ho-m oo Ho-m o= +- - -

| di| d2| d3 | d4 | r1 | r2] r3 ]| r4]|

R — R — R — R — R — R — R — RO — oo

6. Link Layer Paraneters per Interface

This section lists the options that affect the operation of the data
link |ayer on a per-interface basis.

6.1. Trailer Encapsul ation Option
This option specifies whether or not the client should negotiate the
use of trailers (RFC 893 [14]) when using the ARP protocol. A value
of 0 indicates that the client should not attenpt to use trailers. A
value of 1 neans that the client should attenpt to use trailers.

The code for this option is 34, and its length is 1.

6.2. ARP Cache Tinmeout Option

This option specifies the timeout in seconds for ARP cache entries.
The time is specified as a 32-bit unsigned integer.

The code for this option is 35, and its length is 4.

Code Len Ti me

Fommm - E Ep E E Ep +
| 35| 4 | t1] t2] t3] t4]
Ho-- - - Ho-m o - Ho-m - - Ho-m - - Ho-m - - Ho-m - - +

6. 3. Ethernet Encapsul ati on Option

This option specifies whether or not the client should use Ethernet
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Version 2 (RFC 894 [15]) or |EEE 802.3 (RFC 1042 [16]) encapsul ation
if the interface is an Ethernet. A value of 0 indicates that the
client should use RFC 894 encapsul ation. A value of 1 neans that the
client should use RFC 1042 encapsul ati on

The code for this optionis 36, and its length is 1

7. TCP Paraneters

This section lists the options that affect the operation of the TCP
| ayer on a per-interface basis

7.1. TCP Default TTL Option
This option specifies the default TTL that the client should use when
sendi ng TCP segnments. The value is represented as an 8-bit unsigned

integer. The minimumvalue is 1

The code for this optionis 37, and its length is 1

7.2. TCP Keepalive Interval Option

This option specifies the interval (in seconds) that the client TCP
shoul d wait before sending a keepalive nmessage on a TCP connection
The time is specified as a 32-bit unsigned integer. A value of zero
indicates that the client should not generate keepalive nmessages on
connections unless specifically requested by an application

The code for this optionis 38, and its length is 4

Code Len Ti me

Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m o - +
| 38| 4 | t1] t2] t3]| t4
Homm - - Homm - - Homm - - Homm - - Homm - - Homm - - +

7.3. TCP Keepalive Garbage Option

This option specifies the whether or not the client should send TCP
keepal i ve nmessages with a octet of garbage for conpatibility with
ol der inmplementations. A value of O indicates that a garbage octet
shoul d not be sent. A value of 1 indicates that a garbage octet
shoul d be sent.

The code for this optionis 39, and its length is 1

8. Application and Service Paraneters

This section details some miscellaneous options used to configure
m scel | aneous applications and services

8.1. Network Information Service Domain Option
This option specifies the name of the client's NIS [17] domain. The

domain is formatted as a character string consisting of characters
fromthe NVT ASCI| character set.

The code for this optionis 40. |Its mnimumlength is 1
Code Len NI S Donai n Nane

Ho-m o - Ho-m o= oo o= Ho-m o= H--m o= H--m o= +-- -

| 40| n | nl] n2|] n3]|] n4

Fommo - e Foom - Foom - Foom - Foom - +- - -
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8.2. Network Information Servers Option

This option specifies a list of |P addresses indicating NIS servers
available to the client. Servers SHOULD be listed in order of
pref erence.

The code for this optionis 41. |Its mnimumlength is 4, and the
length MUST be a nmultiple of 4.

Code Len Address 1 Address 2
PO — FO— PO — PO — PO — PO — O — PO — +- -

| 41| n | al| a2 | a3 | a | al| a2 |
Ho-m o= Ho-m o= Ho-m o= Ho-m o= Ho-m - - Ho-m o= Ho-m - - Ho-m o= +- -

8.3. Network Time Protocol Servers Option

This option specifies a list of |P addresses indicating NTP [ 18]
servers available to the client. Servers SHOULD be listed in order
of preference.

The code for this optionis 42. |Its mninumlength is 4, and the
I ength MUST be a nmultiple of 4.

Code Len Address 1 Address 2

Ho-m - - Ho-m o - Ho-m o - Ho-m o - Ho-m o - Ho-m o - Ho-m - - Ho-m o - +- -

| 42| n | al| a2 | a3 | a4 | al| a2 |

R T E R R O R R +- -

8.4. Vendor Specific Information

This option is used by clients and servers to exchange vendor-
specific information. The information is an opaque object of n
octets, presumably interpreted by vendor-specific code on the clients
and servers. The definition of this information is vendor specific.
The vendor is indicated in the class-identifier option. Servers not
equi pped to interpret the vendor-specific information sent by a
client MUST ignore it (although it may be reported). Cients which
do not receive desired vendor-specific information SHOULD make an
attenpt to operate without it, although they may do so (and announce
they are doing so) in a degraded node.

If a vendor potentially encodes nore than one itemof information in
this option, then the vendor SHOULD encode the option using
"Encapsul at ed vendor-specific options" as described bel ow

The Encapsul at ed vendor-specific options field SHOULD be encoded as a
sequence of code/length/value fields of identical syntax to the DHCP
options field with the foll ow ng exceptions:

1) There SHOULD NOT be a "magic cookie" field in the encapsul ated
vendor - speci fic extensions field.

2) Codes other than 0 or 255 MAY be redefined by the vendor within
the encapsul at ed vendor-specific extensions field, but SHOULD
conformto the tag-length-val ue syntax defined in section 2.

3) Code 255 (END), if present, signifies the end of the
encapsul at ed vendor extensions, not the end of the vendor
extensions field. If no code 255 is present, then the end of
the encl osing vendor-specific infornation field is taken as the
end of the encapsul ated vendor-specific extensions field.

The code for this option is 43 and its minimumlength is 1.

Code Len  Vendor-specific infornation
Ho-m o - Ho-m o= oo o= Ho-m o= +-- -

| 43 ] n | i1] i2]

- - - - +---

When encapsul at ed vendor-specific extensions are used, the
informati on bytes 1-n have the following format:

Code Len Data item Code Len Data item Code
Ho-m o - Ho-m o= oo o= Ho-m o= H--m o= H--m o= H--m oo Ho-m oo H--m oo H--m o - oo o= +
| T1 ] n | di1]| d2| | T2 ] n | D1]| D2| | |
R — R — R — R — R — RO — R — R — RO — R — R — +

8.5. NetBI CS over TCP/IP Narme Server Option
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The Net Bl GS nane server (NBNS) option specifies a list of RFC
1001/ 1002 [19] [20] NBNS nane servers listed in order of preference.

The code for this option is 44. The mininmumlength of the option is
4 octets, and the length nust always be a multiple of 4.

Code Len Address 1 Address 2

Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m o - Ho-m - - Ho-m - - R -
| 44 ] n | al| a2 | a3 | a4 | bl | b2| b3 | b4 |
Homo - - Homm - - Homm - - Homo - - Homm - - Homo - - Home - - Hom - - Home - - Homm - - L

8.6. NetBlI OGS over TCP/IP Datagram Di stribution Server Option

The Net Bl CS datagram di stribution server (NBDD) option specifies a
list of RFC 1001/1002 NBDD servers listed in order of preference. The
code for this option is 45. The mininmumlength of the optionis 4
octets, and the length nust always be a multiple of 4.

Code Len Address 1 Address 2

Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m o - Ho-m - - Ho-m - - R -
| 45| n | al| a2 | a3 | a4 | bl | b2| b3 | b4 |
Homo - - Homo - - Heomo - - Home - - Home - - Heome - - Home - - Home - - Home - - Hom - - L

8.7. NetBlIGS over TCP/IP Node Type Option

The Net Bl S node type option allows NetBI GS over TCP/IP clients which
are configurable to be configured as described in RFC 1001/1002. The
value is specified as a single octet which identifies the client type
as follows:

Val ue Node Type
Ox1 B- node
0x2 P- node
0x4 M node
0x8 H node

In the above chart, the notation '0Ox' indicates a nunber in base-16
(hexadeci mal ).

The code for this option is 46. The length of this option is always

1.

Code Len Node Type
Ho-m - - Ho-m - - B +
| 46 ] 1 | see above |
+o- - - - +o- - o= [ +

8.8. NetBI CS over TCP/IP Scope Option
The Net Bl OGS scope option specifies the NetBlI OGS over TCP/IP scope
paraneter for the client as specified in RFC 1001/1002. See [19],
[20], and [8] for character-set restrictions.

The code for this option is 47. The mnimumlength of this option is

1.

Code Len Net Bl OS Scope

Ho- - o= +o- - o= +o- - o= +o- - o= +o- - o= Ho- - o= R
| 47 ] n | sl | s2 | s3] s4]
Ho-- - - Ho-m o - Ho-m - - Ho-m - - Ho-m - - Ho-m - - +-- -

8.9. X Wndow System Font Server Option

This option specifies a list of X Wndow System [21] Font servers
available to the client. Servers SHOULD be listed in order of
pr ef erence.

The code for this option is 48. The minimumlength of this option is
4 octets, and the length MUST be a nultiple of 4.

Code Len Address 1 Address 2
Ho-m o - Ho-m o= oo o= Ho-m o= H--m o= H--m o= H--m oo Ho-m oo +-- -
| 48| n | al| a2 | a3 | a4 | al| a2 |
R R R R R R R R +- - -

8.10. X Wndow System Di spl ay Manager Option
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This option specifies a list of |P addresses of systems that are
runni ng the X Wndow System Di spl ay Manager and are available to the
client.

Addresses SHOULD be listed in order of preference.

The code for the this option is 49. The mininmumlength of this option
is 4, and the length MJST be a nultiple of 4.

Code Len Address 1 Address 2
Ho-m o= Ho-m o= Ho-m o= Ho-m o= Ho-m - - Ho-m o= Ho-m - - Ho-m o= +-- -
| 49| n | al| a2 | a3 | a4 | al| a2 |

R — R — R — R — R — R — R — R — oo

9. DHCP Extensions
This section details the options that are specific to DHCP.
9.1. Requested |P Address

This option is used in a client request (DHCPDI SCOVER) to allow the
client to request that a particular |P address be assigned.

The code for this option is 50, and its length is 4.

Code Len Addr ess

Ho-m - - Ho-m o - Ho-m o - Ho-m o - Ho-m o - Ho-m o - +
| 50| 4 | al| a2 | a3 | a4 |
Homo - - Homo - - Heomo - - Home - - Home - - Heome - - +

9.2. | P Address Lease Tine

This option is used in a client request (DHCPDI SCOVER or DHCPREQUEST)
to allowthe client to request a lease time for the IP address. In a
server reply (DHCPOFFER), a DHCP server uses this option to specify
the lease tine it is willing to offer.

The time is in units of seconds, and is specified as a 32-bit
unsi gned i nt eger.

The code for this option is 51, and its length is 4.

Code Len Lease Tine

Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m - - Ho-m o - +
| 51| 4 | t1] t2] t3]| t4]
Homm - - Homm - - Homm - - Homm - - Homm - - Homm - - +

9.3. Option Overl oad

This option is used to indicate that the DHCP "snanme" or "file"
fields are being overloaded by using themto carry DHCP options. A
DHCP server inserts this option if the returned paraneters will
exceed the usual space allotted for options.

If this option is present, the client interprets the specified
additional fields after it concludes interpretation of the standard
option fields.

The code for this optionis 52, and its length is 1. Legal val ues
for this option are:

Val ue Meani ng

1 the "file" field is used to hold options
2 the "snane" field is used to hold options
3 both fields are used to hold options

9.4. DHCP Message Type

This option is used to convey the type of the DHCP message. The code
for this optionis 53, and its length is 1. Legal values for this
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option are:

Val ue Message Type
1 DHCPDI SCOVER
2 DHCPOFFER
3 DHCPREQUEST
4 DHCPDECLI NE
5 DHCPACK
6 DHCPNAK
7 DHCPRELEASE

9.5. Server ldentifier

This option is used i n DHCPOFFER and DHCPREQUEST nessages, and may
optionally be included in the DHCPACK and DHCPNAK nessages. DHCP
servers include this option in the DHCPOFFER in order to allow the
client to distinguish between | ease offers. DHCP clients indicate
whi ch of several |ease offers is being accepted by including this
option in a DHCPREQUEST nessage.

The identifier is the |IP address of the selected server.
The code for this option is 54, and its length is 4.

Code Len Addr ess

+o- - oo +o- oo - +o- - o= +o- - oo +o- oo - +o- - - - +
| 54| 4 | al| a2 | a3 | a4 |
Fo-m - - Ho-m o= Ho-m o - Ho-m o - Ho-m o= Ho-m o - +

9. 6. Paraneter Request List

This option is used by a DHCP client to request values for specified
configuration parameters. The list of requested paraneters is
specified as n octets, where each octet is a valid DHCP opti on code
as defined in this docunent.

The client MAY |list the options in order of preference. The DHCP
server is not required to return the options in the requested order,
but MJUST try to insert the requested options in the order requested
by the client.

The code for this optionis 55. Its mnimumlength is 1.

Code Len Option Codes

[ g [ g [ g [ g +-- -

| 55| n | cl]| c2|

Homm - - Homm - - Homm - - Homm - - +-- -
9.7. Message

This option is used by a DHCP server to provide an error nmessage to a
DHCP client in a DHCPNAK nessage in the event of a failure. A client
may use this option in a DHCPDECLI NE nmessage to indicate the why the
client declined the offered paraneters. The nmessage consists of n
octets of NVT ASCI| text, which the client may display on an

avai | abl e out put devi ce.

The code for this option is 56 and its minimumlength is 1.

Code Len Text

Ho-m o - Ho-m o= oo o= Ho-m o= +-- -
| 56| n | cl1]| c2|
R R R R +- - -

9. 8. Maxi num DHCP Message Size

This option specifies the maxi mum|ength DHCP nessage that it is
willing to accept. The length is specified as an unsigned 16-bit
integer. A client may use the nmaxi mum DHCP nessage size option in
DHCPDI SCOVER or DHCPREQUEST nessages, but should not use the option
i n DHCPDECLI NE nmessages.

The code for this option is 57, and its length is 2. The m nimum
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| egal value is 576 octets.

Code Len Lengt h

Ho-m - - Ho-m - - Ho-m - - Ho-m - - +
| 571 2 | 11] 12
Homo - - Homm - - Homm - - Homo - - +

9.9. Renewal (T1) Tinme Val ue

This option specifies the time interval from address assi gnment until
the client transitions to the RENEW NG state.

The value is in units of seconds, and is specified as a 32-bit
unsi gned i nt eger.

The code for this option is 58, and its length is 4.

Code Len T1 Interval

PO — FO— PO — PO — PO — PO — +
| 58] 4 | t1 ] t2] t3] t4]
Ho-m o= Ho-m o= Ho-m o= Ho-m o= Ho-m - - Ho-m o= +

9.10. Rebinding (T2) Time Val ue

This option specifies the time interval from address assignment until
the client transitions to the REBINDI NG state.

The value is in units of seconds, and is specified as a 32-bit
unsi gned i nt eger.

The code for this option is 59, and its length is 4.

Code Len T2 Interval

Ho-m - - Ho-m o - Ho-m o - Ho-m o - Hoem oo Hoem o - +
| 59| 4 | t1] t2] t3]| t4]|
Homm - - Homm - - Homm - - Homm - - Homm - - Homm - - +

9.11. Class-identifier
This option is used by DHCP clients to optionally identify the type
and configuration of a DHCP client. The information is a string of n
octets, interpreted by servers. Vendors and sites may choose to
define specific class identifiers to convey particul ar configuration
or other identification information about a client. For exanple, the
identifier may encode the client's hardware configuration. Servers
not equipped to interpret the class-specific information sent by a
client MUST ignore it (although it may be reported).
The code for this option is 60, and its minimumlength is 1.

Code Len C ass-ldentifier

Ho-m o= Ho-m o= Ho-m oo oo oo +-- -
9.12. Cient-identifier

This option is used by DHCP clients to specify their unique

identifier. DHCP servers use this value to index their database of

address bindings. This value is expected to be unique for all

clients in an administrative donain.

Identifiers consist of a type-value pair, sinmlar to the

It is expected that this field will typically contain a hardware type

and hardware address, but this is not required. Current |egal val ues

for hardware types are defined in [22].

The code for this option is 61, and its mnimumlength is 2.

Code Len Type Cient-ldentifier

EO— EO—— EO EO EO +o- -
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G.3

2. Protocol

RFC 2131

Sumrary

Fromthe client's point of view, DHCP is an extension of the BOOTP

mechani sm  This behavior allows

interoperate with DHCP servers wit hout

clients' initialization software.

interacti ons between BOOTP and DHCP clients and servers [9].
transactions that optimize the interaction

are some new, optional

exi sting BOOIP clients to

RFC 1542 [2] details the

requiring any change to the

There

bet ween DHCP clients and servers that are described in sections 3 and

4.

Figure 1 gives the fornat of a DHCP nessage and table 1 describes

each of the fields in the DHCP ne
indicate the size of each field i
given in the figure wll
the fields in DHCP nessages.

There are two primary differences

ssage.
n octets.

bet ween DHCP and BOOTP. First

DHCP defi nes nechani sms through which clients can be assigned a

network address for a finite | eas
of network addresses to different
mechani smfor a client to acquire
paraneters that it needs in order

DHCP i ntroduces a snall

meani ng of one of the fields. W

the tagged data itens that were u
extensions" field, which were for
extensions," are now terned sinpl

Figure 1. Fornat

DHCP defines a new 'client identi
explicit client
the overl oading of the 'chaddr' f
' chaddr'’
reply nmessages and as a client id
is an opaque key, not to be inter
the "client identifier' may conta
the contents of the 'chaddr' fiel
identifier, such as a DNS nane.

identifier to a DHCP server.

€,
clients.
all of the IP configuration
to operate.

all owi ng for serial

at was the "vendor extensions"

sed inside the BOOTP "vendor

nerly referred to as "vendor
y "options."

of a DHCP message

fier' option that

ield in BOOTP nmessages, where
entifier. The 'client
preted by the server;
in a hardware address,
d, or

The 'client identifier'

The nunbers in parentheses
The names for the fields
be used throughout this docurment to refer to

reassi gnnment
Second, DHCP provides the

change in termnology intended to clarify the
field
in BOOTP has been re-nanmed the "options" field in DHCP. Sinmilarly,

is used to pass an
This change elimnates

is used both as a hardware address for transm ssion of BOOTP
identifier'
for exanple,
i denti cal
it may contain another type of
chosen by a

to

DHCP client MJST be unique to that client within the subnet to which
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the client is attached. If the client uses a 'client identifier' in
one nmessage, it MJST use that sane identifier in all subsequent
nmessages, to ensure that all servers correctly identify the client.

DHCP clarifies the interpretation of the 'siaddr' field as the
address of the server to use in the next step of the client's
bootstrap process. A DHCP server may return its own address in the
"siaddr' field, if the server is prepared to supply the next
bootstrap service (e.g., delivery of an operating system executable
image). A DHCP server always returns its own address in the 'server
identifier' option.

FI ELD OCTETS DESCRI PTI ON

op 1 Message op code / nessage type.
1 = BOOTREQUEST, 2 = BOOTREPLY

ht ype 1 Hardware address type, see ARP section in "Assigned
Nunbers" RFC, e.g., '1' = 10nb ethernet.

hl en 1 Hardware address length (e.g. '6' for 10nb
et hernet).

hops 1 dient sets to zero, optionally used by relay agents
when booting via a relay agent.

xid 4 Transaction ID, a random nunber chosen by the

client, used by the client and server to associate
nessages and responses between a client and a

server.

secs 2 Filled in by client, seconds el apsed since client
began address acquisition or renewal process.

flags 2 Flags (see figure 2).

ci addr 4 dient |P address; only filled inif client is in

BOUND, RENEW or REBI NDI NG state and can respond
to ARP requests.

yi addr 4 ‘'your' (client) |IP address.

si addr 4 | P address of next server to use in bootstrap;
returned i n DHCPOFFER, DHCPACK by server.

gi addr 4 Relay agent |P address, used in booting via a
relay agent.

chaddr 16 dient hardware address.

sname 64 Optional server host name, null termnated string.

file 128 Boot file nane, null term nated string; "generic"

name or null in DHCPDI SCOVER, fully qualified
directory-path name i n DHCPOFFER.

options var Optional paraneters field. See the options
docurments for a list of defined options.

Table 1: Description of fields in a DHCP nmessage

The 'options' field is now variable |l ength. A DHCP client nust be
prepared to receive DHCP nessages with an 'options' field of at I|east
length 312 octets. This requirenment inplies that a DHCP client nust
be prepared to receive a nessage of up to 576 octets, the mninumIP
dat agram si ze an | P host nust be prepared to accept [3]. DHCP
clients nay negotiate the use of |arger DHCP messages through the

" maxi nrum DHCP nessage size' option. The options field may be further
extended into the 'file' and 'sname' fields.

In the case of a client using DHCP for initial configuration (before
the client's TCP/I P software has been conpletely configured), DHCP
requires creative use of the client's TCP/IP software and |i beral
interpretation of RFC 1122. The TCP/I P software SHOULD accept and
forward to the IP layer any | P packets delivered to the client's

har dwar e address before the | P address is configured; DHCP servers
and BOOTP rel ay agents may not be able to deliver DHCP nmessages to
clients that cannot accept hardware uni cast datagranms before the
TCP/ I P software is configured.

To work around sone clients that cannot accept |P unicast datagrans
before the TCP/I P software is configured as discussed in the previous
par agraph, DHCP uses the 'flags' field [21]. The leftnost bit is
defined as the BROADCAST (B) flag. The senmantics of this flag are
di scussed in section 4.1 of this document. The remaining bits of the
flags field are reserved for future use. They MJST be set to zero by
clients and ignored by servers and relay agents. Figure 2 gives the
format of the 'flags' field.
111111
0123456789012345
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B S S S ik
| Bl MBZ

B ki S S S S S

B: BROADCAST fl ag

MBZ: MJST BE ZERO (reserved for future use)

Figure 2. Fornat of the 'flags' field
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G.4 RFC3315

6. Cient/Server Message Fornats

Al'l DHCP nessages sent between clients and servers share an identic
fixed format header and a variable format area for options.

Al values in the nessage header and in options are in network byte
order.

Options are stored serially in the options field, with no padding
between the options. Options are byte-aligned but are not aligned
any other way such as on 2 or 4 byte boundari es.

The following diagramillustrates the format of DHCP nmessages sent
between clients and servers:

0 1 2 3
01234567890123456789012345678901
B S S S ek ik S S SN S
| nsg-type | transaction-id
B T i i S e S S Tt SN S
I
. options
. (variabl e)
|
B i T e i e i S o S S i s ik S SR
nsg-type Identifies the DHCP nessage type; the
avai |l abl e message types are listed in
section 5.3.

transaction-id The transaction ID for this nmessage exchang

options Options carried in this nmessage; options ar
described in section 22.

7. Relay Agent/Server Message Formats

Rel ay agents exchange nessages with servers to relay nessages betwe
clients and servers that are not connected to the same |ink.

Al'l values in the nmessage header and in options are in network byte
order.

Options are stored serially in the options field, with no padding
between the options. Options are byte-aligned but are not aligned
any other way such as on 2 or 4 byte boundaries.

al

in

+

+

+

e.

e

en

in

There are two relay agent nessages, which share the follow ng format:

0 1 2 3
01234567890123456789012345678901
B T S e e i S N b e
| nsg-type | hop- count |
F T e e i s T T SR R S S

| i nk- addr ess
B e e i i o RIS TR R S

B S D s

peer - addr ess

—_—_
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B e e e ek oE SR |

|

|

B S i i I s St S |
options (variable nunber and |ength) .

|

B T T T E

22. DHCP Options

22.

22.

22.

Options are used to carry additional information and parameters in
DHCP nessages. Every option shares a common base format, as
described in section 22.1. Al values in options are represented in
networ k byte order.

Thi s docunent describes the DHCP options defined as part of the base
DHCP specification. Oher options nay be defined in the future in
separ at e docunents.

Unl ess ot herwi se noted, each option may appear only in the options
area of a DHCP nessage and may appear only once. |f an option does
appear nmultiple times, each instance is considered separate and the
data areas of the options MJUST NOT be concatenated or otherw se
conbi ned.

1. Format of DHCP Options
The format of DHCP options is:

0 1 2 3

01234567890123456789012345678901
B e et s e i S S S S i SEI S S S R
| opti on-code | option-1len |
B i T i e S S i ol o S S e B e i S S e S e e O
| option-data |
| (option-len octets) |
B e e i s i i e S S S i S S S i T s S S S S

option-code An unsigned integer identifying the specific option
type carried in this option.

option-len An unsigned integer giving the Iength of the
option-data field in this option in octets.

option-data The data for the option; the format of this data
depends on the definition of the option.

DHCPv6 options are scoped by using encapsul ation. Sonme options apply
generally to the client, sonme are specific to an |A and sonme are
specific to the addresses within an |A. These latter two cases are
di scussed in sections 22.4 and 22.6.
2. Cient ldentifier Option
The Cient lIdentifier option is used to carry a DU D (see section 9)
identifying a client between a client and a server. The format of
the Cient Identifier option is:
0 1 2 3
01234567890123456789012345678901
B i S o S T i s S S S e S S S il i i
| CPTI ON_CLI ENTI D | option-len |
B e T e e e i i it S N R R S e S

DUl D
(variabl e | ength)

e e e e e b e e e e e e b e e e b e e b e e e e e e e e e e e 4
option-code OPTI ON_CLIENTID (1).

option-len Length of DUD in octets.

DUl D The DU D for the client.

3. Server ldentifier Option
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The Server ldentifier option is used to carry a DU D (see section 9)
identifying a server between a client and a server. The format of
the Server Identifier option is:

0 1 2 3

01234567890123456789012345678901
B s i i e ik i ik S SN R S R e S
| CPTI ON_SERVERI D | option-len |
e e i S i e i i o e e O i it Tt I SR R R S e R S e R

DUl D
(variabl e | ength)

e e e b b e e e e e e e b b e e e e e e e b b e e e e e e e e e
option-code  OPTION_SERVERID (2).
option-1len Length of DUD in octets.
DU D The DU D for the server.
22.4. ldentity Association for Non-tenporary Addresses Option

The ldentity Association for Non-tenporary Addresses option (I A NA
option) is used to carry an |A NA the parameters associated with the
I A NA and the non-tenporary addresses associated with the I A NA

Addresses appearing in an | A NA option are not tenporary addresses
(see section 22.5).

The format of the A NA option is:

0 1 2 3

01234567890123456789012345678901
B i i S T e S e h ok oh
| OPTI ON_I A _NA | option-len |
B e T b i i i i i e S S i ik i S SR
| IAID (4 octets) |
B o o e e o k. o e S e e e e
| T1 |
B e T b i i i i i e S S i ik i S SR
| T2 I
B S o e o e
| _ |
. I A_NA-options .

B L S L EE

option-code OPTION_IA_NA (3).
option-len 12 + length of I A NA-options field.
I Al D The unique identifier for this A NA the

I AlD nust be unique anong the identifiers for
all of this client's A NAs. The nunber
space for |ANAIAIDs is separate fromthe
nunber space for | A TA | Al Ds.

T1 The time at which the client contacts the
server fromwhich the addresses in the A NA
were obtained to extend the lifetines of the
addresses assigned to the IANA, Tl is a
time duration relative to the current tine
expressed in units of seconds.

T2 The time at which the client contacts any
avail abl e server to extend the lifetimes of
the addresses assigned to the IANA T2 is a
time duration relative to the current tine
expressed in units of seconds.

I A_NA-opti ons Options associated with this | A NA
The | A_NA-options field encapsul ates those options that are specific
to this A NA For exanple, all of the | A Address Options carrying

the addresses associated with this A NA are in the | A NA-options
field.
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An | A NA option may only appear in the options area of a DHCP
nmessage. A DHCP nessage may contain nmultiple | A NA options.

The status of any operations involving this IANAis indicated in a
Status Code option in the | A NA-options field.

Note that an I A NA has no explicit "lifetine" or "lease |ength" of
its omn. Wen the valid lifetimes of all of the addresses in an

I A_NA have expired, the I A NA can be considered as having expired.
T1 and T2 are included to give servers explicit control over when a
client recontacts the server about a specific | A NA

In a nmessage sent by a client to a server, values in the Tl and T2
fields indicate the client's preference for those paraneters. The
client sets T1 and T2 to 0 if it has no preference for those val ues.
In a nessage sent by a server to a client, the client MJST use the
values in the Tl and T2 fields for the T1 and T2 paraneters, unless
those values in those fields are 0. The values in the T1 and T2
fields are the nunber of seconds until T1 and T2.

The server selects the T1 and T2 tines to allow the client to extend
the lifetinmes of any addresses in the | A NA before the lifetines
expire, even if the server is unavailable for sonme short period of
time. Recommended values for Tl and T2 are .5 and .8 tines the
shortest preferred lifetinme of the addresses in the A that the

server is willing to extend, respectively. |f the "shortest"
preferred lifetime is Oxffffffff ("infinity"), the recormended T1 and
T2 values are also Oxffffffff. |If the time at which the addresses in

an |ANA are to be renewed is to be left to the discretion of the
client, the server sets T1 and T2 to O.

If a server receives an A NA with Tl greater than T2, and both T1
and T2 are greater than 0, the server ignores the invalid values of
T1 and T2 and processes the | A NA as though the client had set T1 and
T2 to O.

If aclient receives an IANAwith Tl greater than T2, and both T1
and T2 are greater than 0, the client discards the | A NA option and
processes the remai nder of the nmessage as though the server had not
included the invalid | A NA option.

Care should be taken in setting Tl or T2 to Oxffffffff ("infinity").
Aclient will never attenpt to extend the lifetines of any addresses
inan lAwith Tl set to Oxffffffff. A client will never attenpt to
use a Rebind message to locate a different server to extend the
lifetimes of any addresses in an A with T2 set to Oxffffffff.

22.5. ldentity Association for Tenporary Addresses Option

The ldentity Association for the Tenporary Addresses (I A _TA) option
is used to carry an |A TA, the paraneters associated with the A TA
and the addresses associated with the A TA Al of the addresses in
this option are used by the client as tenporary addresses, as defined
in RFC 3041 [12]. The format of the | A TA option is:

0 1 2 3

01234567890123456789012345678901
B e T b i i i i i e S S i ik i S SR
| CPTION_IA TA | option-len |
B e e e R e o i o i S e S e e
| IAID (4 octets) |
B e e s e S i e S e o s s i e e
I I
. | A_TA-options .

B i S S T S

opti on-code OPTION_I A TA (4).
option-1len 4 + length of A TA-options field.
I Al D The unique identifier for this A TA the

I AlD nust be unique anong the identifiers
for all of this client's A TAs. The nunber
space for A TAIAIDs is separate fromthe
nunber space for | A NA | Al Ds.

| A_TA-options Options associated with this | A TA
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The | A TA-Options field encapsul ates those options that are specific
to this A TA. For exanple, all of the | A Address Options carrying
the addresses associated with this IA TA are in the | A TA-options
field.

Each | A TA carries one "set" of tenporary addresses; that is, at nost
one address from each prefix assigned to the link to which the client
i s attached.

An | A TA option may only appear in the options area of a DHCP
message. A DHCP nmessage may contain nultiple | A TA options.

The status of any operations involving this IATAis indicated in a
Status Code option in the | A TA-options field.

Note that an | A has no explicit "lifetine" or "lease length" of its
own. Wen the valid lifetinmes of all of the addresses in an I A TA
have expired, the | A can be considered as havi ng expired.

An | A_TA option does not include values for Tl and T2. A client MAY
request that the lifetimes on tenporary addresses be extended by
including the addresses in a | A TA option sent in a Renew or Rebind
message to a server. For exanple, a client would request an
extension on the lifetine of a tenporary address to all ow an
application to continue to use an established TCP connecti on.

The client obtains new tenporary addresses by sending an | A TA option
with a new |AID to a server. Requesting new tenporary addresses from
the server is the equival ent of generating new tenporary addresses as
described in RFC 3041. The server will generate new tenporary
addresses and return themto the client. The client should request
new tenporary addresses before the |ifetimes on the previously

assi gned addresses expire.

A server MJST return the sane set of tenporary address for the sane
IA TA (as identified by the IAID) as long as those addresses are
still valid. After the lifetimes of the addresses in an | A TA have
expired, the |AID may be reused to identify a new |A TA with new
tenporary addresses.

This option MAY appear in a Confirmmessage if the lifetimes on the
tenporary addresses in the associated | A have not expired.

22.6. | A Address Option
The | A Address option is used to specify |Pv6 addresses associ at ed
with an IANA or an A TA The | A Address option nust be
encapsul ated in the Options field of an |A_NA or A TA option. The

Options field encapsul ates those options that are specific to this
addr ess.

The format of the | A Address option is:
0 1 2 3
01234567890123456789012345678901
B e i s T o e S e o o ok S e SN R R S e S
| COPTI ON_I AADDR | option-len |
B et s s i i e e e e e o
| |
| | Pv6 address |
I I
I I
B S ko S N R R S e S
| preferred-lifetime |
B e e s e S i e S e o s s i e e
| valid-lifetime [
B S ko S N R R S e S

| Aaddr - opt i ons

e e e e e b e e e e e e b e e e b e e b e e e e e e e e e e e e b
opti on-code OPTI ON_I AADDR (5) .
option-len 24 + length of | Aaddr-options field.

| Pv6 address An |Pv6 address.
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preferred-lifetime The preferred lifetime for the | Pv6 address in
the option, expressed in units of seconds.

valid-lifetime The valid lifetine for the |Pv6 address in the
option, expressed in units of seconds.

| Aaddr - options Options associated with this address.

In a nessage sent by a client to a server, values in the preferred
and valid lifetime fields indicate the client's preference for those
paraneters. The client may send O if it has no preference for the
preferred and valid lifetimes. |In a nessage sent by a server to a
client, the client MJUST use the values in the preferred and valid
lifetime fields for the preferred and valid lifetimes. The values in
the preferred and valid lifetines are the nunber of seconds renaining
in each lifetinme.

A client discards any addresses for which the preferred lifetine is
greater than the valid lifetime. A server ignores the lifetimes set
by the client if the preferred Iifetime is greater than the valid
lifetime and ignores the values for Tl and T2 set by the client if
those values are greater than the preferred lifetine.

Care should be taken in setting the valid lifetime of an address to
oxffffffff ("infinity"), which amobunts to a permanent assignnent of
an address to a client.

An | A Address option may appear only in an |A_NA option or an | A TA
option. Mrre than one | A Address Option can appear in an | A NA
option or an | A TA option.

The status of any operations involving this | A Address is indicated
in a Status Code option in the | Aaddr-options field.

22.7. Option Request Option

The Option Request option is used to identify a list of options in a
nessage between a client and a server. The format of the Option
Request option is:

0 1 2 3
01234567890123456789012345678901
B L S L EE

| COPTI ON_CRO | option-len |
B T S S S s st A S e S S T i S S S
| request ed- opti on- code- 1 | request ed- opt i on- code- 2 |

B S o S L

L i i i o S R e e S e i ok i i S e e S e o o o o
option-code  OPTION_ORO (6).
option-len 2 * nunber of requested options.

request ed- opti on-code-n The option code for an option requested by
the client.

A client MAY include an Option Request option in a Solicit, Request,
Renew, Rebind, Confirmor Infornation-request nessage to informthe
server about options the client wants the server to send to the
client. A server MAY include an Option Request option in a
Reconfigure option to indicate which options the client should
request fromthe server.

22.8. Preference Option

The Preference option is sent by a server to a client to affect the
sel ection of a server by the client.

The format of the Preference option is:

0 1 2 3

01234567890123456789012345678901
B i S o S T i s S S S e S S S il i i
| OPTI ON_PREFERENCE | option-len |
B i S e e s i S e
| pref-val ue |
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B A S
option-code  OPTI ON_PREFERENCE (7).

option-len 1.

pref -val ue The preference value for the server in this nmessage

A server MAY include a Preference option in an Advertise nessage to
control the selection of a server by the client. See section 17.1.3
for the use of the Preference option by the client and the
interpretation of Preference option data val ue

22.9. El apsed Time Option

0 1 2 3
01234567890123456789012345678901
B S R et T s s o S S s o S
| OPTI ON_ELAPSED TI ME | option-len |
B e ks e S S S S e i i ok st S SR SR S R S S S e S i i
| el apsed-tine |
e R e e o e o e s s s S S e

option-code  OPTI ON_ELAPSED TI ME (8).
option-len 2.

el apsed-tinme The anmount of time since the client began its
current DHCP transaction. This time is expressed in
hundredt hs of a second (107-2 seconds).

A client MIUST include an El apsed Tine option in nessages to indicate
how | ong the client has been trying to conplete a DHCP nmessage
exchange. The elapsed tinme is nmeasured fromthe tinme at which the
client sent the first nmessage in the message exchange, and the

el apsed-tinme field is set to 0 in the first message in the nmessage
exchange. Servers and Rel ay Agents use the data value in this option
as input to policy controlling how a server responds to a client
nessage. For exanple, the elapsed tinme option allow a secondary
DHCP server to respond to a request when a prinary server has not
answered in a reasonable time. The elapsed tinme value is an
unsigned, 16 bit integer. The client uses the value Oxffff to
represent any el apsed time val ues greater than the |largest time val ue
that can be represented in the El apsed Tine option

22.10. Relay Message Option

The Rel ay Message option carries a DHCP nessage in a Relay-forward or
Rel ay-reply nessage

The format of the Relay Message option is

0 1 2 3
01234567890123456789012345678901
B T S S S s st A S e S S T i S S S
| OPTI ON_RELAY_MSG | option-len |
B e e S T e o o e i i e e e S e e
I I

. DHCP-r el ay- nessage

:I—- +-+-+- -+ - - - - - - - - - - - - - - - - - - +

option-code  OPTI ON_RELAY_MSG (9)

option-len Lengt h of DHCP-rel ay- nessage

DHCP-rel ay- nessage In a Rel ay-forward nessage, the received
nessage, relayed verbatimto the next relay agent
or server; in a Relay-reply nmessage, the nmessage to
be copied and relayed to the relay agent or client
whose address is in the peer-address field of the
Rel ay-reply nessage

22.11. Authentication Option

The Authentication option carries authentication information to
authenticate the identity and contents of DHCP nessages. The use of
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the Authentication option is described in section 21. The format of
the Authentication option is:

0 1 2 3
01234567890123456789012345678901
B S R et T o s o S S T i U R R R )
| OPTI ON_AUTH | option-len |
B i ks ok S R S S e i ol T St S S S S R S S e i ot i
pr ot ocol | algorithm | RDM |
B S e e o i o o s S S R i o

replay detection (64 bits) R R S
| aut h-info
B e L e ek o o e e e R =
aut hentication information
. (variabl e | ength) .
B i ks ok S R S S e i ol T St S S S S R S S e i ot i

I
+-
|
I
I
+-

—— =

opti on-code OPTI ON_AUTH (11)

option-len 11 + length of authentication
information field

pr ot ocol The authentication protocol used in
this authentication option

al gorithm The al gorithmused in the
aut henti cati on protocol

RDM The replay detection nethod used in
this authentication option

Repl ay detection The replay detection information for
t he RDM

aut hentication information The authentication information,
as specified by the protocol and
al gorithmused in this authentication
option

22.12. Server Unicast Option

The server sends this option to a client to indicate to the client
that it is allowed to unicast nessages to the server. The format of
the Server Unicast option is:

0 1 2 3

01234567890123456789012345678901
B T S S S i s s s S S S S S e
| OPTI ON_UNI CAST | option-len |
B i S i T i s S S S S it SN

server - addr ess

| |
| |
I I
I I
+- +

B i i i ol i e e e e e i i R e
option-code OPTI ON_UNI CAST (12).
option-len 16.

server-address The | P address to which the client should send
nmessages del i vered using unicast.

The server specifies the |Pv6 address to which the client is to send
uni cast nmessages in the server-address field. Wen a client receives
this option, where pernissible and appropriate, the client sends
nessages directly to the server using the | Pv6 address specified in
the server-address field of the option.

Wien the server sends a Unicast option to the client, sone nessages
fromthe client will not be relayed by Relay Agents, and will not

i nclude Rel ay Agent options fromthe Relay Agents. Therefore, a
server should only send a Unicast option to a client when Rel ay
Agents are not sending Relay Agent options. A DHCP server rejects
any nmessages sent inappropriately using unicast to ensure that
nessages are relayed by Relay Agents when Rel ay Agent options are in
use.
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Det ai | s about when the client nay send nessages to the server using
uni cast are in section 18.

22.13. Status Code Option

This option returns a status indication related to the DHCP nmessage
or option in which it appears. The format of the Status Code option
is:

0 1 2 3

01234567890123456789012345678901
B T S S S
| OPTI ON_STATUS_CODE | option-len |
B i i S i T S S i T Sk S S SRS
| st at us- code | |
P R ) T T T T T S S |

st at us- nessage

B T S S S

opti on-code OPTI ON_STATUS_CCDE (13).
option-len 2 + length of status-nmessage.
st at us- code The nuneric code for the status encoded in

this option. The status codes are defined in
section 24.4.

st at us- message A UTF-8 encoded text string suitable for
display to an end user, which MJUST NOT be
nul | -term nat ed.

A Status Code option may appear in the options field of a DHCP
nessage and/or in the options field of another option. |f the Status
Code option does not appear in a message in which the option could
appear, the status of the message is assuned to be Success.

22.14. Rapid Commt Option

The Rapid Conmit option is used to signal the use of the two message
exchange for address assignnment. The format of the Rapid Commit
option is:

0 1 2 3

01234567890123456789012345678901
B S e S S S S S S S i S S S s
| OPTI ON_RAPI D_COMM T | 0 [
T T T T

option-code OPTI ON_RAPID COWM T (14).
option-1len 0.

A client MAY include this option in a Solicit message if the client
is prepared to performthe Solicit-Reply nmessage exchange descri bed
in section 17.1.1.

A server MJST include this option in a Reply nessage sent in response
to a Solicit nessage when conpleting the Solicit-Reply nessage
exchange.

DI SCUSSI ON:

Each server that responds with a Reply to a Solicit that includes
a Rapid Commit option will commit the assigned addresses in the
Reply nessage to the client, and will not receive any confirnation
that the client has received the Reply nmessage. Therefore, if
nore than one server responds to a Solicit that includes a Rapid
Conmmit option, some servers will commit addresses that are not
actual ly used by the client.

The probl em of unused addresses can be mnimzed, for exanple, by
designing the DHCP service so that only one server responds to the
Solicit or by using relatively short lifetimes for assigned

addr esses.
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22.15. User Cass Option

The User Class option is used by a client to identify the type or
category of user or applications it represents.

The format of the User Class option is:
01234567890123456789012345678901
B T i S S i o S S e ik i s S S
| OPTI ON_USER_CLASS | option-len |
B i i S i S i S S e

user-cl ass-data

B S S e S T

opti on-code OPTI ON_USER_CLASS (15).
option-len Length of user class data field.
user-cl ass-data The user classes carried by the client.

The information contained in the data area of this option is
contained in one or nore opaque fields that represent the user class
or classes of which the client is a nenber. A server selects
configuration information for the client based on the classes
identified in this option. For exanple, the User Cl ass option can be
used to configure all clients of people in the accounting department
with a different printer than clients of people in the narketing
department. The user class information carried in this option MJST
be configurable on the client.

The data area of the user class option MJST contain one or nore
i nstances of user class data. Each instance of the user class data
is formatted as foll ows:

R o i I e e i ol s o R S S S S S e e S T S e e
| user-cl ass-len | opaque- dat a |
R i T i e S O i o o S e e B S T i S S e oo

The user-class-len is two octets |long and specifies the length of the
opaque user class data in network byte order.

A server interprets the classes identified in this option according
toits configuration to select the appropriate configuration
information for the client. A server may use only those user classes
that it is configured to interpret in selecting configuration
information for a client and ignore any other user classes. In
response to a nmessage containing a User C ass option, a server
includes a User O ass option containing those classes that were
successfully interpreted by the server, so that the client can be
informed of the classes interpreted by the server.

22.16. Vendor O ass Option

This option is used by a client to identify the vendor that

manuf actured the hardware on which the client is running. The
information contained in the data area of this option is contained in
one or nore opaque fields that identify details of the hardware
configuration. The format of the Vendor C ass option is:

01234567890123456789012345678901
B e S S i S S S i S S S S S S e s
| OPTI ON_VENDOR_CLASS | option-1len |
B o e e o o e St S S B e
[ enterpri se- nunber [
B e S S i S S S i S S S S S S e s

vendor - cl ass-dat a

B i S S T S

opti on-code OPTI ON_VENDOR_CLASS (16) .
option-1len 4 + length of vendor class data field.
ent er pri se- nunber The vendor's registered Enterprise Nunmber as

registered with | ANA [6].
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vendor - cl ass- dat a The hardware configuration of the host on
which the client is running

The vendor-cl ass-data is conposed of a series of separate itens, each
of which describes sonme characteristic of the client's hardware
configuration. Exanples of vendor-class-data instances m ght include
the version of the operating systemthe client is running or the
amount of nenory installed on the client.

Each instance of the vendor-class-data is formatted as fol |l ows:

B e s I e i i S TIDII S e S S S
| vendor -cl ass-l en | opaque- dat a |
B i i i S S A S P S S S

The vendor-class-len is two octets |ong and specifies the |length of
the opaque vendor class data in network byte order.

22.17. Vendor-specific Information Option

This option is used by clients and servers to exchange
vendor - speci fic infornation.

The format of the Vendor-specific Information option is:

01234567890123456789012345678901
B T S S S S e i i a s S S S S S S S S S e
| OPTI ON_VENDOR_OPTS | option-len |
B T S S S S e i i a s S S S S S S S S S e
| ent er pri se- nunber |
B S S S S S S S T S S N S

option-data

B L S L EE

opti on-code OPTI ON_VENDOR_OPTS (17)
option-len 4 + length of option-data field
ent er pri se- nunber The vendor's registered Enterprise Nunmber as

registered with | ANA [6].

option-data An opaque object of option-len octets,
interpreted by vendor-specific code on the
clients and servers

The definition of the information carried in this option is vendor
specific. The vendor is indicated in the enterprise-nunber field.
Use of vendor-specific information allows enhanced operation,
utilizing additional features in a vendor's DHCP inplenentation. A
DHCP client that does not receive requested vendor-specific
information will still configure the host device's |Pv6 stack to be
functional .

The encapsul at ed vendor-specific options field MUST be encoded as a
sequence of code/length/value fields of identical format to the DHCP
options field. The option codes are defined by the vendor identified
in the enterprise-nunber field and are not managed by | ANA. Each of
the encapsul ated options is fornatted as foll ows:

01234567890123456789012345678901
B S L o

| opt - code | option-len |
B i S o S T i s S S S e S S S il i i

option-data

B i S S T S

opt - code The code for the encapsul ated option.

option-len An unsigned integer giving the Iength of the
option-data field in this encapsul ated option
in octets.

option-data The data area for the encapsul ated option.
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Mul tiple instances of the Vendor-specific Infornation option nay
appear in a DHCP message. FEach instance of the option is interpreted
according to the option codes defined by the vendor identified by the
Enterprise Nunber in that option.

22.18. Interface-1d Option

The relay agent MAY send the Interface-id option to identify the
interface on which the client message was received. |f a relay agent
receives a Relay-reply nessage with an Interface-id option, the relay
agent relays the nmessage to the client through the interface
identified by the option.

The format of the Interface ID option is:
0 1 2 3
01234567890123456789012345678901
B e s i i e e i S i SR S S R S
| COPTI ON_I NTERFACE_| D | option-len |
B e i S S S i A S S S S S e o i o

interface-id

B T 2 S e A S S S S S S S

opti on-code OPTI ON_| NTERFACE | D (18).
option-len Length of interface-id field.
interface-id An opaque value of arbitrary |ength generated

by the relay agent to identify one of the
relay agent's interfaces.

The server MJST copy the Interface-1d option fromthe Rel ay- Forward
nessage into the Rel ay-Reply nessage the server sends to the relay
agent in response to the Rel ay-Forward nmessage. This option MJST NOT
appear in any nessage except a Relay-Forward or Rel ay-RReply nessage.

Servers MAY use the Interface-ID for paraneter assignment policies.
The Interface-I D SHOULD be consi dered an opaque val ue, with policies
based on exact match only; that is, the Interface-1D SHOULD NOT be
internally parsed by the server. The Interface-1D value for an
interface SHOULD be stable and renai n unchanged, for exanple, after
the relay agent is restarted; if the Interface-I1D changes, a server
will not be able to use it reliably in paranmeter assignment policies.

22.19. Reconfigure Message Option

A server includes a Reconfigure Message option in a Reconfigure
nmessage to indicate to the client whether the client responds with a
Renew nessage or an |Infornation-request nessage. The fornat of this
option is:

0 1 2 3
01234567890123456789012345678901
B L S R

| COPTI ON_RECONF_MSG | option-len |
B i e S S e e s e S S o S S i i e e
| neg-type |
B e T e

option-code OPTI ON_RECONF_MSG (19).

option-len 1.

msg-type 5 for Renew nmessage, 11 for

I nf or nati on-request nessage.

The Reconfigure Message option can only appear in a Reconfigure
nessage.

22.20. Reconfigure Accept Option
A client uses the Reconfigure Accept option to announce to the server
whether the client is willing to accept Reconfigure nmessages, and a

server uses this option to tell the client whether or not to accept
Reconfigure nessages. The default behavior, in the absence of this
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option, nmeans unwi | lingness to accept Reconfigure nessages, or
instruction not to accept Reconfigure nessages, for the client and
server messages, respectively. The following figure gives the format
of the Reconfigure Accept option

0 1 2 3
01234567890123456789012345678901
B e
| OPTI ON_RECONF_ACCEPT | 0 |
B S S T N S S S A S S S N S S S S S S A S S S S S S

opti on-code OPTI ON_RECONF_ACCEPT (20).

option-len 0.

G.5 RFC3319

3.1 SIP Servers Domain Nanme List

The option length is followed by a sequence of |abels, encoded
according to Section 3.1 of RFC 1035 [5], quoted bel ow

"Domai n nanmes in nessages are expressed in terns of a sequence of

| abel s. Each | abel is represented as a one octet length field
foll owed by that nunber of octets. Since every donain nane ends
with the null |abel of the root, a domain name is termnated by a
I ength byte of zero. The high order two bits of every length
octet nust be zero, and the remaining six bits of the length field
limt the |abel to 63 octets or less. To sinplify

i npl enentations, the total |length of a domain nanme (i.e., |abe
octets and |l abel length octets) is restricted to 255 octets or
| ess."

RFC 1035 encodi ng was chosen to accomodate future
internationalized donmai n nanme nechani sns.

The option MAY contain multiple domain names, but these SHOULD refer
to different NAPTR records, rather than different A records. The
client MUST try the records in the order |listed, applying the
nmechani sm described in Section 4.1 of RFC 3263 [3] for each. The
client only resolves the subsequent domain names if attenpts to
contact the first one failed or yielded no common transport protocols
between client and server or denote a domain administratively
prohibited by client policy. Domain names MJST be listed in order of
preference

Use of nultiple domain nanes is not neant to replace NAPTR or SRV
records, but rather to allow a single DHCP server to indicate
out bound proxy servers operated by nultiple providers

The DHCPv6 option has the format shown in Fig. 1
option-code: OPTION_SI P_SERVER D (21)

option-length: Length of the 'SIP Server Domain Name List' field
in octets; variable

0 1 2 3
01234567890123456789012345678901
B i S S S S S S S S S S S S S S i s
| OPTI ON_SI P_SERVER D | option-1length |
B e e s s s i S S S S S e s s s s o i S S S S S

| SI P Server Domain Name Li st

| |

P S S S N S S N N S S S S S S N S S S S S S S S S S S

Figure 1: DHCPv6 option for SIP Server Domain Nanme Li st

SI P Server Domain Nanme List: The domain names of the SIP outbound
proxy servers for the client to use. The domain names are encoded
as specified in Section 8 ("Representati on and use of donain
nanes") of the DHCPv6 specification [1].

3.2 SIP Servers | Pv6 Address List
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This option specifies a list of |Pv6 addresses indicating SIP
out bound proxy servers available to the client. Servers MJST be
listed in order of preference

01234567890123456789012345678901
B i S i T i S S S S S D S S
OPTI ON_SI P_SERVER_A | option-len |
B i S S e e i i S S

SI P server (IP address)

[
|
|
[
B i S S e e i i S S
|

SI P server (IP address) |

[

[

B I S S o S A e S

|
+-
[
|
|
[
+-
|
|
[
[
+-
| C
i S T S I S T Sl T S S S S S S S i S s

option-code: OPTION_SIP_SERVER A (22)

option-length: Length of the 'options' field in octets; nust be a
mul tiple of 16

SIP server: |Pv6 address of a SIP server for the client to use
The servers are listed in the order of preference for
use by the client.

G.6 RFC 3361

3.1 Domai n Nane List

If the "enc' byte has a value of 0, the encoding byte is followed by
a sequence of |abels, encoded according to Section 3.1 of RFC 1035
[6], quoted bel ow

Donmi n nanes in nessages are expressed in terns of a sequence
of labels. Each label is represented as a one octet |ength
field foll owed by that number of octets. Since every donmain
nanme ends with the null |abel of the root, a domain nanme is
termnated by a length byte of zero. The high order two bits
of every length octet nust be zero, and the remaining six bits
of the length field limt the |abel to 63 octets or less. To
sinmplify inplementations, the total |ength of a domain name
(i.e., label octets and | abel length octets) is restricted to
255 octets or |ess

RFC 1035 encodi ng was chosen to acconmodate future internationalized
domai n nane nechani sms.

The minimumlength for this encoding is 3

The option MAY contain nultiple domain nanes, but these SHOULD refer
to different NAPTR records, rather than different A records. The
client MUST try the records in the order |listed, applying the
mechani sm described in Section 4.1 of RFC 3263 [3] for each. The
client only resolves the subsequent domain names if attenpts to
contact the first one failed or yielded no common transport protocols
between client and server or denote a domain administratively

prohi bited by client policy.

Use of nultiple domain nanes is not neant to replace NAPTR and
SRV records, but rather to allow a single DHCP server to
i ndi cat e out bound proxy servers operated by nultiple providers

ients MJUST support conpression according to the encoding in Section
.1.4 of "Donmin Nanes - |nplenentation And Specification" [6].

Since the donmain nanmes are supposed to be different domains
conpression will likely have little effect, however

If the Iength of the donain list exceeds the naxi num pernissible
within a single option (254 octets), then the donain Iist MJST be
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represented in the DHCP nessage as specified in [7].
The DHCP option for this encoding has the follow ng format:

Code Len enc DNS nane of SIP server

As an exanpl e, consider the case where the server wants to offer two
out bound proxy servers, "exanple.con' and "exanple.net". These woul d
be encoded as foll ows:

B e
|120]27 | O] 7 |'e'|'x'"|"a |'m|'p'|'"I"]"€e ] 3 |'c'|'0"|'m]|] O
e
R T e EEE cEEE ST T e S e 4

e prx ra m e | 3 e [T O | e
T S

3.2 |Pv4 Address List

If the "enc' byte has a value of 1, the encoding byte is followed by
a list of IPv4 addresses indicating SIP outbound proxy servers
available to the client. Servers MJST be listed in order of
preference

Its mininumlength is 5 and the Iength MIUST be a nultiple of 4 plus
one. The DHCP option for this encoding has the follow ng format:

Code Len enc Address 1 Address 2
O — PO — PO — PO — PO — PO — O — PO — +- -

| 120 n | 1 | al | a2 | a3 | a4 | al
Ho-m oo oo oo Homm o= Ho-m o= Ho-m o= Ho-m o= Ho-m o - Ho-m o= +- -
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Annex H (informative):
Change history

Meet- [ TSG doc CR |Rev Subject Cat| Old New WG doc
ing vers vers

RP-31 |RP-060054 - - Update to version 1.0.0 and present to RAN#31 for |- - 1.0.0 R5-060513
information

RP-34 |RP-060664 - - Present version 1.3.0 to RAN#34 for information - - 1.3.0 R5-063500

RP-35 |RP-070010 - - Presented as version 2.0.0 for approval to go under |- - 2.0.0 R5-070456
revision control

- - - - Upgrated to version 5.0.0 by the 3GPP support - - 5.0.0 -
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