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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
In the present document, certain modal verbs have the following meanings:
shall indicates a mandatory requirement to do something
shall not indicates an interdiction (prohibition) to do something

NOTE 1: The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not
appear in Technical Reports.

NOTE 2: The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use
isavoided insofar as possible, and they are not used in a normative context except in adirect citation from
an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or
modifying the provisions of such areferenced document.

should indicates a recommendation to do something
should not indicates a recommendation not to do something
may indicates permission to do something

need not indicates permission not to do something

NOTE 3: The construction "may not" is ambiguous and is not used in normative elements. The unambiguous
constructions "might not" or "shall not" are used instead, depending upon the meaning intended.

can indicates that something is possible
cannot indicates that something isimpossible
NOTE 4: The constructions "can" and "cannot" shall not to be used as substitutes for "may" and "need Not".

will indicates that something is certain or expected to happen as aresult of action taken by an agency
the behaviour of which is outside the scope of the present document

will not indicates that something is certain or expected not to happen as aresult of action taken by an
agency the behaviour of which is outside the scope of the present document

might indicates a likelihood that something will happen as aresult of action taken by some agency the
behaviour of which is outside the scope of the present document

ETSI
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might not indicates a likelihood that something will not happen as a result of action taken by some agency
the behaviour of which is outside the scope of the present document
In addition:
is (or any other verb in the indicative mood) indicates a statement of fact
isnot (or any other negative verb in the indicative mood) indicates a statement of fact

NOTE 5: The constructions "is' and "isnot" do not indicate requirements.

ETSI
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1 Scope

The present document specifies the stage 3 protocol and data model for the Application Function Event Exposure
Service of the 5G System. It provides stage 3 protocol definitions, message flows and specifies the API for the
Naf_EventExposure service.

The 5G System stage 2 architecture and the procedures are specified in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3], and
3GPPTS23.288 [4].

The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition
are specified in 3GPP TS 29.500 [5] and 3GPP TS 29.501 [€].

The Application Function Event Exposure Service is provided by the Application Function (AF). This service exposes
service experience events observed at the AF.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

2] 3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3] 3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4] 3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data
analytics services'.

[5] 3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[6] 3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[7] IETF RFC 9113: "HTTP/2".

[8] OpenAPI: "OpenAPI Specification Version 3.0.0", https.//spec.openapis.org/oas/v3.0.0.

[9] IETF RFC 8259: "The JavaScript Object Notation (JSON) Data I nterchange Format".

[10] IETF RFC 9457: "Problem Detailsfor HTTP APIs".

[11] 3GPP TR 21.900: "Technical Specification Group working methods".

[12] 3GPP TS 29.523: "5G System; Policy Control Event Exposure Service; Stage 3".

[13] 3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".

[14] 3GPP TS 33.501: "Security architecture and procedures for 5G system".

[15] IETF RFC 6749: "The OAuth 2.0 Authorization Framework".

[16] 3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".

[17] ?GPP)TS 29.122: "T8 reference point for northbound Application Programming I nterfaces
APls)".
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[18] 3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[19] 3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".
[20] Void.
[21] IETF RFC 9112: "HTTP/1.1".
[22] IETF RFC 9110: "HTTP Semantics'.
[23] Void.
[24] Void.
[25] IETF RFC 9111: "HTTP Caching".
[26] Void.
[27] 3GPP TS 29.503: "5G System; Unified Data Management Services, Stage 3".
[28] 3GPP TS 26.531: "Data Collection and Reporting; General Description and Architecture”.
[29] 3GPP TS 26.501: "5G Media Streaming (5GMS); General description and architecture”.
[30] 3GPP TS 26.512: "5G Media Streaming (5GMS); Protocols'.
[31] 3GPP TS 29.591: "5G System; Network Exposure Function Southbound Services; Stage 3".
[32] 3GPP TS 23.273: "5G System (5GS) Location Services (LCS); Stage 2.
3 Definitions of terms, symbols and abbreviations
3.1 Terms

For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term
defined in the present document takes precedence over the definition of the sameterm, if any, in 3GPP TR 21.905 [1].

(None)

3.2 Symbols

For the purposes of the present document, the following symbols apply:

(None)

3.3 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905 [1].

5GMS 5G Media Streaming

AF Application Function

ASP Application Service Provider

DCCF Data Collection Coordination Function
DNAI DN Access |dentifier

GPsI Generic Public Subscription Identifier
LCS LoCation Services

LMF L ocation Management Function

MFAF Messaging Framework Adaptor Function
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NEF Network Exposure Function

NF Network Function

NWDAF Network Data Analytics Function

SUPI Subscription Permanent Identifier

URI Uniform Resource Identifier
4 Naf EventExposure Service
4.1 Service Description

411 Overview

The Application Function Exposure Service, as defined in 3GPP TS 23.502 [3] and 3GPP TS 23.288 [4], is provided by
the Application Function (AF). When the UE Application datais collected via the Data Collection AF, the Application
Function Exposure Service, as defined in 3GPP TS 26.531 [28], 3GPP TS 26.501 [29], and 3GPP TS 26.512 [30], is
provided by the Data Collection AF instantiated in 5GM S AF for the Event Consumer AF instantiated in 5GMS ASP.

This service:

- alows NF service consumers to subscribe, modify and unsubscribe for application events; and

- notifies NF service consumers with a corresponding subscription about observed events on the AF.
The types of observed eventsinclude:

AF application events exposed by AF:

- Service Experience information for an application;

- UE mobility information;

- UE communication information;

- Exceptionsinformation;

- User Data Congestion information;

- Collective Behaviour information;

- Dispersion information;

- Performance Datainformation; and

- GNSS Assistance Data information

UE application events exposed via Data Collection AF:

- Media Streaming QOE metrics;

- Media Streaming Consumption reports;

- Media Streaming Network Assistance invocation;

- Media Streaming Dynamic Policy invocation; and

- Media Streaming access activity.

When the event to which the NF service consumer has subscribed occurs, the AF reports the requested information to
the NF service consumer based on the event reporting information definition requested by the NF service consumer (see
3GPP TS 23.502 [3]).
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4.1.2 Service Architecture

The Data Analytics Architecture is defined in 3GPP TS 23.288 [4]. The Media Streaming UE application data
collection viathe Data Collection AF is defined in 3GPP TS 26.531 [28]. The architecture for GNSS Assistance Data
Collection for LCSisdefined in 3GPP TS 23.273 [27].

The Application Function Exposure Service (Naf_EventExposure) is part of the Naf service-based interface exhibited
by the Application Function (AF).

The known NF service consumers of the Naf_ EventExposure service are the Network Exposure Function (NEF), the
Network Data Analytics Function (NWDAF), the Location Management Function (LMF), the Data Collection
Coordination Function (DCCF), the Messaging Framework Adaptor Function (MFAF), or the Event Consumer AF in
the 5GMS ASP.

The Naf_EventExposure service is provided by the AF and consumed by NF service consumers (e.g. NEF, NWDAF,
DCCF, MFAF, Event Consumer AF), as shown in figure 4.1.2-1 for the SBI representation model and in figure 4.1.2-2
for reference point representation model.

AF
Naf

Naf_EventExposure

Event

NWDAF DCCF MFAF NEF LMF
Consumer AF

Figure 4.1.2-1: Naf_EventExposure service Architecture, SBI representation

AF

Event

NWDAF | | DCCF MFAF NEF LMF
Consumer AF

Figure 4.1.2-2: Naf_EventExposure service Architecture, reference point representation

4.1.3 Network Functions

4131 Application Function (AF)
The AF isafunctiona element that provides service or application related information to NF service consumers.

The AF allows NF service consumers to subscribe to and unsubscribe from periodic notifications and/or notifications
related to the detection of subscribed event.

4.1.3.2 NF Service Consumers

The Network Data Analytics Function (NWDAF), the Data Collection Coordination Function (DCCF), and the
Messaging Framework Adaptor Function (MFAF):

- supports (un)subscribing to notifications of event(s) as described in clause 4.2.2.1;
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- supports receiving the notifications of subscribed event(s) from the AF.

The Network Exposure Function (NEF):
- supports (un)subscribing to notifications of event(s) as described in clause 4.2.2.1;
- supports receiving the notifications of subscribed event(s) from the AF.

The Event Consumer Application Function (Event Consumer AF):

- supports (un)subscribing to notifications of event(s) as described in clause 4.2.2.1;

- supports receiving the notifications of subscribed event(s) from the Data Collection AF.

The Location Management Function (LMF):
- supports (un)subscribing to notifications of event(s) as described in clause 4.2.2.1;

- supports receiving the notifications of subscribed event(s) from the AF.

4.2 Service Operations

4.2.1

Service operations defined for the Naf_EventExposure Service are shown intable 4.2.1-1.

Introduction

Table 4.2.1-1: Naf_EventExposure Service Operations

ETSI TS 129 517 V18.10.0 (2025-06)

subscription in the AF for event notifications on
a specified application related event for one or
more UE(s) or any UE.

Service Operation Name Description Initiated by
Naf_EventExposure_Subscribe This service operation is used by an NF service | NF Consumer
consumer to subscribe to, or modify a (NWDAF, NEF,

Event Consumer
AF)

Naf_EventExposure_Unsubscribe This service operation is used by an NF service

NF Consumer

consumer to unsubscribe from event (NWDAF, NEF,
notifications. Event Consumer
AF)

Naf_EventExposure_Notify This service operation is used by the AF to
report application related event(s) to the NF
service consumer which has subscribed to the

event report service.

AF/Data Collection
AF

4.2.2 Naf EventExposure_ Subscribe service operation

4221 General

This service operation is used by an NF service consumer to subscribe for event notifications on specific event(s), or to

modify an existing subscription.

The following are the types of events for which a subscription can be made by the NWDAF, DCCF, MFAF, or NEF as

the NF service consumer:
- Service Experience information for an application;
- UE mobility information;
- UE communication information;
- Exceptions information;

- User Data Congestion information;
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- Collective Behaviour information;

- Dispersion information;

- Performance Data information; and

- End-to-end data volume transfer time information.

The following are the types of events for which a subscription can be made by the NWDAF, DCCF, MFAF, Event
Consumer AF, or NEF as the NF service consumer:

- Media Streaming QoE metrics.

The following are the types of events for which a subscription can be made by the Event Consumer AF or NEF as the
NF service consumer:

- Media Streaming Consumption reports;

- Media Streaming Network Assistance invocation;
- Media Streaming Dynamic Policy invocation; and
- Media Streaming access activity.

The following are the types of events for which a subscription can be made by the LMF or NEF as the NF service
consumer:

- GNSS Assistance Data information
The following procedures using the Naf _EventExposure Subscribe service operation are supported:
- creating a new subscription; and

- modifying an existing subscription.

4222 Creating a new subscription

Figure 4.2.2.2-1 illustrates the creation of a subscription.

NF service
AF
consumer
1. POST .../subscriptions
P
2."201 Created"
-

Figure 4.2.2.2-1: Creation of a subscription

To subscribe to event notifications, the NF service consumer shall send an HTTP POST request to the AF with:
"{ apiRoot} /naf-eventexposure/<apiV ersion>/subscriptions” as request URI as shown in step 1 of figure 4.2.2.2-1, and
the AfEventExposureSubsc data structure as request body.

The AfEventExposureSubsc data structure shall include:
- description of subscribed event information as "eventsSubs' attribute by using one or more EventsSubs data;

- description of the event reporting information as "eventsReplnfo™ attribute;
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- aURI where to receive the requested notifications as "notifUri" attribute;

- aNotification Correlation Identifier assigned by the NF service consumer for the requested notifications as
"notifld" attribute.

The AfEventExposureSubsc data may include:

- agpecific Authorization AS provisioned Data Access Profile Identifier as"dataAccProfld” attribute, if the
"DataAccProfileld" feature is supported and the subscribed eventsincluding"MS_QOE_METRICS",
"MS _CONSUMPTION","MS NET_ASSIST_INVOCATION","MS DYN_POLICY_INVOCATION", and/or
"MS_ACCESS _ACTIVITY™".

NOTE 1: The optional Data Access Profile Identifier provisioned by the Authorization AS procedures are specified
in clause 5.8 of 3GPP TS 26.531 [28].

The EventsSubs data shall include:

- aevent to subscribe asa"event" attribute; and

- event filter information as "eventFilter" attribute associated with the event;
and may include:

- event-specific reporting information, within the "eventReplnfo™ attribute, if the "PerEventRepReq" featureis
supported.

The "eventsRepInfo" attribute may include:
- event notification method (periodic, one time, on event detection) as "notifMethod" attribute;
- Maximum Number of Reports as "maxReportNbr" attribute;
- Monitoring Duration as "monDur" attribute;
- repetition period for periodic reporting as "repPeriod” attribute;
- immediate reporting indication as"immRep" attribute;
- sampling ratio as "sampRatio" attribute;

- partitioning criteriafor partitioning the UEs before performing sampling as "partitionCriteria’ attribute if the
"EneNA" feature is supported;

- group reporting guard time as "grpRepTime" attribute;
- anatification flag as "notifFlag" attribute if the "EneNA" feature is supported; and/or

- notification muting exception instructions within the "notifFlaglnstruct" attribute, if the "EnhDataMgmt" feature
is supported and the "notifFlag" attribute is provided and set to "DEACTIVATE".

When the "PerEventRepReq" feature is supported, the common events reporting requirements provided within the
"eventsReplnfo" attribute shall apply to a subscribed event only when no event-specific reporting requirements are
provided within the "eventsSubs" attribute via the "eventReplnfo" attribute of the EventsSubs data structure for this
subscribed event, as specified above.

The"eventFilter" shall include:
- identification of target UE(s) to which the subscription applies via:
1) identification of individual UE(S) via"gpsis' attribute or "supis" attribute; or
2) identification of group(s) of UE(s) via"exterGrouplds" attribute or "interGrouplds' attribute; or
3) identification of any UE via"anyUelnd" attribute; or

4) identification of a UE with a specific |P address via the "uel pAddr" attribute;
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NOTE 2: It isassumed that the AF is provisioned with the list of UE IDs (GPSIs or SUPIs) belonging to an
External or Internal Group ID.
Depending on the event type:

- If the "ServiceExperience" feature is supported and the event is"SVC_EXPERIENCE", the "eventFilter"
attribute may provide:

1) identification of application to which the subscription applies via"applds' attribute; and
2) anareaof interest via"locArea" attribute.

- If the"Exceptions' feature is supported and the event is"EXCEPTIONS', the "eventFilter" attribute may
provide:

1) identification of application to which the subscription applies via"applds' attribute; and
2) anareaof interest via"locArea" attribute;

- If the"UeCommunication" feature is supported and the event is "UE_COMM", the "eventFilter" attribute may
provide:

1) identification of application to which the subscription applies via"applds' attribute; and
2) anareaof interest via"locArea" attribute.

- If the"UeMohility" feature is supported and the event is"UE_MOBILITY", the "eventFilter" attribute may
provide:

1) identification of application to which the subscription applies via"applds' attribute; and
2) anareaof interest via"locArea" attribute.

- If the"UserDataCongestion” feature is supported and the event is"USER_DATA_CONGESTION", the
"eventFilter" attribute may provide:

1) identification of application to which the subscription applies via"applds" attribute; and
2) anareaof interest via"locArea" attribute.

- If the"PerformanceData’ feature is supported and the event is"PERF_DATA", the "eventFilter" attribute may
provide:

1) identification of application to which the subscription applies via"applds" attribute; and
2) anareaof interest via"locArea" attribute.

- If the"CollectiveBehaviour" feature is supported and the event is"COLLECTIVE_BEHAVIOUR", the
"eventFilter" attribute may provide:

1) collective attributes information viathe "collAttrs" attribute;
2) anareaof interest via"locArea" attribute; and
3) identification of application to which the subscription applies via"applds' attribute.
- If the"Dispersion" feature is supported and the event is"DISPERSION", the "eventFilter" attribute may provide:
1) identification of application to which the subscription applies via"applds" attribute; and
2) anareaof interest via"locAred" attribute.

- If the"MSQoeMetrics' feature is supported and the event is"MS_QOE_METRICS', the "eventFilter" attribute
may provide:

1) identification of application to which the subscription applies via"applds' attribute; and

2) anareaof interest via"locArea" attribute.
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- If the "M SConsumption" feature is supported and the event is"MS_CONSUMPTION", the "eventFilter"
attribute may provide:
1) identification of application to which the subscription applies via"applds' attribute; and
2) anareaof interest via"locArea" attribute.

- If the "M SNetAsslnvocation” feature is supported and the event is"MS _NET_ASSIST_INVOCATION", the
"eventFilter" attribute may provide:

1) identification of application to which the subscription applies via"applds' attribute; and
2) anareaof interest via"locArea" attribute.

- If the "M SDynPolicylnvocation” feature is supported and the event is"MS DYN_POLICY_INVOCATION",
the "eventFilter" attribute may provide:

1) identification of application to which the subscription applies via"applds' attribute; and
2) anareaof interest via"locArea" attribute.

- If the"MSAccessActivity" featureis supported and the event is"MS_ACCESS ACTIVITY", the "eventFilter"
attribute may provide:

1) identification of application to which the subscription applies via"applds" attribute; and
2) anareaof interest via"locArea" attribute.

- Ifthe"GNSSAssistData" feature is supported and the subscribed event is"GNSS_ASSISTANCE _DATA", the
"eventFilter" attribute may include:

1) anareaof interest within the "locArea" attribute.

- If the"DataVolTransferTime" feature is supported and the event is"DATA_VOLUME_TRANSFER_TIME",
the "eventFilter" attribute may provide:

1) identification of application to which the subscription applies via"applds" attribute; and
2) anareaof interest via"locArea" attribute.

If the AF cannot successfully fulfil the received HTTP POST request due to an internal error or an error inthe HTTP
POST request, the AF shall send the HTTP error response as specified in clause 5.7.

Upon successful reception of the HTTP POST request with "{ apiRoot} /naf-eventexposure/<apiV ersion>/subscriptions’
asrequest URI and AfEventExposureSubsc data structure as request body, the AF shall create a new "Individua
Application Event Subscription” resource, store the subscription and send an HTTP "201 Created" response as shownin
step 2 of figure 4.2.2.2-1, containing:

- alocation header field; and
- an AfEventExposureSubsc data type in the content.

The Location header field shall contain the URI of the created individual application session context resourcei.e.
"{ apiRoot} /naf-eventexposure/<apiV ersion>/subscriptions/{ subscriptionld} "

The AfEventExposureSubsc data type content shall contain the representation of the created "Individual Application
Event Subscription".

When the "monDur" attribute isincluded in the response by the AF, it represents AF selected expiry time that is equal
or less than the expiry time received in the request.

When the "immRep" attribute is included and setsto "true" in the subscription and the subscribed events are available,
the AF shall include the reports of the events subscribed, if available, inthe HTTP POST response.

When the sampling ratio as, "sampRatio" attribute, isincluded in the subscription without a " partitionCriteria" attribute,
the AF shall select arandom subset of UES among the target UESs according to the sampling ratio and only report the
event(s) related to the selected subset of UEs. If the "partitionCriteria" attribute is additionally included, then the AF
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shall first partition the UEs according to the value of the "partitionCriteria’ attribute and then select a random subset of
UEs from each partition according to the sampling ratio and only report the event(s) related to the selected subsets of
UEs.

When the group reporting guard time as the "grpRepTime" attribute isincluded in the subscription, the AF shall
accumulate all the event reports for the target UEs until the group reporting guard time expires. Then the AF shall notify
the NF service consumer using the Naf _EventExposure_Notify service operation, as described in clause 4.2.4.2.

When the "notifFlag" attribute isincluded and set to "DEACTIVATE" in the request, the AF shall mute the event
notification and store the avail able events until the NF service consumer requests to retrieve them by setting the
"notifFlag” attribute to "RETRIEVAL" or until a muting exception occurs (e.g. full buffer). When a muting exception
occurs, the AF may consider the contents of the "notifFlaglnstruct™ attribute (if provided) and/or local configuration to
determine its actions.

If the "EnhDataMgmt" feature is supported and the AF accepts the muting instructions provided in the "notifFlag”
and/or the "notifFlaglnstruct” attributes, it may indicate the applied muting notification settings within the
"mutingSetting” attribute in the response. If the AF does not accept the muting instructions provided in the " notifFlag"
and/or the "notifFlaglnstruct” attributes, it shall send an HTTP "403 Forbidden™ error response including the " cause"
attribute set to "MUTING_INSTR_NOT_ACCEPTED".

4.2.2.3 Modifying an existing subscription
Figure 4.2.2.3-1 illustrates the modification of an existing subscription.
NF service
AF
consumer
1. PUT .../subscriptions/{subscriptionld}
-
2a. 200 OK
2b. 204 No Content
¢

Figure 4.2.2.3-1: Modification of an existing subscription

To modify an existing subscription to event notifications, the NF service consumer shall send an HTTP PUT request
with: "{apiRoot} /naf-eventexposure/<apiV ersion>/subscriptions/{ subscriptionld} " as request URI, as shown in step 1
of figure 4.2.2.3-1, where "{ subscriptionld}" is the subscription correlation 1D of the existing subscription. The
AfEventExposureSubsc data structure isincluded as request body as described in clause 4.2.2.2.

NOTE 1: An aternate NF service consumer than the one that requested the generation of the subscription resource
can send the PUT request.

NOTE 2: The"notifUri" attribute within the AfEventExposureSubsc data structure can be modified to request that
subsequent notifications are sent to a new NF service consumer.

NOTE 3: The"monDur" attribute within the AfEventExposureSubsc data structure can be modified to extend the
expiry time to keep receiving notifications.

If the AF cannot successfully fulfil the received HTTP PUT request due to an internal error or an error inthe HTTP
PUT request, the AF shall send an HTTP error response as specified in clause 5.7.

If the feature "ES3X X" is supported, and the AF determines the received HTTP PUT request needs to be redirected, the
AF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [5].

Upon successful reception of an HTTP PUT request with: "{ apiRoot} /naf-
eventexposure/<apiV ersion>/subscriptions/{ subscriptionld} " as request URI and AfEventExposureSubsc data structure
as request body, the AF shall update the subscription and send either aHTTP "200 OK" response with the
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AfEventExposureSubsc data structure as response body containing the representation of the modified "Individual
Application Event Subscription”, or an HTTP "204 No Content" response, as shown in step 2 of figure 4.2.2.3-1.

When the "monDur" attribute isincluded in the response by the AF, it represents AF selected expiry time that is equal
or less than the expiry time received in the request.

When the "immRep" attribute is included and setsto "true" in the subscription and the subscribed events are available,
the AF shall include the reports of the events subscribed, if available, inthe HTTP PUT response.

When the sampling ratio, as "sampRatio" attribute, isincluded in the subscription without a " partitionCriteria" attribute,
the AF shall select arandom subset of UES among the target UESs according to the sampling ratio and only report the
event(s) related to the selected subset of UEs. If the "partitionCriteria" attribute is additionally included, then the AF
shall first partition the UEs according to the value of the "partitionCriteria" attribute and then select a random subset of
UEs from each partition according to the sampling ratio and only report the event(s) related to the selected subsets of
UEs.

When the group reporting guard time, as"grpRepTime" attribute, isincluded in the subscription, the AF shall
accumulate all the event reports for the target UES until the group reporting guard time expires. Then, the AF shall
notify the NF service consumer using the Naf_EventExposure Notify service operation, as described in clause 4.2.4.2.

When the "notifFlag" attribute isincluded, and set to "DEACTIVATE" in the request, the AF shall mute the event
notification and store the available events until the NF service consumer requests to retrieve them by setting the
"notifFlag" attribute to "RETRIEVAL" or until a muting exception occurs (e.g. full buffer). When a muting exception
occurs, the AF may consider the contents of the "notifFlaglnstruct” attribute (if provided) and/or local configuration to
determine its actions; if the "notifFlag" attributeis set to "RETRIEVAL" in the request, the AF shall send the stored
events to the NF service consumer, and mute the event notification again and store available events; if the " notifFlag"
attribute isset to "ACTIVATE" and the event notifications are muted (due to a previously received "DECATIVATE"
value), the AF shall unmute the event notification, i.e. start sending again notifications for available events.

If the "EnhDataMgmt" feature is supported and the AF accepts the muting instructions provided in the "notifFlag"
and/or the "notifFlaglnstruct” attributes, it may indicate the applied muting notification settings within the
"mutingSetting" attribute in the response. If the AF does not accept the muting instructions provided in the "notifFlag"
and/or the "notifFlaglnstruct” attributes, it shall send an HTTP "403 Forbidden" error response including the "cause"
attribute set to "MUTING_INSTR_NOT_ACCEPTED".

4.2.3 Naf EventExposure_Unsubscribe service operation

4231 General
This service operation is used by an NF service consumer to unsubscribe from event notifications.
The following procedure using the Naf_EventExposure _Unsubscribe service operation is supported:

- unsubscription from event notifications.

4.2.3.2 Unsubscription from event notifications

Figure 4.2.3.2-1 illustrates the unsubscription from event notifications.
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NF service
AF
consumer
1. DELETE .../subscriptions/{subscriptionid}
P
2."204 No Content"
¢

Figure 4.2.3.2-1: Unsubscription from event notifications

To unsubscribe from event notifications, the NF service consumer shall send an HTTP DELETE request with

"{ apiRoot} /naf-eventexposure/<apiV ersion>/subscriptions/{ subscriptionld} " as request URI, as shown in step 1 of
figure 4.2.3.2-1, where "{ subscriptionld}" is the subscription correlation identifier of the existing resource subscription
that isto be deleted.

If the AF cannot successfully fulfil the received HTTP DELETE request due to an internal error or an error inthe HTTP
DELETE request, the AF shall send an HTTP error response as specified in clause 5.7.

If the feature "ES3X X" is supported, and the AF determines the received HTTP DELETE request needs to be
redirected, the AF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [5].

Upon successful reception of the HTTP DELETE request with: "{ apiRoot} /naf-
eventexposure/<apiV ersion>/subscriptions/{ subscriptionld} " as request URI, the AF shall remove the corresponding
subscription and send an HTTP "204 No Content” response as shown in step 2 of figure 4.2.3.2-1.

4.2.4 Naf EventExposure_Notify service operation

4241 General

The Naf_EventExposure_Notify service operation enables the AF to notify to the NF service consumer(s) that the
previously subscribed application related event occurred.

The following procedure using the Naf_EventExposure Notify service operation is supported:

- notification about subscribed events.

4242 Notification about subscribed events

Figure 4.2.4.2-1 illustrates the notification about subscribed events.
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NF service
AF
consumer
1. POST {notifUri}
P
2."204 No Content"
g

Figure 4.2.4.2-1: Notification about subscribed events

If the AF observes application related event(s) for which an NF service consumer has subscribed, the AF shall send an
HTTP POST request as shown in step 1 of figure 4.2.4.2-1, with the "{notifUri}" as request URI containing the value
previously provided by the NF service consumer within the corresponding subscription, and the AfEventExposureNotif
data structure.

The AfEventExposureNotif data structure shall include:

a) the notification correlation ID provided by the NF service consumer during the subscription as " notifld”
attribute; and

b)

information about the observed event(s) within the "eventNotifs' attribute that shall contain for each observed
event an AfEventNotification data structure that shall include:

1)
2)
3)

4)

5)

6)

7)

8)

9)

the application related event as "event" attribute;
the time at which the event was observed encoded as "timeStamp” attribute;
if the "event" attribute is"SVC_EXPERIENCE":

- service experience information about the application involved in the reported event in the
"svcExprclnfos' attribute;

if the"event" attribute is"UE_MOBILITY":

- UE mobility information associated with the application as "ueMobilitylnfos" attribute;

if the"event" attribute is"UE_COMM":

- application communication information associated with the application as "ueComminfos" attribute;
if the "event" attribute is"EXCEPTIONS":

- exceptions information associated with a service flow as "exceplnfos' attribute;

if the "event" attribute is"COLLECTIVE_BEHAVIOUR":

- collective beahviour information associated with the UEs and its applications as "colIBhvrInfs" attribute;
if the"event" attribute is"PERF_DATA":

- performance data information associated with the application as "perfDatal nfos" attribute;

if the"event" attributeis"USER_DATA_CONGESTION":

- user data congestion information collected for an AF application as " congestioninfos" attribute; and

10)if the "event" attribute is "DISPERSION":

- UE dispersion information collected for an AF application as "dispersioninfos" attribute.
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11)if the "event" attribute is"MS_QOE_METRICS":

- Media Streaming QoE metrics information collected for an UE application viathe Data Collection AF as
"msQoeMetrinfos" attribute. This attribute is deprecated; the attribute "msQoeMetrics’ should be used
instead.

- if the "M SEventExposure" feature is supported, the Media Streaming QoE metrics information collected
for an UE application viathe Data Collection AF as "msQoeMetrics" attribute.

12)if the "event" attribute is"MS_CONSUMPTION":

- Media Streaming Consumption reports collected for an UE application viathe Data Collection AF as
"msConsumplnfos” attribute. This attribute is deprecated; the attribute "msConsumpRpts’ should be used
instead.

- if the"MSEventExposure” feature is supported, the Media Streaming Consumption reports collected for
an UE application viathe Data Collection AF as "msConsumpRpts* attribute.

13)if the "event" attribute is"MS_NET_ASSIST_INVOCATION":

- Media Streaming Network Assistance invocation collected for an UE application via the Data Collection
AF as"msNetAssinvinfos® attribute. This attribute is deprecated; the attribute "msNetAssistinvs' should
be used instead.

- if the "M SEventExposure” feature is supported, the Media Streaming Network Assistance invocation
collected for an UE application viathe Data Collection AF as "msNetAssistinvs' attribute.

14)if the "event" attributeis"MS _DYN_POLICY_INVOCATION":

- Media Streaming Dynamic Policy invocation collected for an UE application viathe Data Collection AF
as "msDynPlylnvinfos® attribute. This attribute is deprecated; the attribute "msDynPlylnvs® should be
used instead.

- if the "M SEventExposure” feature is supported, the Media Streaming Dynamic Policy invocation
collected for an UE application via the Data Collection AF as "msDynPlylnvs' attribute.

15)if the "event" attributeis"MS_ACCESS ACTIVITY":

- Media Streaming access activity collected for an UE application viathe Data Collection AF as
"msAccActinfos® attribute. This attribute is deprecated; the attribute "msAccesses’ should be used
instead.

- if the "M SEventExposure” feature is supported, the Media Streaming access activity collected for an UE
application viathe Data Collection AF as "msAccesses' attribute.

16)if the "event" attribute is"GNSS_ASSISTANCE DATA":
- GNSS Assistance Data information within the "gnssAssistDatalnfo" attribute;
17)if the"event" attribute is"DATA_VOLUME_TRANSFER_TIME":
- datavolume transfer information associated with the application as "datVol TransTimelnfos" attribute.

If the NF service consumer cannot successfully fulfil the received HTTP POST request due to an internal error or an
error inthe HTTP POST request, the NF service consumer shall send an HTTP error response as specified in clause 5.7.

If the feature "ES3X X" is supported, and the NF service consumer determines the received HTTP POST request needs
to be redirected, the NF service consumer shall send an HT TP redirect response as specified in clause 6.10.9 of
3GPP TS 29.500 [5].

Upon successful reception of the HTTP POST request with "{ notifUri}" as request URI and AfEventExposureNotif
data structure as request body, the NF service consumer shall send a*204 No Content" HT TP response, as shown in
step 2 of figure 4.2.4.2-1.
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5 Naf EventExposure Service API

5.1 Introduction

The Naf_EventExposure Service shall use the Naf_EventExposure API.

The APl URI of the Naf_EventExposure API shall be:
{apiRoot}/<apiName>/<apiVersion>

The request URIs used in HTTP requests from the NF service consumer towards the AF shall have the Resource URI
structure defined in clause 4.4.1 of 3GPP TS 29.501 [€], i.e.:

{apiRoot}/<apiName>/<apiV er sion>/<api SpecificResour ceUriPart>
with the following components:

- The{apiRoot} shall be set as described in 3GPP TS 29.501 [6].

The <apiName> shall be "naf-eventexposure".

The <apiVersion> shall be "v1".

The <api SpecificResourceUriPart> shall be set as described in clause 5.3.

5.2 Usage of HTTP

521 General

If the AF isuntrusted, support of HTTP/1.1 (IETF RFC 9112 [21], IETF RFC 9110 [22] and IETF RFC 9111[25] over
TLSis mandatory and support of HTTP/2 (IETF RFC 9113 [7]) over TLSisrecommended. TLS shall be used as
specified in clause 12.3 and clause 13.1 of 3GPP TS 33.501 [14].

If the AF istrusted, HTTP/2, IETF RFC 9113 [7], shall be used as specified in clause 5.2 of 3GPP TS 29.500 [5].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [5].

The OpenAPI [8] specification of HTTP messages and content bodies for the Naf_EventExposure is contained in
Annex A.

522 HTTP standard headers

5221 General

See clause 5.2.2 of 3GPP TS 29.500 [5] for the usage of HT TP standard headers.

5.2.2.2 Content type

JSON, IETF RFC 8259 [9], shall be used as content type of the HTTP bodies specified in the present specification as
specified in clause 5.4 of 3GPP TS 29.500 [5]. The use of the JSON format shall be signalled by the content type
"application/json".

"Problem Details' JSON object shall be used to indicate additional details of the error in aHTTP response body and
shall be signalled by the content type " application/problem+json”, as defined in IETF RFC 9457 [10].
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523 HTTP custom headers

5.23.1 General

The Naf_EventExposure API shall support mandatory HT TP custom header fields specified in clause 5.2.3.2 of
3GPP TS 29.500 [5] and may support HT TP custom header fields specified in clause 5.2.3.3 of 3GPP TS 29.500 [4].

In this Release of the specification, no specific custom headers are defined for the Naf_EventExposure API.

53 Resources

53.1 Resource Structure
This clause describes the structure for the Resource URIs and the resources and methods used for the service.

Figure 5.3.1-1 depicts the resource URIs structure for the Naf_EventExposure API.

{apiRoot}/naf-eventexposure/<apiVersion>

/subscriptions ]

—[/{su bscriptionld} ]

Figure 5.3.1-1: Resource URI structure of the Naf_EventExposure API

Table 5.3.1-1 provides an overview of the resources and applicable HT TP methods.

Table 5.3.1-1: Resources and methods overview

HTTP method or

Resource name Resource URI custom operation Description
Application Event /subscriptions POST Subscription to the notification of
Subscriptions application events and creation of an

Individual Application Event
Subscription resource.

Individual /subscriptions/{subscriptionld} |GET Reads an Individual Application Event
Application Event Subscription resource.
Subscription PUT Modifies an Individual Application Event
Subscription.
DELETE Cancels an individual subscription to

notifications of application event.

5.3.2 Resource: Application Event Subscriptions

5.3.21 Description

The Application Event Subscriptions resource represents all subscriptions of the Naf_EventExposure service at a given
AF.
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5.3.2.2 Resource definition
Resource URI: {apiRoot}/naf-eventexposur e/<apiVer sion>/subscriptions

This resource shall support the resource URI variables defined in table 5.3.2.2-1.

Table 5.3.2.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 5.1
5.3.2.3 Resource Standard Methods
5.3.23.1 POST

This method shall support the URI query parameters specified in table 5.3.2.3.1- 1.

Table 5.3.2.3.1-1: URI query parameters supported by the POST method on this resource

Name Data type P Cardinality Description

n/a

This method shall support the request data structures specified in table 5.3.2.3.1-2 and the response data structures and
response codes specified in table 5.3.2.3.1-3.

Table 5.3.2.3.1-2: Data structures supported by the POST Request Body on this resource

Data type P Cardinality Description
AfEventExposure | M 1 Contains the information required for the creation of a new individual
Subsc application event subscription.

Table 5.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P |Cardinality | Response codes Description
AfEventExposure | M 1 201 Created Contains the representation of the Individual Application
Subsc Event Subscription resource.
[ProblemDetails [ O | 0.1 |403 Forbidden [(NOTE 2)

NOTE 1: The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [5] also apply.
NOTE 2: Failure cases are described in clause 5.7.

Table 5.3.2.3.1-4: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/naf-
eventexposure/<apiVersion>/subscriptions/{subscriptionid}

5.3.3 Resource: Individual Application Event Subscription

5.3.3.1 Description

The Individual Application Event Subscription resource represents a single subscription of the Naf_EventExposure
service at agiven AF.
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5.3.3.2 Resource definition
Resource URI: {apiRoot}/naf-eventexposur e/<apiV er sion>/subscriptions/{subscriptionl d}

This resource shall support the resource URI variables defined in table 5.3.3.2-1.

Table 5.3.3.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 5.1
subscriptionld string Identifies a subscription to the AF event exposure service.
5.3.3.3 Resource Standard Methods
5.3.3.3.1 GET

This method shall support the URI query parameters specified in table 5.3.3.3.1-1.

Table 5.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P Cardinality Description
supp-feat SupportedFeat | O 0.1 The features supported by the NF service consumer.
ures

This method shall support the request data structures specified in table 5.3.3.3.1-2 and the response data structures and
response codes specified in table 5.3.3.3.1-3.

Table 5.3.3.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description
n/a
Table 5.3.3.3.1-3: Data structures supported by the GET Response Body on this resource
Data type P |Cardinality [ Response codes Description
AfEventExposureSub | M 1 200 OK Contains the representation of the Individual
sc Application Event Subscription resource.
RedirectResponse (0] 0.1 307 Temporary Temporary redirection, during subscription retrieval.
Redirect Applicable if the feature "ES3XX" is supported.
(NOTE 2, NOTE 3)
RedirectResponse (0] 0.1 308 Permanent Permanent redirection, during subscription retrieval.
Redirect Applicable if the feature "ES3XX" is supported.
(NOTE 2, NOTE 3)

NOTE 1: The mandatory HTTP error status codes for the GET method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [5]
also apply.

NOTE 2: If the AF is untrusted, the Redirection handling described in clause 5.2.10 of 3GPP TS 29.122 [17] should
apply.

NOTE 3: The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of
3GPP TS 29.500 [5)).
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Table 5.3.3.3.1-4: Headers supported by the 307 Response Code on this resource

Name

Data type

Cardinality

Description

Location

string

P
M

1

Contains an alternative URI of the resource located in an
alternative AF (service) instance towards which the request is
redirected.

For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [5].

3gpp-Shi-Target-
Nf-1d

string

Identifier of the target AF (service) instance towards which the
request is redirected.

Table 5.3.3.3.1-5: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description

Location string M (1 Contains an alternative URI of the resource located in an
alternative AF (service) instance towards which the request is
redirected.
For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [5].

3gpp-Shi-Target-  |string O |0..1 Identifier of the target AF (service) instance towards which the

Nf-1d request is redirected.

5.3.3.3.2 PUT

This method shall support the URI query parameters specified in table 5.3.3.3.2- 1.

Table 5.3.3.3.2-1: URI query parameters supported by the PUT method on this resource

Name

Data type

P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 5.3.3.3.2-2 and the response data structures and
response codes specified in table 5.3.3.3.2-3.

Table 5.3.3.3.2-2: Data structures supported by the PUT Request Body on this resource

Data type

P | Cardinality

Description

AfEventExposureSubsc (M

Modifies the existing Individual Application Event Subscription resource.

ETSI




3GPP TS 29.517 version 18.10.0 Release 18 26 ETSI TS 129 517 V18.10.0 (2025-06)

Table 5.3.3.3.2-3: Data structures supported by the PUT Response Body on this resource

Data type P |Cardinality |Response codes Description
AfEventExposureSubsc (M 1 200 OK Successful case.
The Individual Application Event Subscription resource
was modified and a representation is returned.

n/a 204 No Content  [Successful case.
The Individual Application Event Subscription resource
was modified.
RedirectResponse (0] 0.1 307 Temporary Temporary redirection, during subscription
Redirect modification.

Applicable if the feature "ES3XX" is supported.

(NOTE 2, NOTE 4)

RedirectResponse (0] 0.1 308 Permanent Permanent redirection, during subscription
Redirect modification.

Applicable if the feature "ES3XX" is supported.

(NOTE 2, NOTE 4)

[ProblemDetails o] 0.1 |403 Forbidden ~ [(NOTE 3) |

NOTE 1: The mandatory HTTP error status codes for the PUT method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [5]
also apply.

NOTE 2: If the AF is untrusted, the Redirection handling described in clause 5.2.10 of 3GPP TS 29.122 [17] should
apply.

NOTE 3: Failure cases are described in clause 5.7.

NOTE 4: The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of
3GPP TS 29.500 [5)).

Table 5.3.3.3.2-4: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains an alternative URI of the resource located in an
alternative AF (service) instance towards which the request is
redirected.

For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of

3GPP TS 29.500 [5].

3gpp-Shi-Target-  |string O |0..1 Identifier of the target AF (service) instance towards which the
Nf-I1d request is redirected.

Table 5.3.3.3.2-5: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains an alternative URI of the resource located in an
alternative AF (service) instance towards which the request is
redirected.

For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [5].

3gpp-Shi-Target-  |string O |0..1 Identifier of the target AF (service) instance towards which the
Nf-I1d request is redirected.
5.3.3.3.3 DELETE

This method shall support the URI query parameters specified in table 5.3.3.3.3-1.

Table 5.3.3.3.3-1: URI query parameters supported by the DELETE method on this resource

Name Data type P | Cardinality Description

n/a
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This method shall support the request data structures specified in table 5.3.3.3.3-2 and the response data structures and
response codes specified in table 5.3.3.3.3-3.

Table 5.3.3.3.3-2: Data structures supported by the DELETE Request Body on this resource

Data type P | Cardinality Description

n/a

Table 5.3.3.3.3-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality Response codes Description
n/a 204 No Content Successful case. The Individual Application Event
Subscription resource matching the subscriptionld was
deleted.
RedirectResponse |O 0.1 307 Temporary Temporary redirection, during subscription termination.
Redirect Applicable if the feature "ES3XX" is supported.
(NOTE 2, NOTE 3)
RedirectResponse |O 0.1 308 Permanent Permanent redirection, during subscription termination.
Redirect Applicable if the feature "ES3XX" is supported.

(NOTE 2, NOTE 3)

NOTE 1: The mandatory HTTP error status code for the DELETE method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [5] also apply.

NOTE 2: If the AF is untrusted, the Redirection handling described in clause 5.2.10 of 3GPP TS 29.122 [17] should
apply.

NOTE 3: The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of
3GPP TS 29.500 [5]).

Table 5.3.3.3.3-4: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M (1 Contains an alternative URI of the resource located in an
alternative AF (service) instance towards which the request is
redirected.

For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of

3GPP TS 29.500 [5].

3gpp-Shi-Target- |string O (0.1 Identifier of the target AF (service) instance towards which the
Nf-1d request is redirected.

Table 5.3.3.3.3-5: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M (1 Contains an alternative URI of the resource located in an
alternative AF (service) instance towards which the request is
redirected.

For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of

3GPP TS 29.500 [5].

3gpp-Shi-Target- |string O (0.1 Identifier of the target AF (service) instance towards which the
Nf-1d request is redirected.

54 Custom Operations without associated resources

No custom operation is defined in this Release of the specification.
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5.5 Notifications

551 General

Notifications shall comply with clause 6.2 of 3GPP TS 29.500 [5] and clause 4.6.2.3 of 3GPP TS 29.501 [6].

Table 5.5.1-1: Notifications overview

Notification HTTP method or Description
cetllorielz bIR] custom operation (service operation)
Application Event {notifUri} POST Notification of application related event
Notification reporting.

5.5.2  Application Event Notification

55.2.1 Description

The Application Event Notification is used by the AF to report one or several observed application related events to the
NF service consumer that has subscribed to such notifications.

5.5.2.2 Target URI
The callback URI " {notifUri}" shall be used with the callback URI variables defined in table 5.5.2.2-1.

Table 5.5.2.2-1: Callback URI variables

Name Data type Definition

notifUri Uri The Notification Uri as assigned by the NF service consumer during the
subscription service operation and described within the AfEventExposureSubsc
data type (see table 5.6.2.2-1).

55.2.3 Standard Methods

55.231 POST

This method shall support the URI query parameters specified in table 5.5.2.3.1-1.

Table 5.5.2.3.1-1: URI query parameters supported by the POST method on this resource

Name Data type P | Cardinality Description

n/a

This method shall support the request data structures specified in table 5.5.2.3.1-2 and the response data structures and
response codes specified in table 5.5.2.3.1-3.

Table 5.5.2.3.1-2: Data structures supported by the POST Request Body on this resource

Data type P Cardinality Description

AfEventExposureNotif M 1 Provides Information about observed application related events.
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Table 5.5.2.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P |Cardinality | Response codes Description
n/a 204 No Content The receipt of the Notification is acknowledged.
RedirectResponse (0] 0.1 307 Temporary Temporary redirection, during event notification.
Redirect Applicable if the feature "ES3XX" is supported.
(NOTE 2, NOTE 3)
RedirectResponse (0] 0.1 308 Permanent Permanent redirection, during event notification
Redirect Applicable if the feature "ES3XX" is supported.
(NOTE 2, NOTE 3)

apply.

NOTE 1: In addition, the HTTP status codes which are specified as mandatory in table 5.2.7.1-1 of
3GPP TS 29.500 [5] for the POST method shall also apply.
NOTE 2: If the AF is untrusted, the Redirection handling described in clause 5.2.10 of 3GPP TS 29.122 [17] should

NOTE 3: The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of
3GPP TS 29.500 [5]).

Table 5.5.2.3.1-4: Headers supported by the 307 Response Code on this resource

Name

Data type P

Cardinality

Description

Location

string

1

Contains an alternative URI representing the end point of an
alternative NF consumer (service) instance towards which the
notification should be redirected.

For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [5].

3gpp-Shi-Target-
Nf-1d

string

Identifier of the target NF (service) instance towards which the
notification request is redirected.

Table 5.5.2.3.1-5: Headers supported by the 308 Response Code on this resource

Name

Data type P

Cardinality

Description

Location

string

1

Contains an alternative URI representing the end point of an
alternative NF consumer (service) instance towards which the
notification should be redirected.

For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [5].

3gpp-Shi-Target-
Nf-1d

string

Identifier of the target NF (service) instance towards which the
notification request is redirected.

5.6 Data Model

56.1 General

This clause specifies the application data model supported by the API.

Table 5.6.1-1 specifies the data types defined for the Naf_EventExposure service based interface protocol.
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Table 5.6.1-1: Naf_EventExposure specific Data Types
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Data type | Section defined | Description | Applicability |
AddrFqdn 5.6.2.18 IP address and/or FQDN. PerformanceD
ata
ServiceExperie
nceExt
DataVolTransf
erTime
AfEvent 5.6.3.3 Represents Application Events.
AfEventExposureSubsc 5.6.2.2 Represents an Individual Application Event
Subscription resource.
AfEventExposureNotif 5.6.2.3 Describes notifications about application event that
occurred in an Individual Application Event
Subscription resource.
AfEventNotification 5.6.2.6 Represents information related to an event to be
reported.
CollectiveBehaviourFilter 5.6.2.19 Contains the parameter type and value pair to CollectiveBeha
express the collective behaviour event filters. viour
CollectiveBehaviourFilterType |5.6.3.4 CollectiveBeha
viour
CollectiveBehaviourinfo 5.6.2.20 Contains the collective behaviour analytics CollectiveBeha
information. viour
CommunicationCollection 5.6.2.13 Contains communication information. UeCommunicat
ion
DataProcessingType 5.6.3.5 Represents a type of data processing. ExtEventFilters
DatVolTransTimeCollection 5.6.2.28 Contains data volume transfer time information. DataVolTransf
erTime
DispersionCollection 5.6.2.21 Contains Dispersion information collected. Dispersion
EventFilter 5.6.2.5 Represents event filter information.
EventsSubs 5.6.2.4 Represents an event to be subscribed and the
related event filter information.
Exceptioninfo 5.6.2.14 Describes the exceptions information provided by  [Exceptions
AF.
MSAccessActivityCollection 5.6.2.27 Represents the Media Streaming access activities |[MSAccessActiv
of UE Application collected via Data Collection AF. [ity
MsConsumptionCollection 5.6.2.24 Represents the Media Streaming Consumption MSConsumptio
reports of UE Application collected via Data n
Collection AF.
MsDynPolicylnvocationCollecti |5.6.2.26 Represents the Media Streaming Dynamic Policy =~ |MSDynPolicyln
on invocation of UE Application collected via Data vocation
Collection AF.
MsQoeMetricsCollection 5.6.2.23 Represents the Media Streaming QoE Metrics of MSQoeMetrics
UE Application collected via Data Collection AF.
MsNetAssInvocationCollection |5.6.2.25 Represents the Media Streaming Network MSNetAssInvo
Assistance invocation of UE Application collected  |cation
via Data Collection AF.
PerformanceData 5.6.2.17 Indicates the performance data. PerformanceD
ata
PerformanceDataCollection 5.6.2.16 Represents the performance data information PerformanceD
collected for an AF application. ata
PerUeAttribute 5.6.2.22 UE application data collected per UE. CollectiveBeha
viour
RelativeDirection 5.6.3.6 Contains the heading of the UE movement with RelativeProxim
respect to another UE. ity
ServiceExperiencelnfoPerApp (5.6.2.7 Contains service experience associated with the ServiceExperie
application. nce
ServiceExperiencelnfoPerFlow |5.6.2.8 Contains service experience associated with the ServiceExperie
service flow. nce
SvcExperience 5.6.2.9 Contains a mean opinion score with the ServiceExperie
customized range. nce
UeCommunicationCollection 5.6.2.11 Contains UE communication information UeCommunicat
associated with the application. ion
UeMobilityCollection 5.6.2.10 Contains UE mobility information associated with UeMobility
the application.
UeTrajectoryCollection 5.6.2.12 Contains UE trajectory information associated with |UeMobility
the application.
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UserDataCongestionCollection |5.6.2.15 Contains User Data Congestion Analytics related UserDataCong
information collected. estion

Table 5.6.1-2 specifies data types re-used by the Naf_EventExposure service based interface protocol from other
specifications, including areference to their respective specifications and when needed, a short description of their use
within the Naf_EventExposure service based interface.
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Table 5.6.1-2: Naf_EventExposure re-used Data Types
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Data type Reference Comments Applicability
Applicationid 3GPP TS 29.571 [13] |Application Identifier.
BitRate 3GPP TS 29.571 [13] [String representing a bit rate that shall be UserDataCong
formatted as follows: estion

pattern: "Md+(\.\d+)?
(bps|Kbps|Mbps|Gbps|Thps)$"

Examples:

"125 Mbps", "0.125 Gbps", "125000 Kbps".

CollectiveBeha
viour

ConsumptionReportingUnits |3GPP TS 26.512 [30] [Represents the collection of Media Streaming |MSEventExpos
Collection Consumption event records. ure
CpParameterSet 3GPP TS 29.122 [17] |The Expected UE Behaviour parameters. UeCommunicat
ionExt eNA
DateTime 3GPP TS 29.571 [13] |Contains a date and a time.
Dnai 3GPP TS 29.571 [13] [Identifies a DNAI.
Direction 3GPP TS 29.520 [19] |Heading directions of the UE flow in the target |RelativeProximi
area. ty
DurationSec 3GPP TS 29.571 [13] |Indicates a period of time in units of seconds. [Dispersion
DynamicPolicy 3GPP TS 26.512 [30] |Represents the Media Streaming Dynamic MSDynPolicyln
Policy. vocation

DynamicPolicylnvocationsC [3GPP TS 26.512 [30] |Represents the collection of Media Streaming [MSEventExpos
ollection Dynamic Policy invocation event records. ure
EthFlowDescription 3GPP TS 29.514 [18] |Defines a packet filter for an Ethernet flow.
Exception 3GPP TS 29.520 [19] |Describes the Exception information.
|ExtGroupld [3GPP TS 29.503 [27] |External Group Identifier for a user group. |
Float 3GPP TS 29.571 [13] |Number with format "float" as defined in
OpenAPI Specification [8].
FlowDescription 3GPP TS 29.514 [18] |Only IP 5-tuple (protocol, source and Dispersion
destination IP address, Source and
destination port) is applicable.
[FlowInfo [3GPP TS 29.122 [17] |Represents flow information. | |
GNSSAssistDatalnfo 3GPP TS 29.591 [31] [Represents GNSS Assistance Data GNSSAssistDat
information. a
Gpsi 3GPP TS 29.571 [13] |ldentifies a GPSI.
Groupld 3GPP TS 29.571 [13] |Contains a Group identifier.
IpAddr 3GPP TS 29.571 [13] |ldentifies IP address. Dispersion
EnPerformance
Data
LocationArea5G 3GPP TS 29.122 [17] |Represents a user location area when the UE
is attached to 5G.
MediaStreamingAccessesC [3GPP TS 26.512 [30] |Represents the collection of Media Streaming [MSEventExpos
ollection access event records. ure
MediaStreamingAccessRec [3GPP TS 26.512 [30] |Represents the Media Streaming Access MSAccessActiv
ord activity record. ity
NetworkAssistancelnvocatio [3GPP TS 26.512 [30] |Represents the collection of Media Streaming [MSEventExpos
nsCollection Network Assistance invocation event records. |ure
NetworkAssistanceSession [3GPP TS 26.512 [30] |Represents the Media Streaming Network MSNetAssInvo
Assistance Session Recommendation. cation
PacketDelBudget 3GPP TS 29.571[13] [Indicates average Packet Delay. PerformanceDa
ta
PacketLossRate 3GPP TS 29.571[13] |Indicates average Loss Rate. PerformanceDa
ta
QoEMetricsCollection 3GPP TS 26.512 [30] |Represents the collection of Media Streaming |MSEventExpos
QOE metrics event records. ure
RedirectResponse 3GPP TS 29.571[13] |Contains redirection related information. ES3XX

ReportingInformation

3GPP TS 29.523 [12]

Represents the requirements of reporting the
subscription.

[Supi [3GPP TS 29.571 [13] [Contains a SUPL. |
SupportedFeatures 3GPP TS 29.571 [13] |[Indicates the features supported.
TimeWindow 3GPP TS 29.122 [17] |Represents a time window identified by a start
time and a stop time.
Uinteger 3GPP TS 29.571 [13] |Unsigned integer. ServiceExperie

nceExt2_eNA
RelativeProximi

ty
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[Uri [3GPP TS 29.571 [13] [Contains a URI. | |
|UsageThreshold [3GPP TS 29.122[17] [data volume during the period | Dispersion
Volume 3GPP TS 29.122 [17] |Unsigned integer identifying a volume in units
of bytes.

5.6.2 Structured data types

5.6.2.1 Introduction

This clause defines the structures to be used in resource representations.

5.6.2.2 Type AfEventExposureSubsc

Table 5.6.2.2-1: Definition of type AfEventExposureSubsc

Attribute name Data type P Cardinality Description Applicability
dataAccProfld string (0] 0.1 Represents a unique identifier for  |DataAccProfileld
the Data Access Profile.
eventsSubs array(EventsSubs) M 1..N Subscribed events and the related
event filters.
eventsReplInfo ReportingInformatio | M 1 Represents the reporting
n requirements of the subscription.
(NOTE 2)
notifUri Uri M 1 Notification URI for event reporting.
notifld string M 1 Notification Correlation ID assigned
by the NF service consumer.
eventNotifs array(AfEventNotific | C 1..N Represents the Events to be
ation) reported.

Shall only be present if the

immediate reporting indication in

the "immRep" attribute within the

"eventsReplInfo" attribute sets to

true in the event subscription, and

the reports are available.
suppFeat SupportedFeatures C 0.1 This IE represents a list of

Supported features used as

described in clause 5.8.

Shall be present in the HTTP

POST request/response; or in the

HTTP GET response if the "supp-

feat" attribute query parameter is

included in the HTTP GET request.

(NOTE 1)

NOTE 1: Inthe HTTP POST request it represents the set of NF service consumer supported features. In the HTTP
POST and GET responses it represents the set of features supported by both the NF service consumer and
the AF.

NOTE 2: The "eventsReplInfo" attribute may include muting instructions within the "notifFlaginstruct" attribute and/or
muting notifications settings within the "mutingSetting" attribute only if the EnhDataMgmt feature is
supported.
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5.6.2.3 Type AfEventExposureNotif

Table 5.6.2.3-1: Definition of type AfEventExposureNotif

Attribute name Data type P [Cardinality Description Applicability
notifld string M (1 Notification Correlation ID assigned
by the NF service consumer.
eventNotifs array(AfEventNoti | M |1..N Represents the Events to be
fication) reported according to the
subscription corresponding to the
Notification Correlation ID.

5.6.2.4 Type EventsSubs

Table 5.6.2.4-1: Definition of type EventsSubs

Attribute name Data type P Cardinality Description Applicability

event AfEvent M 1 Subscribed event.

eventFilter EventFilter M 1 Represents the event filter
information associated with each
event.

eventReplinfo ReportingInforma | O 0.1 Represents the reporting PerEventRepReq
tion requirements to be applied for the
event provided within the "event"
attribute.

(NOTE 1, NOTE 2)

NOTE 1: When the "PerEventRepReq" feature is supported and this attribute is present, the "eventReplnfo" attribute
may include muting instructions within the "notifFlaginstruct” attribute and/or muting notifications settings
within the "mutingSetting" attribute only when the "EnhDataMgmt" feature is supported.

NOTE 2: When the "PerEventRepReq" feature is supported and this attribute is present, the event reporting
requirements provided within this attribute shall take precedence over the common events reporting
requirements provided within the "eventsReplInfo" attribute of the parent AfEventExposureSubsc data
structure.

ETSI



3GPP TS 29.517 version 18.10.0 Release 18 37 ETSI TS 129 517 V18.10.0 (2025-06)

5.6.2.5 Type EventFilter

Table 5.6.2.5-1: Definition of type EventFilter
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Attribute name Data type Cardinality Description Applicability
(NOTE 4)
gpsis array(Gpsi) 1..N Each element represents
external UE identifier.
(NOTE 1, NOTE 2, NOTE 7)
supis array(Supi) @) 1..N Each element represents a
SUPI identifying a UE (NOTE 1,
NOTE 2, NOTE 7)
exterGrouplds array(ExtGroupld) 1.N Each element represents a
group of UEs identified by an
External Group Identifier.
(NOTE 1, NOTE 2, NOTE 7)
interGrouplds array(Groupld) 0] 1..N Each element represents a
group of UEs identified by an
Internal Group ldentifier.
(NOTE 1, NOTE 2, NOTE 7)
anyUelnd boolean 0.1 Identifies whether the request  |ServiceExperience
applies to any UE. Exceptions
This attribute shall set to "true" |UserDataCongestion
if applicable for any UE, GNSSAssistData
otherwise, set to "false".
May only be present and sets to
"true” if "AfEvent” sets to
"SVC_EXPERIENCE",
"EXCEPTIONS",
"GNSS_ASSISTANCE_DATA",
or
"USER_DATA_CONGESTION"
(NOTE 2, NOTE 7)
uelpAddr IpAddr 0.1 Identifies the UE IP address. EnPerformanceData
(NOTE 2)
applds array(Applicationld) 1..N Each element indicates an ServiceExperience
application identifier. UeMobility
If absent, the EventFilter data UeCommunication
applies to any application (i.e. Exceptions
all applications). UserDataCongestion
(NOTE 3) PerformanceData
Dispersion
CollectiveBehaviour
MSQoeMetrics
MSConsumption
MSNetAssInvocation
MSDynPolicylnvocation
MSAccessActivity
DataVolTransferTime
locArea LocationArea5G 0.1 Represents area of interest. ServiceExperience
(NOTE 5) UeMobility
UeCommunication
Exceptions
UserDataCongestion
PerformanceData
Dispersion
CollectiveBehaviour
MSQoeMetrics
MSConsumption
MSNetAssInvocation
MSDynPolicylnvocation
MSAccessActivity
DataVolTransferTime
GNSSAssistData
collAttrs array(CollectiveBe | O 1.N Each element indicates a CollectiveBehaviour

haviourFilter)

collective attribute parameter
type and value.

This attribute may be included
when the subscribed event is
"COLLECTIVE BEHAVIOUR".
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exceptionReqs |array(Exception) 0] 1..N Each element indicates an EnPerformanceData

Exception Id with associated
threshold. This attribute may be
included when the subscribed
event is "EXCEPTIONS".
(NOTE 6)

NOTE 1:

NOTE 2:
NOTE 3:

NOTE 4:

NOTE 5:

NOTE 6:
NOTE 7:

For untrusted AF, only gpsis and exterGrouplds are applicable. For trusted AF, only supis and
interGrouplds are applicable.

For an applicable feature, only one attribute identifying the target UE shall be provided.

For event "UE_COMM", "UE_MOBILITY", "EXCEPTIONS" and "PERF_DATA", the "applds" attribute, if
present, shall include only one element.

Properties marked with a feature as defined in clause 5.8 are applicable as described in clause 6.6 of
3GPP TS 29.500 [5]. If no features are indicated, the related property applies for all the features.

The "nwArealnfo" attribute within the LocationArea5G data type is only applicable for a trusted AF. In
addition, for the "SVC_EXPERIENCE" or "GNSS_ASSISTANCE_DATA" event, only the "tais" attribute
within the NetworkArealnfo data type encoding the "nwArealnfo" attribute is applicable for the trusted AF.
Only "excepld" and "excepLevel" attributes within the Exception data type are applicable to this attribute.
When the "GNSSAssistData" feature is supported, only the "anyUelnd" attribute is applicable (and shall be
present and set to "true”) for the "GNSS_ASSISTANCE_DATA" event in this release of the specification.
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5.6.2.6 Type AfEventNotification

Table 5.6.2.6-1: Definition of type AfEventNotification
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Attribute name

Data type

Cardinality

Description

Applicability

event

AfEvent

1

Represents the reported
application related event.

timeStamp

DateTime

<| £Z|T

1

Time at which the event is
observed.

svcExprcinfos

array(ServiceExp
eriencelnfoPerAp

p)

(@]

1..N

Contains the service experience
information.

Shall be present if the "event"
attribute sets to
"SVC_EXPERIENCE".

ServiceExperience

ueMobilitylnfos

array(UeMobility
Collection)

Contains the UE mobility
information.

Shall be present if the "event"
attribute sets to "UE_MOBILITY".

UeMobility

ueComminfos

array(UeCommu
nicationCollection

)

Contains the application
communication information.
Shall be present if the "event"
attribute sets to "UE_COMM".

UeCommunication

exceplnfos

array(Exceptionin
fo)

Each element represents the
exception information for a
service flow.

Shall be present if the "event"
attribute sets to "EXCEPTIONS".

Exceptions

congestioninfos

array(UserDataC
ongestionCollecti
on)

Each element represents the user
data congestion information
collected for an AF application.
Shall be present if the "event"
attribute sets to

"USER _DATA CONGESTION".

UserDataCongestion

perfDatalnfos

array(Performanc
eDataCollection)

Each element represents the
performance data information
collected for an AF application.
Shall be present if the "event"
attribute sets to "PERF DATA".

PerformanceData

collBhvrinfs

array(CollectiveB
ehaviourInfo)

Each element represents the
collective behaviour information
related to a set of UEs,
applications. Shall be present if
the "event" attribute sets to
"COLLECTIVE_BEHAVIOUR".

CollectiveBehaviour

dispersioninfos

array(Dispersion
Collection)

Each element represents the UE
dispersion information collected
for an AF application.

Shall be present if the "event"
attribute sets to "DISPERSION".

Dispersion

msQoeMetrinfos

array(MsQoeMetr
icsCollection)

Each element represents the
Media Streaming QoE metrics
information collected for an UE
application via the Data Collection
AF.

Shall be present if the "event"
attribute sets to
"MS_QOE_METRICS".

This attribute is deprecated; the
attribute "msQoeMetrics" should
be used instead.

MSQoeMetrics

msQoeMetrics

array(QoEMetrics | C
Collection)

1..N

Each element represents the
Media Streaming QOE metrics
event record.

Shall be present if the "event"
attribute sets to
"MS_QOE_METRICS".

This attribute deprecates
"msQoeMetrinfos" attribute.

MSEventExposure
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S

msConsumplinfo

array(MsConsum
ptionCollection)

1..N

AF.

attribute sets to
"MS_CONSUMPTION".

attribute "msConsumpRpts"
should be used instead.

Each element represents the
Media Streaming Consumption
information collected for an UE
application via the Data Collection

Shall be present if the "event"

This attribute is deprecated; the

msConsumpRpts

array(Consumpti
onReportingUnits
Collection)

1..N

Each element represents the
Media Streaming Consumption
event record.

Shall be present if the "event"
attribute sets to
"MS_CONSUMPTION".

This attribute deprecates
"msConsumplnfos" attribute.

MSEventExposure

S

msNetAssInvinfo

on)

array(MsNetAssl
nvocationCollecti

1..N

Media Streaming Network

the Data Collection AF.
attribute sets to
N".

attribute "msNetAssistinvs"
should be used instead.

Each element represents the

Assistance invocation information
collected for an UE application via

Shall be present if the "event"

"MS_NET_ASSIST_INVOCATIO

This attribute is deprecated; the

msNetAssistinvs

array(NetworkAs
sistancelnvocatio
nsCollection)

1..N

Each element represents the
Media Streaming Network
Assistance invocation event
record.

Shall be present if the "event”
attribute sets to
"MS_NET_ASSIST_INVOCATIO
N".

This attribute deprecates
"msNetAssinvinfos" attribute.

MSEventExposure

S

msDynPlylnvinfo

tion)

array(MsDynPolic
ylnvocationCollec

1..N

Collection AF.
attribute sets to

N".

be used instead.

Each element represents the
Media Streaming Dynamic Policy |on
invocation information collected

for an UE application via the Data

Shall be present if the "event"
"MS_DYN_POLICY_INVOCATIO

This attribute is deprecated; the
attribute "msDynPlylnvs" should

msDynPlylnvs

array(DynamicPo
licylnvocationsCo
llection)

1..N

Each element represents the
Media Streaming Dynamic Policy
invocation event record.

Shall be present if the "event"
attribute sets to
"MS_DYN_POLICY_INVOCATIO
N".

This attribute deprecates
"msDynPlylnvinfos" attribute.

MSEventExposure
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msAccActinfos array(MSAccess | C |1..N Each element represents the MSAccessActivity
ActivityCollection) Media Streaming access activity
collected for an UE application via
the Data Collection AF.

Shall be present if the "event"
attribute sets to
"MS_ACCESS_ACTIVITY".

This attribute is deprecated; the
attribute "msAccesses" should be
used instead.

msAccesses array(MediaStrea | C |1..N Each element represents the MSEventExposure
mingAccessesCo Media Streaming access event
llection) record.

Shall be present if the "event"
attribute sets to
"MS_ACCESS_ACTIVITY".

This attribute deprecates
"msAccActinfos" attribute.

gnssAssistDataln |[GNSSAssistDatal | C |0..1 Represents the GNSS Assistance |GNSSAssistData
fo nfo data information.

This attribute shall be present
only if the "event" attribute is set
to "GNSS_ASSISTANCE_DATA".

datVolTransTime |array(DatVolTran | C |[1..N Each element represents the data |DataVolTransferTim
Infos sTimeCollection) volume transfer time information |e
related to a UE. Shall be present
if the "event" attribute sets to
"DATA_VOLUME_TRANSFER_T
IME".

5.6.2.7 Type ServiceExperiencelnfoPerApp

Table 5.6.2.7-1: Definition of type ServiceExperiencelnfoPerApp

Attribute name Data type P [Cardinality Description Applicability

appld Applicationld C |0.1 Indicates an application identifier.
Shall be present if the AF event
exposure service request applies
to more than one application.

appServerins AddrFqdn O (0.1 Represents the Application ServiceExperienceE
Server Instance (IP address or xt
FQDN of the Application Server).

svcExpPerFlows |array(ServiceExp | M |1..N Each element represents service
eriencelnfoPerFlo experience for each service flow.
w)

gpsis array(Gpsi) O |1..N Each element represents external

UE identifier. (NOTE)

supis array(Supi) O |1..N SUPI identifying a UE. (NOTE)

contrWeights array(Uinteger) C |1.N Indicates the Service Experience |ServiceExperienceE
Contribution Weights of a list of xt2_eNA

UEs in the same sequence as in
the presented gpsis or supis list
of UEs. The weights indicate the
relative importance among the
elements of this array. The higher
the number, the higher the
importance.

NOTE: Either "gpsis" or "supis" shall be present. For untrusted AF, only "gpsis" is applicable. For trusted AF,
only "supis" is applicable.
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Attribute name Data type P |Cardinality Description Applicability
SsvCExprc SvcExperience M |1 Service experience.
timelntev TimeWindow M |1 Represents a start and stop time
of the measurement period for the
AF service experience.
dnai Dnai O |0.1 Indicates the DN Access
Identifiers representing location of
the service flow.
ipTrafficFilter Flowlnfo C J0.1 Identifies IP packet filter.(NOTE)
ethTrafficFilter EthFlowDescripti | C [(0..1 Identifies Ethernet packet
on filter.(NOTE)
NOTE:  Either "ipTrafficFilter" or "ethTrafficFilter" shall be provided.
5.6.2.9 Type SvcExperience
Table 5.6.2.9-1: Definition of type SvcExperience
Attribute name Data type P |Cardinality Description Applicability
mos Float M |1 Mean opinion score.
upperRange Float M |1 The upper value within the rating
scale range.
lowerRange Float M |1 The lower value within the rating
scale range.
5.6.2.10 Type UeMobilityCollection
Table 5.6.2.10-1: Definition of type UeMobilityCollection
Attribute name Data type P | Cardinality Description Applicability
gpsi Gpsi 0 |0..1 Identifies a UE. (NOTE 1)
[supi [Supi [0 ]o.1 [SUPI identifying a UE. (NOTE 1) |
appld Applicationld M |1 Identifies an application identifier.
allAppind boolean O |0..1 Indicates applicable to all AllApplications
applications if set to "true",
otherwise set to "false". Default
value is "false" if omitted.
(NOTE 2)
ueTrajs array(UeTrajectory |[M |1..N Identifies a list of UE moving
Collection) trajectories.
areas array(LocationArea [O [1..N Indicates a list of areas used by UeMobilityExt_ AIML
5G) the AF for the application service.
NOTE 1: Either gpsi or supi shall be present. For untrusted AF, only gpsi is applicable. For trusted AF, only supi is
applicable.
NOTE 2: If the "allAppInd" attribute is present and set to "true”, then the value in the "appld" shall be ignored, which
indicates the collected UE mobility information is applicable to all the applications for the UE.
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Type UeCommunicationCollection

Attribute name Data type P | Cardinality Description Applicability
gpsi Gpsi O (0.1 Identifies a UE. (NOTE 1)
|supi |Supi |0 Jo.1 |SUPI identifying a UE. (NOTE 1) |
exterGroupld ExtGroupld O (0.1 Identifies an external group of
UEs. (NOTE 2)
interGroupld Groupld O |0.1 Identifies an internal group of
UEs. (NOTE 2)
appld Applicationid M |1 Identifies an application identifier.
expectedUeBehave |CpParameterSet ([ O |0..1 Indicates the Expected UE UeCommunicationEx
Para Behaviour parameters. (NOTE 3) |t eNA
comms array(Communic M |1..N This attriputg co.ntains a.Iist of
ationCollection) communication information.

NOTE 1: Either "gpsi" or "supi" shall be present. For untrusted AF, only "gpsi" is applicable. For trusted AF, only
"supi" is applicable.

NOTE 2: "interGroupld" attribute only applies to trusted AF and "exterGroupld" only applies to untrusted AF.
NOTE 3: The "setld", "self" and "validityTime" attributes included in CpParameterSet data type are not applicable to
this attribute.
5.6.2.12 Type UeTrajectoryCollection
Table 5.6.2.12-1: Definition of type UeTrajectoryCollection
Attribute name Data type P [ Cardinality Description Applicability

ts DateTime M (1 This attribute identifies the
timestamp when the UE enters
the location.

locArea LocationArea5G M |1 This attribute includes the location
information of the UE.

5.6.2.13 Type CommunicationCollection
Table 5.6.2.13-1: Definition of type CommunicationCollection
Attribute name Data type P | Cardinality Description Applicability

startTime DateTime M |1 Identifies the timestamp this
communication starts.

endTime DateTime M (1 Identifies the timestamp this
communication stops.

ulVol Volume M |1 Identifies the uplink traffic
volume. (NOTE)

diVol Volume M |1 Identifies the downlink traffic
volume. (NOTE)

NOTE: If there is no traffic volume in the uplink or downlink, then the corresponding "ulVol" attribute or "dIVol"

attribute shall be set to zero value.
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more exception information.
(NOTE 2)

Attribute name Data type P |Cardinality Description Applicability
ipTrafficFilter Flowlnfo C |0.1 Identifies IP flow.(NOTE 1)
ethTrafficFilter EthFlowDescripti | C [0..1 Identifies Ethernet flow.(NOTE 1)
on
exceps array(Exception) | M |1..N Contains the description of one or

NOTE 1: Either "ipTrafficFilter" or "ethTrafficFilter" shall be provided.
NOTE 2: Only "excepld”, "excepLevel" and "excepTrend" within the Exception data type as defined in
3GPP TS 29.520 [19] apply to the Exceptioninfo data type.

5.6.2.15

Table 5.6.2.15-1: Definition of type UserDataCongestionCollection

Type UserDataCongestionCollection

Attribute name Data type P | Cardinality Description Applicability
appld Applicationid C 0.1 Indicates an application identifier.
(NOTE)
ipTrafficFilter Flowlnfo C 0.1 Identifies IP packet filter. (NOTE)
timelnterv TimeWindow (0] 0.1 Represents a start and stop time
interval of the measurement period
for the AF application.
thrputUl BitRate (0] 0.1 Indicates the average uplink
throughput over the measurement
period.
thrputDI BitRate (0] 0.1 Indicates the average downlink
throughput over the measurement
period.
thrputPkUI BitRate 0] 0.1 Indicates the peak uplink throughput
over the measurement period.
thrputPkDI BitRate 0] 0.1 Indicates the peak uplink throughput
over the measurement period.
NOTE: Either "appld" or "ipTrafficFilter" shall be provided.
5.6.2.16 Type PerformanceDataCollection
Table 5.6.2.16-1: Definition of type PerformanceDataCollection
Attribute name Data type P | Cardinality Description Applicability
appld Applicationld o] 0.1 Indicates an application identifier.
uelpAddr IpAddr 0] 0.1 Identifies the IP address of an UE.
ipTrafficFilter Flowlnfo ©) 0.1 Identifies IP packet filter.
uelLoc LocationArea5G (@) 0..1 Represents the UE location.
appLocs array(Dnai) o] 1..N Represents the application locations.
asAddr AddrFgdn @) 0.1 Represents the IP address or FQDN
of the Application Server. (NOTE 1)
perfData PerformanceData M 1 Indicates the performance data.
(NOTE 2)
timeStamp DateTime M 1 It defines the timestamp when the
provided data is generated.
NOTE 1: If the "asAddr" attribute is included, either the "ipAddr" attribute or the "fqdn" attribute in the AddrFgdn data
type shall be provided.
NOTE 2: If the feature "PerformanceDataExt_AIML" is supported, the attribute "perfData" indicates the UL/DL
performance data.
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Table 5.6.2.17-1: Definition of type PerformanceData

Attribute name Data type P [ Cardinality Description Applicability
pdb PacketDelBudget o] 0.1 Indicates average Packet Delay.
pdbDlI PacketDelBudget (0] 0.1 Indicates average downlink Packet PerformanceData
Delay. Ext_AIML
maxPdbUI PacketDelBudget @) 0.1 Indicates Maximum uplink Packet PerformanceData
Delay. Ext_AIML
maxPdbDI PacketDelBudget (0] 0.1 Indicates Maximum downlink Packet |PerformanceData
Delay. Ext_AIML
plr PacketLossRate (©) 0..1 Indicates average Loss Rate.
plrDI PacketLossRate o 0.1 Indicates average downlink Loss PerformanceData
Rate. Ext_AIML
maxPIrUl PacketLossRate 0] 0.1 Indicates Maximum uplink Loss Rate. |PerformanceData
Ext_AIML
maxPIrDI PacketLossRate o 0.1 Indicates Maximum downlink Loss PerformanceData
Rate. Ext_AIML
thrputUl BitRate (0] 0.1 Indicates the average uplink
throughput.
maxThrputUI BitRate (0] 0.1 Indicates the Maximum uplink PerformanceData
throughput. Ext AIML
minThrputUI BitRate 0] 0.1 Indicates the Minimum uplink PerformanceData
throughput. Ext_ AIML
thrputDI BitRate (0] 0.1 Indicates the average downlink
throughput.
maxThrputDI BitRate (0] 0.1 Indicates the Maximum downlink PerformanceData
throughput. Ext_AIML
minThrputDI BitRate 0] 0.1 Indicates the Minimum downlink PerformanceData
throughput. Ext AIML
5.6.2.18 Type AddrFqgdn
Table 5.6.2.18-1: Definition of type AddrFgdn
Attribute name Data type P | Cardinality Description Applicability
ipAddr IpAddr o] 0.1 Indicates an IP address.
fgdn string (@) 0..1 Indicates an FQDN.
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Table 5.6.2.19-1: Definition of type CollectiveBehaviourFilter

IDs that fulfill a collective behaviour
within the area of interest.

This attribute shall set to "true" if
request the list of UE IDs, otherwise,
set to "false".

Attribute name Data type P [ Cardinality Description Applicability
type CollectiveBehaviou | M 1 Parameter type for collective
rFilterType behaviour information event filter.
value string M 1 Value of the parameter type as in
"type" attribute.
collBehAttr array(PerUeAttribut | O 1.N Contains values of collective ExtEventFilters
e) behaviour attributes, at least one of
which shall match for an AF event to
be sent. If provided, the
attributes "type" and "value" may be
ignored.
dataProcType DataProcessingTy | O 0.1 Contains the type of processing that |ExtEventFilters
pe shall have been performed on the
data for an AF event to be sent. If
provided, the attributes "type" and
"value" may be ignored.
listOfUelnd boolean (0] 0.1 Indicates whether request list of UE
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Attribute name

Data type

Cardinality

Description

Applicability

colAttrib

array(PerUeAttribut
e)

P
C

1..N

The list of collective attribute values.
If the "colAttrib" attribute contains
multiple entries, then a UE is
considered to fulfil the behaviour if it
fulfils the behaviour described by at
least one of the elements of the
array.

This attribute shall be provided if the
"RelativeProximity" feature is not
supported.

noOfUes

integer

Identifies the total number of UEs
that fulfil a collective behaviour within
the area of interest.

applds

array(Applicationld)

Indicates the identifiers of the
applications providing this
information.

extUelds

array(Gpsi)

Gpsi information of the UEs that fulfil
the collective behaviour with in the
area of the interest. May only be
present if the "listOfUe" attribute is
subscribed and sets to "true”.
(NOTE)

uelds

array(Supi)

Supis of UEs that fulfil the collective
behaviour with in the area of the
interest. May only be present if the
"listOfUe" attribute is subscribed and
sets to "true". (NOTE)

collisionDist

Uinteger

Indicates the collision risk distance in
units of centimeters.

RelativeProximity

absDirs

array(Direction)

Indicates the heading of the UE
movement with respect to the true
north.

RelativeProximity

relDirs

array(RelativeDirec
tion)

Indicates the heading of the UE
movement with respect to another
UE.

RelativeProximity

ueTrajectory

UeTrajectoryCollec
tion

Timestamped UE positions.

RelativeProximity

confidence

Uinteger

Indicates the confidence on the
relative proximity data.
Minimum = 0. Maximum = 100.

RelativeProximity

NOTE:

Only one of "extUelds" or "uelds" shall be provided. "uelds" attribute may only be provided by trusted AF.
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Attribute name Data type P [ Cardinality Description Applicability
gpsi Gpsi C 0.1 Indicates external UE identifier.
(NOTE 1)
supi Supi C 0.1 Indicates internal UE identifier,
represents a SUPI identifying a UE.
(NOTE 1)
ueAddr IpAddr C 0..1 Indicates UE IP address. (NOTE 1)
timeStamp DateTime C 0.1 It defines the time stamp when the EnhDataMgmt
data volume information is
generated.
Shall be present if available.
dataUsage UsageThreshold M 1 Data volume exchanged for the UE.
(NOTE 3)
flowDesp FlowDescription C 0.1 Represents IP 5-tuple with protocol,
IP address and port for UL/DL
application traffic. (NOTE 2)
appld Applicationid C 0.1 Indicates an Application Identifier.
(NOTE 2)
dnais array(Dnai) (0] 1..N Indicates the DN Access ldentifiers
representing location of the service
flow.
May only be provided if the "ueAddr"
attribute is provided.
appDur DurationSec @) 0.1 Indicates the duration for the
application.
NOTE 1: One of the "supi", "gpsi" or "ueAddr" attribute shall be provided.
NOTE 2: If the "ueAddr" attribute is provided, either the "appld" or "flowDesp" attribute shall be provided.
NOTE 3: The "duration" attribute within the UsageThreshold data type is not applicable.

5.6.2.22

Type PerUeAttribute

Table 5.6.2.22-1: Definition of type PerUeAttribute

Attribute name Data type P | Cardinality Description Applicability
ueDest LocationArea5G M 1 Expected final location of UE based
on the route planned.
route string o 0.1 Planned path of movement by a UE
application (e.g. a navigation app).
The format is based on the SLA.
avgSpeed BitRate o] 0.1 Expected speed over the route
planned by a UE application.
timeOfArrival DateTime 0] 0.1 Expected Time of arrival to
destination based on the route
planned.
5.6.2.23 Type MsQoeMetricsCollection
Table 5.6.2.23-1: Definition of type MsQoeMetricsCollection
Attribute name Data type P [Cardinality Description Applicability
msQoeMetrics array(string) M 1..N Represents the Media Streaming

Quality of Experience metrics with
formatting as specified in

clause 11.4.3 of

3GPP TS 26.512 [30], if required for
the QoE metrics for Media Streaming
UE Application.
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5.6.2.24 Type MsConsumptionCollection

Table 5.6.2.24-1: Definition of type MsConsumptionCollection

Attribute name Data type P [ Cardinality Description Applicability
msConsumps array(string) M 1..N Represents the Media Streaming

Consumption reports with formatting
as specified in clause 11.3.3 of
3GPP TS 26.512 [30], if required for
Media Streaming UE Application.

5.6.2.25 Type MsNetAssInvocationCollection

Table 5.6.2.25-1: Definition of type MsNetAssIinvocationCollection

Attribute name Data type P | Cardinality Description Applicability
msNetAssinvocs |array(NetworkAssis | M 1..N Indicate Media Streaming Network
tanceSession) Assistance invocation information as
specified in clause 11.6.3.1 of
3GPP TS 26.512 [30].

5.6.2.26 Type MsDynPolicylnvocationCollection

Table 5.6.2.26-1: Definition of type MsDynPolicylnvocationCollection

Attribute name Data type P [Cardinality Description Applicability
msDynPlylnvocs |array(DynamicPolic | M 1..N Represent the Media Streaming
y) Dynamic Policy invocation as
specified in clause 11.5.3.1 of
3GPP TS 26.512 [30].

5.6.2.27 Type MSAccessActivityCollection

Table 5.6.2.27-1: Definition of type MSAccessActivityCollection

Attribute name Data type P | Cardinality Description Applicability
msAccActs array(MediaStream | M 1..N Indicate Media Streaming access
ingAccessRecord) activities information as specified in
clause 17.2 of 3GPP TS 26.512 [30].
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Type DatVolTransTimeCollection

Table 5.6.2.28-1: Definition of type DatVolTransTimeCollection
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Attribute name Data type P [ Cardinality Description Applicability

appld Applicationld o] 0..1 Identifier of the application at the AF.

appServerinst AddrFqdn (0] 0.1 Represents the Application Server
Instance (IP address/FQDN of the
Application Server).

gpsi Gpsi (0] 0.1 Each element represents a GPSI for
a UE.

supi Supi (0] 0.1 Each element represents a SUPI for
a UE.

ulTransVol Volume o 0.1 The volume of the uplink transmitted
data. (NOTE 1)

diTransVol Volume o] 0.1 The volume of the downlink
transmitted data. (NOTE 1)

ulTransTimeDur [TimeWindow (0] 0.1 Indicates the start and end time for
sending the volume of uplink data.
(NOTE 2)

diTransTimeDur [TimeWindow (0] 0.1 Indicates the start and end time for
sending the volume of downlink data.
(NOTE 2)

NOTE 1: At least one of "ulTransVol" or "dITransVol" shall be provided.

NOTE 2: At least one of "ulTransTimeDur" or "dITransTimeDur" shall be provided.

5.6.3

5.6.3.1 Introduction

Simple data types and enumerations

This clause defines simple data types and enumerations that can be referenced from data structures defined in the

previous clauses.

5.6.3.2

Simple data types

The simple data types defined in table 5.6.3.2-1 shall be supported.

Table 5.6.3.2-1: Simple data types

Type Name

Type Definition

Description

Applicability

5.6.3.3

Enumeration: AfEvent

The enumeration AfEvent represents the application events that can be subscribed/notified. It shall comply with the

provisions defined in table 5.6.3.3-1.
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Enumeration value

Description

Applicability

SVC_EXPERIENCE

Indicates that the event subscribed/notified is service
experience information for an application.

ServiceExperience

data information.

UE_MOBILITY Indicates that the event subscribed/notified is UE mobility UeMobility
information.

UE_COMM Indicates that the event subscribed/notified is UE UeCommunication
communication information.

EXCEPTIONS Indicates that the event subscribed/notified is exceptions Exceptions
information.

USER_DATA_CONGESTION Indicates that the event subscribed/notified is user data UserDataCongestion
congestion analytics related information.

PERF_DATA Indicates that the event subscribed/notified is performance PerformanceData

COLLECTIVE_BEHAVIOUR

Indicates that the event subscribed/notified is collective
behaviour information.

If the "RelativeProximity" feature is supported, this event is
also applicable for relative proximity data collection.

CollectiveBehaviour
RelativeProximity

Streaming Consumption reports.

DISPERSION Indicates that the event subscribed/notified is dispersion Dispersion
information.

MS_QOE_METRICS Indicates that the event subscribed/notified is Media MSQoeMetrics
Streaming QoE metrics.

MS_CONSUMPTION Indicates that the event subscribed/notified is Media MSConsumption

MS_NET_ASSIST_INVOCATIO
N

Indicates that the event subscribed/notified is Media
Streaming Network Assistance invocation.

MSNetAssInvocation

MS_DYN_POLICY_INVOCATIO
N

Indicates that the event subscribed/notified is Media
Streaming Dynamic Policy invocation.

MSDynPolicylnvocat
ion

Assistance Data Collection.

MS_ACCESS_ACTIVITY Indicates that the event subscribed/notified is Media MSAccessActivity
Streaming access activity.
GNSS_ASSISTANCE_DATA Indicates that the subscribed/notified event is GNSS GNSSAssistData

DATA_VOLUME_TRANSFER_
TIME

Indicates that the event subscribed is data volume transfer
time information.

DataVolTransferTim

e

5.6.34 Enumeration:

CollectiveBehaviourFilterType

The enumeration CollectiveBehaviourFilterType represents the parameter type for collective behaviour information
filtering. It shall comply with the provisions defined in table 5.6.3.4-1.

Table 5.6.3.4-1: Enumeration CollectiveBehaviourFilterType

Enumeration value

Description

Applicability

COLLECTIVE_ATTRIBUTE

Indicates that the parameter type is collective attributes.

DATA_PROCESSING

Indicates that the parameter type is data processing.

5.6.3.5 Enumeration:

DataProcessingType

The enumeration DataProcessingType represents the type of data processing performed by the AF during UE data
collection. It shall comply with the provisions defined in table 5.6.3.5-1.

Table 5.6.3.5-1: Enumeration DataProcessingType

Enumeration value

Description

Applicability

AGGREGATION

Used for aggregated data.

NORMALIZATION

Used for normalized data.

ANONYMIZATION

Used for anonymized data.
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5.6.3.6 Enumeration: RelativeDirection

The enumeration RelativeDirection represents the relative heading of the UE movement with respect to another UE. It
shall comply with the provisions defined in table 5.6.3.6-1.

Table 5.6.3.6-1: Enumeration RelativeDirection

Enumeration value Description Applicability

ABOVE Indicates that UE movement with respect to another UE is
above.

BELOW Indicates that UE movement with respect to another UE is
below.

LEFT Indicates that UE movement with respect to another UE is
left.

RIGHT Indicates that UE movement with respect to another UE is
right.

BEFORE Indicates that UE movement with respect to another UE is
before.

AFTER Indicates that UE movement with respect to another UE is
after.

5.7 Error handling

5.7.1 General
HTTP error handling shall be supported as specified in clause 5.2.4 of 3GPP TS 29.500 [5].

For the Naf_EventExposure API, HTTP error responses shall be supported as specified in clause 4.8 of

3GPP TS 29.501 [6]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [5] shall be
supported for an HTTP method if the corresponding HT TP status codes are specified as mandatory for that HTTP
method in table 5.2.7.1-1 of 3GPP TS 29.500 [5].

In addition, the requirements in the following clauses are applicable for the Naf_EventExposure API.

57.2 Protocol Errors

In this Release of the specification, there are no service specific protocol errors applicable for the Naf_EventExposure
API.

5.7.3  Application Errors

The application errors defined for the Naf_EventExposure service are listed in table 5.7.3-1.

Table 5.7.3-1: Application errors

Application Error HTTP status code Description
MUTING_INSTR_NOT_ACC |403 Forbidden Indicates that the muting instructions received by the NF
EPTED service consumer cannot be accepted.

5.8 Feature negotiation

The optional featuresin table 5.8-1 are defined for the Naf_EventExposure API. They shall be negotiated using the
extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [5].
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Table 5.8-1: Supported Features
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Feature number

Feature Name

Description

1

ServiceExperience

This feature indicates support for the event related to service
experience.

N

UeMobility

This feature indicates support for the event related to UE mobility.

UeCommunication

This feature indicates support for the event related to UE
communication information.

Exceptions

This feature indicates support for the event related to exception
information.

ES3XX

Extended Support for 3xx redirections. This feature indicates the
support of redirection for any service operation, according to
Stateless NF procedures as specified in clauses 6.5.3.2 and 6.5.3.3
of 3GPP TS 29.500 [5] and according to HTTP redirection principles
for indirect communication, as specified in clause 6.10.9 of

3GPP TS 29.500 [5].

EneNA

This feature indicates support for the enhancements of network
data analytics requirements.

UserDataCongestion

This feature indicates support for the event related to User Data
Congestion Analytics related information.

PerformanceData

This feature indicates support for the event related to performance
data information.

Dispersion

This feature indicates support for the event related to Dispersion
Analytics related information.

10

CollectiveBehaviour

This feature indicates support for the event related to collective
behaviour information.

11

ServiceExperienceExt

This feature indicates support for the extensions to the event related
to service experience, including reporting Application Server
Instance. Supporting this feature also requires the support of
feature ServiceExperience.

12

MSQoeMetrics

This feature indicates support for the event related to Media
Streaming QoE metrics for UE Application collected via the Data
Collection AF.

13

MSConsumption

This feature indicates support for the event related to Media
Streaming Consumption reports for UE Application collected via the
Data Collection AF.

14

MSNetAssInvocation

This feature indicates support for the event related to Media
Streaming Network Assistance invocation for UE Application
collected via the Data Collection AF.

15

MSDynPolicylnvocation

This feature indicates support for the event related to Media
Streaming Dynamic Policy invocation for UE Application collected
via the Data Collection AF.

16

MSAccessActivity

This feature indicates support for the event related to Media
Streaming access activity for UE Application collected via the Data
Collection AF.

17

DataAccProfileld

This feature indicates support for Data Access Profile Identifier.

18

AllApplications

This feature indicates applicable to all the applications.

19

GNSSAssistData

This feature indicates the support of the GNSS Assistance Data
Collection functionality as part of the enhancements to the 5G LCS
functionality.

The following functionalities are supported:
- GNSS Assistance Data Collection.

20

PerformanceDataExt_AIML

This feature indicates the support for the extensions of the analytics
related to DN performance supporting AIML, including support of
Max/Min UL/DL data collection on packet delay, pack loss and
throughput. Supporting this feature also requires the support of
feature PerformanceData.

21

UeMobilityExt_AIML

This feature indicates support for further extensions to the event
related to UE mobility supporting AIML including support of list of
application service area collection. Supporting this feature also
requires the support of feature UeMobility.

22

EnPerformanceData

This feature indicates support for the enhancements of performance
data. This feature requires the support of the PerformanceData
feature.

23

UeCommunicationExt_eNA

This feature indicates support for the enhancements of UE
Communication, including support of ordering criterion. Supporting
this feature also requires the support of UeCommunication feature.
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24 ServiceExperienceExt2_eNA |This feature indicates support for the extensions to the event related
to service experience supporting eNA, including Service Experience
Contribution Weights. Supporting this feature also requires the
support of feature ServiceExperience.

25 EnhDataMgmt Indicates the support of enhanced data management mechanisms.
Supporting this feature also requires the support of feature EneNA.

26 ExtEventFilters Indicates support of extended AF event filters.

27 DataVolTransferTime This feature indicates support for the event related to data volume
transfer time.

28 MSEventExposure This feature indicates the support for Media Streaming event
exposure.

This feature is recommended to be implemented to avoid the usage
of the deprecated attributes.

29 PerEventRepReq This feature indicates the support of the per-event reporting
requirements management functionality.

The following functionalities are supported:
- Provisioning/updating the reporting requirements on a per
subscribed event granularity.

30 RelativeProximity This feature indicates the support of providing confidence
information of the relative proximity data. Supporting this feature
requires the support of the CollectiveBehaviour feature.

5.9 Security

TLS shall be used to support the security communication between the NF Service Consumer and the AF as defined in
clause 12.3 and clause 13.1 of 3GPP TS 33.501 [14].

If the AF istrusted, asindicated in 3GPP TS 33.501 [14] and 3GPP TS 29.500 [5], the access to the
Naf_EventExposure APl may be authorized by means of the OAuth 2.0 protocol (see IETF RFC 6749 [15]), based on
local configuration, using the "Client Credentials' authorization grant, where the NRF (see 3GPP TS 29.510 [16]) plays
the role of the authorization server.

If OAuth 2.0 isused, an NF Service Consumer, prior to consuming services offered by the Naf_EventExposure API,
shall obtain a"token" from the authorization server, by invoking the Access Token Request service, as described in
3GPP TS 29.510[16], clause 5.4.2.2.

NOTE: When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF
that the NF Service Consumer used for discovering the Naf_ EventExposure service.

The Naf_EventExposure API defines a single scope "naf-eventexposure” for the entire service, and it does not define
any additional scopes at resource or operation level.

If the AF isuntrusted, the accessto Naf_EventExposure API shall be authorized by means of OAuth2 protocol (see
IETF RFC 6749 [15]), based on local configuration, using the " Client Credentials’ authorization grant. If OAuth2 is
used, a NF Service Consumer (e.g. NEF), prior to consuming services offered by the Naf_EventExposure API, shall
obtain a "token" from the authorization server.
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Annex A (normative):
OpenAPI specification

Al General

This Annex is based on the OpenAPI Specification [8] and provides corresponding representations of all APIs defined
in the present specification.

NOTE 1: An OpenAPIs representation embeds JSON Schema representations of HT TP message bodies.

This Annex shall take precedence when being discrepant to other parts of the specification with respect to the encoding
of information elements and methods within the API(s).

NOTE 2: The semantics and procedures, as well as conditions, e.g. for the applicability and allowed combinations
of attributes or values, not expressed in the OpenAPI definitions but defined in other parts of the
specification also apply.

Informative copies of the OpenAPI specification files contained in this 3GPP Technical Specification are available on a
Git-based repository that uses the GitLab software version control system (see clause 5B of the 3GPP TR 21.900 [11]
and clause 5.3.1 of the 3GPP TS 29.501 [6] for further information).

The security scheme defined below for the Naf_EventExposure API shows the case when the AF isin untrusted domain
and the "scopes” and "tokenUrl" are undefined. For the trusted AF, the "scopes' definition shall use " naf-
eventexposure" and the "tokenUrl" definition shall use "{ nrfApiRoot} /oauth2/token".

A.2  Naf EventExposure API

openapi: 3.0.0

i nfo:
version: 1.3.2
title: Naf_Event Exposure
description: |
AF Event Exposure Service.
© 2025, 3GPP Organizational Partners (ARI B, ATIS, CCSA, ETSI, TSDSI, TTA, TTO).
Al rights reserved.

ext er nal Docs:
description: >
3GPP TS 29.517 V18.10.0; 5G System Application Function Event Exposure Service; Stage 3.
url: https://ww. 3gpp. org/ftp/ Specs/ archivel/ 29 _series/29. 517/

servers:
- url: '{api Root}/naf - event exposure/vl'
vari abl es:
api Root :
default: https://exanple.com
description: api Root as defined in clause 4.4 of 3GPP TS 29. 501

security:
- {}
- OAuth2d ientCredentials: []

pat hs:
/ subscri ptions:
post :

summary: Creates a new | ndividual Application Event Exposure Subscription resource
operationld: PostAf Event Exposur eSubsc
t ags:

- Application Event Subscription (Collection)
request Body:

required: true

content:

application/json:
schema:
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$ref: ' #/ conponents/schenas/ Af Event Exposur eSubsc'
responses:
'201":
description: Success
content:
application/json:
schena:
$ref: ' #/ conponent s/ schenas/ Af Event Exposur eSubsc'
header s:
Locati on:
description: >
Contains the URI of the created individual application event subscription resource
required: true
schema:
type: string

' 4g?ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 400°
' 4grlef : ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 401’
' 4g§ef © ' TS29571_ConmonDat a. yani #/ conponent s/ r esponses/ 403’
' 4g?ef ;' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 404’
' 4érlef © ' TS29571_ConmonDat a. yani #/ conponent s/ r esponses/ 411’
' 4é§ef ;' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 413’
' 4ér5ef : ' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 415'
' 4;?ef ;' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 429’
' 5g(r)ef ;' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 500'
' 5grzef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 502’

ngef : ' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 503"
deé?::‘? K TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ def aul t'

cal | backs:

Af Event Exposur eNot i f :
" {$request. body#/ notifUri}":
post :
request Body:
required: true

content:

application/json:

schema:
$ref: ' #/ conponents/schenas/ Af Event Exposur eNot i f'
responses:

'204":

description: No Content, Notification was successful
' 307" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 307"
' 308" :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 308"
' 400" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 400
'401":

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 401’
' 403" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 403"
' 404" :

$ref: ' TS29571 CommonDat a. yanl #/ conponent s/ r esponses/ 404’
"411":

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 411"
'413":

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 413’
'415':

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 415'
'429':

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 429’
' 500" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 500
'502":

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 502'
' 503" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 503"
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defaul t:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ def aul t'

/ subscri ptions/{subscriptionld}:
get:
summary: "Reads an existing Individual Application Event Subscription"
operationld: GetAf Event ExposureSubsc
tags:
- I'ndividual Application Event Subscription (Docunent)
par anet ers
- name: subscriptionld
in: path
description: Application Event Subscription |ID
required: true
schena:
type: string
- name: supp-feat
in: query
description: Features supported by the NF service consuner
required: false

schema
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Suppor t edFeat ur es
responses

' 200

description: OK Resource representation is returned

content:

application/json
schema:
$ref: ' #/ conponent s/ schemas/ Af Event Exposur eSubsc

' 307

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 307
' 308"

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 308
' 400

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 400
'401"

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 401
' 403"

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 403
' 404’

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 404
' 406'

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 406
' 429’

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 429
' 500

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 500
' 502

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 502
' 503"

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 503
defaul t:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ def aul t

put:
summary: "Modifies an existing |Individual Application Event Subscription "
operationld: PutAf Event Exposur eSubsc
tags:
- I'ndividual Application Event Subscription (Docunent)
request Body:
required: true
content:
application/json
schena:
$ref: '#/ conponents/schenas/ Af Event Exposur eSubsc
par anmet ers
- name: subscriptionld
in: path
description: Application Event Subscription |ID
required: true

schema:
type: string
responses
' 200
description: OK Resource was successfully nodified and representation is returned
content:
application/json
schema
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$ref: ' #/ conponent s/ schemas/ Af Event Exposur eSubsc'’

' 23‘e}'slcri ption: No Content. Resource was successfully nodified
' 3grYef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 307"
' 3g?ef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 308’
' 4g?ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 400'
' 4grlef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 401’
' 4gfef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 403’
' 4gfef ;' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 404’
' 4érlef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 411’
' 4é?ef : ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 413’
' Aéfef © ' TS29571_ConmonDat a. yani #/ conponent s/ r esponses/ 415’
' 4§?ef ;' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 429’
' Sg?ef © ' TS29571_ConmonDat a. yani #/ conponent s/ r esponses/ 500°
' 5grzef ;' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 502'
dsgfefé ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 503’
efaul t:

$ref: ' TS29571_CommonDat a. yaml #/ conponent s/ r esponses/ def aul t'

del ete:
summary: "Cancel s an existing |ndividual Application Event Subscription "
operationld: Del et eAf Event Exposur eSubsc
tags:
- I'ndividual Application Event Subscription (Docunent)
par amet ers:
- nane: subscriptionld
in: path
description: Application Event Subscription |ID
required: true

schema:
type: string
responses:

'204":

description: No Content. Resource was successfully del eted
' 307" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 307"
' 308" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 308"
' 400" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 400
'401":

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 401"
' 403" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 403"
' 404" :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 404’
'429':

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 429"
' 500" :

$ref: ' TS29571 CommonDat a. yanl #/ conponent s/ r esponses/ 500’
'502":

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 502"
' 503" :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 503’
defaul t:

$ref: ' TS29571_CommonDat a. yaml #/ conponent s/ r esponses/ def aul t'

conponents:
securitySchenes:
oAut h2d i ent Credenti al s:
type: oaut h2
flows:
clientCredential s:

tokenUrl: '{tokenUri}'
scopes: {}
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description: >
For trusted AF, the 'naf-eventexposure' shall be used as 'scopes' and
"{nrfApi Root}/oaut h2/token' shall be used as 'tokenUri'.

schemas:
Af Event ExposureNot i f:
description: >

Represents notifications on application event(s) that occurred for an Individual Application
Event Subscription resource.

type: object
properties:
notifld:
type: string
event Noti f s:
type: array
items:

$ref: '#/ conponents/schemas/ Af Event Notification'
mnltems: 1
required:
- notifld
- eventNotifs

Af Event Exposur eSubsc:
description: Represents an Individual Application Event Subscription resource.
type: object
properties:
dat aAccProf | d:
type: string
event sSubs:
type: array
itens:
$ref: ' #/ conponent s/ schemas/ Event sSubs'
mnltems: 1
event sRepl nf o:
$ref: ' TS29523_Npcf _Event Exposure. yanl #/ conponent s/ schemas/ Repor ti ngl nf or nati on’

notifUri:

$ref: ' TS29571 CommonDat a. yani #/ conponent s/ schemas/ Uri '
notifld:

type: string
event Noti fs:

type: array

itens:

$ref: '#/ conponents/schemas/ Af Event Noti fication'

mnltems: 1
suppFeat :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Suppor t edFeat ur es'

required:

- event sSubs
- eventsRepl nfo
- notifld
- notifUri

Af Event Noti ficati on:
description: Represents information related to an event to be reported.
type: object
properties:
event:
$ref: '#/ conponents/schenas/ Af Event'
ti meSt anp:
$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ schenas/ Dat eTi ne'
svcExpr cl nf os:
type: array
itens:
$ref: ' #/ conmponent s/ schemas/ Servi ceExperi encel nf oPer App'
mnltems: 1
ueMbbi | i tyl nfos:
type: array
itemns:
$ref: ' #/ conponents/schenas/ UeMbilityColl ection'
mnltems: 1
ueConml nf os:
type: array
itens:
$ref: '#/ conponents/schenas/ UeConmuni cati onCol | ection’
mnltems: 1
excepl nf os:
type: array
itens:
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$ref: ' #/ conponents/schemas/ Excepti onl nf o'
mnltems: 1
congesti onl nf os:
type: array
items:
$ref: '#/ conponents/schenmas/ User Dat aCongesti onCol | ecti on'
mnltens: 1
per f Dat al nf os:
type: array
items:
$ref: ' #/ conponents/schenas/ Perfor manceDat aCol | ecti on'
mnltenms: 1
di sper si onl nf os:
type: array
items:
$ref: ' #/ conponents/schenas/ Di spersionCol | ection’
mnltems: 1
col I Bhvr I nfs:
type: array
itens:
$ref: '#/ conponents/schenas/ Col | ecti veBehavi our | nf o'
mnltems: 1
msQoeMet r | nf os:
type: array
items:
$ref: '#/ conponents/schenas/ MsQoeMetricsCol | ecti on'
mnltems: 1
deprecated: true
msQoeMetri cs:
type: array
itens:
$ref: ' TS26512_Event Exposure. yanl #/ conponent s/ schemas/ QoEMet ri csCol | ecti on'
mnltems: 1
description: Represents the Media Stream ng Q0E metrics event records.
nsConsunpl nf os:
type: array
itemns:
$ref: '#/ conponents/schemas/ MsConsunpti onCol | ecti on’
mnltems: 1
deprecated: true
msConsunpRpt s:
type: array
itens:
$ref:
' TS26512_Event Exposur e. yam #/ conponent s/ schemas/ Consunpt i onReporti nguni t sCol | ecti on’
mnltenms: 1
description: Represents the Media Stream ng Consunption event records.
msNet Assl nvl nf os:
type: array
items:
$ref: '#/ conponents/schemas/ MsNet Assl nvocati onCol | ecti on'
mnltenms: 1
deprecated: true
msNet Assi st | nvs:
type: array
items:
$ref:
' TS26512_Event Exposur e. yam #/ conponent s/ schenmas/ Net wor kAssi st ancel nvocat i onsCol | ecti on’
mnltenms: 1
description: >
Represents the Media Stream ng Network Assistance |nvocations event records.
msDynPl yl nvl nf os:
type: array
itens:
$ref: '#/ conponents/schemas/ MsDynPol i cyl nvocati onCol | ecti on’
mnltems: 1
deprecated: true
nsDynPl yl nvs:
type: array
itens:
$ref:
' TS26512_Event Exposur e. yanl #/ conponent s/ schenas/ Dynamni cPol i cyl nvocati onsCol | ecti on'
mnltems: 1
description: Represents the Media Stream ng Dynamic Policy |Invocations event records.
nmsAccAct | nf os:
type: array
itemns:
$ref: '#/ conponents/schemas/ MSAccessActi vityCol |l ection'
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mnltems: 1
deprecated: true
nmsAccesses:
type: array
items:
$ref: ' TS26512_Event Exposure. yan #/ conponent s/ schemas/ Medi aSt r eani ngAccessesCol | ecti on’
mnltenms: 1
description: Represents the Media Stream ng access event records.
gnssAssi st Dat al nf o:
$ref: ' TS29591_Nnef _Event Exposure. yanl #/ conponent s/ schermas/ GNSSAssi st Dat al nf o
dat Vol Tr ansTi el nf os:
type: array
items:
$ref: '#/ conponents/schenas/ Dat Vol TransTi meCol | ecti on’
mnltens: 1
required:
- event
- timeStanp

Event sSubs:
description: Represents an event to be subscribed and the related event filter information.

type: object
properties:
event:

$ref: '#/ conponents/schenas/ Af Event'
eventFilter:
$ref: ' #/ conponents/schemas/EventFilter'
event Repl nf o:
$ref: ' TS29523 Npcf Event Exposure. yanl #/ conponent s/ schenmas/ Repor ti ngl nf or mat i on'
required:
- event
- eventFilter

EventFilter:
description: Represents event filter information for an event.
type: object
properties:
gpsi s:
type: array
items:
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenmas/ Gpsi '
mnltenms: 1
supi s:
type: array
items:
$ref: ' TS29571_CommonDat a. yami #/ conponent s/ schermas/ Supi '
mnltems: 1
ext er G oupl ds:
type: array
items:
$ref: ' TS29503_Nudm SDM yani #/ conponent s/ schemas/ Ext G- oupl d'
mnltenms: 1
i nter G oupl ds:

type: array
items:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ G- oupl d'

anyUel nd:

type: bool ean
uel pAddr:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ | pAddr'
appl ds:

type: array

itens:

$ref: ' TS29571 CommonDat a. yani #/ conponent s/ schenmas/ Appl i cationld’
mnltenms: 1
| ocArea:
$ref: ' TS29122_ CormmonDat a. yani #/ conponent s/ schenas/ Locat i onAr ea5G
collAttrs:
type: array
items:
$ref: ' #/ conponents/schemas/ Col | ecti veBehavi ourFilter'
mnltems: 1
excepti onRegs:
type: array
itens:
$ref: ' TS29520_Nnwdaf _Event sSubscri pti on. yanl #/ conponent s/ schenmas/ Excepti on'
mnltems: 1
oneCr :
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- required:
- required:
- required:
- required:
- required:
- required:

Servi ceExperi enc

[ gpsi s]

[ supi s]

[ ext er Groupl ds]
[i nter G oupl ds]
[ anyUel nd]

[ uel pAddr]

el nf oPer App:
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description: Contains service experience information associated with an application.

type: object
properties:
appl d:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schermas/ Appl i cati onl d'

appServerlns

$ref: ' #/ conponents/schemas/ Addr Fqdn'

svcExpPer Fl ows:

$ref: ' #/ conponents/schenas/ Servi ceExperi encel nf oPer Fl ow

$ref: ' TS29571 ConmonDat a. yanl #/ conponent s/ schenas/ Gopsi '

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Supi '

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Ui nt eger’

type: array
itens:
mnltens: 1
gpsi s:
type: array
itemns:
mnltems: 1
supi s:
type: array
items:
mnltenms: 1
cont r Wi ght's:
type: array
itens:
mnltenms: 1
required:

- svcExpPer Fl ows

Servi ceExperi encel nf oPer Fl ow.
description: Contains service experience information associated with a service flow

type: object
properties:
SVCExprc:

$ref: ' #/ conponents/schemas/ SvcExperi ence'

timelntev:

$ref: ' TS29122_CommonDat a. yam #/ conponent s/ schenas/ Ti neW ndow

dnai :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schermas/ Dnai '

ipTrafficFilter:

$ref: ' TS29122_CommonDat a. yam #/ conponent s/ schenas/ Fl ow nf o'

ethTrafficFilter:
$ref: ' TS29514_Npcf _Pol i cyAut hori zati on. yam #/ conponent s/ schemas/ Et hFl owDescri pti on'

SvcExperi ence:

description: Contains a nmean opinion score with the custom zed range.

type: object
properties:
nos:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Fl oat'

upper Range:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Fl oat '

| ower Range:

$ref: ' TS29571 CommonDat a. yanl #/ conponent s/ schenas/ Fl oat"'

UeMbbi | i tyCol | ecti on:

description: >

Contains UE nobility information associated with an application. If the allApplnd attribute

is present and set to true,

type: object
properties:
gpsi :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ Gpsi '

supi :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenmas/ Supi '

appl d:

then the value in the appld shall
the collected UE nobility information is applicable to all

be ignored, which indicates

the applications for the UE

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ Appl i cati onl d'

al | Appl nd:
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type: bool ean
description: >
I ndicates applicable to all applications if set to true, otherw se set to false.
Default value is false if onmitted.
ueTraj s:
type: array
items:
$ref: '#/ conponents/schenas/ UeTraj ectoryCol | ecti on’
mnltems: 1
ar eas:
type: array
items:
$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ schenas/ Locat i onAr ea5G
mnltems: 1
required:
- appld
- ueTrajs

UeCommruni cat i onCol | ecti on:
description: Contains UE comrunication information associated with an application.
type: object
properties:
gpsi :
$ref: 'TS29571 ConmonDat a. yanl #/ conponent s/ schenas/ Gopsi '
supi :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schermas/ Supi '
exter Groupl d:
$ref: ' TS29503_Nudm SDM yani #/ conponent s/ schenmas/ Ext Gr oupl d'

i nter Goupl d:
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schemas/ G- oupl d'
appl d:

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenmas/ Appl i cati onl d'
expect edUeBehavePar a:

$ref: ' TS29122_CpProvi si oni ng. yanl #/ conponent s/ schenmas/ CpPar anet er Set '
conms:

type: array

itemns:

$ref: '#/ conponents/schemas/ Cormuni cati onCol | ecti on’
mnltems: 1
required:

- appld
- conms

UeTraj ect oryCol | ecti on:
description: Contains UE trajectory information associated with an application.
type: object
properties:
ts:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Dat eTi e’
| ocAr ea:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schenas/ Locat i onAr ea5G
required:
- ts
- locArea

Communi cati onCol | ecti on:
description: Contains comrunication infornmation.
type: object
properties:
start Ti me:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Dat eTi e’
endTi me:
$ref: ' TS29571 ConmmonDat a. yanl #/ conponent s/ schenas/ Dat eTi e’
ul Vol :
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schermas/ Vol urre’
dl Vol :
$ref: ' TS29122_ CormmonDat a. yani #/ conponent s/ schenmas/ Vol unge'
required:
- startTime
- endTime
- ul Vol
- dl Vol

Except i onl nf o:
description: Represents the exceptions information provided by the AF.
type: object
properties:
ipTrafficFilter:
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$ref: ' TS29122 CommonDat a. yani #/ conponent s/ schenmas/ Fl owl nf o'
ethTrafficFilter:
$ref: ' TS29514_Npcf _Pol i cyAut hori zati on. yam #/ conponent s/ schemas/ Et hFl owDescri pti on'
exceps:
type: array
items:
$ref: ' TS29520_Nnwdaf _Event sSubscri pti on. yam #/ conponent s/ schemas/ Excepti on'
mnltens: 1
required:
- exceps
oneC :
- required: [ipTrafficFilter]
- required: [ethTrafficFilter]

User Dat aCongesti onCol | ecti on:
description: Contains User Data Congestion Analytics related information collection.

type: object
properties:
appl d:

$ref: ' TS29571 CommonDat a. yani #/ conponent s/ schemas/ Appl i cationl d’
ipTrafficFilter:

$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schenas/ Fl owl nf o'
timelnterv:

$ref: 'TS29122 ConmmonDat a. yanl #/ conponent s/ schenas/ Ti neW ndow

thrputU :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ Bi t Rat e’
thrputD :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat '
t hr put PkU :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ Bi t Rat e’
t hr put PkDI :

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat e’

oneCf:

- required: [appld]
- required: [ipTrafficFilter]

Per f or manceDat aCol | ecti on:
description: Contains Performance Data Anal ytics related information collection.
type: object
properties:
appl d:
$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schermas/ Appl i cati onl d'
uel pAddr:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenmas/ | pAddr'
ipTrafficFilter:
$ref: ' TS29122_CommonDat a. yam #/ conponent s/ schenas/ Fl ow nf o'

ueloc:

$ref: 'TS29122_CommonDat a. yan #/ conponent s/ schenas/ Locat i onAr ea5G
applLocs:

type: array

items:

$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schermas/ Dnai '
mnltems: 1

asAddr :
$ref: '#/ conponents/schemas/ Addr Fqdn'
per f Dat a:
$ref: '#/ conponents/schemas/ Perfor manceDat a'
ti meSt anp:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Dat eTi ne'
required:
- perfData
- timeStanp

Per f or manceDat a:
description: Contains Perfornmance Data.

type: object
properties:
pdb:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schermas/ Packet Del Budget '
pdbDi :
$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenmas/ Packet Del Budget '
maxPdbU :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schermas/ Packet Del Budget '
maxPdbD :
$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenmas/ Packet Del Budget '
plr:
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenmas/ Packet LossRat e’
plrD:
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$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenmas/ Packet LossRat e’

maxPl rU :
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ Packet LossRat e’
maxPl r Dl :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenmas/ Packet LossRat e’
thrputU :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat e’
maxThr put Ul :
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schenas/ Bi t Rat e’
m nThrput U :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat e’
thrputD :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Bi t Rat e’
maxThrput D :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat e’
m nThrputD :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Bi t Rat e’
Addr Fqdn:
description: |P address and/ or FCDN.
type: object
properties:
i pAddr :
$ref: ' TS29571 ConmonDat a. yanl #/ conponent s/ schenas/ | pAddr'
fqdn:

type: string
description: Indicates an FCDN.

Di spersionCol | ecti on:
description: Contains the dispersion information collected for an AF.

type: object
properties:
gpsi :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ Gpsi '
supi :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenmas/ Supi '
ueAddr :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schermas/ | pAddr’
ti meSt anp:
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenas/ Dat eTi ne'
dat aUsage:
$ref: ' TS29122_CommonDat a. yanl #/ conponent s/ schenas/ UsageThr eshol d'
f | owDesp:
$ref: ' TS29514_Npcf _Pol i cyAut hori zati on. yam #/ conponent s/ schemas/ Fl owDescri ption'
appl d:
$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schermas/ Appl i cati onl d'
dnai s:
type: array
items:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schermas/ Dnai '
mnltenms: 1

appbDur :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schemas/ Dur at i onSec'
required:
- dataUsage
oneC :

- required: [gpsi]
- required: [supi]
- required: [ueAddr]

Col | ectiveBehavi ourFilter:
description: Contains the collective behaviour filter information to be collected from UE
type: object
properties:
type:
$ref: ' #/ conponents/schenas/ Col | ecti veBehavi ourFilterType'
val ue:
type: string
description: Value of the parameter type as in the type attribute.
col | BehAttr:
type: array
itemns:
$ref: '#/ conponents/schenmas/ Per UeAttri bute'
mnltems: 1
description: >
Contai ns the val ues of collective behaviour attributes at |east one of which shall
match for an AF event to be sent.
dat aPr ocType:
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$ref: ' #/ conponent s/ schemas/ Dat aPr ocessi ngType'
|'i st OF Uel nd:
type: bool ean
description: >
I ndi cat es whether request list of UE IDs that fulfill a collective behaviour within the
area of interest. This attribute shall set to "true" if request the list of UE IDs,
otherwi se, set to "false". May only be present and sets to "true" if "AfEvent" sets to
" COLLECTI VE_BEHAVI OUR".
required:
- type
- val ue

Col | ecti veBehavi our | nf o:
description: Contains the collective behaviour information to be reported to the subscriber.
type: object
properties:
col Attrib:
type: array
itens:
$ref: ' #/ components/schemas/ Per UeAttri bute'
mnltems: 1
noCf Ues:
type: integer
description: Total nunber of UEs that fulfil a collective within the area of interest.
appl ds:
type: array
itemns:
$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ schenmas/ Appl i cati onl d'
mnltems: 1
ext Uel ds:
type: array
itemns:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenmas/ Gpsi '
mnltems: 1
uel ds:
type: array
itemns:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schermas/ Supi '
mnltems: 1
collisionDist:
$ref: ' TS29571 CommonDat a. yani #/ conponent s/ schenmas/ Ui nt eger’
absDirs:
type: array
items:
$ref: ' TS29520_Nnwdaf _Event sSubscri pti on. yam #/ conponent s/ schemas/ Di recti on'
mnltenms: 1
rel Dirs:
type: array
items:
$ref: '#/ conponents/schemas/ Rel ativeDirection'
mnltems: 1
ueTraj ectory:
$ref: '#/ conponents/schenas/ UeTraj ectoryCol | ecti on’
confi dence:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Ui nt eger'
oneCf:
- required: [extUelds]
- required: [uelds]

Per UeAttri bute:
description: UE application data collected per UE
type: object
properties:
ueDest :
$ref: 'TS29122_CommonDat a. yan #/ conponent s/ schenas/ Locat i onAr ea5G
route:
type: string
avgSpeed:
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ Bi t Rat e’
timedf Arrival :
$ref: ' TS29571 CormmonDat a. yani #/ conponent s/ schenas/ Dat eTi ne'

MsQoeMetri csCol | ecti on:
description: >
Contains the Media Streaming QoE netrics information collected for an UE Application via AF.
type: object
properties:
msQoeMetri cs:
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type: array
itens:
type: string
mnltems: 1
required:
- nmsQoeMetrics

MsConsunpt i onCol | ecti on:
description: >
Contains the Media Stream ng Consunption information collected for an UE Application via AF.
type: object
properties:
msConsunps:
type: array
items:
type: string
description: >
Represents the Media Stream ng Consunption reports with formatting as specified in

clause 11.3.3 of 3GPP TS 26.512 [30], if required for Media Stream ng UE Application.
mnltens: 1

required:
- nsConsunps

MsNet Assl nvocat i onCol | ecti on:
description: >
Contains the Media Stream ng Network Assistance invocation collected for an UE Application
via AF.
type: object
properties:
msNet Assl nvocs:
type: array
itemns:
$ref: ' TS26512_Mb_Net wor kAssi st ance. yanl #/ conponent s/ schenmas/ Net wor kAssi st anceSessi on'
mnltems: 1
required:
- nmsNet Assl nvocs

MsDynPol i cyl nvocat i onCol | ecti on:
description: >
Contains the Media Streaming Dynamic Policy invocation collected for an UE
Application via AF.
type: object
properties:
msDynPl yl nvocs:
type: array
items:
$ref: ' TS26512_Ms_Dynami cPol i ci es. yanl #/ conponent s/ schermas/ Dynam cPol i cy'
mnltems: 1
required:
- msDynPl yl nvocs

MBAccessActi vityCol | ection:
description: Contains Media Stream ng access activity collected for an UE Application via AF.
type: object
properties:
nMBACCACt s:
type: array
items:
$ref: ' TS26512_R4_Dat aReporti ng. yanl #/ conponent s/ schenas/ Medi aSt r eani ngAccessRecord’
mnltems: 1
required:
- msAcCActs

Dat Vol Tr ansTi neCol | ecti on:
description: Contains the collective data volume transfer tine information to be reported to
the subscri ber.
type: object
properties:
appl d:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schermas/ Appl i cati onl d'
appServerlnst:
$ref: ' #/ conponents/schemas/ Addr Fqdn'

gpsi :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ Gpsi '
supi :

$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ schenmas/ Supi '
ul TransVol :

$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schemas/ Vol urre’
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dl TransVol :
$ref: ' TS29122_CommonDat a. yamni #/ conponent s/ schemas/ Vol urre’
ul TransTi meDur :
$ref: ' TS29122_CommonDat a. yam #/ conponent s/ schenas/ Ti neW ndow
dl TransTi meDur :
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schenas/ Ti neW ndow
anyCf :
- anyOf:
- required: [ul TransVol]
- required: [dl TransVol]
- anyOf:
- required: [ul TransTi meDur]
- required: [dl TransTi neDur]

# Sinple data types and Enunerations

Af Event :
anyCf :
- type: string
enum
- SVC_EXPERI ENCE
- UE_MOBILITY
- UE_COwW
- EXCEPTI ONS
- USER_DATA_CONGESTI ON
- PERF_DATA
- DI SPERSI ON
- COLLECTI VE_BEHAVI OUR
- MS_QCE_METRI CS
- MS_CONSUMPTI ON
- MS_NET_ASSI ST_| NVOCATI ON
- MS_DYN_POLI CY_I| NVOCATI ON
- MS_ACCESS ACTIVITY
- GNSS_ASSI STANCE_DATA
- DATA_VOLUME_TRANSFER TI ME
- type: string
description: >
This string provides forward-conpatibility with future extensions to the enuneration but
is not used to encode content defined in the present version of this APl.
description: |
Represents an application's event.
Possi bl e val ues are:
- SVC EXPERI ENCE: |ndicates that the subscribed/notified event is service experience
information for an application.
- UE_MOBILITY: Indicates that the subscribed/notified event is UE nobility information.
- UE_COW Indicates that the subscribed/notified event is UE conmmunication information.
- EXCEPTIONS: Indicates that the subscribed/notified event is exceptions information.
- USER_DATA CONGESTI ON: I ndicates that the subscribed/notified event is user data congestion
analytics related i nformati on.
- PERF_DATA: Indicates that the subscribed/notified event is performance data information.
- DISPERSI ON: I ndicates that the subscribed/notified event is dispersion information.
- COLLECTI VE_BEHAVI QUR: | ndicates that the subscribed/notified event is collective behaviour
i nformati on.
- M5_QCE_METRICS: Indicates that the subscribed/notified event is Media Stream ng QOE
netrics.
- M5_CONSUWPTI ON: | ndicates that the subscribed/notified event is Media Stream ng
consunption reports.
- MS_NET_ASSI ST_I NVOCATI ON: I ndi cates that the subscribed/notified event is Media Stream ng
networ k assi stance invocation.
- M5_DYN _POLI CY_I NVOCATI ON: I ndi cates that the subscribed/notified event is Media Stream ng
dynami ¢ policy invocation.
- MS_ACCESS ACTIVITY: Indicates that the subscribed/notified event is Media Stream ng access
activity.
- GNSS_ASSI STANCE_DATA: I ndicates that the subscribed/notified event is GNSS Assi stance Data
Col | ecti on.

Col | ecti veBehavi our Fi | t er Type:
anyOf :
- type: string
enum
- COLLECTI VE_ATTRI BUTE
- DATA_PROCESSI NG
- type: string
description: >
This string provides forward-conpatibility with future extensions to the enuneration but
is not used to encode content defined in the present version of this API.
description: |
Represents the paraneter type for collective behaviour infornmation filtering.
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Possi bl e val ues are:
- COLLECTI VE_ATTRIBUTE: Indicates that the parameter type is collective attributes.
- DATA PROCESSI NG | ndicates that the parameter type is data processing.

Dat aPr ocessi ngType:
description: Represents a type of data processing.
anyCf :
- type: string
enum
- AGGREGATI ON
- NORMALI ZATI ON
- ANONYM ZATI ON
- type: string
description: >
This string provides forward-conpatibility with future extensions to the enuneration but
is not used to encode content defined in the present version of this API.

Rel ati veDirection:
anyOf :
- type: string
enum
- ABOVE
- BELOW
- LEFT
- RIGHT
- BEFORE
- AFTER
- type: string
description: >
This string provides forward-conpatibility with future extensions to the enuneration but
is not used to encode content defined in the present version of this API.
description: |
Represents an application's event.
Possi bl e val ues are:
- ABOVE: Indicates that UE novenment with respect to another UE is above.
- BELOW Indicates that UE novenent with respect to another UE is bel ow.
- LEFT: Indicates that UE nmovenment with respect to another UE is left.
- RIGHT: Indicates that UE novenment with respect to another UE is right.
- BEFORE: Indicates that UE novenment with respect to another UE is before.
- AFTER Indicates that UE novenent with respect to another UE is after.
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