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Foreword

This Technical Specification (TS) has been produced by ETSI 3rd Generation Partnership Project (3GPP).

The present document may refer to technical specifications or reports using their 3GPP identities, UM TS identities or
GSM identities. These should be interpreted as being references to the corresponding ETSI deliverables.

The cross reference between GSM, UMTS, 3GPP and ETS! identities can be found under
http://webapp.etsi.org/key/queryform.asp.

Modal verbs terminology

In the present document “shall”, "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and
"cannot" are to be interpreted as described in clause 3.2 of the ETSI Drafting Rules (Verbal forms for the expression of
provisions).

"must" and "must not" are NOT allowed in ETSI deliverables except when used in direct citation.
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Foreword

This Technical Specification (TS) was been produced by ETSI Technical Committee Telecommunications and Internet
converged Services and Protocols for Advanced Networking (TISPAN) and originally published as
ETSI TS 183004 [19]. It was transferred to the 3rd Generation Partnership Project (3GPP) in January 2008.

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y thesecond digit isincremented for al changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present document specifies the stage 3, Protocol Description of the Communications Diversion (CDIV)
supplementary services, based on stage one and two of the ISDN Communication diversion supplementary services. It
provides the protocol detailsin the IP Multimedia (IM) Core Network (CN) subsystem based on the Session I nitiation
Protocol (SIP) and the Session Description Protocol (SDP).

The present document is applicable to User Equipment (UE) and Application Servers (AS) which areintended to
support the CDIV supplementary service.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

o References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

o For aspecific reference, subsequent revisions do not apply.

o For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TS 22.173: "Multimedia Telephony Service and supplementary services'.

[2] 3GPP TS 24.229: "1P Multimedia Call Control Protocol based on SIP and SDP".

[3] IETF RFC 4244: " An Extension to the Session I nitiation Protocol (SIP) for Request History
Information”.

[4] 3GPP TS 24.623: "Extensible Markup Language (XML) Configuration Access Protocol (XCAP)
over the Ut interface for Manipulating Supplementary Services'.

[5] IETF RFC 4566: "SDP: Session Description Protocol”.

[6] IETF RFC 3261: "SIP: Session Initiation Protocol”.

[7] IETF RFC 3966: "The tel URI for Telephone Numbers'.

[8] IETF RFC 3325: "Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity
within Trusted Networks".

[9] 3GPP TS 24.611: "Anonymous Communication Rejection (ACR) and Communication Barring
(CB); Protocol specification”.

[10] Void.

[11] 3GPP TS 24.628: "Common Basic Communication procedures; Protocol specification”.

[12] 3GPP TS 23.002: "Network Architecture”.

[13] Void.

[14] IETF RFC 4458: "Session Initiation Protocol (SIP) URIsfor Applications such as Voicemail and
Interactive Voice Response (IVR)".

[15] IETF RFC 3265: "Session Initiation Protocol (SIP) -Specific Event Notification”.

[16] 3GPP TS 24.629: "Explicit Communication Transfer (ECT); Protocol specification”.

[17] IETF RFC 3515: "The Session Initiation Protocol (SIP) Refer Method".
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[18] IETF RFC 4745: "Common Policy: A Document Format for Expressing Privacy Preferences”.
[19] ETSI TS 183 004 V2.4.0: "Telecommunications and Internet converged Services and Protocols for

Advanced Networking (TISPAN); PSTN/ISDN simulation services. Communication Diversion
(CDIV); Protocol specification”.

[20] IETF RFC 5627 (October 2009): "Obtaining and Using Globally Routable User Agent URIs
(GRUUES) in the Session Initiation Protocol (SIP)".
[21] OMA-TS-XDM-Core-V1_1: "XML Document Management (XDM) Specification”, Version 1.1.
[22] 3GPP TS 24.238: "Session Initiation Protocol (SIP) based user configuration”.
[23] Void
[24] IETF RFC 3326: "The Reason Header Field for the Session Initiation Protocol (SIP)".
[25] Void.
[26] |ETF RFC 3023 (January 2001): "XML Media Types'.
[27] IETF RFC 4288 (December 2005): "Media Type Specifications and Registration Procedures'.
3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions givenin 3GPP TS 22.173 [1] and the following
apply:

CDIV Session Identifier URI: URI created and inserted by a diverting ASthat is routed through the same AS
NOTE: Thisisused to solve the service interaction of CDIV and ECT.

escaped character: See IETF RFC 3261 [6].

transferee: party being transferred to the transfer target

transferor: party initiating the transfer

transfer target: party that the existing communication is transferred to

NOTE: After transfer the transferee and the transfer target are in communication with each other.

3.2 Abbreviations

For the purposes of the present document, the following abbreviations apply:

ACM Address Complete Message

ACR Anonymous Communication Rejection

ANM ANswer Message

AS Application Server

CB Communication Barring

CD Communication Deflection

CDIV Communication DIVersion

CFB Communication Forwarding Busy

CFNL Communication Forwarding on Not Logged-in
CFNR Communication Forwarding No Reply
CFNRc Communication Forwarding on subscriber Not Reachable
CFU Communication Forwarding Unconditional
CONF CONFerence

ETSI



3GPP TS 24.604 version 8.18.0 Release 8 9 ETSI TS 124 604 Vv8.18.0 (2015-07)

CPG Call ProGress message
CSCF Call Session Control Function
ECT Explicit Communication Transfer
HOLD communication HOLD
IAM Initial Address Message
IFC Initial Filter Criteria
IMS IP Multimedia Subsystem
IP Internet Protocol
ISDN Integrated Service Data Network
ISUP Integrated Service digital network User Part
MCID Malicious Communication | Dentification
MGCF Media Gateway Control Function
OoCB Outgoing Communication Barring
oIP Originating I dentification Presentation
OIR Originating | dentification Restriction
P-CSCF Proxy-Call Session Control Function
PSTN Public Switched Telephone Network
RTP Real-Time Transport Protocol
S-CSCF Server-Call Session Control Function
SDP Session Description Protocol
SIP Session Initiation Protocol
TIP Terminating | dentification Presentation
TIR Terminating |dentification Restriction
UA User Agent
UE User Equipment
URI Universal Resource Identifier
XCAP XML Configuration Access Protocol
XML eXtensible Markup Language
4 Communications Diversion (CDIV)
4.1 Introduction

The Communications Diversion (CDIV) service enables diverting user, to divert the communications addressed to
diverting user to another destination.

4.2 Description

4.2.1 General description

4211 Service description

The service description of the following CDIVs ervices CFU, CFB, CFNR and CD is based on the PSTN/ISDN
supplementary services, whereas CFNL isa CDIV service based on requirements for | P based networks and CFNRc is
based on requirements for mobile networks.

Generally the following requirements are expected to be fulfilled:

- The service provides for the user or the network to identify an alternative destination for an IP multimedia
session or individual media of an IP multimedia session.

- The service provides for redirection to be initiated at various stages of an IP Multimedia session. For example:
- Prior to the set up of an IP Multimedia session.
- During theinitial request for an IP Multimedia session (CFU).

- During the establishment of an IP Multimedia session (CD).
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- The service provides redirection to be applied for all Multimedia sessions unconditionally or it can be caused by
any of aset list of events or conditions. Typical causes could be:
- ldentity of the originating user.
- Presence of the originating or destination party.
- If the destination party is already in a session (CFB).
- If the destination party is unreachable or unavailable in some other way (CFNL; CFNR, CFNRC).
- If the dedtination party does not respond (CFNR).
- After aspecified aerting interval (CFNR).

- User's preference on routing for specific |P Multimedia session based on the capabilities of multiple UEs
sharing the same IM S service subscription.

- Thesending party, receiving party or the network on their behalf, may initiate redirection to alternative
destinations.

- Theservice provides for the user to subscribe to receive notifications of his’/her communications diversions.

The following services describe applications based on a subset of the above-mentioned requirements to provide user
different possibilitiesto divert acommunication.

It should be possible that a user has the option to restrict receiving communications that are forwarded.

42.1.2 Communication Forwarding Unconditional (CFU)

The CFU service enables a served user to have the network redirect to another user communications which are
addressed to the served user's address. The CFU service may operate on all communications, or just those associated
with specified services. The served user's ahility to originate communications is unaffected by the CFU supplementary
service. After the CFU service has been activated, communications are forwarded independent of the status of the
served user.

As aservice provider option, a subscription option can be provided to enable the served user to receive a reminder
indication that the CFU service has been activated. Thisindication is provided when the served user originates a
communication and if the CFU service has been activated for the served user's address and for the service requested for
the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service
provider defines the upper limit of diversions. When counting the number of diversions, al types of diversion are
included.

42.1.3 Communication Forwarding on Busy user (CFB)

The CFB service enables a served user to have the network redirect to another user communications which are
addressed to the served user's address and meet busy. The CFB service may operate on all communications, or just
those associated with specified services. The served user's ability to originate communications is unaffected by the CFB
supplementary service.

Asaservice provider option, a subscription option can be provided to enable the served user to receive a reminder
indication that the CFB service has been activated. Thisindication is provided when the served user originates a
communication and if the CFB service has been activated for the served user's address and for the service requested for
the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service
provider defines the upper limit of diversions. When counting the number of diversions, all types of diversion are
included.

For more information on the procedures for determination of the busy condition see 3GPP TS 24.628 [11].
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42.1.4 Communication Forwarding on no Reply (CFNR)

The CFNR service enables a served user to have the network redirect to another user communications which are
addressed to the served user's address, and for which the connection is not established within a defined period of time.
The CFNR service may operate on all communications, or just those associated with specified services. The served
user's ability to originate communicationsis unaffected by the CFNR supplementary service.

The CFNR service can only be invoked by the network after the communication has been offered to the served user and
an indication that the called user is being informed of the communication has been received.

Asaservice provider option, a subscription option can be provided to enable the served user to receive a reminder
indication that the CFNR service has been activated. Thisindication is provided when the served user originates a
communication and if the CFNR service has been activated for the served user's address and for the service requested
for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service
provider defines the upper limit of diversions. When counting the number of diversions, all types of diversion are
included.

4215 Communication Forwarding on Subscriber Not Reachable (CFNRc)

The CFNRc service enables a user to have the network redirect al incoming communications, when the user is not
reachable (e.g. thereis no IP connectivity to the user's terminal), to another user. The CFNRCc service may operate on all
communications, or just those associated with specified services. The user's ability to originate communicationsis
unaffected by the CFNRc supplementary service.

As aservice provider option, a subscription option can be provided to enable the user to receive an indication that the
CFNRCc service has been activated. Thisindication is provided when the user originates a communication if the CFNRc
service has been activated for the user and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service
provider defines the upper limit of diversions. When counting the number of diversions, all types of diversion are
included.

4.2.1.6 Communication Deflection (CD)

The CD service enables the served user to respond to an incoming communication by requesting redirection of that
communication to another user. The CD service can only be invoked before the connection is established by the served
user, i.e. in response to the offered communication (before ringing), i.e. CD Immediate, or during the period that the
served user is being informed of the communication (during ringing). The served user's ability to originate
communications is unaffected by the CD supplementary service.

The maximum number of diversions permitted for each communication is a network provider option. The network
provider defines the upper limit of diversions. When counting the number of diversions, all types of diversion are
included.

42.1.7 Communication Forwarding on Not Logged-in (CFNL)

The Communication Forwarding on Not Logged-in (CFNL) service enables a served user to redirect incoming
communications which are addressed to the served user's address, to another user (forwarded-to address) in case the
served user is not registered (logged-in). The CFNL service may operate on all communications, or just those associated
with specified basic services.

As aservice provider option, a subscription option can be provided to enable the served user to receive areminder_
indication that the CFNL service has been activated. Thisindication is provided when the served user logs out
according to procedures described in IETF RFC 3261 [6].

The maximum number of diversions permitted for each communication is a service provider option. The service
provider defines the upper limit of diversions. When counting the number of diversions, all types of diversion are
included.
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42.1.8 Void

4.3 Operational requirements

43.1 Provision/withdrawal

The CDIV services (Communication forwarding unconditional, Communication forwarding busy, Communication
forwarding no reply, Communication forwarding not logged-in, Communication deflection and Communication
Diversion Notification) is provided after prior arrangement with the service provider.

The CDIV services are withdrawn at the served user's request or for administrative reasons.

The CDIV supplementary services can be offered separately with subscription options. For each subscription option,
only one value can be selected. These subscription options are part of the call diversion profile for the served user. The
subscription options are shown in table 4.3.1.1.

Table 4.3.1.1: Subscription options for CDIV services

Subscription options Value Applicability
Served user receives indication that a No (default) CFU
communication has been forwarded CFB
(indication of communication diversion to the |Yes CFNR
diverting user). CFNRc
Originating user receives notification that his  |No CFU
communication has been diverted (forwarded CFB
or deflected). Yes (default) CFNR
CFNRc
CFNL
CD
Served user allows the presentation of No CFU
diverted to URI to originating user in diversion CFB
notification. Not reveal as GRUU CFNR
CFNRc
Yes (default) CFNL
CD
Served user receives reminder indication on  |No (default) CFU
outgoing communication that CDIV is CFB
currently activated. Yes CFNR
CFNRc
CFENL
Served user allows the presentation of his/her |No CFU
URI to diverted-to user. CFB
Not reveal as GRUU CFNR
CFNRc
Yes (default) CFNL
CD
Served user allows the presentation of his/her |No CFU
URI to originating user in diversion CFB
notification. Not reveal as GRUU CFNR
CFNRc
Yes (default) CFENL
CD

The following network provider options are available for the CDIV services:
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Table 4.3.1.2: Network provider options for CDIV services

Network provider option Value Applicability

Served user communication retention on  |Retain communication to the served user until alerting [CFNR

invocation of diversion (forwarding or begins at the diverted-to user CD

deflection).

Clear communication to the served user on invocation
of call diversion

Served user communication retention Continue to alert the diverting user (see note 1) CFNR

when diverting is rejected at CD

diverted-to user. No action at the diverting user (see note 2)

Subscription option is provided for No CFU

"served user receives reminder indication CFB

on outgoing communication that CDIV is  |Yes CFNR

currently activated". CFNRc
CFENL

Total number of all diversions for each Maximum number of diverted connections CFU

communication. (‘upper limit is based on operator policy) CFB
CFNR
CFNRc
CFNL
CD

CDIV Indication Timer. Timer duration is a service provider option CFU
CFB
CFNR
CFNRc
CFNL
CD

Communication forwarding on no reply Timer default duration is a service provider option CFNR

timer. (NOTE 3)

NOTE 1: This applies to the retention of the communication at invocation of communication diverting.
NOTE 2: This applies to the clearing communication option on invocation of communication diverting.
NOTE 3: As a network provider option, it shall be possible to change the timer duration by the served user.

4.3.2

Requirements on the originating network side

No specific requirements are needed in the network.

4.3.3

No specific requirements are needed in the network.

Requirements in the network

Based on the Initia Filter Criteria (IFC) Rules, indicating that the served user is subscribed to the CDIV supplementary
services, the communication is be forwarded to an AS.

NOTE: Anexample of the use of IFC is shown in annex B.
4.4 Coding requirements
4.4.0 General

3GPP TS 24.229 [2] defines the messages and parameters for this supplementary service. The following messages and
parameters are used to support the Communication diversion service due to fulfil the requirements.

4.4.1 SIP-Messages

441.1
Table 4.4.1.1 shows the SIP messages that are used due to the coding rulesin 3GPP TS 24.229 [2].

SIP messages for redirection
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Table 4.4.1.1: SIP Header information for redirection

SIP Message Reference SIP Header
INVITE [3] History-Info header
[8] Privacy header
[14] cause-param URI parameter
[20] "gr" URI parameter
180 (Ringing) [3] History-Info header
[8] Privacy header
[14] cause-param URI parameter
[20] "gr" URI parameter in the Contact
181 (Call Is Being Forwarded) |[3] History-Info header
[8] Privacy header
[14] cause-param URI parameter
[20] "gr" URI parameter in the Contact
200 (OK) response [3] History-Info header
[8] Privacy header
[14] cause-param URI parameter
[20] "gr" URI parameter in the Contact
302 (Moved Temporarily) [2] Contact header
(see note) [14] cause-param URI parameter

NOTE:  The 302 (Moved Temporarily) response is in the present document only used for the CD services.

More information on the cause-param URI parameter is given in annex C.

An AS that implements the CDIV service shall support the REFER method |ETF RFC 3515 [17], to be able to handle
the interaction with 3GPP TS 24.629 [16].

4412 Void

4.4.2 Parameters

The Privacy header is described in 3GPP TS 24.229 [2]. The present document refers for the History-Info header to
IETF RFC 4244 [ 3], for the Privacy header and P-Asserted-ldentity to IETF RFC 3325 [8], for GRUU to
IETF RFC 5627 [20] and for the cause-param to IETF RFC 4458 [14].

4.5 Signalling requirements

45.0 General

Configuration of supplementary services by the user should:
- take place over the Ut interface using X CAP as enabling protocol as described in 3GPP TS 24.623 [4]; or
- use SIP based user configuration as described in 3GPP TS 24.238 [22];

NOTE: Other possibilities for user configuration, such as web-based provisioning or pre-provisioning by the
operator are outside the scope of the present document, but are not precluded.

The enhancements to the XML schema for use over the Ut interface is described in subclause 4.9.

45.1 Activation/deactivation

The services CFU, CFB, CFNR, CFNL, CFNRc and CD are individually activated at provisioning or at the subscriber"s
request.

The services CFU, CFB, CFNR, CFNL, CFNRc and CD are individually deactivated at withdrawal or at the
subscriber"s request.
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4.5.1a Registration/erasure

For registration of diversion information for the services CFU, CFB, CFNR, CFNL, CFNRc and CD, the mechanisms
specified in subclause 4.5.0 should be used. The diverted-to party address of the services CFU, CFB, CFNR, CFNL,
CFNRc and CD can individually be registered at the subscriber"s request by using the mechanisms specified in
subclause 4.5.0.

For erasure of diversion information for the services CFU, CFB, CFNR, CFNL, CFNRc and CD, the mechanisms
specified in subclause 4.5.0 should be used. The diverted-to party address of the services CFU, CFB, CFNR, CFNL,
CFNRc and CD can individually be erased at the subscribers request by using the mechanisms specified in
subclause 4.5.0.

4.5.1b Interrogation

For interrogation of the services CFU, CFB, CFNR, CFNL, CFNRc and CD, the mechanisms specified in
subclause 4.5.0 should be used.

4.5.2 Invocation and operation

4521 Actions at the originating UA

A UE supporting CDIV services shall support origination of requestsin the IM CN subsystem (as specified in
3GPP TS 24.229 [2]).

When communication diversion has occurred on the served user side and the network option "Originating user receives
notification that his communication has been diverted (forwarded or deflected)” is set to true, the originating UA may
receive a 181 (Call Is Being Forwarded) response according to the procedures described in 3GPP TS 24.229 [2].

The Information given by the History-Info header could be displayed by the UA if itisa UE.
4.5.2.2 Void
4.5.2.3 Void

4524 Void

45.2.5 Void
45.2.6 Actions at the AS of the diverting User
4.5.2.6.0 General

If the session is subject to diversion the AS of the diverting user:

- if modification of the To header is required as specified in the procedures of this subclause, shall operate as an
AS providing 3" party call control, and specifically as arouteing B2BUA, as specified in subclause 5.7.5 of
3GPP TS 24.229 [2];

- otherwise, shall operate as either an AS acting as a SIP proxy as specified in subclause 5.7.4 of
3GPP TS 24.229 [2] or an AS providing 3rd party call control, and specifically as arouteing B2BUA, as
specified in subclause 5.7.5 of 3GPP TS 24.229 [2]

NOTE: For the case when the session is not subject to diversion and CDIV, according the requirementsin this
document, is the only service being applied by the AS, then the AS only needsto act as a SIP proxy. If additional
services are applied, then the AS might need to act as arouteing B2BUA...
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45.26.1 Checking of the diversion limits

When receiving an INVITE request and the AS determines that the AS shall divert acommunicationthe AS shall check
if diverting the communication exceeds the number of diversions allowed within the network. The AS shall calculate
the number of diversions by examination of the History-Info header;

- using the entriesincluding a cause-param URI parameter with cause values specified in subclause 4.5.2.6.2.2;.0r
- examinethe entriesin the Index entries parameter,
to seeif another diversion is allowed due to network provider allowed_limit of diversions

If the number of diversions exceeds the given limit then the AS shall send one of the following responses to the
originating user:

a) if communication diversion forwarding busy a 486 (Busy Here);

b) if communication forwarding no reply, a 480 (Temporarily Unavailable);

¢) if communication forwarding unconditional a480 (Temporarily Unavailable); or
d) if communication deflection, a 480 (Temporarily Unavailable).

NOTE: Itisbased on operator policy that the communication can be delivered to the latest diverting party when it
is known.

In all cases aWarning header field indicating that the communication is released due to the extension of diversion hops
(e.g. "Too many diversions appeared") shall be sent.

45.2.6.2 Setting of the diversion parameters by the AS

4526.2.1 Overview

After checking the limit of diversions the following sets the retargeted INVITE request according to the proceduresin
subclause 4.5.2.6.2.

45.2.6.2.2 Diversion where served user is not last in received History-Info header

If an AS determines that the AS shall divert acommunication and if any of the following conditions apply for the
received INVITE request:

- no History-Info header received; or

- aHistory-Info header isreceived in which the last history-info entry contains no hi-targeted-to-uri element for
the served user.

The AS shall set the following information in the retargeted INVITE request:
- thediverting parties address;
- thediverted-to party address;
- diversion information.
The AS shall include or modify the following header fields with the specified values:

a) TheRequest URI - set to the SIP URI where the communication is to be diverted to (see <target> element in
subclause 4.9.1.4).

The AS shall set in the SIP URI the cause-param parameter (redirecting reason and redirecting indicator) also
included in the History-Info header field according to the diversion conditions. The mapping between the
diversion conditions and the coding of the cause-param parameter is as follows:

- if communication forwarding busy, the cause value "486" as defined by RFC 4458 [14];

- if communication forwarding no reply, the cause value "408" as defined by RFC 4458 [14];
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b)

- if communication forwarding unconditional, the cause value " 302 as defined by RFC 4458 [14];

- if communication deflection (Immediate Response), the cause value "480" as defined by RFC 4458 [14];
- if communication forwarding not logged in , the cause value "404" as defined by RFC 4458 [14];

- if communication deflection during aerting, the cause value "487" as defined by RFC 4458 [14];and

- if communication forwarding on subscriber not reachable, the cause value "503" as defined by
RFC 4458 [14];

TheHistory-Info header field - two hist-info entries that shall be generated.

1) Thefirst entry includes the hi-targeted-to-uri of the served user.
The AS shall include the privacy header "history" within the hi-targeted-to-uri in the escaped form, if:
- the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

- the served used has the subscription option " Served user allows the presentation of his’her URI to
diverted-to user" set to false.

Otherwise, if the first entry containsthe "gr" parameter and the subscription option " Served user allows the
presentation of his’/her URI to diverted-to user” is set to "not-reveal-as-GRUU", then the AS shall change the
first entry asfollows:

- replace the first entry with the public user identity of the served user.

If the diversion is based on a SIP response from the served user, a Reason header in escaped form shall be
included in accordance with RFC 4244 [3].

The Index shall be set or incremented according to the Basic Forwarding rules specified in subclause
4.3.3.1.3. "Indexing in the History-Info Header" of IETF RFC 4244 [3].

When a Reason header field or a Privacy header field needs to be included in the hi-targeted-to-uri, the hi-
targeted-to-uri shall bea SIP URI.

2) The second entry includes the new Request URI as described under bullet @) as hi-targeted-to-uri.

NOTE: Inaccordance with RFC 4458 [14], hi-targeted-to-uri will contain a cause-param in non-escaped format.

©)

The To header field:

If the served user does not want to reveal itsidentity to the diverted-to party, then the AS shall changethe To
header field to the URI where the communication is diverted to. The served user does not want to reveal its
identity when one of the following conditions holds true:

- if the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

- if the served used has the subscription option " Served user allows the presentation of hig’her URI to
diverted-to user” set to "false".

Otherwise, if the To header contains the "gr" parameter and the served user has the subscription option " Served
user alows the presentation of his’her URI to diverted-to user" set to "not-revea-as-GRUU", then the AS shall
change the To header field to a public user identity of the served user.

In al other cases the AS shall not change the To header.

45.2.6.2.3 Diversion with served user last in received History-Info header

If an AS determines that the communication shall be diverted the AS shall apply the procedure in the present subclause
if the received INVITE request includes a History-Info header, which in the last history-info entry includes a hi-
targeted-to-uri with an entry for the served user, encoded as in subclause 4.5.2.6.2.2. In this case the AS shall add a
new history-info entry to the History-Info header field according to the rules defined in IETF RFC 4244 [3]. The
following information is added to the retargeted request:

the diverted-to party address;
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- diversion information.

The AS shall add or modify the following header fields with the specified values,

a) Reguest URI - set to the SIP URI where the communication is to be diverted to (see <target> element in
subclause 4.9.1.4).

The AS shall add the cause-param as defined by RFC 4458[14] to the request URI. The mapping between the
diversion conditions and the coding of the cause-param parameter shall be as defined under bullet ain
sublause 4.5.2.6.2.2.

b) History-Info header field shall be modified in accordance with RFC 4244 [3]. The history entry corresponding
to previous request URI can be modified. One history entry is added.

1) Theexisting history entry corresponding to the previous request URI shall be treated as follows: if the

2)

Privacy header field does not contain "history”, the privacy header "history” in escaped format shall be added
or modified within the hi-targeted-to-uri, if:

- the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

- the served used has the subscription option " Served user allows the presentation of his’her URI to
diverted-to user" set to false.

If the history entry representing the served user contains the "gr" parameter and the subscription option
"Served user allows the presentation of his’her URI to diverted-to user” set to "not-reveal-as-GRUU", the AS
shall change the history entry to a public user identity of the served user.

If the diversion is based on a SIP response from the served user, a Reason header in escaped form shall be
included in the hi-targeted-to-uri in accordance with RFC 4244 [3].

When a Reason header field or a Privacy header field needs to be included in the existing hi-targeted-to-uri
that isatel URI, the hi-targeted-to-uri shall be first converted to a SIP URI.

A history entry shall be added containing the new Request URI as described under bullet @) as hi-
targeted-to-uri.

NOTE: Inaccordance with RFC 4458 [14], hi-targeted-to-uri will contain a cause-param in non-escaped format.

c) Toheader:

If the served user does not want to reveal itsidentity to the diverted-to party, then the To header shall be
changed to the URI where the communication is diverted to. The served user does not want to reveal its
identity when one of the following conditions holds true:

- if the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

- if the served used has the subscription option " Served user allows the presentation of his’her URI to
diverted-to user" set to false.

Otherwise, if the To header contains the "gr" parameter and the served user has the subscription option
"Served user allows the presentation of his’her URI to diverted-to user” set to "not-reveal-as-GRUU", then
the To header shall be changed to a public user identity of the served user.

In all other cases the To header shall not be changed.

45.2.6.2.4 Overview of the operation

Figure 4.5.2.6.2.4 shows the example of a communication path for multiple diversions.
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Figure 4.5.2.6.2.4: Originally A calls B Information transferred in the INVITE request

Table 4.5.2.6.2.4 shows which parameters and header fields that are added or modified in adiversion AS.

Table 4.5.2.6.2.4: Parameter information for multiple redirections

HOP 1 HOP 2
Number Information:
P-Asserted-ldentity A A
Request URI B C
hi-entry B C
Information added:
hi-targeted-to-uri (NOTE 4) B C
Reason header (NOTE 2) \%
cause-param (NOTE 3) U
Privacy W
Hi-index (NOTE 1) index1 index 2

HOP 3 HOP 4

A A

D E
B C D B, D E

C
g D g E
S Vv S v
g U 8 U
‘c‘;g W %‘é w
index 3 index 4

U = Value for the cause-param parameter as specified in 4.5.2.6.2.2 and 4.5.2.6.2.3
V = Value in accordance with the rules in RFC 4244 [3].
W = privacy value (history) or (none) or no entry.
NOTE 1: The hi-index field shall be set or incremented according to the basic forwarding rules as specified in subclause

4.3.3.1.3 of RFC 4244 [3].

HOP 5
A
F
B, E F
C,
D
g F
S Vv
S U
‘c‘;g W
index 5

NOTE 2: The encoding of the reason header and the contained protocol-cause parameter are specified in RFC 3326 [24].
It is embedded in the hi-targeted-to-uri of the history info header in escaped format according to the rules in

RFC 4244 [3].

NOTE 3: The cause-param is specified in RFC 4458 [14]. It is embedded in the hi-targeted-to-uri of the history info header
in non-escaped format according to the rules in RFC 4458 [14].
NOTE 4: If the received hi-targeted-to-uri is a tel URI, it is converted to a SIP URI if the Reason or the Privacy header

field has to be embedded.

4.5.2.6.3 Diversion procedures at the diverting AS

The diverting AS shall continue the communication depending on the service that is causing the diversion:

1) Communication Forwarding Unconditional or Communication Forwarding Busy network determined user busy

or Communication forwarding on Not Logged in

The AS shall continue in the following manner:

- If the notification procedure of the originating user is supported then the originating user shall be notified as
described in the subclause 4.5.2.6.4.

- AnINVITE request containing the diverted-to URI shall sent to the (outgoing) S-CSCF. The INVITE request
shall includes the parameter information as shown in table 4.5.2.6.2.4 and described in subclause 4.5.2.6.2.

- If the served user has subscribed to the indication of communication diversion to the diverting user, then
the served user will be notified of the communication diversion as described in subclause 4.5.2.6.5.

2) Communication Forwarding No Reply

After receiving the first 180 (Ringing) response the no reply timer (definition see subclause 4.8) shall be started.
If forking is provided by the S-CSCF a further received 180 (Ringing) response does not refresh the timer.

When receiving any other final response the no reply timer shall be terminated.

When the no reply timer defined in subclause 4.8 expires:

- Thediaog(s) to the diverting user shall be terminated e.g. by sending a CANCEL request or BY E request
according to the rules and proceduresin IETF RFC 3261 [6] , including a Reason header field (see
RFC 3326 [24]) with the protocol set to "SIP" and the cause set to "408".
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3)

4)

5)

6)

- If the notification procedure of the originating user is supported then the originating user shall be notified as
described in the subclause 4.5.2.6.4.

- AnINVITE request is sent to the (outgoing) S-CSCF towards the diverted-to user. The INVITE request
includes the parameter information as shown in table 4.5.2.6.2.4.

- If the served user has subscribed to the indication of communication diversion to the diverting user, then the
served user will be notified of the communication diversion as described in subclause 4.5.2.6.5.

Communication Forwarding No Reply (ringing continues)

After receiving the first 180 (Ringing) response the no reply timer (definition see subclause 4.8) shall be started.
If forking is provided by the S-CSCF a further received 180 (Ringing) response does not refresh the timer.

When the no reply timer defined in subclause 4.8 expires, an INVITE request is sent to the outgoing S-CSCF
towards the diverted to user. The INVITE request includes the parameter information as shown in
table 4.5.2.6.2.4.

When the diverting AS receives a provisional response or 200 (OK) response to initial INVITE from diverted-to-
user based on operator policy, the dialog(s) to the diverting user shall be terminated e.g. by sending a CANCEL
request or aBY E request according to the rules and proceduresin IETF RFC 3261 [6], including a Reason
header field (see RFC 3326 [24]) with the protocol set to "SIP" and the cause set to "408", and if the notification
procedure of the originating user is supported, the originating user shall be notified as described in

subclause 4.5.2.6.4.

If the served user has subscribed to the indication of communication diversion to the diverting user, then the
served user will be notified of the communication diversion as described in subclause 4.5.2.6.5.

If diverting user accepts the communication after sending the INVITE request the communication path towards
the diverted to user shall be released according to the rules and procedures in RFC 3261 [6].

Communication Forwarding User Determined Busy
The Communication Forwarding User Determined Busy is offered to the served user when the AS:
- Thereceived 486 (Busy Here) shall be acknowledged with a ACK request.

- If the notification procedures of the originating user is supported then the originating user shall be notified as
described in the subclause 4.5.2.6.4.

- AnINVITE request containing the diverted-to URI is sent to the outgoing S-CSCF. The INVITE request
includes the parameter information as shown in table 4.5.2.6.2.4.

If the served user has subscribed to the indication of communication diversion to the diverting user, then the
served user will be notified of the communication diversion as described in subclause 4.5.2.6.5.

Communication Deflection immediate response
The Communication Deflection immediate response is offered to the served user.
A 302 (Moved Temporarily) response is received.

If the notification procedures of the originating user is supported then the originating user shall be notified as
described in subclause 4.5.2.6.4.

An INVITE request containing the diverted-to URI is sent to the outgoing S-CSCF. The INVITE request
includes the parameter information as shown in table 4.5.2.6.2.4.

If the served user has subscribed to the indication of communication diversion to the diverting user, then the
served user will be notified of the communication diversion as described in subclause 4.5.2.6.5.

Communication Deflection during alerting

When Communication Deflection during aerting isinvoked after the AS receives a 180 (Ringing) "Ringing"
response. then:

- A 302 (Moved Temporarily) response is received; and
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- if the notification procedures of the originating user is supported then the originating user shall be notified as
described in subclause 4.5.2.6.4; and

- an INVITE request containing the URI received in the Contact header of the 302 (Moved Temporarily)
response as the diverted-to URI shall be sent as specified in 3GPP TS 24.229 [2]. The diverted-to URI could
be restricted by setting the privacy header for the entry of the diverted-to URI to "history"; and

- the INVITE request shall include the parameter information as shown in table 4.5.2.6.2.4 "Parameter
information for multiple redirection".

If the served user has subscribed to the indication of communication diversion to the diverting user, then the
served user will be notified of the communication diversion as described in subclause 4.5.2.6.5.

7) Communication Forwarding on Subscriber Not Reachable

When the AS receives a hot reachable indication (see subclause 4.5.2.6.6) on the INVITE request forwarded to
the served user, then the following criteria shall apply before the Communication Forwarding on Subscriber Not
Reachable procedure is executed:

- the served user has an active forwarding rule contai ning not-reachable condition (see subclause 4.9); and
- the served user isregistered.
The following steps shall be followed to perform Communication Forwarding on Subscriber Not Reachable:

1) If the notification procedures of the originating user is supported then the originating user shall be notified as
described in the subclause 4.5.2.6.4.

2) AnINVITE request with the Request-URI set to the diverted-to URI is sent to the outgoing S-CSCF. The
INVITE request includes the parameter information as shown in table 4.5.2.6.2.4.

If the served user has subscribed to the indication of communication diversion to the diverting user, then the served user
will be indicated to/notified of the communication diversion as described in subclause 4.5.2.6.5.

4526.4 Notification procedures of the originating user (Subscription Option)

When Communication Diversion occurs and if served user has the subscription option "Originating user receives
notification that his communication has been diverted (forwarded or deflected).” set to true then a 181 (Call Is Being
Forwarded) response shall be sent towards the originating user.

The following header fields shall be included or modified with the specified values:
a) The P-Asserted-Identity includes the URI of the diverting user.
b) The Privacy header with the value "id" shall be included, if:
- the served user wishes privacy (e.g. the served user is subscribed to the TIR Service); or

- the served used has the subscription option " Served user allows the presentation of his’/her URI to
originating user in diversion notification." set to false.

¢) Thefollowing entries shall be added to the History-Info header field:

1) If thisisthefirst diversion then the first entry shall be populated with the hi-targeted-to-uri of the served user.
The Index is set to index = 1 according to the rules specified in IETF RFC 4244 [3].

2) Onthe history entry that represents the served user:
the privacy header with value "history” shall be escaped within the hi-targeted-to-uri, if:
- the served user wishes privacy (e.g. the served user is subscribed to the TIR Service); or

- the served used has the subscription option " Served user allows the presentation of his’her URI to
originating user in diversion notification." set to false.

If the history is already in the escaped form with the correct privacy value no modification is needed.
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If the history entry representing the served user contains the "gr" parameter and the served user has the
subscription option " Served user alows the presentation of his’her URI to originating user in diversion
notification" set to "not-reveal-as-GRUU", it shall be changed to the public user identity of the diverting user.

In all other cases the history entry representing the served user shall not be changed.

3) A history entry shall be added according to the rules of subclause 4.5.2.6.2.3 item b.2. In addition, for this
entry:

1) if the history entry representing the forwarded to URI containsthe "gr" parameter and the served user has
the subscription option " Served user allows the presentation of forwarded to URI to originating user in
diversion notification” set to "not-reveal-as-GRUU", it shall be changed to the public user identity of the
diverted-to user.

2) the privacy header with value "history" shall be escaped within the hi-targeted-to-uri or the hi-targeted-to-
uri shall be set to an anonymous value.

Additionally the AS may initiate an announcement to be included towards the calling user in order to inform about the
diversion. Announcements may be played according to procedures as are described in 3GPP TS 24.628 [11].

45.2.6.5 Indication of communication diversion to the diverting user (subscription option)

45.2.65.0 General

If the subscription option " Served user receives indication that a communication has been forwarded (indication of
communication diversion to the diverting user)" has been set to "yes", then one or a combination of the following
procedures are possible:

- When the diverting user is registering to the communication system, the AS sends a MESSAGE request
including the information where his calls are diverted to if any. As an option; the MESSAGE reguest may be
sent to the user after a period of time according to the timer value CDIV Indication Timer as defined in subclause
4.8.3 that can be provided by the user.

- A diverting user will beinformed periodically with a MESSAGE request the information where the call is
diverted to.

NOTE 1: A diverting user could be informed viaaVoicemail or Message mail system in the communication states
described above.

- If the subscription option " Served user receives reminder indication on outgoing communication that CDIV is
currently activated" has been set to "yes', then a diverting user will be informed with a MESSAGE request after
the diverting user has initiated a new outgoing communication. The MESSAGE regquest includes the information
where the call is diverted to.

NOTE 2: A diverting user could be informed viaaVoicemail or Message mail system in the communication states
described above.

The description of information text contained in the MESSAGE request is out of scope of the present document.

45.2.6.5.1 Void
452652 Void
45.2.6.6 Not reachable indication

It is recommended that the AS interprets the reception of one of the following response events as not reachable
indication:

- 408 (Request timeout) response;
- 503 (Service unavailable) response;
- 500 (Server Internal Error) response;
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and no provisional response, different than a 100 (Trying) response, has been received on the same dialog.

NOTE: There may be other means to discover this condition. These other means are out of the scope of the
present document.

4527 Actions at the AS of the diverted-to user

If the session is diverted, the AS of the diverted-to user shall operate either asan AS acting as a SIP proxy as specified
in subclause 5.7.4 of 3GPP TS 24.229 [2] or an AS providing 3rd party call control, and specifically as arouteing
B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [2].

NOTE: For the case when the session is not subject to diversion and CDIV, according the requirementsin this
document, isthe only service being applied by the AS, then the AS only needsto act as a SIP proxy. If additional
services are applied, then the AS might need to act as arouteing B2BUA..

The AS shall store the History-Info header of an incoming Request.

If 2180 (Ringing), 181 (Call Is Being Forwarded) or 200 (OK) response does not contain a History Info header field,
the AS shall include the stored History-Info header field. If diverted-to user is subscribed to the TIR service, in the
Privacy header field of all responses the priv-value of the last entry in the History-Info header field shall be set to
"history".

NOTE: A response including no History-Info header Field is coming from an untrusted entity or the History-Info
header field is not included due to the privacy status within the SIP request.

45.2.8 Void
45.2.9 Void
4.5.2.10 Void
45211 Void
45.2.12 Void
4.5.2.13 Void
45.2.14 Void

45.2.15 Actions at the diverted to UA

A UE supporting CDIV services shall support termination of requestsin the IM CN subsystem (as specified in 3GPP TS
24.229[2]).

45.2.16 Actions at the diverting UA

A UE supporting CDIV services (e.g. CFU, CFB, CFNR, CD, CFNRc and CFNL) shall support termination of requests
inthe IM CN subsystem (as specified in 3GPP TS 24.229 [2]). If the UE is intended to support the user subscription
option of "indication of communication diversion to the diverting user", this support shall include the receipt of
MESSAGE requests (as specified in 3GPP TS 24.229 [2]).

To invoke Communication Deflection the UA shall send a 302 (Moved Temporarily) response to the INVITE request
including a Contact header field with the address where the communication is diverted to.
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4.6 Interaction with other services

4.6.1 Communication Hold (HOLD)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.2  Terminating ldentification Presentation (TIP)

A P-Asserted-Identity and History-Info header field received in the diverting AS is passed unmodified to the originating
entity.

NOTE: Theoriginating S-CSCF is responsible for the interpretation of the privacy header field.

4.6.3  Terminating ldentification Restriction (TIR)

A P-Asserted-ldentity and History-Info header field received in the diverting AS is passed unmodified to the originating
entity. The originating CSCF is responsible of the interpretation of the privacy header field.

If the served (diverting) user selects the option that the originating user is notified, but without the diverted-to SIP or
TEL URI, then the AS shall send a181 (Call is Being Forwarded) response and either

- escape a Privacy header field with a priv-value set to "history” in the hi-entry representing the diverted-to user;
or

- anonymize the hi-entry representing the diverted-to user.

4.6.4  Originating ldentification Presentation (OIP)
When a communication has been diverted and the diverted-to user has been provided with the originating identification

presentation service, the S-CSCF of the diverted-to user sendsthe SIP or TEL URI of the original originating user, if
this originating user has not subscribed to or invoked the originating identification restriction service.

4.6.5  Originating ldentification Restriction (OIR)

When the originating identification restriction service has been invoked, the originating user's address shall not be
presented to the diverted-to user unless the diverted-to user has an override capability.

4.6.6 Conference calling (CONF)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.7 Communication Diversion Services (CDIV)
For the redirection services, no impact, i.e. neither service shall affect the operation of the other service.

For the indication of communication diversion to the diverting user service, the provision and activation of at least one
redirection service is a pre-requirement to provision and activate indication of communication diversion to the diverting
user service

4.6.8 Malicious Communication Identification (MCID)

No impact, i.e. neither service shall affect the operation of the other service.
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4.6.9  Anonymous Communication Rejection and Communication Barring
(ACR/CB)

If the user where the communication is forwarded to has subscribed to a call barring service "inhibition of incoming
forwarded communication” the procedures described in 3GPP TS 24.611 [9] shall take precedence.

If the user is subscribed to an Outgoing Communication Barring (OCB) service that includes the forwarded
communication the OCB shall take precedence. The CDIV service hasto check if the forwarded to SIP or TEL URI is
restricted and release the communication in such a case.

4.6.10 Explicit Communication Transfer (ECT)

4.6.10.1 Actions at the diverting AS

4.6.10.1.1 Determine whether ECT is applied to the diverted communication

See 3GPP TS 24.629 [16] on the criteriathat determine that a REFER request is to be treated as a request for transfer of
an existing communication.

4.6.10.1.2 Handling of transfer requests

When a REFER request is received in the context of acall transfer scenario (see subclause 4.6.10.1.1), it shall perform
the following steps:

1) Create anew CDIV Session Identifier URI addressed to this AS. The URI shall be created in such away that a
new dialog set up towards this URI can be easily correlated with the current REFER dial og.

2) The AS stores the value of the Refer-To header field (transfer target) from the REFER request and linksiit to the
CDIV Session Identifier URI.

3) The AS Replaces the Refer-To header field with the CDIV Session Identifier URI. (This ensures that the
diverting AS remains in the loop when the transferee sets up the communication with the transfer target.).

4) The ASforwards the REFER request to the transferee using basic communication procedures
3GPP TS 24.229 [2].

4.6.10.1.3 Actions when CDIV is invoked again by the transferred communication

When an INVITE requuest is received targeted at the CDIV Session Identifier URI created earlier when transfer of the
diverted ongoing communication was requested, the AS shall perform the following actions:

1) The ASreplacesthe request URI with the stored Refer-To header field value linked to the specific CDIV Session
Identifier URI.

NOTE: If needed the AS may generate charging events to charge for the extraleg.

2) The AS setsthe diversion parameters (History-Info and To header fields) as specified in subclause 4.5.2.6.2, in
step 4.5.2.6.2.2 b2) or 4.5.2.6.2.3 b2) the cause-param value 302 shall be used.

3) The ASforwardsthe INVITE request towards the transfer target using basic communication procedures
3GPP TS 24.229 [2].
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4.7 Interworking with other networks
4.7.1 Void
4.7.2  Void
4.7.3 Void

4.8 Parameter values (timers)

4.8.1 No reply timer

No reply timer: Timer duration shall be a service provider option.

4.8.2 Void

4.8.3 CDIV Indication Timer
CDIV Indication Timer: 60 sec to 00 sec.

The timer is started when the diverting user is registering to the communication system. Based on operator policy the
user has the possibility to choose a certain timer value within the defined range.

4.9 Service Configuration for redirection services

49.1 Structure of the XML Document

49.1.0 General

Communication Diversion documents are subtrees of the simservs document specified in 3GPP TS 24.623 [4]. As such,
Communication Diversion documents use the X CAP application usage in 3GPP TS 24.623 [4].

In addition to the considerations and constraints defined by the simservs document 3GPP TS 24.623 [4], we define the
additional constraints and considerations for the Communication Diversion subtree:

XML schema: Implementations in compliance with the present document shall implement the XML schema that
minimally includes the XML Schema defined in subclause 4.9.2 and the simservs XML schema specified in
3GPP TS 24.623[4].

Data semantics: The semantics of the communication diversion XML configuration document is specified in
subclause 4.9.1.

An instance of the supplementary services configuration containing a communication diversion configuration
document.

<?xm version="1.0" encodi ng="UTF-8"?>
<si mservs
xm ns="http://uri.etsi.org/ngn/parans/xm/sinservs/xcap"
xm ns: cp="urn:ietf:parans: xn : ns: conmon- pol i cy"
xm ns: ocp="urn: oma: xm : xdm conmon- pol i cy" >
<commruni cati on-di versi on active="true">
rul e set
</ communi cat i on-di ver si on>
</ si mservs>
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The communication diversion service contains arule set that specifies how the communication diversion service shall
react to external stimuli.

4911 Communication Diversion Element

The communication diversion configuration contains a noReplyTimer element, arule set, or anoReplyTimer element
followed by arule set. The rule set reuses the syntax as specified by the common policy draft (see RFC 4745 [18]).

<conmuni cati on-di version active="true">
<NoRepl yTi mer >NoRepl yTi mer Val ue</ NoRepl yTi mer >
<cp:rul eset>
rul el
rul e2
</ cp: rul eset >
</ communi cat i on- di ver si on>

In general the following procedure applies:

When the service processes a set of rulesit shall start executing the first rule. If:
- therule has no <conditions> element;
- therule has an empty <conditions> element; or
- conditions are present and they all evaluate to true;

then the rule matches and the specified action shall be executed.

When the rule does not match the following rule shall be selected and the same procedure repeated, until a matching
ruleis found or the set of remaining rulesis empty.

However not all rules can be matched at the same moment in the call. Some conditionsimply that rules that carry them
are checked at specific eventsin the call, for example the no-answer condition only holds when the called party does not
answer after awhile. In this case the same procedure shall apply as above with the modification that the set of rulesto
process contains only the rules applicable for that specific network event.

In subclause 4.9.1.3 all allowed conditions are specified, normally rules are evaluated at communication setup time, for
conditions where thisis not the case thisis explicitly indicated.

The shown "active" attribute isinherited from the ssmservType from 3GPP TS 24.623 [4], its meaning is al so specified
in3GPP TS 24.623 [4].

4.9.1.1A NoReplyTimer

NoReplyTimer: An optional element that covers the time to elapse until the communication diversion shall perform, if
the served user does not answer when alerted.

491.2 Communication Diversion Rules

The Communication Diversion service is configured with an ordered set of forwarding rules. The XML Schema reuses
the rule syntax as specified by the common policy draft (see IETF RFC 4745 [18]). The rules take the following form:

<cp:rule id="rul e66">
<cp: condi ti ons>
condi tionl
condi tion2
</ cp: condi ti ons>
<cp:actions>
<f orwar d-t o>
<t ar get >
t ar get Addr ess1
</target>
<notify-caller>true</notify-caller>
</ forward-to>
</ cp: acti ons>
</cp:rul e>
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To give more guidance, an example of such aruleis shown below:

<cp:rule id="rul e66">
<cp: condi ti ons>
<ss: busy/ >
<ss: medi a>PCMA</ ss: nedi a>
<cp:identity>
<cp: one>i d=ser veduser @onai n</ cp: one>
</cp:identity>
</ cp: condi ti ons>
<cp:actions>
<f orwar d-t o>
<t ar get >
t ar get Addr ess1
</target>
<notify-caller>true</notify-caller>
</ forward-to>
</ cp: actions>
</cp:rul e>

When the service processes a set of rulesit shall start executing the first rule. If:
- therule has no <conditions> element;
- therule has an empty <conditions> element; or

- conditions are present and they all evaluate to true;

then the rule matches and the specified action is executed. When arule matches remaining rulesin the rule set shall be
discarded. Applied to the fragment above this means that only if the expression (condition1 AND condition2) evaluates
to true that then the rule66 matches and the forward-to action is executed.

When the rule does not match the following rule shall be selected and the same procedure repeated, until a matching
ruleisfound or the set of remaining rulesis empty.

The"id" attribute value of arule shall uniquely identify the rule within arule set. This can be used in XCAP usage to
address one specific rule.

49.1.3 Communication Diversion Rule Conditions

The following conditions are allowed by the XML Schema for the communication diversion service:

busy: This condition eval uates to true when the called user is busy. In al other cases the condition evaluates to false.
Rules with this condition are evaluated when a busy indication is received. Receipt of a SIP 486 (Busy Here) response
isabusy indication.

not-registered: This condition evaluates to true when the called user is not registered. In all other cases the condition
evaluatesto false.

presence-status: This condition evaluates to true when the called user's current presence activity statusis equal to the
value set for this condition. In all other cases the condition evaluates to fal se.

cp:identity: This condition evaluates to true when the calling user's identity matches with the value of the identity
element. The interpretation of all the elements of this condition is described in OMA-TS-XDM-Core-V1 1[21]. Inall
other cases the condition evaluates to false. The Identity shall be matched against the value taken from the P-Asserted-
Identity header field, unless both the <identity> element value and the Contact header field value contain a"gr"
parameter, then the <identity> element value shall be matched against the value taken from the Contact header field.

anonymous:. This condition eval uates to true when the P-Asserted-Identity of the calling user is not provided or privacy
restricted.

cp:sphere: Not applicable in the context of the Communication Diversion service.

cp:validity: Specifies a period. The condition evaluates to true when the current time is within the validity period
expressed by the value of this condition. In all other cases the condition eval uates to false.
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media: When the incoming call request for certain media, the forwarding rule can decide to forward the call for this
specific media. This condition evaluates to true when the value of this condition matches the mediafield in one of the
"m=" linesin the SDP (IETF RFC 4566 [5]) offered in an INVITE request (IETF RFC 3261 [6]).

no-answer: This condition evaluates to true when the called user does not answer. In all other cases the condition
evaluates to false. Rules with this condition are eval uated when a no-answer timeout is detected or when a no answer
indication isreceived..

rule-deactivated: This condition always evaluates to false. This can be used to deactivate a rule, without loosing
information. By removing this condition the rule can be activated again.

ocp:external-list: This condition evaluates to true when the calling users identity is contained in an external resource list
to which the value of external-list refers. The exact interpretation of this element is specified in OMA-TS-XDM-Core-
V1 1[21].

ocp:other-identity: Not applicable in the context of communication diversion service.

not-reachable: This condition evaluates to true when there is a signalling channel outage during session setup to the
served user's UE and the served user is registered. Receipt of a 500 (Server Internal Error) response is an indication that
the served user's UE is unreachable. In all other cases this condition evaluates to false.

NOTE: Asdescribed in IETF RFC 4745 [18] the case of unconditional evaluates to be truein all cases where al
other reasons are not applicable. A communication diversion is performed as soon as the served user is
the called user. The indication of unconditional is the absence of any reason element in the ss:condition
element.

The condition elements that are not taken from the common policy schema (see IETF RFC 4745 [18]) or oma common
policy schema (see OMA-TS-XDM-Core-V1 1 [21]) are defined in the simservs document schema specified in
3GPPTS24.623 [4].

4914 Communication Diversion Rule Actions

The action supported by the CDIV service is forwarding of calls. For this the forward-to action has been defined. The
forward-to action takes the following elements:

target: Specifies the address of the forwarding rule. It should be a SIP URI (IETF RFC 3261 [6]) or TEL URL
(IETF RFC 3966 [6]).

notify-caller: An optional element that can be used to disable the default behaviour that the caller is notified that the call
is being forwarded. (see subscription option "Originating user receives notification that his communication has been
diverted (forwarded or deflected)” in table 4.3.1.1)

reveal-served-user-identity-to-caller: An optional element that can be used to disable the default behaviour that the
caller, when notified that the call is being forwarded, receives the diverting party's identity information. (see
subscription option " Served user allows the presentation of his’her URI to originating user in diversion notification” in
table 4.3.1.1)

reveal-identity-to-caller: An optiona element that can be used to disable the default behaviour that the caller, when
notified that the call is being forwarded, receives some diverted-to party's identity information. (see subscription option
"Served user alows the presentation of diverted to URI to originating user in diversion notification" in table 4.3.1.1)

notify-served-user: An optional element that can be used to enable that the served user isindicated that calls are being
forwarded. Default thisis switched off. (see subscription option " Served user receivesindication that a communication
has been forwarded (indication of communication diversion to the diverting user)" in table 4.3.1.1)

notify-served-user-on-outbound-call: An optional element that can be used to enable that the served user is notified that
calls are being forwarded when he makes a call attempt. Default thisis switched off. (see subscription option " Served
user receives reminder indication on outgoing communication that CDIV is currently activated" in table 4.3.1.1)

reveal-identity-to-target: An optional element that can be used to disable the default behaviour that the diverted-to party
receives some identity information of the diverting party. (see subscription option " Served user allows the presentation
of his’lher URI to diverted-to user” intable 4.3.1.1)
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49.2 XML Schema

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema" ——
xm ns:ss="http://uri.etsi.org/ngn/parans/xm/sinmservs/xcap"
xm ns: cp="urn:ietf:parans: xn : ns: common- pol i cy"
xm ns: ocp="urn: oma: xm : xdm conmmon- pol i cy"
target Namespace="http://uri.etsi.org/ ngn/parans/xm/sinmservs/xcap"
el enent For nDef aul t =" qual i fi ed"
attri but eFor nDef aul t =" unqual i fi ed">

<!-- inmport common policy definitions -->
<xs:inport namespace="urn:ietf:parans: xm :ns: common-policy" schemaLocati on="comon-policy. xsd"/>
<l-- inmport OVA common policy extensions -->

<xs:inport nanmespace="urn: oma: xm : xdm common- pol i cy" schenmaLocati on=" OVA- SUP-
XSD_xdm conmmonPol i cy-V1_0_2-20070830- A. xsd"/ >
<l-- comuni cation diversion specific extensions to | ETF comon policy conditions. The
cp: conditionsType is expanded with the el enents: ss:not-registered, ss:busy, ss:no-answer, Ss:not-
reachabl e, ss:nedia as optional elenents -->
<l-- comuni cation diversion rule set based on the comon policy rule set.-->
<xs:el ement name="comuni cation-di versi on" substituti onG oup="ss: absService">
<xs:annotation>
<xs: docunentati on>This is the communi cation diversion configuration
docunent . </ xs: docurent ati on>
</ xs:annot ati on>
<xs: conpl exType>
<xs: conpl exCont ent >
<xs: ext ensi on base="ss: si nservType">
<Xs:sequence>
<I-- add service specific elenents here-->
<xs:element ref="ss:NoReplyTiner" mnCccurs="0"/>
<xs:element ref="cp:ruleset" m nCccurs="0"/>
</ xs: sequence>
</ xs: ext ensi on>
<!-- service specific attributes can be defined here -->
</ xs: conpl exCont ent >
</ xs: conpl exType>
</ xs: el emrent >

<!I-- communi cation diversion specific extensions to | ETF common policy actions-->
<xs: el ement nanme="forward-to" type="ss:forward-to-type"/>
<xs: si npl eType name="reveal - URl - opti ons-type">
<xs:restriction base="xs:string">
<xs:enuneration val ue="fal se"/>
<xs:enuneration val ue="not-reveal - GRUU"/ >
<xs:enuneration val ue="true"/>
</xs:restriction>
</ xs: si npl eType>
<l-- comuni cation diversion specific type declarations -->
<xs: conpl exType nanme="forward-to-type">
<Xs: sequence>
<xs:el ement name="target" type="xs:anyURI" m nCccurs="1" maxCccurs="1"/>
<xs:element nanme="notify-caller" type="xs:bool ean" default="true" m nCccurs="0"/>
<xs: el ement name="reveal -identity-to-caller" type="ss:reveal -URl -options-type"
defaul t="true" m nCccurs="0"/>
<xs:el ement name="reveal -served-user-identity-to-caller" type="ss:reveal - URl -options-
type" defaul t="true" m nCccurs="0"/>
<xs: el ement name="notify-served-user" type="xs:bool ean" defaul t="fal se" m nCccurs="0"/>
<xs:el ement nanme="noti fy-served-user-on-outbound-call" type="xs:bool ean" defaul t="fal se"
m nCccurs="0"/>
<xs: el ement name="reveal -identity-to-target" type="ss:reveal -URl -options-type"
defaul t="true" m nCccurs="0"/>
</ xs: sequence>
</ xs: conpl exType>
<xs: el ement name="NoRepl yTi mer" >
<xs: si npl eType>
<xs:restriction base="xs:positivelnteger">
<xs: mnlncl usive val ue="5"/>
<xs: max| ncl usi ve val ue="180"/>
</xs:restriction>
</ xs: sinmpl eType>
</ xs: el enent >
</ xs: schema>

410 Void
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Annex A (informative):
Signalling Flows

A.l Normal cases

A.1.1 Communication Forwarding unconditional

Figure A.1 shows an example signalling flow for a successful communication forwarding unconditional based on an AS
providing the forwarding.

UE-A | P-CSCF| | HSS | | S-CSCF | | AS | | P-CSCF | | UE-B | | UE-C |

1. INVITE

URI=SIPURI-B’ .

2. INVITE
URI=SIPURI-B) >

3. IFC for B

4. INVITE

URI=SIPURI-B] .

5. CFUlogic
is executed

6. 181 Call is beeing
forwarded
— — e
@— — —7 18Lallis beeing forwardeq |
8. 181 Call is beeing
< forwarded
9. INVITE

' URI=SIPURI-C;

11. INVITE
URI=SIPURI-C) .

[ 12. INVITE
URI=SIPURI-C) >

13. 200 OK
-

14,200 OK
¢

15. 200 OK .
. 16. 200 OK

17. 200 OK
-

< 18. 200 OK

19. ACK .
20. ACK >

21. ACK .
< 22. ACK

23. ACK
P
24. ACK
o

25. RTP Media

Figure A.1: CFU AS based normal case

User B has activated the CFU service.
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User A is sending a communication request towards User B:

1 )initial INVITE request towards User B. - see exampleintable A.1.1-1.

Table A.1.1-1: INVITE request (UE A to P-CSCF)

I NVI TE si p: user 2_publ i cl@onel. net; gr =2ad8950e- 48a5- 4a74- 8d99- ad76cc7fc74c SIP/ 2.0
Via: SIP/2.0/UDP [5555:: aaa: bbb: ccc: ddd] : 1357; conp=si gconp; br anch=z9hG4bkKnashds7
Max- Forwar ds: 70

Rout e: <si p: pcscfl.visitedl. net: 7531; | r; conp=si gconp>, <sip:scscfl. honel.net;Ilr>
P-Preferred-ldentity: "John Doe" <sip:userl_publicl@onel. net>

P- Access- Net wor k- | nf o:  3GPP- UTRAN- TDD; utran-cel | -i d- 3gpp=234151DOFCE11

Privacy: none

From <sip:userl_publicl@onel. net>;tag=171828

To: sip:user2_publicl@onel. net; gr=2ad8950e- 48a5- 4a74-8d99- ad76cc7f c74c

Cal | -1 D: ch03a0s09a2sdf gl kj 490333

Cseq: 127 INVITE

Requi re: sec-agree

Proxy- Require: sec-agree

Supported: precondition, 100rel, gruu, 199

Security-Verify: ipsec-3gpp; g=0.1; al g=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642
port-s=7531

Contact: <sip:userl_publicl@onel. net; gr=urn:uuid:f81ld4fae- 7dec-11d0-a765-
00a0c91e6bf 6; conp=si gconp>; +g. 3gpp. i csi - ref="urn%Aurn- 7%8gpp-service.ins.icsi.mtel"
Allow |INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Accept: application/sdp, application/3gpp-i nms+xni

Accept - Contact: *;+g.3gpp.icsi - ref="urn%3Aurn-7%3gpp-service.ins.icsi.mtel"
P-Preferred-Service: urn:urn-7:3gpp-service.ins.icsi.mte

Cont ent - Type: application/sdp

Content-Length: (.)

v=0

0=- 2987933615 2987933615 I N | P6 5555:: aaa: bbb: ccc: ddd
S=-

c=I N | P6 5555:: aaa: bbb: ccc: ddd

t=0 0

nevi deo 3400 RTP/ AVP 98 99
a=tcap: 1 RTP/ AVPF

a=pcfg:1 t=1

b=AS: 75

a=curr:qos | ocal none

a=curr:qos renote none

a=des: qos nandatory | ocal sendrecv
a=des: qos none renote sendrecv

a=i nactive

a=rtpmap: 98 H263

a=fntp:98 profile-level-id=0
a=rtpmap: 99 MP4V-ES

mraudi o 3456 RTP/ AVP 97 96
a=tcap: 1 RTP/ AVPF

a=pcfg:1 t=1

b=AS: 25. 4

a=curr:qos | ocal none

a=curr:qos renote none

a=des: qos nandatory | ocal sendrecv
a=des: qos none renote sendrecv

a=i nactive

a=rtpmap: 97 AMR

a=fntp: 97 node-set=0, 2,5,7; maxframes=2
a=rt pmap: 96 tel ephone-event

2) Initia INVITE request towards User B. The URI-B is subscribed to the CFU service.
3to 4) Using the IFC the INVITE isforwarded to the AS.
5) Proceduresfor CFU are executed.

6 to 8) Depending on the value of subscription option 'Originating user receives notification that his communication
has been diverted (forwarded or deflected)’, a 181 (Call Is Being Forwarded) response is sent towards the User A
indicating that the communication is diverted.

9) AnINVITE request including URI-C as destination is sent back to the S-CSCF. Additional the History-Info
header isincluded. - see examplein table A.1.1-9.
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Table A.1.1-9: INVITE request (AS to S-CSCF)

I NVI TE si p: User - C@xanpl e. com cause=302 SIP/ 2.0

Via: SIP/2.0/UDP as. honel. net; branch=z9hG4bK712z34. 1,

S| P/ 2.0/ UDP scscf 1. honel. net; branch=z9hG4bK332b23. 1,

SI P/ 2.0/ UDP pcscf 1. honel. net ; branch=z9hG4bK240f 34. 1,

SI P/ 2.0/ UDP [ 5555: : aaa: bbb: ccc: ddd] : 1357; conp=si gconp; br anch=z9hG4bKnashds7
Max- Forwar ds: 67

Recor d- Rout e: <si p: as. honel. net >, <sip:scscfl. honel. net;|r>, <sip:pcscfl. honel.net;Ilr>
Rout e: <si p:scscfl. honel. net;lr>

P- Asserted-ldentity: "John Doe" <sip:userl_publicl@onel. net>

Privacy:

From <sip:userl_publicl@onel. net>;tag=171828

To: sip:user2_publicl@onel. net; gr=2ad8950e- 48a5- 4a74- 8d99- ad76cc7f c74c
Call-1D:

Cseq:

Requi re:

Pr oxy- Requi re:

Support ed:

Security-Verify:

Cont act :

Al ow

Accept :

Accept - Cont act :

P- Assert ed- Service: urn:urn-7:3gpp-service.ins.icsi.mtel

Hi story-1nfo: <sip:user2_publicl@onel.net;gr=2ad8950e-48a5-4a74-8d99-ad76cc7fc74c;
>i ndex=1, <si p: User - C@xanpl e. com cause=302>i ndex=1. 1

Cont ent - Type:

Cont ent - Lengt h:

V=
o=
S=
c=
t=
m=
a=
a=
b=
a=
a=
a=
a=
a=
a=
a=
a=
m=
a=

b=
a=
a=
a=
a=
a=
a=
a=
a=

10) S-CSCF looks up to the HSS to identify the location of User-C.
11 to 12) The communication is routed towards User-C.

13 to 18) The 200 (OK) responseis sent back to the User-A.

19 to 24) The ACK request is send back to User-B.

25)RTP mediais established.

ETSI




3GPP TS 24.604 version 8.18.0 Release 8 34 ETSI TS 124 604 Vv8.18.0 (2015-07)

A.1.2 Communication Deflection

Figures A.2a and A.2b describe the Immediate CD feature the only difference compared to aregular CD isthat in the
regular CD case the "302 (Moved Temporarily) Moved Temporarily" is preceded by a"180 (Ringing) Ringing".

| P-CSCF| | HSS | | S-CSCF | | AS | | P-CSCF | | UFE- | | UE-C |

1. INVITE

URI=SIPURI-B .

2. INVITE
URI=SIPURI-B)

-
Eﬁ: cD

3. INVITE

URI=SIPURI-B .

4. INVITE

‘ URI=SIPURI-B

5. Cx - User Loc

6. INVITE
(URI=SIPURI-B) -

7. INVITE
URI=SIPURI-B

8. 302 Moved
temporarily

' contact=SIPURI-C
9. 302 Moved temporgrily (contact=SIPURI-C
g 2302 Moved temporprily (contact=SIPUREC)L

10. 302 Moved
temporarily

| contact=SIPURLC) g, |

11. CD logic
is executed

12. 181 Call is beeing

— — Jrvaded|

| €— — —13181.9all is beeing forwarged
14. 181 Call is beeing

forwarded 15. INVITE
[l — " o

‘ URI=SIPURLC) |

—toc— 17. INVITE
(URI=SIPURI-C) Pt 18. INVITE
(URI=SIPURI-C) -

«— — — — | — 121%0Ringing]

20. 180 Ringin
l— — — — o — SSNIng
| 21180 Ringing . _py,|
— 22,180 Ringing |

— — — | — 2.1%0Ringing
| %180Ringing |

Figure A.2a
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UE-A | P-CSCF| | HSS | | S-CSCF | | AS | | P-CSCF | | UE-B | | UE-C |

25. 200 OK
[t

26. 200 OK
-

27. 200 OK »

. 28. 200 OK

29. 200 OK
[t

' 30. 200 OK

31. ACK .
32. ACK >

33. ACK .

< 34. ACK

35. ACK
P
36. ACK
P

37. RTP Media

Figure A.2b

User B has activated the CD service.
User A is sending a communication request towards User B:

1to 2) Initial INVITE request towards User B. The URI-B is subscribed to the CFU service. - see examplein
table A.1.1-1

2ato 3) Using IFC the INVITE request is forwarded to the AS.
410 7) The INVITE request is forwarded to User B due to normal communication procedures.

8o 10) A 302 (Moved Temporarily) response with a contact header including the URI of the forwarded to user is
sent back to the AS.

11) The CD logic is executed.

12 to 14) Depending on the value of subscription option 'Originating user receives notification that his
communication has been diverted (forwarded or deflected)’, a 181 (Call Is Being Forwarded) response is sent
towards the User A indicating that the communication is diverted.

ETSI



3GPP TS 24.604 version 8.18.0 Release 8 36 ETSI TS 124 604 V8.18.0 (2015-07)

15) An INVITE request including URI-C as destination is sent back to the SS-CSCF. Additional the History-Info
header isincluded. - see examplein table A.1.2-15.

Table A.1.2-15: INVITE request (AS to S-CSCF)

I NVI TE si p: User - C@xanpl e. com cause=480 SIP/ 2.0

Via: SIP/2.0/UDP as. honel. net; branch=z9hG4bK712z34. 1,

SI P/ 2.0/ UDP scscf 1. honel. net ; branch=z9h&4bK332b23. 1,

SI P/ 2.0/ UDP pcscf 1. honel. net ; branch=z9hG4bK240f 34. 1,

SI P/ 2.0/ UDP [ 5555: : aaa: bbb: ccc: ddd] : 1357; conp=si gconp; br anch=z9hG4bKnashds7
Max- Forwards: 67

Record- Rout e: <si p: as. honel. net>, <sip:scscfl. honel.net;|r>, <sip:pcscfl. honel.net;Ilr>
Rout e: <si p: scscfl. honel. net;lr>

P- Asserted-ldentity: "John Doe" <sip:userl publicl@onel. net>

P- Access- Net wor k- | nf o:

Privacy:

From <sip:userl_publicl@onel. net>;tag=171828

To: sip:user2_publicl@onel. net; gr=2ad8950e- 48a5- 4a74- 8d99- ad76cc7f c74c
Call-1D:

Cseq:

Require:

Pr oxy- Requi re:

Support ed:

Security-Verify:

Cont act :

Al | ow

Accept:

Accept - Cont act :

P- Assert ed- Service: urn:urn-7:3gpp-service.ins.icsi.mtel

Hi story-1nfo: <sip:user2_publicl@onel. net;gr=2ad8950e-48a5-4a74- 8d99-
ad76cc7f c74c?Reason=si p¥8Bcause=302>i ndex=1, <si p: User - C@xanpl e. com cause=480>i ndex=2
Cont ent - Type:

Cont ent - Lengt h:

V=
o=
S=
c=
t=
m=
a=
a=
b=
a=
a=
a=
a=
a=
a=
a=
a=
m=

16 to 18) An INVITE request including URI-C as destination is routed to UE C.

19 to 24) A 180 (Ringing) response is sent back to the originating user including a History-Info header as shown
above. If no restriction is given the diverted to user will be presented at the UE of user A.

25 to 30) The 200 (OK) response is sent back to the User-A.
31to 36) The ACK request is sent back to User-B.
37)RTP mediais established.
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A.1.3 Communication forwarding on no reply

Figures A.3a and A.3b shows an example signalling flow for a successful communication forwarding on no reply based
on an AS providing the forwarding.

UE' | P-CSCF| | HSS | | S-CSCF | | AS | |P.cscF | | VE- | | UE-C |

1. INVITE

URI=SIPURI-B .

2. INVITE
URI=SIPURI-B) >

IFC for B

3. INVITE

URI=SIPURI-B, .

4. INVITE

‘ URI=SIPURI-B

5. Cx - User Loc
] 6. INVITE

(URI=SIPURI-B)

7. INVITE

[ (URI=SIPURI-B .

€ -2 180Ringing|
€ — — — - — 2180 Ringing |

| 10. 160 Ringing_ _py, |

11. Start
Timer

| 121%0Ringing |
'« — — — | — 13.180Ringing

g— L4180 Ringing | 15. Timer
expired

' 16. Cancel |

17.Cancel
P

18. Cancel .

' 19. 200 OK |
< 20. 200 OK

21. 200 OK .

22.181 Call is beeing
€ — orvaed |

_ __23.181 dall is beeing forwarded | 25. 487 Request

> Terminated|
26. 447 Request Terminated!

24.181 Call is beeing .

lg— — forvarded g
27. 487 Request
Terminated| »
. ACK
29. ACK >

30. ACK .
31. INVITE

‘ URI=SIPURI-C’
i 33. INVITE
URI=SIPURI-C) >

34. INVITE
URI=SIPURI-C) >

Figure A.3a
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UE-A | P—CSCF| | HSS | | S-CSCF | | AS | | P-CSCF | | UE-B | | UE-C |

"\2. 200 OK (Cancel)l

< 33. 200 OK (Cancel)l

34. 200 OK Cancﬂ

<« — — —|— 25 180Ringing
<« — — — | _361%0Ringng|

| 37 180 Ringing__ |

38. 180 Ringing
€— — — — | _39.180Ringing |

@ ‘%1% Ringing.
41. 200 OK
-

42. 200 OK
¢

43. 200 OK .

< 44. 200 OK

45. 200 OK
-

' 46. 200 OK

47. ACK .
48. ACK >

49. ACK »

. 50. ACK

51. ACK

o
52. ACK

P

53. RTP Media

Figure A.3b

User B has activated the CFNR service.
User A is sending a communication request towards User B:

1to 2) Initial INVITE request towards User B. The URI-B is subscribed to the CFU service. - see examplein
table A.1.1-1

3) Usingthe IFC the INVITE isforwarded to the AS.

4) TheINVITE request is forwarded to User B due to normal communication procedures.

5) The non-reply timer inthe ASis started.

610 7) The INVITE isforwarded to User B due to norma communication procedures.

8to 14) A 180 is sent back to the originating user indicating that the terminating UE isringing.

15) The timer expires.
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16 to 18) Depending on the value of subscription option 'Originating user receives notification that his
communication has been diverted (forwarded or deflected)’, a 181 (Call Is Being Forwarded) response is sent
towards the User A indicating that the communication is diverted.

19to 21) To release the communication to User B the AS sends a CANCEL request.

2210 27) A 487 (Request Terminated) response with a ACK request finalize the termination of the dialog between
ASand UE:B.

2810 31) An INVITE request including URI-C as destination is sent back towards the UE:C. Additional the History-
Info header isincluded.

28) An INVITE request including URI-C as destination is sent back to the S-CSCF. Additional the History-Info
header isincluded. - see examplein table A.1.3-28.

Table A.1.3-28: INVITE request (AS to S-CSCF)

I NVI TE si p: User - C@xanpl e. com t ar get =si p: user 2_publ i c1@onel. net ¥8bgr ¥862ad8950e- 48a5- 4a74- 8d99-
ad76cc7fc74; cause 408 SIP/2.0

Via: SIP/2.0/UDP as. honel. net; branch=z9hG4bK712z34. 1,

SI P/ 2.0/ UDP scscfl. honel. net; branch=z9hG4bK332b23. 1,

SI P/ 2.0/ UDP pcscf 1. honmel. net ; branch=z9hG4bK240f 34. 1,

SI P/ 2.0/ UDP [ 5555: : aaa: bbb: ccc: ddd] : 1357; conp=si gconp; br anch=z9h&bKnashds7

Max- Forwar ds: 67

Record- Rout e: <si p: as. honel. net>, <sip:scscfl. honel.net;|r>, <sip:pcscfl. honel.net;Ilr>
Rout e: <si p:scscfl. honel. net;lr>

P- Asserted-ldentity: "John Doe" <sip:userl_ publicl@onel. net>

P- Access- Net wor k- | nf o:

Privacy:

From <sip:userl_publicl@onel. net>;tag=171828

To:

si p: user 2_publ i cl@onel. net ; gr =2ad8950e- 48a5- 4a74- 8d99- ad76cc7f c74c

Call-1D:

Cseq:

Require:

Pr oxy- Requi re:

Support ed:

Security-Verify:

Cont act :

Al ow

Accept:

Accept - Cont act :

P- Assert ed- Service: urn:urn-7:3gpp-service.ins.icsi.mtel

Hi story-1nfo: <sip:user2_publicl@onel. net;gr=2ad8950e-48a5-4a74-8d99-
ad76cc7f c74c; >i ndex=1, <si p: User - C@xanpl e. com t ar get =si p: user 2_publ i c1@onel. net ¥8bgr ¥862ad8950e-
48a5- 4a74- 8d99- ad76¢cc7f c74; cause 408>i ndex=1.1

Cont ent - Type:

Cont ent - Lengt h:

V=
o=
sS=
c=
t=
nF
a=
a=

a=
a=
a=
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a=
a=

2910 31) AnINVITE request including URI-C as destination is routed to UE C.
32 to 34) The 200 (OK) response for the CANCEL request is sent back to the User-A.

35t040) A 180 (Ringing) response is sent back to the originating user including a History-Info header as shown
above. If no restriction is given the diverted to user will be presented at the UE of User A.

41 to 46) The 200 (OK) response is sent back to the User-A.
47 to 52) The ACK request is sent back to User-B.
53) RTP mediais established.

A.1.4 Communication Forwarding on Busy

Figures A.4a and A.4b shows an example signalling flow for a successful communication forwarding on busy based on
an AS providing the forwarding.
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UE' | P-CSCF| | HSS | | S-CSCF | | AS | | P-CSCF | UBE' UE-C
1. INVITE
URI=SIPURI-B .
2. INVITE
URI=SIPURI-B) >
IFC for B

3. INVITE
URI=SIPURI-B) .

4. INVITE

‘ URI=SIPURI-B’

5. Cx - User Loc

6. INVITE
(URI=SIPURI-B)
P niTe
(URI=SIPURI-B) >
-S40 Bus e
< 9. 486 Busy Here
20,288 Busy tlere gy,
11. CFB logic
is executed

12. 181 Call is beeing

— — Jrvaded|

| — — —3181.4all is beeing forwarged
14. 181 Call is beeing

| — — forvarded

15. INVITE
‘ URI=SIPURI-C’
o
17. INVITE
URI=SIPURI-C) ’»
18. INVITE
URI=SIPURI-C) >

<« — — — |— —12.180Ringing
<« — — — | — 2.180Ringing
| 21 180 Ringing . _py, |

g 22 180Ringing |

Figure A.4a
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A' | P-CSCF | | HSS | | S-CSCF | | AS | | P-CSCF | | Ug' | | UE-C |
€« — — — | — 2.180Ringing |
@— %.-180Ringing |
et 25. 200 OK
- 26. 200 OK
[ 27. 200 0K »
< 28. 200 OK
et 29. 200 OK
< 30. 200 OK
31. ACK »
32. ACK -
[ 33. ACK »
< 34. ACK
35. ACK -
36. ACK -
37. RTP Media
Figure A.4b
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A.1.5 Communication Forwarding Not Logged-in (CFNL)

Figures A.5 shows an example signalling flow for a successful communication forwarding on not logged-in based on an
AS providing the forwarding.

UE-A | P-CSCF | | HSS | | S-CSCF | | AS | | P-CSCF | | UE-B | | UE-C |
1. INVITE
(URI=SIPURI-B) >
2. INVITE
(URI=SIPURL-B) -
3. IFC for
unreg B
4. INVITE
(URI=SIPURI-B) »
5. CFNL
logic is
executed

6. 181 Call is beeing
| — — fowarded

€— — - 18Lalis beeing forwardeg |
8. 181 Call is beeing

— —fomarded

9. INVITE

' URI=SIPURI-C,

11. INVITE
URI=SIPURI-C) .

[ 12. INVITE
URI=SIPURI-C) »

13. 200 OK
-t

14.200 OK
-

15. 200 OK .
< 16. 200 OK

17. 200 OK
-

. 18. 200 OK
19. ACK .

20. ACK >
21. ACK .

. 22. ACK

23. ACK
o

24. ACK
P

25. RTP Media

Figure A.5

A.1.6 Void

A.2  Interworking

A.2.1 Communication Forwarding unconditional

Figure A.6b shows an example signalling flow for a successful communication forwarding unconditional based on an
AS providing the forwarding, with the originating user in the PSTN.
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LEorig | | MGCF | | I-CSCF | |S-CSCF| | AS
1. IAM—»>|
2. INVITE—
——3.INVITE—m|
44,100 Trying—

5. Evaluation of Initial
Filter Criterias

6. INVITE—®
—7.100——

8.CDIV

4—9. INVITE—
——10. 100—m
—11. 181—

—12. 181—
t—13. 181— 15 INVITE——»

«  16.100
<« 17.180

4—14. ACM—

4—18. 180—
—19. 180—
¢——21. 200 OK
<4—20. CPG— 4-22. 200 OK—
4-23. 200 OK—
4—24. ANM—
——25. ACK—»
——26. ACK—»|
27. ACK———»

Figure A.6b: Call Forwarding Unconditional

A.2.2 Communication Deflection

Figure A.7 shows an example signalling flow for a successful communication deflection based on an AS providing the
forwarding, with the originating user in the PSTN.
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LEorig | | MGCF | | I-CSCF | |[S-CSCF| | AS | |P-CSCF| | UE-A | | UEB |
1. IAM—
——2. INVITE
——3.INVITE—p>|
44.100 Trying—{

5. Evaluation of Initial
Filter Criterias

—6. INVITE—»
«—7.100—
8. INVITE————»
«——————9.100——10. INVITE-
| «—11.100—
. 12.302—

.« 13.302
14,302 »]

15.CDIV
17 181 [*—16.181
<« 19 ACM___|*—18.181— 20, INVITE
L 21.100
22, INVITE——p»
l«——23.100 24. INVITE—— !
| «— 25100
-« 26.180
«—27.180———|
le—28. 180—— | |
«—29. 180— l«——31.200
—30. CPG— 4——32. 200
33, 200 OK—|
l-34. 200 OK—]|
a—35. ANM——
- 36. ACK—»]
L 37. ACK—|

38. ACK—————
39. ACK———

Figure A.7
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Annex B (informative):
Example of filter criteria

This annex provides an example of afilter criterion that triggers SIP requests that are subject to initial filter criteria
evaluation.

An example of an IFC when the CDIV supplementaryservice is active at the diverting S-CSCF is:

- Method: INVITE.

ETSI



3GPP TS 24.604 version 8.18.0 Release 8 a7 ETSI TS 124 604 Vv8.18.0 (2015-07)

Annex C (informative):
Coding considerations

This annex provides an interpretation of the coding of the cause-param URI parameter specified in RFC 4458 [14]

The cause specified in RFC 4458 [14] has the following syntax:

cause- param = "cause" EQUAL Status-Code

The Status-Code is originally specified in RFC 3261 [6] as a sequence of 3 digits. It is noted that the Status-Code
simply indicates that it is composed of 3 digits, without indicating the list of possible values. In particular, Status-Code
is not bound to and must not be confused with the 3 digit numbers defined for SIP responsesin RFC 3261 [6]. The
Status-Code is used to hold the redirecting reason.

For the purpose of legibility, the cause-param specified in RFC 4458 [14] isinterpreted according to the following
syntax:

cause- param = "cause" EQUAL Status- Code
St at us- Code = "404" ; Unknown/Not avail able
/ "486" ; User Busy
/ "408" ; No Reply
/ "302" ; Unconditional
/ "487" ; Deflection during alerting
/ "480" ; Deflection during inmediate response
/ "503" ; Mobile subscriber not reachable
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Annex D (informative):
Void
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Annex E (normative):
Void
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Annex F (informative):
Change history
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