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The present document may refer to technical specifications or reports using their 3GPP identities, UMTS identities or
GSM identities. These should be interpreted as being references to the corresponding ETSI deliverables.
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Modal verbs terminology
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Foreword

This Technical Specification has been produced by the 3 Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present document specifies the group management protocols needed to support Mission Critical Services (MCSs).
Group management applies only when the UE operates on the network.

MCSs are services that require preferential handling compared to normal telecommunication services, e.g. in support of
police or fire brigade.

MCSs can be used for public safety applications and also for general commercia applications (e.g., utility companies
and railways).

The present document is applicable to User Equipment (UE) supporting the group management client (GMC)
functionality, to application server supporting the group management server (GMS) functionality, and to application
server supporting the Mission Critical Push To Talk (MCPTT) server functionality.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] OMA OMA-TS-XDM_Core-V2_1-20120403-A: "XML Document Management (XDM)
Specification”.

[3] OMA OMA-TS-XDM_Group-V1 1 1-20170124-A: "Group XDM Specification".

[4] 3GPP TS 23.179: "Functional architecture and information flows to support mission critical
communication services'.

[5] 3GPP TS 24.379: "Mission Critical Push To Talk (MCPTT) call control Protocol specification”.

[6] IETF RFC 4745: "Common Policy: A Document Format for Expressing Privacy Preferences’.

[7] 3GPP TS 24.334: " Proximity-services (ProSe) User Equipment (UE) to ProSe function protocol
aspects, Stage 3".

[8] IETF RFC 1166: "Internet Numbers'.

[9] IETF RFC 5952: "A Recommendation for IPv6 Address Text Representation”.

[10] 3GPP TS 24.482: "Mission Critical Services (MCS) identity management; Protocol specification”.

[11] 3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[12] 3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP)
and Session Description Protocol (SDP); Stage 3".

[13] IETF RFC 5875: "An Extensible Markup Language (XML) Configuration Access Protocol
(XCAP) Diff Event Package".

[14] IETF RFC 6050: "A Session Initiation Protocol (SIP) Extension for the Identification of Services'.

[15] void.
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[16] IETF RFC 3830: "MIKEY: Multimedia Internet KEYing".

[17] IETF RFC 6043: "MIKEY-TICKET: Ticket-Based Modes of Key Distribution in Multimedia
Internet KEYing (MIKEY)".

[18] IETF RFC 6509: "MIKEY -SAKKE: Sakai-Kasahara Key Encryption in Multimedia Internet
KEYing (MIKEY)".

[19] OMA OMA-SUP-XSD_poc_listService-V1_0_2: "PoC - List Service", version 1.0.2.

[20] IETF RFC 4566: "SDP: Session Description Protocol”.

[21] IETF RFC 2616: "Hypertext Transfer Protocol -- HTTP/1.1".

[22] IETF RFC 4825: "The Extensible Markup Language (XML) Configuration Access Protocol
(XCAP)".

[23] 3GPP TS 23.280: "Common functional architecture to support mission critical services, Stage 2".

[24] 3GPP TS 23.281: "Mission Critical Video (MCVideo); Stage 2".

[25] 3GPP TS 23.282: "Mission Critical Data (MCData); Stage 2"

[26] 3GPP TS 24.281: "Mission Critical Video (MCVideo) signalling control; Protocol specification”.

[27] 3GPP TS 24.282: "Mission Critical Data (MCData) signalling control; Protocol specification".

[28] :_ETE RFC 4826: "Extensible Markup Language (XML) Formats for Representing Resource

ists'.
[29] 3GPP TS 33.180: "Security of the mission critical service".
3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply. A term defined in the present document takes precedence over the definition of the same term, if any, in
3GPP TR 21.905 [1].

MCSgroup: An MCPTT group, an MCVideo group or an MCData group.
MCPTT group: A group supporting the MCPTT service.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.280 [23] apply:

M C service (M CS) group identity (1D)
MC service (MCS) server
M C service (MCS) user identity (1D)

For the purposes of the present document, the following terms and definitions givenin 3GPP TS 23.179 [4] apply:

MCPTT group identity
MCPTT server
MCPTT service
MCPTT user identity

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.281 [24] apply:
M CVideo group

M CVideo group id
MCVideo server
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For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.282 [25] apply:

M CData group
M CData group id
M CData server

For the purposes of the present document, the following terms and definitions given in OMA OMA-TS-XDM_Group-
V1 1 1[3] apply:

Group
XDMC
Group XDMS

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [11] apply:
Public Service | dentity
For the purposes of the present document, the following terms and definitions given in 3GPP TS 33.180 [29] apply:

Group Master Key (GMK)

Group Master Key ldentifier (GMK-ID)

Multicast Key for Floor Control (MKFC)

Identifier of Multicast Key for Floor Control (M KFC-ID)
Multicast Signalling Key (MuSIK)

Multicast Signalling Key Identifier (MuSiK-ID)

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905 [1].

GC General Client
GKTP Group Key Transport Payload
GMC Group Management Client
GMOP Group Management OPeration
GMS Group Management Server
HTTP HyperText Transfer Protocol
ICSI IMS Communication Service Identifier
ID IDentifier
IETF Internet Engineering Task Force
MCS Mission Critical Service
MCSs Mission Critical Services
MCPTT Mission Critical Push To Talk
MIME Multipurpose Internet Mail Extensions
OMA Open Mobile Alliance
UE User Equipment
URI Uniform Resource Identifier
XDMC XML Document Management Client
XDMS XML Document Management Server
XML eXtensible Markup Language
4 General

The present document enables a group management client (GMC) and a mission critical service (MCS) server to
manage group documents in a group management server (GMS).
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5 Functional entities

5.1 Group management client (GMC)
To be compliant with the proceduresin the present document, a GMC:
- shall support the role of XCAP client as specified in IETF RFC 4825 [22];
- shall support the role of XDMC as specified in OMA OMA-TS-XDM_Group-V1 1_1[3];
- shall support the procedure in subclause 6.2.3;
- may support the procedure in subclause 6.3.2.2.2;
- shall support the procedure in subclause 6.3.3.2.2;
- may support the procedure in subclause 6.3.4.2.2;
- may support the procedure in subclause 6.3.5.2.2;
- may support the procedure in subclause 6.3.6.2.2;
- may support the procedure in subclause 6.3.7.2.2;
- may support the procedure in subclause 6.3.8.2.2;
- may support the procedure in subclause 6.3.9.2.2;
- may support the procedure in subclause 6.3.10.2.2;
- may support the procedure in subclause 6.3.11.2.2;
- may support the procedure in subclause 6.3.12.2.2;
- shall support the procedure in subclause 6.3.13.2.1;
- may support the procedure in subclause 6.3.14.2;
- may support the procedure in subclause 6.3.15.2; and

- shall support the procedure in subclause 6.3.16.2.

5.2 Group management server (GMS)
To be compliant with the procedures in the present document, aGM S:
- shall support the role of XCAP server as specified in IETF RFC 4825 [22];
- shall support the role of Group XDMS as specified in OMA OMA-TS-XDM_Group-V1 1 1[3];
- shall support the procedure in subclause 6.2.5;
- shall support the procedure in subclause 6.3.2.3;
- shall support the procedure in subclause 6.3.3.3;
- shall support the procedure in subclause 6.3.4.3;
- shall support the procedure in subclause 6.3.5.3;
- shall support the procedure in subclause 6.3.6.3;
- shall support the procedure in subclause 6.3.7.3;

- shall support the procedure in subclause 6.3.8.3;
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- shall support the procedure in subclause 6.3.9.3;

- shall support the procedure in subclause 6.3.10.3;

- shall support the procedure in subclause 6.3.11.3;

- shall support the procedure in subclause 6.3.12.3;

- shall support the procedure in subclause 6.3.13.2.3;

- shall support the procedure in subclause 6.3.13.3;

- shall support the procedure in subclause 6.3.14.3;

- shall support the procedure in subclause 6.3.15.3; and
- shall support the procedure in subclause 6.3.16.3.

5.2A  MCS server

To be compliant with the procedures in the present document, an MCS server:
- shall support the role of XCAP client as specified in IETF RFC 4825 [22];
- shall support the role of XDMC as specifiedin OMA OMA-TS-XDM_Group-V1 1 1][3];
- shall support the procedure in subclause 6.2.4;
- shall support the procedure in subclause 6.3.3.2.3; and
- shall support the procedure in subclause 6.3.13.2.2.

53 MCPTT server

To be compliant with the procedures in the present document, an MCPTT server shall support role of an MCS server as
specified in subclause 5.2A.

54 MCVideo server

To be compliant with the procedures in the present document, an MCVideo server shall support role of an MCS server
as specified in subclause 5.2A.

55 MCData server

To be compliant with the procedures in the present document, an MCData server shall support role of an MCS server as
specified in subclause 5.2A.

6 Procedures

6.1 Introduction

This clause specifies procedures enabling a group management client (GMC) and an MCS server to manage group
documents in a group management server (GMS).
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6.2 Common procedures

6.2.1 General

This subclause contains common procedures applied on HTTP signalling specified in the present document.
6.2.2 General client (GC) procedures

6.2.2.1 General
GC procedures are usable by both GMC and MCS server.

6.2.2.2 Accessing group document by group ID

In order to address an existing group document defining a group 1D known by GC, the GC shall set the Request-URI of
an HTTP request to a XCAP URI identifying a group document addressed by a group ID as described in

subclause 7.2.10.2, where the group 1D is set to the group 1D known by GC and where the XCAP root URI isthe XCAP
root URI configured in the GC.

6.2.3 Group management client (GMC) procedures

The GMC shall send the HTTP request over a TLS connection as specified for the HTTP client in the UE in annex A of
3GPP TS 24.482[1Q].

The GMC shall perform the procedures in subclause 6.2.2 specified for GC.

6.2.4 MCS server procedures

The MCS server shall send the HTTP request as specified for the HTTP client in the network entity in annex A of
3GPPTS24.482[10].

The MCS server shall perform the procedures in subclause 6.2.2 specified for GC.
6.2.5  Group management server (GMS) procedures

6.25.1 General
The GMS shall handle the HTTP request as specified for the HTTP server in annex A of 3GPP TS 24.482 [10].

The GMS server shall send the HTTP request as specified for the HTTP client in the network entity in annex A of
3GPP TS 24.482[10].

The GMS shall be configured with own public service identity for accessing documents.
The GMS shall be configured with an authorized GM S list, containing:
a) own public service identity for accessing documents; and

b) public service identities for accessing documents of GM Ss of MCS providers which are partners of the MCS
provider of the GMS.

The GMS shall be configured with an authorized MCS server list, containing public service identities of MCS servers of
the MCS provider of the GMS.

6.2.5.2 Configuration for access to group document of another MCS provider or to
MCS GKTP document of another MCS provider

The GMS shall be configured with a group 1D routing database. The group 1D routing database consists of mapping of a
group 1D of another MCS provider to:
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a) an XCAP oot URI of the MCS provider; and
b) apublic service identity for accessing documents of the MCS provider.
6.2.5.3 Forwarding HTTP request accessing a group document of other MCS
provider

If the GM S receives an HTTP request with Request-URI identifying a group document addressed by agroup ID as
described in subclause 7.2.10.2 and the group 1D in the Request-URI identifies a group of another MCS provider, then
GMS:

a) shall derive XCAP root URI of the other MCS provider using the group ID routing database as specified in
subclause 6.2.5.2 and the group ID in the Request-URI;

b) shall replace the XCAP root URI of the Request URI with the derived X CAP root URI of the other MCS
provider;

¢) if the X-3GPP-Asserted-ldentity header field is not present in the received HTTP request, shall insert an X-
3GPP-Asserted-1dentity header field with the identity of the sender of the HTTP request determined as specified
in 3GPP TS 24.482 [10];

d) if the Authorization header field is present in the received HTTP request, shall remove the Authorization header
field from the HT TP request; and

e) shall forward the HTTP request.

6.2.5.4 Authenticated identity in HTTP request

When handling an HTTP request, the GM S shall determine the identity of the sender of the HTTP request as specified
in 3GPP TS 24.482 [10], and shall use the identity of the sender of the HTTP request as an authenticated identity when
performing the authorization:

6.3 Group management procedures

6.3.1 General

The following procedures are defined for management of group documents:
- group document creation procedure;
- group document retrieval procedure;
- group document update procedure;
- group document deletion procedure;
- group document element creation or replacement procedure;
- group document element deletion procedure;
- group document element fetching procedure;
- group document attribute creation or replacement procedure;
- group document attribute deletion procedure;
- group document attribute fetching procedure;
- group document namespace binding fetching procedure;
- group document subscription and notification procedure;

- temporary MCS group formation procedure;
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- temporary MCS group tear down procedure; and

- group document excluding group members retrieval procedure.

NOTE: CSC-3 part of MCS group affiliation procedure and CSC-3 part of MCS group de-affiliation procedure
are not specified in this version of the present document.

6.3.2 Group document creation procedure

6.3.2.1 General

This procedure enables the GMC to create a group document in GMS.
6.3.2.2 Client procedures

6.3.2.2.1 General client (GC) procedures

In order to create a group document, a GC shall create an XML document of the application usage specified in
subclause 7.2.1 and shall send the XML document to the network according to procedures specified in

IETF RFC 4825 [22] "Create or Replace a Document”. The GC shall set the Request-URI of the HTTP PUT request to
an XCAP URI in users tree where the XUI is set to agroup creation XUI configuration parameter.

6.3.2.2.2 Group management client (GMC) procedures

In order to create a group document, a GM C shall perform the procedures in subclause 6.3.2.2.1 specified for GC.

6.3.2.3 Group management server (GMS) procedures

A GMS shall support receiving an XML document of the application usage specified in subclause 7.2.1 according to
procedures specified in IETF RFC 4825 [22] "PUT Handling" where the Request-URI of the HTTP PUT request
identifiesan XML document of the application usage specified in subclause 7.2.

6.3.3 Group document retrieval procedure

6.3.3.1 General

This procedure enables the GMC or the MCS server to retrieve a group document from the GMS.
6.3.3.2 Client procedures

6.3.3.2.1 General client (GC) procedures

In order to retrieve a group document, a GC shall send an HTTP GET request with the Request URI that references the
document to be retrieved to the network according to procedures specified in IETF RFC 4825 [22] "Fetch a Document™.

6.3.3.2.2 Group management client (GMC) procedures

In order to retrieve a group document, a GM C shall perform the procedures in subclause 6.3.3.2.1 specified for GC.

6.3.3.2.3 MCS server procedures

In order to retrieve a group document, an MCS server shall perform the proceduresin subclause 6.3.3.2.1 specified for a
GC.
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6.3.3.3 Group management server (GMS) procedures
A GMS shall support handling an HTTP GET request from a GMC according to procedures specified in

IETF RFC 4825 [22] "GET Handling" where the Request-URI of the HTTP GET request identifiesan XML document
of the application usage specified in subclause 7.2.

6.3.4 Group document update procedure

6.34.1 General

This procedure enables the GMC to update a group document in the GMS.
6.3.4.2 Client procedures

6.3.4.2.1 General client (GC) procedures

In order to update a group document, a GC shall create an XML document of the application usage specified in
subclause 7.2.1 and shall send the XML document to the network according to procedures specified in
IETF RFC 4825 [22] "Create or Replace a Document”.

6.3.4.2.2 Group management client (GMC) procedures

In order to update a group document, a GMC shall perform the procedures in subclause 6.3.4.2.1 specified for a GC.

6.3.4.3 Group management server (GMS) procedures

A GMS shall support receiving an XML document of the application usage specified in subclause 7.2.1 according to
procedures specified in IETF RFC 4825 [22] "PUT Handling" where the Request-URI of the HTTP PUT request
identifiesan XML document of the application usage specified in subclause 7.2.

6.3.5 Group document deletion procedure

6.35.1 General

This procedure enables the GMC to delete a group document in the GMS.
6.3.5.2 Client procedures

6.3.5.2.1 General client (GC) procedures
In order to delete a group document, a GC shall send an HTTP DELETE request with the Request URI that references

the document to be deleted to the network according to procedures specified in IETF RFC 4825 [22] "Delete a
Document".

6.3.5.2.2 Group management client (GMC) procedures

In order to delete a group document, a GMC shall perform the procedures in subclause 6.3.5.2.1 specified for a GC.

6.3.5.3 Group management server (GMS) procedures

A GMS shall support handling an HTTP DELETE request from a GM C according to procedures specified in
IETF RFC 4825 [22] "DELETE Handling" where the Request-URI of the HTTP DELETE request identifiesan XML
document of the application usage specified in subclause 7.2.
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6.3.6 Group document element creation or replacement procedure

6.3.6.1 General

This procedure enables the GMC to create or replace an element of a group document from the GMS.
6.3.6.2 Client procedures

6.3.6.2.1 General client (GC) procedures

In order to create or replace an el ement of a group document, a GC shall send an HTTP PUT reguest with the Request
URI that references the element of the document to be created or replaced to the network according to procedures
specified in IETF RFC 4825 [22] "Create or Replace an Element”.

6.3.6.2.2 Group management client (GMC) procedures

In order to create or replace an element of a group document, a GMC shall perform the proceduresin
subclause 6.3.6.2.1 specified for a GC.

6.3.6.3 Group management server (GMS) procedures

A GMS shall support handling an HTTP PUT request from a GMC according to procedures specified in
IETF RFC 4825 [22] "PUT Handling" where the Request-URI of the HTTP PUT request identifies an element of XML
document of the application usage specified in subclause 7.2.

6.3.7 Group document element deletion procedure

6.3.7.1 General

This procedure enables the GMC to delete an element of a group document from the GMS.
6.3.7.2 Client procedures

6.3.7.2.1 General client (GC) procedures

In order to delete an element of a group document, a GC shall send an HTTP DELETE request with the Request URI
that references the element of the document to be deleted to the network according to procedures specified in
IETF RFC 4825 [22] "Delete an Element".

6.3.7.2.2 Group management client (GMC) procedures

In order to delete an element of a group document, a GM C shall perform the proceduresin subclause 6.3.7.2.1 specified
for aGC.

6.3.7.3 Group management server (GMS) procedures

A GMS shall support handling an HTTP DELETE request from a GM C according to procedures specified in
IETF RFC 4825 [22] "DELETE Handling" where the Request-URI of the HTTP DELETE request identifies an element
of XML document of the application usage specified in subclause 7.2.

6.3.8 Group document element fetching procedure

6.3.8.1 General

This procedure enables the GMC to fetch an element of a group document from the GMS.
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6.3.8.2 Client procedures

6.3.8.2.1 General client (GC) procedures

In order to fetch an element of a group document, a GC shall send an HTTP GET request with the Request URI that
references the element of the document to be fetched to the network according to procedures specified in
IETF RFC 4825 [22] "Fetch an Element".

6.3.8.2.2 Group management client (GMC) procedures

In order to fetch an element of a group document, a GMC shall perform the proceduresin subclause 6.3.8.2.1 specified
for aGC.

6.3.8.3 Group management server (GMS) procedures
A GMS shall support handling an HTTP GET request from a GMC according to procedures specified in

IETF RFC 4825 [22] "GET Handling" where the Request-URI of the HTTP GET request identifies an element of XML
document of the application usage specified in subclause 7.2.

6.3.9 Group document attribute creation or replacement procedure

6.39.1 General

This procedure enables the GMC to create or replace an attribute of a group document from the GMS.
6.3.9.2 Client procedures

6.3.9.2.1 General client (GC) procedures

In order to create or replace an attribute of a group document, a GC shall send an HTTP PUT request with the Request
URI that references the attribute of the document to be created or replaced to the network according to procedures
specified in IETF RFC 4825 [22] "Create or Replace an Attribute”.

6.3.9.2.2 Group management client (GMC) procedures

In order to create or replace an attribute of a group document, a GMC shall perform the proceduresin
subclause 6.3.9.2.1 specified for a GC.

6.3.9.3 Group management server (GMS) procedures

A GMS shall support handling an HTTP PUT request from a GMC according to procedures specified in
IETF RFC 4825 [22] "PUT Handling" where the Request-URI of the HTTP PUT request identifies an attribute of XML
document of the application usage specified in subclause 7.2.

6.3.10 Group document attribute deletion procedure

6.3.10.1 General

This procedure enables the GMC to delete an attribute of a group document from the GM S.
6.3.10.2 Client procedures

6.3.10.2.1 General client (GC) procedures

In order to delete an attribute of a group document, a GC shall send an HTTP DELETE request with the Request URI
that references the attribute of the document to be deleted to the network according to procedures specified in
IETF RFC 4825 [22] "Delete an Attribute".
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6.3.10.2.2 Group management client (GMC) procedures

In order to delete an attribute of a group document, a GMC shall perform the proceduresin subclause 6.3.10.2.1
specified for a GC.

6.3.10.3 Group management server (GMS) procedures

A GMS shall support handling an HTTP DELETE request from a GM C according to procedures specified in
IETF RFC 4825 [22] "DELETE Handling" where the Request-URI of the HTTP DELETE request identifies an attribute
of XML document of the application usage specified in subclause 7.2.

6.3.11 Group document attribute fetching procedure

6.3.11.1 General

This procedure enables the GMC to fetch an attribute of a group document from the GMS.
6.3.11.2 Client procedures

6.3.11.2.1 General client (GC) procedures
In order to fetch an attribute of a group document, a GC shall send an HTTP GET request with the Request URI that

references the attribute of the document to be fetched to the network according to procedures specified in
IETF RFC 4825 [22] "Fetch an Attribute”.

6.3.11.2.2 Group management client (GMC) procedures

In order to fetch an attribute of a group document, a GM C shall perform the proceduresin subclause 6.3.11.2.1
specified for a GC.

6.3.11.3 Group management server (GMS) procedures

A GMS shall support handling an HTTP GET request from a GMC according to procedures specified in
IETF RFC 4825 [22] "GET Handling" where the Request-URI of the HTTP GET request identifies an attribute of XML
document of the application usage specified in subclause 7.2.

6.3.12 Group document namespace binding fetching procedure

6.3.12.1 General

This procedure enables the GMC to fetch a namespace binding of a group document from the GMS.
6.3.12.2 Client procedures

6.3.12.2.1 General client (GC) procedures

In order to fetch a namespace binding of a group document, a GC shall send an HTTP GET request according to
procedures specified in IETF RFC 4825 [22] "Fetch Namespace Bindings'.

6.3.12.2.2 Group management client (GMC) procedures

In order to fetch a namespace binding of a group document, a GMC shall perform the proceduresin
subclause 6.3.12.2.1 specified for a GC.
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6.3.12.3 Group management server (GMS) procedures

A GMS shall support handling an HTTP GET request from a GMC according to procedures specified in
IETF RFC 4825 [22] "GET Handling" where the Request-URI of the HTTP GET request identifies a namespace
binding of XML document of the application usage specified in subclause 7.2.

6.3.13 Group document subscription and notification procedure

6.3.13.1 General

Editor's note (WI: MClmp-eM CPTT-CT, MCImp-MCDATA-CT, MCImp-MCVIDEO-CT; CR#0008): FFS which
access token should be used by GMC, particularly when UE contains GMC and MCVideo-client only, or
GMC and M CData-client only, or GMC, MCVideo-client, and MCData-client only.

Editor's note (WI: MCImp-eMCPTT-CT, MCImp-MCDATA-CT, MCImp-MCVIDEO-CT; CR#0008): FFS which
ICSlsareindicated in the PAS and C, particularly when UE contains GMC and MCVideo-client only, or
GMC and M CData-client only, or GMC, MCVideo-client, and MCData-client only.

This procedure enables the GM C to subscribe to notification of changes of:
a) one or more MCS group documents,
b) <GKTPs> elements of one or more MCS GK TP documents; or
c) both.
This procedure enables the MCS server to subscribe to notification of changes of:
a) oneor more MCS group documents.

This procedure enables the GM S owning a constituent MCS group of atemporary MCS group to subscribe to
notification of changes of:

a) an MCS group document of the temporary MCS group;
b) a<GKTPs> element of an MCS GKTP document for the temporary M CS group; or
c) both.

6.3.13.2 Client procedures

6.3.13.2.1 Group management client (GMC) procedures

In order to subscribe to notification of changes of:
a) one or more MCS group documents of MCS groups identified by MCS group IDs;
b) <GKTPs> elements of one or more MCS GKTP documents for MCS groups identified by MCS group 1Ds; or
c) both;

aGMC shall send aninitial SIP SUBSCRIBE request to the network according to the UE originating procedures
specified in 3GPP TS 24.229 [12] and IETF RFC 5875 [13]. In theinitial SIP SUBSCRIBE request, the GMC:

a) shall include an application/resource-liststxml MIME body. In the application/resource-liststxml MIME body,
the GMC shall include one <entry> element for each document or element to be subscribed to, such that the "uri”
attribute of the <entry> element:

1) containsarelative path reference:
A) with the base URI being equal to the XCAP root URI configured in the GMC; and

B) identifying a group document addressed by a group ID as described in subclause 7.2.10.2 where the group
ID isset to the MCS group ID; or
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2) contains arelative path reference:
A) with the base URI being equal to the XCAP root URI configured in the GMC;

B) with the document selector identifying the MCS GK TP document as described in subclause 7.7.10 where
the group ID is set to the MCS group ID; and

C) with the node selector identifying a <GKTPs> element of the MCS GKTP document;

b) shall set the Request-URI to the configured public service identity for performing subscription proxy function of
the GMS;

¢) shall include an application/vnd.3gpp.meptt-info+xml MIME body with the <mcptt-access-token> element set to
the value of the access token received during authentication procedure as described in 3GPP TS 24.482 [49];

d) if identity hiding is required:

1) shall perform the confidentiality protection procedures and integrity protection procedures defined in
3GPP TS 24.379[5] for MCPTT client on the application/vnd.3gpp.mcptt-info+xml MIME body and on the
application/resource-liststxml MIME body; and

2) shall include an application/mikey MIME body with the CSK as specified in 3GPP TS 24.379 [5];

€) shal include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.meptt” (coded as specified in
3GPP TS 24.229[12)), in aP-Preferred-Service header field according to IETF RFC 6050 [14]; and

f) shal include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-
serviceims.icsi.meptt” in the Contact header field.

Upon receiving a SIP NOTIFY request associated with a subscription created as result of the sent initial SIP
SUBSCRIBE request:

1) if identity hiding isrequired, the GMC shall perform the confidentiality protection procedures and integrity
protection procedures defined in 3GPP TS 24.379 [5] for MCPTT client; and

2) shall handle the SIP NOTIFY request according to IETF RFC 5875 [13].
In order to re-subscribe to notification of changes of a modified list of:
a) oneor more MCS group documents of MCS groups identified by MCS group IDs;
b) <GKTPs> elements of one or more MCS GK TP documents for MCS groups identified by MCS group I1Ds; or
c) both;

aGMC shall send a SIP re-SUBSCRIBE request to the network according to the UE originating procedures specified in
3GPP TS 24.229 [12] and IETF RFC 5875 [13]. In the SIP re-SUBSCRIBE request, the GMC:

a) shall include an application/resource-lists+xml MIME body. In the application/resource-liststxml MIME body,
the GM C shall include one <entry> element for each document or element to be subscribed to, such that the "uri"
attribute of the <entry> element:

1) contains arelative path reference:
A) with the base URI being equal to the XCAP root URI configured in the GMC; and

B) identifying a group document addressed by a group ID as described in subclause 7.2.10.2 where the group
ID is set to the MCS group ID; or

2) contains arelative path reference:
A) with the base URI being equal to the XCAP root URI configured in the GMC;

B) with the document selector identifying the MCS GK TP document as described in subclause 7.7.10 where
the group ID is set to the MCS group ID; and

C) with the node selector identifying a <GKTPs> element of the MCS GKTP document;
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b) if identity hiding isrequired, shall perform the confidentiality protection procedures and integrity protection
procedures defined in 3GPP TS 24.379 [5] for MCPTT client on the application/vnd.3gpp.mcptt-info+xml
MIME body and on the application/resource-liststxml MIME body using the CSK included in theinitial SIP
SUBSCRIBE request; and

¢) shal include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-
serviceims.icsi.meptt” in the Contact header field.

6.3.13.2.2 MCS server procedures
In order to subscribe to notification of changes of:
a) oneor more MCS group documents of MCS groups identified by MCS group IDs;

an MCS server shall send aninitial SIP SUBSCRIBE request to the network according to the originating AS procedures
specified in 3GPP TS 24.229 [12] and IETF RFC 5875 [13]. In the initial SIP SUBSCRIBE request, MCS server:

a) shall include an application/resource-liststxml MIME body. In the application/resource-lists+xml MIME body,
the MCS server shall include one <entry> element for each document or element to be subscribed to, such that
the "uri" attribute of the <entry> element:

1) contains arelative path reference:
A) with the base URI being equal to the XCAP root URI configured in the MCS server; and

B) identifying a group document addressed by a group ID as described in subclause 7.2.10.2 where the group
ID is set to the MCS group ID;

b) shall set the Request-URI to the configured public service identity for performing subscription proxy function of
the GMS;

¢) shall include a P-Asserted-ldentity header field containing the public service identity of the MCS server;

€) shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.meptt" (coded as specified in
3GPP TS 24.229 [12]), in a P-Asserted-Service header field according to IETF RFC 6050 [14]; and

f) shal include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-
serviceims.icsi.meptt” in the Contact header field.

Upon receiving a SIP NOTIFY request associated with a subscription created as result of the sent initial SIP
SUBSCRIBE request, the MCS server shall handle the SIP NOTIFY request according to IETF RFC 5875 [13].

In order to re-subscribe to notification of changes of a modified list of:
a) oneor more MCS group documents of MCS groups identified by MCS group IDs,

the MCS server shall send a SIP re-SUBSCRIBE request to the network according to the originating AS procedures
specified in 3GPP TS 24.229 [12] and IETF RFC 5875 [13]. In the SIP re-SUBSCRIBE request, MCS server:

a) shall include an application/resource-lists+txml MIME body. In the application/resource-liststxml MIME body,
the MCS server shall include one <entry> element for each document or element to be subscribed to, such that
the "uri" attribute of the <entry> element:

1) contains arelative path reference:
A) with the base URI being equal to the XCAP root URI configured in the MCS server; and

B) identifying a group document addressed by a group ID as described in subclause 7.2.10.2 where the group
ID isset to the MCS group ID; and

b) shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-
serviceims.icsi.meptt” in the Contact header field.
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6.3.13.2.3 Procedure of group management server (GMS) owning a constituent MCS group
acting as subscriber

In order to subscribe to notification of changes of:
a) an MCS group document of atemporary M CS group;
b) a<GKTPs> element of an MCS GKTP document for the temporary MCS group; or
c) both;

such that the temporary MCS group is identified by aMCS group ID and an MCS group owned by the GMSisa
constituent MCS group of the temporary MCS group, the GM S shall send an initial SIP SUBSCRIBE request to the
network according to the originating AS procedures specified in 3GPP TS 24.229 [12] and IETF RFC 5875 [13]. In the
initiadl SIP SUBSCRIBE request, the GMS:

a) shall include an application/resource-liststxml MIME body. In the application/resource-lists+xml MIME body,
the GM S shall include one <entry> element for each document or element to be subscribed to, such that the "uri”
attribute of the <entry> element:

1) containsarelative path reference:

A) with the base URI being equal to the XCAP root URI of the MCS provider of the GMS, if the MCS group
ID is owned by the MCS provider of the GMS;

B) with the base URI being derived from the group ID routing database specified in subclause 6.2.5.2 and
the MCS group ID, if the MCS group ID is owned by an MCS provider other than the MCS provider of
the GMS; and

C) identifying a group document addressed by a group ID as described in subclause 7.2.10.2 where the group
ID is set to the MCS group ID; or

2) contains arelative path reference

A) with the base URI being equal to the XCAP root URI of the MCS provider of the GMS, if the MCS group
ID isowned by the MCS provider of the GMS; and

B) with the base URI being equal to derived from the group ID routing database specified in
subclause 6.2.5.2 and the MCS group ID, if the MCS group ID is owned by an MCS provider other than
the MCS provider of the GMS;

C) with the document selector identifying the MCS GKTP document as described in subclause 7.7.10 where
the group ID is set to the MCS group ID; and

D) with the node selector identifying a <GKTPs> element of the MCS GK TP document;
c) shall set the Request-URI to:

1) own public service identity for accessing documents, if the MCS group ID is owned by the MCS provider of
the GMS; and

2) the public service identity for accessing documents of other MCS provider derived from the group ID routing
database specified in subclause 6.2.5.2 and the MCS group ID, if the MCS group ID is owned by an MCS
provider other than the MCS provider of the GMS;

d) shall include a P-Asserted-ldentity header field containing the own public service identity for accessing
documents;

€) shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml
MIME body, the GMS shall include the <mcptt-calling-group-id> element set to the MCS ID of the constituent
MCS group;

f) shal include the ICSI value "urn;urn-7:3gpp-service.ims.icsi.mcptt” (coded as specified in
3GPP TS 24.229 [12]), in a P-Asserted-Service header field according to IETF RFC 6050 [14]; and
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g) shal include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-
service.ims.icsi.meptt” in the Contact header field.

6.3.13.3 Group management server (GMS) procedures

6.3.13.3.1 General

The GMS procedures consist of:
a) procedures of GMS performing the subscription proxy function; and
b) procedures of GM S owning the MCS group.

The GMS shall be configured with own public service identity for performing subscription proxy function of the GMS.
6.3.13.3.2 Procedures of GMS performing the subscription proxy function

6.3.13.3.2.1 General

The procedures of GM S performing the subscription proxy function consist of:
a) aGMC originated subscription proxy procedure; and
b) aMCS server originated subscription proxy procedure; and

¢) aprocedure for GMS acting as subscriber on behalf of GMC.

6.3.13.3.2.2 GMC originated subscription proxy procedure
Upon reception of aninitial SIP SUBSCRIBE request:
a) with the Event header field set to xcap-diff;
b) with the Request-URI set to own public service identity for performing subscription proxy function of the GMS;

c) with aP-Asserted-l1dentity header field not containing an identity listed in the authorized MCS server list
specified in subclause 6.2.5.1 and not containing an identity listed in the authorized GM S list as specified in
subclause 6.2.5.1;

d) with an application/vnd.3gpp.mcptt-info+xml MIME body containing the <mcptt-access-token> element;
e) with an application/resource-liststxml MIME body; and

f) withthe ICSl value "urn:urn-7:3gpp-service.ims.icsi.meptt” (coded as specified in 3aGPP TS 24 229 [12)]), ina P-
Asserted-Service header field according to IETF RFC 6050 [14];

the GMS:

a) if an <EncryptedData> XML tag isincluded in the application/vnd.3gpp.mcptt-info+xml MIME body and the
CSK isreceived in an application/mikey MIME body of the initial SIP SUBSCRIBE request, shall decrypt the
application/vnd.3gpp.mcptt-info+xml MIME body;

b) if an <EncryptedData> XML tag isincluded in the application/resource-liststxml MIME body and the CSK is
received in an application/mikey MIME body of theinitial SIP SUBSCRIBE request, shall decrypt the
application/resource-liststxml MIME body;

¢) shal identify the originating MCPTT ID from <mcptt-access-token> element received in the
application/vnd.3gpp.mcptt-info+xml MIME body and shall use the originating MCPTT ID as an authenticated
identity when performing the authorization;

d) if the authenticated identity is not authorized to subscribe to notification of changes of any resource in the
application/resource-liststxml MIME body, shall reject the request with a SIP 403 (Forbidden) response and
shall not continue with rest of the steps,
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€) act asanoctifier according to IETF RFC 5875 [13]. Additionaly, if an XCAP URI in the "uri" attribute of the
<entry> element of the application/resource-lists+xml MIME body of the initial SIP SUBSCRIBE request
identifies:

1) agroup document addressed by agroup 1D as described in subclause 7.2.10.2 where the group ID isan MCS
group 1D owned by an MCS provider other than the MCS provider of the GMS; or

2) aelement of an MCS GK TP document as described in subclause 7.7.10 where the group 1D isan MCS group
ID owned by an MCS provider other than the MCS provider of GMS;

shall perform the procedure in subclause 6.3.13.3.2.4 for each such MCS group ID and shall interwork
information of received SIP NOTIFY requestsin subclause 6.3.13.3.2.4 in SIP NOTIFY reguests associated with
a subscription created as result of the received initial SIP SUBSCRIBE request.

Upon sending a SIP NOTIFY request associated with a subscription created as result of the received initial SIP
SUBSCRIBE request, if the CSK isreceived in an application/mikey MIME body of the initial SIP SUBSCRIBE
request, the GM S shall perform the confidentiality protection procedures and integrity protection procedures defined in
3GPP TS 24.379 [5] for MCS server.

Upon reception of a SIP re-SUBSCRIBE request:

a) with the Event header field set to xcap-diff; and

b) with an application/resource-liststxml MIME body;
the GMS:

a) if an <EncryptedData> XML tag isincluded in the application/resource-lists+xml MIME body of the received
SIP re-SUBSCRIBE request and the CSK was received in an application/mikey MIME body of theinitial SIP
SUBSCRIBE request, shall decrypt the application/resource-lists+xml MIME body; and

b) act asanotifier according to IETF RFC 5875 [13]. Additionally, if an XCAP URI inthe "uri" attribute of the
<entry> element of the application/resource-liststxml MIME body of the SIP re-SUBSCRIBE request identifies:

1) agroup document addressed by a group ID as described in subclause 7.2.10.2 where the group ID isan MCS
group 1D owned by an MCS provider other than the MCS provider of the GMS; or

2) aelement of an MCS GKTP document as described in subclause 7.7.10 where the group ID isan MCS group
ID owned by an MCS provider other than the MCS provider of GMS;

and for which thereis no related subscription established according to the subclause 6.3.13.3.2.4, shall perform
the procedure in subclause 6.3.13.3.2.4 for each such MCS group ID and shall interwork information of received
SIPNOTIFY requestsin subclause 6.3.13.3.2.4 in SIP NOTIFY requests associated with a subscription created
asresult of the received initial SIP SUBSCRIBE request.

6.3.13.3.2.3 MCS server originated subscription proxy procedure
Upon reception of aninitial SIP SUBSCRIBE request:
a) with the Event header field set to xcap-diff;
b) with the Request-URI set to own public service identity for performing subscription proxy function of the GMS;

¢) with aP-Asserted-1dentity header field containing an identity listed in the authorized MCS server list specified in
subclause 6.2.5.1;

d) with an application/resource-lists+txml MIME body; and

€) with the ICSI value "urn:urn-7:3gpp-service.ims.ics.meptt” (coded as specified in 3GPP TS 24 229 [12]), in a P-
Asserted-Service header field according to IETF RFC 6050 [14];

the GM S shall act as a notifier according to IETF RFC 5875 [13].
Upon reception of a SIP re-SUBSCRIBE request:
a) with the Event header field set to xcap-diff; and
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b) with an application/resource-liststxml MIME body;
the GMS:

a) shall use URI of the P-Asserted-Identity header field as an authenticated identity when performing the
authorization;

b) if the authenticated identity is not authorized to subscribe to notification of changes of any document or element
in the application/resource-liststxml MIME body, shall reject the request with a SIP 403 (Forbidden) response
and shall not continue with rest of the steps; and

¢) shal act asanotifier according to IETF RFC 5875 [13].

6.3.13.3.24 Procedure for GMS acting as subscriber on behalf of GMC
In order to subscribe to notification of changes of:

a) an MCS group document of an MCS group;

b) a<GKTPs> element of an MCS GKTP document for an MCS group; or

c) both;

such that the MCS group isidentified by aMCS group ID owned by an MCS provider other than the MCS provider of
the GMS, the GM S shall send an initial SIP SUBSCRIBE request to the network according to the originating AS
procedures specified in 3GPP TS 24.229 [12] and IETF RFC 5875 [13]. In theinitial SIP SUBSCRIBE request, the
GMS:

a) shall include an application/resource-lists+xml MIME body. In the application/resource-liststxml MIME body,
the GM S shall include one <entry> element for each document or element to be subscribed to, such that the "uri"
attribute of the <entry> element contains XCAP URI:

1) contains arelative path reference:

A) with the base URI being derived from the group 1D routing database specified in subclause 6.2.5.2 and
the MCS group ID; and

B) identifying a group document addressed by a group ID as described in subclause 7.2.10.2 where the group
ID is set to the MCS group ID; or

2) contains arelative path reference
A) with the base URI being equal to the XCAP root URI of the MCS provider of the GMS;

B) with the document selector identifying the MCS GKTP document as described in subclause 7.7.10 where
the group ID is set to the MCS group ID; and

C) with the node selector identifying a <GKTPs> element of the MCS GKTP document;

b) shall set the Request-URI to the public service identity for accessing documents of the other MCS provider
derived from the group ID routing database specified in subclause 6.2.5.2; and

¢) shal include a P-Asserted-Identity header field containing the own public service identity for accessing
documents;

d) shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml
MIME body, the GM S shall include the <mcptt-calling-user-id> element set to the originating MCS ID;

€) shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229
[12]), in a P-Asserted-Service header field according to IETF RFC 6050 [14]; and

f) shal include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-
serviceims.icsi.meptt” in the Contact header field.

ETSI



3GPP TS 24.481 version 14.3.0 Release 14 27 ETSI TS 124 481 V14.3.0 (2018-01)

Upon receiving a SIP NOTIFY request associated with a subscription created as result of the sent initial SIP
SUBSCRIBE request, the GM S shall handle the SIP NOTIFY request according to IETF RFC 5875 [13] and shall
interwork the received information in subclause 6.3.13.3.2.2.

6.3.13.3.3 Procedures of GMS owning the MCS group
Upon reception of aninitial SIP SUBSCRIBE request:
a) with the Event header field set to xcap-diff;
b) with the Request-URI set to own public service identity for accessing documents,

c) with aP-Asserted-l1dentity header field containing an identity listed in the authorized GM S list as specified in
subclause 6.2.5.1;

d) with an application/resource-liststxml MIME body;
€) with an application/vnd.3gpp.mcptt-info+xml MIME body; and

f) withthe ICSI value "urn:urn-7:3gpp-service.ims.ics.meptt” (coded as specified in 3GPP TS 24 229 [12]), in aP-
Asserted-Service header field according to IETF RFC 6050 [14];

the GMS:
a) if the <meptt-calling-user-id> element isincluded in the application/vnd.3gpp.mcptt-info+xml MIME body:

1) shall use the <mcptt-calling-user-id> element value as an authenticated identity when performing the
authorization; and

2) if the authenticated identity is not authorized to subscribe to notification of changes of any document or
element in the application/resource-lists+xml MIME body, shall reject the request with a SIP 403
(Forbidden) response and shall not continue with rest of the steps;

b) if the <mcptt-calling-group-id> element isincluded in the application/vnd.3gpp.mcptt-info+xml MIME body:

1) when performing the authorization, shall use URI of the P-Asserted-Identity header field as an authenticated
identity and shall determine that the subscription is on behalf of the identity in the <mcptt-calling-group-id>
element;

2) if the authenticated identity is not authorized to subscribe to notification of changes of any document or
element in the application/resource-lists+xml MIME body, shall reject the request with a SIP 403
(Forbidden) response and shall not continue with rest of the steps; and

3) if the MCS group ID indicated in the <mcptt-calling-group-id> element is a constituent MCS group of a
temporary M CS group and the documents or elements indicated in the application/resource-liststxml MIME
body are not associated with the temporary MCS group ID, shall reject the request with a SIP 403
(Forbidden) response and shall not continue with rest of the steps; and

c) shall act asanotifier according to IETF RFC 5875 [13].
6.3.14 Temporary MCS group formation procedure

6.3.14.1 General
This procedure enables a GMC to initiate creation of atemporary MCS group by combining MCS groups.

Editor's note (WI: MClmp-eM CPTT-CT, MCImp-MCDATA-CT, MCImp-MCVIDEO-CT; CR#0008): FFS what is
relationship between M CSs supported on a temporary group and M CSs supported in the groups to be
combined, and if there is any restriction, how the restriction is enforced.

6.3.14.2 Group management client (GMC) procedures

In order to form atemporary MCS group, a GMC shall send aHTTP POST request according to procedures specified in
IETF RFC 2616 [21] and subclause 6.2.3. In the HTTP POST request, the GMC:
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a) shall set the Request-URI to an XCAP URI:
1) inuserstree where the XUI is set to a group creation XUI configuration parameter; and
2) with the document selector identifying the temporary MCS group to be created; and

b) shall include an application/vnd.3gpp.GMOP+xml MIME body containing a GMOP document requesting group
regroup creation specified in subclause 7.3.4.3, with a <group> element containing a group document for an
MCS group. In the group document, the GM C shall include the <on-network-temporary> element according to
subclause 7.2. In the <on-network-temporary> element, the GMC shall include <constituent-M CPT T-group-
IDs> element according to subclause 7.2. In the <constituent-M CPT T-group-1Ds> element, the GMC shall
include one <constituent-M CPT T-group-1D> element according to subclause 7.2 for each MCS group to be
combined.

Upon reception of an HTTP 2xx response to the sent HTTP POST request, the GM C shall consider the temporary MCS
group formation as successful.

Upon reception of an HTTP 409 (Conflict) response with at least one <alt-value> element in the <uniqueness-failure>
error element, the GM C may repeat procedures of the present subclause and identify the temporary MCS group being
formed with an MCS Group ID indicated in an <alt-value> element.

6.3.14.3 Group management server (GMS) procedures

6.3.14.3.1 Procedure of GMS creating a temporary MCS group
Upon reception of an HTTP POST request:
a) with aRequest-URI with an XCAP URI identifying a non-existing group document; and

b) with an application/vnd.3gpp.GMOP+xml MIME body containing a GMOP document requesting group regroup
creation specified in subclause 7.3.4.3;

thenthe GMS:
a) shall determine the identity of the sender of the received HTTP POST request as specified in subclause 6.2.5;

b) if theidentity of the sender of the received HTTP POST request is not authorized to initiate temporary MCS
group formation, shall respond with HTTP 403 (Forbidden) response to the HTTP POST request and shall not
continue with rest of the steps;

c) if value of the"uri" attribute of the <list-service> element of the <group> element of the GMOP document
reguesting group regroup creation specified in subclause 7.3.4.3 of the received HTTP POST request does not
conformto local policy, shall respond with an HTTP 409 (Conflict) response to the HTTP POST request. The
<unigqueness-failure> error element shall identify the error condition. The GM S shall include at |east one <alt-
value> element in the <uniqueness-failure> error element, whereby each <alt-value> element containsaMCS
Group ID acceptable for the GMS. The GM S shall not continue with rest of the steps; and

d) for each MCS group ID of an MCS group to be combined indicated in content of a <constituent-M CPTT-group-
ID> element of the <constituent-M CPTT-group-1Ds> element of the <on-network-temporary> element of the
group document of the <group> element of the GM OP document requesting group regroup creation specified in
subclause 7.3.4.3 of the received HTTP POST request:

1) shall send aHTTP POST request according to procedures specified in IETF RFC 2616 [21] and
subclause 6.2.5. Inthe HTTP POST request, the GMS:

A) shall set the Request-URI to an XCAP URI:

i) with the document selector identifying a group document addressed by a group ID as specified in
subclause 7.2.10.2, where the group 1D is set to the MCS group I1D of the MCS group to be combined;

ii) with the node selector identifying a <on-network-regrouped> element of the constituent MCS group
such that the <on-network-regrouped> element has the "temporary-M CPTT-group-ID" attribute set to
the content of the "uri" attribute of the <list-service> element of the group document included in the
received HTTP POST request;
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iii) if the MCS group ID of the MCS group to be combined is owned by the MCS provider of the GMS,
with the XCAP root URI of the MCS provider of the GMS; and

iv) if the MCS group ID of the MCS group to be combined is owned by an MCS provider other than the
MCS provider of the GM S, with XCAP root URI derived using the group ID routing database as
specified in subclause 6.2.5.2 and the MCS group 1D of the MCS group to be combined;

B) shall set the X-3GPP-Asserted-ldentity header field as specified in 3GPP TS 24.482 [10] to a public
service identity of the GMS; and

C) shall include an application/vnd.3gpp.GM OP+xml MIME body containing a GMOP document requesting
group regroup check specified in subclause 7.3.4.4 with a <on-network-regrouped> element. In the <on-
network-regrouped> element, the GMS:;

i) shall setthe"temporary-MCPTT-group-I1D" attribute to the content of the "uri" attribute of the <list-
service> element of the group document included in the received HTTP POST request;

ii) shall set the "temporary-MCPTT-group-requestor” attribute to the identity of the sender of the
received HTTP POST request;

iii) shall include the <constituent-M CPTT-group-1Ds> element set to content of the <constituent-
MCPTT-group-1Ds> element of <on-network-temporary> element of the <list-service> element of the
group document of the MCS group included in the received HTTP POST request;

iv) if an <on-network-group-priority> element is included in the <list-service> element of the group
document included in the received HTTP POST request, shall include the <on-network-group-
priority> element set to content of the <on-network-group-priority> element of the <list-service>
element of the group document included in the received HTTP POST request;

v) if a<protect-media> element isincluded in the <list-service> element of the group document included
in the received HTTP POST request, shall include the <protect-media> element set to content of the
<protect-media> element of the <list-service> element of the group document included in the received
HTTP POST request;

vi) if a<protect-floor-control-signalling> element isincluded in the <list-service> element of the group
document included in the received HTTP POST request, shall include the <protect-floor-control-
signalling> element set to content of the <protect-floor-control-signalling> element of the <list-
service> element of the group document included in the received HTTP POST request; and

vii)if a <require-multicast-floor-control-signalling> element isincluded in the <list-service> element of
the group document included in the received HTTP POST request, shall include the <require-
multicast-floor-control-signalling> element.

Upon reception of aHTTP 3xx, 4xx, or 5xx responses to a sent HTTP POST request or upon timeout, the GM S shall
send aHTTP 403 (Forbidden) response to the received HTTP request and shall not continue with rest of the steps.

Upon reception of HTTP 2xx responsesto all sent HTTP POST requests, the GMS:

a) for each MCS group ID of an MCS group to be combined indicated in content of a <constituent-M CPTT-group-
ID> element of the <congtituent-M CPTT-group-IDs> element of the <on-network-temporary> element of the
<group> element of the GMOP document requesting group regroup creation specified in subclause 7.3.4.3 of the
received HTTP POST request:

1) shall send an HTTP POST request according to procedures specified in IETF RFC 2616 [21] and
subclause 6.2.5. Inthe HTTP POST request, the GMS:

A) shall set the Request-URI to an XCAP URI:

i) with the document selector identifying a group document addressed by a group ID as specified in
subclause 7.2.10.2, where the group 1D is set to the MCS group 1D of the MCS group to be combined;

i) with the node selector identifying a <on-network-regrouped> element of the constituent MCS group
such that the <on-network-regrouped> element has the "temporary-M CPTT-group-1D" attribute set to
the content of the "uri" attribute of the <list-service> element of the group document included in the
received HTTP POST request;
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iii) if the MCS group ID of the MCS group to be combined is owned by the MCS provider of the GMS,
with the XCAP root URI of the MCS provider of the GMS; and

iv) if the MCS group ID of the MCS group to be combined is owned by an MCS provider other than the
MCS provider of the GM S, with XCAP root URI derived using the group ID routing database as
specified in subclause 6.2.5.2 and the MCS group 1D of the MCS group to be combined;

B) shall set the X-3GPP-Asserted-ldentity header field as specified in 3GPP TS 24.482 [10] to a public
service identity of the GMS; and

C) shall include an application/vnd.3gpp.GMOP+xml MIME body with a GMOP document requesting
group regroup notification specified in subclause 7.3.4.5. In the GMOP document requesting group
regroup notification, the GMS:

i) shall include a <on-network-regrouped> element. In the <on-network-regrouped> element, the GMS:

shall set the "temporary-MCPTT-group-1D" attribute to the content of the "uri” attribute of the
<list-service> element of the group document included in the received HTTP POST request;

shall set the "temporary-M CPTT-group-requestor" attribute to the identity of the sender of the
received HTTP POST request;

shall include the <constituent-M CPTT-group-IDs> element set to content of the <constituent-
MCPTT-group-1Ds> element of <on-network-temporary> element of the <list-service> element of
the group document of the MCS group included in the received HTTP POST request;

if an <on-network-group-priority> element isincluded in the <list-service> element of the group
document included in the received HTTP POST request, shall include the <on-network-group-
priority> element set to content of the <on-network-group-priority> element of the <list-service>
element of the group document included in the received HTTP POST request;

if a<protect-media> element isincluded in the <list-service> element of the group document
included in the received HTTP POST request, shall include the <protect-media> element set to
content of the <protect-media> element of the <list-service> element of the group document
included in the received HTTP POST request;

if a<protect-floor-control-signalling> element is included in the <list-service> element of the
group document included in the received HTTP POST request, shall include the <protect-floor-
control-signalling> element set to content of the <protect-floor-control-signalling> element of the
<list-service> element of the group document included in the received HTTP POST request; and

if a<require-multicast-floor-control-signalling> element isincluded in the <list-service> element
of the group document included in the received HTTP POST request, shall include the <require-
multicast-floor-control-signalling> element.

NOTE: GMK isnotincluded in the GMOP document requesting group regroup natification as GMK is provided
only using SIP.

Upon reception of HTTP 2xx responses to all sent HTTP POST requests, the GM S shall create the group document of
the temporary MCS group at the location specified by the Request-URI of the received HTTP POST request and shall
send an HTTP 2xx response to the received HTTP request. In the HTTP 2xx response, the GM S shall include an
application/vnd.3gpp.GMOP+xml MIME body containing a GMOP document with group regroup creation response
specified in subclause 7.3.4.6 with a <temporary-group-document-ETag> element set to the current value of the entity
tag for the created group document of the temporary MCS group.

6.3.14.3.2

Procedure of GMS owning an MCS group to be combined

Upon reception of an HTTP POST request:

a) with the Request-URI set to an XCAP URI identifying an existing or a non-existing <on-network-regrouped>
element of an existing group document of an MCS group; and

b) with an application/vnd.3gpp.GM OP+xml MIME body containing a GMOP document regquesting group regroup
check specified in subclause 7.3.4.4;
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the GMS:
a) if:

1) the Request-URI identifies an existing <on-network-regrouped> element of an existing group document of an
MCS group;

2) the Request-URI identifies a non-existing <on-network-regrouped> element of an existing group document
defining atemporary MCS group;

3) identity indicated in the X-3GPP-Asserted-Identity header field is not listed in the authorized GMS list
specified in subclause 6.2.5.1; or

4) the MIME body of the HTTP POST request is not acceptable;

then shall respond with HTTP 403 (Forbidden) response to the HTTP POST request and shall not continue with
rest of the steps; and

b) shall respond with HTTP 200 (OK) response to the HTTP POST request.
Upon reception of an HTTP POST request:

a) with the Request-URI set to an XCAP URI identifying an existing or a non-existing <on-network-regrouped>
element of an existing group document of an MCS group; and

b) with an application/vnd.3gpp.GMOP+xml MIME body containing a GMOP document requesting group regroup
notification specified in subclause 7.3.4.5;

the GMS:
a) if:

1) the Request-URI identifies an existing <on-network-regrouped> element of an existing group document of an
MCS group;

2) the Request-URI identifies a non-existing <on-network-regrouped> element of an existing group document
defining atemporary MCS group;

3) identity indicated in the X-3GPP-Asserted-Identity header field is not listed in the authorized GMS list
specified in subclause 6.2.5.1; or

4) the MIME body of the HTTP POST request is not acceptable;

then shall respond with HTTP 403 (Forbidden) response to the HTTP POST request and shall not continue with
rest of the steps,

b) shall place the <on-network-regrouped> element of the GM OP document requesting group regroup notification
of the HTTP POST request at the location identified by the Request-URI of the received HTTP POST request;

c) shall respond with HTTP 200 (OK) response to the HTTP POST request; and

NOTE: GMK:isnot included in the GMOP document requesting group regroup notification as GMK is provided
only using SIP.

d) shall subscribe for changes of the MCS GKTP document of the temporary MCS Group ID indicated in the
"temporary-M CPT T-group-ID" attribute of the <on-network-regrouped> element of the GM OP document
requesting group regroup notification according to subclause 6.3.13.2.3.

6.3.15 Temporary MCS group tear down procedure

6.3.15.1 General

This procedure enables a GMC to initiate tear down of atemporary MCS group.
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6.3.15.2 Group management client (GMC) procedures

In order to tear down atemporary MCS group, the GMC shall send an HTTP DELETE request with Request-URI with
an XCAP URI identifying a group document of the temporary MCS group according to procedures specified in
IETF RFC 4825 [22] "Delete an Element".

6.3.15.3 Group management server (GMS) procedures

6.3.15.3.1 Procedure of GMS owning the temporary MCS group

Upon reception of an HTTP DELETE request with Request-URI with an XCAP URI identifying a group document of a
temporary MCS group, the GMS:

a) for each constituent M CS group indicated in the group document indicated by Request-URI:
1) shall send an HTTP DELETE request. In the HTTP DELETE request, the GMS:
A) shall set the Request-URI to an XCAP URI:

i) with the document selector identifying a group document addressed by a group ID as specified in
subclause 7.2.10.2, where the group 1D is set to the MCS group ID of the constituent MCS group;

ii) with the node selector identifying a <on-network-regrouped> element of the constituent MCS group,
such that the "temporary-M CPT T-group-1D" attribute of the <on-network-regrouped> element
contains the temporary MCS group ID of the temporary MCS group;

iii) if the MCS group ID of the constituent MCS group is owned by the MCS provider of the GMS, with
the XCAP root URI of the MCS provider of the GMS; and

iv) if the MCS group ID of the constituent MCS group is owned by an MCS provider other than the MCS
provider of the GMS, with XCAP root URI derived using the group 1D routing database as specified
in subclause 6.2.5.2 and the MCS group 1D of the constituent MCS group; and

B) shall set the X-3GPP-Asserted-Identity header field as specified in 3GPP TS 24.482 [10] to a public
service identity of the GMS.

Upon reception of an HTTP response to all sent HTTP DELETE requests, the GM S shall remove the group document
of the temporary MCS group and shall send an HTTP 2xx response to the received HTTP request.

6.3.15.3.2 Procedure of GMS owning a constituent MCS group

Upon reception of an HTTP DELETE request with Request-URI identifying a <on-network-regrouped> element of an
MCS group document, the GMS:

a) if:

1) the Request-URI identifies an existing <on-network-regrouped> element of a non-existing group document;
or

2) identity indicated in the X-3GPP-Asserted-1dentity header field is not listed in the authorized GMS list
specified in subclause 6.2.5.1;

then shall respond with HTTP 403 (Forbidden) response to the HTTP DELETE request and shall not continue
with rest of the steps; and

b) shall act according to according to procedures specified in IETF RFC 4825 [22] "DELETE Handling".
6.3.16 Group document excluding group members retrieval procedure

6.3.16.1 General

This procedure enables the GMC to retrieve a group document excluding group members from the GMS.
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When the MCS user requires the group document, then the default action by the GMC is to use the procedurein
subclause 6.3.16.2 to request the group document excluding the group members from the GMS. If the MCS user
requires the group document including the group members, then the GM C will request the entire group document using
the procedures described in subclause 6.3.3.2.1.

6.3.16.2 Group management client (GMC) procedures

In order to retrieve a group document except group members, a GMC shall send an HTTP POST request according to
procedures specified in IETF RFC 2616 [21] and subclause 6.2.3. Inthe HTTP POST request, the GMC:

a) shall set the Request-URI to XCAP URI of the group document addressed by a group I1D; and

b) shall include an application/vnd.3gpp.GM OP+xml MIME body containing a GMOP document requesting
retrieval of a group document excluding group members specified in subclause 7.3.4.2.

Upon reception of an HTTP 2xx response to the HTTP POST request such that the HTTP 2xx response contains a
MIME body of the MIME type specified in subclause 7.2.6, the GM C shall consider the MIME body as the group
document excluding group members.

6.3.16.3 Group management server (GMS) procedures
Upon reception of an HTTP POST request:
a) with aRequest-URI set to an XCAP URI identifying a existing group document; and

b) with application/vnd.3gpp.GM OP+xml MIME body containing a GMOP document for retrieval of agroup
document excluding group members specified in subclause 7.3.4.2;

the GM S shall send an HTTP 2xx response to the received HTTP request. In the HTTP 2xx response, the GM S shall
include aMIME body of the MIME type specified in subclause 7.2.6, containing a group document:

a) placed at location identified by the Request-URI; and

b) not including the <list> element of the <list-service> element of the <group> root element.

7 Coding

7.1 General

This clause specifies coding enabling a group management client (GMC) and an M CS server to manage group
documents in a group management server (GMS).

7.2 Group coding

7.2.1 General
Group document is described in the OMA OMA-TS-XDM_Group-V1 1 1[3] "Group".

The requirements in the remaining subclauses of the parent subclause of this subclause apply for an MCS group
document, i.e. agroup document containing an MCS group.

The usage of an MCS group document in an MCS service is described in 3GPP TS 24.379 [5], 3GPP TS 24.281 [26]
and 3GPP TS 24.282 [27].

7.2.2 Structure

NOTE 1: An MCS group document can contain further attributes and elements from any namespaces, according to
the XML schemas of the MCS group document.
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NOTE 2: For historical reasons, element names or attribute names can contain "mcptt". However, such elements
and such attributes can be used in any MCS (the MCPTT or an MCS which is not the MCPTT).

The group document structure is described in the OMA OMA-TS-XDM_Group-V1_1 1[3] "Sructure" with the MCS
specific clarifications specified in this subclause.

The <list-service> element specifiedin OMA OMA-TS-XDM_Group-V1 1 1[3] of an MCS group document:
a) shal include a"uri" attribute specified in OMA OMA-TS-XDM_Group-V1 1 1[3];
b) may include a <display-name> element specifiedin OMA OMA-TS-XDM_Group-V1_ 1 1[3];
¢) may include a<list> element specifiedin OMA OMA-TS-XDM_Group-V1 1 1[3];
d) may include a <ruleset> element specified in OMA OMA-TS-XDM_Group-V1 1 1[3];
€) shall include a <supported-services> element specifiedin OMA OMA-TS-XDM_Group-V1 1 1[3];
g) may include a <on-network-disabled> element specified in subclause 7.2.4.2;
h) may include a <on-network-temporary> element specified in subclause 7.2.4.2;
i) may include zero or more <on-network-regrouped> elements specified in subclause 7.2.4.2;
j) may include an <off-network-ProSe-layer-2-group-id> element specified in subclause 7.2.4.2;

k) may include an <off-network-PDN-type> element specified in subclause 7.2.4.2. In the present document, the
<event> element can only have the values specified by the off-network-PDN-type-value ABNF rule of
table 7.2.2-1;

[) may include an <off-network-1P-multicast-address> element specified in subclause 7.2.4.2 containing a |P
multicast address. If the IP multicast addressis an |Pv4 address, its value is coded as a string representing the
dotted-decimal format of the IPv4 address as specified in IETF RFC 1166 [8]. If the IP multicast addressis an
IPv6 address, its value is coded as a string representing the canonical text representation format of the IPv6
address as specified in IETF RFC 5952 [9];

m) may include an <off-network-ProSe-relay-service-code> element specified in subclause 7.2.4.2;
n) may include an <owner> element specified in subclause 7.2.4.2;

0) may include a <level-within-group-hierarchy> element specified in subclause 7.2.4.2; and

p) may include a <level-within-user-hierarchy> element specified in subclause 7.2.4.2.

The <list-service> element specifiedin OMA OMA-TS-XDM_Group-V1 1 1[3] of an MCPTT group document
additionally:

a) may include an <on-network-invite-members> element specified in subclause 7.2.4.2;

b) may include a <on-network-group-priority> element specified in subclause 7.2.4.2;

¢) may include a <on-network-max-participant-count> element specified in subclause 7.2.4.2;

d) may include an <off-network-ProSe-signalling-PPPP> element specified in subclause 7.2.4.2;

€) may include an <off-network-ProSe-emergency-call-signalling-PPPP> element specified in subclause 7.2.4.2;

f) may include an <off-network-ProSe-imminent-peril-call-signalling-PPPP> element specified in
subclause 7.2.4.2;

g) may include an <off-network-ProSe-media-PPPP> element specified in subclause 7.2.4.2;
h) may include an <off-network-ProSe-emergency-call-media-PPPP> element specified in subclause 7.2.4.2;
i) may include an <off-network-ProSe-imminent-peril-call-media-PPPP> element specified in subclause 7.2.4.2;

j) may include a <preferred-voice-encodings> element specified in subclause 7.2.4.2;
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k)

0)
p)
a)

S)

)

u)

may include an <on-network-in-progress-emergency-state-cancel l ation-timeout> element specified in
subclause 7.2.4.2;

may include an <on-network-i n-progress-imminent-peril-state-cancel | ation-timeout> element specified in
subclause 7.2.4.2;

may include an <off-network-in-progress-emergency-state-cancell ation-timeout> element specified in
subclause 7.2.4.2;

may include an <off-network-in-progress-imminent-peril-state-cancellation-timeout> element specified in
subclause 7.2.4.2;

may include an <on-network-hang-timer> element specified in subclause 7.2.4.2;

may include an <on-network-maximum-duration> element specified in subclause 7.2.4.2;

may include an <off-network-hang-timer> element specified in subclause 7.2.4.2;

may include an <off-network-maximum-duration> element specified in subclause 7.2.4.2;

may include an <on-network-minimum-number-to-start> element specified in subclause 7.2.4.2;

may include an <on-network-timeout-for-acknowledgement-of-required-members> element specified in
subclause 7.2.4.2;

may include an <on-network-action-upon-expirati on-of -timeout-for-acknowl edgement-of -required-members>
element specified in subclause 7.2.4.2. The <on-network-acti on-upon-expiration-of-timeout-for-
acknowledgement-of-required-members> element can only have the values specified by the on-network-action-
upon-expiration-of-timeout-for-acknowl edgement-of -required-members ABNF rule of table 7.2.2-1. If avalue of
the <on-network-acti on-upon-expirati on-of -ti meout-for-acknowl edgement-of -required-members> element is
other than those specified by the defined-actions ABNF rule of table 7.2.2-1, the <on-network-action-upon-
expiration-of-timeout-for-acknowl edgement-of -required-members> element is interpreted as having the value
specified by the abandon-action ABNF rule of table 7.2.2-1;

may include a <protect-media> element specified in subclause 7.2.4.2;

may include a <protect-floor-control-signalling> element specified in subclause 7.2.4.2;

may include a <require-multicast-floor-control-signalling> element specified in subclause 7.2.4.2;
may include an <off-network-gqueue-usage> element specified in subclause 7.2.4.2; and

may include an <mcptt-on-network-audio-cut-in> element specified in subclause 7.2.4.2.

The <list-service> element specified in OMA OMA-TS-XDM_Group-V1 1 1[3] of an MCVideo group document
additionally:

a)
b)
©)
d)
€)
f)
9)

may include an <mcvideo-on-network-invite-members> element specified in subclause 7.2.4.2;
may include an <mcvideo-on-network-maximum-duration> element specified in subclause 7.2.4.2;
may include an <mcvideo-protect-media> element specified in subclause 7.2.4.2;

may include an <mcvideo-protect-transmission-control> element specified in subclause 7.2.4.2;
may include an <mcvideo-preferred-audio-encodings> element specified in subclause 7.2.4.2;

may include an <mcvideo-preferred-video-encodings> element specified in subclause 7.2.4.2;

may include an <mcvideo-preferred-video-resolutions> element specified in subclause 7.2.4.2;
may include an <mcvideo-preferred-video-frame-rate> element specified in subclause 7.2.4.2;

may include an <mcvideo-urgent-real -time-video-mode> element specified in subclause 7.2.4.2;

may include an <mcvideo-non-urgent-real-time-video-mode> element specified in subclause 7.2.4.2;
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t)

may include an <mcvideo-non-real-time-video-mode> element specified in subclause 7.2.4.2;
may include an <mcvideo-active-real -time-video-mode> element specified in subclause 7.2.4.2;

may include an <mcvideo-maxi mum-si multaneous-mcvideo-transmitting-group-members> element specified in
subclause 7.2.4;

may include an <mcvideo-on-network-minimum-number-to-start> element specified in subclause 7.2.4.2;
may include an <mcvideo-on-network-group-priority> element specified in subclause 7.2.4.2;
may include an <mcvideo-off-network-arbitration-approach> element specified in subclause 7.2.4.2;

may include an <mcvideo-off-network-maximum-simultaneous-transmissions> element specified in
subclause 7.2.4.2;

may include an <mcvideo-off-network-ProSe-signalling-PPPP> element specified in subclause 7.2.4.2;

may include an <mcvideo-off-network-ProSe-emergency-call-signalling-PPPP> element specified in
subclause 7.2.4.2;

may include an <mcvideo-off-network-ProSe-imminent-peril-call-signal ling-PPPP> element specified in
subclause 7.2.4.2;

may include an <mcvideo-off-network-ProSe-media-PPPP> element specified in subclause 7.2.4.2;

may include an <mcvideo-off-network-ProSe-emergency-call-media-PPPP> element specified in
subclause 7.2.4.2;

may include an <mcvideo-off-network-ProSe-imminent-peril-call-media-PPPP> element specified in
subclause 7.2.4.2;

may include an <mcvideo-off-network-maximum-duration> element specified in subclause 7.2.4.2;

may include an <mcvideo-off-network-in-progress-emergency-state-cancell ation-timeout> element specified in
subclause 7.2.4.2; and

may include an <mcvideo-off-network-in-progress-imminent-peril-state-cancel l ation-timeout> element specified
in subclause 7.2.4.2.

The <list-service> element specified in OMA OMA-TS-XDM_Group-V1_ 1 1[3] of an MCData group document
additionally:

a)
b)
c)
d)
€)
f)
9)
h)

may include an <mcdata-protect-media> element specified in subclause 7.2.4.2;

may include an <mcdata-protect-transmission-control> element specified in subclause 7.2.4.2;
may include an <mcdata-all ow-short-data-service> element specified in subclause 7.2.4.2;

may include an <mcdata-allow-file-distribution> element specified in subclause 7.2.4.2;

may include an <mcdata-all ow-conversation-management> element specified in subclause 7.2.4.2;
may include an <mcdata-all ow-tx-control> element specified in subclause 7.2.4.2;

may include an <mcdata-allow-rx-control> element specified in subclause 7.2.4.2;

may include an <mcdata-all ow-enhanced-status> element specified in subclause 7.2.4.2;

may include one or more <mcdata-enhanced-status-operational -val ues> element(s) specified in
subclause 7.2.4.2;

may include an <mcdata-on-network-group-priority> element specified in subclause 7.2.4.2;
may include an <mcdata-on-network-max-data-size-for-SDS> element specified in subclause 7.2.4.2;

may include an <mcdata-on-network-max-data-size-for-FD> element specified in subclause 7.2.4.2;
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m) may include an <mcdata-on-network-max-data-size-auto-recv> element specified in subclause 7.2.4.2;
n) may include an <mcdata-off-network-ProSe-signalling-PPPP> element specified in subclause 7.2.4.2; and
0) may include an <mcdata-off-network-ProSe-media-PPPP> element specified in subclause 7.2.4.2.
The <list> element specified in OMA OMA-TS-XDM_Group-V1 1 1[3] of an MCS group document:
a) may include zero or more <entry> elements specified in OMA OMA-TS-XDM_Group-V1 1 1[3].
The <entry> element specified in OMA OMA-TS-XDM_Group-V1 1 1[3] of an MCS group document;
a) shal includea"uri" attribute specifiedin OMA OMA-TS-XDM_Group-V1 1 1[3];
b) may include a <display-name> element specifiedin OMA OMA-TS-XDM_Group-V1 1 1[3];
c) may include a <user-priority> element specified in subclause 7.2.4.2; and
d) may include a <participant-type> element specified in subclause 7.2.4.2.

The <entry> element specified in OMA OMA-TS-XDM_Group-V1_1_1[3] of an MCPTT group document
additionally:

a) may include a <on-network-required> element specified in subclause 7.2.4.2; and
b) may include an <on-network-recvonly> element specified in subclause 7.2.4.2.

The <entry> element specified in OMA OMA-TS-XDM_Group-V1 1 1[3] of an MCVideo group document
additionally:

a) may include an <mcvideo-on-network-required> element specified in subclause 7.2.4.2; and
b) shall include an <mcvideo-mcvideo-id> element specified in subclause 7.2.4.2.

The <entry> element specified in OMA OMA-TS-XDM_Group-V1 1 1[3] of an MCData group document
additionally:

a) may include an <mcdata-max-data-in-single-request> element specified in subclause 7.2.4.2;
b) may include an <mcdata-max-time-in-single-request> element specified in subclause 7.2.4.2; and
c) shall include an <mcdata-mcdata-id> element specified in subclause 7.2.4.2.
The <ruleset> element specified in OMA OMA-TS-XDM_Group-V1_1 1[3] of an MCS group document:
a) may include zero or more <rule> elements specified in OMA OMA-TS-XDM_Group-V1 1 1[3].
The <rule> element specified in OMA OMA-TS-XDM_Group-V1_1 1[3] of an MCS group document:
a) may include a <conditions> element specified in OMA OMA-TS-XDM_Group-V1 1 1[3]; and
b) may include an <actions> element specified in OMA OMA-TS-XDM_Group-V1 1 1[3].
The <conditions> element specified in OMA OMA-TS-XDM_Group-V1_1 1[3] of an MCS group document:
a) may include an <identity> element specifiedin OMA OMA-TS-XDM_Group-V1 1 1[3]; and
b) may include an <is-list-member> element specifiedin OMA OMA-TS-XDM_Group-V1 1 1[3].
The <actions> element specified in OMA OMA-TS-XDM_Group-V1 1 1[3] of an MCS group document:
a) may include an <on-network-allow-getting-member-list> element specified in subclause 7.2.4.2.

The <actions> element specified in OMA OMA-TS-XDM_Group-V1 1 1[3] of an MCPTT group document
additionally:

a) may include an <allow-initiate-conference> element specified in OMA OMA-TS-XDM_Group-V1 1 1[3];

b) may include a <join-handling> element specifiedin OMA OMA-TS-XDM_Group-V1 1 1[3];

ETSI



3GPP TS 24.481 version 14.3.0 Release 14 38 ETSI TS 124 481 V14.3.0 (2018-01)

¢) may include an <alow-M CPTT-emergency-call> element specified in subclause 7.2.4.2;

d) may include an <allow-imminent-peril-call> element specified in subclause 7.2.4.2;

€) may include an <allow-M CPTT-emergency-alert> element specified in subclause 7.2.4.2;

f) may include an <on-network-allow-getting-affiliation-list> element specified in subclause 7.2.4.2; and
g) may include an <on-network-allow-conference-state> element specified in subclause 7.2.4.2.

The <actions> element specified in OMA OMA-TS-XDM_Group-V1_1_1[3] of an MCVideo group document
additionally:

a) may include an <mcvideo-allow-emergency-call> element specified in subclause 7.2.4.2;

b) may include an <mcvideo-allow-emergency-alert> element specified in subclause 7.2.4.2;

c) may include an <mcvideo-allow-imminent-peril-call> element specified in subclause 7.2.4.2;

d) may include an <mcvideo-on-network-allow-conference-state> element specified in subclause 7.2.4.2; and
€) may include an <mcvideo-on-network-allow-getting-affiliation-list> element specified in subclause 7.2.4.2.

The <actions> element specified in OMA OMA-TS-XDM_Group-V1 1 1[3] of an MCData group document
additionally:

a) may include an <mcdata-on-network-allow-getting-affiliation-list> specified in subclause 7.2.4.2; and;
b) may include an <mcdata-all ow-transmit-data-in-this-group> element specified in subclause 7.2.4.2.

The <supported-services> element specified in OMA OMA-TS-XDM_Group-V1_1 1[3] of an MCS group document:
a) shall include one or more <service> element specifiedin OMA OMA-TS- XDM_Group-V1 1 1[3].

The <service> element specified in OMA OMA-TS-XDM_Group-V1 1 1[3] of an MCPTT group document:

a) shall include an "enabler" attribute specifiedin OMA OMA-TS-XDM_Group-V1 1 1[3] including astring
defining an enabler. The "enabler” attribute is set to the MCPTT ICS| specified in the 3GPP TS 24.379 [5]; and

b) shall include a <group-media> element specifiedin OMA OMA-TS-XDM_Group-V1 1 1[3].

Editor's note (WI: MCImp-eMCPTT-CT, MCImp-MCDATA-CT, MCImp-MCVIDEO-CT; CR#0008): FFS how to
identify an MCVideo group document.

The <service> element specified in OMA OMA-TS-XDM_Group-V1 1 [3] of an MCData group document:

a) shall include an "enabler" attribute specifiedin OMA OMA-TS-XDM_Group-V1 1[3] including a string
defining an enabler. The "enabler” attributeis set to one of:

1) thelCSl value for mission critical data (MCData) communications short data service (SDS) specified in the
3GPP TS 24.282 [27];

2) thelCSl value for mission critical data (MCData) communications file distribution (FD) specified in the
3GPP TS 24.282 [27]; or

3) thelCSl value for mission critical data (MCData) communications enhanced service (ES) specified in the
3GPP TS 24.282[27].

The <group-media> element specifiedin OMA OMA-TS-XDM_Group-V1_1 1[3] of an MCPTT group document:
a) shall include an <mcptt-speech> element specified in subclause 7.2.4.2.

The <group-media> element specified in OMA OMA-TS-XDM_Group-V1 1 1[3] of an MCVideo group document:
a) shall include an <mcvideo-video-media> element specified in subclause 7.2.4.2.

The <group-media> element specified in OMA OMA-TS-XDM_Group-V1_1 1[3] of an MCData group document:
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Editor's note (WI: MCImp-eMCPTT-CT, MCImp-MCDATA-CT, MCImp-MCVIDEO-CT; CR#0008): FFS
whether there are any M CData specific media applicable to an MCData group.
The <on-network-temporary> element specified in subclause 7.2.4.2 of an MCS group document:
a) shal include a <constituent-M CPTT-group-1Ds> element specified in subclause 7.2.4.2; and
b) may include an <anyExt> element specified in subclause 7.2.4.2.
The <constituent-M CPTT-group-1Ds> element specified in subclause 7.2.4.2 of an MCS group document:
a) may include zero, or more <constituent-M CPT T-group-1D> elements specified in subclause 7.2.4.2; and
b) may include an <anyExt> element specified in subclause 7.2.4.2.
The <on-network-regrouped> element specified in subclause 7.2.4.2 of an MCS group document:
a) shall include a"temporary-M CPTT-group-ID" attribute specified in subclause 7.2.4.2;
b) shall include a"temporary-M CPTT-group-requestor” attribute specified in subclause 7.2.4.2;
¢) shall include a <constituent-M CPT T-group-IDs> element specified in subclause 7.2.4.2. and
d) may include an <anyExt> element specified in subclause 7.2.4.2.
The <on-network-regrouped> element specified in subclause 7.2.4.2 of an MCPTT group document:

NOTE 3: MCPTT parameters defined in release 13 are included in the <on-network-regrouped> element. MCPTT
parameters defined in arelease later than release 13 are included in the <anyExt> element of the <on-
network-regrouped> element.

d) may include a <on-network-group-priority> element specified in subclause 7.2.4.2;

€) may include a <protect-media> element specified in subclause 7.2.4.2;

f) may include a <protect floor-control-signalling> element specified in subclause 7.2.4.2; and

g) may include a <require-multicast-floor-control-signalling> element specified in subclause 7.2.4.2.

The <anyExt> element of an <on-network-regrouped> element specified in subclause 7.2.4.2 of an MCS group
document:

Editor's note (WI: MCImp-eMCPTT-CT, MCImp-MCDATA-CT, MCImp-MCVIDEO-CT; CR#0008): FFS
whether there are any new M CS parameters defined in Rel-14 and later applicable to a constituent
MCPTT group.

The <anyExt> element of an <on-network-regrouped> element specified in subclause 7.2.4.2 of an MCPTT group
document:

Editor's note (WI: MCImp-eMCPTT-CT, MCImp-MCDATA-CT, MCImp-MCVIDEO-CT; CR#0008): FFS
whether there are any MCPTT specific parameters defined in Rel-14 and later applicable to a constituent
MCPTT group.

The <anyExt> element of an <on-network-regrouped> element specified in subclause 7.2.4.2 of an MCVideo group
document:

Editor's note (WI: MCImp-eMCPTT-CT, MCImp-MCDATA-CT, MClmp-MCVIDEO-CT; CR#0008): FFS
whether there are any MCVideo specific parameters applicable to a constituent MCVideo group.

The <anyExt> element of an <on-network-regrouped> element specified in subclause 7.2.4.2 of an MCData group
document:

Editor's note (WI: MCImp-eMCPTT-CT, MCImp-MCDATA-CT, MClmp-MCVIDEO-CT; CR#0008): FFS
whether there are any M CData specific parameters applicable to a constituent M CData group.

The <preferred-voice-encodings> element specified in subclause 7.2.4.2 of an MCPTT group document:
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a) shall include one or more <encoding> element specified in subclause 7.2.4.2.

The <mcvideo-preferred-audio-encodings> element specified in subclause 7.2.4.2 of an MCVideo group document:
a) shall include one or more <encoding> element specified in subclause 7.2.4.2.

The <mcvideo-preferred-video-encodings> element specified in subclause 7.2.4.2 of an MCVideo group document:
a) shall include one or more <encoding> element specified in subclause 7.2.4.2.

The <encoding> element specified in subclause 7.2.4.2 of an MCS group document:

a) shall include a"name" attribute with value equal to a value of the <encoding name> field of a=rtpmap attribute
asdefined in IETF RFC 4566 [20].

Table 7.2.2-1: ABNF syntax of values of the elements

of f - net wor k- PDN-t ype-val ues = | Pv4-val ue / | Pv6-val ue
| Pv4-val ue = %49.50.76.34 ; "I Pv4"
| Pv6-val ue = %49.50.76.36 ; "I Pv6"

on- net wor k- acti on-upon-expi rati on-of -ti meout -f or-acknow edgenent - of - requi r ed- menbers
= defined-actions / future-actions

defined-actions = proceed-action / abandon-action

proceed-action % 70. 72. 6f . 63. 65. 65. 64 ; "proceed"

abandon- acti on %61. 62. 61. 6e. 64. 6f. 6e ; "abandon"

future-actions 1*( ALPHA/ DG T/ "-" )

Elements and attributes of the group document are defined in various namespaces. The group document refers to
namespaces using prefixes specified in table 7.2.2-2.

Table 7.2.2-2: Assignment of prefixes to namespace names in group documents

Prefix Namespace
rl urn:ietf:params:xml:ns:resource-lists
cp urn:ietf:params:xml:ns:common-policy
ocp urn:oma:xml:xdm:common-policy
oxe urn:oma:xml:xdm:extensions
mcpttgi urn:3gpp:ns:mcpttGroupinfo:1.0

NOTE:  The "urn:oma:xml:poc:list-service" namespace is the default namespace so no prefix is used for it in the
group document.

The <mcvideo-mcvideo-id> element specified in OMA OMA-TS-XDM_Group-V1_1 1[3] of an MCVideo group
document

a) shall include a"uri" attribute specified in IETF RFC 4826 [28].

The <mcdata-mcdata-id> element specifiedin OMA OMA-TS-XDM_Group-V1_1 1[3] of an MCData group
document:

a) shall include a"uri" attribute specified in IETF RFC 4826 [28].

7.2.3  Application Unique ID

Application Unique ID is described in the OMA OMA-TS-XDM_Group-V1_ 1 1[3] "Application Unique ID".

7.2.4 XML schema

7241 General

The group document is composed according the XML schema described in the OMA OMA-TS-XDM_Group-
V1 1 1[3]"XML Schema”, and extended with extensions from the XML schema defined in subclause 7.2.4.2.
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7.24.2 XML schema for MCS specific extensions

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema
t ar get Nanespace="ur n: 3gpp: ns: ncpt t G oupl nf o: 1. 0"
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
xm ns: mepttgi ="urn: 3gpp: ns: neptt Groupl nfo: 1. 0"
xm ns: oxe="urn: oma: xm : xdm ext ensi ons"
xmns:rl="urn:ietf:parans: xm : ns: resource-1ists"
el ement For nDef aul t =" qual i fi ed" attri buteFornDef aul t ="unqual i fied">

<xs:inport namespace="urn: oma: xm : xdm ext ensi ons"/ >
<xs:inmport namespace="urn:ietf:params:xm:ns:resource-lists"/>

<I-- MCS specific "list-service" child el enents -->

<xs:el ement nanme="on- networ k-di sabl ed" type="nctpttgi:enptyType"/>
<xs: el ement nanme="on-network-tenporary" type="nctpttgi:tenporaryType"/>
<xs: el ement nanme="on- net wor k-regrouped" type="nctpttgi:regroupedType"/>
<xs: el ement name="of f - net wor k- ProSe- | ayer - 2-group-i d" type="xs: hexBi nary"/>
<xs:el ement nanme="of f-network-1P-multicast-address" type="xs:string"/>
<xs: el ement nanme="of f - net wor k- PDN- t ype" type="xs:string"/>

<xs: el ement nanme="of f - net wor k- ProSe-r el ay- servi ce-code" type="xs: hexBi nary"/>
<xs:el ement name="owner" type="xs:string"/>

<xs:el ement name="1|evel -w t hi n-group-hi erarchy" type="xs: unsi gnedShort"/>
<xs: el ement nanme="|evel -w t hi n-user-hi erarchy" type="xs:unsignedShort"/>

<I-- MCPTT specific "list-service" child elenments -->

<xs:el ement nanme="on-network-group-priority" type="nctpttgi:priorityType"/>

<xs: el ement name="of f - net wor k- ProSe- si gnal | i ng- PPPP" type="xs: hexBi nary"/>

<xs: el ement nane="of f - net wor k- Pr oSe- ener gency- cal | - si gnal | i ng- PPPP" type="xs: hexBi nary"/>

<xs: el ement name="of f - net wor k- ProSe-i mm nent - peril -call-signalling-PPPP" type="xs:hexBinary"/>

<xs: el ement nane="of f - net wor k- Pr oSe- medi a- PPPP" type="xs: hexBi nary"/>

<xs: el ement nane="of f - net wor k- Pr oSe- errer gency- cal | - medi a- PPPP" type="xs: hexBi nary"/>

<xs: el ement nanme="of f - net wor k- ProSe-i nm nent - peril -cal | - medi a- PPPP" type="xs: hexBi nary"/>

<xs: el ement nanme="on- networ k- max-parti ci pant-count" type="xs:nonNegativel nteger"/>

<xs: el ement nanme="on-network-invite-nmenbers" type="xs:bool ean"/>

<xs: el ement name="preferred-voi ce-encodi ngs" type="ntpttgi:encodi ngsType"/>

<xs: el ement nanme="on- network-i n- progress-energency-state-cancellation-timeout"
type="xs:duration"/>

<xs: el ement nanme="on-network-in-progress-immnent-peril-state-cancellation-tinmeout"
type="xs:duration"/>

<xs: el ement name="of f - net wor k- i n- progress- energency-state-cancel |l ati on-ti meout"
type="xs:duration"/>

<xs: el ement nanme="of f - network-i n-progress-i mm nent-peril-state-cancellation-tinmeout"
type="xs:duration"/>

<xs: el ement name="on-network-hang-timer" type="xs:duration"/>

<xs: el ement name="on-networ k- maxi mum dur ati on" type="xs:duration"/>

<xs: el ement nanme="of f - net wor k- hang-ti mer" type="xs:duration"/>

<xs: el ement name="of f - net wor k- maxi mum dur ati on" type="xs:duration"/>

<xs: el ement nanme="on- network-m ni mum nunber-to-start" type="xs:unsignedShort"/>

<xs: el ement nanme="on-network-ti meout -for-acknow edgenent - of -requi r ed- menber s" type="xs: duration"/>

<xs: el ement name="on- networ k-acti on-upon-expiration-of-tinmeout-for-acknow edgenent - of - requi r ed-
menbers" type="xs:string"/>

<xs:el ement nanme="protect-nmedi a" type="xs:bool ean"/>

<xs:el ement name="protect-floor-control-signalling" type="xs:bool ean"/>

<xs:element name="require-multicast-floor-control-signalling" type="ntpttgi:enmptyType"/>

<xs: el ement nane="of f - net wor k- queue- usage" type="xs: bool ean"/>

<xs: el ement name="nctptt-on-network-audi o-cut-in" type="xs:bool ean"/>

<l-- MlVideo specific "list-service" child elenments -->

<xs: el ement nanme="nctvi deo- on- net wor k-i nvi t e- mrenber s" type="xs: bool ean"/ >

<xs: el ement nanme="ntvi deo- on- net wor k- maxi mum dur ati on" type="xs:duration"/>

<xs:el ement nanme="ncvi deo- protect-nedi a" type="xs: bool ean"/>

<xs:el ement name="ncvi deo- protect-transm ssion-control" type="xs:bool ean"/>

<xs: el ement nanme="nctvi deo- preferred-audi o-encodi ngs" type="ntpttgi:encodi ngsType"/>

<xs: el ement nanme="nctvi deo- preferred-vi deo-encodi ngs" type="ntpttgi:encodi ngsType"/>

<xs:el ement name="ncvi deo- preferred-vi deo-resol utions" type="xs:string"/>

<xs: el ement nanme="ncvi deo- preferred-vi deo-frame-rate" type="xs:string"/>

<xs: el ement nanme="nctvi deo-urgent-real -ti ne-vi deo- nbde" type="xs: bool ean"/>

<xs: el ement nanme="nctvi deo- non-urgent-real -ti me-vi deo- node" type="xs: bool ean"/>

<xs: el ement nanme="ntvi deo-non-real -ti me-vi deo- node" type="xs: bool ean"/>

<xs: el ement name="nctvi deo-active-real -ti me-vi deo- node" type="xs:string"/>

<xs: el ement nanme="ntvi deo- maxi mum si nul t aneous- ntvi deo-transmtting-group- nenbers"
type="xs: nonNegati vel nteger"/>

<xs: el ement nanme="ntvi deo- on- net wor k- m ni mum nunber-to-start" type="xs:unsi gnedShort"/>

<xs: el ement nanme="ntvi deo- on- networ k- group-priority" type="ncpttgi:priorityType"/>

<xs: el ement nanme="ncvi deo- of f - net wor k- arbi trati on-approach" type="xs:string"/>
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<xs: el ement name="nctvi deo- of f - net wor k- maxi num si mul t aneous-t ransni ssi ons"
type="xs: nonNegati vel nteger"/>
<xs: el ement nanme="nctvi deo- of f - net wor k- Pr oSe- si gnal | i ng- PPPP" type="xs: hexBi nary"/>
<xs: el ement name="nctvi deo- of f - net wor k- Pr oSe- enmrer gency- cal | - si gnal | i ng- PPPP" type="xs: hexBi nary"/>
<xs: el ement nanme="ncvi deo- of f - net wor k- ProSe-i nm nent - peril -call -signalling- PPPP"
type="xs: hexBi nary"/>
<xs: el ement name="nctvi deo- of f - net wor k- Pr oSe- medi a- PPPP" type="xs: hexBi nary"/>
<xs: el ement name="nctvi deo- of f - net wor k- Pr oSe- errer gency- cal | - medi a- PPPP" type="xs: hexBi nary"/>
<xs: el ement nanme="ncvi deo- of f - net wor k- ProSe-i mm nent - peri |l - cal | - medi a- PPPP" type="xs: hexBi nary"/>
<xs:el ement nanme="ncvi deo- of f - net wor k- i n- progr ess- ener gency- st at e-cancel | ati on-ti neout”
type="xs: duration"/>
<xs: el ement name="nctvi deo- of f - net wor k-i n- progress-i nm nent-peril-state-cancellation-tinmeout"
type="xs:duration"/>
<xs: el ement nanme="ncvi deo- of f - net wor k- maxi num dur ati on" type="xs:duration"/>

<l-- MCData specific "list-service" child elenments -->

<xs:el ement nanme="nctdat a- prot ect - medi a" type="xs: bool ean"/ >

<xs:el ement nanme="ntdat a- protect-transm ssion-control" type="xs:bool ean"/>
<xs: el ement nanme="ntdat a-al | ow short-dat a-servi ce" type="xs: bool ean"/>

<xs: el ement name="ntdata-allowfile-distribution" type="xs:boolean"/>

<xs:el ement name="ncdat a- al | ow conver sati on- managenment" type="xs: bool ean"/>

<xs:el ement name="nctdata-all owtx-control" type="xs:bool ean"/>

<xs: el ement nanme="ntdata-all owrx-control" type="xs:bool ean"/>

<xs: el ement nane="ntdat a- al | ow- enhanced- st at us" type="xs: bool ean"/>

<xs: el ement nanme="ntdat a- enhanced- st at us- oper ati onal - val ues" type="xs:string"/>
<xs: el ement name="ntdat a- on- net wor k- max- dat a- si ze-f or- SDS" type="xs: unsi gnedlint"/>
<xs: el ement nanme="ntdat a- on- net wor k- nax- dat a- si ze-for-FD' type="xs:unsi gnedint"/>
<xs: el ement nanme="ntdat a- on- net wor k- nax- dat a- si ze-aut o-recv" type="xs:unsignedlnt"/>
<xs: el ement nanme="ntdat a- on- networ k-group-priority" type="nctpttgi:priorityType"/>
<xs: el ement nanme="ntdat a- of f - net wor k- Pr oSe- si gnal | i ng- PPPP" type="xs: hexBi nary"/>
<xs: el ement nanme="ntdat a- of f - net wor k- Pr oSe- medi a- PPPP" type="xs: hexBi nary"/>

<l-- MCS specific "entry" child elenents -->
<xs: el ement name="user-priority" type="ncpttgi:priorityType"/>
<xs: el ement name="participant-type" type="xs:string"/>

<l-- MCPTT specific "entry" child elenments -->
<xs: el ement name="on-network-required" type="nctpttgi:enptyType"/>
<xs: el ement nanme="on-network-recvonly" type="ntpttgi:enptyType"/>

<l-- MCVideo specific "entry" child el ements -->
<xs: el ement nanme="ntvi deo- on- net wor k-requi red" type="nctpttgi:enptyType"/>
<xs: el ement name="ntvi deo- ntvi deo-i d" type="rl:entryType"/>

<l-- MCData specific "entry" child el ements -->

<xs: el ement name="ntdat a- max- dat a-i n-si ngl e-request” type="xs:unsignedlnt"/>
<xs: el ement nanme="ntdat a- max-ti me-in-singl e-request” type="xs:duration"/>
<xs:el ement nanme="nctdat a-ncdata-id" type="rl:entryType"/>

<l-- MCS specific "actions" child el ements -->
<xs: el ement name="on-network-al | ow getti ng-nmenber-1ist" type="xs:bool ean"/>

<I-- MCPTT specific "actions" child elements -->
<xs:el ement nane="al | ow MCPTT- energency-cal | " type="xs: bool ean"/>
<xs: el ement nanme="al |l owi mm nent-peril-call" type="xs:bool ean"/>

<xs: el ement nanme="al | ow- MCPTT- enrer gency-al ert" type="xs: bool ean"/>
<xs:el ement nane="on-network-allowgetting-affiliation-list" type="xs:boolean"/>
<xs: el ement nanme="on- net wor k- al | ow conf erence-state" type="xs:bool ean"/>

<l-- MVideo specific "actions" child elenents -->

<xs:el ement nane="ncvi deo- al | ow ener gency-cal | " type="xs: bool ean"/>
<xs:el ement nanme="ncvi deo- al | ow emer gency-al ert" type="xs: bool ean"/>
<xs: el ement nanme="ncvi deo-al | owi mm nent-peril-call" type="xs:bool ean"/>

<xs: el ement nanme="nctvi deo- on- net wor k- al | ow conf erence-state" type="xs: bool ean"/>
<xs:el ement name="ncvi deo-on-network-all owgetting-affiliation-list" type="xs:bool ean"/>

<l-- MCData specific "actions" child elenments -->
<xs: el ement nanme="ntdata-all owtransnit-data-in-this-group" type="xs:bool ean"/>
<xs: el ement nanme="ntdat a- on- network-al | owgetting-affiliation-list" type="xs:bool ean"/>

<l-- MCPTT specific nmedia el enents -->
<xs: el ement name="ntptt-speech" type="oxe: extensionType"/>

<!-- MCVideo specific nmedia el erents -->
<xs: el ement nane="nctvi deo-vi deo- medi a" type="oxe: ext ensi onType"/ >

<l-- MCData specific nedia elenments -->
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<l-- MCS specific conplex type definitions -->

<!-- enpty conplex type -->
<xs: conpl exType name="enptyType"/>

<l-- conmplex type for tenporary elenent -->
<xs: conpl exType name="t enporaryType">
<Xs:sequence>
<xs:el ement name="constituent-MCPTT-group-| Ds"
type="ntpttgi:constituent MCPTTgr oupTypel DsType"/ >
<xs: el ement name="anyExt" type="ntpttgi:anyExt Type" m nCccurs="0"/>
<xs:any nanmespace="##other" processContents="lax" m nCccurs="0" maxCccurs="unbounded"/ >
</ xs: sequence>
<xs:anyAttri bute namespace="##any" processContents="1ax"/>
</ xs: conpl exType>

<I-- conmplex type for constituent-MCPTT-group-ID el erent -->
<xs: conpl exType nanme="constituent MCPTTgr oupTypel DsType" >
<XS:sequence>
<xs: el ement nanme="constituent-MCPTT-group-1D"' type="xs:anyUR" mi nCccurs="0"
maxCccur s="unbounded"/ >
<xs:el ement nanme="anyExt" type="ntpttgi:anyExt Type" m nCccurs="0"/>
<xs:any namespace="##other" processContents="lax" m nCccurs="0" maxCccurs="unbounded"/ >
</ xs: sequence>
<xs:anyAttribute namespace="##any" processContents="|ax"/>
</ xs: conpl exType>

<l-- conplex type for regrouped el enent -->
<xs: conpl exType nane="regroupedType" >
<Xs: sequence>
<xs: el ement nanme="constituent- MCPTT-group-| Ds"
type="ntpttgi:constituent MCPTTgr oupTypel DsType"/ >

<!-- MCPTT specific extensions for regroupedType type defined in rel ease 13 -->
<xs:el ement ref="nctpttgi:on-network-group-priority" mnCccurs="0"/>
<xs:element ref="nctpttgi:protect-nmedia" m nCccurs="0"/>
<xs:element ref="ncpttgi:protect-floor-control-signalling" mnCccurs="0"/>
<xs:element ref="nctpttgi:require-multicast-floor-control-signalling" mnCccurs="0"/>
<xs: el ement name="anyExt" type="ntpttgi:anyExt Type" m nCccurs="0"/>
<xs:any namespace="##ot her" processContents="|ax" m nCccurs="0" maxCccurs="unbounded"/ >
</ xs: sequence>
<xs:attribute name="tenporary- MCPTT-group-|D"' type="xs:anyURl" use="required"/>
<xs:attribute name="tenporary- MCPTT- group-requestor" type="xs:anyURl" use="required"/>
<xs:anyAttri bute namespace="##any" processContents="1ax"/>
</ xs: conpl exType>

<!-- conplex type for any extensions el ement -->
<xs: conpl exType name="anyExt Type" >
<Xs: sequence>
<xs:any nanespace="##any" processContents="|ax" m nCccurs="0" maxCccurs="unbounded"/>
</ xs: sequence>
</ xs: conpl exType>

<I-- MCS specific extensions for regroupedType type -->

<l-- MCPTT specific extensions for regroupedType type defined in a rel ease after release 13 -->
<I-- MVideo specific extensions for regroupedType type -->

<l-- MCData specific extensions for regroupedType type -->

<I-- MCS specific conplex type definitions -->
<l-- encodi ngsType conpl ex type -->
<xs: conpl exType name="encodi ngsType" >
<Xs: sequence>
<xs:el ement nanme="encodi ng" type="ntpttgi:encodi ngType" maxCccur s="unbounded"/ >
<xs: el ement nane="anyExt" type="ntpttgi:anyExt Type" m nCccurs="0"/>
<xs:any namespace="##other" processContents="lax" m nCccurs="0" maxCccurs="unbounded"/ >
</ xs: sequence>
<xs:anyAttribute namespace="##any" processContents="|ax"/>
</ xs: conmpl exType>

<!-- encodi ngType conpl ex type -->
<xs: conpl exType name="encodi ngType" >
<xs:sequence>
<xs:el ement nane="anyExt" type="ntpttgi:anyExt Type" m nCccurs="0"/>
<xs:any nanmespace="##ot her" processContents="lax" m nCccurs="0" maxCccurs="unbounded"/ >
</ xs: sequence>
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<xs:attribute name="name" type="xs:string" use="required"/>
<xs:anyAttribute namespace="##any" processContents="|ax"/>
</ xs: conpl exType>

<l-- sinple type for priority elenent -->
<xs:sinmpl eType name="priorityType">
<xs:restriction base="xs:unsi gnedShort">

<xs: maxl| ncl usi ve val ue="255"/>
</xs:restriction>
</ xs: si npl eType>

<I-- MCPTT specific conplex type definitions -->
<l-- MCVideo specific conplex type definitions -->
<l-- MCData specific conplex type definitions -->

</ xs: schema>

7.2.5 Default document namespace

The default document namespace used in evaluating URIs is described in the OMA OMA-TS-XDM_Group-V1 1 1[3]
"Default Namespace".

7.2.6  MIME type

MIME typeis described in the OMA OMA-TS-XDM_Group-V1 1_1[3] "MIME Type".

7.2.7 Validation constraints

Validation constraints are described in the OMA OMA-TS-XDM_Group-V1 1 1[3] "Validation Constraints®, along
with the validations constraints described in this subclause.

When the <on-network-invite-members> element contains a value "true" then the <on-network-maxi mum-duration>
element shall contain avalue.

When the <on-network-invite-members> element contains a value "false" then a value may be included in the <on-
network-maximum-duration> element.
7.2.8 Data semantics

Data semantics are described in the OMA OMA-TS-XDM_Group-V1 1 1[3] "Data Semantics' with the MCS specific
clarifications specified in this subclause.

A group document is an MCS group document if the group document:
a) isan MCPTT group document;
b) isan MCData group document;
¢) isan MCVideo group document; or
d) isany combination of the previous bullets.
A group document isan MCPTT group document only if:
a) the <supported-services> element is present in the group document;
b) the <service> child element of the <supported-services> element is present;

c) the<service> element includes the "enabler" attribute set to the MCPTT ICSI specified in the
3GPP TS 24.379[5];

d) the <group-media> child element of the <service> element is present; and
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€) the <mcptt-speech> child element of the <group-media> element is present.
A group document is an MCVideo group document only if:

a) the <supported-services> element is present in the group document;

b) the <service> child element of the <supported-services> element is present;

C) the <service> element includesthe "enabler" attribute set to the MCVideo ICS| specified in the
3GPP TS 24.281[26];

d) the <group-media> child element of the <service> element is present; and

€) the <mcvideo-video-media> child element of the <group-media> element is present.
A group document is an MCData group document only if:

a) the <supported-services> element is present in the group document;

b) the <service> child element of the <supported-services> element is present; and

c) the<service> element includes the "enabler” attribute set to:

1) thelCSl value for mission critical data (MCData) communications short data service (SDS) specified in the
3GPP TS 24.282[27];

2) thelCSl value for mission critical data (MCData) communications file distribution (FD) specified in the
3GPP TS 24.282[27]; or

3) thelCSl value for mission critical data (MCData) communications enhanced service (ES) specified in the
3GPP TS 24.282[27].

If agroup document includes an element not specified in subclause 7.2.2 for an MCS group document and the element
has the "must-understand” attribute with value "true", then the group document shall be ignored.

If a group document includes an element not specified in subclause 7.2.2 for an MCS group document and the element:
a) does not have the "must-understand"” attribute with value "true"; and
b) isnot adescendant of a <conditions> element;

then the element shall be ignored.

If agroup document includes an element not specified in subclause 7.2.2 for an MCS group document and the element:
a) does not have the "must-understand” attribute with value "true"; and
b) isadescendant of a <conditions> element;

then the element shall be eval uated as not known element according to IETF RFC 4745 [6].

If agroup document includes an attribute not specified in subclause 7.2.2 for an MCS group and different from the
"must-understand” attribute, then the attribute shall be ignored.

The possible values of the <on-network-invite-members> element in the <list-service> element of the MCPTT group
document are:

a) "true" which represents the pre-arranged group in on-network MCPTT procedures; and

b) "false" which represents the chat group in on-network MCPTT procedures. This value is used when the element
is hot present.

NOTE 1: Presence or absence of the <invite-members> element specifiedin OMA OMA-TS-XDM_Group-
V1 1 1[3] doesnot impact MCS procedures.

The <display-name> element of a <list-service> element of a group document contains the group name.

The <list> element of a <list-service> element of a group document contains the group members.
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The <ruleset> element of a <list-service> element of a group document contains the authorization policy associated
with this group.

The <supported-services> element of a <list-service> element of a group document contains the supported services of
this group.

The"uri" attribute of a <list-service> element of a group document contains the group ID. The group ID of an MCS
group document:

a) isalsothe MCS group identity, if the MCS group is not atemporary MCS group; and
b) isalsothe temporary MCS group identity, if the MCS group is atemporary MCS group.

If the MCS group document isan MCPTT group document and defines a non-temporary MCS group, the MCS group

identity isalso the MCPTT group ID. If the MCS group document is an MCVideo group document and defines a non-
temporary MCS group, the MCS group identity is also the MCVideo group ID. If the MCS group document is an

M CData group document and defines a non-temporary MCS group, the MCS group identity is also the MCData group
ID.

NOTE 2: The above statements apply also when the MCS group document is of several MCSs.

If the MCS group document isan MCPTT group document and defines a temporary M CS group, the MCS group
identity is aso the temporary MCPTT group ID. If the MCS group document is an MCVideo group document and
defines atemporary MCS group, the MCS group identity is also the temporary MCVideo group ID. If the MCS group
document is an MCData group document and defines a temporary MCS group, the MCS group identity is also the
temporary MCData group ID.

NOTE 3: The above rules statements also when the MCS group document is of several MCSs.

Presence of the <on-network-disabled> element in the <list-service> element of the MCS group document indicates that
the MCS group is disabled in on-network procedures. Absence of the <on-network-disabled> element in the <list-
service> element of the MCS group document indicates that the MCS group is enabled in on-network procedures.

Value of the <on-network-group-priority> element of the <list-service> element of the MCPTT group document
indicates the priority level of the group in on-network MCPTT procedures. Higher value indicates higher priority.
Absence of the <on-network-group-priority> element of the <list-service> element of the MCPTT group document
indicates the lowest possible priority.

Value of the <on-network-max-participant-count> element of the <list-service> element of the MCPTT group
document indicates the maximum number of participantsin the MCPTT group session in on-network MCPTT
procedures.

Presence of the <on-network-temporary> element in the <list-service> element of the MCS group document indicates
that the MCS group is atemporary MCS group. Each <constituent-M CPTT-group-ID> child elements of the
<congtituent-M CPTT-group-IDs> element of the <on-network-temporary> element indicates MCS group ID of a
congtituent MCS group of the temporary MCS group. Absence of the <on-network-temporary> element in the <list-
service> element of the MCS group document indicates that the MCS group is not atemporary MCS group.

Presence of a <on-network-regrouped> element in the <list-service> element of the MCS group document indicates that
the MCS group is a constituent MCS group of atemporary MCS group with MCS Group ID indicated in the value of
the "temporary-M CPTT-group-1D" attribute of the <on-network-regrouped> element. The data semantic of:

a) the <on-network-group-priority> child element;

b) the <protect-media> child element;

c) the <protect floor-control-signalling> child element; and

d) the <require-multicast-floor-control-signalling> child element;

of the <on-network-regrouped> element is the same as semantic of the corresponding elements in the <list-service>
element of the MCS group document of the temporary MCS group. Each <constituent-M CPT T-group-1D> child
elements of the <constituent-M CPTT-group-1Ds> element of the <on-network-regrouped> element indicates MCS
group ID of aconstituent MCS group of the temporary MCS group. Absence of the <on-network-regrouped> element in
the <list-service> element of the MCS group document indicates that the MCS group is not a constituent MCS group of
atemporary MCS group.
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Value of the <off-network-ProSe-layer-2-group-id> element of the <list-service> element of the MCS group document
indicates the ProSe layer-2 group ID specified in 3GPP TS 24.334 [ 7] assigned to the MCS group for usage in the off-
network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-layer-2-group-id> element of
the <list-service> element of the MCS group document indicates that the MCS group is not to be used in off-network
procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-PDN-type> element of the <list-service> element of the MCS group document indicates the
IP version to be used in off-network procedures specified in 3GPP TS 24.379 [5] assigned to the MCS group for usage
in the off-network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-PDN-type> element of
the <list-service> element of the MCS group document indicates that the MCS group is not to be used in off-network
procedures specified in 3GPP TS 24.379 [5]. A value of the <off-network-PDN-type> element of the <list-service>
element of the MCS group document other than any of the values specified in table 7.2.2-1 indicates that the MCS
group is not to be used in off-network procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-1P-multicast-address> element of the <list-service> element of the MCS group document
indicates the IP multicast address assigned to the MCS group for usage in the off-network procedures specified in
3GPP TS 24.379 [5]. The IP multicast address is of the |P version to be used in off-network procedures for the MCS
group. Incorrect format of the <off-network-IP-multicast-address> element of the <list-service> element of the MCS
group document indicates that the MCS group is not to be used in off-network procedures specified in

3GPP TS 24.379 [5]. Absence of the <off-network-IP-multicast-address> element of the <list-service> element of the
MCS group document indicates that the MCS group is not to be used in off-network procedures specified in
3GPPTS24.379[5].

Value of the <off-network-ProSe-signalling-PPPP> element of the <list-service> element of the MCPTT group
document indicates the ProSe Per-Packet Priority value to be used when transmitting | P packets carrying signalling for
acall onthe MCPTT group in off-network MCPTT procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-
network-ProSe-signalling-PPPP> element of the <list-service> element of the MCPTT group document indicates that a
call cannot be established on the MCPTT group in off-network MCPTT procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-ProSe-emergency-call-signalling-PPPP> element of the <list-service> element of the
MCPTT group document indicates the ProSe Per-Packet Priority value to be used when transmitting | P packets carrying
signalling for an MCPTT-emergency call on the MCPTT group in off-network MCPTT procedures specified in

3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-emergency-call-signalling-PPPP> element of the <list-
service> element of the MCPTT group document indicates that an MCPTT-emergency call cannot be established on the
MCPTT group in off-network MCPTT procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-ProSe-imminent-peril-call-signalling-PPPP> element of the <list-service> element of the
MCPTT group document indicates the ProSe Per-Packet Priority value to be used when transmitting | P packets carrying
signalling for an imminent peril call onthe MCPTT group in off-network MCPTT procedures specified in

3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-imminent-peril-call-signalling-PPPP> element of the <list-
service> element of the MCPTT group document indicates that an imminent peril call cannot be established on the
MCPTT group in off-network MCPTT procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-ProSe-media-PPPP> element of the <list-service> element of the MCPTT group document
indicates the ProSe Per-Packet Priority value to be used when transmitting | P packets carrying media for acall on the
MCPTT group in off-network MCPTT procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-
ProSe-media-PPPP> element of the <list-service> element of the MCPTT group document indicates that a call cannot
be established on the MCPTT group in off-network MCPTT procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-ProSe-emergency-call-media-PPPP> element of the <list-service> element of the MCPTT
group document indicates the ProSe Per-Packet Priority value to be used when transmitting |1 P packets carrying media
for an MCPTT-emergency call onthe MCPTT group in off-network MCPTT procedures specified in

3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-emergency-call-media-PPPP> element of the <list-service>
element of the MCPTT group document indicates that an MCPTT-emergency call cannot be established on the MCPTT
group in off-network MCPTT procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-ProSe-imminent-peril-call-media-PPPP> element of the <list-service> element of the
MCPTT group document indicates the ProSe Per-Packet Priority value to be used when transmitting | P packets carrying
mediafor an imminent peril call onthe MCPTT group in off-network MCPTT procedures specified in

3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-imminent-peril-call-media-PPPP> element of the <list-
service> element of the MCPTT group document indicates that an imminent peril call cannot be established on the
MCPTT group in off-network MCPTT procedures specified in 3GPP TS 24.379 [5].
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Value of the <mcvideo-off-network-ProSe-signalling-PPPP> element of the <list-service> element of the MCVideo
group document indicates the ProSe Per-Packet Priority value to be used when transmitting | P packets carrying
signalling for acall on the MCVideo group in off-network MCVideo procedures specified in 3GPP TS 24.281 [26].
Absence of the <mcvideo-off-network-ProSe-signalling-PPPP> element of the <list-service> element of the MCVideo
group document indicates that a call cannot be established on the MCVideo group in off-network MCVideo procedures
specified in 3GPP TS 24.281 [26].

Va ue of the <mcvideo-off-network-ProSe-emergency-call-signal ling-PPPP> element of the <list-service> element of
the MCVideo group document indicates the ProSe Per-Packet Priority val ue to be used when transmitting | P packets
carrying signalling for an MCVideo-emergency call on the MCVideo group in off-network MCVideo procedures
specified in 3GPP TS 24.281 [26]. Absence of the <mcvideo-off-network-ProSe-emergency-call-signalling-PPPP>
element of the <list-service> element of the MCVideo group document indicates that an M CVideo-emergency call
cannot be established on the MCVideo group in off-network MCVideo procedures specified in 3GPP TS 24.281 [26].

Va ue of the <mcvideo-off-network-ProSe-imminent-peril -call-signal ling-PPPP> element of the <list-service> element
of the MCVideo group document indicates the ProSe Per-Packet Priority val ue to be used when transmitting | P packets
carrying signalling for an imminent peril call on the MCVideo group in off-network MCVideo procedures specified in
3GPP TS 24.281 [26]. Absence of the <mcvideo-off-network-ProSe-imminent-peril-call-signalling-PPPP> element of
the <list-service> element of the MCVideo group document indicates that an imminent peril call cannot be established
on the MCVideo group in off-network MCVideo procedures specified in 3GPP TS 24.281 [26].

Value of the <mcvideo-off-network-ProSe-media-PPPP> element of the <list-service> element of the MCVideo group
document indicates the ProSe Per-Packet Priority value to be used when transmitting | P packets carrying media for a
call onthe MCVideo group in off-network MCVideo procedures specified in 3GPP TS 24.281 [26]. Absence of the
<mcvideo-off-network-ProSe-media-PPPP> element of the <list-service> element of the MCVideo group document
indicates that a call cannot be established on the MCVideo group in off-network MCVideo procedures specified in
3GPP TS 24.281 [26].

Value of the <mcvideo-off-network-ProSe-emergency-call-media-PPPP> element of the <list-service> element of the
MCVideo group document indicates the ProSe Per-Packet Priority value to be used when transmitting | P packets
carrying media for an MCVideo-emergency call on the MCVideo group in off-network M CVideo procedures specified
in 3GPP TS 24.281 [26]. Absence of the <mcvideo-off-network-ProSe-emergency-call-media-PPPP> element of the
<list-service> element of the MCVideo group document indicates that an MCVideo-emergency call cannot be
established on the MCVideo group in off-network MCVideo procedures specified in 3GPP TS 24.281 [26].

Value of the <mcvideo-off-network-ProSe-imminent-peril-call-media-PPPP> element of the <list-service> element of
the MCVideo group document indicates the ProSe Per-Packet Priority value to be used when transmitting |1P packets
carrying media for an imminent peril call onthe MCVideo group in off-network MCVideo procedures specified in
3GPP TS 24.281 [26]. Absence of the <mcvideo-off-network-ProSe-imminent-peril -call-media-PPPP> element of the
<list-service> element of the MCVideo group document indicates that an imminent peril call cannot be established on
the MCVideo group in off-network MCVideo procedures specified in 3GPP TS 24.281 [26].

Value of the <mcdata-off-network-ProSe-signalling-PPPP> element of the <list-service> element of the MCData group
document indicates the ProSe Per-Packet Priority value to be used when transmitting |P packets carrying signalling for
acall on the MCData group in off-network M CData procedures specified in 3GPP TS 24.282 [27]. Absence of the
<mcdata-off-network-ProSe-signalling-PPPP> element of the <list-service> element of the MCData group document
indicates that a call cannot be established on the M CData group in off-network M CData procedures specified in
3GPPTS24.282[27].

Value of the <mcdata-off-network-ProSe-media-PPPP> element of the <list-service> element of the MCData group
document indicates the ProSe Per-Packet Priority value to be used when transmitting 1P packets carrying media for a
call on the MCData group in off-network M CData procedures specified in 3GPP TS 24.282 [27]. Absence of the
<mcdata-off-network-ProSe-media-PPPP> element of the <list-service> element of the MCData group document
indicates that a call cannot be established on the M CData group in off-network M CData procedures specified in
3GPP TS 24.282[27].

Value of the <off-network-ProSe-relay-service-code> element of the <list-service> element of the MCS group
document indicates of a ProSe relay service code specified in 3GPP TS 24.334 [7] to be used by a UE when the UE
accessing a UE-to-network relay in procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-
relay-service-code> element of the <list-service> element of the MCS group document indicates that the MCS group is
not to be accessed using any procedures specified in 3GPP TS 24.379 [5] which requires support of a ProSe UE-to-
network relay.
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Vaue of the <owner> element of the <list-service> element of the M CS group document indicates the group’ s owner
(mission critical organisation) specified in 3GPP TS 23.179 [4].

Value of the "name" attribute of the <encoding> element of the <preferred-voice-encodings> element of the <list-
service> element of the MCPTT group document indicates the preferred RTP payload format to be used for voice
encoding in MCPTT group sessions of the MCPTT group.

Value of the <level-within-group-hierarchy> element of the <list-service> element of the MCS group document
indicates the level within group hierarchy specified in 3GPP TS 23.179 [4].

Value of the <level-within-user-hierarchy> element of the <list-service> element of the MCS group document indicates
the level within user hierarchy specified in 3GPP TS 23.179 [4].

Value of the <on-network-in-progress-emergency-state-cancellation-timeout> element of the <list-service> element of
the MCPTT group document indicates the timeout value for the cancellation of an in progress emergency in on-network
MCPTT procedures.

Value of the <on-network-in-progress-imminent-peril-state-cancel l ation-timeout> element of the <list-service> element
of the MCPTT group document indicates the timeout value for the cancellation of an in progress imminent-peril group
call in on-network MCPTT procedures.

Va ue of the <off-network-in-progress-emergency-state-cancellation-timeout> element of the <list-service> element of
the MCPTT group document indicates the timeout value for the cancellation of an in progress emergency in off-network
MCPTT procedures.

Value of the <off-network-in-progress-imminent-peril-state-cancell ation-timeout> element of the <list-service> element
of the MCPTT group document indicates the timeout value for the cancellation of an in progress imminent-peril group
call in off-network MCPTT procedures.

Value of the <on-network-hang-timer> element of the <list-service> element of the MCPTT group document indicates
the group call hang timer specified in 3GPP TS 23.179 [4] in on-network MCPTT procedures.

Value of the <on-network-maximum-duration> element of the <list-service> element of the MCPTT group document
indicates the maximum duration of group calls specified in 3GPP TS 23.179 [4] in on-network MCPTT procedures.

Vaue of the <off-network-hang-timer> element of the <list-service> element of the MCPTT group document indicates
the group call hang timer specified in 3GPP TS 23.179 [4] in off-network MCPTT procedures.

Value of the <off-network-maximum-duration> element of the <list-service> element of the MCPTT group document
indicates the maximum duration of group calls specified in 3GPP TS 23.179 [4] in off-network MCPTT procedures.

Value of the <mcvideo-off-network-in-progress-emergency-state-cancel l ation-timeout> element of the <list-service>
element of the MCVideo group document indicates the timeout value for the cancellation of an in progress emergency
in off-network MCVideo procedures.

Value of the <mcvideo-off-network-in-progress-imminent-peril-state-cancel l ation-timeout> element of the <list-
service> element of the MCVideo group document indicates the timeout value for the cancellation of an in progress
imminent-peril group call in off-network MCVideo procedures.

Va ue of the <mcvideo-off-network-maximum-duration> element of the <list-service> element of the MCVideo group
document indicates the maximum duration of group calls specified in 3GPP TS 23.281 [24] in off-network MCVideo
procedures.

Value of the <on-network-minimum-number-to-start> element of the <list-service> element of the MCPTT group
document indicates the minimum number of affiliated group members acknowledging before start of audio transmission
specified in 3GPP TS 23.179 [4] in on-network MCPTT procedures.

Value of the <on-network-timeout-for-acknowledgement-of -required-members> element of the <list-service> element
of the MCPTT group document indicates the timeout for acknowledgement of required group members specified in
3GPP TS 23.179 [4] in on-network MCPTT procedures.

Value of the <on-network-acti on-upon-expiration-of-timeout-for-acknowl edgement-of -required-members> element of
the <list-service> element of the MCPTT group document indicates the action upon failure to receive acknowledgement
from required group members before call timeout specified in 3GPP TS 23.179 [4] in on-network MCPTT procedures.

The possible values of the <protect-media> element are:
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a) "true" which indicatesthat a GMK isrequired to confidentiality and integrity protect mediafor on-network and
off-network MCPTT calls on the MCPTT group. Thisvalue is used when the element is not present; and

b) "false" which indicates that both confidentiality protection and integrity protection of media are not required for
on-network and off-network MCPTT calls on the MCPTT group.

The possible values of the <protect-floor-control-signalling> element are:

a) "true" which indicates that both confidentiality protection and integrity protection of floor control signalling are
required for on-network and off-network MCPTT calls on the MCPTT group. Thisvalue is used when the
element is not present; and

b) "false" which indicates that both confidentiality protection and integrity protection of floor control signalling are
not required for on-network and off-network MCPTT calls on the MCPTT group.

If the <protect-floor-control-signalling> element is set to "true" or when not present, then for on-network MCPTT group
cals:

a) the presence of the <require-multicast-floor-control-signalling> element in the <list-service> element of the
MCPTT group indicates that multicast bearers are used for floor controlling signalling for this group reguiring
that an MuSIK or MKFC is used to protect multicast floor control signaling;

b) the absence of the <require-multicast-floor-control-signalling> element in the <list-service> element of the
MCPTT group indicates that multicast bearers are not used for floor control signalling for this group requiring
that no MuSiK and no MKFC needs to be used to protect floor control signalling

NOTE 4: For on-network MCPTT group calls, in the case that the <protect-floor-control-signalling> is "true" or not
present, and the <require-multicast-floor-control-signalling> is not present, then floor control protection
is provided by the CSK, which is generated by the client.

NOTE 5: For off-network MCPTT group calls, a GMK is aways used to protect floor control signalling.

The possible values of the <mcvideo-on-network-invite-members> element in the <list-service> element of the
MCVideo group document indicates are:

a) "true" which represents the pre-arranged group in on-network MCVideo procedures; and

b) "false" which represents the chat group in on-network MCVideo procedures. This value is used when the
element is not present.

NOTE 6: Presence or absence of the <invite-members> element specified in OMA OMA-TS-XDM_Group-
V1 1 1[3] does not impact MCS procedures.

Value of the <mcvideo-on-network-maximum-duration> element of the <list-service> element of the MCVideo group
document indicates the maximum duration of group calls specified in 3GPP TS 23.281 [24] in on-network MCVideo
procedures.

The possible values of the <mcvideo-protect-media> element are:

a) "true" which indicatesthat a GMK isrequired to confidentiality and integrity protect mediafor on-network and
off-network M CVideo transmissions on the MCVideo group. This value is used when the element is not present;
and

b) "false" which indicates that both confidentiality protection and integrity protection of media are not required for
on-network and off-network MCVideo transmissions on the MCVideo group.

The possible values of the <mcvideo-protect-transmission-control> element are:

a) "true" which indicates that confidentiality and integrity protection for on-network and off-network MCVideo
transmission control signalling on the MCVideo group is enabled. This valueis used when the element is not
present; and

b) "false" which indicates that confidentiality and integrity protection for on-network and off-network MCVideo
transmission control signalling on the MCVideo group is disabled.
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Value of the "name" attribute of the <encoding> element of the <mcvideo-preferred-audio-encodings> element of the
<list-service> element of the MCVideo group document indicates the preferred RTP payload format to be used for
audio encoding in MCVideo group sessions of the MCVideo group.

Value of the "name" attribute of the <encoding> element of the <mcvideo-preferred-video-encodings> element of the
<list-service> element of the MCVideo group document indicates the preferred RTP payload format to be used for
video encoding in MCVideo group sessions of the MCVideo group.

Value of the <mcvideo-preferred-video-resolutions> element of the <list-service> element of the MCVideo group
document indicates in order of preference, the allowed set of video resolutions (number of horizontal pixels x number of
vertical pixels) to be used in MCVideo group sessions of the MCVideo group.

Va ue of the <mcvideo-preferred-video-frame-rate> element of the <list-service> element of the MCVideo group
document indicates in order of preference, the allowed set of video frame rates (in frames per second) to be used in
MCVideo group sessions of the MCVideo group.

The possible values of the <mcvideo-urgent-rea -time-video-mode> element are:
a) "true" which indicates that urgent real-time video mode is allowed for the MCVideo group.

b) "false" which indicates that urgent real-time video mode is not allowed for the MCVideo group. Thisvalueis
used when the element is not present;

The possible values of the <mcvideo-non-urgent-real -time-video-mode> element are:
a) "true" which indicates that non urgent real-time video mode is allowed for the MCVideo group.

b) "false" which indicates that non urgent real-time video mode is not allowed for the MCVideo group. Thisvalue
is used when the element is not present;

The possible values of the <mcvideo-non-real-time-video-mode> element are;
a) "true" which indicates that non real-time video mode is allowed for the MCVideo group.

b) "false" which indicates that non real-time video mode is not allowed for the MCVideo group. Thisvalueisused
when the element is not present;

The possible values of the <mcvideo-active-rea -time-video-mode> element are;
a) "urgent-real-time";
b) "non-urgent-real-time"; and
¢) "non-rea-time".

Va ue of the <mcvideo-maxi mum-simultaneous-mcvideo-transmitting-group-members> element of the <list-service>
element of the MCVideo group document indicates the allowed maximum number of simultaneous transmitting
MCVideo Group Members.

Value of the <mcvideo-on-network-minimum-number-to-start> element of the <list-service> element of the MCVideo
group document indicates the minimum number of affiliated group members acknowledging before start of video
transmission specified in 3GPP TS 23.281 [24] in on-network MCVideo procedures.

Value of the <mcvideo-on-network-group-priority> element of the <list-service> element of the MCVideo group
document indicates the priority level of the group in on-network MCVideo procedures. Higher value indicates higher
priority. Absence of the <mcvideo-on-network-group-priority> element of the <list-service> element of the MCVideo
group document indicates the lowest possible priority.

The possible values of the <mcvideo-off-network-arbitration-approach> element are;

a) "single" which indicates transmission participants rely on a single participant designated as transmission
arbitrator for the arbitraton of transmission requests; and

b) "self" which indicates each transmsission participant arbitrates its own transmission based on its view of the
topology;
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Va ue of the <mcvideo-off-network-maximum-simultaneous-transmission> element of the <list-service> element of the
MCVideo group document indicates the allowed maximum number of simultaneous transmissions for off-network
MCVideo procedures.

The possible values of the <mcdata-protect-media> element are:

a) "true" which indicatesthat a GDK is required to confidentiality and integrity protect mediafor on-network and
off-network M CData transmissions on the M CData group. This value is used when the element is not present;
and

b) "false" which indicates that both confidentiality protection and integrity protection of media are not required for
on-network and off-network M CData transmissions on the MCData group.

The possible values of the <mcdata-protect-transmission-control> element are:

a) "true" which indicates that confidentiality and integrity protection for on-network and off-network M CData
transmission control signalling on the MCData group is enabled. This value is used when the element is not
present; and

b) "false" which indicatesthat confidentiality and integrity protection for on-network and off-network M CData
transmission control signalling on the MCData group is disabled.

The possible values of <mcdata-all ow-short-data-service> element are:

a) "true" which indicates that short data service is enabled for the MCData group. This value is used when the
element is not present; and

b) "false" which indicates that short data service is disabled for the MCData group.
The possible values of <mcdata-allow-file-distribution> element are:

a) "true" which indicatesthat file distribution is enabled for the MCData group. This value is used when the
element is not present; and

b) "false" which indicates that file distribution is disabled for the MCData group.
The possible values of <mcdata-all ow-conversation-management> element are;

a) "true" which indicatesthat conversation management is enabled for the MCData group. This valueis used when
the element is not present; and

b) "false" which indicates that conversation management is disabled for the MCData group.
The possible values of <mcdata-all ow-tx-control> element are:

a) "true" which indicates that transmission control is enabled for the MCData group. This value is used when the
element is not present; and

b) "false" which indicates that transmission control is disabled for the MCData group.
The possible values of <mcdata-all ow-rx-control> element are:

a) "true" which indicates that reception control is enabled for the MCData group. This value is used when the
element is not present; and

b) "false" which indicates that reception control is disabled for the MCData group.
The possible values of <mcdata-all ow-enhanced-status> element are:

a) "true" which indicates that enhanced statusis enabled for the MCData group. This value is used when the
element is not present; and

b) "false" which indicates that enhanced statusis disabled for the MCData group.

Vaue of the <mcdata-enhanced-status-operational -values> element indicates an operational values used for the
enhanced status service.
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Vaue of the <mcdata-on-network-group-priority> element of the <list-service> element of the MCData group
document indicates the priority level of the group in on-network M CData procedures. Higher value indicates higher
priority. Absence of the <mcdata-on-network-group-priority> element of the <list-service> element of the MCData
group document indicates the lowest possible priority.

Value of the <mcdata-on-network-max-data-size-for-SDS> element indicates the maximum size of data (in bytes) that
the originating MCData client is allowed to send to the MCData server for on-network SDS communications.

Value of the <mcdata-on-network-max-data-size-for-FD> element indicates the maximum size of data (in bytes) that
the originating MCData client is allowed to send to the MCData server for on-network FD communications.

Vaue of the <mcdata-on-network-max-data-size-auto-recv> element indicates the maximum size of data (in bytes)
which the MCData server always requests the terminating MCData client to automatically download for on-network FD
communicationsusing HTTP.

The"uri" attribute of a <entry> element of the MCS group document:

a) containsthe MCPTT user identity, if the MCS group is not atemporary M CS group and the MCS group is an
MCPTT group;

b) containsthe MCVideo user identity, if the MCS group is not atemporary MCS group, the MCS group is not an
MCPTT group and the MCS group is an MCVideo group;

¢) containsthe MCData user identity, if the MCS group is not atemporary MCS group, the MCS group is not an
MCPTT group, the MCS group is not an MCVideo group and the MCS group is an MCData group; and

d) containsthe MCS group identity of a constituent MCS group, if the MCS group is atemporary MCS group.

Presence of the <on-network-required> element in the <entry> element of the MCPTT group document indicates that
the MCPTT group member identified by the <entry> element isarequired MCPTT group member in on-network
MCPTT procedures. Absence of the <on-network-required> element in the <entry> element of the MCPTT group
document indicates that the MCPTT group member identified by the <entry> element is not arequired MCPTT group
member in on-network MCPTT procedures.

Value of the <user-priority> element in the <entry> element of the MCS group document indicates the user priority of
the MCS group member identified by the <entry> element. Higher value indicates higher priority. Absence of the
<user-priority> element in the <entry> element of the MCS group document indicates that the MCS group member
identified by the <entry> element has the lowest possible priority.

Value of the <participant-type> element in the <entry> element of the MCS group document indicates the participant
type specified in 3GPP TS 23.179 [4] assigned to the MCS group member identified by the <entry> element. Absence
of the <participant-type> element in the <entry> element of the MCS group document indicates that the MCS group
member identified by the <entry> element is not assigned any participant type.

Presence of the <on-network-recvonly> element in the <entry> element of the MCPTT group document indicates that
the MCPTT group member identified by the <entry> element is not allowed to send mediain MCPTT group calls of the
MCPTT group in on-network MCPTT procedures. Absence of the <on-network-recvonly> element in the <entry>
element of the MCPTT group document indicates that the MCPTT group member identified by the <entry> element is
allowed to send mediain MCPTT group calls of the MCPTT group in on-network MCPTT procedures.

Presence of the <mcvideo-on-network-required> element in the <entry> element of the MCVideo group document
indicates that the MCVideo group member identified by the <entry> element is arequired MCVideo group member in
on-network M CVideo procedures. Absence of the <on-network-required> element in the <entry> element of the
MCVideo group document indicates that the MCVideo group member identified by the <entry> element isnot a
required MCPTT group member in on-network M CVideo procedures.

Value of the"uri" attribute of the <mcvideo-mcvideo-id> element in the <entry> element of the MCVideo group
document indicates the M CVideo user identity.

Vaue of the <mcdata-max-data-in-single-request> element in the <entry> element of the MCData group document
indicates the maximum size of data (in bytes) that the MCData group member identified by the <entry> element can
send in a single request during group communications.
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Vaue of the <mcdata-max-time-in-single-request> element in the <entry> element of the M CData group document
indicates the maximum time that the M CData group member identified by the <entry> element can transmit for in a
single request during group communications.

Value of the "uri" attribute of the <mcdata-mcdata-id> element in the <entry> element of the M CData group document
indicates the MCData user identity.

The <alow-MCPTT-emergency-call> element of an <actions> element of a <rule> element of the MCPTT group
document indicates whether the identity matching the rule identified by the <rule> element is allowed to request an
MCPTT-emergency call onthe MCPTT group. The possible values of the element are:

a) "false" which indicates that the identity is not allowed to request an MCPTT-emergency call onthe MCPTT
group. Thisisthe default value taken in the absence of the element.

b) "true" which indicates that the identity is allowed to request an MCPTT-emergency call on the MCPTT group.

The <allow-imminent-peril-call> element of an <actions> element of a <rule> element of the MCPTT group document
indicates whether the identity matching the rule identified by the <rule> element is allowed to request an imminent peril
call onthe MCPTT group. The possible values of the element are;

a) "false" which indicates that the identity is not allowed to request an MCPT T-imminent peril call onthe MCPTT
group. Thisisthe default value taken in the absence of the element.

b) "true" which indicates that the identity is allowed to request an MCPTT imminent peril call onthe MCPTT
group.

The <alow-MCPTT-emergency-alert> element of an <actions> element of a <rule> element of the MCPTT group
document indicates whether the identity matching the rule identified by the <rule> element is allowed to request an
MCPTT-emergency alert onthe MCPTT group. The possible values of the element are:

a) "false" which indicates that the identity isnot allowed to request an MCPTT-emergency alert onthe MCPTT
group. Thisisthe default value taken in the absence of the element.

b) "true" which indicates that the identity is allowed to request an MCPTT-emergency alert on the MCPTT group.

The <on-network-allow-getting-member-list> element of an <actions> element of a <rule> element of the MCS group
document indicates whether the identity matching the rule identified by the <rule> element is allowed to get the MCS
group member list of the MCS group in on-network procedures. The possible values of the element are;

a) "false" which indicates that the identity is not allowed to get the MCS group member list of the MCS group in
on-network procedures. Thisis the default value taken in the absence of the element.

b) "true" which indicates that the identity is allowed to get the MCS group member list of the MCS group in on-
network procedures.

The <on-network-allow-getting-affiliation-list> element of an <actions> element of a <rule> element of the MCPTT
group document indicates whether the identity matching the rule identified by the <rule> element is allowed to get the
list of MCPTT users affiliated to the MCPTT group in on-network MCPTT procedures. The possible values of the
element are:

a) "false" which indicates that the identity is not allowed to get the list of MCPTT users affiliated to the MCPTT
group in on-network MCPTT procedures. Thisis the default value taken in the absence of the element.

b) "true" which indicates that the identity is allowed to get the list of MCPTT users affiliated to the MCPTT group
in on-network MCPTT procedures.

The <on-network-allow-conference-state> element of an <actions> element of a <rule> element of the MCPTT group
document indicates whether the identity matching the rule identified by the <rule> element is allowed to subscribe to
the conference event package of an MCPTT group session of the MCPTT group in on-network MCPTT procedures.
The possible values of the element are:

a) "false" which indicates that the identity is not allowed to subscribe to the conference event package of an
MCPTT group session of the MCPTT group in on-network MCPTT procedures. Thisis the default value taken
in the absence of the element.

ETSI



3GPP TS 24.481 version 14.3.0 Release 14 55 ETSI TS 124 481 V14.3.0 (2018-01)

b) "true" which indicates that the identity is allowed to subscribe to the conference event package of an MCPTT
group session of the MCPTT group in on-network MCPTT procedures.

The <mcvideo-allow-emergency-call> element of an <actions> element of a <rule> element of the MCVideo group
document indicates whether the identity matching the rule identified by the <rule> element is allowed to request an
MCVideo-emergency call on the MCVideo group. The possible values of the element are:

a) "fase" which indicates that the identity is not allowed to request an MCVideo-emergency call on the MCVideo
group. Thisisthe default value taken in the absence of the element.

b) "true" which indicates that the identity is allowed to request an MCVideo-emergency call onthe MCVideo
group.

The <mcvideo-allow-imminent-peril-call> element of an <actions> element of a <rule> element of the MCVideo group
document indicates whether the identity matching the rule identified by the <rule> element is allowed to request an
imminent peril call onthe MCVideo group. The possible values of the element are:

a) "fase" which indicates that the identity is not allowed to request an MCVideo-imminent peril call on the
MCVideo group. Thisisthe default value taken in the absence of the element.

b) "true" which indicates that the identity is allowed to request an MCVideo imminent peril call on the MCVideo
group.

The <mcvideo-allow-emergency-alert> element of an <actions> element of a <rule> element of the MCVideo group
document indicates whether the identity matching the rule identified by the <rule> element is allowed to request an
MCVideo-emergency alert on the MCVideo group. The possible values of the element are:

a) "fase" which indicates that the identity is not allowed to request an MCVideo-emergency alert on the MCVideo
group. Thisisthe default value taken in the absence of the element.

b) "true" which indicates that the identity is allowed to request an MCVideo-emergency alert on the MCVideo
group.

The <mcvideo-on-network-all ow-conference-state> element of an <actions> element of a <rule> element of the
MCVideo group document indicates whether the identity matching the rule identified by the <rule> element is allowed
to subscribe to the conference event package of an MCVideo group session of the MCVideo group in on-network
MCVideo procedures. The possible values of the element are:

a) "fase" which indicates that the identity is not allowed to subscribe to the conference event package of an
MCVideo group session of the MCVideo group in on-network MCVideo procedures. Thisis the default value
taken in the absence of the element.

b) "true" which indicates that the identity is allowed to subscribe to the conference event package of an MCVideo
group session of the MCVideo group in on-network MCVideo procedures.

The <mcvideo-on-network-all ow-getting-affiliation-list> element of an <actions> element of a <rule> element of the
MCVideo group document indicates whether the identity matching the rule identified by the <rule> element is allowed
to get the list of MCVideo users affiliated to the MCVideo group in on-network M CVideo procedures. The possible
values of the element are:

a) "false" which indicates that the identity is not allowed to get the list of MCVideo users affiliated to the MCVideo
group in on-network MCVideo procedures. Thisis the default value taken in the absence of the element.

b) "true" which indicates that the identity is allowed to get the list of MCVideo users affiliated to the MCVideo
group in on-network MCVideo procedures.

The <mcdata-all ow-transmit-data-in-this-group> element of an <actions> element of a <rule> element of MCData
group document indicates whether the whether the identity matching the rule identified by the <rule> element is
allowed to transmit data in this group. The possible values of this element are:

a) "false" which indicates that the identity is not allowed to transmit datain this group. Thisisthe default value
taken in the absence of the element.

b) "true" which indicates that the identity is allowed to transmit datain this group.
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The <mcdata-on-network-allow-getting-affiliation-list> element of an <actions> element of a <rule> element of the
MCData group document indicates whether the identity matching the rule identified by the <rule> element is allowed to
get the list of MCData users affiliated to the MCData group in on-network MCData procedures. The possible values of
the element are;

a) "fase" which indicates that the identity is not allowed to get the list of MCData users affiliated to the MCData
group in on-network M CData procedures. Thisis the default value taken in the absence of the element.

b) "true" which indicates that the identity is allowed to get the list of MCData users affiliated to the MCData group
in on-network M CData procedures.

The possible values of the <off-network-queue-usage> element are:

a) "true" which indicates that the queue shall be used in off-network MCPTT procedures. Thisisthe default value
taken in the absence of the element; and

b) "false" which indicates that the queue shall not be used in off-network MCPTT procedures.

The <mcptt-on-network-audio-cut-in> element indicates whether or not agroup is configured for audio cut-in floor
control. Audio cut-in floor control only appliesin on-network MCPTT and has no effect in off-network MCPTT. The
possible values of the element are:

a) "true" which indicates that audio cut-in is enabled for the group; and

b) "false" which indicates that audio cut-in is disabled for the group. Thisisthe default value taken in the absence
of the element.

<anyExt> element contains elements defined by future version of the present document.

7.2.9 Naming conventions

Naming conventions are described in the OMA OMA-TS-XDM_Group-V1 1 1[3] "Naming conventions'.
7.2.10 Global documents

7.2.10.1 General

Global documents are described in the OMA OMA-TS-XDM_Group-V1 1_1[3] "Global Documents'.

7.2.10.2 Group document addressed by a group 1D
A group document addressed by a group ID is agroup document:

- located in a subdirectory of the global tree, with the subdirectory name specified by the byGroupl D-subdirectory
ANBF rule of table 7.2.10.2-1; and

- with the document name set to the group ID.

Table 7.2.10.2-1: ABNF syntax of directory name for group documents addressed by a group ID

byG oupl D-subdi rectory = 9%62.79. 47. 72. 6. 75. 70. 49. 44; "byG oupl D'

7.2.11 Resource interdependencies

7.211.1 General

Resource interdependencies are described in the OMA OMA-TS-XDM_Group-V1 1 1[3] "Resource
interdependencies’.

The presence and values of, or the absence of:
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a) the <on-network-group-priority> child element;

b) the <protect-media> child element;

c) the <protect floor-control-signalling> child element; and

d) the <require-multicast-floor-control-signalling> child element;

of the <on-network-regrouped> element of the MCPTT group document of the constituent MCT TP group are the same
as the presence and values of, or the absence of, the corresponding elements in the <list-service> element of the
MCPTT group document of the temporary MCPTT group.

7.2.11.2 Group document addressed by a group 1D

The following applies for a group document addressed by a group ID as described in subclause 7.2.10.2 where the
group 1D identifies agroup defined in the GMS:

a) agroup document addressed by a group ID shall be associated with a group document in the userstree of a
particular user which defines the group ID;

b) agroup document addressed by a group ID shall exist for each associated group document in the userstree;

¢) agroup document addressed by a group ID shall have the same content as the associated group document in the
userstree;

d) GMS shall create a group document addressed by a group ID when the associated group document in the users
treeis created;

€) modification of a group document addressed by a group ID shall result in the same modification of the
associated group document in the users tree; and

f) removal of a group document addressed by a group 1D shall result in removal of the associated group document
in the userstree.

The following applies for a group document addressed by a group ID where the group ID identifies a group of another
MCS provider:

a) GMS forwards a XCAP request for management of a group document addressed by a group 1D towards the other
MCS provider.
7.2.12 Authorization policies

7.212.1 General
Authorization policies are described in the OMA OMA-TS-XDM_Group-V1_1 1[3] "Authorization policies’.
An authenticated identity is authorized to read the <group> element of an MCS group document.

An authenticated identity is authorized to read a <list-service> element of the <group> element of the MCS group
document and any descendant elements of the <list-service> element:

a) except a<list> element of the <list-service> element; and
b) except descendant elements of the <list> element of the <list-service> element;
if the authenticated identity is a member of an MCS group defined by the <list-service> element.

An authenticated identity is authorized to read a <list> element of a<list-service> element of the <group> element of an
MCS group document and any descendant elements of the <list> element if:

a) the authenticated identity isa member of MCS group defined by the <list-service> element; and

b) the MCS group document contains a <rule> element:
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1) with the <conditions> element evaluating to true for the authenticated identity or without the <conditions>
element; and
2) with the <actions> element contai ning the <on-network-all ow-getting-member-list> element.

An authenticated identity is authorized to read an <entry> element of a <list> element of a <list-service> element of the
<group> element of the MCS group document and any descendant elements of the <entry> element if:

a) the"uri" attribute of the <entry> element contains the authenticated identity;

b) the"uri" attribute of the <mcvideo-mcvideo-id> element of the <entry> element contains the authenticated
identity; or

c) the"uri" attribute of the <mcdata-mcdata-id> element of the <entry> element contains the authenticated identity.

An authenticated identity is authorized to read an MCS group document if the authenticated identity islisted in the
authorized MCS server list specified in subclause 6.2.5.1.

An authenticated identity is authorized to create, read, modify and delete an M CS group document if the MCS group
document is stored:

a) inuserstree of the XUI equa to the authenticated identity; or

b) inuserstree of the another XUI, subject to MCS service provider policy. The MCS service provider policy can
specified e.g. using an appropriate access permissions document specifiedin OMA OMA-TS-XDM_Core-
V2_11[2], stored in the user's tree of the other XUI;

and unless precluded by other statement of this subclause.

None is authorized to create, delete, and modify a <on-network-temporary> element of a <list-service> element of the
<group> element of an existing MCS group document.

None is authorized to delete a group document contai ning a <on-network-regrouped> element of a <list-service>
element of the <group> element of an MCS group document.

An authenticated identity is authorized to create and del ete a <on-network-regrouped> element in the <list-service>
element of the <group> element of an existing MCS group document if the authenticated identity isin authorized GMS
list specified in subclause 6.2.5.1.

An authenticated identity is authorized to subscribe to notification of changes of an MCS group document if:

1) the authenticated identity isamember of an MCS group defined by a <list-service> element of the <group>
element of the MCS group document;

2) the authenticated identity islisted in the authorized MCS server list specified in subclause 6.2.5.1; or

3) the authenticated identity islisted in the authorized GM S list specified in subclause 6.2.5.1 and the subscription
ison behalf of a constituent MCS group of the MCS group defined by the MCS group document.

7.2.12.2 Group document addressed by a group 1D

Authorizations for management of a group document addressed by a group ID as described in subclause 7.2.10.2 are the
same authorizations for management of the associated group document in the users tree.

7.3 GMOP document
7.3.1 General

The GMOP document enables performing a group management operation which cannot be expressed by HTTP GET,
HTTP PUT or HTTP DELETE methods.
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7.3.2  MIME type

The MIME type of the GMOP document is application/vnd.3gpp.GM OP+xml.

7.3.3 XML schema

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema
t ar get Namespace="ur n: 3gpp: ns: ncptt GVOP: 1. 0"
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
xm ns: nepttgi =" urn: 3gpp: ns: neptt Goupl nfo: 1. 0"
xm ns: gnmop="ur n: 3gpp: ns: ncptt GVOP: 1. 0"
xm ns="urn: oma: xm : poc: |ist-service"
el enent For nDef aul t =" qual i fi ed" attri buteFornDefaul t="unqualified">

<xs:inmport namespace="urn: 3gpp: ns: ncptt G oupl nfo:1.0"/>
<xs:inport namespace="urn: oma: xm : poc:|ist-service"/>

<!-- root elenment -->
<xs: el ement name="docunent" type="gnop: docunment Type"/>

<l-- conmplex type for document elenent -->
<xs: conpl exType nane="docunent Type">
<xs: choi ce>
<xs:el ement name="request" type="gnop: anyExt Type"/>
<xs:el ement nane="response" type="gnop: anyExt Type"/>
<xs: el ement nane="indi cati on" type="gnop: anyExt Type"/>
<xs: el ement nanme="command" type="gnop: anyExt Type"/>
</ xs: choi ce>
</ xs: conpl exType>

<l-- GVOP requests -->

<xs: el ement nane="get - excl udi ng- menberlist" type="gnop: enptyType"/>

<xs: el ement nanme="group-regroup-creati on" type="gnop: group-regroup-creati onType"/>
<xs: el ement nanme="group-regroup-check" type="gnop: gr oup-regroup-checkType"/>

<xs: el ement nanme="group-regroup-notification" type="gnop:group-regroup-notificationType"/>

<!-- conplex type for group-regroup-creation elenment -->
<xs: conpl exType name="gr oup-regroup-creati onType">
<xs:sequence>
<xs: el ement ref="group"/>
<xs: el ement name="anyExt" type="gnop: anyExt Type" m nCccurs="0"/>
<xs:any nanespace="##other" processContents="|ax" m nCccurs="0" maxCccurs="unbounded"/ >
</ xs: sequence>
<xs:anyAttri bute nanmespace="##any" processContents="1ax"/>
</ xs: conpl exType>

<l-- conplex type for group-regroup-check el erent -->
<xs: conpl exType nane="group-regroup-checkType">
<Xs: sequence>
<xs: el ement ref="ncpttgi:on-network-regrouped"/>
<xs: el ement name="anyExt" type="gnop: anyExt Type" m nCccurs="0"/>
<xS:any nanespace="##ot her" processContents="1ax" m nCccurs="0" maxCccurs="unbounded"/>
</ xs: sequence>
<xs:anyAttribute namespace="##any" processContents="|ax"/>
</ xs: conpl exType>

<I-- conmplex type for group-regroup-notification element -->
<xs: conpl exType name="group-regroup-notificati onType">
<XS:sequence>
<xs:element ref="ncpttgi:on-network-regrouped"/>
<xs:el ement name="anyExt" type="gnmop: anyExt Type" m nCccurs="0"/>
<xs:any nanespace="##ot her" processContents="lax" m nCccurs="0" maxOccurs="unbounded"/>
</ xs: sequence>
<xs:anyAttri bute namespace="##any" processContents="|ax"/>
</ xs: conpl exType>

<l-- GVOP responses -->
<xs:el ement name="group-regroup-creation-response" type="gnop: group-regroup-creation-
responseType"/ >

<l-- conplex type for group-regroup-creation-response el erent -->
<xs: conpl exType name="group-regroup-creation-responseType">
<Xs:sequence>
<xs: el ement nane="t enpor ary- group- docunent - ETag" type="xs:string"/>
<xs: el ement nanme="anyExt" type="gnop: anyExt Type" m nCccurs="0"/>
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<xs:any namespace="##ot her" processContents="|ax" m nCccurs="0" maxCccurs="unbounded"/ >
</ xs: sequence>
<xs:anyAttribute namespace="##any" processContents="|ax"/>
</ xs: conpl exType>
<l-- GVOP indications -->
<!-- GVMOP commands -->

<l-- conmplex type for enpty elenments -->
<xs: conpl exType name="enptyType"/>

<l-- conmplex type for elenments containing any el enents -->
<xs: conpl exType nanme="anyExt Type">
<XS:sequence>
<xs:any nanespace="##any" processContents="]ax" m nCccurs="0" nmaxCQccur s="unbounded"/ >
</ xs: sequence>
</ xs: conpl exType>

</ xs: schema>

7.3.4 Structure

7.34.1 General
The GMOP document shall conform to the XML schema described in subclause 7.3.3.
The <document> element specified in subclause 7.3.3 shall be the root element of the GM OP document.
The <document> element specified in subclause 7.3.3 of the GMOP document shall include one of the following:
a) a<request> element specified in subclause 7.3.3;
b) a<response> element specified in subclause 7.3.3.
c) a<command> element specified in subclause 7.3.3; or
d) a<indication> element specified in subclause 7.3.3.
<anyExt> element contains elements defined by future version of the present document.

The GMOP document can contain unknown elements or unknown attributes. Unknown elements and unknown
attributes are ignored.

Elements and attributes of the GMOP document are defined in various namespaces. The GMOP document refersto
namespaces using prefixes specified in table 7.3.4.1-1.

Table 7.3.4.1-1: Assignment of prefixes to namespace names in GMOP documents

Prefix Namespace
rl urn:ietf:params:xml:ns:resource-lists
cp urn:ietf:params:xml:ns:common-policy
ocp urn:oma:xml:xdm:common-policy
oxe urn:oma:xml:xdm:extensions
mcpttgi urn:3gpp:ns:mcpttGroupinfo:1.0
gmop urn:3gpp:ns:mcpttGMOP:1.0

NOTE:  The "urn:oma:xml:poc:list-service" namespace is the default namespace so no prefix is used for it.

7.3.4.2 GMOP document requesting retrieval of a group document excluding group
members

The GMOP document requesting retrieval of a group document excluding group members is a GMOP document

according to subclause 7.3.4.1, where the <request> element includes a <get-excluding-memberlist> element specified
in subclause 7.3.3.
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7.3.4.3 GMOP document requesting group regroup creation

The GMOP document requesting group regroup creation is a GMOP document according to subclause 7.3.4.1, where
the <request> element includes a <group-regroup-creation> element specified in subclause 7.3.3.

The <group-regroup-creation> element:
a) shall include an <group> element specified in subclause 7.2.4; and

b) may include an <anyExt> element specified in subclause 7.3.3.

7.3.4.4 GMOP document requesting group regroup check

The GMOP document requesting group regroup check is a GM OP document according to subclause 7.3.4.1, where the
<request> element includes a <group-regroup-check> element specified in subclause 7.3.3.

The <group-regroup-check> element:
a) shall include an <on-network-regrouped> element specified in subclause 7.2.4; and

b) may include an <anyExt> element specified in subclause 7.3.3.

7.3.45 GMOP document requesting group regroup notification

The GMOP document requesting group regroup hotification is a GMOP document according to subclause 7.3.4.1,
where the <request> element includes a <group-regroup-notification> element specified in subclause 7.3.3.

The <group-regroup-notification> element:
a) shall include an <on-network-regrouped> element specified in subclause 7.2.4; and

¢) may include an <anyExt> element specified in subclause 7.3.3.

7.3.4.6 GMOP document with group regroup creation response

The GMOP document with group regroup creation response is a GMOP document according to subclause 7.3.4.1,
where the <response> element includes a <group-regroup-creation-response> element specified in subclause 7.3.3.

The <group-regroup-creation-response> element:

a) shall include an <temporary-group-document-ETag> element specified in subclause 7.3.3 containing the ETag of
the group document of the temporary MCS group; and

b) may include an <anyExt> element specified in subclause 7.3.3.

7.4 Group key transport payload

7.4.1 General

The requirements in the remaining subclauses of the parent subclause of this subclause apply for encoding of group key
and related parameters using |ETF RFC 3830 [16] and IETF RFC 6509 [18], as specified in 3GPP TS 33.180 [29].

A GM S compliant to Release 14 of the present document does not send a group key transport payload carrying MKFC
and MKFC-ID.

A GMC can receive MKFC and MKFC-ID from a GM S compliant only to Release 13 of the present document.

7.4.2 Group key transport payload structure

The group key transport payload is an |_MESSAGE as specified in IETF RFC 3830 [16] containing a GMK or an
MKFC, with additional fields as specified in IETF RFC 6509 [18], composed with the following clarification:
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a)

b)

<)
d)

f)

9)

h)

the common header payload specified in IETF RFC 3830 [16] isincluded and the CSB_ID field of the common
header payload:

i) for transport of the GMK, contains GUK-ID as specified in 3GPP TS 33.180 [29]; and
i) for transport of the MKFC, contains MKFC-I1D as specified in 3GPP TS 33.180 [29];

the timestamp payload specified in IETF RFC 3830 [16] isincluded and the TS type field of the timestamp
payload is set to 'NTP-UTC';

the RAND payload specified in IETF RFC 3830 [16] isincluded;
if MCS identifiers are not protected, the IDRi payload specified in IETF RFC 6509 [18] isincluded and:
1) thelD typefield of the IDRIi payload is set to the 'URI’";

2) if theoriginator of thel MESSAGE isthe GMS, the ID datafield of the IDRi payload is set to the GMS's
URI, consisting of the HTTP URI identifying the directory of the application unique ID as specified in
subclause 7.2.3 under the XCAP root URI; and

3) if theoriginator of thel MESSAGE isan MCS server, the ID datafield of the IDRi payload is set to the
MCS server'sURI;

if MCSidentifiers are protected, the ID payload with role indicator specified in IETF RFC 6043 [17] isincluded
and:

1) thelD rolefield of the ID payload is set to the 'IDRuidi' as specified in subclause 7.5.2;
2) thelD typefield of the ID payload is set to the 'Byte string';

3) if the originator of thel _MESSAGE isthe GMS, the ID data field of the ID payload is set to the UID
generated from the GM S's URI as specified in 3GPP TS 33.180 [29], consisting of the HTTP URI identifying
the directory of the application unique ID as specified in subclause 7.2.3 under the XCAP root URI; and

4) if the originator of thel _MESSAGE isan MCS server, the ID datafield of the ID payload is set to the MCS
server's URI;

if MCS identifiers are not protected, the IDRr payload specified in IETF RFC 6509 [18] isincluded and:
1) thelD typefield of the IDRr payload is set to the 'URI";

2) if an MCS user istargeted, the ID datafield of the IDRr payload is set to the MCS ID of the targeted MCS
user;

3) if an constituent MCS group istargeted, the ID datafield of the IDRr payload is set to the MCS Group 1D of
the targeted constituent M CS group; and

4) if an MCS server istargeted, the ID datafield of the IDRr payload is set to the MCS server's URI;

if MCS identifiers are protected, the ID payload with role indicator specified in IETF RFC 6043 [17] isincluded
and:

1) thelD rolefield of the ID payload is set to the IDRuidr' as specified in subclause 7.5.2;
2) thelD typefield of the ID payload is set to the 'Byte string';

3) if an MCS user istargeted, the ID datafield of the ID payload is set to the UID generated from the MCS ID
of the targeted MCS user;

4) if an constituent MCS group is targeted, the ID datafield of the ID payload is set to the UID generated from
the MCS Group ID of the targeted constituent MCS group; and

5) if an MCS server istargeted, the ID datafield of the ID payload is set to the MCS's server URI;
the IDRkmsi payload specified in IETF RFC 6509 [18] is included and:
1) thelD typefield of the IDRkms payload is set to the 'URI';
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2) if theoriginator of the| _MESSAGE isthe GMS, the ID datafield of the IDRkmsi payload is set to the URI
of the MCS KM S used by the group management server; and

3) if theoriginator of thel MESSAGE isan MCS server, the ID datafield of the IDRkmsi payload is set to the
URI of the MCS KM S used by MCS server;

the IDRkmsr payload specified in IETF RFC 6509 [18] isincluded and:
1) thelD typefield of the IDRkmsr payload is set to the 'URI';

2) if an MCS user istargeted, the ID datafield of the IDRkmsr payload is set to the URI of the MCS KM S used
by targeted MCS user;

NOTE: TheKMSURI isstored in the group configuration data.

Editor's Note: The XML element(s) (or XML attribute(s)) in the MCPTT Group for carrying the KMS URI need to

k)

1)

be defined.

3) if an constituent MCS group is targeted, the ID datafield of the IDRkmsr payload is set to the URI of the
MCS KM S used by targeted constituent MCS group; and

4) if an MCS server istargeted, the ID datafield of the IDRkmsr payload is set to the URI of the MCS KMS
used by the MCS server;

the SAKKE payload specified in IETF RFC 6509 [18] isincluded and:
1) the SAKKE params field of the SAKKE payload is set to 'Parameter Set 1
2) the ID scheme field of the SAKKE payload is set to 'MCPTT-ID-scheme' as specified in subclause 7.5.3; and

3) the SAKKE datafield of the SAKKE payload contains the GMK or MKFC specified in
3GPP TS 33.180[29];

the SIGN payload specified in IETF RFC 6509 [18] isincluded and the S type field of the SIGN payload is set to
the 'ECCSI";

the security policy payload specified in IETF RFC 3830 [16] can beincluded,;

m) the general extension payload specified in IETF RFC 3830 [16] with the type field set to the ' GMK-or-MKFC-

n)

7.5

associated-parameters as specified in subcaluse 7.5.4 isincluded and the data field of the general extension
payload contains the associated parameters of GMK or MKFC as specified in 3GPP TS 33.180 [29] figure E.6.1-
1; and

the General extension payload specified in IETF RFC 3830 [16] with the type field set to the 'SAKKE-to-self' as
specified in subcaluse 7.5.4 can be included and the data field of the general extension payload contains a
SAKKE payload specified in IETF RFC 6509 [18]. In the SAKKE payload included in the general extension

payload:
1) the SAKKE params field of the SAKKE payload is set to 'Parameter Set 1';

2) theID scheme field of the SAKKE payload is set to 'M CPTT-SAKKE-to-self-ID-scheme’ as specified in
subclause 7.5.3; and

3) the SAKKE datafield of the SAKKE payload contains the GMK or MKFC specified in
3GPP TS 33.180[29].

MIKEY parameters value assignment

751 General

The regquirements in the remaining subclauses of the parent subclause of this subclause apply for assignment of
'reserved for private use' values of parameters defined in IETF RFC 3830 [16], IETF RFC 6043 [17] and
IETF RFC 6509 [18].
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7.5.2 ID role field assignment

NOTE: A GMC canreceive MKFC and MKFC-ID only from a GMS compliant only to Release 13 of the present
document.

IETF RFC 6043 [17] defines some values of the ID role field of the ID payload with role indicator as 'reserved for
private use'. The table 7.5.2-1 shows usage of the 'reserved for private use' values of the ID role field of the ID payload
with role indicator for usagein MCS.

Table 7.5.2-1: Usage of 'reserved for private use' values of the ID role field of the ID payload with role
indicator

ID role name ID role value ID role descriptions

IDRuidr 240 The ID data field of an ID payload with the ID role field set to 'IDRuidr’
contains UID generated from the MCS ID of an MCS user or a UID
generated from the MCS Group ID of an MCS group or a UID generated
from the MCS server's URI, as specified in 3GPP TS 33.180 [29].

IDRuidi 241 The ID data field of an ID payload with the ID role field set to 'IDRuidi'
contains a UID generated from the GMS's URI or a UID generated from the
MCS server's URI, as specified in 3GPP TS 33.180 [29].

7.5.3 ID scheme field assignment
IETF RFC 6509 [18] defines some values of the ID scheme field of the SAKKE payload as 'reserved for private use'.

The table 7.5.3-1 shows usage of the 'reserved for private use' values of the ID scheme field of the SAKKE payload for
usagein MCS.

Table 7.5.3-1: Usage of 'reserved for private use' values of the ID scheme field of the SAKKE payload

ID scheme name ID scheme ID scheme descriptions
value

MCPTT-ID-scheme 240 The SAKKE data field of a SAKKE payload with the ID scheme field set to

'MCPTT-ID-scheme' contains the GMK encapsulated to the UID generated
from the IDRr payload or extracted from the IDRuidr payload according to

3GPP TS 33.180 [29] subclause F.2.1.

MCPTT-SAKKE-to- 241 The SAKKE data field of a SAKKE payload with the ID scheme field set to
self-ID-scheme 'MCPTT-SAKKE-to-self-ID-scheme' contains the GMK encapsulated to the
UID generated from the IDRi payload or extracted from the IDRuidi payload
according to 3GPP TS 33.180 [29] subclause F.2.1.

7.5.4  Type field assignment

IETF RFC 3830 [16] defines some values of the type field of the general extension payload as 'reserved for private use'.
The table 7.5.4-1 shows usage of the 'reserved for private use' values of the type field of the general extension payload
for usagein MCS.

Table 7.5.4-1: Usage of 'reserved for private use' values of the type field of the general extension
payload

ID role name ID role value Descriptions

SAKKE-to-self 241 The data field of a general extension payload with the type field set to
'SAKKE-to-self' contains a SAKKE payload as specified in
IETF RFC 6509 [18].

GMK-or-MKFC- 242 The data field of a general extension payload with the type field set to

associated- 'GMK-or-MKFC-associated-parameters' contains the associated

parameters parameters of GMK or MKFC as specified in 3GPP TS 33.180 [29]
figure E.6.1-1.

ETSI



3GPP TS 24.481 version 14.3.0 Release 14 65 ETSI TS 124 481 V14.3.0 (2018-01)

7.6 Group key transport payload failure

7.6.1 General

The requirements in the remaining subclauses of the parent subclause of this subclause apply for coding of group key
transport payload failure.

7.6.2 Group key transport payload structure

The group key transport payload is an Error payload as specified in IETF RFC 3830 [16].

7.7 MCS group key transport payloads (GKTP) document
coding

7.7.1 General

The requirements in the remaining subclauses of the parent subclause of this subclause apply for an MCS group key
transport payloads (GKTP) document.

The MCS GK TP document contains group key transport payloads for an MCS group.
The MCS GKTP document is located in the global tree, cannot be managed using X CAP and can be fetched using SIP.

An MCS GKTP document stored in a GM S compliant to Release 14 of the present document does not contain an
MKFC and an MKFC-ID.

A GMC can receive an MCS GKTP document containing an MKFC and an MKFC-ID from a GM'S compliant only to
Release 13 of the present document.

71.7.2 Structure

The <group> element specified in OMA OMA-SUP-XSD_poc_listService-V1 0 2[19] of an MCS GKTP document:
a) shall bethe root element; and
b) shall include one <list-service> elements specified in OMA OMA-SUP-XSD_poc listService-V1 0 2[19].

The <list-service> element specified in OMA OMA-SUP-XSD_poc_listService-V1 0_2[19] of an MCS GKTP
document:

a) shal includea"uri" attribute specified in OMA OMA-SUP-XSD_poc _listService-V1 0 2[19]; and
b) shall include an <GKTPs> element specified in subclause 7.7.4.2.

The <GKTPs> element specified in subclause 7.7.4.2 of an MCS GK TP document:
a) may include an <anyExt> element specified in subclause 7.2.4.2.

The <GKTPs> element specified in subclause 7.7.4.2 of an MCS GKTP document which is associated as specified in
subclause 7.7.11 with an MCS group document defining an MCPTT group additionally:

a) shall include zero or one <GMK-GKTPs> elements specified in subclause 7.7.4.2; and
b) shall include zero or one <MKFC-GKTPs> elements specified in subclause 7.7.4.2.

The <anyExt> element of the <GKTPs> element specified in subclause 7.7.4.2 of an MCS GK TP document
additionally:

Editor's note (WI: MCImp-eMCPTT-CT, MCImp-MCDATA-CT, MCImp-MCVIDEO-CT; CR#0008): FFS
whether there are any M CS generic parameters defined in Rel-14 and later applicableto aMCS GKTP
document.

ETSI



3GPP TS 24.481 version 14.3.0 Release 14 66 ETSI TS 124 481 V14.3.0 (2018-01)
The <anyExt> element of the <GK TPs> element specified in subclause 7.7.4.2 of an MCS GKTP document which is
associated as specified in subclause 7.7.11 with an MCS group document defining an MCPTT group additionally:

Editor's note (WI: MCImp-eMCPTT-CT, MCImp-MCDATA-CT, MClmp-MCVIDEO-CT; CR#0008): FFS
whether there are any MCPTT specific parameters defined in Rel-14 and later applicableto aMCS GKTP
document.

The <anyExt> element of the <GKTPs> element specified in subclause 7.7.4.2 of an MCS GKTP document which is
associated as specified in subclause 7.7.11 with an MCS group document defining an MCVideo group additionally:

Editor's note (WI: MCImp-eMCPTT-CT, MCImp-MCDATA-CT, MCImp-MCVIDEO-CT; CR#0008): FFS
whether there are any MCVideo specific parameters applicable to a MCS GKTP document.

The <anyExt> element of the <GKTPs> element specified in subclause 7.7.4.2 of an MCS GKTP document which is
associated as specified in subclause 7.7.11 with an MCS group document defining an MCData group additionally:

Editor's note (WI: MCImp-eMCPTT-CT, MCImp-MCDATA-CT, MClmp-MCVIDEO-CT; CR#0008): FFS
whether there are any M CData specific parameters applicable to aMCS GK TP document.

The <GMK-GKTPs> element specified in subclause 7.7.4.2 of an MCS GKTP document which is associated as
specified in subclause 7.7.11 with an MCS group document defining an MCPTT group:

a) shall include zero or more <GKTP> elements specified in subclause 7.7.4.2; and
b) shall include zero or more <on-network-regrouped-GK TPs> elements specified in subclause 7.7.4.2; and
¢) may include an <anyExt> element specified in subclause 7.2.4.2.

The <MKFC-GKTPs> element specified in subclause 7.7.4.2 of an MCS GKTP document which is associated as
specified in subclause 7.7.11 with an MCS group document defining an MCPTT group:

a) shall include zero or more <GKTP> elements specified in subclause 7.7.4.2; and
b) shall include zero or more <on-network-regrouped-GK TPs> elements specified in subclause 7.7.4.2; and
¢) may include an <anyExt> element specified in subclause 7.2.4.2.
The <GKTP> element specified in subclause 7.7.4.2 of an MCS GKTP document:
a) shall include an "id" attribute specified in subclause 7.7.4.2.
The <on-network-regrouped-GK TPs> element specified in subclause 7.7.4.2 of an MCS GK TP document:
a) shal include a"temporary-M CPTT-group-ID" attribute specified in subclause 7.7.4.2;
b) shall include zero or more <GKTP> elements specified in subclause 7.7.4.2; and
€) may include an <anyExt> element specified in subclause 7.2.4.2.

Elements and attributes of the MCS GK TP document are defined in various namespaces. The MCS GK TP document
refers to namespaces using prefixes specified in table 7.7.2- 1.

Table 7.7.2-1: Assignment of prefixes to namespace names in MCS GKTP documents

Prefix Namespace
oxe urn:oma:xml:xdm:extensions
mgktp urn:3gpp:ns:mcpttGKTP:1.0

NOTE:  The "urn:oma:xml:poc:list-service" namespace is the default namespace so no prefix is used for it in the
MCS GKTP document.

MCS GKTP document may contain unknown elements and unknown attributes according to the XML schemas
specified in subclause 7.7.4.
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7.7.3  Application Unique ID

Application Unique ID is"org.3gpp.MCPTT-GKTP".

7.7.4 XML schema

7.74.1 General

The MCS GKTP document is composed according the XML schema specified in the OMA OMA-SUP-
XSD_poc _listService-V1 0 2[19], and extended with extensions from the XML schema defined in subclause 7.7.4.2.

7.7.4.2 XML schema for MCS specific extensions

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema
t ar get Nanespace="ur n: 3gpp: ns: ncptt &TP: 1. 0"
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
xm ns: mgkt p="ur n: 3gpp: ns: ncptt &KTP: 1. 0"
el ement For nDef aul t =" qual i fi ed" attri buteFornDef aul t ="unqual i fied">

<I-- MCS specific "list-service" child elenents -->
<xs: el ement name="GKTPs" type="ngktp:all TypeGKTPsType"/>

<l-- conplex type for GKTPs el erent -->
<xs: conpl exType nanme="al | Type&KTPsType" >
<Xs: sequence>
<l-- MCPTT specific extensions for regroupedType type defined in rel ease 13 -->
<xs: el ement name="GWK- GKTPs" type="ngkt p: si ngl eTypeGKTPsType" m nCccurs="0"/>
<xs: el ement nanme="MKFC- GKTPs" type="ngktp: si ngl eTypeGKTPsType" m nCccurs="0"/>

<xs:el ement nanme="anyExt" type="ngktp: anyExt Type" m nCccurs="0"/>
<xs:any nanespace="##ot her" processContents="lax" m nCccurs="0" maxOccurs="unbounded"/>
</ xs: sequence>
<xs:anyAttri bute namespace="##any" processContents="1ax"/>
</ xs: conpl exType>

<l-- MCS specific extensions for regroupedType type -->

<I-- MCPTT specific extensions for regroupedType type defined in a release after rel ease 13 -->
<l-- MVideo specific extensions for regroupedType type -->

<!-- MCData specific extensions for regroupedType type -->

<l-- conplex type for &KTPs el enrent -->

<xs: conpl exType nanme="si ngl eTypeCGKTPsType" >
<xs:sequence>
<xs: el ement nanme="CGKTP" type="ngktp: KTPType" m nCccurs="0" naxCccur s="unbounded"/>
<xs: el ement nanme="on- net wor k-r egr ouped- GKTPs"
t ype="ngkt p: on- net wor k- r egr ouped- GKTPsType" m nCccurs="0" maxCccur s="unbounded"/ >
<xs: el ement name="anyExt" type="ngktp: anyExt Type" m nCccurs="0"/>
<xs:any namespace="##ot her" processContents="lax" m nCccurs="0" maxCccurs="unbounded"/ >
</ xs: sequence>
<xs:anyAttri bute namespace="##any" processContents="1ax"/>
</ xs: conpl exType>

<l-- conmplex type for CKTP el enent -->
<xs: conpl exType name="CKTPType" >
<xs: si nmpl eCont ent >
<xs: extensi on base="xs: hexBi nary">
<xs:attribute nane="id" type="xs:string" use="required"/>
<xs:anyAttri bute namespace="##any" processContents="1ax"/>
</ xs: ext ensi on>
</ xs: si npl eCont ent >
</ xs: conpl exType>

<!-- conplex type for on-network-regrouped el erent -->
<xs: conpl exType nanme="on- net wor k- r egr ouped- GKTPsType" >
<Xs:sequence>
<xs:el ement name="CGKTP" type="ngktp: KTPType" m nCccurs="0" nmaxCccur s="unbounded"/>
<xs: el ement nane="anyExt" type="ngktp: anyExt Type" m nCccurs="0"/>
<xs:any nanespace="##ot her" processContents="lax" m nCccurs="0" maxCOccurs="unbounded"/>
</ xs: sequence>
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<xs:attribute nane="t enporary- MCPTT-group-1D"' type="xs:anyURl " use="required"/>
<xs:anyAttribute namespace="##any" processContents="|ax"/>
</ xs: conpl exType>

<I-- conplex type for any extensions elenent -->
<xs: conpl exType name="anyExt Type" >
<Xs:sequence>

</ xs: sequence>
</ xs: conmpl exType>

</ xs: schema>

7.7.5 Default document namespace

The default document namespace used in evaluating URIs for MCS GK TP document is urn:oma:xml:poc:list-service
specified in the OMA OMA-SUP-XSD_poc_listService-V1 0 2[19].

7.7.6 MIME type

MIME type for MCS GKTP document is not specified.

NOTE: according to subclause 7.7.12, the MCS GK TP documents are not managed using X CAP and fetching
entire MCS GKTP document or a fragment of the MCS GKTP using SIP as specified in subclause 6.3.13
and IETF RFC 5875 [13] uses application/xcap-diff+xml MIME type.

1.7.7 Validation constraints

None.

7.7.8 Data semantics

If aMCS GKTP document includes an element not specified in subclause 7.7.2 and the element has the "must-
understand” attribute with value "true”, then the MCS GKTP document shall be ignored.

If aMCS GKTP document includes an element not specified in subclause 7.7.2 and the element does not have the
"must-understand" attribute with value "true”, then the element shall be ignored.

If aMCS GKTP document includes an attribute not specified in subclause 7.7.2 and different from the "must-
understand” attribute, then the attribute shall be ignored.

The"uri" attribute of a<list-service> element of a MCS GK TP document contains the MCS group 1D, which is defined
by a group document as specified in subclause 7.2 and located in the same X CAP server.

The <GKTPs> element of the <list-service> element of the MCS GKTP document:

- can contain a<GMK-GKTPs> element containing group key transport payloads carrying GMKs; and

- can contain a<MKFC-GKTPs> element containing group key transport payloads carrying MKFCs;
associated with the MCPTT group with the MCS group ID indicated in the "uri" attribute of a <list-service> element.
The <anyExt> element of the <GKTPs> element of the <list-service> element of the MCS GKTP document:

- TBD;
associated with the M CS group with the MCS group ID indicated in the "uri" attribute of a <list-service> element.

Editor's note (WI: MCImp-eMCPTT-CT, MCImp-MCDATA-CT, MCImp-MCVIDEO-CT; CR#0008): FFS
whether there are any keys which are generic to MCS.

The <anyExt> element of the <GKTPs> element of the <list-service> element of the MCS GK TP document
additionally:
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- TBD;
associated with the MCPTT group with the MCS group ID indicated in the "uri* attribute of a <list-service> element.

Editor's note (WI: MCImp-eMCPTT-CT, MCImp-MCDATA-CT, MCImp-MCVIDEO-CT; CR#0008): FFS
whether there are any Rel-14 keys which are specific to MCPTT.

The <anyExt> element of the <GKTPs> element of the <list-service> element of the MCS GKTP document
additionally:

- TBD;
associated with the M CVideo group with the MCS group ID indicated in the "uri" attribute of a <list-service> element.

Editor's note (WI: MCImp-eM CPTT-CT, MCImp-MCDATA-CT, MCImp-MCVIDEO-CT; CR#0008): FFS
whether there are any keys which are specific to MCVideo.

The <anyExt> element of the <GKTPs> element of the <list-service> element of the MCS GKTP document
additionally:

- TBD;
associated with the M CData group with the MCS group ID indicated in the "uri" attribute of a <list-service> element.

Editor's note (WI: MCImp-eMCPTT-CT, MCImp-MCDATA-CT, MCImp-MCVIDEO-CT; CR#0008): FFS
whether there are any keys which are specific to MCData.

Vaue of a<GKTP> element of a<GMK-GKTPs> element of a<GKTPs> element of the <list-service> element of the
MCS GK TP document contains a group key transport payload carrying GMK as described in subclause 7.4, indicating
the GMK for protection of:

a) media; and
b) floor control signalling when the UE operates off the network;

to be used when the MCPTT group is not a constituent MCPTT group, encrypted to the MCPTT ID of the MCPTT user
accessing the MCS GKTP document, according to 3GPP TS 33.180 [29], signed using the identity of the GMS.

Value of a<GKTP> element of a<MKFC-GKTPs> element of a <GKTPs> element of the <list-service> element of the
MCS GKTP document contains a group key transport payload carrying MKFC as described in subclause 7.4, indicating
the MKFC for protection of multicast floor control signalling when the UE operates on the network, to be used when
the MCPTT group is not a constituent MCPTT group, encrypted to:

- MCPTT ID of the MCPTT user accessing the MCS GK TP document; or
- theidentity of MCPTT server accessing the MCS GK TP document;
according to 3GPP TS 33.180 [29], signed using the identity of the GMS.

Value of the"id" attribute of a <GKTP> element shall be unique amongst values of all other "id" attributesin <GKTP>
elements within the same parent element.

If multiple <GKTP> elements are included in a parent element, then each <GKTP> element with the parent element has
adifferent activation time.

Value of a<GKTP> element of an <on-network-regrouped-GKTPs> element of a <GMK-GKTPs> element of a
<GKTPs> element of the <list-service> element of the MCS GKTP document contains a group key transport payload
carrying GMK as described in subclause 7.4, indicating the GMK for protection of:

a) media and
b) floor control signalling when the UE operates off the network;

to be used when the MCPTT group is a constituent MCS group of the temporary MCS group with the MCS Group ID
indicated in the "temporary-M CPTT-group-1D" attribute of the <on-network-regrouped-GK TPs> element, encrypted to
the MCPTT ID of the MCPTT user accessing the MCS GKTP document, according to 3GPP TS 33.180 [29], signed
using the identity of the GMS.
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Vaue of a<GKTP> element of an <on-network-regrouped-GKTPs> element of a <MKFC-GKTPs> element of a
<GKTPs> element of the <list-service> element of the MCS GK TP document contains a group key transport payload
carrying MKFC as described in subclause 7.4, indicating the MKFC for protection of multicast floor control signalling
when the UE operates on the network, to be used when the MCPTT group is a constituent MCS group of the temporary
MCS group with the MCS Group ID indicated in the "temporary-M CPTT-group-ID" attribute of the <on-network-
regrouped-GK TPs> element, encrypted to:

- MCPTT ID of the MCPTT user accessing the MCS GK TP document; or
- theidentity of MCPTT server accessing the MCS GKTP document;
according to 3GPP TS 33.180 [29], signed using the identity of the GMS.

<anyExt> element contains elements defined by future version of the present document.

7.7.9 Naming conventions

None.

7.7.10 Global documents
MCS GK TP documents:

- arelocated in a subdirectory of the global tree, with the subdirectory name specified by the byGroupl D-
subdirectory ANBF rule of table 7.7.10.2-1; and

- have the document name set to the group ID.

Table 7.7.10.2-1: ABNF syntax of directory name for MCS GKTP documents addressed by a group 1D

byG oupl D-subdi rectory = 9%62.79. 47. 72. 6. 75. 70. 49. 44; "byG oupl D'

7.7.11 Resource interdependencies
The following applies for aMCS GK TP document:

a) aMCS GKTP document shall be associated with an MCS group document in the users tree of a particular user
which defines the group 1D;

b) aMCS GKTP document shall exist for each associated MCS group document;
¢) GMSshal create aMCS GKTP document when the associated MCS group document is created; and

d) GMS shal generate the GMK(s) of the MCS GK TP document according to the presence and values of, or the
absence of, the <protect-media> element, the <protect-floor-control-signalling> element and the <require-
multi cast-floor-control-signalling> element of the associated M CS group document.

NOTE: 3GPP TS 33.180 [29] describes how GMK(s) and MKFC(s) are generated.

7.7.12 Authorization policies
MCS GKTP documents shall not be managed using XCAP.
MCS GKTP documents can be fetched using SIP.

An authenticated identity is authorized to subscribe to notification of changes of an <GKTPs> element of an MCS
GKTP document if:

a) the authenticated identity is a member of an MCS group defined by an MCS group document associated with the
MCS GKTP document; or
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b) the authenticated identity islisted in the authorized GM S list specified in subclause 6.2.5.1 and the subscription
ison behalf of a constituent MCS group of the MCS group defined by an MCS group document associated with
the MCS GKTP document.
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Annex A (informative):
Signalling flows

A.1  Scope of signalling flows

This annex gives examples of signalling flows for group document management on the extensible markup language
configuration access protocol (XCAP) and the session initiation protocol (SIP).

HTTP header fields and SIP header fieldsinsignificant for the group document management are omitted.

A.2  Signalling flows for group creation

A.2.1 General

Thekey to interpret signalling flows:

- TheMCPTT IDsof MCPTT users of the MCPTT service provider SP1 have format
sip:user< sometext> @M CPTTSP1.example.com

- TheMCPTT ID of the MCPTT user 1 of the MCPTT service provider SP1is
sip:userl@M CPTT SP1.example.com.

- The GMC-1 servesthe MCPTT user 1.

- The GMC-1 isconfigured with the group creation XUI configuration parameter set to
sip:department1 @M CPT T SP1.example.com.

- The GMC-1is configured with XCAP Root URI set to http://xcap.M CPTT SP1.example.com/pathl
- TheGMS-1lisdeployed in MCPTT service provider SP1.

- The hostname of the GMS-1 is xcap.MCPTTSP1.example.com.

- The GMS-1 provides XCAP server at XCAP Root URI http://xcap.MCPTT SP1.example.com/pathl

- MCPTT Group IDs of MCPTT groups defined by group documents stored in GMS-1 have format
sip:group< sometext> @M CPTT SP1.example.com

- The GMS-2 isdeployed in MCPTT service provider SP2.
- The hostname of the GMS-2 is xcap.M CPT T SP2.example.com.
- The GMS-2 provides XCAP server at XCAP Root URI http://xcap.M CPTT SP2.exampl e.com/path2

- MCPTT Group IDs of MCPTT groups defined by group documents stored in GMS-2 have format
Sip:group< sometext> @M CPTT SP2.example.com

A.2.2 GMC creating a MCPTT group on behalf of MCPTT user
served by the GMC

Figure A.2.2-1 shows a flow for a group management client GMC-1 creating an MCPTT group document in a group
management server GMS-1.

Document name of the MCPTT group document is groupdocumentl.xml.

The MCPTT group isa pre-arranged MCPTT group, which is disabled for on-network procedures, with maximum of 10
participants, with on-network-group-priority of 5, and with display name "My conference display name".
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The MCPTT group members arethe MCPTT user 1, aMCPTT user 2and aMCPTT user 3. The MCPTT user 1 and the
MCPTT user 2 are MCPTT group members required in on-network procedures.

The MCPTT user identity of the MCPTT user 2 is sip:user2@M CPT T SP1.example.com, and the MCPTT user identity
of the MCPTT user 3 issip:user3@MCPTTSP1.example.com. The MCPTT group document indicates a display name
for each member.

The user-priority of the MCPTT user 1is 1, the user-priority of the MCPTT user 2 is 2, and the user-priority of the
MCPTT user 3is 3.

The XUl of the MCPTT user 1 isthe same asthe MCPTT user identity of the MCPTT user 1.

The members of the MCPTT group are allowed to initiate the MCPTT group session, are allowed to join the MCPTT
group session, are allowed to request an MCPTT-emergency call on the MCPTT group, are allowed to request an
imminent peril call onthe MCPTT group and are allowed to request an MCPTT-emergency alert on the MCPTT group.

The GMC-1 proposes that the MCPTT group identity of the MCPTT group is
sip:GM CproposedM CPT TGroupl D@M CPTT SP1.example.com, but the GM S-1 decides that the MCPTT group
identity of the MCPTT group is sip:groupGM SdecidedM CPT T Groupl D@M CPTT SP1.example.com.

GMC-1 GMS-1

LHTTPPUT

4———————2. 409 Conflict

3. HTTPPUT——————— P

¢— 4. 201 Created

Figure A.2.2-1: GMC-1 creating a MCPTT group document in GMS-1 on behalf of user served by the
GMC-1

The details of the flows are as follows:

1) GMC-1sendsan HTTP PUT request shown in table A.2.2-1 to the GMS-1.

Table A.2.2-1: first HTTP PUT request

PUT

http://xcap. MCPTTSP1. exanpl e. cont pat h1/ or g. opennobi | eal | i ance. gr oups/ user s/ si p: depart nent 1@
PTTSP1. exanpl e. coni gr oupdocunent 1. xm HTTP/ 1.1

Host: xcap. MCPTTSP1. exanpl e. com

Cont ent - Type: application/vnd. oma. poc. groups+xm ; charset="utf-8"

<?xm version="1.0" encodi ng="UTF- 8" ?>
<group
xm ns="urn: oma: xm : poc: |ist-service"
xm ns:rl="urn:ietf:paranms: xm : ns: resource-1ists"
xm ns: cp="urn:ietf:parans: xm : ns: conmon- pol i cy"
xm ns: ocp="ur n: oma: xn : xdm conmon- pol i cy"
xm ns: oxe="ur n: oma: xm : xdm ext ensi ons"
xm ns: mepttgi ="urn: 3gpp: ns: neptt Groupl nfo: 1. 0"
>
<list-service uri="sip: GMCpr oposedMCPTTG oupl D@CPTTSPL. exanpl e. cont' >
<di spl ay- nane xni: | ang="en-us">M/ conference di splay nane</di spl ay- nane>
<list>
<entry uri="sip:user1@ICPTTSPl. exanpl e. cont' >
<rl:displ ay- name>User 1</rl:di spl ay-name>
<nmcpttgi:on-network-required/ >
<ncpttgi:user-priority>l</nctpttgi:user-priority>
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</entry>
<entry uri="sip:user2@CPTTSP1. exanpl e. cont' >
<rl:displ ay- name>User 2</rl:displ ay- nane>
<nctpttgi:on-network-required/ >
<ncpttgi:user-priority>2</ncpttgi:user-priority>
</entry>
<entry uri="sip: user 3@LCPTTSP1. exanpl e. cont' >
<rl:displ ay- name>User 3</rl:displ ay- name>
<nmcpttgi:user-priority>3</ncpttgi:user-priority>
</entry>
</list>
<ncpttgi:on-network-invite-nmenbers>true</ncpttgi:on-network-invite-nmenbers>
<mtpttgi: on- net wor k- max- parti ci pant - count >10</ ncptt gi : on- net wor k- max- parti ci pant - count >
<cp:rul eset>
<cp:rule id="a7c">
<cp: condi tions>
<is-list-menber/>
</ cp: conditions>
<cp:actions>
<allowinitiate-conference>true</allowinitiate-conference>
<j oi n-handl i ng>t rue</j oi n- handl i ng>
<nmcpttgi:all ow MCPTT- ener gency-cal | >true</ ntpttgi:all ow MCPTT- ener gency-cal | >
<nmcpttgi:all owinmnent-peril-call>true</ncpttgi:allowinmmnent-peril-call>
<nmcpttgi:all ow MCPTT- energency-al ert>true</ntpttgi:all ow MCPTT-energency-al ert >
</ cp: acti ons>
</cp:rul e>
</ cp:rul eset >
<oxe: supported-servi ces>
<oxe: service enabl er="urn:urn-7:3gpp-service.ins.icsi.ncptt">
<oxe: gr oup- nedi a>
<ncpttgi:ncptt-speech/ >
</ oxe: gr oup- medi a>
</ oxe: servi ce>
</ oxe: support ed- servi ces>
<nctpttgi:on-network-disabl ed/ >
<ncpttgi:on-network-group-priority>5</ncpttgi:on-network-group-priority>
</list-service>
</ gr oup>

2) GMS-1reectsthe HTTP PUT request with HTTP 409 (Conflict) response shown in table A.2.2-2.

Table A.2.2-2: HTTP 409 (Conflict) response to HTTP PUT request

HTTP/ 1.1 409 Conflict
Cont ent - Type: application/ xcap-error+xm ; charset="utf-8"

<?xm version="1.0" encodi ng="UTF-8"?>
<xcap-error xm ns="urn:ietf:paranms: xm:ns:xcap-error">
<uni queness-failure phrase="URl constraint violated">
<exists field="group/list-service/ @ri">
<al t - val ue>si p: gr oupGvideci dedMCPTTG oupl D@/CPTTSPL. exanpl e. conx/ al t - val ue>
</ exi st s>
</ uni queness-fail ure>
</ xcap-error>

3) GMC-1sendsan HTTP PUT request to the GMS-1. The HTTP PUT request is the same as shown in table A.2.2-
1 with exception of the value of the "uri" attribute of the <list-service> element of the <group> root element. The
"uri" attribute contains sip:groupGM SdecidedM CPT T Groupl D@M CPT T SP1.example.com.

4) GMS-1 createsthe MCPTT group document so that it is accessible using the XCAP URIs

http://xcap.M CPTT SP1.example.com/pathl/org.openmobil ealliance.groups/users/sip:department1@M CPTTSP1
.example.com/groupdocument1.xml

and

http://xcap.M CPTT SP1.example.com/path1/org.openmobil eal liance.groups/gl obal/byGroupl D/sip:groupGM Sde
cidedM CPTTGroupl D@MCPTT SP1.example.com.

GMS-1 aso createsthe MCPTT GKTP document at
http://xcap.M CPTT SP1.example.com/pathl/org.3gpp.MCPTT-
GKTP/global/byGroupl D/si p:groupGM SdecidedM CPT T Groupl D@M CPT T SP1.example.com
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GMS-1 acceptsthe HTTP PUT request with HTTP 201 (Created) response.

A.2.3 GMC performing a temporary MCPTT group formation of
two MCPTT groups to be combined

Figure A.2.3-1 shows a flow for a group management client GMC-1 performing formation of atemporary MCPTT
group by combination of two MCPTT groups to be combined.

The temporary MCPTT group is identified by the temporary MCPTT Group ID sip:groupT @M CPT T SP1.example.com
and is being created in GMS-1 under the groupdocumentT.xml document name.

The temporary MCPTT group isapre-arranged MCPTT group.

The GMK isrequired to confidentiality and integrity protect mediafor calls on the temporary MCPTT group. Both
confidentiality protection and integrity protection of floor control signalling are required for calls on the temporary
MCPTT group. Multicast bearers are used for floor controlling signalling for the temporary MCPTT group.

One MCPTT group to be combined isidentified by the MCPTT Group ID sip:groupA@M CPTT SP1.example.com and
isowned by GMS-1.

The other MCPTT group to be combined isidentified by the MCPTT Group ID sip:groupB@M CPT T SP2.example.com
and is owned by GMS-2.

The GMS-1 is configured with the group ID routing database stating:

- the XCAP Root URI of sip:groupB@M CPTT SP2.example.com is http://xcap.M CPTT SP2.example.com/path2;
and

- the public service identity for accessing documents of the MCPTT provider of
sip:groupB@M CPT T SP2.example.com is sip:gms.M CPT T SP2.example.com.

The GMS-2 is configured with the group ID routing database stating:

- the XCAP Root URI of sip:groupT @M CPTT SP1.example.com is http://xcap.M CPTT SP1.example.com/pathl;
and

- the public service identity for accessing documents of the MCPTT provider of
sip:groupT@M CPTTSP1.example.com is sip:gms.M CPTTSP1.example.com.
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13. SIP 200 OK: >

14. SIP NOTIFY
(the <GKTPs> element of the MCPTT GMTK document)

A

15. SIP 200 OK:

Figure A.2.3-1: GMC performing a temporary MCPTT group formation of two MCPTT groups to be
combined

The details of the flows are as follows:

1) GMC-1 sendsan HTTP POST request with the GMOP document reguesting group regroup creation shown in
table A.2.3-1to the GMS-1.

Table A.2.3-1: 1. HTTP POST (GMOP document requesting group regroup creation)

POST

http://xcap. MCPTTSP1. exanpl e. coni pat hl/ or g. opennobi | eal | i ance. groups/ user s/ si p: depart ment 1@x
anpl e. cont gr oupdocurent T. xm HTTP/ 1.1

Host: xcap. MCPTTSPL1. exanpl e. com

Cont ent - Type: application/vnd. 3gpp. GMOP+xmi ; charset="utf-8"

<?xm version="1.0" encodi ng="UTF-8"?>

<gnop: docunent
xm ns="urn: oma: xm : poc: |ist-service"
xmns:rl="urn:ietf:parans: xm :ns:resource-lists"
xm ns: cp="urn:ietf:parans: xn : ns: conmon- pol i cy"
xm ns: ocp="urn: oma: xnm : xdm conmon- pol i cy"
xm ns: oxe="urn: ona: xm : xdm ext ensi ons"
xm ns: mepttgi ="urn: 3gpp: ns: neptt Groupl nfo: 1. 0"
xm ns: gmop="ur n: 3gpp: ns: ncptt GVOP: 1. 0"
>
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<gnop: r equest >
<gnop: gr oup- r egr oup- cr eati on>
<gr oup>
<list-service uri="sip:groupT@LCPTTSP1. exanpl e. cont' >
<ncpttgi:on-network-invite-menbers>true</necpttgi:on-network-invite-menbers>
<oxe: support ed- servi ces>
<oxe: servi ce enabl er="urn:urn-7: 3gpp-service.inms.icsi.nmptt">
<oxe: gr oup- medi a>
<ntpttgi:ncptt-speech/ >
</ oxe: gr oup- medi a>
</ oxe: service>
</ oxe: support ed- servi ces>
<ntpttgi:on-network-tenporary>
<ntpttgi:constituent-MCPTT-group- | Ds>
<ncpttgi:constituent-MCPTT-group-
| D>si p: gr oupA@VCPTTSPL. exanpl e. conx/ necpttgi: constituent- MCPTT- gr oup- | D>
<ncpttgi:constituent-MCPTT- group-
| D>si p: gr oupB@/CPTTSP2. exanpl e. conx/ necpttgi: constituent - MCPTT- gr oup- | D>
</ ntpttgi:constituent-MCPTT-group- | Ds>
</ ntpttgi:on-network-tenporary>
</list-service>
</ group>
</ gnop: gr oup- r egr oup- creat i on>
</ gnop: request >
</ gnop: docunent >

2) GMS-1 authorizes the request as specified in subclause 6.3.14.3.1 and sends HTTP POST request with the
GMOP document requesting group regroup check.

3) GMS-1sends HTTP POST request with the GMOP document requesting group regroup check to GMS-2 as
shownintable A.2.3-3.

Table A.2.3-3: 3. HTTP POST (GMOP document requesting group regroup check)

POST

upB@CPTTSP2. exanpl e. conl ~~/ group/ | i st-servi ce/ ntpttgi: on-network-regrouped¥%b@ enpor ar y-
MCPTT- gr oup-

| D=922si p: gr oupT@CPTTSPL. exanpl e. com@2%d?xm ns(ntpttgi =ur n: 3gpp: ns: ntptt G oupl nf o: 1. 0)
HTTP/ 1.1

Host: xcap. MCPTTSP2. exanpl e. com

X-3GPP- Asserted-ldentity: sip:gnms. MCPTTSP1. exanpl e. com

Cont ent - Type: application/vnd. 3gpp. GMOP+xm ; charset ="utf-8"

<?xm version="1.0" encodi ng="UTF-8"?>
<gnop: docunent
xm ns="urn: oma: xml : poc: |ist-service"
xmns:rl="urn:ietf:parans: xm :ns:resource-lists"
xm ns: cp="urn:ietf:parans: xn : ns: conmon- pol i cy"
xm ns: ocp="urn: oma: xm : xdm common- pol i cy"
xm ns: oxe="urn: oma: xm : xdm ext ensi ons"
xm ns: ncpttgi =" urn: 3gpp: ns: ntptt G oupl nfo: 1. 0"
xm ns: gnop="urn: 3gpp: ns: ncptt GVOP: 1. 0"
>
<gnop: r equest >
<gnop: gr oup- r egr oup- check>
<nctpttgi:on-network-regrouped
t enpor ary- MCPTT- gr oup- | D="si p: gr oupT@/ICPTTSP1. exanpl e. cont
t enpor ary- MCPTT- gr oup- r equest or =" si p: user 1@ICPTTSP1. exanpl e. cont
>
<ntpttgi:constituent-MCPTT-group- | Ds>
<ntpttgi:constituent-MCPTT-group-
| D>si p: gr oupA@VCPTTSPL. exanpl e. conx/ necpttgi: constituent - MCPTT- gr oup- | D>
<ntpttgi:constituent-MCPTT-group-
| D>si p: gr oupB@/CPTTSP2. exanpl e. conx/ ntpttgi: constituent - MCPTT- gr oup- | D>
</ nmcpttgi:constituent-MCPTT-group- | Ds>
</ ntpttgi:on-network-regrouped>
<prot ect - nedi a>t rue</ prot ect - nedi a>
<protect-floor-control -signalling>true</protect-floor-control-signalling>
<require-multicast-floor-control-signalling>true</require-nulticast-floor-control-
signal | i ng>
</ gnop: gr oup-r egr oup- check>
</ gnop: r equest >
</ gnop: docunent >

http://xcap. MCPTTSP2. exanpl e. conl pat h2/ or g. opennobi | eal | i ance. groups/ gl obal / byGr oupl DY si p: gro
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4)

5)

6)
7)

8)

9)

GMS-1 authorizes the request as specified in subclause 6.3.14.3.2 and responds with aHTTP 200 (OK) response
tothe HTTP POST request.

GMS-2 authorizes the request as specified in subclause 6.3.14.3.2 and responds with aHTTP 200 (OK) response
to the HTTP POST request.

GMS-1 sends HTTP POST request with the GMOP document requesting group regroup notification.

GMS-1 sends HTTP POST request with the GMOP document requesting group regroup notification to GMS-2
asshown intable A.2.3-7.

Table A.2.3-7: 7. HTTP POST (GMOP document requesting group regroup notification)

PCST

http://xcap. MCPTTSP2. exanpl e. conl pat h2/ or g. opennobi | eal | i ance. groups/ gl obal / byGr oupl DJ si p: gro
upB@/ICPTTSP2. exanpl e. com ~~/ group/ | i st-servi ce/ ncpttgi: on-network-regrouped¥%b@ enpor ary-
MCPTT- gr oup-

| D=9%22si p: gr oupT@/ICPTTSPL. exanpl e. con?22%d?xnm ns( ntpttgi =ur n: 3gpp: ns: ntptt G oupl nfo: 1. 0)
HTTP/ 1.1

Host: xcap. MCPTTSP2. exanpl e. com

X-3GPP- Asserted-ldentity: sip:gnms. MCPTTSP1. exanpl e. com

Cont ent - Type: application/vnd. 3gpp. GMOP+xm ; charset ="utf-8"

<?xm version="1.0" encodi ng="UTF-8"?>
<gnop: docunent
xm ns="urn: oma: xml : poc: |ist-service"
xmns:rl="urn:ietf:parans: xm :ns:resource-lists"
xm ns: cp="urn:ietf:parans: xn : ns: conmon- pol i cy"
xm ns: ocp="urn: oma: xm : xdm conmon- pol i cy"
xm ns: oxe="urn: oma: xm : xdm ext ensi ons"
xm ns: nepttgi ="urn: 3gpp: ns: neptt Groupl nfo: 1. 0"
xm ns: gnop="urn: 3gpp: ns: ncptt GVOP: 1. 0"
>
<gnop: r equest >
<gnop: gr oup- regroup-notification>
<nctpttgi:on-network-regrouped
t enpor ary- MCPTT- gr oup- | D="si p: gr oupT@ICPTTSP1. exanpl e. cont
t enpor ary- MCPTT- gr oup- r equest or =" si p: user 1@ICPTTSP1. exanpl e. cont
>
<ntpttgi:constituent-MCPTT-group- | Ds>
<ncpttgi:constituent-MCPTT-group-
| D>si p: gr oupA@VCPTTSPL. exanpl e. conx/ necpttgi: constituent - MCPTT- gr oup- | D>
<ntpttgi:constituent-MCPTT-group-
| D>si p: gr oupB@/CPTTSP2. exanpl e. conx/ ntpttgi: constituent - MCPTT- gr oup- | D>
</ nmcpttgi:constituent-MCPTT-group- | Ds>
<pr ot ect - nedi a>t rue</ prot ect - nedi a>
<protect-floor-control-signalling>true</protect-floor-control-signalling>
<require-multicast-floor-control-signalling>true</require-nulticast-floor-control-
signal |l i ng>
</ ntpttgi:on-network-regrouped>
</ gnop: group-regroup-notification>
</ gnop: r equest >
</ gnop: docunent >

GMS-1 authorizes the reguest as specified in subclause 6.3.14.3.2, place the <on-network-regrouped> element of
the GMOP document requesting group regroup notification of the HTTP POST request at the location identified
by the Request-URI of the received HTTP POST request and responds with aHTTP 200 (OK) response to the
HTTP POST request.

GMS-2 authorizes the request as specified in subclause 6.3.14.3.2, place the <on-network-regrouped> element of
the GMOP document requesting group regroup notification of the HTTP POST request at the location identified
by the Request-URI of the received HTTP POST request and responds with aHTTP 200 (OK) response to the
HTTP POST request.

10) GM S-1 creates the temporary MCPTT group document so that it is accessible using the XCAP URIs

http://xcap.M CPTT SP1.example.com/pathl/org.openmobil eal liance.groups/users/si p: department1@M CPTT SP1
.example.com/groupdocumentT.xml

and
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http://xcap.M CPT T SP1.example.com/pathl/org.openmobil eal liance.groups/global /byGroupl D/sip:groupT @M C
PTTSP1.example.com.

GMS-1 aso createsthe MCPTT GKTP document at
http://xcap.M CPTT SP1.example.com/pathl/org.3gpp.MCPTT-
GKTP/global/byGroupl D/sip:groupT @M CPT T SP1.example.com

GMS-1 acceptsthe HTTP POST request with HTTP 200 (OK) response. The HTTP 200 (OK) response includes
the GMOP document with group regroup creation response.

10) GM S-1 subscribes to changes of the <GKTPs> element of MCPTT-GK TP document of the temporary MCPTT
group, is notified about the current state and updates the MCPTT-GK TP document for the MCPTT group with
sip:groupA @M CPTTSP1.example.com MCPTT Group ID.

11) GM S-2 subscribes to changes of the <GKTPs> element of MCPTT-GKTP document of the temporary MCPTT
group asshownintable A.2.3-11.

Table A.2.3-11: 11. SIP SUBSCRIBE request

SUBSCRI BE si p: gns. MCPTTSP1. exanpl e. com SI P/ 2.0

Accept: application/xcap-diff+xm

Event: xcap-diff; diff-processi ng=no-patching

Cont ent - Type: nul tipart/m xed; boundar y="xyz"

P- Asserted-ldentity: sip:gns. MCPTTSP2. exanpl e. com
Cont ent - Lengt h:

--Xyz
Cont ent - Type: application/resource-|ists+xn

<?xm version="1.0" encodi ng="UTF-8"?>

<resource-lists xm ns="urn:ietf:params: xm :ns:resource-|ists">
<list>

<entry uri="org.3gpp. MCPTT-

CKTP/ gl obal / byG oupl D/ si p: gr oupT@ICPTTSPL. exanpl e. com ~~/ group/ | i st -

servi ce/ ngkt p: GKTPs?xm ns( gkt p=ur n: 3gpp: ns: ncptt GKTP: 1. 0) "/ >
</list>

</resource-|ists>

--Xyz

Content - Type: application/vnd. 3gpp. ncptt-info+xm

<?xm version="1.0" encodi ng="UTF-8"?>
<ncptt-info>
<ntptt- Parans>
<ntptt-calling-group-id>sip:groupB@ICPTTSP2. exanpl e. conx/ ntptt-calling-group-id>
</ ntptt- Paranms>
</ nmeptt-info>
..XyZ..

12) GM S-1 authorizes the SIP SUBSCRIBE request and accepts it with SIP 200 (OK) response.

13) GMS-1 sends a SIP NOTIFY request with the content of the <GKTPs> element of MCPTT-GK TP document of
the temporary MCPTT group as shown intable A.2.3-13.

Table A.2.3-11: 13. SIP NOTIFY request

NOTI FY XXX SIP/ 2.0

iE;/ént : xcap-diff
Cont ent - Type: application/xcap-diff+xm
Cont ent - Lengt h:

<?xm version="1.0" encodi ng="UTF-8"?>
<d: xcap-di ff xm ns:d="urn:ietf:parans: xm :ns: xcap-di ff" xcap-
root="http://xcap. MCPTTSP1. exanpl e. coni pat h1" >
<d: el ement sel ="org. 3gpp. MCPTT-
GKTP/ gl obal / byGroupl DV si p: gr oupT@/CPTTSP1. exanpl e. conl ~~/ group/ | i st -
servi ce/ ngkt p: KTPs?xm ns( mgkt p=ur n: 3gpp: ns: ncptt &KTP: 1. 0) " >
<ngkt p: KTPs>
<ngkt p: GWK- GKTPs>
<ngkt p: TP i d="1">AAA</ ngkt p: GKTP>
</ ngkt p: GWK- GKTPs>
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<d: el ement >
</ d: xcap-di ff>

14) GM S-2 accepts the SIP NOTIFY request with SIP 200 (OK) response and updates the MCPTT-GK TP document
for the MCPTT group with sip:groupB@M CPTT SP2.example.com MCPTT Group ID.
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Annex B (informative):
IANA registration templates

B.1  IANA registration templates for MIME types

B.1.1 application/vnd.3gpp.GMOP+xml IANA registration
template

Y our Name:

<MCC name>

Y our Email Address:
<MCC email address>
Media Type Name:
application

Subtype name:
vnd.3gpp.GMOP+xml
Required parameters:
None

Optional parameters:

"charset" the parameter hasidentical semanticsto the charset parameter of the "application/xml" mediatype as
specified in section 9.1 of IETF RFC 7303.

Encoding considerations:

binary.

Security considerations:

Same as general security considerations for application/xml media type as specified in section 10 of IETF RFC 7303.
The information transported in this media type does not include active or executable content.

Mechanisms for privacy and integrity protection of protocol parameters are expected to be provided by the environment
the media type operatesin.

When a MIME body of the application/vnd.3gpp.GMOP+xml MIME type is transported over HTTP protocol over
unsecured | P network, the integrity protection needs to be provided. Particularly, between the user agent and the entry
point of the provider's network, the integrity protection is provided by TLS as described in 3GPP TS 24.482
(http://www.3gpp.org/ftp//Specs/archive/24_series/24.482/) subclause A.2.1.2.

When a MIME body of the application/vnd.3gpp.GMOP+xml MIME type is transported over SIP protocol and when
required so by provider providing the "mission critical" service, the integrity protection of the MIME body needs to be
provided. Particularly, the integrity protection of the MIME body is provided as described in 3GPP TS 24.379
(http://www.3gpp.org/ftp//Specs/archive/24 series/24.379/) subclause 6.6.1.3.

This media type does not include provisions for directives that institute actions on a recipient's files or other resources.

This media type does not include provisions for directives that institute actions that, while not directly harmful to the
recipient, may result in disclosure of information that either facilitates a subsequent attack or else violates a recipient's
privacy in any way.
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This media type does not employ compression.
Interoperability considerations:

Same as general interoperability considerations for application/xml media type as specified in section 9.1 of
IETF RFC 7303. Any unknown XML elements and any unknown XML attributes are to be ignored by recipient of the
MIME body.

Published specification:

3GPP TS 24.481 "Mission Critical Services (MCS) group management; Protocol specification” version 13.4.0,
available via http://www.3gpp.org/specs/numbering.htm.

Applications which use this media type:

Applications supporting the Mission Critical Push To Talk (MCPTT) group management as described in the published
specification.

Fragment identifier considerations:
The handling in section 5 of IETF RFC 7303 applies.
Restrictions on usage:
None
Provisional registration? (standards tree only):
N/A
Additional information:
1. Deprecated alias names for this type: none
2. Magic number(s): none
3. File extension(s): none
4. Macintosh File Type Code(s): none
5. Object Identifier(s) or OID(s): none
Intended usage:
Common
Person to contact for further information:
- Name: <MCC name>
- Email: <MCC email address>
- Author/Change controller:
i) Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG

ii) Change controller;: <MCC name>/<MCC email address>
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Annex C (informative):
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