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Foreword

This Technical Specification (TS) has been produced by ETSI 3rd Generation Partnership Project (3GPP).
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GSM identities. These should be interpreted as being references to the corresponding ETSI deliverables.

The cross reference between GSM, UMTS, 3GPP and ETS! identities can be found under
http://webapp.etsi.org/key/queryform.asp.

Modal verbs terminology
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provisions).

"must" and "must not" are NOT allowed in ETSI deliverables except when used in direct citation.
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Foreword
This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1

Scope

The scope of this document is to specify the support of NBIFOM (Network based |P Flow Mobility) i.e. IP flow
mobility based on network mobility protocols. This feature supports PDN connections that are simultaneously
connected over 3GPP access (i.e. S5/S8 connection to a PDN GW) and aWLAN access (i.e. S2a or S2b connection to
the same PDN GW).

2

References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

[1]
[2]
(3]
[4]

(5]
(6]

[7]

References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

For a specific reference, subsequent revisions do not apply.

For a non-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.
3GPP TS 23.402: " Architecture enhancements for non-3GPP accesses'.
3GPP TS 23.203: "Policy and Charging Control Architecture”.

3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal
Terrestrial Radio Access Network(E-UTRAN) access'.

3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

3GPP TS 33.402: "3GPP System Architecture Evolution (SAE); Security aspects of non-3GPP
accesses'.

3GPP TS 23.261: "IP flow mobility and seamless Wireless Local Area Network (WLAN) offload,;
Stage 2".

3

3.1

Definitions and abbreviations

Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A
term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Routing filter: A set of packet flow |P header parameter values/ranges used to identify IP flows for routing purposes.

Routing access type: Type of access network (e.g. 3GPP or WLAN) over which to route a set of IP flows of aPDN
connection.

Routing Rule (RR): A set of information enabling the association of arouting filter with arouting access type.

NBIFOM: IP Flow Mability based on network mobility protocols (GTP or PMIP).

UE-initiated NBIFOM : IP Flow Mobility based on network mobility protocols (GTP and PMIP) where the UE
initiates the 1P flow mobility.
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Network-initiated NBIFOM : |P Flow Mobility based on network mobility protocols (GTP and PMIP) where the
network initiates the IP flow mobility.

M ulti-access PDN connection: A PDN connection whose traffic can be routed over either a 3GPP access or aWLAN
access or both. Each IP flow isrouted at any single time only over one access.

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
TR 21.905[1].

MCM Multi-connection mode (as defined in TS 23.402 [2] clause 16)

NBIFOM Network-based | P flow mobility

RR Routing Rule

SCM Single-connection mode (as defined in TS 23.402 [2] clause 16)

TSCM Transparent Single-connection mode (as defined in TS 23.402 [2] clause 16)
4 Architecture model and concepts
4.1 General concepts

A PDN connection supporting NBIFOM provides simultaneous access to a single PDN via different access networks: a
3GPP access network and a WLAN access network. It is used by multi-radio (i.e. 3GPP and WLAN) capable UEs that
are able to simultaneously connect to a given PDN via different access systems (3GPP and WLAN).

In order to enable NBIFOM, the UE can establish and maintain a PDN connection over both 3GPP access and WLAN
access simultaneoudly. Thisis supported for both S2b and S2a connectivity. The UE can add an accessto a PDN
connection even if traffic is not immediately routed over the added access. When a PDN connection is established over
both 3GPP access and WLAN access simultaneously there is one default bearer for each access.

On aPDN connection established over both 3GPP access and WLAN access, it is possible to move individual 1P flows
from one access network to another, when policies determine that flows should be moved and the target accessis
available for the UE.

The PDN GW performs IP flow routing of downlink traffic. The UE performs IP flow routing of uplink traffic.

A mechanism is defined for the UE and the network to discover whether the network and the UE respectively support
NBIFOM and to decide whether NBIFOM will be applied for a given PDN connection. This mechanism works on a
per-PDN connection basis.

The UE and the PDN GW shall always be aware of which access IP flows of the PDN connection shall use.

For NBIFOM, the UE and the PDN GW exchange Routing Rules (RR). Routing Rules (RR) describe the mapping
between a set of IP flows (identified by a Routing filter) and a Routing access type (e.g. 3GPP or WLAN) over which to
route these I P flows.

Routing rules are exchanged over control plane protocols (NAS over a 3GPP access, WLCP/ IKE over WLAN access,
S2a/S2b/S5/S8 control protocol).

The following NBIFOM modes are supported:

- UE-initiated NBIFOM: In the UE-initiated NBIFOM mode only the UE controls the traffic routing within the
multi-access PDN connection. The UE determines the Routing rules and provides them to the PDN GW. The
network may either accept or reject the Routing Rules requested by the UE, but does not provide Routing rules
itself.

- Network-initiated NBIFOM: In the Network-initiated NBIFOM mode, the network controls the traffic routing
within the multi-access PDN connection The PDN GW determines the Routing rules and provides them to the
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UE. The UE may either accept or reject the network's request for Routing rules (e.g. based on the suitability of
the WLAN link conditions), but does not provide Routing Rules itself.

The NBIFOM mode that appliesto a PDN connection is determined during the PDN connection establishment.

Routing Rule installation is possible at any time during the lifetime of a PDN connection. Routing Rules can be
installed even if there is no IP flow currently matching the routing filter in the Routing Rule.

For a UE with active flows on both 3GPP access and WLAN access, in case one of the accessesislost or no longer
usable, a mechanism is provided to move the | P Flows to the other (target) accessin order to minimise service
disruption. When an access is recovered, a mechanism is provided to move over this recovered access the P Flows
which are associated with policies giving precedence to this access. For UE-initiated NBIFOM mode, the UE-initiated
IP flow mobility procedures described in clause 6.3.3 are used. For network-initiated NBIFOM mode, the procedures
described in clause 6.6 are used.

When PCC is deployed and supports NBIFOM, the PCRF provides the PDN GW with Accessinformation which is part
of PCC rules. The Access information controls the access over which the traffic that matches the Service data Flow
template of this PCC rule should be sent.

When PCC is not deployed or active for a PDN Connection, the PDN GW may apply static NBIFOM related policies.
The PCEF static policy and control functionality is nhot based on subscription / user quotainformation.

The PDN GW trandates Access information received in PCC rules into Routing Rules to be used between the UE and
the PDN GW. In case UE initiated NBIFOM is applied and PCC is deployed for this PDN connection, the PDN GW
provides, upon subscription of the PCRF, the PCRF with natifications of UE requests for I P flow mapping to an Access
Type. In that case, the PCRF analyses the received information (requested | P flow mapping to an Access Type), makes
apolicy decision and provides PCC rules to the PDN GW with corresponding Access Type values.

InaPLMN al MME(s), SGSN(s) and SGW(s) are assumed to have the same level of support of NBIFOM. If the PDN
GW detects a change in the support of NBIFOM on the 3GPP access of a PDN connection, it releases the PDN
connection.

NOTE 1: This may happen in the case of inter PLMN mobility.

For S2a case, NBIFOM appliesin both Multi-Connection Mode (MCM) and Single-Connection Mode (SCM) modes
but not in Transparent Single-Connection Mode (TSCM). In SCM mode:

- Routing Rules are exchanged only on the 3GPP access. Delivery of Routing Rules delivery is further described
inclause 5.3.

- No dedicated bearers are supported on the S2a access of the PDN connection.

- Thereisno way to indicate the loss of 3GPP access to the PGW in SCM. There is no support for the indication
of loss of 3GPP accessin SCM.

NOTE 2: Following features are not supported in this release of the specification:
- Thesupport of Routing rulesreferring to an Application Id,
- The support of Network Based Mobility based on PMIP.

4.2 Architecture reference model

The same architecture than defined in TS 23.402 [2] clause 4.2 (S2b case) and clause 16 (S2a case) applies. No new
functional entity or reference point is defined for NBIFOM.

More details on the NBIFOM impacts on the various network functions are provided in clause 5.10.
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5 NBIFOM High level functions

5.1 NBIFOM capability discovery/negotiation

During initial PDN connection establishment over the first access (or in the corresponding EAP-AKA' signaling in
S2a/SCM case), the UE includes a NBIFOM request. The intermediate nodes (e.g. MME, SGSN, TWAG, ePDG, etc.)
indicate to the PDN GW whether they support NBIFOM in the corresponding Create Session Request. When PCC is
deployed, the PDN GW communicates to the PCRF whether the UE and network support NBIFOM. The PCRF then
takes the decision on whether NBIFOM may apply to a PDN connection and communicates this decision to the PDN
GW. If the network (i.e. al the EPC elements in the signalling chain from UE to PDN GW) supports NBIFOM and is
willing to accept NBIFOM for this PDN connection, the PDN GW confirms the NBIFOM support in a"NBIFOM
accepted” indication sent back to the UE in the PDN connection establishment accept message (or in the corresponding
EAP-AKA'signalling in S2a/SCM case).

NOTE: Itisassumed that intermediate nodes (e.g. MME, SGSN, TWAG, ePDG, etc.) do not need to know
whether NBIFOM finally applies to the PDN connection.

The UE shall enforce that NBIFOM applies either to none or to all PDN connections set by an UE on a given APN;
thise.g. applieswhen the UE decides whether to require NBIFOM at the activation of a PDN connection, or when the
UE decides whether adding or removing an access to or from a PDN connection.

The UE sends also to the network the NBIFOM mode it has selected (as described in clause 5.4) as part of the initial
PDN connection establishment over the first access.

5.2 Routing rules

A Routing Rule contains the following parameters:
- Routing Filter.
- Routing Access Information.
- Routing Rule Priority.
- Routing Rule identifier.

A Routing Filter consists of |P header parameter values/ranges used to identify one or more I P flows as defined in
clause 3.1.

The Routing Access Information identifies the access type where the I P flow shall be routed.

For the purpose of matching user traffic against routing rules, the filters are applied in the order of the Routing Rule
Priority.

The Routing Rule identifier uniquely identifies a Routing Rule for one PDN Connection. The Routing Rule identifier is
allocated by the entity creating the routing rule, i.e. by the UE in UE-initiated NBIFOM mode and by the PDN GW in
Network-initiated NBIFOM mode.

When NBIFOM appliesto a PDN Connection, between UE and the PDN GW there is always a default access viawhich
packets not matching any specific routing filter (of any Routing Rule) are routed. In the case of 3GPP access, MCM/S2a
and S2b, the UE and the network determine as follows the default access for a PDN Connection during the procedure of

addition of one accessto a PDN connection:

- InUE-initiated NBIFOM mode, the UE proposes a default access to the network. The network may accept the
default accessif it complies with the subscription. The default access replied by the network may be different
than the default access requested by the UE.

- In Network-initiated NBIFOM mode, the network decides the default access and indicates it to the UE.

In the case of SCM/S2a, the UE and the network determine as follows the default access for a PDN Connection during
the first procedure of IP flow mobility within a PDN connection:
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- InUE-initiated NBIFOM mode, the UE proposes a default access to the network during the first UE-initiated 1P
flow mobility procedure via 3GPP. The network may accept the default accessiif it complies with the
subscription. The default access replied by the network may be different than the default access requested by the
UE.

- In Network-initiated NBIFOM mode, the network decides the default access and indicates it to the UE during the
first Network-initiated | P flow mobility procedure via 3GPP.

NOTE: Whether the default access corresponds to an explicit parameter or to a default Routing Rule isto be
defined as part of Stage 3.

The default access for aPDN Connection only applies when it is active over both 3GPP and WLAN access networks.
When the connectivity over one accessis not active, the UE and the network shall ignore the default access.

The PCRF may learn about the accesses that support a PDN connection via event triggersit sets on the PDN GW.

5.3 Delivery of routing rules and IP Flow mapping

Routing rules are exchanged between the UE and the PDN GW via control plane signalling.

IP Flow mapping is used in Network-initiated NBIFOM mode when the UE wants to request the network to apply
specific |P mappings to IP flows to 3GPP/WLAN access. The network provides Routing Rules to the UE for these IP
flows unless the request from the UE is not allowed by the subscription. I|P Flow mapping is sent via control plane
signaling.

In the case of 3GPP access, MCM/S2a and S2b, a Routing Rule and P Flow mapping are sent on the destination access
asindicated by the Routing Access information in the Routing Rule or |P Flow mapping. In the case of SCM/S2a,
Routing Rules and IP Flow mapping are only sent on the 3GPP access.

For the UE-initiated NBIFOM procedure, the routing rules are provided from the UE to the network as follows:
- For untrusted WLAN access, via IKEv2 procedure from the UE to the ePDG.
- For 3GPP access, via 3GPP NAS signalling from the UE to the MME/SGSN and then over GTP-c to S-GW.
- For trusted WLAN accessin MCM mode, via WLCP procedure from the UE to the TWAG.
And then:
- viaGTP-c signaling from the TWAG (MCM) / ePDG / SGW to the PDN GW.
- viaGx procedure from the PDN GW to the PCRF.
The UE does not apply new routing rules until the PDN GW has acknowledged them.

For the network-initiated NBIFOM procedure, the PCRF makes the decision on when and what flows should be moved
to which access. The PCRF learns about the multiple accesses supporting a PDN connection via event triggers from the
PDN GW.

- The PCRF triggers an update of routing rules by sending PCC rules to the PDN GW viaan |P-CAN Session
Modification procedure. The PDN GW builds Routing Rules corresponding to PCC rules received from the
PCRF. The PDN GW does not apply the new routing rules until the UE has acknowledged them.

- Therouting rules are sent by the PDN GW to S-GW / TWAG (for MCM mode) / ePDG via GTP-c signalling.
- Therouting rules are then relayed:

- from SGW to the MME/SGSN via GTP-C and further to the UE viathe 3GPP access specific signalling (i.e.
NAS) defined in TS 23.401 [4].

- from ePDG to the UE via IKE signalling over SWu.
- from TWAG to the UE viaWLCP signalling over trusted TWAN defined in TS 23.402 [2] clause 16.
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If updated routing rules result in that no IP flow isleft for a particular access, the PDN GW should not release the PDN
connection for that particular access unless the PDN connection is explicitly torn down by the UE or by the network as
described in clause 6.5.

54 NBIFOM Modes of Operations

54.1 General

A multi-access PDN connection can operate either in UE-initiated NBIFOM maode or in Network-initiated NBIFOM
mode. This NBIFOM mode is selected when the PDN connection is established and remains the same aslong as the
PDN connection is active. The following clauses specify (a) what the functional characteristics of each mode are and (b)
how the operation mode is selected.

542 UE-initiated NBIFOM Mode

In the UE-initiated NBIFOM mode only the UE controls the traffic routing within the multi-access PDN connection by
applying its ANDSF for IFOM rules and/or the user-configured routing rules. When ANDSF for IFOM rules are used,
the UE decides the Routing Rules for downlink traffic.

NOTE: If the UE hasvalid ANDSF rules for NSWO, for IARP and/or MAPCON, then the UE can also control
traffic routing outside the multi-access PDN connection.

The UE can request to move selected IP flows from an old access to a new access within the PDN connection by
sending one or more routing rules to the network. These routing rules specify the selected 1P flows and the new access.

The network may reject 1P flow mobility requests from UE due to subscription (or quota) limitations. When the network
rejects an 1P flow mobility request, the network shall provide to UE a certain cause val ue indicating why the request
was rejected. This cause value may be used by UE to determine whenvif this I P flow mobility operation can be
requested again.

The network cannot reguest IP flow mobility. The IP flow mobility procedures used in UE-initiated NBIFOM mode are
described in clause 6.

543 Network-initiated NBIFOM mode

In the Network-initiated NBIFOM mode, the network controls the traffic routing within the multi-access PDN
connection.

NOTE: However, if the UE has valid ANDSF rules for NSWO, for IARP and/or MAPCON, then the UE can still
control traffic routing outside the multi-access PDN connection.

When the Network-initiated mode is selected (as specified in clause 5.4.4) the network may provide to UE a"RAN
rules handling” parameter during the PDN connection establishment procedure via 3GPP. When this parameter is set, it
indicates that the UE shall use the "move traffic to/from WLAN" indications from RAN rules under the conditions
specified in bullet (a) below. When this parameter is not set or is not provided, it indicates that the UE shall not use the
"move traffic to/from WLAN" indications from RAN rules. The UE usesthe "RAN rules handling" parameter as
specified below:

(a) If the"RAN rules handling” is set, the UE has no ISRP rule valid in the registered PLMN and the UE supports
RAN-assisted WLAN interworking, then the UE shall use the "move traffic to/from WLAN" indications from
RAN rules as follows:

- When RAN rulesindicate that traffic should be moved to 3GPP access, the UE shall send a move-from-
WLAN indication to the network. The network then shall provide updated routing rules to the UE for traffic
routing within the multi-access PDN connection.

- When RAN rulesindicate that traffic should be moved to WLAN access and the Local Operating
Environment Information in the UE does not contain non-radio-related conditions that prohibit the use of
WLAN access, the UE shall send a move-to-WLAN indication to the network. The network then shall
provide updated routing rules to the UE for traffic routing within the multi-access PDN connection.
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- The UE shall ignore the WLAN offloadability indication sent by MME.

(b) Inal other cases, the UE shall not use the "move traffic to/from WLAN" indications from RAN rules. The UE
shall perform traffic routing within a multi-access PDN connection by using the NBIFOM routing rules provided
by the network.

If the UE wants to request a mapping of 1P flows to an access type, the UE provides the requested mapping from to the
network. Thisis however not considered a routing rule provision as the network is the decision point for Routing Rules
in Network-initiated NBIFOM mode. The network then provides new or updated routing rules to the UE based on the
request received from the UE, unless the request is against what is allowed by the subscription. |P Flow mapping
information contains the same parameters as the Routing Rule. When the UE uses the IP flow mapping procedure to
add anew Routing Filter, the Routing Rule identifier is assigned by the network. When the UE usesthe I P flow
mapping procedure to request the network to modify or delete an existing Routing Rule, the UE includes the same
Routing Rule identifier as the one previously assigned by the network. The UE is not allowed to modify/remove a
Routing Filter that the network has previously added using network-initiated 1P flow mobility procedure. The
corresponding call flows are provided in clause 6.4.

The network can request to move selected I P flows from an old access to a new access within the multi-access PDN
connection by sending one or more routing rulesto the UE. These routing rules specify the selected |P flows and the
New access.

The UE may reject (e.g. due to Local Operating Environment information) an I P flow mobility request from the
network. When the UE rejects an | P flow mobility request from the network, the UE shall provide a cause value
indicating why the request was rejected. This cause value may be used by the network to determine when/if this IP flow
mobility operation can be requested again.

The UE cannot request | P flow mobility. However, the UE can indicate to the network when an access of a multi-access
PDN connection can or cannot be used for traffic routing. For example:

- When the UE loses the WLAN signal and the UE has active IP flows over WLAN, then the UE indicates to the
network that WLAN cannot be used for traffic routing. Thistriggers the network to stop sending downlink traffic
for these IP flows over WLAN access and provide updated routing rules to the UE. The UE and the network re-
route one or more of these | P flows to 3GPP access, if the existing routing rules do not prevent them from using
3GPP access.

- When the UE recovers the WLAN signal and the existing routing rules in the UE require some active IP flows to
be routed over WLAN, the UE indicates to the network that WLAN can again be used for traffic routing within
the PDN connection. The network provides updated routing rules to the UE for the I P flows that are moved to
WLAN access. The UE and the network re-route these active I P flowsto WLAN access.

- TheUE usesits Local Operating Environment (as defined in TS 23.261 [7]) to decide when the above
indications should be sent to the network.

544 Mode Selection

A multi-access PDN connection can operate in one of the following modes:
- UE-initiated mode;
- Network-initiated mode.

The details of UE-initiated mode are specified in clause 5.4.2 and the details of Network-initiated mode are specified in
clause 5.4.3.

The NBIFOM mode is selected with the following procedure:
When an NBIFOM-capable UE supports ANDSF and has an ISRP rule valid in the registered PLMN then:

- If the ISRP rule includes at least one "ISRP for IFOM" rule (irrespectively of its validity), the UE requests UE-
initiated mode and the network selects UE-initiated mode.

- Otherwise, the UE requests Network-initiated mode and the network selects Network-initiated mode.

When an NBIFOM -capable UE does not support ANDSF or supports ANDSF but does not have an ISRP rule valid in
the registered PLMN then:
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- The UE requests Network-initiated mode and the network selects Network-initiated mode.

Figure 5.4.4-1 provides a schematic illustration of the NBIFOM mode selection procedure as specified above. This
figure assumes that the UE supports both ANDSF procedures and RAN-assisted WLAN interworking.

If the UE is provisioned with ANDSF rules,
the UE selects the active ANDSF rules
from HPLMN or from VPLMN

(See TS 23.402, clause 4.8.2a.1)

E has an ISRP
rule valid in the
egistered PLMN?

YES NO

|

A

UE uses ANDSF rules UE does not use ANDSF rules
UE does not use RAN rules UE uses RAN rules
(See TS 23.402, clause 4.8.6.4) (See TS 23.402, clause 4.8.6.4)
A i
UE requests a multi- UE requests a multi-
access PDN connection access PDN connection

UE has an
"ISRP for IFOM"
rule?

YES

A A J

UE requests UE requests UE requests
UE-initiated mode NWe-initiated mode NW-initiated mode
NW selects NW selects NW selects
UE-initiated mode NWe-initiated mode NW-initiated mode
\j y y
UE-initiated mode NW-initiated mode
(See clause 5.4.2) (See clause 5.4.3)

Figure 5.4.4-1: NBIFOM Mode Selection

5.5 PCC Interactions

When PCC applies for NBIFOM support on a PDN connection:
- The PCRF controls whether NBIFOM may apply to a PDN connection.
- The PCRF may reguest to be notified by the PCEF when an access is added or removed for the PDN connection.

- The PCRF may request to be notified by the PCEF when an access becomes no more Usable or Usable again.
This alows the PCRF to be aware when the UE losses or recovers connectivity on an access and to react
accordingly in network-initiated NBIFOM mode.

- Multiple IP-CAN types (3GPP EPS and Non 3GPP EPS) may be simultaneously associated with the same IP-
CAN session.

- The PCRF can send PCC rules including access type routing information per PCC rule to the PDN GW.
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- For UE-initiated NBIFOM mode, the PCRF may subscribe to notifications from PDN GW about the Routing
Rules received from the UE. When the Routing Rules received from the UE comply with the user subscription
the PCRF installs/ modifies PCC rules based on these notifications.

- For network-initiated NBIFOM mode, the PCRF determines the desired access type routing information for a
PCC rule and accordingly installs/ modifies PCC rulesto the PDN GW. The PCRF request may be rejected by
the UE dueto local radio conditions. In that case the PCRF gets notified that the PCC rule cannot be fulfilled.

In following conditions the PCRF mentioned above is the Home PCRF:
- TheUEisserved by itsHPLMN, or
- The PDN connection is served by a PGW in the Home PLMN (Home Routed configuration), or

- The PDN connection is served by a PGW in the V-PLMN (LBO configuration), and S9 is deployed and the V-
PCRF supports NBIFOM.

The PCRF mentioned above is the Visited PCRF in the case when, through roaming agreement, the HPLMN operator
allowsthe VPLMN operator to operate the V-PCRF without S9; this includes authorization of roamersto use NBIFOM.
In that case, policy control based on subscription policy information from the HPLMN cannot apply.

NOTE: If the Home operator wants to enforce control by its own PCRF of the NBIFOM functionality on a PDN
connection, the Home operator should ensure that the Home Routed roaming configuration appliesto this
PDN connection.

PCC impacts of NBIFOM are further described in TS 23.203 [3].

5.6 Addition of one access to a Multi-access PDN connection

During PDN connection establishment over an access, the UE may provide to the network a Handover Indication and a
NBIFOM indication (in the PCO in the case of 3GPP access or TWAN access) in order to request that the PDN
connection isto be used for NBIFOM: in this case the PDN connection establishment corresponds to the addition of an
access to an already established PDN connection.

NOTE 1: Incase a Handover Indication and no NBIFOM indication in the PCO are provided by the UE the PDN
connection is handed over to the new access per the procedures described in TS 23.402 [2]

NOTE 2: In case No Handover Indication is provided by the UE, the PDN connection establishment corresponds to
the set-up of anew PDN connection per the procedures described in TS 23.402 [2]

Intermediate node (e.g. MME/SGSN, SGW, TWAG or ePDG) indicate in the Create Session Request whether they
support NBIFOM regardless of whether the Create Session Request set-up carries a Handover Indication. In the case of
3GPP access and WLAN access with S2a, NBIFOM is not supported by an intermediate node (i.e. MME/SGSN, SGW,
TWAG) while the UE requests to add an additional accessto a PDN connection, the network should reject the PDN
connectivity request with the appropriate cause value to indicate the failure of adding an additional access for NBIFOM.
However, the previously established PDN connection shall be maintained on the first access.

NOTE 3: Inthe case of WLAN access with S2b, when NBIFOM is not supported by an ePDG, the addition of
WLAN accessistreated by the PGW as handover request. If the UE successfully connects with the ePDG
but does not receive an NBIFOM indication in IKEv2 signalling from the network, the UE determines
that its PDN connection over 3GPP access was handed over to WLAN.

When PCC applies, the PDN GW initiates an IP-CAN Modification Procedure to inform the PCRF about the UE
request to add an access to an aready established IP-CAN session and about the added RAT type and IP-CAN type.
The PDN GW confirms the NBIFOM support in a"NBIFOM accepted” indication sent back to the UE in the PDN
connection establishment accept message (or in the corresponding EAP-AKA' signalling in S2a/SCM case)

The Addition of one access to a Multi-access PDN connection is further described in clause 6.2
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5.7 IP flow mobility within a Multi-access PDN connection

In UE-initiated NBIFOM mode, the IP flow mobility within a Multi-access PDN connection relies on the UE request to
move selected | P flows from an old access to a new access by sending one or more routing rulesto the network. Thisis
further described in sub-clauses 5.4.2 and 6.3.3

In Network-initiated NBIFOM mode, the | P flow mobility within a Multi-access PDN connection relies on the network
request to move selected | P flows from an old access to a new access by sending one or more routing rules to the UE.
The procedures | P flow mobility in Network-initiated NBIFOM mode are further described in sub-clauses 5.4.3 and
6.3.2. Thenetwork decision for P Flow Mobility may be based on notifications received from the UE that an access
has become Unusable or has become Usable again as described in sub-clauses 5.4.3, 6.6 and 6.7.

5.8 Removal of an access from a PDN connection
When an access is removed from a multi-access PDN connection,
Editor's note: Whether Routing Rules are locally removed in the UE and the PDN GW is FFS

- The PCC rules corresponding to the removed access are automatically locally deleted by the PDN GW. The
PCEF (in the PDN GW) notifies the PCRF accordingly.

The Removal of an access from a PDN connection is further described in clause 6.5

5.9 Void

5.10 Functional entities

5.10.1 UE
To support NBIFOM the UE needs to be capable to:

- Indicate support and request for NBIFOM for aPDN connection as well asto request NBIFOM mode to the
network.

- Send adefault access for NBIFOM to the network in UE-initiated NBIFOM mode.

- Receive from the network decisions about whether NBIFOM applies to a PDN connection, about the NBIFOM
mode and about the default access.

- Provide handover indication and NBIFOM indication when an accessis added for a PDN connection.
- Exchange routing rules with the network over control plane protocols.
- Route IP flow(s) by using routing access information which is part of the routing rules.

- Notify the network that an access becomes "usable" or "unusable" in Network-initiated NBIFOM mode.

5.10.2 PDN GW
To support NBIFOM the PDN GW needs to be capable to:

- Negotiate the support of NBIFOM and confirm the NBIFOM mode when the UE requests PDN connectivity
over thefirst access. This negotiation includes receiving UE request for NBIFOM as well as receiving indication
of support from entitiesin the network (MME, ePDG, etc.)

- Negotiate the support of NBIFOM and of the default access for NBIFOM when the UE requests PDN
connectivity over an additional access. This negotiation includes receiving UE request for NBIFOM as well as
indication of support from entities in the network (MME, ePDG, etc.)

- Support a PDN connection using multiple accesses.
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Provide the Charging Id for the PDN Connection to the SGW/TWAN/ePDG in a separate information element.
Receive UE request on a default access for NBIFOM in UE-initiated NBIFOM mode.

Route the I P flow(s) by using the routing access information which is part of the routing rules.

Exchange routing rules with the UE over control plane protocols.

Receive UE notification that an access has become "usable" or "unusable” in Network-initiated NBIFOM mode.

Support PCC interactions described in clause 5.5 and TS 23.203 [3] when PCC is enabled for the PDN
connection.

5.10.3 MME
To support NBIFOM, the MME needs to be capable to:

Provide an indication to the PDN GW for its support for NBIFOM during the PDN connection establishment
over the first access and over an additional access.

Forward the routing rules between the network (S-GW) and the UE viaNAS and S11.

Forward over S11 notifications received over NAS from the UE that an access has become "usable" or
"unusable'.

5.104 S-GW
To support NBIFOM, the S-GW needs to be capable to:

Provide an indication to the PDN GW for its support for NBIFOM and relays the support indication from the
MME/SGSN during the PDN connection establishment (over the first access and over an additional access).

Forward the routing rules between the PDN GW and the MM E/SGSN via S4/S11 and S5/S8.

Forward over S5/S8 notifications received over S4/S11 from the SGSN/MME that an access has become
"usable" or "unusable”.

Maintain the Charging Id for the PDN Connection as an information element independent from the Charging Id
for abearer.

5.10.5 ePDG

To support NBIFOM, the ePDG needs to be capable to:

Receive the UE indication to negotiate NBIFOM support and NBIFOM mode in SWu during theinitial and
additional access and forward it over S2b;

Receive over S2b the negotiation result of NBIFOM support from the PDN GW and forward it to the UE via
SWu signalling;

Provide an indication to the PDN GW for its support for NBIFOM during the PDN connection establishment
(over thefirst and over an additional access);

Forward the routing rules between the PDN GW and the UE via SWu and S2b;

Forward over S2b notifications received over SWu from the UE that an access has become "usable" or
"unusable".

Handle the Charging Id for the PDN Connection as an information element independent from the Charging Id for
abearer.

5.10.6 TWAN

To support NBIFOM, the TWAN needs to be capable to:
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- Provide an indication to the PDN GW for its support for NBIFOM, during the PDN connection establishment
over the first access and over an additional access,
- Provideindication to the PDN GW whether the PDN connection is being established as SCM or MCM.

- Handle the Charging Id for the PDN Connection as an information element independent from the Charging Id for
abearer.

In the case of MCM, the TWAG:
- Forwards the routing rules between the PDN GW and the UE via WL CP and S2a,

- Forwards over S2a notifications received over WL CP from the UE that an access has become "usable" or
"unusable’.

5.10.7 SGSN
To support NBIFOM, the SGSN needs to be capable to:

- Provide an indication to the PDN GW for its support for NBIFOM, during the PDN connection establishment
over thefirst access and over an additional access.

- Forward the routing rules between the network (S-GW) and the UE viaNAS and $4.

- Forwards over $4 notifications received over NAS from the UE that an access has become "usable" or
"unusable'.

5.10.8 PCRF

PCC Enhancements are described in clause 5.5 and TS 23.203 [3].

6 NBIFOM Signalling Flows

6.1 Initial PDN connection establishment over first access
6.1.1 Initial PDN connection establishment over 3GPP access

Roaming Scenario

355//;\,’:‘]; PDN GW AAA VPCRF || HSS/ ||hPCRF
EUTRAN Proxy M

1. 3GPP PDN connection establishment as defined in TS 23.401, TS 23.060

Figure 6.1.1-1: PDN connection establishment over 3GPP access with GTP based S5/S8

In the case of E-UTRAN, the UE performs the PDN connection establishment over EUTRAN access as specified in
TS 23.401 [4] clause 5.3.2.1 for Initial Attach, and as specified in TS 23.401 [4] clause 5.10.2 for UE requested PDN
connectivity, with the following additions:

Step1:  Inthecase of initial attach, the UE includes an NBIFOM indication in the PCO in the Attach Request. In
the case of UE requested PDN connectivity, the UE sends PDN Connectivity Request, including an
NBIFOM indication in the PCO.
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- Inaddition, UE requests the NBIFOM mode of this PDN connection in the PCO according to the
consideration based on clause 5.4.4 Mode Selection.

Step 2-3: In the Create Session Request, the MME and SGW notify PDN GW of their support for NBIFOM.

Step4:  If dynamic PCC is applied for the PDN connection, during the IP-CAN session establishment, the PDN
GW informs the PCRF about the UE and network support of NBIFOM capability, the requested
NBIFOM mode, IP-CAN type and the RAT type; and if the UE and the network support NBIFOM, the
H-PCRF informs the PDN GW about its decision on whether to allow NBIFOM for the PDN connection.
If PCC does not apply, the PDN GW takes the local decision on whether to allow NBIFOM for the given
PDN connection.

Step5:  The PDN GW indicates the NBIFOM support and the NBIFOM mode in the PCO and includes the
Charging Id for the PDN Connection in the Create Session Response. The PCO is forwarded to the UE as
described in TS 23.401 [4].

For UTRAN, the UE performs theinitial PDN connection establishment over GERAN/UTRAN access as specified in
TS 23.060 [5] clause 9.2.2.1A (PDP context activation using $4) and addition of anew PDN connection as specified in
TS 23.060 [5] clause with the following additions:

Stepl: Asdescribed in TS 23.060 [5] clause 9.2.2.1, the UE sends Activate PDP context Request, including an
NBIFOM indication as well as the requested NBIFOM mode in the PCO. UE requests the NBIFOM
mode of this PDN connection in the PCO according to the consideration based on clause 5.4.4 Mode
Selection.

Step A-B: Asdescribed in TS 23.060 [5], clause 9.2.2.1A, the SGSN and S-GW inform the PDN GW their support
of NBIFOM:

- If PCC applies, during the IP-CAN session establishment procedure, the PDN GW informs the PCRF
about the UE and network support of NBIFOM capability, about the requested NBIFOM mode and
about the IP-CAN type and RAT type; and if the UE and network support NBIFOM, the H-PCRF
informs the PDN GW about its decision on whether to allow NBIFOM for the PDN Connection.  [If
PCC does not apply, the PDN GW takes alocal decision on whether to allow NBIFOM for the PDN
Connection.

Step9:  Asdescribed in TS 23.060 [5] clause 9.2.2.1A, the PDN GW indicates the NBIFOM support and the
NBIFOM maode in the PCO and includes the Charging Id for the PDN Connection in the Create Session
Response. The PCO is forwarded to the UE as described in TS 23.401 [4].

6.1.2 PDN connection establishment over S2a

This clause describes PDN connection establishment for S2a with single-connection mode and S2a with multi-
connection mode.

6.1.2.1 Single-connection mode

This procedureis used to establish a PDN Connection over trusted WLAN access in single-connection mode.

Roaming Scenario

PDN GW AAA VPCRF HSS/ hPCRF
TWAN Proxy AAA

1. 3GPP PDN connection establishment as defined in sub-clause 16.2.1 in TS 23.402.

Figure 6.1.2.1-1: PDN connection establishment procedure over TWAN access for SCM
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For SCM, anew PDN connection is established as described in TS 23.402 [2] clause 16.2 for Initial Attach, with the
following additions:

During the EAP authentication, the UE negotiates single-connection mode and requests EPC access. The UE
also indicates NBIFOM support in the PCO provided during the EAP authentication. The UE also providesthe
requested NBIFOM mode in the PCO according to the conditions for NBIFOM mode selection in clause 5.4.4.

The TWAN includes an NBIFOM support indication in the Create Session Request to the PDN GW.

If dynamic PCC is applied for the PDN Connection, the PDN GW initiates an IP-CAN session establishment
procedure. As part of this procedure the PDN GW informs the PCRF about the UE and network support of
NBIFOM capability, about the requested NBIFOM mode and about the IP-CAN type. If the UE and network
support NBIFOM, the PCRF informs the PDN GW about its decision on whether to allow NBIFOM for the PDN
Connection. If dynamic PCC is not applied, the PDN GW takes alocal decision on whether to allow NBIFOM
for the PDN Connection.

The PDN GW includes the Charging Id for the PDN Connection separately in the Create Session Response to
the TWAN. The PDN GW indicates the network support of NBIFOM in the PCO in the Create Session
Response. The PCO is forwarded to the UE as described in clause 16.2, TS 23.402 [2].

6.1.2.2 Multi-connection mode

This procedure is used to establish a PDN Connection over trusted WLAN access in multi-connection mode.

Roaming Scenarios

AAA HSS/

PDN
[oe] o] e e
| | [ [ [

Initial attach over trusted WLAN as described in Figure 16.2.1-1 in TS 23.402, steps 1-15

PDN Connection establishment over trusted WLAN with MCM as described in clause 16.8.1in TS 23.402

Figure 6.1.2.2-1: PDN connection establishment procedure over TWAN access for MCM

For MCM, the UE attachesto TWAN using the procedure described in steps 1-15 in clause 16.2.1 of TS 23.402 [2] and
negotiates for multi-connection mode. If multi-connection mode is authorized by the network, the UE performs the
PDN Connection establishment procedure in clause 16.8.1 of TS 23.402 [2] with the following additions:

The UE indicates NBIFOM support in PCO in the WLCP PDN Connection Request to the TWAN. The UE also
provides the requested NBIFOM mode in PCO according to the conditions for NBIFOM mode selection in
clause 5.4.4.

The TWAN includes an NBIFOM support indication in the Create Session Request sent to the PDN GW.

If dynamic PCC is applied for the PDN Connection, in the PDN GW initiates an IP-CAN session establishment
procedure. As part of this procedure the PDN GW informs the PCRF about the UE and network support of
NBIFOM capability, about the requested NBIFOM mode and about the IP-CAN type. If the UE and network
support NBIFOM, the PCRF informs the PDN GW about its decision on whether to alow NBIFOM for the PDN
Connection. If dynamic PCC is not applied, the PDN GW takes alocal decision on whether to allow NBIFOM
for the PDN Connection.

The PDN GW includes the Charging Id for the PDN Connection separately in the Create Session Response to
the TWAN. The PDN GW indicates the NBIFOM support in the PCO in the Create Session Response. The PCO
is forwarded to the UE as described in clause 16.2, TS 23.402 [2].
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6.1.3 PDN connection establishment over S2b

This procedureis used to establish a PDN Connection over untrusted WLAN access.

Roaming Scenario

WLAN ePDG PDN GW AAA VPCRF Hss/ | [hPCRE
|:|UE Access Proxy AAA

Initial attach on S2b as defined in clause 7.2.4 of TS 23.402

Figure 6.1.3-1: PDN connection establishment over WLAN access

The procedure is the same as described in clause 7.2.4 of TS 23.402 [2], with the following additions:

- The UE uses Configuration Payload in IKEv2 signalling to indicate its support for NBIFOM. The UE also
provides in the IKEv2 Configuration Payload the requested NBIFOM maode for this PDN connection according
to the conditions on NBIFOM mode selection in clause 5.4.4.

- If the ePDG supports NBIFOM, the ePDG shall indicate its NBIFOM capability in the Create Session Request
sent to the PDN GW. The ePDG also transfers the UE support for NBIFOM and the UE request for the NBIFOM
operation mode to the PDN GW.

- If dynamic PCC is applied for the PDN Connection, the PDN GW initiates an IP-CAN session establishment
procedure. As part of this procedure the PDN GW informs the PCRF about the UE and network support of
NBIFOM capability, about the requested NBIFOM mode and about the IP-CAN type. If the UE and network
support NBIFOM, the PCRF informs the PDN GW about its decision on whether to allow NBIFOM for the PDN
Connection. If PCC is not applied, the PDN GW takes aloca decision on whether to allow NBIFOM for the
PDN Connection.

- The PDN GW includes the Charging Id for the PDN Connection separately in the Create Session Response to
the ePDG The PDN GW indicates the NBIFOM support in the APCO in the Create Session Response.

- The ePDG shall forward the negotiated result of NBIFOM support to the UE via Configuration Payload in
IKEv2 signalling.

6.2 Addition of one access to a PDN connection

6.2.1 General

This clause specifies the additional procedures for adding an access to an existing PDN connection over a 3GPP access,
aTrusted WLAN access or an Untrusted WLAN when the NBIFOM is supported. In these flowsiit is assumed that the
UE has performed a PDN Connection establishment procedure through one access as specified in clause 6.1. The
procedure results in that the UE is simultaneously connected via both accesses and a set of traffic flows can be routed
through one access while the remaining traffic flows are routed through the other access.

Each of the accesses has its own default bearer where each bearer has its own Charging Id. The Charging Id for the
PDN connection will differ from the Charging Id for the default bearer. The PDN GW shall provide the Charging Id for
the PDN connection separately to the SGW/TWAN/ePDG for both the default and any dedicated bearer.

6.2.2 Addition of a 3GPP access

In the case of E-UTRAN, the UE has established a PDN connection over WLAN as described in clause 6.1.2 or 6.1.3
above. Subsequently, the UE requests to establish a PDN connection using the same APN on E-UTRAN, and attempts
to use both accesses for the same PDN connection simultaneously. For EUTRAN, the procedure is the same as
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specified in TS 23.401 [4] clause 5.3.2.1 (Initia attach procedure) and clause 5.10.2 (UE requested PDN Connectivity
procedure) with the following additions:

Step 1:

Step 2.

Step 3.
Step 4:

Step 5:

The UE indicates handover and includes NBIFOM indication in the PCO in Attach Request (Initial
attach) or PDN Connectivity Request (UE requested PDN Connectivity procedure) for the same APN as
for the PDN connection established over the Trusted or Untrusted WLAN access previously.

Since the handover indication is provided by the UE, the MME selects the same PDN GW that is aready
assigned for the UE and the PDN connection, and indicates its NBIFOM capability in the Create Session
Reguest to the Serving GW.

The Serving GW sends the Create Session Request to the PDN GW, including its NBIFOM capability.

When the PDN GW receives handover and NBIFOM indication, the PDN GW does not remove the
bearers over the WLAN access for the corresponding PDN connection.  The PDN GW initiates an | P-
CAN Moadification Procedure, notifies the PCRF about the additional of 3GPP access. If PCC applies, the
PDN GW informs the PCRF about the UE and PDN GW NBIFOM capability and about the RAT type.

- Thesame |IP addressis allocated for the PDN connection as the one used in WLAN.

- If UE-initiated NBIFOM mode was selected at initial PDN Connection establishment, the UE may
include Routing Rules and indicates the default access to the PCRF via PDN GW during this
procedure. The PCRF takes afinal decision on the default access based on the subscription, and
indicate the default access for the PDN Connection to the PDN GW. The default access replied by
the network may be different than the default access requested by the UE.

- If network-initiated NBIFOM mode was selected at initial PDN connection establishment, the
network does not provide any Routing Rulesto the UE during this procedure. The PCRF may
indicate the default access to the PDN GW. The PDN GW indicates the default access to the MME
via SGW. The MME indicates the default access to the UE in PDN Connectivity Accept message.

- Appropriate 3GPP bearer setup or modification procedures are executed for the resources associated
with the flows that were moved onto the 3GPP access. If dynamic PCC is applied for the PDN
connection, the PCRF responds to the PDN GW about its decision on whether to allow NBOFM for
the PDN Connection.

If the MME, SGW and the PDN GW support NBIFOM and the PCRF accepts NBIFOM, the PDN GW
generates a Charging Id for the Default Bearer and includes the Charging Ids for the PDN Connection and
the Default Bearer in the Create Session Response to the SGW. The PDN GW indicates the support of
NBIFOM in the PCO included in Attach Accept / PDN Connectivity Accept to be sent to the UE.

In the case of GERAN/UTRAN, the UE performsthe initial PDN connection establishment over GERAN/UTRAN
access and addition of anew PDN connection as specified in TS 23.060 [5] clause 9.2.2.1A (PDP context activation
using $4) with the following additions:

Step 1:

Step 2:

Step 3:
Step 4:

The UE sends Activate PDP context Request, including an NBIFOM indication in the PCO and handover
indication.

Since the handover indication is provided by the UE, the SGSN selects the same PDN GW that is already
assigned for the UE and the PDN connection, and indicates its NBIFOM capability in the Create Session
Request to the Serving GW. The SGSN and SGW inform the PDN GW their support of NBIFOM in
Create Session Request.

The Serving GW sends the Create Session Reguest to the PDN GW, including its NBIFOM capability.

When the PDN GW receives handover and NBIFOM indication, the PDN GW does not remove the
bearers over the WLAN access for the corresponding PDN connection.  The PDN GW initiates an | P-
CAN Modification Procedure, notifies the PCRF about the additional of 3GPP access. If PCC applies, the
PDN GW informs the PCRF about the UE and PDN GW NBIFOM capability and about the RAT type.

- Thesame |P addressis allocated for the PDN connection as the one used in WLAN.

- If UE-initiated NBIFOM mode was selected at initial PDN Connection establishment, the UE may
include Routing Rules and indicates the default access to the PCRF via PDN GW during this
procedure. The PCRF takes a final decision on the default access based on the subscription, and
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indicate the default access for the PDN Connection to the PDN GW. The default access replied by
the network may be different than the default access requested by the UE.

- If network-initiated NBIFOM mode was selected at initial PDN connection establishment, the
network does not provide any Routing Rules to the UE during this procedure. The PCRF may
indicate the default access to the PDN GW. The PDN GW indicates the default access to the MME
via SGW. The MME indicates the default access to the UE in PDN Connectivity Accept message.

- Appropriate 3GPP bearer setup or modification procedures are executed for the resources associated
with the flows that were moved onto the 3GPP access. If dynamic PCC is applied for the PDN
connection, the PCRF responds to the PDN GW about its decision on whether to allow NBOFM for
the PDN Connection.

Step 5:  If the SGSN, SGW and the PDN GW support NBIFOM and the PCRF accepts NBIFOM, the PDN GW
generates a Charging Id for the Default Bearer and includes the Charging Ids for the PDN Connection and
the Default Bearer in the Create Session Response to the SGW. The PDN GW indicates the support of
NBIFOM in the PCO included in Activate PDP context Accept to be sent to the UE.

6.2.3  Addition of an access using S2a

6.2.3.1 Single-connection mode

This procedure is used to add trusted WLAN access in single-connection mode to an existing PDN Connection. The
decision to use the single-connection mode is made during authentication as described in clause 16.2.
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Roaming Scenarios
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Figure 6.2.3.1-1: Addition of trusted WLAN access with SCM and GTP S2a for roaming, LBO and non-
roaming scenarios

It is assumed that the UE has established a PDN connection over a 3GPP access and has received from the network an
indication that NBIFOM is supported to this PDN connection. In order to use the TWAN access with SCM for the same
PDN connection simultaneously, the UE now performs the procedure TS 23.402 [2] clause 16.2 (Initial Attach) with the
following additions:

Step 2. During the EAP authentication, the UE negotiates single-connection mode and requests EPC access. The
UE indicates handover and the same APN as for the PDN connection established over the 3GPP access.
The UE aso includes an NBIFOM indication in the PCO that the procedure is for the addition of an
access to the PDN connection. The UE cannot include routing rule(s) during the EAP authentication
procedure in single-connection mode. If UE-initiated NBIFOM mode was selected at initial PDN
Connection establishment, the UE may include an indication for default access for the PDN Connection.

Step 3:  Since the handover indication isincluded, the TWAN selects the same PDN GW asiit is already allocated
for the PDN connection. The TWAN includes an NBIFOM capability indication in the Create Session
Request.

Step4:  Instead of an IP-CAN Session Establishment procedure, the PDN GW performs an IP-CAN Session
Modification procedure. The PDN GW indicates to the PCRF the addition of an access for the PDN
connection and informs the PCRF about the additional RAT type.

ETSI



3GPP TS 23.161 version 13.2.0 Release 13 24 ETSI TS 123 161 V13.2.0 (2016-04)

Step 8:  If the TWAN and the PDN GW support NBIFOM and the PCRF accepts NBIFOM, the PDN GW
generates a Charging Id for the Default Bearer and includes the Charging Ids for the PDN Connection and
the Default Bearer in the Create Session Response to the TWAN. The PDN GW indicates the support of
NBIFOM in the PCO to be sent to the UE.

In network-initiated NBIFOM mode, the network does not provide any routing rules to the UE during this procedure.

NOTE: Thereason isthat there would be no way for the UE to acknowledge the network-provided Routing Rules
during the addition of an access. Instead, Routing Rules need to be provided from the network using a
separate | P flow mobility procedure.

NBIFOM is not supported for Transparent Single Connection Mode. Therefore only scenario (A) in Figure 6.2.3.1-1is
applicable to NBIFOM.

6.2.3.2 Multi-connection mode

This procedureis used to add trusted WLAN access in multi-connection mode to an existing PDN Connection. The
decision to use the multi-connection mode is made during authentication as described in clause 16.2.

Roaming Scenarios

PDN PDN AAA Hss/
| UE| | TWAN | GW 1 GW 2 VPCRF Proxy hPCRF AAA

1. WLCP PDN Connection Request

2. Create Segsion Request_|

< 3.1P-CAN Session Modification s
. Procedure S

<
5. Create Sessjon Response |

CccPTunel

7. WLCP PPN Connection|Response

Figure 6.2.3.2-1: UE-Initiated Connectivity to PDN in WLAN on GTP S2a

It is assumed that the UE has established a PDN connection over a 3GPP access and has received from the network an
indication that NBIFOM is supported for to this PDN connection.

It is also assumed that the UE has made initial attach in trusted WLAN access and negotiated MCM during EAP
authentication, as described in clause 16.2.1in TS 23.402 [2].

In order to use the TWAN access with MCM for the same PDN connection simultaneously, the UE now performs the
procedure TS 23.402 [2] clause 16.8.1 (PDN Connection establishment) with the following additions:

Step1l:  Inthe WLCP PDN Connection Request, the UE indicates handover and the same APN as for the PDN
connection established over the 3GPP access. The UE aso includes an indication in the PCO that the
procedure is for addition of an access for the PDN connection.

If UE-initiated NBIFOM mode was selected at initial PDN Connection establishment, the UE may
include Routing Rules in the WLCP PDN Connection Request, as well as an indication for default access
for the PDN Connection.
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Step 2

Step 3:

Step 5:
Step 7:

Since the handover indication isincluded, the TWAN selects the same PDN GW asis aready allocated
for the PDN Connection. The TWAN includes an NBIFOM capability indication in the Create Session
Request. The TWAN also includes Routing Rules(s) and the indication for default access if provided by
the UE in step 2.

When the PDN GW receives the Create Session Request indication, the PDN GW does not remove the
bearers over 3GPP access for the corresponding PDN connection. The same |P addressis allocated for the
PDN connection as the one used in 3GPP access network

Instead of an IP-CAN Session Establishment procedure, the PDN GW performs an IP-CAN Session
Modification procedure. The PDN GW indicates to the PCRF of addition of an access for the PDN
connection and informs the PCRF about the additional RAT type.

If network-initiated NBIFOM mode was selected at initial PDN Connection establishment, the PCRF may
indicate the default access for the PDN Connection to the PDN GW.

If UE-initiated NBIFOM mode was selected at initial PDN Connection establishment and the UE
included an indication for default access for the PDN Connection, the PDN GW provides the indication to
the PCRF. The PCRF takes afinal decision on the default access based on the subscription, and indicate
the default access for the PDN Connection to the PDN GW. The default access replied by the network
may be different than the default access requested by the UE.

The PDN GW indicates the default access for the PDN Connection to the TWAG via S2a

The TWAG indicates the new default access to the UE as part of the WLCP PDN Connection Response.
If the TWAN and the PDN GW support NBIFOM and PCRF accepts NBIFOM, the PDN GW generates a
Charging Id for the Default Bearer and includes the Charging Ids for the PDN Connection and the Default
Bearer in the Create Session Response to the TWAN. The PDN GW indicates the support of NBIFOM in
the PCO included in WLCP PDN Connectivity Accept to be sent to the UE.

In network-initiated NBIFOM mode, the network does not provide any routing rules to the UE during this procedure.

NOTE:

Step 8:

6.2.4

6.24.1

The reason isthat there would be no way for the UE to acknowledge the network-provided Routing Rules
during the addition of an access. Instead, Routing Rules need to be provided from the network using a
separate | P flow mobility procedure.

In UE-initiated NBIFOM mode, if the UE provided Routing Rules to the network when adding trusted
WLAN access to the PDN Connection, the PDN GW executes appropriate 3GPP resource release
procedures for the resources associated with the flows that were moved away from the 3GPP source
access, based on the routing rules provided by the UE, as specified in TS 23.402 [2].

Addition of an access using S2b

Addition of Untrusted WLAN access

This procedureis used to add untrusted WLAN access to an existing PDN Connection.
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Figure 6.2.4.1-1: Addition of WLAN access to the PDN connection

Figure 6.2.4.1-1 shows the particular case when the UE is first connected to a 3GPP access and then it requests addition
of aWLAN access.

It isassumed that the UE has successfully attached to 3GPP access and established a PDN connection over 3GPP access
using GTP as described in clause 6.1.1 and that the UE has received from the network an indication that NBIFOM is
supported for this PDN connection.
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Subsequently the UE performs the untrusted WLAN attachment, and requests to establish a PDN connection using the
same APN, and attempts to use both accesses for the same PDN connection simultaneously.

1. The UE discoversa WLAN and performs the authentication and authorization procedure with 3GPP EPC viathe
WLAN access as specified in TS 23.402 [2] clause 7.2.1 step 1.

2. IKEv2 authentication and tunnel setup procedure are performed viathe WLAN access between the UE, ePDG
and 3GPP AAA Server/HSS as specified in TS 33.402 [6]. For IP address preservation, the UE includes the same
address (IPv4 address or |Pv6 prefix/address or both) that was allocated during its attachment to 3GPP access. A
new access can be added to amulti-access PDN connection without an associated routing rule.

If UE-initiated NBIFOM mode was selected at initial PDN Connection establishment, the UE may include
Routing Rulesin this step, as well as an indication for default access for the PDN Connection.

3. Sincethe handover indication isincluded, the TWAN selects the same PDN GW asis already allocated for the
PDN Connection. The ePDG includes an NBIFOM indication in the Create Session Request message to the PDN
GW. The ePDG aso includes Routing Rules(s) and the indication for default accessif provided by the UE in
step 2.

4. When the PDN GW receives the Create Session Request with NBIFOM indication, the PDN GW does not
remove the bearers over 3GPP access for the corresponding PDN connection. The same |P addressis allocated
for the PDN connection as the one used in 3GPP access network. If dynamic PCC is applied, the PDN GW
initiates the IP-CAN Session Modification Procedure with the PCRF. The PDN GW indicates to the PCRF the
addition of an access for the PDN connection and informs the PCRF about the additional RAT type. If routing
rules were received, the PDN GW provides the PCRF with notification of the UE requested | P flow mapping to
an Access Type. The PCRF may accept or reject the routing rules. . If network-initiated NBIFOM mode was
selected at initial PDN Connection establishment, the PCRF may indicate the default access for the PDN
Connection to the PDN GW.

If UE-initiated NBIFOM mode was selected at initial PDN Connection establishment and the UE included an
indication for default access for the PDN Connection, the PDN GW provides the indication to the PCRF. The
PCRF takes afinal decision on the default access based on the subscription, and indicate the default access for
the PDN Connection to the PDN GW. If UE-initiated NBIFOM mode was selected at initial PDN Connection
establishment, the UE may indicates the default access to the PCRF via PDN GW during this procedure. The
PCRF takes afinal decision on the default access based on the subscription, and indicate the default access for
the PDN Connection to the PDN GW. The default access replied by the network may be different than the
default access requested by the UE.

5. The PDN GW sends a Create Session Response message to the ePDG that includes the routing rules. The PDN
GW generates a Charging Id for the Default Bearer and includes the Charging Ids for the PDN Connection and
the Default Bearer in the Create Session Response to the ePDG. The PDN GW also indicates the default access
for the PDN Connection to the ePDG.

6. The ePDG indicates to the UE that the authentication and authorization with the external AAA server is
successful.

7. If routing rules were included in step 2 above, the ePDG notifies the UE whether the routing rules were accepted
or regjected. In network-initiated NBIFOM procedure, the network does not provide any routing rules to the UE
during this procedure. The eéPDG indicates the default access to the UE as part of the IKEv2 signalling.

8. P connectivity from the UE to the PDN GW is now setup. Any packet in the uplink direction complying with
the routing rulesis tunnelled to the ePDG by the UE using the |PSec tunnel. The ePDG then tunnels the packet
to the PDN GW. From the PDN GW normal |P-based routing takes place. In the downlink direction, the packet
for UE arrives at the PDN GW. The PDN GW tunnels the packet to the ePDG based on the routing rules. The
ePDG then tunnels the packet to the UE viathe IPsec tunnel.

9. If routing rules were included in step 2 above, the appropriate 3GPP resource release procedures are executed for
the resources associated with the flows that were moved onto the WLAN access as specified in TS 23.402 [ 2].
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6.3 IP flow mobility within a PDN connection
6.3.1 General

6.3.2 Network-initiated IP flow mobility

6.3.2.1 Routing Rules signalled via 3GPP access

In the case of network-initiated NBIFOM mode, the following procedures are applicable for S2a-SCM, S2aMCM or
S2b when target network is 3GPP access.

In the following signalling flow, the PDN GW moves one or more IP flow(s) by providing a Routing Rule with access
type 3GPP. Therouting ruleis sent viaE-UTRAN in this case.

Roaming Scenarios

MME/ PDN AAA
UE Serving GW GW VPCRF Proxy hPCRF
F T - ———-——-—-_-_—-—-= Co e d o ___Z-ZTZ i g I1__

| 1. UE is connected simultaneously to 3GPP and WLAN accesses and establishes multiple IP flows of the i
| same PDN connection i

____________________________________________________________________________

3. Create/ Update/ D¢
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lete

______________________________

4. Bearer modification procedure or Dedicated
bearer activation procedure or Dedicated bearer
deactivation procedure between MME and UE.

Create/ Update/ Delg
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_____________________________

Figure 6.3.2.1-1: Network-initiated IP flow mobility within a PDN connection via E-UTRAN using GTP

1. The UE isconnected simultaneously to 3GPP and Trusted/Untrusted WLAN access.

2. When dynamic PCC is applied for the PDN connection, the H-PCRF determines based on policy information
and current UE state that session modification should be initiated to move specific flows. The PCRF provides
PCC Rules with access type information to the PDN GW during an IP-CAN session modification procedure. The
PDN GW determines that new Routing Rules/ Modified Routing Rules need to be sent to the UE based on the
received PCC Rules.

When dynamic PCC is not applied, the PDN GW may determine based on local policies that new Routing Rules
/ Modified Routing Rules need to be sent to the UE.

The PDN GW sends the Created /Modified Routing Rules within Create/Update/Del ete Bearer Request to the
Serving GW. If bearer resources need to be established or modified due to the PCC rules received in step 2, the
bearer operations may be performed in this step
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4. The bearer modification,dedicated bearer activation or dedicated bearer deactivation procedure between the
MME and the UE is performed as described in TS 23.401 [4]. The UE may accept or reject the Routing Rules.
When the UE rejects the Routing Rules, the UE provides a cause value indicating why the request was rejected.
This cause value may be used by the network to determine when/if this IP flow mobility operation can be
requested again. The UE applies the accepted routing rules and acknowledges the applied rulesin the message
sent to the MME.

5. The MME sends Create/Update/Del ete Bearer Response indicating the accepted Routing Rules to the PDN GW
viathe Serving GW.

6. The PDN GW indicates to the PCRF whether the PCC Rule could be enforced or not. This corresponds to the
completion of the PCEF-initiated |P-CAN session modification procedure as defined in TS 23.203 [3],
proceeding after the completion of IP-CAN bearer signalling.

7. Appropriate S2a/S2b resource release/modification procedures are executed for the resources associated with the
flows that were removed from the Trusted or Untrusted WLAN access as described in TS 23.402 [2]. For S2a-
SCM, dedicated bearer over S2ais not supported when IP flow mobility is used.

Roaming Scenarios

GERAN/ PDN AAA
UE UTRAN SG|SN SCTW GW VPCRF Proxy hPCRF
I T T ___ L e T,

| 1. UE is connected simultaneously to GERAN/UTRAN and WLAN accesses and establishes mulnple IP flows n
1 of the same PDN connection :

e e e, ————————— 4

‘3. Create/ Ugdate/ Delete Beprer Request

:deactlvatlon procedure between SGSN :
rand UE. |

1
! 1

g

5. Create/ Update/ Delete Beprer Response

Figure 6.3.2.1-2: Network-initiated IP flow mobility within a PDN connection via GERAN/UTRAN using
GTP

1. The UE isconnected simultaneously to GERAN/UTRAN and Trusted/Untrusted WLAN access.

2. When dynamic PCC is applied for the PDN connection, the H-PCRF determines based on policy information
and current UE state that session modification should be initiated to move specific flows. The PCRF provides
PCC Rules with access type information to the PDN GW during an IP-CAN session modification procedure. The
PDN GW determines that new Routing Rules/ Modified Routing Rules need to be sent to the UE based on the
received PCC Rules.

When dynamic PCC is not applied, the PDN GW may determine based on local policies that new Routing Rules
/ Modified Routing Rules need to be sent to the UE.
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3. The PDN GW sends the Created /M odified Routing Rules within Create/Update/Delete Bearer Request to the
Serving GW/SGSN. If bearer resources need to be established or modified due to the PCC rules received in step
2, the bearer operations may be performed in this step.

4. The dedicated bearer activation or bearer modification or dedicated bearer deactivation procedure between the
MME and the UE is performed as described in TS 23.060 [5]. The UE may accept or reject the Routing Rules.
When the UE rejects the Routing Rules, the UE provides a cause value indicating why the request was rejected.
This cause value may be used by the network to determine wherVif this IP flow mobility operation can be
requested again. The UE applies the accepted routing rules and acknowledges the applied rulesin the message
sent to the SGSN.

5. The SGSN sends Create/Update/Del ete Bearer Response indicating the accepted Routing Rules to the PDN GW
viathe Serving GW.

6. The PDN GW indicates to the PCRF whether the PCC Rule could be enforced or not. This corresponds to the
completion of the PCEF-initiated |P-CAN session modification procedure as defined in TS 23.203 [3],
proceeding after the completion of IP-CAN bearer signalling.

7. Appropriate S2a/S2b resource release/modification procedures are executed for the resources associated with the
flows that were removed from the Trusted or Untrusted WLAN access as described in TS 23.402 [2]. For S2a-
SCM, dedicated bearer over S2ais not supported when IP flow mobility is used.

6.3.2.2 Routing Rules signalled via Trusted WLAN access

6.3.2.2.1 Single-connection mode

In single-connection mode, the PDN GW sends the routing rules over 3GPP access independent of accesstype, as
described in clause 6.3.2.1.

6.3.2.2.2 Multi-connection mode

In the following signalling flow, the PDN GW provides new or updated Routing Rule(s) with access type WLAN via
GTP and WLCP procedures. The routing rule is sent via TWAN accessin this case. This may result in that IP flows
routed over 3GPP access are now routed over WLAN, or vice versa.
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Roaming Scenarios
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.
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Figure 6.3.2.2.2-1: Network-initiated IP flow mobility within a PDN connection over TWAN access
using GTP

1. The PDN Connection is active simultaneously over 3GPP access and TWAN access.

2. If dynamic PCC is applied for the PDN Connection the PCRF determines based on policy information and
current UE state that session modification should be initiated to move specific flows. The PCRF provides PCC
Rules with access type information to the PDN GW during an IP-CAN session modification procedure. The
PDN GW determines that new Routing Rules/ Modified Routing Rules need to be sent to the UE based on the
received PCC Rules.

If dynamic PCC is not applied the PDN GW may determine based on local policies that new Routing Rules/
Modified Routing Rules need to be sent to the UE.

3. The PDN GW sends the new or updated Routing Rules within Create/Update/Del ete Bearer Request to the
TWAN. If bearer resources heed to be established or modified due to the PCC rules received in step 2, the bearer
operations may be performed in this step.

4. The TWAN sends a WLCP PDN Connection Modification Request message to the UE, including the Routing
Rules.

5. The UE may decide to accept or reject the Routing Rules. When the UE rejects the Routing Rules the UE
provides a cause value indicating why the request was rejected. This cause value may be used by the network to
determine whervif this IP flow mobility operation can be requested again. The UE applies the accepted routing
rules and acknowledges the applied rulesin aWLCP PDN Connection Modification Response message to the
TWAN.

6. The TWAN sends Create/Update/Delete Bearer Response to the PDN GW.

7. The PDN GW indicates to the PCRF whether the PCC Rules could be enforced or not. This correspondsto the
completion of the PCEF-initiated IP-CAN session modification procedure as defined in TS 23.203 [3].
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8. Appropriate 3GPP resource release/modification procedures are executed as described in TS 23.401 [4] for the

resources (bearers) associated with the Routing Rules that were removed from 3GPP access.

6.3.2.3 Routing Rules signalled via Untrusted WLAN access

In the following signalling flow, the PCRF identifies and moves specific flows from 3GPP to WLAN.

[UE ]| Nn3PF | "B |[MME | [sow][eDG | [P-oW]  [VPCRF |[AAAPoxy| [ hPCRF || HSSIAAA

Roaming Scenarios

IP Access

1. UE is connected simultaneously to 3GPP and WLAN accesses and establishes multiple IP flows of the same PDN connection

PR RN &m‘mmudJﬁcmio SR
S - - O] -~Begin_ | ______ e

3.Create/lUpdate/Delete Bearer Request

<

4. IKEv2: INFORMATIONAL Request

A

5. IKEv2: INFORMATIONAL Response

6. Create/ Uwate/ Delete Bearer|Response

Figure 6.3.2.3-1: IP flow mobility within a PDN connection with negotiation via untrusted WLAN

access

. The UE is connected simultaneously to 3GPP and WLAN accesses and establishes multiple I P flows of the same

PDN connection.

If dynamic PCC is applied for the PDN Connection, the PCRF determines based on policy information and
current UE state that session modification should be initiated to move specific flows. The PCRF provides PCC
Rules with access type information to the PDN GW during an IP-CAN session modification procedure.

The PDN GW determines that new or modified Routing Rules need to be sent to the UE based on the received
PCC Rules. The PDN GW sends the new or updated Routing Rules within Create/Update/Delete Bearer Request
to the TWAN. If bearer resources need to be established or modified due to the PCC rules received in step 2, the
bearer operations may be performed in this step.

The ePDG initiates an IKEv2 INFORMATIONAL request, which includes the modified routing rule to indicate
the updated routing rule to be used by the UE. The UE may accept or regject the Routing Rules. When the UE
rejects the Routing Rules the UE provides a cause value indicating why the request was rejected. This cause
value may be used by the network to determine wherV/if this | P flow mobility operation can be requested again.
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The UE responds with alKEv2 INFORMATIONAL response, acknowledging the new routing rules and applies
the corresponding filters

The ePDG sends a Create/Update/Delete Bearer Response to the PDN GW.

The WLAN access specific resource release, setup or modification may be performed based on the modified
traffic selector in WLAN access network.

The PDN GW indicates to the PCRF whether the Routing Rules could be enforced or not.

Appropriate 3GPP resource rel ease/modification procedures are executed for the resources associated with the
new or updated PCC rules.

6.3.3 UE-initiated IP flow mobility

6.3.3.1 Routing Rules signalled via 3GPP access

In the following signalling flows, they are applied to UE-initiated NBIFOM mode. The UE moves one or more |P
flow(s) by providing a Routing Rule with access type 3GPP to update the routing rules viaNAS and GTPv2 procedures.
Therouting ruleis sent viaE-UTRAN in this case.

Roaming Scenario

HSS

WLAN eNodeB |MME || SGW || PDN GW | AR VPCRF IAAA hPCRF
Proxy

1. UE is connected simultaneously to 3GPP and WLAN accesses and establishes multiple IP flows of the same PDN connection |

2. Request Begrer Resource Modifj@Ltion

3. Bgarer Resource Lommand

4. Begrer Resourcgd Command

5. Bearer Resourcs (ommand

| 7. Dedicated Bearer Activated or Bearer Modification procedure in 3GPP |

| 8. WLAN resource release or modification |

Figure 6.3.3.1-1: UE-initiated IP flow mobility within a PDN connection via E-UTRAN using GTP

1

The UE is connected simultaneously to 3GPP and WLAN accesses and establishes multiple I P flows of the same
PDN connection.

The UE sends to the MME a Request Bearer Resource M odification message, which includes the Routing Rules
requested by the UE.

4-5. The MME forwards the Routing Rules to the PDN GW viathe Serving GW.

6. When dynamic PCC is applied for the PDN connection, the PDN GW initiates an IP-CAN Modification

procedure and provides the Routing Rulesin a notification to the PCRF. The PCRF may reject the IP flow
mobility requests from UE due to subscription limitations. When the network rejects an | P flow mobility request,
the network provides a certain cause value to the UE indicating why the request was rejected. This cause value
may be used by the UE to determine whenif this I P flow mobility operation can be requested again.

The PDN GW performs the dedicated Bearer activation procedure or bearer modification procedure as described
in TS 23.401 [4], and indicates which the Routing Rule has been accepted.
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8. Appropriate S2a/S2b resource release / modification procedures are executed for the resources associated with
the flows that were removed from the Trusted or Un-trusted WLAN access as described in TS 23.402 [2]. For
S2a-SCM, dedicated bearer over S2ais not supported when | P flow mobility is used.

In the following signalling flows, they are applied to UE-initiated NBIFOM mode. The UE moves one or more IP

flow(s) by providing a Routing Rule with access type 3GPP to update the routing rules via PDP context and GTPv2
procedures. Therouting ruleis sent via GERAN/UTRAN in this case.

Roaming Scenario

GERAN/ SGW PDN GW AAA PCRF ;‘55& hPCRF
UE WLAN UTRAN SGSN | | | | | Proxy !
I I I | | | I | I

| 1. UE isconnected s multaneoudy to 3GPP and WLAN accesses and establishes multiple IP flows of the shme PDN connection

2. Modify PDP 3. Modify
Context Request o
» PDP C°“te>§ 4. Bearer Resoyrce Command
Request >

5.[Bearer Resource giommand

_________________________

| 7. PDP context modification procedure |

| 8. WLAN resource release or modification |

Figure 6.3.3.1-2: UE-initiated IP flow mobility within a PDN connection via GERAN/UTRAN using GTP

This procedureis similar to 6.3.3.1-1 with the following differences:

2-3.  The UE sendsto the SGSN a Maodify PDP Context Request message, which includes the Routing Rules
requested by the UE.

7. The PDN GW performs the Secondary PDP context activation or PDP context modification procedure as
described in TS 23.060 [5], and indicates the Routing Rule has been accepted.

6.3.3.2 Routing Rules signalled via Trusted WLAN access

6.3.3.2.1 Single-connection mode

In single-connection mode, the UE sends the routing rules over 3GPP access as described in clause 6.3.3.1.

6.3.3.2.2 Multi-connection mode

In the following signalling flow, the UE provides new or updated routing rules with access type WLAN to the PDN GW
viaWLCP and GTPv2 procedures. The routing ruleis sent via TWAN access in this case.
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Roaming Scenarios

PDN AAA HSS/
UE TWAN GW 2 VPCRF Proxy hPCRE AAA
I | | [
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,~ 4.1P-CAN Session Modification
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‘5. Update/Create Bearer Request
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6. WLAP PDN Connection Modification Response
{ 7. Update/Create Bearer Reiponse

8. Non-3GPP specific
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| 9. 3GPP EPS bearer resource release or modification |

Figure 6.3.3.2.2-1: UE-initiated IP flow mobility within a PDN connection from 3GPP access to TWAN
access using GTP

1. The PDN Connection is active simultaneously over 3GPP access and WLAN accesses.

2. The UE sendsa WLCP PDN Madification Command message to the TWAN, which includes the Routing Rules
requested by the UE.

3. The TWAN sends a Bearer Resource Command message to the PDN GW. The message includes the Routing
Rules.

4. The PDN GW initiates the IP-CAN Session Modification Procedure with the PCRF. In this request, the PDN
GW provides the Routing Rules to the PCRF. The PCRF analyses the received Routing Rules, makes a policy
decision and provides new or updated PCC rules to the PDN GW with corresponding access type information.
The PCRF may reject the IP flow mobility requests from UE. When the network rejects an IP flow mobility
reguest, the network provides a cause value to the UE indicating why the request was rejected. The UE should be
able to determine, based on the cause value provided with the rejection, how to handle the flow mapping, e.g.
whether or not the request may beretried at alater stage.

5. The PDN GW sendsto the TWAN an Update/Create Bearer Request which acknowledge of the Routing Rules.
If bearer resources need to be established or modified due to the PCC rules received in step 4, the bearer
operations may be performed in this step.

5a. The TWAN sends a WLCP PDN Connection Modification Request to the UE which acknowledge of the
Routing Rules.

6 The UE sendsaWLCP PDN Connection Modification Response to the TWAN.
7. The TWAN sends an Update/Create Bearer Response to the PDN GW.

8. A TWAN specific resource allocation/modification procedure may be executed in this step. The details of this
step are out of the scope of 3GPP.

9. Appropriate 3GPP resource release / modification procedures are executed for the resources associated with the
flows that were removed in the 3GPP access as described in TS 23.401 [4].
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6.3.3.3 Routing Rules signalled via Untrusted WLAN access

The UE can move one or more | P flow(s) from the 3GPP access to the WLAN access. The UE should update the
routing rules viathe WLAN access.

Access | | ePDG | [ PONGW | [VPCRF| [AAAProxy] | hPCRF HSSAAA

Roaming Scenarios
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N
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5a. IKEv2 INFORMATIONAL Request
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. IKEv2 INFORMATIONAL|Response

7. Update/Create Bearer Response
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A
———— N

ion-end Y
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Figure 6.3.3.3-1: IP flow mobility within a PDN connection initiated over WLAN access

. The UE is connected simultaneously to 3GPP and WLAN accesses and establishes multiple | P flows of the same

PDN connection as described in clauses 6.2.

The UE sends the IKEv2 INFORMATIONAL request to the ePDG, which includes the updated routing rules
requested by the UE.

2a. The ePDG sends an IKEv2 INFORMATIONAL Response message to the UE.

3.

The ePDG sends a Bearer Resource Command message to the PDN GW. The message includes the updated
routing rules. The ePDG includes the default EPS bearer ID (i.e. Linked Bearer ID) based on the mapping
between the Security Association and the PDN connection. The ePDG sends the updated routing rules to the
PDN GW.

The PDN GW initiates the IP-CAN Session Modification Procedure with the PCRF. In this request, the PDN
GW provides the updated routing rules to the PCRF. The PCRF may reject the 1P flow mobility requests from
UE. When the network rejects an | P flow mobility request, the network provides a certain cause value to the UE
indicating why the request was rejected. The UE should be able to determine, based on the cause value provided
with the rejection, how to handle the flow mapping, e.g. whether or not the request may be retried at a later
stage.

The PDN GW sends an Update/Create Bearer Request message to the ePDG which includes the accepted routing
rules.

5a. The ePDG sends an IKEv2 INFORMATIONAL Request message to the UE which includes the accepted routing

rules.

6. The UE sendsthe IKEV2INFORMATIONAL response to the ePDG.
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7. The ePDG sends an Update/Create Bearer Response message to the PDN GW.

8. Appropriate 3GPP resource rel ease/modification procedures are executed for the resources associated with the
flows that were modified or removed in the 3GPP access.

9. The PDN GW indicates to the PCRF whether the PCC decision could be enforced or not.

6.4 NBIFOM IP Flow Mapping

6.4.1 UE Requested IP Flow Mapping via 3GPP access
This procedure is only used in Network-initiated NBIFOM mode when the UE wants to request the network to apply

specific mappings of | P flows to 3GPP access. The network provides Routing Rules to the UE for this IP flow unless
the request from the UE is not allowed by the subscription.

Roaming Scenario

HSS

WLAN eNodeB |MME || SGW || PDN GW | AR VPCRF IAAA hPCRF
Proxy

| 1. UE is connected simultaneously to 3GPP and WLAN accesses and establishes multiple IP flows of the same PDN connection |

2. Request Begrer Resource Modifj@Ltion

3. Bgarer Resource Lommand

4. Begrer Resourcgd Command

5. Bearer Resourcs (ommand

| 7. Dedicated Bearer Activated or Bearer Modification procedure in 3GPP |

| 8. WLAN resource release or modification |

Figure 6.4.1-1: UE requested IP flow mapping via E-UTRAN

This procedureis similar to 6.3.3.1-1 with the following differences:

Step 2-5: The UE sends a Request Bearer Resource M odification message to the network, which includes the
mapping information of an IP flow to 3GPP access.

Step 6:  When dynamic PCC is applied for the PDN connection, the PDN GW initiates an IP-CAN Modification
procedure and provides the Routing Rule(s) for this IP flow according to the mapping information in a
notification to the PCRF. The PCRF may reject the I P flow mapping request from UE. When the network
rejects an | P flow mapping request, the network provides a certain cause value to the UE indicating why
the request was rejected. This cause value may be used by the UE to determine when/if this 1P flow
mapping can be requested again.

The PDN GW sends corresponding Routing rule(s) to the UE in Bearer Modification response.
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Roaming Scenario
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| 6. PDP context modification procedure |

| 7. WLAN resource release or modification |

Figure 6.4.1-2: UE requested IP flow mapping via GERAN/UTRAN access

This procedureis similar to 6.3.3.1-2 with the following differences:

Step 2-5: The UE sends a Request Bearer Resource M odification message to the network, which includes the
mapping information of an IP flow to 3GPP access.

Step5:  When dynamic PCC is applied for the PDN connection, the PDN GW initiates an IP-CAN Modification
procedure and provides the Routing Rule(s) for this IP flow according to the mapping informationin a
notification to the PCRF. The PCRF may reject the I P flow mapping request from UE. When the network
rejects an | P flow mapping request, the network provides a certain cause value to the UE indicating why
the request was rejected. This cause value may be used by the UE to determine when/if this 1P flow
mapping can be requested again.

The PDN GW sends corresponding Routing rule(s) to the UE in Bearer Modification response.

6.4.2 UE Requested IP Flow Mapping via Trusted WLAN access

6.4.2.1 Single-connection mode

In single-connection mode, the UE sends the request for |P flow mapping over 3GPP access as described in
clause 6.4.1.

6.4.2.2 Multi-connection mode

This procedure is only used in NW-initiated NBIFOM mode when the UE wants to request the NW to apply a specific
mapping of an IP flow to TWAN access. The NW provides Routing Rules to the UE for this | P flow.

ETSI



3GPP TS 23.161 version 13.2.0 Release 13 39 ETSI TS 123 161 V13.2.0 (2016-04)

Roaming Scenarios
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5. PGW-initiated Routing Rule provision as per Figure 6.3.2.2.2-1, steps 3-8

Figure 6.4.2.2-1: UE Requested IP Flow Mapping via Trusted WLAN access using GTP

1. The PDN Connection is active simultaneously over 3GPP access and WLAN accesses.

2. The UE sendsaWLCP PDN Madification Command message to the TWAN, which includesthe IP Flow
mapping information requested by the UE.

3. The TWAN sends a Bearer Resource Command message to the PDN GW. The message includes the requested
I P Flow mapping information.

4. The PDN GW initiates the IP-CAN Session Modification Procedure with the PCRF. In this request, the PDN
GW provides the requested | P Flow mapping information to the PCRF. The PCRF analyses the received Routing
Rules, makes a policy decision and provides new or updated PCC rules to the PDN GW with corresponding
access type information. The PCRF may reject the requests from UE. When the network rejects arequest, the
network provides a cause value to the UE indicating why the request was rejected. The UE should be able to
determine, based on the cause value provided with the rejection, how to handle the flow mapping, e.g. whether
or not the request may be retried at alater stage.

5. The PDN GW decidesto update the Routing Rules based on the received PCC Rules. This step is the same as
steps 3-8 in Figure 6.3.2.2.2-1.

6.4.3 UE Requested IP Flow Mapping via Untrusted WLAN access

This procedure is only used in network-initiated mode when the UE wants to request the network to apply a specific
mapping of an IP flow to untrusted WLAN access. The network provides Routing Rules to the UE for this [P flow.
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Roaming Scenarios
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Figure 6.4.3-1: UE Requested IP Flow Mapping via untrusted WLAN access using GTP

1. The PDN Connection is active simultaneously over 3GPP access and WLAN accesses.

2. The UE sends an IKEv2 INFORMATIONAL Request message to the ePDG, which includes the IP Flow
mapping information requested by the UE.

2a. The ePDG sends an IKEv2 INFORMATIONAL Response message to the UE.

3. The ePDG sends a Bearer Resource Command message to the PDN GW. The message includes the requested IP
Flow mapping information.

4. The PDN GW initiates the IP-CAN Session Modification Procedure with the PCRF. In this request, the PDN
GW provides the requested | P Flow mapping information to the PCRF. The PCRF analyses the received Routing
Rules, makes a policy decision and provides new or updated PCC rules to the PDN GW with corresponding
access type information. The PCRF may reject the requests from UE. When the network rejects a request, the
network provides a cause value to the UE indicating why the request was rejected. The UE should be able to
determine, based on the cause value provided with the rejection, how to handle the flow mapping, e.g. whether
or not the request may be retried at alater stage.

5. The PDN GW decidesto update the Routing Rules based on the received PCC Rules. This step is the same as
steps 3-9 in Figure 6.3.2.3-1.

6.5 Removal of an access from a PDN connection

6.5.1 Removal of 3GPP access

6.51.1 UE-initiated removal of 3GPP access from the PDN connection

In the case of E-UTRAN, when the UE removes the 3GPP access for the multi-access PDN connection and the
multiple-access PDN connection is not the last PDN connection for 3GPP access, procedures as described in
TS 23.401 [4] clause 5.10.3 are referred with the following modifications.
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7. Deactivate Bearer Request

8. RRC Conne:?ion Reconfiguration
'9a. RRC Connection Reconfiguration Complete
—> 9b. Deactivate Bearer Response

L

10a. Direct Transfer
—_— .
10b. Deactivate ERS Bearer Context Acgept

N
L4

Figure 6.5.1.1-1: UE-Initiated Removal of 3GPP access via E-UTRAN

Step5: PDN GW shall indicate to the PCRF the removal of 3GPP access for the multi-access PDN connection
vialP-CAN Session Modification procedure, if the dynamic PCC is enabled for the PDN connection.

In the case of E-UTRAN, when the UE removes the 3GPP access for the multi-access PDN connection and the
multiple-access PDN connection is the last PDN connection for 3GPP access, procedures as described in TS 23.401 [4]
clause 5.3.8.2.1 are referred with the following modifications.

UE eNodeB MME SGSN Serving GW PDN GW PCRF HSS

1. Detach Request

2. Delete Session Request

3. Delete Session Response

<«

4. Detach Notjfication
- - - .
5. Delete Session Request
—»

6. Delete Sessig; Request

7. Delete Session Response
8. PCEF Initiated|IP -CAN
Session Modification

9. Delete Session Response
I - - p

10. Detach Ack
11. Detach Adcept = ——— -

12. Signalling Connection Release
- —————— >l === >

Figure 6.5.1.1-2: UE-Initiated Removal of 3GPP access via E-UTRAN for last PDN connection
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Step 8.  PDN GW shal indicate to the PCRF the removal of 3GPP access for the multi-access PDN connection
vialP-CAN Session Modification procedure.

In the case of GERAN/UTRAN, when the UE removes the 3GPP access for the multi-access PDN connection,
procedures as described in TS 23.060 [5] clause 9.2.4 are referred with the following modifications.

UE GERAN/| | SGSN | | ServingGW | [ PDNGW]| [ PCRF || Hss |
UTRAN

1. Deactivate P)P Context Request

2. Delete Session Repuest

3. Delete Sessiop| Request

4. Delete Sessior] Response

5. IP-CAN Sesgion Modification

6. Delete Session|Response

7. Delete Session Rgsponse
|

8. Deactivate PDP Context Acgept

9. Radio access bearer release

Figure 6.5.1.1-3: UE-Initiated Removal of 3GPP access via GERAN/UTRAN

Step-5: PDN GW shall indicate to the PCRF the removal of 3GPP access for the multi-access PDN connection
vialP-CAN Session Modification procedure, if the dynamic PCC is enabled for the PDN connection.

6.5.1.2 Network-initiated removal of 3GPP access from the PDN connection

In the case of E-UTRAN, when the network removes the 3GPP access for the multi-access PDN connection, the
following procedures are referred.
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UE |eNodeB | | mME || sGsN || servinggw | | PDNGW [ PCRF | | HSS
1. IP-CAN Sessjion
Modification
a’l ——————————

2. Delete Bearer Request
3a. Delete Bearer Request
4a. Detach Request B _3b. Delete Bedrer Request
‘. ___________________ <«
4b. Triggering for reactivation in ECM-IDLE
4 ___________________

4c. Deactivate|Bearer Request

5. RRC Connegction Reconfiguration

6a. RRC Connection Reconfiguration complete

»
»

6b. Deactivate Bearer Response

7a. Direct Transfer
—’.

7b. Deactivate EPS Bearer Context Accept

7c. Detach Accept

A 4

8a. Delete Bearer Response

8b. Delete Bearer Response

9. Delete Bearer Response
> 10. IP-CAN Session
Modification

11. Signalling Connection Release - T
«------- Pe------- >

Figure 6.5.1.2-1: Network initiated removal of 3GPP access via E-UTRAN from the PDN connection

1. The PCRF shall indicate to the P-GW the removal of 3GPP access for the multi-access PDN connection via | P-
CAN Session Modification procedure.

2-9. Thedescription of these stepsisthe same asfor steps 2-9in TS 23.401 [4], clause 5.4.4.1. The P-GW
initiates to deactivate the default bearer of the PDN connection.

10. The P-GW shall indicate to the PCRF the 3GPP access is removed from the multi-access PDN connection.
11. The description of these stepsisthe same asfor steps 11 in TS 23.401 [4], clause 5.4.4.1.

The optional interaction steps between the PDN GW and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed in EPC.

In the case of GERAN/UTRAN, when the network removes the 3GPP access for the multi-access PDN connection, the
following procedures are referred.
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UE GERAN/| | SGSN | | ServingGW | | PDNGW/| | PCRF || HsS |
uT

RAN

1. IP-CAN Session Modification

[P LIS

2| Delete Bearer Request

3.|Delete Bearer Requgst

. Deactivate PDP Context Requgst

5. Deactivate PDP Context Accept

6. Delete Bearer Res ponse

7. Delete Bearer|Response

8. Radio access bearer release

Figure 6.5.1.2-2: Network initiated Removal of 3GPP access via GERAN/UTRAN

1. The PCRF shall indicate to the P-GW the removal of 3GPP access for the multi-access PDN connection via | P-
CAN Session Modification procedure. If dynamic PCC is enabled for the PDN connection.

2-3. Thedescription of these stepsis the same as for steps A-B in TS 23.060 [5], clause 9.2.4.3A.

4-5. Thedescription of these stepsisthe same asfor steps 2 in TS 23.060 [5], clause 9.2.4.3.

6-7. Thedescription of these stepsisthe same asfor steps A-B in TS 23.060 [5], clause 9.2.4.3B.

8. The description of these steps is the same asfor steps 4-5in TS 23.060 [5], clause 9.2.4.3.

9. The P-GW shall indicate to the PCRF the 3GPP access is removed from the multi-access PDN connection.
The optional interaction steps between the PDN GW and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed in EPC.

6.5.2 Removal of Trusted WLAN access

6.5.2.1 UE-initiated removal of Trusted WLAN access from a PDN
connection

When the UE removes the TWAN access for the multi-access PDN connection in single-connection mode, procedures
asdescribed in TS 23.402 [2] clause 16.3.1.1 are referred with the following modification.
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Roaming Scenarios

TWAN PDN AAA HSS/
GW VvPCRE Proxy hPCRF AAA

! 1. UE or TWAN

! initiated detach Trigger
1
1

bmm e e

________________________ -

2. Delete |Session Request

>

3. Update PDN GW A,clt{ress
N

A\ 4

s PCEEZ)Eatele-CANSession
dif /

. . jcation Procedure ,
5. Delete[Session Response| “----oo- 32 . y
<
<

6. TWAN Specific
resource release

,_______

Figure 6.5.2.1-1: UE-initiated Removal of Trusted WLAN access from the PDN connection for single-
connection mode

Step4:  PDN GW shal indicate to the PCRF the removal of TWAN access for the multi-access PDN connection
vialP-CAN Session Modification procedures, if the dynamic is enabled for the PDN connection.

The optional interaction steps between the PDN GW and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed in EPC.

When the UE removes the TWAN access for the multi-access PDN connection for multi-connection mode and the

multi-access PDN connection is not the last PDN connection in TWAN, procedures as described in TS 23.402 [2]
clause 16.9.1 are referred with the following modification.
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Roaming Scenarios

PDN AAA HSS/

UE TWAN GW Proxv VPCRF hPCRF AAA

1. WLCP PDN
Disgonnection Request
—

2. Delete Session Request

»
>

3. Update PDN|GW Address
N

/4. PCEF-Initiated IP-CAN Session .
. Modification Procedure K
5.|Delete Session Response | "w--------q----------S57---—--- p

&
44—

v

6. WLCP PDN
Disdonnection Respgnse

7. WLCP PDN
Disg¢onnection Requpst

8. WLCP PDN
Discpnnection Respdnse

Fm——t-—_—— - -

1 9. TWAN specific resource
' Release Procedure

S S B L — - — —

Figure 6.5.2.1-2: UE-initiated Removal of Trusted WLAN access from the PDN connection for multi-
connection mode

Step4:  PDN GW shal indicate to the PCRF the removal of TWAN access for the multi-access PDN connection
vialP-CAN Session Modification procedures.

The optional interaction steps between the PDN GW and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed in EPC.

When the UE removes the TWAN access for the multi-access PDN connection for multi-connectoin mode and the
multi-access PDN connection is not the last PDN connection in TWAN, procedures as described in TS 23.402 [2]
clause 16.7.1.1 are referred with the following modification.
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Roaming Scenarios

PDN AAA HSS/

UIE TWAN GW Proxv VPCRF hPCRF AAA

i 1. UE or TWAN initiated i
i detach Trigger :

2. Delete Session Request

»

3. Update PDN|GW Address

./ 4. PCEF-Initiated IP-C ssion
.\ modification Proseduy ’
5.Pelete Session Response | M---=----q----------"S=------- v

&
<«

[}
1
' Release Procedure !
1

Figure 6.5.2.1-3: UE-initiated Removal of Trusted WLAN access from the last PDN connection for
multi-connection mode

Step4:  PDN GW shall indicate to the PCRF the removal of TWAN access for the multi-access PDN connection
viaIP-CAN Session Modification procedures.

The optional interaction steps between the PDN GW and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed in EPC.

6.5.2.2 Network-initiated removal of Trusted WLAN access from a PDN connection

When the network removes the TWAN access for the multi-access PDN connection, the following procedures shall be
applied.
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Roaming Scenarios

3GPP
"Ug] PDN | |VPCRF| janmoxy |NPCR| | AAA/

TWAN GW F HSS

4 1.TFs:a@)s?égaaa'Maaiﬁaatfaa";

3. WLCP PDN Disconnection Request

4. WLCP PDN Disconpection Response

_______________________________

' 5. TWAN specific resource
' Release Procedure

6. Delete Bearer Resgonse

7. Update PDN GW Address

Figure 6.5.2.2-2: Network-initiated Removal of Trusted WLAN access from the PDN connection

1. The PCRF shall indicate to the P-GW the removal of WLAN access for the multi-access PDN connection via | P-
CAN Session Modification procedure.

2-7. The description of these stepsisthe same asfor steps 2-7in TS 23.402 [2], clause 16.4.1. The P-GW initiates
to deactivate the default bearer of the PDN connection.

8. The P-GW shall indicate to the PCRF the WLAN access is removed from the multi-access PDN connection.
The optional interaction steps between the PDN GW and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed in EPC.

6.5.3 Removal of Untrusted WLAN access

6.5.3.1 UE-initiated removal of Untrusted WLAN access from the PDN connection

When the UE remove from the WLAN access for the multi-access PDN connection, the following procedures shall be
applied.
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Roaming Scenarios

PDN HSS/
UE ePDG oW Pﬁﬁfv VPCRF hPCRF AAA
i |
1. IKEV2 tunnel
release trigger
2. Delete Session request |
3. Update PDN[GW Address
< /A R\

il
./ 4. PCEF-Initiated IP-C ssion N\
. Modification Prodgdur, 2

5. Delete Session Response

A

6. Non-3GPP specific
resource release procedure

Figure 6.5.3.1-1: UE-initiated Removal of Untrusted WLAN access from the PDN connection

1. The description of these stepsisthe same asfor steps1in TS 23.402 [2], clause 7.4.1.1.

2-3. Thedescription of these stepsisthe same asfor steps A.1-A.2in TS 23.402 [2], clause 7.4.3.1.

4. The P-GW indicatesto the PCRF the WLAN access is removed from the multi-access PDN connection.

5. The description of these stepsisthe same asfor steps A.3in TS 23.402 [2], clause 7.4.3.1.

6. The description of these stepsisthe same asfor steps6in TS 23.402 [2], clause 7.4.1.1.
The optional interaction steps between the PDN GW and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed in EPC.
6.5.3.2 Network-initiated removal of Untrusted WLAN access from a PDN

Connection

When the Network removes the Untrusted WLAN access for the multi-access PDN connection, the following
procedures shall be applied.
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Roaming
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3GPP
PDN vVPCRF hPCRF AAA/
UE ePDG LGW AAA proxy HSS
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Figure 6.5.3.2-1: Network-initiated Removal of Untrusted WLAN access from the PDN connection

1. The PCRF shall indicate to the P-GW the removal of WLAN access for the multi-access PDN connection via | P-
CAN Session Modification procedure.

2-5.  The description of these stepsis the same as for steps 2-5in TS 23.402 [2], clause 7.9.2. The P-GW initiates
to deactivate the default bearer of the PDN connection.

6. The P-GW shall indicate to the PCRF the WLAN access is removed from the multi-access PDN connection.

The optional interaction steps between the PDN GW and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed in EPC.

6.6 Access becomes Unusable and Usable

6.6.1 An access of a PDN connection becomes unusable

6.6.1.1 3GPP access of the PDN connection becomes unusable in Trusted WLAN
access

When the UE detects that the 3GPP access becomes unusabl e, the UE shall report this event to the network viaWLAN
access. The 3GPP access unusable procedure is used when the UE determines that the 3GPP accessis not usable
anymore for carrying the IP flows. The UE determines that the 3GPP link is not usable when it detects loss of 3GPP
coverage, or 3GPP radio quality preventing the usage of this access based on UE implementation mechanism. This
procedure is applied in Network-initiated NBIFOM mode.
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6. Procedure of Figure 6.3.2.2.2-1, from Step 3to 8

Figure 6.6.1.1-1: Procedure for 3GPP access becomes unusable for GTP S2a

1. The UE isconnected simultaneously to 3GPP and TWAN accesses and establishes multiple I P flows of the same
PDN connection.

2. The UE detects that the 3GPP link is not usable.

3. The UE sends the WL CP Modification Command message including a 3GPP unusabl e indication.
4. The TWAN sends theindication to the PDN GW within a Bearer Resource Command.

5. When the PCRF has subscribed to such notification, the PDN GW sends the indication to the PCRF.

The PCRF may update the PCC rules, e.g. by changing the Routing Access Type of PCC Rules and provide the
updated PCC rules to the PDN GW. The PCRF does not provide updated PCC rules for those IP flows which are
forbidden to be routed in the WLAN access.

6. The PDN GW moves all the I P flows from 3GPP to WLAN except those | P flows which are forbidden to be
routed via WLAN.

The PDN GW provides updated Routing Rules to the UE based on the updated PCC rules received from PCRF.

The PDN GW may initiate dedicated bearer activation and/or modification procedurein WLAN according to if
the IP flow shall be transported to new dedicated bearer or to existing bearer. The PDN GW may release the
resource in the 3GPP access network for the I P flows which are moved to WLAN but does not release the access
from the multi-access PDN connection. Steps 3 to 8 as per Figure 6.3.2.2.2-1 will be invoked.

6.6.1.2 3GPP access of the PDN connection becomes unusable in Untrusted WLAN
access

When the UE detects that the 3GPP access becomes unusable, the UE shall report this event to the network viaWLAN
access. The 3GPP access unusable procedure is used when the UE determines that the 3GPP accessis not usable
anymore for carrying the IP flows. The UE determines that the 3GPP link is not usable when it detects loss of 3GPP
coverage, or 3GPP radio quality preventing the usage of this access based on UE implementation mechanism. This
procedure is applied in Network-initiated NBIFOM mode.
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Roaming Scenario
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Figure 6.6.1.2-1: Procedure for 3GPP access becomes unusable for GTP S2b

1. The UE isconnected simultaneously to 3GPP and untrusted WLAN accesses and establishes multiple IP flows
of the same PDN connection.

2. The UE detects that the 3GPP link is not usable.

3. The UE sendsthe IKEv2 INFORMATIONAL Request message including a 3GPP unusable indication.
3a. The ePDG sends an IKEv2 INFORMATIONAL Response message to the UE.

4. The ePDG sendsthe indication to the PDN GW within a Bearer Resource Command.

5. When the PCRF has subscribed to such notification, the PDN GW sends the indication to the PCRF..

The PCRF may update the PCC rules, e.g. by changing the Routing Access Type of PCC Rules and provide the
updated PCC rules to the PDN GW. The PCRF does not provide updated PCC rules for those IP flows which are
forbidden to be routed in the WLAN access.

6. The PDN GW moves all the | P flows from 3GPP to WLAN except those | P flows which are forbidden to be
routed via WLAN.

The PDN GW provides updated Routing Rules to the UE based on the updated PCC rules received from PCRF.

The PDN GW may initiate dedicated bearer activation and/or modification procedurein WLAN according to if
the IP flow shall be transported to new dedicated bearer or to existing bearer. The PDN GW may release the
resource in the 3GPP access network for the I P flows which are moved to WLAN but does not rel ease the access
from the multi-access PDN connection. Step 3 to 9 as per Figure 6.3.2.3-1 will be invoked.

6.6.1.3 Trusted WLAN access becomes unusable

When the UE detects the TWAN access unusable, the UE shall report this event to the network via 3GPP access. The
TWAN access unusable procedure is used when the UE determines that the TWAN access is not usable anymore for
carrying the IP flows. The UE determines that the TWAN link is not usable when it detects loss of TWAN coverage, or
TWAN radio quality preventing the usage of this access based on UE implementation mechanism. This procedureis
applied in Network-initiated NBIFOM mode.
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Figure 6.6.1.3-1: Procedure for Trusted WLAN becomes unusable access for GTP S5/S8

The UE is connected simultaneously to 3GPP and WLAN accesses and establishes multiple I P flows of the same
PDN connection.

The UE detects that the WLAN link is not usable.
The UE sends the Reguest Bearer Resource Modification message including a WLAN unusable indication.
The MME sends the indication to the PDN GW viathe SGW within a Bearer Resource Command.

When the PCRF has subscribed to such notification, the PDN GW sends the indication to the PCRF. The PCRF
may generate new Routing Rules later and should not generate Routing Rules for WLAN.

The PCRF may update the PCC rules, e.g. by changing the Routing Access Type of PCC Rules and provide the
updated PCC rules to the PDN GW. The PCRF does not provide updated PCC rules for those IP flows which are
forbidden to be routed in the 3GPP access.

The PDN GW moves al the IP flows from WLAN to 3GPP except those I P flows which are forbidden to be
routed via 3GPP.

The PDN GW provides updated Routing Rules to the UE based on the updated PCC rules received from PCRF.

The PDN GW may initiate dedicated bearer activation and/or modification procedure in 3GPP according to if the
IP flow shall be transported to new dedicated bearer or to existing bearer. The PDN GW may release the
resource in the WLAN access network for the IP flows which are moved to 3GPP but does not rel ease the access
from the multi-access PDN connection. Steps 3 to 7 as per Figure 6.3.2.1-1 will be invoked.

6.6.1.4 Untrusted WLAN access becomes unusable

When the UE detects the untrusted WLAN access unusable, the UE shall report this event to the network via 3GPP

access.
access

The untrusted WLAN access unusable procedure is used when the UE determines that the untrusted WLAN
is not usable anymore for carrying the | P flows. The UE determines that the untrusted WLAN link is not usable

when it detects loss of untrusted WLAN coverage, or untrusted WLAN radio quality preventing the usage of this access
based on UE implementation mechanism. This procedure is applied in Network-initiated NBIFOM mode.
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7. Procedurein Figure 6.3.2.1-1, from Step 3to 7

Figure 6.6.1.4-1: Procedure for Untrusted WLAN becomes unusable access for GTP S5/S8

The procedure is the same as described in clause 6.6.1.3.
6.6.2 An access of a PDN connection becomes usable

6.6.2.1 3GPP access for the PDN connection becomes usable

When the UE detects that the 3GPP access becomes usable, the UE shall report this event to the network via 3GPP
access. The UE determines that the 3GPP link is usable again when it detects recovery of 3GPP coverage, or 3GPP
radio quality allowing the usage of this access based on UE implementation mechanism. This procedure is applied in
Network-initiated NBIFOM mode.
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7. Procedurein Figure 6.3.2.1-1, from Step 3to 7

Figure 6.6.2.1-1: Procedure for 3GPP access becomes usable for GTP S5/S8

The UE is connected simultaneously to 3GPP and WLAN accesses and the UE has previously reported that the
3GPP access link is not usable for routing | P flows.

The UE detects that the 3GPP link becomes usable.
The UE sends the Reguest Bearer Resource Modification message including a 3GPP usable indication.

Theindication is sent to the PDN GW viathe SGW within a Bearer Resource Command.

6. When the PCRF has subscribed to such notification, the PDN GW sends the indication to the PCRF.

The PCRF updates the PCC rules, e.g. by changing the Routing Access Type of PCC Rules and provides the
updated PCC rules to the PDN GW. The PCRF does not provide updated PCC rules for those IP flows which are
forbidden to be routed in the 3GPP access.

The PDN GW provides updated Routing Rules to the UE based on the updated PCC rules received from PCRF.

The PDN GW may initiate dedicated bearer activation and/or modification procedure according to if the IP flow
shall be transported to new dedicated bearer or to existing bearer. In case | P flows are moved from WLAN
access to 3GPP, the PDN GW may release the resource in the WLAN access network but do not release the
access from the multi-access PDN connection. Step 3to 7 as per Figure 6.3.2.1-1 will be invoked.

6.6.2.2 Trusted WLAN access for the PDN connection becomes usable

6.6.2.2.1 Single-connection mode

After the UE connectsto WLAN access and SCM modeis used, the UE shall report to the network, via 3GPP access,
that TWAN is usable. This procedureis applied in Network-initiated NBIFOM mode.

ETSI



3GPP TS 23.161 version 13.2.0 Release 13 56 ETSI TS 123 161 V13.2.0 (2016-04)

Roaming Scenario

HSS

UE TWAN | MME | |SGW || PDN GW | anR VPCRF IAAA hPCRF
Proxy

|
| 1. UE is gonnected simultaneously to BGPP and WLAN acgesses and establj shes multiple IHflows of the Mullti -access PDN cohnection |

2. UE detects
TWAN becomes
usable

3. Reques| Bearer Resource M odific@on
(TYAN usable indication)

4)Bearer Resource Conimand
TWAN usable indiceion)

5. Bgarer Resource ommand
(TWAN usable indjcation)

.
’ i
sy ==k - = - Ip— N

, 6. IP-CAN Session Modification Procedure N\
N (TWAN usable indication) »

N ’
N o e e e e — ——_——— s
1 s
’
v

N

7. Procedurein Figure 6.3.2.1-1, from Step 3to 7

Figure 6.6.2.2.1-1: Procedure for Trusted WLAN access becomes usable for GTP S5/S8 in SCM
The procedure is similar to 3GPP access becomes usable call flowsin clause 6.6.2.1, with the following differences:
- Step 2 the UE detects TWAN becomes usable.

- Step 3to Step 6, the TWAN usable indication is sent from the UE to the PCRF instead of 3GPP usable
indication.

6.6.2.2.2 Multi-connection mode

After the UE connectsto WLAN access and MCM mode is used, the UE shall report to the network, via 3GPP access,
that TWAN is usable. This procedureis applied in Network-initiated NBIFOM mode.
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6. Procedurein Figure 6.3.2.2.2-1, from Step 3t0 8

Figure 6.6.2.2.2-1: Procedure for Trusted WLAN access becomes usable for GTP S2a in MCM

The UE is connected simultaneously to 3GPP and TWAN accesses and has previously reported that the 3GPP
access link is not usable for routing I P flows.

The UE detects that the WLAN link is again usable for carrying IP flows.

The UE sends the WLCP PDN Modification Command message including a WLAN usable indication.
Theindication is sent to the PDN GW within a Bearer Resource Command.

When the PCRF has subscribed to such notification, the PDN GW sends the indication to the PCRF.

The PCRF updates the PCC rules, e.g. by changing the Routing Access Type of PCC Rules and provides the
updated PCC rules to the PDN GW. The PCRF does not provide updated PCC rules for those IP flows which are
forbidden to be routed in the TWAN access.

The PDN GW provides updated Routing Rules to the UE based on the updated PCC rules received from PCRF.

The PDN GW may initiate dedicated bearer activation and/or modification procedure according to if the IP flow
shall be transported to new dedicated bearer or to existing bearer. In case IP flows are moved from 3GPP access
to WLAN, the PDN GW may release the resource in the 3GPP access network. Steps 3 to 8 as per Figure
6.3.2.2.2-1 will be invoked.

6.6.2.3 Untrusted WLAN access for the PDN connection becomes usable

When the UE detects that the untrusted WLAN access becomes usable, the UE shall report this event to the network via
WLAN access. The UE determines that the untrusted WLAN link is usable again when it detects recovery of untrusted
WLAN coverage, or untrusted WLAN radio quality allowing the usage of this access based on UE implementation
mechanism. This procedure is applied in Network-initiated NBIFOM mode.
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6. Procedurein Figure 6.3.2.3-1, from Step 3t0 9

Figure 6.6.2.3-1: Procedure for Untrusted WLAN access becomes usable for GTP S2b

1. The UE isconnected simultaneously to 3GPP and untrusted WLAN accesses and has previousy reported that
the 3GPP accesslink is not usable for routing I P flows.

2. The UE detectsthat the WLAN link is again usable for carrying IP flows.

3. The UE sends the IKEv2 INFORMATIONAL Request message to the ePDG including a WLAN usable
indication.

3a. The ePDG sends an IKEv2 INFORMATIONAL Response message to the UE.
4. The WLAN usable indication is sent from the ePDG to the PDN GW within a Bearer Resource Command.
5. When the PCRF has subscribed to such notification, the PDN GW sends the indication to the PCRF.

The PCRF updates the PCC rules, e.g. by changing the Routing Access Type of PCC Rules and provides the
updated PCC rulesto the PDN GW.

6. The PDN GW provides updated Routing Rules to the UE based on the updated PCC rules received from PCRF.

The PDN GW may initiate dedicated bearer activation and/or modification procedure according to if the IP flow
shall be transported to new dedicated bearer or to existing bearer. In case IP flows are moved from 3GPP access
to WLAN, the PDN GW may release the resource in the 3GPP access network. Steps 3 to 9 as per Figure
6.3.2.3-1 will be invoked.
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6.7 IP flow mobility triggered by RAN Rule indication

6.7.1 IP flow mobility triggered by RAN Rule indication move-to-WLAN in
Trusted WLAN access

6.7.1.0 General

The procedure is used in Network-initiated NBIFOM mode when the UE applies RAN-assisted WLAN interworking
(i.e. RAN Rules) and the RAN rule indicates that the UE shall move traffic to WLAN when the UE is connected
simultaneously to 3GPP and TWAN access.

6.7.1.1 Single-connection mode
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7. Bearer activation/ modification in 3GPP access and bearer modification/ resource
releasein WLAN access as per Figure 6.3.2.1-1 from Step 3to 7

Figure 6.7.1.1-1: Procedure for RAN Rule indication move-to-WLAN via E-UTRAN using GTP S2ain
SCM

The procedure is similar to IP flow mobility triggered by RAN Rule indication move-from-WLAN call flowsin
Figure 6.7.3-1, with the following differences:

- Step 2 RAN Ruleindicates move-to-WLAN.

- Step 3to Step 6, the move-to-WLAN indication is sent from the UE to the PCRF instead of move-from-WLAN
indication.
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Figure 6.7.1.1-2: Procedure for RAN Rule indication move-to-WLAN via UTRAN using GTP S5/S8 in
SCM

The procedure is similar to I P flow mobility triggered by RAN Rule indication move-from-WLAN call flowsin
Figure 6.7.3-2, with the following differences:

Step 2 RAN Rule indicates move-to-WLAN.

Step 3 to Step 6, the move-to-WLAN indication is sent from the UE to the PCRF instead of move-from-WLAN
indication.
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6.7.1.2 Multi-connection mode
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6. Bearer activation/ modification in trusted WLAN access and bearer modiification/
resource release in 3GPP as per Figure 6.3.2.2.2-1 from Step 3to 8

Figure 6.7.1.2-1: Procedure for RAN Rule indication move-to-WLAN for GTP S2a in MCM

The UE is connected simultaneously to 3GPP and TWAN accesses. If, based on clause 5.4, the UE determines
for non-radio related reasons that the WLAN access cannot be used, steps 3 to 6 are not performed.

RAN Rule indicates move-traffic-to-WLAN.

The UE sends the WLCP PDN Modification Command message including a move-to-WLAN indication.
Theindication is sent to the PDN GW within a Bearer Resource Command.

When the PCRF has subscribed to such notification, the PDN GW sends the indication to the PCRF.

The PCRF may update the PCC rules, e.g. by changing the Routing Access Type of PCC Rules and provides the
updated PCC rulesto the PDN GW.

The PDN GW provides updated Routing Rules to the UE based on the updated PCC rules received from PCRF.
The PDN GW may initiate dedicated bearer activation and/or modification procedure as described in WLAN
according to if the IP flow shall be transported to new dedicated bearer or to existing bearer. In case |P flows are
moved from 3GPP accessto WLAN, the PDN GW may rel ease the resource in the 3GPP access network. These
procedures are described as per Figure 6.3.2.2.2-1 from Steps 3 to 8.

6.7.2 IP flow mobility triggered by RAN Rule indication move-to-WLAN in

Untrusted WLAN access

The procedure is used in Network-initiated NBIFOM mode when the UE applies RAN-assisted WLAN interworking
(i.e. RAN Rules) and the RAN rule indicates that the UE shall move traffic to WLAN when the UE is connected
simultaneously to 3GPP and untrusted WLAN access.
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6. Bearer activation/ modification in untrusted WLAN access and bearer modification/
resource release in 3GPP as per Figure 6.3.2.3-1 from Step 3t0 9

Figure 6.7.2-1: Procedure for RAN Rule indication move-to-WLAN for GTP S2b

1. The UE isconnected simultaneously to 3GPP and untrusted WLAN accesses.

2. RAN Rule indicates move-traffic-to-WLAN. If, based on clause 5.4, the UE determines for non-radio related
reasons that the WLAN access cannot be used, steps 3 to 6 are not performed.

3. The UE sends the IKEv2 INFORMATIONAL Request message including a move-to-WLAN indication.
3a. The ePDG sends an IKEv2 INFORMATIONAL Response message to the UE.

4. The ePDG sendsthe indication to the PDN GW within a Bearer Resource Command.

5. When the PCRF has subscribed to such notification, the PDN GW sends the indication to the PCRF.

The PCRF may update the PCC rules, e.g. by changing the Routing Access Type of PCC Rules and provides the
updated PCC rulesto the PDN GW.

6. The PDN GW provides updated Routing Rules to the UE based on the updated PCC rules received from PCRF.
The PDN GW may initiate dedicated bearer activation and/or modification procedure in untrusted WLAN access
according to if the IP flow shall be transported to new dedicated bearer or to existing bearer. In case IP flows are
moved from 3GPP access to WLAN, the PDN GW may rel ease the resource in the 3GPP access network. These
procedures are described as per Figure 6.3.2.3-1 from Steps 3 t0 9.

6.7.3 IP flow mobility triggered by RAN Rule indication move-from-WLAN

The procedure is used in Network-initiated NBIFOM mode when the UE applies RAN-assisted WLAN interworking
(i.e. RAN Rules) and the RAN rule indicates that the UE shall move traffic from WLAN.
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7. Bearer activation/ modification in 3GPP access and bearer modiification/ resource
releasein WLAN access as per Figure 6.3.2.1-1 from Step 3to 7

Figure 6.7.3-1: Procedure for RAN Rule indication move-from-WLAN via E-UTRAN using GTP S5/S8

o 0 A W N

The UE is connected simultaneously to 3GPP and WLAN accesses.

RAN Rule indicates move-traffic-from-WLAN.

The UE sends the Reguest Bearer Resource Modification message including a move-from-WLAN indication.
The MME sends the indication the SGW within a Bearer Resource Command.

The SGW transfers the indication to the PDN GW within a Bearer Resource Command.

The PDN GW sends the indication to the PCRF.

The PCRF may update the PCC rules, e.g. by changing the Routing Access Type of PCC Rules and provides the
updated PCC rulesto the PDN GW.

The PDN GW provides updated Routing Rules to the UE based on the updated PCC rules received from PCRF.
The PDN GW may initiate dedicated bearer activation and/or modification procedurein WLAN access
according to if the IP flow shall be transported to new dedicated bearer or to existing bearer. In case IP flows are
moved from WLAN access to 3GPP, the PDN GW may rel ease the resource in the WLAN access network.
These procedures are described as per Figure 6.3.2.3-1 from Steps 3 to 7.
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7. Bearer activation/ modification in 3GPP access and bearer modification/ resource release in
WLAN access as per Figure 6.3.2.1-2 from Step 3to 7

Figure 6.7.3-2: Procedure for RAN Rule indication move-from-WLAN via UTRAN using GTP S5/S8
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. The UE is connected simultaneously to 3GPP and WLAN accesses.
. RAN Rule indicates move-traffic-from-WLAN.

. The UE sends the Modify PDP Context Reguest message including a move-from-WLAN indication.

The SGSN sends the indication the SGW within a Bearer Resource Command.

. The SGW transfers the indication to the PDN GW within a Bearer Resource Command.

. The PDN GW sends the indication to the PCRF.

The PCRF may update the PCC rules, e.g. by changing the Routing Access Type of PCC Rules and provides the
updated PCC rulesto the PDN GW.

The PDN GW provides updated Routing Rules to the UE based on the updated PCC rules received from PCRF.
The PDN GW may initiate dedicated bearer activation and/or modification procedurein WLAN access
according to if the IP flow shall be transported to new dedicated bearer or to existing bearer. If IP flows are
moved from WLAN access to 3GPP, the PDN GW may release the resource in the WLAN access network.
These procedures are described according to Figure 6.3.2.1-2 from Steps 3to 7.
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