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Intellectual Property Rights

IPRs essential or potentially essential to the present document may have been declared to ETSI. The information
pertaining to these essential IPRs, if any, is publicly available for ETSI member s and non-member s, and can be found
in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETS in
respect of ETS standards', which is available from the ETS| Secretariat. Latest updates are available on the ETSI Web
server (http://webapp.etsi.org/| PR/home.asp).

Pursuant to the ETSI IPR Palicy, no investigation, including I PR searches, has been carried out by ETSI. No guarantee
can be given as to the existence of other IPRs not referenced in ETSI SR 000 314 (or the updates on the ETSI Web
server) which are, or may be, or may become, essential to the present document.

Foreword
This Technical Specification (TS) has been produced by ETSI Project Wireline Multimedia Terminals (WMM).

NOTE: The EBU/ETSI JTC Broadcast was established in 1990 to co-ordinate the drafting of standardsin the
specific field of broadcasting and related fields. Since 1995 the JTC Broadcast became a tripartite body
by including in the Memorandum of Understanding also CENELEC, which isresponsible for the
standardization of radio and television receivers. The EBU is a professional association of broadcasting
organizations whose work includes the co-ordination of its members' activities in the technical, legal,
programme-making and programme-exchange domains. The EBU has active membersin about
60 countries in the European broadcasting areg; its headquartersisin Geneva.

European Broadcasting Union

CH-1218 GRAND SACONNEX (Geneva)
Switzerland

Tel: +41227172111

Fax: +4122717 2481

Founded in September 1993, the DVB Project is a market-led consortium of public and private sector organizationsin
thetelevision industry. Its aim is to establish the framework for the introduction of MPEG-2 based digital television
services. Now comprising over 200 organizations from more than 25 countries around the world, DVB fosters
market-led systems, which meet the real needs, and economic circumstances, of the consumer electronics and the
broadcast industry.

Introduction

IP Datacast over DVB-H is an end-to-end broadcast system for delivery of any types of digital content and services
using | P-based mechanisms optimized for devices with limitations on computational resources and battery. An inherent
part of the IPDC system is that it comprises of a unidirectional DV B broadcast path that may be combined with a
bi-directional mobile/cellular interactivity path. IPDC is thus a platform that can be used for enabling the convergence
of services from broadcast/media and telecommunications domains (e.g. mobile/ cellular).

ETSI
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1 Scope

The present document contains information about the Electronic Service Guide (ESG) which describes available
services. Through the information in the ESG, the user can select the services and items he/sheis interested in and find
stored items on the terminal.

The present document defines the datamodel, the representation format, the encapsulation and the transport of the
Electronic Service Guide of DVB-H (EN 302 304 [1]).

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

* References are either specific (identified by date of publication and/or edition number or version number) or
non-specific.

» For aspecific reference, subsequent revisions do not apply.
« For anon-specific reference, the latest version applies.

Referenced documents which are not found to be publicly available in the expected location might be found at
http://docbox.etsi.org/Reference.

NOTE: While any hyperlinksincluded in this clause were valid at the time of publication ETSI cannot guarantee
their long term validity.

[1] ETSI EN 302 304: "Digital Video Broadcasting (DVB); Transmission System for Handheld
Terminas (DVB-H)".

[2] IETF RFC 2046: "Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types'.

[3] I SO/IEC 15938-1: "Information technology - Multimedia content description interface -

Part 1. Systems".

[4] I SO/IEC 15938-5: "Information technology - Multimedia content description interface -
Part 5: Multimedia description schemes'.

[5] ETSI TS 102 472: "Digital Video Broadcasting (DVB);IP Datacast over DVB-H: Content
Delivery Protocols'.

[6] ETSI TS 102 005: "Digital Video Broadcasting (DV B); Specification for the use of Video and
Audio Coding in DVB services delivered directly over | P protocols'.

[7] IETF RFC 1952 (1996): "GZIP file format specification Version 4.3".

[8] ETSI TS 102 323: "Digital Video Broadcasting (DVB); Carriage and signalling of TV-Anytime
information in DV B transport streams’.

[9] IETF RFC 3450: "Asynchronous Layered Coding (ALC) Protocol Instantiation”.

[10] IETF RFC 3926: "FLUTE - File Delivery over Unidirectional Transport”.

[11] IETF RFC 3451: "Layered Coding Transport (LCT) Building Block".

[12] ETSI TS 102 822-3-1: "Broadcast and On-line Services: Search, select, and rightful use of content
on personal storage systems ("TV-Anytime"); Part 3: Metadata; Sub-part 1: Phase 1 - Metadata
schemas'.

[13] IANA: "Internet Multicast Addresses".

NOTE: Seeat http://www.iana.org/assignments/mul ti cast-addresses.

ETSI
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[14]
[15]

[16]
[17]

NOTE:

[18]

NOTE:

[19]
[20]

NOTE:

[21]

[22]

NOTE:

[23]

NOTE:

[24]
[25]

[26]
[27]

NOTE:

[28]

NOTE:

[29]

NOTE:

[30]

NOTE:

[31]

NOTE:
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IETF RFC 3629: "UTF-8, atransformation format of 1SO 10646".

ETSI TS 126 346 (V6.1.0): "Universal Mobile Telecommunications System (UMTS); Multimedia
Broadcast/M ulticast Service (MBMYS); Protocols and codecs (3GPP TS 26.346 Version 6.1.0
Release 6)".

IEEE 754-1985: " Standard for Binary Floating-Point Arithmetic”.
W3C Recommendation (2nd May 2001): "XML Schema'".

See at http://www.w3.org/XML/Schema.

DVB CAS System.

See at http://www.dvb.org/products registration/dvb _identifiers/ca systems/.

IETF RFC 2616: "Hypertext Transfer Protocol -- HTTP/1.1".
IANA: "Hypertext Transfer Protocol Parameters'.

See at http://www.iana.org/assignments/http-parameters.

ETSI TS 102 822-3-2: "Broadcast and On-line Services: Search, select, and rightful use of content
on personal storage systems ("TV-Anytime"); Part 3: Metadata; Sub-part 2: System aspectsin a
uni-directional environment".

IANA: "Port Numbers'.

See at http://www.iana.org/assignments/port-numbers.

IANA: "Internet Protocol Version 6 Multicast Addresses’.

See at http://www.iana.org/assignments/i pv6-multicast-addresses.

ETSI TR 102 469: "Digital Video Broadcasting (DVB); IP Datacast over DVB-H: Architecture”.

ETSI EN 300 468: "Digital Video Broadcasting (DVB); Specification for Service Information (SI)
in DVB systems”.

IETF RFC 2327: "SDP: Session Description Protocol”.
SO 4217: "Codes for the representation of currencies and funds'.

See at http://www.is0.org/i so/en/prods-services/popstds/currencycodes.html.

ISO/IEC 10918-1: "Information technology - Digital compression encoding of continuous-tone
still images: Requirements and guidelines”.

See at http://www.w3.org/Graphics/ JPEG/itu-t81.pdf.

JFIF: "JPEG File Interchange Format", Eric Hamilton, C-Cube Microsystems.
See at http://www.w3.0rg/Graphics/ JPEG/fif3.pdf.

W3C Recommendation: "PNG (Portable Network Graphics) Specification Version 1.0".

See at http://www.w3.0rg/TR/REC-png.html.

GIF 89a Specification: "Graphics Interchange Format (sm)", Version 89a, (c) 1987, 1988, 1989,
1990, Copyright CompuServe Incorporated Columbus, Ohio.

See at http://www.w3.org/Graphics/Gl F/spec-gif89a.txt.
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3 Definitions, mnemonics, functions and abbreviations

3.1 Definitions

For the purposes of the present document, the following terms and definitions apply:

Context Path: inthe XML terminology the Context Path identifies the context of an element and its datatypein an
XML Instance by describing the path from the root element to that element

NOTE: The context of an element is defined in the present document by all parent elements of that element and
their datatypes.

Context Path Code: code assigned to a ContextPath in table 6.2 or in the Decoderlnit to signal ESG XML Fragment
Types

Current ESG: consistent set of ESG Fragments transported in the ESG Fragment Stream carousel at a particular point
intime

NOTE: The ESGMain Element can be explicitly or implicitly be signalled in an ESG Fragment Stream.

Current ESG XML Document: instantiation of the ESGMain Element together with all ESG XML Fragments
transported in the ESG Fragment Stream carousel at a particular point in time

NOTE: The ESGMain Element can be explicitly or implicitly be signalled in an ESG Fragment Stream.
Datatype: describesin the present document an XML Schema datatype [17]

Encapsulated ESG XML Fragment: representation of an ESG XML Fragment, which also contains header
information for instance the Context Path Code of the ESG XML Fragment

Encapsulated ESG Fragment: representation of an ESG Fragment, which aso contains header information of the
ESG Fragment

ESG Auxiliary Data: ESG data, which isreferenced from an instance of the XML based Data Model, e.g. an SDP file,
an HTML page or aPNG file

ESG Container: structure to group ESG datainto one transport object for delivery purposes

ESG Fragment: fragment of ESG data delivered in the ESG stream and referred to by afragment reference in the
encapsulation structure

NOTE: Namely an ESG Fragment can be according to the present document an ESG XML Fragment, ESG
Auxiliary Data or Private Auxiliary data.

ESG Fragment Stream: stream of ESG Fragments which contributes to the same ESG on receiver end

NOTE: With respect to the transport layer this ESG Fragment stream can be compiled from severa transport
Streams, e.g. |P Streams.

ESG Fragment Type: category of ESG Fragment e.g. ESG XML Fragment, ESG Auxiliary Data or Private Auxiliary
Data

ESG Init Container: ESG Container carrying data structures for initialization, e.g. the ESG Init Message and the ESG
Main Fragment

ESG Init Message: initialization information to decode ESG Fragments
ESG XML Fragment: ESG Fragment of an XML instance which is an instantiation of a datatype
NOTE: A limited set of ESG XML Fragment Types have been defined in the present document.
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ESG XML Fragment Type: according to the ESG data model defined in the present document the ESG XML
Fragment Type is a category of ESG XML Fragments

NOTE: The ESG XML Fragment Types are defined based on the ContextPath which identifies an element and its
datatype in an XML Instance. These ContextPaths and the related datatypes are declared in table 6.2 or in
the Decoderlnit (see clause 6.2).

Fragment Reference: reference within an instance of the ESG Data Model to an ESG XML Fragment

NOTE: Contrary to thisareference to an Encapsulated ESG Fragment refers from fragment management
information to the storage location of the Encapsulated ESG Fragment.

IPDCKM SId: id which is assigned by DVB to every Key Management System
NOTE: ThelPDCKMSIdisreferedtoas CA_System_ID inthe DVB registration [18] and [25].
Private Auxiliary Data: data of which the format is not specified in the present document

service: in the context of the present document a service is an offer from a service provider and has media content
related to it

3.2 Mnemonics

The following mnemonics are defined to describe the different data types used in the coded bitstream.

bslbf: Bit string, left bit first, where "left" is the order in which bit strings are written in the present document. Bit
strings are generally written as a string of 1s and Os within single quote marks, e.g. "1000 0001". Blanks within a bit
string are for ease of reading and have no significance. For convenience large strings are occasionally written in
hexadecimal, in this case conversion to a binary in the conventional manner will yield the value of the bit string. Thus
the left most hexadecimal digit isfirst and in each hexadecimal digit the most significant of the four bitsisfirst.

uimsbf: Unsigned integer, most significant bit first.

vluimsbf8: Variable length code unsigned integer, most significant bit first. The size of viuimsbf8 isa multiple of one
byte. The first bit (Ext) of each byte specifiesif set to 1 that another byte is present for this viuimsbf8 code word. The
unsigned integer is encoded by the concatenation of the seven least significant bits of each byte belonging to this
vluimsbf8 code word. An example for thistype is shown in figure 3.1.

Ext 7 most significant bits of a 14 bit integer Ext 7 least significant bits of a 14 bit integer
< >« > < pet >
e el e e e e e e
1 MSB |2.Bit | 3.Bit | 4Bit | 5.Bit| 6.Bit | 7.Bit |; O y&BitT 9.BitJ 10.BitT 11.Bit—‘ 12.BitJ713.Bit—|_14.Bit :
L i T L i A DU [ ——

Figure 3.1: Informative example for the viluimsbf8 data type

vluimsbf5: Variable length code unsigned integer, most significant bit first. The first n bits (Ext) which are 1 except of
the n-th bit which is O, indicate that the integer is encoded by n times 4 bits. An example for thistypeis shown in
figure 3.2.

Ext bits unsigned integer represented by 12 bits
> « >
1 | 1 [ o[/ wse i1 Bit2 Bit3 | Bita Bits Bite Bit7| Bits Bite Bitlo Bitll |
o o e oo o o e e e e - e e o o e e e e e e e e e

Figure 3.2: Informative example for the viuimsbf5 data type
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3.3 Functions

For the purposes of the present document, the following functions apply:

nextByteBoundary(): The function "nextByteBoundary()" reads and consumes bits from the binary stream until but
not including the next byte-aligned position in the binary description stream.

ReservedBits: A binary syntax element whose length isindicated in the syntax table. The value of each bit of this
element shall be "1". These bits may be used in the future for DVB defined extensions.

3.4 Abbreviations

For the purposes of the present document, the following abbreviations apply:

3GPP 3d Generation Partnership Project
ALC Asynchronous Layered Coding
BiM Binary format for Metadata
DVB-H Digital Video Broadcast - Handheld
ESG Electronic Service Guide
FDT File Delivery Table (in FLUTE)
FEC Forward Error Correction
FLUTE File deLivery over Unidirectiona Transport
HTTP HyperText Transfer Protocol
IP Internet Protocol
IPDC |P Datacast
KMS Key Management System
LCT Layered Coding Transport
MB/MS Multimedia Broadcast/Multicast Service
MIME Multipurpose Internet Mail Extensions
PID Packet | Dentifier
PSI Program Specific Information
RFC Request For Comments
SDP Session Description Protocol
Sl Service Information
TOI Transport Object Identifier (in LCT)
TS Transport Session |dentifier
TVA TV-Anytime
URI Uniform Resource Indentifier
URL Uniform Resource L ocator
URN Uniform Resource Name
XML eXtensible Markup Language
4 Overview

4.1 ESG Processing Flow

Electronic Service Guide (ESG) contains information about the services available. Through the information in the ESG,
the user can select the services and items he/she isinterested in and find stored items on the terminal.

ESG operations takes place after the DVB-H receiver has been started and the terminal is synchronized to a particular
transport stream carrying |PDC services.

Based on the ESG information rendered to a user through an ESG application, a specific service can be selected. The
ESG also provides information which enables the terminal to connect to the related | P stream in the DVB-H transport
stream.
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The ESG operations be broken down in three main operations:

. ESG bootstrap: the operation through which the terminal knows which ESGs are available and how to

acquire them.
DVB-H
| 1 |
=>  PSI/SI ESG
o — l bootstrap
) N ESG
i B¢ T ' < acquisition
ESG | -+ ESG
application | ; update
LT
Service i
application | !
Figure 4.1

. ESG acquisition: the operations through which the terminal gathers and processes the ESG information for
the first time or after along time without connecting.

. ESG update: the operation through which the terminal refreshes the ESG information stored in the terminal
with the latest versions.

NOTE: Even thoughin figure 4.1 the steps are shown sequentially this does not mean that steps cannot be
processed in parallel.

4.2 Service Discovery

Once the terminal has connected to avalid DVB-H transport stream carrying IPDC services on a particular |P Platform,
it receives from the PSI/S| tables the location (PID) where the well-known | P address for the ESG bootstrap
information of that IP Platform islocated (see TR 102 469 [24]). From the ESG bootstrap information, the terminal can
figure out how many ESGs are available on that | P Platform, what is the relevant ESG to consume and the required
information to configure the selected ESG session. Note that for starting on the selected ESG, the terminal needs to
know the location of the related I P stream, through the PSI/SI tables.

Once the terminal located the IP stream of the selected ESG, it can initiaize the file delivery session on the terminal and
the ESG processing. Then the terminal can start to receive the ESG information.
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Bootstrap
informatio

Figure 4.2

ESG layers

The ESG specification covers the description of the data model, the representation, the encapsulation and the transport:

The Role of the ESG data model isto define a set of data structures which can be instantiated to describe
available services. The ESG data mode! is defined based on XML Schema[17] and it isaimed at being
consistent across all implementations of a system to ensure interoperability.

The ESG Instance of the ESG Data Model is a consistent set of ESG data describing the available IP Datacast
services.

The ESG Representation supports fragmentation of the ESG Instance into ESG XML Fragments and allows an
efficient representation of the ESG XML Fragments which minimizes the size of the metadata delivered to
users. The partitioning of the ESG Instance into fragments for transportation is supported to enable separately
updating parts of ESG data and for performance optimization.

Encapsulation of ESG Fragments into containers aims at supporting the processing and transmission of ESG
information in units of considerable size. The processing of ESG Fragmentsis supported by providing
fragment management information which identifies already received fragments, updated fragments and new
fragments.

Transport is achieved by the use of FLUTE sessions to enable the optimal delivery of containers asfiles.
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ESG
Datamodel

ESG
Instance

ESG
Representation

ESG
Encapsulation

ESG
Transport

Figure 4.3

5

5.1

ESG Datamodel

Overview

In this clause the datamodel of the ESG is specified. The datamodel is described by an XML Schema definition
according to the XML Schema recommendation [17]. The ESG is subdivided into ESG Fragments, which can be
instantiated as parts of the ESG. Figure 5.1 depicts the ESG Fragments specified in this clause and the relations between
them. The indicated cardinalities of the references correspond to the cardinalities specified in the XML Schema
definition of the ESG datamodel. Beside the specification of each ESG Fragment the ESG Wrapper specifies how the
ESG is compiled based on the ESG Fragments.

0..n

. S - 0..n
ServiceBundle S| Service —> Acquisition
N\ N\
0..1 1
Purchase ScheduleEvent 0.n
0..n 0..n
\4 0..n v
PurchaseChannel — Content

Figure 5.1: Block diagram of the specified ESG XML Fragments and the relations between them
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5.2 ESG Wrapper

In this clause the ESG Main element is declared. Besides the type definitions of the Elements declared in the ESG Main
element also the default ESG Main element is specified which should be assumed by the receiver if no ESG Main
element is signalled.

5.2.1 ESG Namespace Declaration

In this clause the target namespace urn:dvb:ipdc:esg:2005 is declared. This namespace contains the data types and the
global elements defined respectively declared in the present document. Also the imported namespaces and their
namespace aliases used throughout the present document are declared in this clause.

<schema t ar get Nanmespace="ur n: dvb: i pdc: esg: 2005" xnl ns: esg="ur n: dvb: i pdc: esg: 2005"
xm ns: tva="urn:tva: net adat a: 2005" xm ns="htt p://wwm. w3. or g/ 2001/ XM_Schena"
xml ns: npeg7="ur n: npeg: npeg7: schema: 2001" el enent For nDef aul t =" qual i fi ed"
attri but eFor nDef aul t =" unqual i fi ed" >
<i nport nanespace="http://ww. w3. or g/ XM_/ 1998/ nanespace" />
<i nport nanespace="ur n: npeg: npeg7: schema: 2001" />
<i nport namespace="urn:tva: met adat a: 2005" />

5.2.2 ESG Main Element

In this clause the ESG Main Element is specified. The ESG Main Element is the root element of the ESG. For the
sender it is optional to signal the ESG Main Element. If the ESG Main Element is not signalled adefault ESG Main
Element should be assumed by the decoder as specified in clause 5.2.4.

5.2.2.1 ESG Main Element Syntax

<el ement nanme="ESGWai n" type="esg: ESGVai nType"/ >

<conpl exType nanme="ESGWai nType" >
<sequence>
<el ement nane="Copyri ght Noti ce" type="string" m nCccurs="0"/>
<el ement name="d assi ficati onSchemeTabl e" type="tva: O assifi cati onScheneTabl eType"
m nCccur s="0"/>
<el ement nanme="ESG' type="esg: ESGlype" m nCccurs="0"/>
</ sequence>
<attribute ref="xm:|ang" default="en" use="optional "/>
<attribute name="publisher" type="string" use="optional"/>
<attribute name="publicationTi me" type="dateTi me" use="optional "/>
<attribute name="ri ghtsOmer" type="string" use="optional"/>
</ conpl exType>

5.2.2.2 ESG Main Element Semantics
Field Semantics
ESGMain The root element for a valid instance document of the ESG schema that provides a
description of available services.
ESGMainType Specifies the root element for an ESG instance document that provides a complete

description of the ESG and that is valid with respect to the ESG Schema
urn:dvb:ipdc:esg:2005.

CopyrightNotice Specifies the copyright information for the ESG data.

ClassificationSchemeTable Contains the classification schemes used by the various descriptions in the ESG
document and their aliases (optional).

ESG Contains the description of the ESG.

xml:lang Specifies the language of the description. The default value of this field is "en"
specifying that the description is in English.

publisher Specifies the name of the publisher of the description.

publicationTime Specifies the time the metadata description was published.

rightsOwner Specifies the entity that holds the rights of the description.
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5.2.3 ESG

5.2.3.1 ESG Syntax
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5.2.3.2 ESG Semantics
Field Semantics
ESGType A complex type that aggregates the tables that contain ESG description
metadata.
ContentTable Specifies the content table.
ScheduleEventTable Specifies the table of schedule events.
ServiceTable Specifies the service table.
ServiceBundleTable Specifies the service bundle table.
PurchaseTable Specifies the purchase table.
PurchaseChannelTable Specifies the purchase channel table.
AcquisitionTable Specifies the acquisition table.
Field Semantics
ContentTableType Specifies a complex type that contains a table of content fragments.
Content Specifies a content fragment.
ScheduleEventTableType Specifies a complex type that contains a table of schedule event records.
ScheduleEvent Specifies schedule event record.
ServiceTableType Specifies a complex type that contains a table of service fragments.
Service Specifies a service fragment.
ServiceBundleTableType Specifies a complex type that contains a table of service bundle records.
ServiceBundle Specifies a service bundle fragment.
PurchaseTableType Specifies a complex type that contains a table of purchase fragments.
Purchase Specifies a purchase fragment.
PurchaseChannelTableType Specifies a complex type that contains a table of purchase channel fragments.
PurchaseChannel Specifies a purchase channel fragment.
AcquisitionTableType Specifies a complex type that contains a table of acquisition fragments.
Acquisition Specifies an acquisition fragment.

524 Default ESG Main Element Instantiation

The transmission of the ESGMain Fragment is not mandatory (see clause 6.2.1). If the ESGMain fragment is not
delivered to the decoder, the decoder is initialized with the default ESG Main fragment. The default ESGMain fragment
is defined as follows.

<ESGMVai n xm ns="urn: dvb: i pdc: esg: 2005" >
<ESG>
<Cont ent Tabl e/ >
<Schedul eEvent Tabl e/ >
<Servi ceTabl e/ >
<Servi ceBundl eTabl e/ >
<Pur chaseTabl e/ >
<Pur chaseChannel Tabl e/ >
<Acqui si tionTabl e/ >
</ ESG>
</ ESGVai n>

If the ESGMain fragment is delivered to the decoder, it shall be carried in the ESG Init Container with the restrictions
specified in clause 8.1.1.

5.3 Basic ESG Datatypes

In this clause Basic ESG Datatypes are defined which are used in declarations of different ESG XML Fragments.

5.3.1 ESG XML Fragment Reference

The ESGIDRefType data type is defined to specify references between ESG XML fragments.
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5.3.1.1 ESG XML Fragment Reference Syntax

<conpl exType nane="ESA DRef Type" >
<attribute name="|DRef" type="anyURl"/>
</ conpl exType>

<conpl exType nane="Acqui siti onRef Type" >
<conpl exCont ent >
<ext ensi on base="esg: ESG DRef Type" >
<sequence>
<el ement name="Label " type="npeg7: Text ual Type" m nCccurs="0"
maxCccur s="unbounded"/ >
</ sequence>
</ ext ensi on>
</ conpl exCont ent >
</ conpl exType>

<conpl exType nanme="Servi ceRef Type" >
<conpl exCont ent >
<ext ensi on base="esg: ESG DRef Type" >
<attribute name="servi ceNunber" type="unsi gnedShort"/>
</ ext ensi on>
</ conpl exCont ent >
</ conpl exType>

53.1.2 ESG XML Fragment Reference Semantics
Field Semantics
IDRef Specifies the reference to an ESG XML Fragment.
Label Specifies the characteristic of the referenced Acquisition Fragment in the scope of the referenced

Acquisition Fragments of the service.
For instance the Label can specify that the referenced Acquisition Fragment describes the "high
resolution video" compared to other Acquisition Fragments.

serviceNumber The logical number of the service in the context of the described service bundle.

This number can be displayed to the user alongside the service name when a certain service
bundle is selected. The user may enter the number on a numeric keypad to select the service.
The terminal may also use this number to order the services of a service bundle displayed to the
user on-screen.

532 Related Material

The RelatedMaterial Type is used in a number of fragment types to enable the signalling of media assets that are related
to the ESG XML Fragment (i.e. Content, Service or ServiceBundle Fragment).

5.3.2.1 Related Material Syntax

<conpl exType nane="Rel at edMat eri al Type" >
<sequence>
<el ement name="HowRel at ed" type="tva: Control | edTer nilype" m nCccurs="0"/>
<el ement name="Medi aLocat or" type="npeg7: Medi aLocat or Type"/ >
<el ement nanme="Pronotional Text" type="npeg7: Textual Type" m nCccurs="0"
maxCccur s="unbounded"/ >
<el ement name="Pronoti onal Medi a" type="npeg7: Titl eMedi aType" m nCccurs="0"
maxCccur s="unbounded"/ >
</ sequence>
</ conpl exType>
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5.3.2.2 Related Material Semantics
Field Semantics

HowRelated Specifies the nature of the relationship between the described fragment (Content,
Service or ServiceBundle Fragment) and the related media assets.

MedialLocator Specifies the location of the media asset. Defined as an MPEG-7 datatype,
MediaLocatorType (see clause 6.5.2 of ISO/IEC 15938-5 [4] for a detailed description).

PromotionalText Specifies promotional information about the link, which can be used as an additional
attractor (e.g. record "Pride and Prejudice" series).

PromotionalMedia Specifies non-text promotional information such as a logo.

5.3.3 ProviderType

The ProviderType specifiesinformation about a provider (e.g. Service Provider) and specifies a unique identification of
the provider.

5.3.3.1 ProviderType Syntax

<conpl exType nane="Provi der Type" >
<sequence>
<el ement name="Provi derUR" type="anyURl " m nCccurs="0"/>
<el ement name="Provi der Nane" type="npeg7: Text ual Type" nmaxCccurs="unbounded"/>
<el ement nanme="Provi der Logo" type="npeg7: TitleMedi aType" m nCccurs="0"/>
<el ement nane="Provi der| nf ormati onURL" type="anyURI " m nCccurs="0"/>
</ sequence>
</ conpl exType>

5.3.3.2 ProviderType Semantics
Field Semantics
ProviderURI A URI that uniquely identifies the provider.
ProviderName The textual name of the provider, possibly in different languages.
ProviderLogo Specifies a graphical representation of the provider promotional logo.
ProviderinformationURL Specifies a URL of more detailed information about the provider.

5.34 Private Data

The datatype defined in this clause provides an extension point to specify private data. Neither the syntax nor the
semantics of this private data are defined in the present document.

5.34.1 Private Data Syntax

| <conpl exType nanme="Privat eDat aType" abstract="true"/>

5.4 Service Fragment

The service fragment describes an IPDC service, for instance atraditional TV channel or a service supplying ring tones.
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54.1 Service Fragment Syntax

<conpl exType nane="Servi ceType" >

<sequence>
<el ement name="Servi ceName" type="tva: Servi cel nf or mati onNanmeType"
maxCccur s="unbounded"/ >
<el ement nane="Servi ceNunber" type="unsi gnedShort" m nCccurs="0"/>
<el ement nanme="Servi ceLogo" type="npeg7: Titl eMedi aType" mi nCccurs="0"
maxCccur s="unbounded"/ >
<el ement name="Servi ceDescri ption" type="tva: Synopsi sType" m nCccurs="0"
maxCccur s="unbounded"/ >
<el ement nanme="Servi ceGenre" type="tva: GenreType" m nCccurs="0" maxCccur s="unbounded"/>
<el ement name="Servi ceType" type="tva: Controll edTernilype" m nCccurs="0"
maxCccur s="unbounded"/ >
<el ement nane="Par ent al Gui dance" type="npeg7: Parent al Gui danceType" mi nCccurs="0"
maxCccur s="unbounded"/ >
<el ement name="Servi ceLanguage" type="|anguage" m nCccurs="0" />
<el ement name="Servi ceProvi der" type="esg: Provi der Type" m nCccurs="0" />
<el ement nanme="Acqui sitionRef" type="esg: Acqui sitionRef Type" m nCccurs="0"
maxCccur s="unbounded"/ >
<el ement name="Rel at edMvateri al " type="esg: Rel at edMvat eri al Type" m nCccurs="0"
maxCccur s="unbounded"/ >
<el ement nanme="PrivateData" type="esg: PrivateDataType" m nCccurs="0"
maxCccur s="unbounded" />

</ sequence>

<attribute name="servicel D' type="anyURl " use="required"/>

<attribute name="freeToAir" type="bool ean" use="optional "/>

<attribute name="cl ear TOAi r" type="bool ean" use="optional "/>

</ conpl exType>

5.4.2 Service Fragment Semantics

Field Semantics
ServiceName Specifies the name given to the described service. The ServiceName may be specified in
different languages.
ServiceNumber Specifies a number assigned to the service by the ESG provider, which is unique within the

Current ESG XML Document.

This number can be displayed to the user alongside the service name, and the user may enter
the number on a numeric keypad to select the service. The terminal may also use this number
to order the services displayed to the user on-screen.

ServicelLogo Specifies the reference to media representing the title of the described Service. The media can

be of type image, audio or video.

NOTE 1: This can take the form of a reference for instance to an image or a sound available
externally to the metadata, or the media data can be provided inline.

ServiceDescription Specifies the textual description of the described service in a specified language.

ServiceGenre Specifies a genre that characterizes the main genre of the media content available from the
described service.

ServiceType Specifies the characteristic of the Service e.qg. if it is a download service, a streaming service or

a combination of both. This field might be overwritten by the ContentType field in associated
Content Fragments.

ParentalGuidance Specifies the parental rating of the described services.

ServiceLanguage Specifies the primary spoken language used within the content available from this service.

NOTE 2: This attribute eases the processing of the language information of one service by
duplicating information which can be compiled from language information in ESG
XML Fragments related to the Service Fragment.
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Field Semantics
ServiceProvider Specifies the service provider offering the described service (see clause 5.3.3).
EXAMPLE 1: For a TV channel, usually the service provider is the TV channel itself.
EXAMPLE 2: For a daily newspaper downloading service, the service provider may be
the Newspaper editor.
AcquisitionRef Specifies the acquisitionID of the Acquisition Fragment which specifies generic information for

the acquisition of this service.

NOTE 3: This generic Acquisition Fragment referenced in the AcquisitionRef element of the
Service Fragment might be overwritten by more specific Acquisition Fragments
referenced in a Schedule Event Fragment (see clause 5.7).

RelatedMaterial Specifies reference to material related to the described service.
For instance, for a sport TV channel, a RelatedMaterial may be an URL of a web site which
provides sports information.

PrivateData Generic element instantiated to add private data. This is used e.qg. for fields of specific services
such as a rights object service.
servicelD Unique identifier for the described Service. This identifier may just have local scope i.e. within

the network from which the Service Fragment was acquired. Alternatively provided there is
agreement between a number of network operators or the service provider, the identifier may
have global scope, where a common identifier is used for identifying a service no matter which
network the service description is acquired from.

For example, broadcaster "Foo" may mandate that the identifier be, "foo.com/fool" for a
service description, describing Channel 1 of broadcaster Foo.

freeToAir Set to "true" the attribute specifies that the content associated to the service is available for
free. Set to "false" the attribute specifies that the content associated to the service is not
available for free. If the attribute is not specified this information has to be derived based on the
related Purchase Fragments.

clearToAir Set to "true" the attribute specifies that the content associated to the service is not scrambled.
Set to "false" the attribute specifies that the content associated to the service is scrambled.

5.5 Service Bundle Fragment

The Service Bundle Fragment specifies a bundle of services. A bundle is understood to be a grouping of items offered
to the user in the form of services. This grouping can be used to bind certain purchase information to the group or to add
information to the items in context of the group (e.g. service number).

The bundle notion is primarily commercia and gives the ability to group services together forming packages to
customersi.e. sport service bundle, cinema service bundle.

55.1 Service Bundle Fragment Syntax

<conpl exType nane="Servi ceBundl eType" >
<sequence>
<el ement name="Servi ceBundl eNane" type="npeg7: Textual Type" maxCccur s="unbounded"/>
<el ement nane="Servi ceBundl eProvi der" type="esg: Provi der Type" m nCccurs="0"/>
<el ement nane="Servi ceBundl eMedi aTitl e" type="npeg7: Titl eMedi aType" m nCccurs="0"/>
<el ement name="Servi ceBundl eDescri pti on" type="npeg7: Text ual Type" m nCccurs="0"
maxCccur s="unbounded"/ >
<el ement nane="Servi ceBundl eGenre" type="tva: GenreType" mi nCccurs="0"
maxCccur s="unbounded"/ >
<el ement name="Servi ceRef" type="esg: Servi ceRef Type" m nCccurs="0" naxCccur s="unbounded"/>
<el ement name="Par ent al Gui dance" type="npeg7: Parent al Gui danceType" m nCccurs="0"
maxCccur s="unbounded"/ >
<el ement nanme="Rel atedMaterial " type="esg: Rel at edMat eri al Type" mi nCccurs="0"
maxCccur s="unbounded"/ >
</ sequence>
<attribute name="servi ceBundl el D' type="anyURl " use="required"/>
</ conpl exType>
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5.5.2 Service Bundle Fragment Semantics

Field Semantics
ServiceBundleName The name of the service bundle in text form. The name may be specified in different
languages.
ServiceBundleProvider Specifies the provider of the service bundle.

ServiceBundleMediaTitle Specifies the reference to media representing the title of the described service bundle.

The media can be of type image, audio or video.

NOTE 1: This can take the form of a reference for instance to an image or a sound
available externally to the metadata, or the media data can be provided inline.

ServiceBundleDescription |Specifies the textual description of the service bundle in a specified language.

ServiceBundleGenre Specifies a genre that characterizes the genre of the medias available from the described
service bundle.
ServiceRef Specifies the services contained in the service bundle.

NOTE 2: To enable future extensions of the data model the reference is specified as an
optional field. However in this version of the data model the field is mandatory.

ParentalGuidance Specifies the parental rating of the described services.

RelatedMaterial Specifies reference to material related to the described service bundle.
For instance, for a TV channel bouquet, a RelatedMaterial may be a web site URL where
additional information about the bouquet can be found.

serviceBundlelD Specifies a unique identifier of the instantiated Service Bundle Fragment. For the scope of
unigueness see the semantics of servicelD in clause 5.4.2.

5.6 Content Fragment

A Content Fragment contains the metadata that describes the content independently of any particular delivery
instantiation of that content. All types of contents (e.g. A/V, text, images) are described using the same data type.

5.6.1 Content Fragment Syntax

<conpl exType nane="Cont ent Type" >

<sequence>
<el ement nanme="Title" type="npeg7: Titl eType" m nCccurs="0" maxCccur s="unbounded"/>
<el ement name="Medi aTitle" type="npeg7: Titl eMedi aType" m nCccurs="0"
maxCccur s="unbounded"/ >
<el ement nanme="Servi ceRef" type="esg: ESG DRef Type" m nCccurs="0" maxCccur s="unbounded"/>
<el ement nanme="Synopsi s" type="tva: Synopsi sType" m nCccurs="0" maxCccur s="unbounded"/ >
<el ement name="Keyword" type="tva: Keywor dType" m nCccurs="0" naxCccurs="unbounded"/>
<el ement name="Genre" type="tva: GenreType" m nCccurs="0" maxCccurs="unbounded"/>
<el ement nane="Cont ent Type" type="tva: Control | edTer nilype" mni nCccurs="0"
maxCccur s="unbounded"/ >
<el ement name="Par ent al Gui dance" type="npeg7: Parent al Gui danceType" m nCccurs="0"
maxCccur s="unbounded"/ >
<el ement nane="lLanguage" type="npeg7: Ext endedLanguageType" mi nCccurs="0"
maxCccur s="unbounded"/ >
<el ement nane="Capti onLanguage" type="tva: Capti onLanguageType" mni nCccurs="0"
maxCccur s="unbounded"/ >
<el ement name="Si gnLanguage" type="tva: Si gnLanguageType" m nCccurs="0"
maxCccur s="unbounded"/ >
<el ement nanme="CreditsList" type="tva: CreditsListType" m nCccurs="0"/>
<el ement name="Rel at edMvateri al " type="esg: Rel at edMvat eri al Type" m nCccurs="0"
maxCccur s="unbounded"/ >
<el ement nanme="Duration" type="duration" m nCccurs="0"/>
<el ement nanme="PrivateData" type="esg: PrivateDataType" m nCccurs="0"
maxCccur s="unbounded" />

</ sequence>

<attribute name="content| D' type="anyURl " use="required"/>

</ conpl exType>
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5.6.2 Content Fragment Semantics
Field Semantics

Title Specifies the title assigned to the described content. The title may be associated to a language.

MediaTitle Specifies the reference to media representing the title of the described content.
NOTE 1: This can take the form of a reference to an image or a sound available externally to

the metadata, or the media data can be provided inline.

ServiceRef Specifies the ServicelD of the Service Fragment to which the described content is associated
to.

Synopsis Specifies a short, textual summary of the described content. The language of the description is
specified by the lang attribute.

Keyword Specifies Keywords characterizing the described content.

Genre Specifies a genre that characterizes the genre of the described content.

ContentType Specifies the characteristic of the content e.g. if the content is download content, streaming

content or a combination of both. If this element is present it overwrites the information
specified in the field ServiceType in the ServiceFragment. If it is not present, the ContentType
is inherited from the field ServiceType in the Service Fragment this Content belongs to.

ParentalGuidance

Specifies the parental rating of the described content. This element can be associated to a
region.

Language

Specifies a language of the described content.

NOTE 2: The language specification in the Content Fragment is seen to be user attracting
data which can be displayed even if the related Acquisition Fragment is not
available. However it is understood that the language specification in the Acquisition
Fragment is more precise with respect to the components of the content.

CaptionLanguage

Specifies a caption language of the described content.

NOTE 3: The caption language specification in the Content Fragment is seen to be user
attracting data which can be displayed even if the related Acquisition Fragment is
not available. However it is understood that the language specification in the
Acquisition Fragment is more precise with respect to the components of the content.

SignLanguage

Specifies a sign language of the described content.

NOTE 4: The sign language specification in the Content Fragment is seen to be user
attracting data which can be displayed even if the related Acquisition Fragment is
not available. However it is understood that the language specification in the
Acquisition Fragment is more precise with respect to the components of the content.

CreditsList

The list of credits (e.g. actors, directors, etc.) for the content.

RelatedMaterial

Specifies reference to material related to the described content.
For instance, a related material associated to an AV program may be a web site URL that
provides more information about the AV program.

Duration

Specifies the duration of the described content.

NOTE 5: The duration specifies in the Content Fragment differs from the duration which can
be derived from the Schedule Event Fragment in that the first describes the duration
of the content and the latter the time period in which it is available.

PrivateData

Generic element instantiated to add private data. This is used e.g. for fields of specific content
such as a rights objects.

contentlD

Specifies a unique Identifier of the instantiated Content Fragment. For the scope of uniqueness
see the semantics of servicelD in clause 5.4.2.

5.7 Schedule Event Fragment

The Schedule Event Fragment specifies the broadcast time of a scheduled item which is a content item of a service. The
specified broadcast time is the time to be displayed to the end user.
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Schedule Event Fragment Syntax

<conpl

exType nane="Schedul eEvent Type" >

<sequence>

</

<el ement name="Publ i shedStartTi me" type="dateTi ne" m nCccurs="0"/>
<el ement name="Publ i shedEndTi ne" type="dateTi me" m nCccurs="0"/>
<el ement nanme="Servi ceRef" type="esg: ESG DRef Type"/>
<sequence maxCccur s="unbounded" >
<el ement name="Cont ent Fr agment Ref " t ype="esg: ESA DRef Type" m nCccurs="0"/>
<sequence maxCccur s="unbounded" >
<el ement nanme="Acqui siti onRef" type="esg: Acqui siti onRef Type" m nCccurs="0"/>
<el ement nane="Cont ent Locati on" type="anyURl " m nCccurs="0"/>
</ sequence>
</ sequence>
sequence>

<attribute name="live" type="bool ean" use="optional"/>

<attribute name="repeat" type="bool ean" use="optional"/>

<attribute name="freeToAi r" type="bool ean" use="optional "/>

<attribute name="cl ear TOAi r" type="bool ean" use="optional "/>

<attribute name="schedul el D' type="anyURl " use="optional "/>
</ conpl exType>

5.7.2

Schedule Event Fragment Semantics

Field Semantics

PublishedStartTime Specifies the start time of the scheduled item.

PublishedEndTime Specifies the end time of the scheduled item.

ServiceRef

Specifies the ServicelD of the Service Fragment this Schedule Event is assigned to.

ContentFragmentRef This field is used to reference a Content fragment, which describes the Content available

during this Schedule event.

Following this element a number of AcquisitionRef, and optional ContentLocation
elements may be instantiated. These elements are used to declare the format and
delivery parameters for the Content described by the referenced Content fragment.

Acquisition

Ref This field signals the Acquisition fragment that describes the particular format and
acquisition parameters for the content item referenced by the previous
ContentFragmentRef element. The following ContentLocation element announces the
Content location for this particular instance of a Content Item.

ContentLocation This field signals the URI of the Content location, that is used to identify the content file

within the FLUTE session described in the Acquisition Fragment.
NOTE:  This element is only applicable for FLUTE sessions which carry more than one
file during the lifetime of the event.

live

This flag is set to "true" to indicate that the schedule event is a live broadcast. This flag is
set to "false" to indicate that the schedule event is a broadcast from recorded material.

repeat

This flag is set to "true" to indicate that the schedule event is a repeat of a previous
broadcast.

freeToAir

Set to "true" the attribute specifies that the content associated to the scheduled service is
available for free. Set to "false" the attribute specifies that the content associated to the
scheduled service is not available for free. The freeToAir value in the Schedule Event
fragment completely overrides its counterpart in the associated Service Fragment. When
the freeToAir attribute is not present in the Schedule Event fragment, the freeToAir
attribute from the associated Service Fragment must be taken into account.

clearToAir

Set to "true" the attribute specifies that the content associated to scheduled service is not
scrambled. Set to "false" the attribute specifies that the content associated to schedule
service is scrambled. The clearToAir value in the Schedule Event fragment completely
overrides its counterpart in the associated Service Fragment. When the clearToAir
attribute is not present in the Schedule Event Fragment, this attribute from the associated
Service Fragment must be taken into account.

schedulelD

Specifies a unique Identifier of the instantiated Schedule Fragment. For the scope of
unigueness see the semantics of servicelD in clause 5.4.2.

5.8

Purchase Fragment

The Purchase Fragment specifies the purchase information of a service which can be displayed to the end user for
information purposes. The Purchase Fragment also contains information required to make the actual purchase.
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5.8.1  Purchase Fragment Syntax
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5.8.2 Purchase Fragment Semantics

Field

Semantics

ServiceBundleRef

Refers to an instantiated ServiceBundle Fragment which can be purchased according to the

information provided within the Purchase Fragment.

NOTE 1: To enable future extensions of the data model the reference is specified as an
optional field. However in this version of the data model the field is assumed to be
mandatory.

Price

Specifies the price of an offer described by the instantiated Purchase Fragment. If several
Price elements are instantiated these shall describe the price in different currencies. The
currency code signalled in the currency attribute is specified in [27].

NOTE 2: The price information is non contractual information.

UsageConstraints

Describes the usage that is permitted when purchasing the rights associated with this
Purchase Fragment.

Multiple occurrences of the UsageConstraints element shall be treated as having an AND
relationship. This allows for example business rules such as: maximum of 2 plays within the
next 3 days.

PurchaseType

Specifies the type of purchase e.g. if the purchase legitimates to consume a service for a
restricted period of time, a dedicated number of times or other types of purchase.

QuantityUnit

Specifies a quantization of the purchased item e.g. hour, day, number of plays.

QuantityRange

Specifies the range of the purchased item which is part of purchase according to the
guantization specified in QuantityUnit. For example the maximum number of plays can be
specified or the number of days one is legitimated to consume a service. If the offer varies
depending on the content also the quantity range of the legitimation can be specified for
example the legitimation to consume content from a min of four to a maximum of seven days.

Description

Specifies text which contains promotional information and which can not be described by
Price and UsageConstraints elements.

PurchaseRequest

Specifies the Request to initiate the purchase.

DRMSystem

Specifies a URI which identifies the DRM system for which the PurchaseRequests associated
PurchaseData is valid for. This field may be used to select an appropriate purchase
mechanism based on the DRM systems supported within the terminal. DRMSystems
registered by DVB as defined and registered by DVB [18] and [25] are refered to as Key
Management Systems and shall be signalled by prefixing the CA_System_ID with
"urn:dvb:casystemid:".

An example of the field value is "urn:dvb:casystemid:709".

PurchaseData

Specifies a string in the Data element which is used to hold information necessary to perform
the purchase. The interpretation of the data contained within this field is dependent on the
DRM System. This field may for example contain a PurchaselD which indicates to a
Purchase Server which option the user has chosen to purchase.

PurchaseChannellDRef

Specifies a reference to a PurchaseChannel fragment, which provides additional information
about the operator who offers the purchase option. Additionally parameters of the Purchase
Channel can be signalled which are specific to the purchase channel.

MediaTitle Specifies the reference to media representing the title of the service bundle to which
purchase information is attached. The specified MediaTitle replaces the MediaTitle of the
ServiceBundle if the Purchase Fragment is applicable. The media can be of type image,
audio or video.
NOTE 3: This can take the form of a reference for instance to an image or a sound available

externally to the metadata, or the media data can be provided inline.

start Specifies the time from which the purchase information is valid.

end Specifies the time until which the purchase information is valid.

purchaselD Specifies a unique Identifier of the instantiated Purchase Fragment. For the scope of
unigueness see the semantics of servicelD in clause 5.4.2.

5.9 Purchase Channel Fragment

A purchase channel isthe interface through which the terminal or user can interact with a purchase system. The
purchase channel is described in the Purchase Channel Fragment by the name, the logo, the description, the contact
information of the purchase channel operator and the parameters specific for the purchase system. These parameters are
not specified in the present document but if required should be specified by the purchase system.

In some deployments of a Mobile Broadcast platform, there may be multiple purchase channels. A certain end-user
might have a"preferred” purchase channel (e.g. his’her mobile operator) to which all purchase requests should be
directed (the preferred purchase channel may even be the only channel that an end-user can use).
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5.9.1 Purchase Channel Fragment Syntax

<conpl exType nane="Pur chaseChannel Type" >
<sequence>
<el ement name="Nane" type="npeg7: Textual Type" maxCccur s="unbounded"/>
<el ement name="Descri ption" type="npeg7: Text ual Type" m nCccurs="0"
maxCccur s="unbounded"/ >
<el ement name="Portal URL" type="anyURI" m nCccurs="0"/>
<el ement name="Cont act | nfo" type="anyURl " m nCccurs="0" maxCccurs="unbounded"/>
<el ement name="Medi aTitl e" type="npeg7: Titl eMedi aType" mi nCccurs="0"
maxCccur s="unbounded"/ >
<el ement nanme="PrivateData" type="esg: PrivateDataType" m nCccurs="0"
maxCccur s="unbounded"/ >
</ sequence>
<attribute name="purchaseChannel I D' type="anyURl " use="required"/>
</ conpl exType>

5.9.2 Purchase Channel Fragment Semantics

Field Semantics
Name Name of the Purchase Channel. Several names in different languages can be specified by
instantiating the xml:lang attribute.
Description Specifies a Description of the Purchase Channel which can be displayed to the user.
PortalURL Specifies a reference to a web site of the purchase channel.
Contactinfo Contact information like phone number to contact the Purchase Channel Operator.
MediaTitle Specifies the reference to media representing the logo of the described Purchase Channel.

The media can be of type image, audio or video.
NOTE: This can take the form of a reference for instance to an image or a sound
available externally to the metadata, or the media data can be provided inline.
PrivateData Generic element instantiated to add private data. This is used e.g. for specific parameters
of the Purchase Channel.
purchaseChannellD Specifies a unique identifier for the described Purchase Channel. This identifier may just
have local scope i.e. within the network from which the Purchase Channel Fragment was
acquired. Alternatively provided there is agreement between a humber of network
operators or the Purchase Channel provider, the identifier may have global scope, where a
common identifier is used for identifying a Purchase Channel no matter which network the
Purchase Channel Fragment is acquired from.

5.10  Acquisition Fragment

The Acquisition Fragment specifies information to access a service or content. The Acquisition Fragment contains
information displayed to the end user such as ComponentsCharacteristic, information relevant for the ESG application
such as contentType and SessionDescription used by the media player for initialization.

5.10.1 Referencing Described Content

The Acquisition Fragment mandates the instantiation of the SessionDescription element to enable the identification of a
session carrying content described by the ESG XML Fragments. The session is described by an SDP File.

At agiven time, agiven Service Fragment may be linked to any number of Acquisition Fragments (so-called
Service-related Acquisition Fragments). At the same time, one Schedule Event associated to the given Service may also
be linked to any number of Acquisition Fragments (so-called Schedule-related Acquisition Fragments).

Note that, in case a given session is identified in both Service-related Acquisition Fragment and Schedule-related
Acquisition fragment, the terminal is not expected to reload the SDP file associated to the given session.

For instance figures 5.2 and 5.3 provide an illustration of two use cases.
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Infigure 5.2 the identification of sessions transporting described content isillustrated based on ause case of a TV
service with two temporarily audio tracks. Most of the time the depicted TV service has a video stream and an English
audio stream. The respective sessions are described by SDP file "SDP1" which isreferred to by Acquisition Fragment
"Acquisitionl". However during "Event 2" in the TV service a French audio stream is also available. All streams
availablein this"Event 2" are described by SDP file "SDP2" which isreferred to by Acquisition Fragment
"Acquisition2".

Also in the references to the Acquisition fragments a distinction exists. The Acquisition Fragment "Acquisitionl” is
referenced as generic Acquisition Fragment directly from the Service Fragment. On the other side the Acquisition
Fragment "Acquisition2" is referenced as a specific Acquisition Fragment from the Schedule Event Fragment " Schedule
Event 2".

Time
~
7
French Audio O
stream "l Event 2 ‘
English Audio Event 1' ‘ Event 2 ‘ Event 3 ‘ Event 4 ‘
stream
video stream Event 1' ‘ Event 2 ‘ Event 3 ‘ Event 4 ‘
SDP stream SDP 1’ ‘
: | sop2 |
Acquisition ‘ Acquisition 2 ‘
Fragments " 4
Acquisition 1 } ‘
\
Schedule Event ‘ Schedule Event 1 ‘ Schedule Event 2 ‘ Schedule Event 3 | Schedule Event 4 ‘
Fragments l
Service \ - Y Y
Fragments Service ‘

Figure 5.2: Relationship between described content streams, SDP files,
Acquisition Fragments and other ESG XML Fragments

The depicted identification of described content allows the user to tune to the TV Service in a continuous mode
consuming the video and English audio track. However when the Schedule Event "Event 2" occurs the terminal may
signal to the user that an additional French audio track is now available.

In figure 5.3 the identification of sessions transporting described content isillustrated based on a use case of a TV
service which regularly provides two audio tracks (French and English). The depicted TV service has a video stream
and English audio stream which is expected to be the audio track that is always delivered. The respective session is
described by the SDP file "SDP" which isreferred to by Acquisition Fragment Acquisitionl. The Acquisition Fragment
Acquisitionl describes only the English audio component. In the "SDP" file, both English and French audio streams are
described as audio media (in that case the attribute a=lang may be used in accordance to RFC 2327 [26]). During

event 2 and 3 the TV service English and French audio tracks are available. The Acquisition Fragment "Acquisition2”
describes the English and French audio tracks and refersto the SDP file "SDP". "Acquisition2" overrides the
information from "Acquisition1". Thisway, the terminal and the users may be indicated that the French languageis
available during event 2 and 3 in addition to the English language. However the terminal player does not haveto load a
new SDP file.
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Figure 5.3: Relationship between described content streams, SDP files,
Acquisition Fragments and other ESG XML Fragments in the second use case

5.10.2 Acquisition Fragment Syntax

<conpl exType nane="Acqui siti onType">
<sequence>
<el ement nane=" Conponent Descri pti on" type="esg: Conponent Descri pti onType"
maxCccur s="unbounded"/ >
<el ement name="Zappi ngSupport" type="esg: Zappi hgSupport Type" m nCccurs="0"/>
<el ement nanme="KeyStrean!' type="esg: KeyStreanBaseType" mni nCccurs="0"
maxCccur s="unbounded"/ >
</ sequence>
<attribute name="content M nmeType" type="npeg7: m neType" use="required"/>
<attribute name="acquisitionl D' type="anyURl " use="required"/>
</ conpl exType>

<conpl exType nane="Conponent Descri pti onType">
<sequence>
<el ement nane="Conponent Characteristic" type="esg: Conponent Characteristi cType"
m nCccur s="0" maxCccur s="unbounded"/ >
<el ement name="Sessi onDescri pti on" type="esg: Sessi onDescri pti onBaseType"/>
</ sequence>
</ conpl exType>
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5.10.3 Acquisition Fragment Semantics

Field Semantics

ComponentDescription Describes a component of a service with respect to the characteristic of the component
and the session in which the component is available.

Note that an acquisition fragment can contain multiple ComponentDescriptions. For
instance an indicated application can consume streaming components such as audio and
video as well as download components such as interactive applications. In this case the
streaming components are described by one ComponentDescription with a
SessionDescription and two ComponentCharacteristic fields, one for audio and another
one for video. A second ComponentDescription is instantiated for the download
component describing the download session and the characteristic of the download
components.

ComponentCharacteristic  |Specifies the description of the component characteristic specific to the instance
accessible by the instantiated acquisition information.

SessionDescription Contains inlined SDP file which either directly describes the content session or the
session carrying an SDP file that describes the content session (see clause 5.10.4). The
transport of the SDP files in the latter case is specified in clause 8.5.

ZappingSupport If specified indicates that zapping support of a specified Type is available for the
acquisition described in the Acquisition Fragment. The field provides a specification of the
type of zapping support and a reference to the session description (see clause 5.10.5).

KeyStream Signals all available key streams for a given Acquisition Fragment required for decryption
as described in clause 5.10.6. The mapping of key streams to media streams is described
in TS 102 472 [5].

acquisitionID Specifies a unique identifier of the instantiated Acquisition Fragment. For the scope of
unigueness see the semantics of servicelD in clause 5.4.2.
contentMimeType Specifies the content type from which the terminal can determine the consuming

application of the service.

5.10.4 Session Description

The session description files contain information that the terminal needsin order to be able to receive and consume the
content of a service. Every session description file relates to a service or a schedule event of a service. A session
description file contains application configuration information. The ESG XML Fragments include the information that
helps the user to choose what service sessions he/sheisinterested in.

There are two methods of conveying the content referencing SDP file:

. Inline: where the session description fileisinlined in the Acquisition fragment as element content. Thisis
useful for situations where the contents of the SDP file are fixed for the time the Acquisition Fragment is
signalled and known at the time the Acquisition Fragment is generated. In this case the
SessionDescriptionType below contains an SDP element.

. Out of Band: where the session description files are delivered independently of the Acquisition Fragment.
Thisisuseful for situations where, either the contents of the SDP file are not necessarily fixed for the time the
Acquisition Fragment is signalled, or in cases where the Acquisition Fragment is signalled before the SDP file
isavailable. In this case the SessionDescriptionType below contains an SDPRef element.

Note that the SDPRef Type comprises:

. An SDPURI element, giving the URI of the content referencing SDP file. The URI ise.g. specified in the
Content-Location attribute within the FDT of the FLUTE session.

. An SDPStream element, which inlines an SDP file. The SDP file tells the terminal how to join the session to
receive the content referencing SDP file.

The AssociatedProcedureDescription file is always delivered out-of-band (i.e. not in the ESG Fragment Stream), either
in SDP delivery session or as an object of the service content. In order to be able to identify this configuration file, a
URI of the file can be instantiated within the session description datatypes. In case of the existence of an SDP delivery
session, the AssociatedProcedureDescription file may be delivered over that session, which is referenced by the inlined
SDP file. The AssociatedDeliveryProcedure may be delivered as component of the service content. Thisis not specified
here. However, the URI SHALL be used to address the AssociatedDeliveryProcedure configuration file.
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5.10.4.1 Session Description Syntax

<conpl exType nane="Sessi onDescri pti onBaseType" abstract="true" />

<conpl exType nanme="Inl i nedSDPType" >
<conpl exCont ent >
<ext ensi on base="esg: Sessi onDescri pti onBaseType" >
<sequence>
<el ement nanme="SDP" type="esg: SDPType"/>
<el ement nane="Associ at edDel i ver yProcedure" type="anyURl "
</ sequence>
</ ext ensi on>
</ conpl exCont ent >
</ conpl exType>

<conpl exType nane="SDPRef Type" >
<conpl exCont ent >
<ext ensi on base="esg: Sessi onDescri pti onBaseType" >
<sequence>
<el ement name="SDPStreani’ type="esg: SDPType"/ >
<el ement nanme="SDPURI " type="anyURl" />
<el ement nane="Associ at edDel i ver yProcedure" type="anyURl "
</ sequence>
</ ext ensi on>
</ conpl exCont ent >
</ conpl exType>

<si npl eType nane= " SDPType" >
<l--- Note: the InlinedSDP bel ow nust be enbedded in a CDATA section -->
<restriction base="string"/>

</ si npl eType>

m nCccurs="0"/>

m nCccurs="0"/>

5.10.4.2 Session Description Semantics

Field Semantics

SDP

Inlined content referencing SDP file containing information that the terminal needs
in order to be able to receive and consume the content of the service session.

SDPStream Identifies a stream of SDP files by an inlined SDP file. This SDP file contains
information that the terminal needs to open a FLUTE session which carries the
content referencing SDP file identified by SDPURI.

SDPURI URI referring to a content referencing SDP file containing information that the

terminal needs in order to be able to receive and consume the content of the
service session. This content referencing SDP file is transported in a FLUTE
session signalled by the SDPStream element.

AssociatedDeliveryProcedure

URI referring to the AssociatedDeliveryProcedure configuration file. For details
about the AssociatedDeliveryProcedure itself and the transport of the configuration
file see TS 102 472 [5].This element is optional as the service may choose not to
provide this functionality.

NOTE:  White spaces i.e. space characters, carriage returns, line feeds or tabs shall be preserved in the processing of

SDPType content.

5.10.5 Zapping Support

Any normal streamed service may be complemented by an associated zapping support.

Zapping support can be provided to the user with two options:

a) Dynamic Zapping, where the Zapping Support is provided not as part of the ESG data so it can be dynamically
changing.

b) Static Zapping, where the Zapping Support is provided inlined.

Both options are described in the following.
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Dynamic zapping

The dynamic zapping support is provided as a stream, which contains content to support the zapping to the sessions
described by this Acquisition Fragment, e.g. a copy of the audio/video content with reduced performance, a still picture
showing the latest snapshot out of the current video or dynamic text such as subtitles. Also a combination of the
aforementioned is possible. The zapping support can provide data of different types. The type or types of zapping data
can be obtained from the Zapping Support Classification Scheme as declared in clause C.2. The session description of
the Zapping Support Session can be obtained from the Zappi ngSupportSessionDescription Element.

Static Zapping

The static zapping support is provided in form of inlined data, which contains content to support the zapping to the
sessions described by this Acquisition Fragment, such as a still picture giving the impression of the current A/V service,
graphics or simple text. Availability of a complementing static zapping support for a particular streaming session is
signalled in the Acquisition Fragment by the presence of the Medial ocator element. The type or types of zapping data
can be obtained from the Zapping Support Classification Scheme as declared in clause C.2.

5.10.5.1 Zapping Support Syntax

<conpl exType nane="Zappi ngSupport Type" >
<sequence maxCccur s="unbounded" >
<el ement nanme="Type" type="tva: Control | edTer mlype" m nCccurs="0" maxCccur s="unbounded"/>
<choi ce>
<el ement name="Medi aLocat or" type="npeg7: Medi aLocat or Type"/ >
<el ement nane="Zappi ngSDP" type="esg: Sessi onDescri pti onBaseType" m nCccurs="0"/>
</ choi ce>
</ sequence>
</ conpl exType>

5.10.5.2 Zapping Support Semantics

Field Semantics
Type Specifies the type of zapping support as a controlled term. A classification scheme of available
types, e.g. video or image is specified in clause C.2.
MedialLocator In case of a static zapping support this field specifies the inlined content for zapping support.
ZappingSDP In case of a dynamic zapping support this field specifies the session description of the Zapping
Support session. The session description is defined in clause 5.10.4.

5.10.6 Key stream

Key streams carry key material used to descramble encrypted traffic. The format of the key stream is dependent on the
KMSand isidentified by the IPDCKMSId.

If required the esg:KeyStreamType can be extended to signal additional information.

5.10.6.1 Key Stream Syntax

<conpl exType nanme="KeyStreanBaseType" abstract="true"/>

<conpl exType nane="KeyStreamlype" >
<conpl exCont ent >
<ext ensi on base="esg: KeyStreanBaseType" >
<attribute name="|PDCKMSI d" type="unsi gnedShort" use="required" />
<attribute name="|PDCOperatorld" type="string" use="required" />
</ ext ensi on>
</ conpl exCont ent >
</ conpl exType>
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5.10.6.2 Key Stream Semantics

Field Semantics
IPDCKMSId The ID of the Key Management System (KMS) as defined and registered by DVB [18] and
EN 300 468 [25].
IPDCOperatorld The ID of the entity who operates this key stream.

5.10.7 Component Characteristic

In this clause a datatype is defined to describe the media components of the service or schedule event. In this
description video, audio and download components can be distinguished.

5.10.7.1 Component Characteristic Syntax
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ComponentCharacteric Semantics

ComponentCharacteristic

Field

Semantics

Bandwidth

Signals the bandwidth consumed by the described component. The specified bandwidth can
be classified to be the maximal, average or minimal bandwidth.

purpose

Signals the purpose of the component in the context of the service, e.g. an audio component
can be the audio track of a video or the audio track for visually impaired persons.

AudioComponentCharacteristic

Field Semantics

Codec Signals which audio codec is used to represent the audio (see [6] for available codecs). For
this purpose terms of a defined classification scheme are referenced.

Mode Signals in which mode of the audio streams, e.g. if the audio stream is a representation of
two or more audio channels and their constellation. For this purpose terms of a defined
classification scheme are referenced.

Language Signals the language of speech information in an audio stream.

VideoComponentCharacteristic

Field

Semantics

Codec

Signals which video codec is used to represent the video (see [6] for available codecs). For
this purpose terms of a defined classification scheme are referenced.

ProfileLevellndication

Signals which profileLevel is used to represent the video. For this purpose terms of a defined
classification scheme are referenced.

FrameRate

Signals the frame rate of the video.

OpenCaptionLanguage

Signals the language of an open caption contained in a video.

SignLanguage

Signals the sign language visualized in a video.

FileDownloadComponentCharacteristic

Field Semantics
FileFormat Specifies the file formats of the files contained in the download component. The value of
FileFormat shall be a valid string representation of a Mime Type (RFC 2046 [2]).
Storage Size of the available files signalled in megabytes.

6

6.1

ESG Representation

Introduction

ESG Fragments may be represented in three ways. Firstly, ESG Fragments may be uncompressed, secondly, ESG
Fragments may be compressed with GZIP (RFC 1952 [7]), and thirdly, ESG Fragments may be compressed with BiM
specified in ISO/IEC 15938-1 [3] as adopted by DVB-GBS in the document " Carriage and signalling of TV-Anytime
information in DV B transport streams’ (TS 102 323 [8]). The present document specifies amendmentsin order to
correspond to the requirements of compression and simplicity defined for the transport of ESG fragments.

NOTE:

The complete transport object carrying an ESG Container can be compressed with GZIP based on content

encoding signalled in ALC/FLUTE as specified for file delivery in TS 102 472 [5].

To signa how the ESG XML Fragments are represented the ESG Init Message is defined in clause 6.2. The
representation and encapsulation of the ESG XML Fragmentsitself are defined in clause 6.3. Finally the processing
rules of those Encapsulated ESG XML Fragments are specified in clause 6.4.
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6.2 ESG Init Message

The ESG Init Message serves the purpose to initialize the reception of the ESG. For this purpose it signals the
representation of the ESG, the presence of an index and the Decoderlnit. The ESG Init Message is transported in the
ESG Init Container (see clause 8.1.1) in the ESG FLUTE session in the single stream mode (see clause 8.3) or in the
FLUTE Session of the Announcement Carousel in the Multiple Stream mode (see clause 8.4).

The syntax of the ESG Init Message is defined as follows.

Syntax No. of bits | Mnemonic
ESG I nit Message{
Encodi ngVer si on 8 uimsbf
I ndexi ngFl ag 1 bslbf
reserved 7
Decoder I ni t ptr 8 bslbf
i f (1 ndexi ngFl ag) {
I ndexi ngVer si on 8 uimsbf
}
i f( Encodi ngVersion == "0xF1") {
Buf f er Si zeFl ag 1 bslbf
Posi ti onCodeFl ag 1 bslbf
reserved 6
Char act er Encodi ng 8 uimsbf
if (BufferSizeFlag == "1") {
Buf f er Si ze 24 uimsbf
}
}
i f( Encodi ngVersion == "0xF2" || Encodi ngVersion == "0xF3") {
Char act er Encodi ng 8 uimsbf
}
Reser ved 0 or 8+
Decoderlnit( ) bslbf
}

The semantics of all fields of the ESG Init Message are as defined for the DVB TV A-init message defined in
TS 102 323 [8], except for the EncodingV ersion and DecoderInit fields which are specified in this clause.

Field Semantics
EncodingVersion This field indicates the method of encoding used to represent the ESG XML
Fragments. This field shall be encoded according to table 6.1.

Table 6.1: Extension of the Encoding version

Value Encoding version
0x00 to OXEF  |TVA reserved
O0xFO DVB reserved
O0xF1 DVB profile of TVA MPEG_7 profile (BiM) ISO/IEC 15938-1 [3] as defined in the present document
0xF2 GZip encoded
OxF3 No Encoding i.e. raw XML
O0xF4 to OxF7 |DVB reserved
OxF8 to OxFF  |User defined

6.2.1 Decoderlnit and default ESGMain Element fragment

The Decoderlnit is used to configure parameters required for the decoding and/or parsing of the ESG XML fragments
and to transmit the initial state of the ESG Document.
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The syntax of the Decoderlnit is dependent on the encoding used for ESG XML Fragment representation. The encoding
used is signalled by the EncodingVersion field within the ESG Init Message. In the case where the EncodingVersionis
set to "OxF2" or "OxF3", the reader shall refer to clause 6.2.2 for the definition of the Decoderlnit syntax. In the case
where the EncodingVersion is set to "0xF1", the reader shall refer to clause 6.2.3 for the definition of the Decoderlnit
syntax.

The ESGMain Element fragment defines the initial description of the ESG Document. The transmission of this
fragment is not mandatory. If the ESGMain Element fragment is not delivered to the decoder, the decoder isinitialized
with the default ESGMain Element fragment. The default ESGMain Element fragment is defined in clause 5.2.4.

If the ESGMain Element fragment is delivered to the decoder, it shall be encapsulated in the ESG Init Container as
defined in clause 7, and this ESG Init Container (see clause 8.1.1) shall be transported in the ESG FLUTE session in the
single stream mode (see clause 8.3) or in the FLUTE Session of the Announcement Carousel in the Multiple Stream
mode (see clause 8.4).

6.2.2 Textual Decoderlnit

The Decoderlnit specified in this clause is used to transmit initialization information required by the textual decoder in
the case the EncodingVersion is set to "0xF2" or "0xF3" in the ESG Init Message.

Thisinitialization information is split into two parts. The first part defines the set of namespaces and their prefixes used
within the ESG XML Fragments to be delivered. The second part alows the declaration of ESG XML Fragment Types.
The numeric value identifies the ESG XML Fragment Type of ESG XML Fragments being delivered within an
Encapsulated Textual ESG XML Fragment (see clause 6.3.1). Table 6.2 defines values to be used for the ESG XML
Fragment Types declared within the present document. It is not a requirement to describe these ESG XML Fragment
Types within the Decoderlnit(). However if private extensions have been made to the ESG data model, which result in
the delivery of new ESG XML Fragment Types, then these shall be declared within the Decoderlnit().

The syntax of the Decoderlnit is as follows.

Syntax No. of bits | Mnemonic
DecoderInit () {
ver si on 8 uimsbf
I engt h 8+ vluimsbf8
num nanespace_pr ef i xes 8 uimsbf
for(i=0; i<numnanmespace_prefixes; i++) {
prefix_string_ptr 16 uimsbf
nanespace_URl _ptr 16 uimsbf
}
num fragnment _t ypes 16 uimsbf
for(i=0; i<numfragnment_types; i++) {
xpat h_ptr 16 uimsbf
ESG XM__fragment _type 16 uimsbf
}
}
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Field Semantics

version Specifies the version of the Textual Decoder Init. The value shall be set to "1".

NOTE 1: This version is incremented if the specification of ESG Entry is changed in a
not forward compatible way.

NOTE 2: A receiver should only decode Textual Decoder Inits which it complies to.

length The length of the Textual Decoder Init in bytes excluding the Version and Length fields.
NOTE 3: This allows forward compatible implementations even if fields are added in the
future to the Textual Decoder Init.

num_namespace_prefixes |This specifies the number of namespace prefixes declared.

prefix_string_ptr This is the offset in bytes from the start of the string repository of this container to the first
byte of the prefix.

namespace_URI_ptr This is a pointer to a string within the string repository which contains the declared

namespaces.

num_fragment_types This specifies the number of different ESG XML fragment types carried within the ESG.

xpath_ptr This is the offset in bytes from the start of the string repository of this container to the first

byte of the xPath string which identifies the root element of the ESG XML Fragment.

ESG_XML_fragment_type |A 16 bit value which is used within the ESG_XML_fragment_type field of the
Encapsulated Textual ESG XML Fragment specified in clause 6.3.1 to identify the ESG
XML Fragment Type.

6.2.3 BiM Decoderlnit

The Decoderlnit specified in this clause is used to transmit initialization information required by the BiM Decoder in
the case where the EncodingVersion is set to "0xF1" in the ESG Init Message. The Syntax of the Decoderlnit is
specified in ISO/IEC 15938-1[3].

At least one schema URI shall be transmitted in the Decoderlnit. Consequently, the field NumberOf Schemas of the
Decoderlnit shall be greater than or equal to 1 and the field SchemaURI[0] of the Decoderlnit shall be set to
"urn:dvb:ipdc:esg:2005", indicating the use of the schema defined in the present document.

Additionally, in order to support the transmission of supplemental ESG data additional BiM code spaces and schemal Ds
shall be reserved by the following settingsin the Decoder|nit according to | SO/IEC 15938-1 [3]: the flag
NoAdvancedFeatures shall be set to "0", the flag Additional SchemaFlag shall be set to "1", the

NumberOf Additional Schemas shall be set to "256", NumberOf K nownAdditional Schemas shall be set to "0", the flag
IsThereExternallyCastableType shall be set to "0", and the flag I SThereExternallySubstitutableType shall be set to "0".

Theinitial state of a BiM decoder for a binary description tree is given by aninitial description. In an ESG fragment
stream, theinitial description is given by the ESG Main fragment according to clause 6.2.1.

As a consequence, the InitialDescription() field of the Decoderlnit message as specified in ISO/IEC 15938-1 [3], shall
aways be empty.

Table 52 ContextPathCode extends the DV BContextPath of TS 102 323 [8] with the values specified in table 6.2.

Table 6.2: Values of ESG_XML_fragment_type (in the case of textual representation) and
ContextPathCode (in the case of BiM representation) to signal ESG XML Fragment Types

Value ESG XML Fragment Type XML Data Type
0x0020 esg:ESGMain Fragment esg:ESGMainType
0x0021 esg:Content Fragment esg:ContentType
0x0022 esg:ScheduleEvent Fragment esg:ScheduleEventType
0x0023 esg:Service Fragment esg:ServiceType
0x0024 esg:ServiceBundle Fragment esg:ServiceBundleType
0x0025 esg:Acquisition fragment esg:AcquisitionType
0x0026 esg:Purchase Fragment esg:PurchaseType
0x0027 esg:PurchaseChannel Fragment esg:PurchaseChannelType

To support ESG extensions additionally a mode of variable length ContextPathCode is defined below.
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6.2.3.1 ContextPathCode with variable length

The variable length ContextPathCodes are signalled in the ContextPathTable in the Decoderlnit as specified in
clause 7.2 of 1SO/IEC 15938-1 [3]. In the case variable length ContextPathCodes are signalled the
ContextPathTableFlag shall be set to "1" in the Decoderlnit according to 1ISO/IEC 15938-1 [3].

6.2.3.2 DVB Datatype Codecs

The following defines a set of codecs that shall be used by default for the encoding of ESG XML Fragments if BiM is
used for the representation of ESG XML Fragments.

In the MPEG-7 framework, the use of a specific codec for a specific type is signalled using the codec configuration
mechanism defined in ISO/IEC 15938-1 [3]. This mechanism associates a codec using its URI with alist of schema
types. For that purpose, a URI is assigned to each codec in a classificationScheme, which defines the list of the specific
codecs.

In the present document, thislist is composed of the following codecs:
. dvbStringCodec (asit is specified in TS 102 323 [8]).
. dvbDateTimeCodec (asit is specified in TS 102 323 [8]).
. dvbDurationCodec (asit is specified in TS 102 323 [8]).
. dvbControlledTermCodec (asit is specified in TS 102 323 [8]).

The following figure lists the codec definitions of the standard ClassificationScheme used by the present document.

<O assificationSchenme uri="urn:tva: netadat a: 2004: cs: CodecTypeCS ">
<Termterm D="1">
<Name xml :|ang="en">dvbStri ngCodec</ Name>
<Definition xm:lang="en">Encodes string by using an external string
buffer</Definition>
</ Ter m>
<Termterm D="2">
<Name xmi : | ang="en">dvbDat eTi meCodec</ Name>
<Definition xm:lang="en">Encodes date using Mdified Julian Date & Tinme in
M Ilisecond and differential encoding</Definition>
</ Ter m>
<Termterm D="3">
<Narme xmi : | ang="en">dvbDur ati onCodec</ Name>
<Definition xm:|lang="en">Encodes duration using strings or
approxi mation with an accuracy of 1 mnute </Definition>
</ Ter m>
<Termterm D="5">
<Narme xmi :|ang="en">dvbControl | edTer mCodec</ Name>
<Definition xm:lang="en">Encodes Controlled Terms using indices</Definition>
</ Ter m>
</ d assificati onScheme>

Figure 6.1: DVB codec classification

6.3 Encapsulated ESG XML Fragment
In this clause the Encapsulated ESG XML Fragments carried in the ESG Data Repository as described in clause 7.4 is
specified.

6.3.1 Encapsulated Textual ESG XML Fragment
The Encapsulated Textual ESG XML Fragment shall be used for the representation of Textual or GZipped ESG XML

Fragments within the ESG Data Repository. The use of Encapsulated Textual ESG XML Fragments is mandated when
the EncodingVersion field within the ESG Init Message is set to "OxF2" or "OxF3".

ETSI



39 ETSI TS 102 471 V1.2.1 (2006-11)

Syntax No. of bits | Mnemonic
Encapsul at edText ual ESGXMLFr agrment () {
ESG XM__fragnent _type 16 uimsbf
Dat a_| ength 8+ vluimsbf8
for(i=0; i<Data_length; i++) {
data_byte[i]
}
}
Field Semantics

ESG_XML_fragment_type

An identifier which enables a terminal to know what type of ESG XML Fragment this is
(e.g. Content Fragment, Service Fragment etc). These values may be declared within
the Decoderlnit as specified in clause 6.2.2 or may be well known by the terminal as
specified in table 6.2.

Data_length Signals the number of data_byte bytes.

data_byte A single byte forming a part of the GZipped ESG XML fragment in the case
EncodingVersion is set to "OxF2" or Textual ESG XML fragment in the case
EncodingVersion is set to "OxF3".

6.3.2 Encapsulated BiM ESG XML Fragment

The Encapsulated BiM ESG XML Fragment shall be used for the representation of BiM ESG XML fragments within
the ESG Data Repository. The use of Encapsulated BiM ESG XML Fragments is mandated when the EncodingV ersion
field within the ESG Init Message is set to "OxF1".

Syntax No. of bits Identifier
Encapsul at edBi MESGXMLFr agnent () {
external _string buffer _ptr 16 uimsbf
Fragment _Lengt h 8+ viuimsbf8
Cont ext Pat hCode ContextPathCode_Length uimsbf

Fr agnent Updat ePayl oad( st art Type)

next Byt eBoundar y()

Field

Semantics

external_string_buffer_ptr

The zero-based offset in bytes from the start of the string repository within this container
to the first byte of the external string buffer for the fragment.

NOTE1: Fragments may not contain any string data. In such a case no particular value
is specified for the external_string_buffer_ptr.

Fragment_Length

This field specifies in bytes the sum of the length of the ContextPathCode and the
length of the FragmentUpdatePayload.

ContextPathCode

This field identifies the element representing the signalled ESG XML Fragment. From
this field the startType is derived as specified in ISO/IEC 15938-1 [3].

If no ContextPathTable is transmitted, the field shall be encoded according to table 6.2.
If a ContextPathTable is transmitted, the field shall be encoded according to this table
(see clause 6.2.3.1).

ContextPathCode_Length

If no ContextPathTable is transmitted, this variable is set to 16 bits.
If a ContextPathTable is transmitted, this variable is set to the value
ContextPathCode _Length transported in the ContextPathTable (see clause 6.2.3.1).

startType

This variable identifies the XML data type signalled by the ContextPathCode according
to the XML schema definition. The value of this variable is deduced from the
ContextPathCode field.

If no ContextPathTable is transmitted, this field is set to the XML data type associated to
the value of the ContextPathCode field as defined in table 6.2.

If a ContextPathTable is transmitted, this field is deduced from this table and the
ContextPathCode field (see clause 6.2.3.1).

FragmentUpdatePayload

Signals the payload of the ESG XML Fragment of XML data type startType as defined
in ISO/IEC 15938-1 [3], clause 8.3.
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6.4 Processing of ESG XML Representation

6.4.1 Introduction

An ESG metadata system includes a common core set of metadata as defined in clause 5, to ensure a minimum level of
interoperability. Extensibility is a key ESG feature. Backward and possibly forward compatibility shall be maintained
when the ESG Schemais extended:

. Forward compatibility means an ESG application that is only aware of a previous version of aschemais able
to partialy decode a description conformant to an updated version of that schema.

. Backward compatibility means an ESG application that is only aware of a new version of the schemais ableto
partially decode a description conformant to a previous version of that schema.

The XML Schema[17] that is used as the ESG data model representation language for metadata is the main instrument
for this extensibility.

Extension rules to allow the extension of the specification with new ESG data model definitions, or for private
extensions are defined in annex D.

The namespace of the schemas are used by the application processing the ESG XML Fragments to identify whether
they are accessing XML elements or attributes defined in the original ESG schema or the extended schema.

6.4.2 Decoder behaviour with XML Encoding

The XML syntax signals to the ESG decoder which schema each element or attribute belongs to. Parts of ESG XML
Fragments defined in the original schema or in the extended schema are identified in ESG XML Fragments by using
schema namespaces to fully qualify element names, possibly by using namespace prefixes. This allows the ESG
Decoder to avoid processing parts of the ESG XML fragments being parsed and which are related to an unknown
schema.

The Textual Decoderlnit, as defined in clause 6.2.2, identifies schema versions which are used in the ESG XML
fragment stream.

6.4.3 Decoder behaviour with BiM Encoding

With BiM, backward compatibility is provided by the unique reference of the used schemain the Decoderlnit. Forward
compatibility is ensured by a specific syntax defined in clauses 7 and 8 of 1SO/IEC 15938-1 [3].

The binary format allows one to keep parts of a description related to different schemasin separate chunks of the binary
description stream, so that parts related to an unknown schema may be skipped by the decoder. The Decoderlnit, as
defined in the clause 6.2.3, identifies schema versions with which compatibility is preserved by listing their Schema
URIs. A decoder that knows at |east one of the Schema URIs will be able to decode at least part of the binary
description stream.

7 ESG Fragment Encapsulation

7.1 Overview
Fragmentation is the generic decomposition mechanism of the ESG into self-consistent units of data.
In this context self-consistency capability of an ESG Fragment means that:

. ESG Fragments can be obtained in arandom order.

. Each ESG Fragment can be transmitted and updated independently.
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Different types of fragments may exist:
. ESG XML fragments.
. ESG Aucxiliary data.
. Private Auxiliary data.

NOTE 1. Thetransport of ESG Fragmentsis only specified inside ESG Containers as described in this clause with
one exception: the transport of SDP files describing sessions. The transport of those SDP filesis
motivated in clause 5.10.1 and specified in clause 8.5.

The encapsulation of ESG Fragments serves three purposes.

. Aggregation: To reduce the overhead of fragment management information and to support the processing and
transmission of ESG information of considerable size, ESG Fragments are aggregated into ESG Containers.

. Fragment Management: To enable the management of fragment creation, deletion and updates over time the
fragment management information is signalled for each fragment. This allows aterminal to identify new
versions of afragment without actually reading and comparing the content of the fragments.

. Processing Support: To support afast processing of ESG Fragments on the terminal redundant data is added
into the ESG Container to support the fast random access to the content of ESG Fragments.

The specification of the ESG Fragment Encapsulation is divided into these three parts: ESG Container, ESG Fragment
Management Information and ESG Data Repository.

NOTE 2: This clause specifies the encapsulation of ESG Fragments for the case of unidirectional communication
scenarios. The communication of ESG Fragments in point to point communication scenarios is not
described in the present document.

7.2 ESG Container

The ESG Containers are transport objects delivered by the transport layer. They aggregate ESG Fragments to enable the
efficient transport and processing of ESG data. Beside the specification of the syntax and the semantics of the data
fields of an ESG Container also the notion of container identity is specified.

7.2.1 ESG Container Identity and Versioning

The ESG Container is provided a unique identifier (Container_ID) and versioning information. Both Container_ID and
versioning information shall be conveyed at the transport layer. Container_ID shall be a unique number within the
scope of the ESG Fragment Stream. It isvalid to re-use a Container_ID value, provided that sufficient time has elapsed
since the Container_id value was last used. Signalling the Container_ID and versioning information of a contai ner
enables the terminal to determineif an update action has to be taken on a set of fragments cached in the terminal.
Operations signalled by incrementing the versioning information of the container are:

a) anaready contained fragment is updated;

b) anew fragment is added to the container;

c) acontained fragment is removed from the container.
Consequently an ESG Container has the same identity as long as:

d) afragment isnot moved from or to the identified container.

ETSI



42 ETSI TS 102 471 V1.2.1 (2006-11)

7.2.2 ESG Container Syntax

Syntax No. of bits | Mnemonic

container () {

cont ai ner _header {

num structures 8 uimsbf
for (j=0; j<numstructures; j++) {
structure_type[j] 8 uimsbf
structure_id[j] 8 uimsbf
structure_ptr[j] 24 uimsbf
structure_length[j] 24 uimsbf
}

}

for (j=0; j<byte_count; j++) {

structure_body[]j]

}

7.2.3 ESG Container Semantics

Field

Semantics

num_structures

This field specifies the number of structures contained within this container. A value of 0x00 is
invalid.

structure_type[j]

This field specifies the type of structure being referenced, according to table 7.1.

structure_id[j]

This field identifies multiple occurrences of a specific st ruct ur e_t ype. In some cases this is
just an instance identifier and in other cases it is used to distinguish the type of data carried
within the structure (e.g. data repository) as specified in table 7.2.

structure_ptrj]

This field specifies the offset in bytes from the start of this container to the first byte of the
identified structure.

structure_length[j]

This field specifies the length in bytes of the structure pointed to by st ructure_ptr[j].

structure_body[j]

Data forming one or more structures within this container.

It is recommended that entries within the container_header are ordered in ascending structure_type and structure_id. For
example all structures of type data_repository shall be grouped together and items within the group ordered in
ascending structure_id. This enables adevice to efficiently locate a particular structure of interest.

Table 7.1: structure_type assignments

Value Description
0x00 Reserved.
0x01 Fragment Management Information (see clause 7.3).
0x02 Data Repository.
0x03 Index List.
0x04 Index.
0x05 Multi Field Sub Index.
O0xEQ ESG Data Repository.
OxE1l ESG Session Partition Declaration (see clause 8.4.2.1).
OxE2 ESG Init Message (see clause 6.2).
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Table 7.2: structure_type and their matching valid structure_id

Structure_type structure_id Description

0x01 0x00 Fragment Management Information (see clause 7.3)

0x02 0x00 String repository: Data Repository of type String (see
clause 4.8.4.1in TS 102 822-3-2 [21])

0x03 0x0 to OxFF Reserved

0x04 0x0 to OXFE Used to identify a specific instance of an index structure,
within a container

0x05 0x0 to OxFE Used to identify a specific instance of an
multi_filed_sub_index structure, within a container

OXEQ 0x00 ESG Data Repository (see clause 7.4)

OxE1l OxFF ESG Session Partition Declaration (see clause 8.4.2.1)

0xE2 0x00 ESG Init Message (see clause 6.2)

7.3 ESG Fragment Management Information

The Fragment Management I nformation provides the encapsul ation mechanism for a set of ESG fragments, by
providing the ability to assign aunique identifier (f r agnent _i d) for the lifetime of an ESG fragment and indicating
the current version of an ESG fragment.

Each entry references a single ESG fragment carried within the same container.

NOTE 1. There shall only ever be one Fragment Management |nformation structure defined within asingle
container.

NOTE 2: Within the container the fragment management information (fragment_id, fragment_version,
fragment_reference) is aggregated together, separated from the fragments and it is possible to consume
the management information before the fragments in the container.

7.3.1 ESG Fragment Management Information Syntax

The ESG Fragment Management Information syntax is provided by the table defined below.

Syntax No. of bits Mnemonic
encapsul ation_structure () {

encapsul ati on_header {

reserved_ot her _use 2 bslbf
reserved 6 bslbf
fragnment _ref erence_f or mat 8 uimsbf
}
for(j=0; j<fragnent_count; j++) {
encapsul ation_entry {
fragment _reference()[i]
fragment _version[i] 8 uimsbf
fragnment _id[i] 24 uimsbf
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7.3.2 ESG Fragment Management Information Semantics

Field

Semantics

reserved_other_use

This field shall be set to "11".

fragment_reference_format

This 8 bit value defines the format and interpretation of the f r agment _r ef er ence field.
For semantics of the value see table 7.3.

fragment_reference()[i]

This field specifies a reference to an encapsulated ESG Fragment. The interpretation of
this field is dependent on t he fragnent _reference_f or mat . Please refer to
table 7.3 to determine how this field should be interpreted.

fragment_version[i]

An 8 bit value which identifies the version of the encapsulated ESG Fragment referenced
by this entry. When the data for the fragment identified by the f r agment _i d changes,
the fragment_version shall increment modulo 255.

fragment_id[i]

A 24 bit value which uniquely identifies an ESG Fragment within the ESG Fragment
Stream. The value assigned to an ESG Fragment shall be persistent for the life of that
ESG Fragment so long as it is transmitted in the ESG Fragment Stream. It is valid to
re-use a fragment_id value, provided that sufficient time has elapsed since the
fragment_id value was last used. All entries within the encapsul ati on_structure
shall be ordered by ascending f r agnment _i d. This enables the efficient location of a
fragment by using a binary search algorithm.

Table 7.3: Valid fragment_reference_formats

Value Meaning
0x00 to 0x20 Reserved.
0x21 Generic ESG Fragment Reference (see clause 7.3.3).
0x22 to OxEO Reserved.
OxE1 to OxFF User defined.

7.3.3 Generic ESG Fragment Reference Syntax

Syntax No. of bits Mnemonic
fragment _reference () {
esg_fragnent _type 8 bslbf
esg_data_repository_offset 24 bslbf
}

7.3.4 Generic ESG Fragment Reference Semantics

Field

Semantics

esg_fragment_type

This field specifies the Encapsulated ESG Fragment Type referred to by this
reference. This field is coded as specified in table 7.4.

esg_data_repository_offset

This field specifies the offset of the referenced Encapsulated ESG fragment from the
start of the ESG Data Repository.

Table 7.4: Valid esg_fragment_type values

Value Meaning
0x00 Encapsulated ESG XML Fragment (see clause 7.4.3).
0x01 Encapsulated ESG Auxiliary Data (see encapsulated _aux_data() in clause 7.4.5) - (see note).
0x02 Encapsulated Private Auxiliary Data (see encapsulated _aux_data() in clause 7.4.5) - (see note).
0x03 to OxEOQ Reserved.
OXE1 to OxFF User defined.
NOTE: ESG Auxiliary Data and Private Auxiliary data are represented by the same data structure.
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ESG Data Repository

In this clause the ESG Data Repository is specified. The ESG Data Repository can hold any type of ESG Fragment. The
type of the ESG Fragment and the position inside the ESG Data Repository is signalled by the Fragment Management

Information (see clause 7.3).

7.4.1

ESG Data Repository Syntax

Syntax No. of bits| Identifier

esg_data_repository() {

for (i=0;

i <f ragment _count;

i++) {

i f (esg_fragnent _t ype==0x00) {

encapsul at ed_esg_xmnl _fragnent ()

}

i f(esg_fragment_type==0x01 ||
esg_fragnent _type==0x02){

encapsul at ed_aux_dat a()

}

71.4.2

ESG Data Repository Semantics

Field

Semantics

encapsulated_esg_xml_fragment()

This field specifies an Encapsulated ESG XML Fragment as defined in
clause 6.3.

encapsulated_aux_data()

This field specifies an Encapsulated ESG or Private Auxiliary Data Fragment
(see clause 7.4.3).

7.4.3

Encapsulated ESG XML Fragment Syntax

Syntax No. of bits | Identifier

encapsul at ed_esg_xm _fragment () {

i f (Encodi ngVer si on ==

"OxF1"){

Encapsul at edBi

MESGXMLFr agnent ()

}

i f (Encodi ngVer si on ==

"OxF2" ||

Encodi ngVer si on == "0xF3") {

Encapsul at edText ual ESGXM_Fr agrent ()

}

7.4.4

Encapsulated ESG XML Fragment Semantics

Field

Semantics

EncodingVersion

The parameter is signalled in the ESG Init Message specified in clause 6.2.

EncapsulatedBiIMESGXMLFragment

The Encapsulated BiM ESG XML Fragment is specified in clause 6.3.2.

EncapsulatedTextualESGXMLFragment

The Encapsulated Textual ESG XML Fragment is specified in clause 6.3.1.
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7.4.5 Encapsulated Auxiliary Data Syntax
Syntax No. of bits Mnemonic
encapsul ated_ aux_data {
Bi nary_header {
Encodi ng 16 uimsbf
nmet adat aURl
M net ype
anyAttribute()
}
next Byt eBoundary()
AuxDat aLengt h n*8 viuimshf8
AuxDat a AuxDatal ength*8
}
Syntax No. of bits | Mnemonic
anyAttribute {
hasExt ensi on 1
whi | e( hasExt ensi on ==1) {
versionld 8 uimsbf
I engt h 5+ viuimsbf5
ext ensi on length uimsbf
hasExt ensi on 1 bslbf
}
NOTE: Thisbinary format defines the format for the transport of ESG Auxilary Data. This format is compatible
with aBiM representation of the XML Envelope. The BiM profile is the one defined in clause 6.2.3, the
XML Schema definition of the XML Envelopeis the schema defined in clause 7.4.7.
7.4.6 Encapsulated Auxiliary Data Semantics
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Field

Semantics

Encoding metadataURI Mimetype

separated strings:
= the first string specifies the Content-Encoding according to
RFC 2616 [19] and [20];
= the second string the URI of the auxiliary data; and
= the third string the Mime type of the auxiliary data.

in TS 102 323 [8].

AuXx

DatalLength

Specifies the length of the following AuxData field in number of bytes.

Aux

Data

The content of the file.

Field

Semantics

anyAttribute

This function allows the encoding of the wildcard (AnyAttribute) defined in the
XML Schema definition of the XML Envelope in clause 7.4.7.

Basically, this encoding is a loop of extensions. For each extension, a versionld
allows the decoder to know if the extension is known or not. If the versionld is
unknown the decoder should skip the extension field.

hasExtension

This field specifies if an extension is coded or not.

versionld This field specifies the versionld of the extension. This field shall be encoded as
specified in table 7.5. This Id identifies the schema definition for these new
attributes.

length The length in bits of the encoding of new attributes.

extension This field is the encoding of new attributes, which belongs to the schema

identified by the versionld field. It should be decoded by a decoder, which

knows the schema represented by the versionld and skipped by the other

decoders using the length field.

From this schema identified by the versionld and the BiM specification, the
binary representation of these attributes can be deduced.
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Table 7.5: Versionld Values

Value Meaning
0x00 to OXEF DVBReserved
OxFO to OxFF UserPrivate

7.4.7 XML envelope

In this clause the XML Schema Definition of a metadata envelope is specified to illustrate the mapping between the
elements and attributes of the metadata envel ope as specified in TS 126 346 [15] and the binary representation specified
inclause 7.4.5.

<schema xm ns="http://wwm. w3. or g/ 2001/ XM_Schema" el enent For nDef aul t =" qual i fi ed"
attri but eFor nDef aul t ="unqual i fi ed">
<el ement name="net adat aEnvel ope" >
<conpl exType>
<sequence>
<el ement name="AuxData" type ="AuxDataType" m nCccurs="1" maxCccurs="1"/>
</ sequence>
<attribute name="netadataURl " type="anyURl " use="required"/>
<attribute name="encodi ng" type="string" use="required"/>
<attribute name="m nmetype" type="unsignedShort" use="required"/>
<anyAttri bute processContents="skip"/>
</ conpl exType>
</ el ement >
<I-- the format of the data is defined by the encoding attribute and the data is carried in the
AuxDat a el ement encoded in base64 -->
<conpl exType nanme="AuxDat aType" >
<si npl eCont ent >
<restriction base="base64Bi nary"/>
</ si npl eCont ent >
</ conpl exType>
<schema>

8 ESG Transport

In this clause the transport of ESG Containers is described. The present document supports two modes:
a) thesingle stream mode;
b)  the multiple stream mode.

The mode used is signalled by the MultipleStreamTransport field in the ESGAccess Descriptor (see clause 9.1.2).
In both modes ESG Containers are transported in FLUTE dynamic file delivery carousel sessions as described for file
delivery in TS 102 472 [5]. The transport of ESG Containersis specified in clause 8.1.

To enable aterminal to track changes to fragments without having to acquire all the ESG Containers within an ESG
session, a fragment indexing structure has been specified in clause 8.2.

In the single stream mode the ESG Containers are transported as transport objectsin asingle FLUTE session. The
FLUTE Session for the transport of ESG Container is based on the file delivery specified in TS 102 472 [5] in the mode
as described in clause 8.3.

In the multiple stream mode the ESG Containers are transported in multiple FLUTE sessions which are distributed over
severa |P streams. This mode is specified in clause 8.4.

In addition the transport of SDP files for the acquisition of content is specified in clause 8.5.
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8.1 Transport of ESG

In this clause the transport of ESG Containersin FLUTE sessionsis described as it applies to both modes of ESG
transport, the single stream and the multiple stream mode. Clause 8.1.1 specifies how ESG Containers are carried in
Transport Objects, which relies on the FDT for signalling of ESG Container IDs and version changes. Clause 8.1.2
specifies an optional signalling of ESG Container IDs and V ersions based on the Split TOI mechanism. In clause 8.1.3
signalling of ESG consistency and completeness is described.

8.1.1  Transport of ESG Containers

In both modes the single stream mode and the multiple stream mode ESG Containers are transported asfilesin
Transport Objectsin FLUTE sessions. Filesthat are ESG Containers are signalled in the FDT by setting the attribute
Content-Type="application/vnd.dvb.esgcontainer”. The ESG Containers are identified based on the URI signalled in the
"Content-Location" attribute of the "File" elementsin the FDT (see clause 8.1.2). The version change of the ESG
Containers are signalled based on the TOI and the FDT Instance ID as described in clause 8.1.2.

The ESG Containers may be compressed with GZIP (RFC 1952 [7]). To signal that the ESG Container is compressed
with GZIP the Content-Encoding attribute in the FDT shall be set to "gzip". The encoding of transport objects shall not
change for a particular ESG Container.

Initialization information for the processing of ESG data shall be carried in one ESG Container called the ESG Init
Container. In the present document the initialization information is composed of:

. one ESG Init Message specified in clause 6.2;
. an optional ESGMain Fragment as specified in clause 6.2.1;
. an optional Index List Structure as specified in clause 8.2;
. an optional Index Structure as specified in clause 8.2; and
. in case the multiple stream mode one ESG Session Partition Declaration specified in clause 8.4.2.1.
The Transport Object carrying the ESG Init Container shall be identified by the containerID 1 (see clause 8.1.2).
NOTE: TheFDT hasto be processed to identify the transport object carrying the ESG Init Container. Then the

ESG Init Container has to be processed to initialize the ESG processing.

8.1.2 ESG Container Identification and Version Information using
ALC/FLUTE

ESG Containers are used to carry a number of different types of ESG data. This ranges from ESG initiaization
information (e.g. ESG Init Message, ESG Session Partition Declaration, Index data) to ESG fragments.

An ESG Container isidentified by a 16bit integer value (Container_ID) that shall be unique within an ESG Fragment
Stream. When containers are delivered in the multiple stream mode, the Container_ID shall be unique across all 1P
streams forming that ESG.

An ESG Container is delivered as afile within a FLUTE session (see clause 8.1.1). Since an ESG Container is
identified using its Container_id value, this shall be used to form a unique URI, that is used for the " Content-L ocation"
attribute of the "File" element within the ESGs FDT.

The URI shall conform to the following format:
<context>:<Container_ID>

Where the "<Container_ID>" tag is replaced by the actual ESG Container 1D, represented as a Alphanumeric
representation of its decimal value.

Where it is recommended that the "<context>" tag is replaced by "urn:dvb:ipdc:esg:cid".
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An example of an instantiation for an ESG Container with Container_ID = 23is:
urn:dvb:ipdc:esg:cid:23
Clause 7.2.1 specifies the requirement on the transport to signal version changes of an ESG Container.

The version change of the ESG Containers are signalled based on the TOI and the FDT Instance ID as described for file
delivery in clause 6.1.12 of TS 102 472 [5].

In addition when using the Split TOI mechanism described in clause 8.1.3 a container Version_ID is carried as part of
the TOI, and so version changes can be directly inferred by the terminal from the TOI (see clause 8.1.3.1).

8.1.3 Version Signalling in the Split TOI field

While using FLUTE as the transport protocol for the ESG, it is mandatory to signal ESG Container ID and version
changesin the FDT as described in clause 8.1.2. Additionally the ESG Container ID and version may be signalled by
the mechanisms described in this clause, which define how the TOI field provides the required versioning information.

FLUTE isbuilt on Asynchronous Layered Coding (ALC), version 1. ALC isitself aprotocol instantiation of Layered
Coding Transport building block (LCT) (RFC 3450 [9], RFC 3926 [10] and RFC 3451 [11]).

TheLCT TOI fieldis 32 x O + 16 x H hitsin length where the Transport Object Identifier flag (O) length is 2 bits and
the Half-word flag (H) length is 1 bit. The maximal length of the TOI istherefore 112 bits (i.e. 14 bytes).

The present document provides the possibility to use the TOI field in order to indicate the identifier of the transported
object, and the version of this latter as well.

When a version identifier is assigned to a transported object through the LCT header, the TOI field is split into two
parts: the first part (Most Significant Bits) is alocated to the actual object identification (e.g. a Container_ID), the
second part (Less Significant Bits) is alocated to the version identifier (e.g. acontainer Version_ID).

The receiver detects the fact that the TOI is split (or not) thanks to out-band signalling (these mechanisms are outside
the scope of the present document) or thanks to the FLUTE FDT of the actual delivery session. To carry this
information, a new attribute "Version-ID-Length” is defined within the FLUTE FDT Instance. This attribute is used to
define the structure of the TOI field. This attribute MAY be common for all the delivered objects of agiven FDT
Instance, or MAY be provided for individual filesin the "File" elements of the FDT Instance. Where this attribute
appearsin both the "FDT-Instance" and the "File" elements, the value of the attribute provided in the "Fil€" element
takes precedence. The "Version-ID-Length" attribute is optional. The receiver SHALL understand that agiven TOI is
not split when the "Version-ID-Length" attribute is neither present within the given "File" element attributes of the
FDT, nor the FDT common attributes and when no out-band signalling indicates that this given TOI is split.

The use of the Split TOI shall not change for the identified object e.g. for a particular ESG Container.

NOTE 1: The Split TOI can not be used for the FDT itself. The TOI of the FDT isfixed to "0". The FDT Instance
ID iscarriedinthe LCT EXT_FDT Header.

NOTE 2: The Split TOI reserves a TOI value range for an identified object. A TOI of areserved TOI value range
shall not be used by another identified object. Asthe TOI of the FDT isfixed to "0" the object identifier
"0" (e.g. the Container_ID) shall not be assigned in the case the Split TOI is used.

The XML Schema definition of the "Version-ID-Length” attribute is the following.

<schema t ar get Nanespace="urn: dvb: i pdc: esg_f | ute_ext: 2005" xml ns: ef ="urn: dvb: i pdc: esg_f | ut e_ext: 2005"
xm ns="http://ww. w3. or g/ 2001/ XM_Scherma" el ement For nDef aul t =" qual i fi ed"
attri but eFor nDef aul t =" unqual i fi ed">
<attribute nanme="Version-|D Length"
t ype="unsi gnedLong"
use="optional "/ >
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8.1.3.1 Expected Receiver behaviour while using the FDT

When aterminal receives a transport object in asession for the first time, it detects through the FDT whether the object
TOI issplit or not, and in the case it is split, the length of the Version_ID.

EXAMPLE: Within a32bit TOI field, if the "Version-ID-Length" equals to 16, the 16 less significant bits are
alocated to the Version_ID, and the 16 most significant bits are allocated to the Container_ID of
the given transported object (in case the transported object isa ESG Container).

Thisway, the terminal can distinguish based on the TOI field updated transport objects from completely new objects.
The terminal MAY locally replace a given object whose version is older than the delivered version, immediately after
the reception of the new-version object (i.e. without waiting to receive the FDT).

8.1.3.2 Example of FDT Instance that carries TOI splitting information (informative)

<?xm version="1.0" encodi ng="UTF-8"?>
<FDT- | nst ance
xm ns ="urn:dvb:ipdc: cdp: flute: fdt: 2005" xm ns: ef ="urn: dvb:i pdc: esg_fI ut e_ext ensi on: 2005"
Expi res="2890842807" >
<File
Cont ent - Locat i on="ur n: dvb: i pdc: esg: ci d: 1"
ef: Version-| D- Lengt h="16"
TA ="65537"/ >
<File
Cont ent - Locat i on="ur n: dvb: i pdc: esg: ci d: 2"
ef: Version-| D-Lengt h="16"
TO ="131073"/ >
<File
Cont ent - Locat i on="ur n: dvb: i pdc: esg: ci d: 3"
TO ="196608"/ >
</ FDT- | nst ance>

In this example, the objects which TOI are "65537" and "131073" are for example ESG Containers for which the Split
TOI isdeclared. For these two transported objects, the associated LCT TOI field is split into two parts: the first part
(Most Significant Bits) of the field is allocated to the Container_ID and the second part (Less Significant Bits) is
allocated to the 16bit Version_ID.

For the first object, the TOI field, in a binary format, is: "010000000000000001"
Thus, the Container_ID isequal to "1" and the current Version_ID isequal to "1".

For the second object, the TOI field in abinary format is. " 100000000000000001"
Thus, the Container_ID isequal to "2" and the current Version_ID isequal to"1".

The transported object which TOI is"196608" (TOI field equals to "110000000000000000" in a binary format) isa
ESG Container for which no Split TOI is declared.

8.1.4 ESG consistency

For transport, an instance of the ESG Data Model is decomposed into ESG XML Fragments. It is mandated that the
instance of the ESG Data Model is avalid instance according to the XML Schema Definition [17]. In addition the ESG
XML Fragments contain references to other ESG XML Fragments. The instance of the ESG Data Model is called
consistent, if the referenced ESG XML Fragments exist in the instance of the ESG Data Model.

For example by adding a particular ESG XML Fragment the consistent instance of the ESG Data Model can become
inconsistent if this ESG XML Fragment refersto an ESG XML Fragment which is not contained in the instance. This
instance can become consistent again as soon as the referred ESG XML Fragment is added to the instance. The ESG
provider should only provide consistent instances of the ESG Data Model.

Asthe instance of the ESG Data Model is decomposed into ESG XML Fragments those ESG XML Fragments building
up an Instance at a certain point in time have to be indicated. To enable afast determination of the Transport Objects
containing ESG XML Fragments building the most recent instance of the ESG Data Model the following signalling in
the FDT is specified.

The ESG Containers are delivered over FLUTE dynamic file delivery carousel sessions, as defined in TS 102 472 [5].
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At each given time, and within each FLUTE session that is used for the transport of ESG Containers, the receivers are
proposed a set of Transport Objects by the sender. Note that thisis up to each receiver to filter the Transport Objects of
itsinterest within the set of Transport Objects.

A new attribute "FullFDT" is created within the element "FDT-Instance" of the FDT to indicate to the receivers that the
FDT Instance contains the exact set of Transport Objects that are currently scheduled for transmission by the sender, in
the actual FLUTE session.

This attribute differs from the existing "Complete" attribute in that the "Complete" attribute indicates that no new
objects description will be provided in future FDT Instances within this session.

The XML syntax of the "FullFDT" attribute within the FLUTE FDT is the following.

<attribute name="Ful | FDT"
t ype="bool ean"
use="optional" default="fal se" />
</ schema>

A FDT instance in which the attribute " FullFDT" is set to TRUE, describes al the Transport Objects that are currently
scheduled for transmission, at a given time, within the actual FLUTE session.

No assumption SHALL be made about the fact that a given FDT instance for which the attribute "FullFDT" is absent or
set to FALSE, contains the exact set of Transport Objects that are currently scheduled for transmission by the sender, in
the actual FLUTE session.

When two FDT instances with attribute "FullFDT" isequal to TRUE are received by areceiver and valid in agiven
time (that is to say they have not expired), the FDT instance with the highest FDT Instance ID SHALL be used by the
terminal.

When one FDT instance with attribute "FullFDT" isequal to TRUE, and another FDT instance where the attribute
"FullFDT" is absent or set to FALSE, are received and valid in a given time, the terminal should not make any
assumptions about the set of transport objects currently scheduled for transmission unlessthe FDT Instance with
atribute "FUllFDT" equals to TRUE has a higher Instance ID than the valid FDT instance which attribute "FUllFDT" is
absent or set to FALSE.

Note that this mechanism appliesto each individual ESG FLUTE session that contributes to the actual ESG Fragment
Stream.

8.2 Indexing overview

To enable aterminal to track changes to fragments without having to acquire al the fragment containers within an ESG
session, a fragment indexing structure has been specified. This structure consists of index list, index and one or more
optional sub indices. Thisindexing allows aterminal to monitor for changes to ESG Fragments from one structure.

When afragment index is transmitted in an ESG multi stream mode, the index shall be carried on the Announcement
Carousel of the ESG. In the case of the ESG delivered as a single stream mode, the index shall be carried on the same
IPFlow as that of the ESG fragments.

The index structure is based on that defined within TS 102 822-3-2 [21].

The presence of the fragment index is announced using the Index_list structure (see TS 102 822-3-2 [21]), whichis
carried within the ESG Init Container (see clause 8.1.1).
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Index

list Index

—»{ Subindex

L—»{ Subindex

Figure 8.1: Overview of index structure

Figure 8.1 depicts the Index structure when separating a single index into multiple Sub Indexes. In the case of a multi
stream mode ESG this division point is based on the |PFlow. Therefore the Index is keyed on |PFlow, Fragment_id and
Fragment_version, and a single Sublndex will have all entries from one IPFlow (Session). In the case of asingle stream
mode ESG there is only one | PFlow in which case there will be one Sublndex, which contains all fragment entries.

8.2.1 IPDC Index specification

8211 Index List Structure

The purpose of the Index list structure isto announce the set of available Indexes within the ESG stream. A definition
of the Index List structure can be found in clause 4.8.5.2 of TS 102 822-3-2 [21].

A number of parameters are used to announce an | ndex:

fragment_type: Thisfield identifies the type of fragment that is being referenced by an Index entry. Thisfield may
take the value of 0x00, which signalsto the terminal that an index entry does not reference any or any specific type of
fragment.

num_fields: Thisfield identifies the number of index keys forming the index.

EXAMPLE: If we have an index keyed on Service Id and Schedule Event start date/time, we would have two
keysi.e. Service Id and Schedule Event start date/time.

field_identifier: Thisfield identifies a key on which theindex is based. Typically thisisawell known value for a
specific field value. In the present document a number of values for thisfield has been specified (see table 8.1).

field_encoding: Thisfield signals how the data value associated with the field_identifier are represented/encoded
within the sub index structure. A set of valid values has been defined in tables 8.3 and 8.4.

index_container: Thisfield signals the identifier of the ESG Container which carries the announced Index.

index_identifier: Thisfield signals the indexes structure_id value within the identified container. This provides the
ability to carry multiple Index structures (for different indexes) within the same container.

Table 8.1: Valid field_identifier values

Value Description
0x0000 Reserved.
0x0001 IPFlowlD as declared within the ESG Session Partition declaration.
0x0002 fragment_id as declared within the fragment management information.
0x0003 fragment_version as declared within the fragment management information.
0x0004 to OXFFFF  |Reserved.

8.2.1.2 Index Structure

The Index structure is used to declare global settings for the Index and also to declare the set of sub indexes that make
up the index and the range of values that can be found within a given sub index. A definition of the Index structure can
be found in clause 4.8.5.4 of TS 102 822-3-2 [21].
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The container in which each declared sub index is carried is signalled by the sub_index_container field, and the sub
index structure within that container is signalled via the sub_index_identifier.

In the present document the overlapping_subindex flag is not supported. Only single layer_sub_indexes are supported.

8.2.1.3 Sub Index Structure

The Sub Index structure hold the actual index entries where all entries are ordered in increasing order based on each
index key. In one ESG fragment stream, only single_layer_sub_index is alowed. Use of multi_layer_sub_index is not
supported. A full definition of the single_layer_sub_index structure can be found in clause 4.8.5.5 of

TS 102 822-3-2 [21].

8.2.1.4 Fragment Locator References
Fragment Locator references are used with an index entry to reference an ESG fragment.

The following fragment locator type is used within the IPDC ESG fragment index to signal the container in which the
declared fragment can be found.

Syntax No. of bits Mnemonic
contai ner_fragnent_| ocator () {
Container_ID 16 uimbsf
}
Field Semantics
Container_ID The Container in which the indexed fragment can be found.

The use of this container_fragment_locator shall be signalled within the index structure by setting the
fragment_locator_format field to a value of OXEL.

8.2.1.5 ESG Fragment Index

The ESG fragment Index is used to enable aterminal to know in which container a particular fragment is located and
which isthe current version of that fragment.

8.2.1.6 Index List Structure Instantiation

The following table defines the set of values that the field_identifier and field_encoding fields shall take to announce
the fragment index within the Index_list structure. These fields shall be declared in the order in which they appear in the
following table.

field_identifier field_encoding
0x0001 (IPFlowID) 0x0206 (unsigned Byte)
0x0002 (fragment Id) 0x0201 (unsigned long)
0x0003 (fragment_version) 0x0101 (unsigned short)

In addition the fragment_type field shall be set to "0x00".

8.21.7 Index Structure Instantiation

The Index structure for the fragment index shall have the following settings.

Index field value
overlapping_subindexes 0
single_layer_sub_index 1
fragment_locator_format OxE1l
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The fragment Index is split into a number of sub indexes based on the IPFlowlD field. There shall be at least one sub
index for each IPFlowlD value, where the IPFlowlI D value corresponds to the declaration within the ESG Session
Partition Declaration. In the case of a single stream mode ESG, where there is no session partition strategy declaration
the IPFlowl D field shall always take the value of 0x00. Typically a sub index will contain al fragment entries for
fragments carried on that IPFlow (identified using |PFlowl D). However if the sub index becomes too big then it may be
split into further sub indexes, as required.

8.2.2 Multi Field Sub Index Structure Instantiation

The sub index structure for the fragment index shall take the form of asingle layer_sub_index structure. The muilti field
header shall have the following settings.

Index field value
leaf field 0
multiple_locators 0

Each entry within the single layer sub index structure shall be formed of an IPFlowlID, fragment Id, followed by a
fragment version. As has been signalled in the Index structure the fragment_locator field shall contain a
container_fragment_reference, which signals the container in which the indexed fragment is located.

8.3 ESG Single Stream Transport

In the single stream mode the ESG Containers are transported as transport objectsin asingle FLUTE session. The
FLUTE Session for the transport of ESG Container is based on the file delivery specified in TS 102 472 [5]. The
FLUTE session is described as specified in clause 9.1.2 for the ESGA ccessDescriptor.
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Figure 8.2: Diagram of the Single Stream Transport of the ESG
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8.4 ESG Multiple Stream Transport

In this clause the transport of the ESG on multiple IP streamsis specified. In the next clause an introduction to multiple
stream transport is given. The multiple stream transport is divided into FLUTE Sessions transporting parts of the ESG
and a particular FLUTE session called Announcement Channel. The Announcement Channel transports initialization
information as specified in clause 8.4.2. The remaining FLUTE sessions transporting the ESG are specified in

clause 8.4.3.

84.1 Introduction

The set of ESG Fragments making up an ESG metadata stream, may amount to alarge set of data, which could
overwhelm the terminal, and/or consume valuabl e resources (battery power, CPU, memory). It is aso envisaged that
there will be awide diversity of terminals deployed with varying functionality, and features. Some terminals will only
require avery small subset of the possible ESG data to be able to function, where as others may require richer metadata
to support more advanced functionality.

Thereforeit is advantageous to be able to split the ESG metadatainto a number of separate | P streams. The set of data
carried on each I P stream will be based on some partitioning strategy. One common strategy may for example be based
on when the content is available (based on its scheduled data time), where one I P stream contains all fragments for
content and services available within the next 12 hours. Another |P stream may then contain all fragments for content
and services available beyond 12 hours. It is quite possible that fragments are relevant for multiple I P streams, in which
case they shall be delivered within the first one that is appropriate and may be delivered in othersif needed for
consistency of the data.

A partitioning strategy may be based on more than one criterion. A possible strategy may for example be based on
Service and scheduled date, time. In this case, one IP stream carries data for Service X available within the next 7 days.
Another IP stream may then carry data for Service X available beyond 7 days.

The partitioning strategy used and the set of |P streams that form this partitioned ESG are signalled within an ESG
Session Partition Declaration. The ESG Fragments contained in each session are listed in fragment indices.
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Both the ESG Session Partition Declaration (defined in this clause) and the Fragment Indices (see clause 8.2) are carried

in the Announcement Carousel on aknown IP stream that is signalled within the ESG Access descriptor (see

clause 9.1.2).
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8.4.2 Announcement Carousel

The announcement carousel carries the ESG Init Container as specified in clause 8.1.1 and optional ESG Containers
carrying the Fragment Index (see clause 8.2). The ESG Init Container in the Announcement Carousel contains the ESG
Session Partition Declaration, which describes a particular partitioning strategy. The ESG Session Partition Declaration
isidentified within the Container by setting the structure_type field to OxE1 and the structure_id field to OxFF within
the container header.

The set of containers forming an I P stream shall be delivered using FLUTE as described in clause 8.1. The FLUTE
Session transporting the Announcement Carousel is described as specified in clause 9.1.2 for the ESGA ccessDescriptor.
The FLUTE Session transporting the ESG Containers are described as specified in clause 8.4.2.1 for the ESG Session
Partition Declaration.

8421 ESG Session Partition Declaration

For signalling of partition strategy the declaration specified in this clause is instantiated. The ESG Session Partition
Declaration tells the terminal, how the ESG is partitioned, what are the partitioning criteria for each session. ESG

Session Partition Declaration is aso the entry point to the optional fragment indices that may be transported in the same
carousel.

8.4.2.1.1 ESG Session Partition Declaration Syntax
Syntax No. of bits Mnemonic
ESG Session Partition Declaration{
num fiel ds 8 uimsbf
over | appi ng 1 bslbf
reserved 7 bslbf
for(k=0; k<numfields; k++) {
field_identifier[k] 16 bslbf
fiel d_encodi ng[ K] 16 bslbf
field_l ength[ K] 8 uimsbf
}
n_o_| PStreans 8 uimsbf
| PVer si on6 1 bslbf
Reserved 7 bslbf
for(i=0; i<n_o_IPStreans; i++){
I PStrean D[ i ] 8 uimsbf
i f(1PVersion6){
ESGSour ceAddr ess[ i | 128 bslbf
| PAddr ess[i ] 128 bslbf
}el sef
ESGSour ceAddr ess[i ] 32 bslbf
| PAddr ess[i ] 32 bslbf
}
Port[i] 16 uimsbf
Sessionl D[ i ] 16 uimsbf
for(k=0; k<numfields; k++) {
i f(field_length[k]==0){
l'ength[i][k] 8+ vluimsbf8
}
i f (overl appi ng) {
start_field_value[i][k] bslbf
}
end_field_value[i][K] bslbf
next Byt eBoundar y()
}
}
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8.4.2.1.2 ESG Session Partition Declaration Semantics
Field Semantics
num_fields The number of criteria (fields) that describe the partitioning strategy. For example the
strategy may be based on service and broadcast time.
overlapping When set to "1" signals that identifies if the partitions are overlapping according to the value

ranges of the identified fields.

field_identifier[k]

Identifies a criteria (field) on which the fragments are partitioned. This may be a conceptual
field, as well as one from the data model (see table 8.2).

field_encoding[k]

Signals how the field data is encoded. e.g. String, Integer, float (see tables 8.3 and 8.4).

field_length[k]

Specifies the size of the start_field[k] and end_field[k] in number of bytes. The value of
"0x00" is used to indicate that the field is variable in length.

n_o_IPStreams

Signals the number of IP Streams described in this ESG Session Declaration.

IPVersion6

This Flag when set to "1" signals that IP version 6 Addresses are used within the
declaration. This Flag when set to "0" signals that IP version 4 Addresses are used within
the declaration.

IPStream|DJi]

Identifies the IP Stream in the ESG Fragment Stream. The IPStreamID is used to key the
IP stream in the Fragment Index.

ESGSourceAddressJi] The ESG IP Source address. The use of this Source Address along with the IPAddress
field uniquely identifies the IP Stream.

IPAddressJi] Destination IP address of indexed delivery session.

Port[i] The IP port on which the ESG Containers shall be delivered.

SessionlID[i] The ALC Session ID which when combined with the ESGSourceAddress and IPAddress
uniquely identifies the ALC session on which the ESG data shall be delivered.

length[i][K] Specifies in Bytes the sum of the lengths of the start_field_value[i][k], end_field_value[i][k]

and the nextByteBoundary().

start_field_value [i][k]

Specifies the minimum value of a range of field values. The range of field values
characterizes fragments contained in this partition k according to the criteria signalled in the
field_identifier[k]. The encoding and size of this field is specified in table 8.4.

end_field_value [i][k]

Specifies the maximum value of a range of field values. The range of field values
characterizes fragments contained in this partition k according to the criteria signalled in the
field_identifier[k]. The encoding and size of this field is specified in table 8.4.

Table 8.2: Semantics of field_identifier values

Value Encoding Meaning
0x00 0x0101 (unsigned short) |The number of hours for which the fragments are valid. This may be used
to split the ESG into various schedule depths.
0x01 0x0000 (string) The URI of the Service fragments Serviceld, This may be used to carry

all fragments relevant to a particular service.

0x02 to OXEF

DVB Reserved.

OxFO to FE User Defined.
OxFF Reserved.
Table 8.3: Semantics of field_encoding values
Value Meaning

0x0000 Field contains an inline string in UTF-8 (RFC 3629 [14]). For this
field_encoding the field_length shall be set to 0x00.

0x0001 to OXO0FF Field is an offset in bytes from the start of the string data repository
structure.

0x0100 to Ox01FF Field contains an inline 2-byte value.

0x0200 to 0x0201 Field contains an inline 4-byte value.

0x0300

0x0401

0x0204 to 0x0206 Field contains an inline 1-byte value.

0x0202 to 0x0203 Field is variable length representation of an integer. For this
field_encoding the field_length shall be set to 0x00.

0x0302 Field contains an inline 8-byte value.

0x0400

0x0204 to Ox02FF Undefined.

0x0402 to 0x04FF

0x0500 to OXFFFF Reserved for future use.
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Table 8.4: Encoding types and their respective sizes

field_encoding Description Encoding Size in bits
0x0000 string type Null-terminated string variable (8+)
0x0001 to OXO0OFF  |Reserved for custom
string types
0x0100 signed short two's complement - Big-Endian 16
0x0101 unsigned short unsigned binary - Big-Endian 16
0x0102 to OXO1FF |Reserved for custom 16
2-byte types
0x0200 signed long two's complement - Big-Endian 32
0x0201 unsigned long unsigned binary - Big-Endian 32
0x0202 variable length signed one bit to indicate sign (0: positive, 1: negative), |variable (6+)
integer followed by abs(value) using viuimshf5.
0x0203 variable length unsigned |vluimsbf3 variable (8+)
integer
0x0204 boolean O:False 1:True 8
0x0205 signed byte two's complement 8
0x0206 unsigned byte unsigned binary 8
0x0207 to OX02FF |Reserved for custom
integer types
0x0300 signed float IEEE 754-1985 [16] 32
Big-Endian
0x0301 Reserved
0x0302 signed double IEEE 754-1985 [16] 64
Big-Endian
0x0303 to OXO3FF  |Reserved for custom
rational types
0x0400 dateTime Modified Julian Date and Milliseconds (TVA BiM |64
codec, clause 4.4.2.4.2in TS 102 822-3-2 [21])
0x0401 date Modified Julian Date (TVA BiM codec, 32
clause 4.4.2.4.3in TS 102 822-3-2 [21])
0x0402 to OXO4FF  |Reserved for custom
binary fragments
0x0500 to OXFFFF  |Reserved for future use

The ESG Session Partition Declaration shall be carried as a structure within the ESG Init Container. The structure shall
be signalled by setting the structure_type field within the container header to OXEL. The corresponding structure id field
shall be set to Oxff (see clause 7.2.3).

NOTE: TheFLUTE Sessions transporting the ESG Containers are described as specified in this clause for the
ESG Session Partition Declaration. The parameters fixed for the description of the FLUTE session
transporting the announcement carousel in clause 9.1.2 also apply to al FLUTE Sessions described
within the Partition Declaration.

8.5 Transport of SDP Files for Acquisition

SDP Filesfor the acquisition of content can be transported separate from the ESG Fragments as described in
clause 5.10.1. These SDP files are transported in ALC/FLUTE sessions as described for file delivery in TS 102 472 [5].

NOTE 1: According to clause 5.10.4 the SDP file may aternatively be inlined in the Acquisition Fragment.
NOTE 2: The number of different SDP files transported in one ALC/FLUTE session is not restricted.

NOTE 3: Thetransport of SDP Filesin an ALC/FLUTE session MAY use the mechanism to split the LCT TOI
field as described in clause 8.1.
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9 ESG Bootstrapping

In this clause the ESG bootstrap processis specified. Asintroduced in clause 4 several ESGs can be transported in
parallel on an IP Platform. To indicate to the receiving terminal the availability of ESGs the specification consists of the
following parts:

a) The ESG Bootstrap Descriptors are specified in clause 9.1. The Bootstrap Descriptors provide information
about the ESG Provider and the Acquisition of available ESGs.

b)  The Transport of the Bootstrap Descriptorsis specified in clause 9.2.

9.1 The ESG Bootstrap Descriptors

Two kinds of Bootstrap Descriptors are signalled: the ESGProviderDiscovery descriptor and the ESGA ccessDescriptor.

The ESGProviderDiscovery descriptor specifies the ESG providersthat deliver ESGsin agiven |P Platform (see note).
The ESGProviderDiscovery descriptor is represented as atextual XML file. Based on the ESGProviderDiscovery
descriptor the user or the terminal may select the ESG to boot with. Based on the ESGProviderI D associated to each
described ESGProvider the terminal may parse the related ESGA ccessDescriptor to boot the ESG.

NOTE: Itisassumed that agiven ESG Provider delivers only one ESG at agiven time, in agiven |P Platform.

The ESGAccessDescriptor is abinary representation of ESG Acquisition information. The ESGA ccessDescriptor
specifies the Acquisition information related to a particular ESGProviderID signalled in the
ESGProviderDiscoveryDescriptor.

9.1.1 ESGProviderDiscovery Descriptor

ESGProvider Discovery Descriptor Syntax

<schema t ar get Nanespace="ur n: dvb: i pdc: esgbhs: 2005" xmnl ns: bs="ur n: dvb: i pdc: esgbs: 2005"
xm ns: npeg7="ur n: npeg: npeg7: schena: 2001" xm ns="http://ww. w3. or g/ 2001/ XM_Schena"
el enent For nDef aul t =" qual i fi ed" attri buteFornDefaul t ="unqual i fied">

<i mport nanespace="ur n: npeg: npeg7: schema: 2001" />

<conpl exType nane="ESGProvi der Type" >
<sequence>
<el ement name="Provi derURI " type="anyURl"/>
<el ement nane="Provi der Nane" type="npeg7: Text ual Type"/>
<el ement name="Provi der Logo" type="npeg7: TitleMedi aType" m nCccurs="0"/>
<el ement name="Provi der| D' type="positivelnteger"/>
<el ement nanme="Provi der| nformati onURL" type="anyURI " m nCccurs="0"/>
<el ement nanme="Privat eAuxiliaryData" type="anyType" m nCccurs="0"/>
</ sequence>
<attribute name="format" type="anyURlI" use="optional" defaul t="urn:dvb:ipdc: esg: 2005"/ >
</ conpl exType>

<el ement nane="ESGPr ovi der Di scovery">

<conpl exType>
<sequence>

<el ement nane="Servi ceProvi der" type="bs: ESGProvi der Type" maxCccur s="unbounded"/ >

</ sequence>
</ conpl exType>

</ el ement >

</ schema>
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ESGProviderDiscovery Descriptor Semantics

Field Semantics
ProviderURI Specifies a URI uniquely identifying the ESG provider. For instance this URI can be
an internet DNS domain name registered by the ESG Service Provider that uniquely
identifies the Service Provider.

ProviderName Name of the ESG Service Provider in a textual format. This name can for instance be
displayed to the user.

ProviderLogo Specifies a representation of the ESG Provider promotional logo.

ProviderID This ID is used to identify uniquely the ESG provider in the ESG Access Descriptor.

The ESG provider must register the ProviderID at the authority that manages the
bootstrapping channel to guarantee uniqueness.
ProviderinformationURL |Specifies a URL of more detailed information about the service provider.

PrivateAuxiliaryData Specifies auxiliary data in a private format. This is an extension point which can be
used by the ESG provider for private data.
format Specifies the format of the ESG provided by this ESG provider. This value shall be set

to urn:dvb:ipdc:esg:2005 for ESG compliant to the present document.

9.1.2 ESGAccessDescriptor

ESGAccessDescriptor Syntax

Syntax No. of bits Mnemonic

ESG Access Descri ptor{

n_o_ESGEntries 16 uimsbf

for(i=0; i<n_o_ESGEntries; i++){

ESGEntry[i] ()

}

}
Syntax No. of bits Mnemonic

ESGENt r y{

ESGEnt r yVer si on 8 uimsbf

ESGEnt ryLengt h 8+ vluimsbf8

Mul ti pl eStreanTransport 1 bslbf

| PVer si on6 1 bslbf

Reserved 6 bslbf

Provi der | D 16 uimsbf

i f(1PVersion6){
Sour cel PAddr ess 128 bslbf
Desti nati onl PAddr ess 128 bslbf

}el sef
Sour cel PAddr ess 32 bslbf
Dest i nati onl PAddr ess 32 bslbf

}

Por t 16 uimsbf

TSI 16 uimsbf
}
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ESGAccessDescriptor Semantics

Field

Semantics

n_o_ESGEntries

Specifies the number of ESGEntries in which access information to ESGs is signalled.

ESGEntryVersion

Specifies the version of the ESG Entry Specification. The value shall be set to "1".

NOTE 1: This version is incremented if the specification of ESG Entry is changed in
a not forward compatible way;

NOTE 2: A receiver should only decode ESG Entries which it complies to.

ESGEntryLength

The EntryLength specifies the length of the ESGEntry in Bytes excluding the

ESGEntryVersion and EntryLength fields.

NOTE 3: This allows forward compatible implementations even if fields are added in
the future to the ESGAccessDescriptor.

MultipleStreamTransport

If set to "1" specifies that a FLUTE session is described which transports an
Announcement Carousel Session (see clause 8.4). If set to "0" specifies that a FLUTE
session is described which contains all ESG Containers of that ESG (see clause 8.3).

If set to "1" specifies that the SourcelPAddress and the DestinationIPAddress are

IPVersion6 signalled according to IP version 6. If set to "0" specifies that the SourcelPAddress
and the DestinationIPAddress are signalled according to IP version 4.
This ID is used to identify uniquely the ESG provider in the ESGProviderDiscovery
ProviderID Descriptor. The ESG provider must register the ProviderID at the authority that

manages the bootstrapping channel to guarantee uniqueness.

SourcelPAddress

Specifies the source IP address of the FLUTE session transporting the ESG. The
IPVersion is signalled by the IPVersion6 field.

DestinationIPAddress

Specifies the destination IP address of the FLUTE session transporting the ESG. The
IPVersion is signalled by the IPVersion6 field.

Port

Specifies the port number of the IP Stream of the FLUTE session in which the ESG is
transported.

TSI

Specifies the Transport Session Identifier (TSI) of the FLUTE session in which the
ESG is transported.

According to the file delivery specification in TS 102 472 [5] the following information is required to launch aFLUTE
agent in the terminal. The listed fields are specified in the ESGA ccessDescriptor except the ones printed italic. For
those printed italic default values are assumed as listed:

1) Thesource IP address.

2)  Thenumber of channelsin the session isfixed to be 1.

3) Thedestination IP Address of the only channel of the session.

4)  The port number of the only channel of the session.

5)  The Transport Session Identifier.

6) The start and end time of the sessionisfixed to be O - 0.

7)  Theprotocol isfixed to be FLUTE/UDP.

8) Themediatypeisassumed to be "application" and the format list contains only oneitem "0".

9.2

Transport of ESG Bootstrap Descriptors

The ESG Bootstrap Descriptors are transported on ALC/LCT as specified in TS 102 472 [5] for FLUTE sessions.

According to the file delivery specification in TS 102 472 [5] the following information is required to launch a FLUTE
agent in the terminal. Asthereis no explicit signalling of the parameters the following parameters are assumed:

1) Thesource P addressis not fixed.

2)  The number of channelsin the session is fixed to be 1.

3) Thedestination IP Address of the only channel of the session is fixed to 224.0.23.14 for IP Version 4 or
FF0X:0:0:0:0:0:0:12D for IPVersion 6 asitisregistered for "DvbServDisc" in [13] respectively [23].

4)  The port number of the only channel of the session is the port for "ipdcesgbs' asit is registered in [22].
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5) The Transport Session Identifier is not fixed.

6) The start and end time of the sessionisfixed to be O - 0.

7)  Theprotocol isfixed to be FLUTE/UDP.

8) Themediatypeisassumed to be "application" and the format list contains only oneitem "0".
Additionally the following restrictions apply:
The FEC scheme is fixed to be the compact no-FEC code asiit is specified in TS 102 472 [5].

The FLUTE bootstrap session shall be delivered to destination |P address as it is registered for "DvbServDisc" in [13]
respectively [23] on the port for ipdcesgbs asit isregistered in [22] and shall be the only FLUTE session on that
multicast group/port. Thus, the receiver may assume that the first FLUTE session detected (Source |P Address/TSl) on
that destination address/port is the bootstrap session.

The ESG Bootstrap Descriptors are transported as files in Transport Objectsin FLUTE sessions. The
ProviderDiscovery Descriptor fileissignalled in the FDT by setting the attribute Content-Type="text/xml". The
ProviderDiscovery Descriptor shall be represented in UTF-8 character encoding (RFC 3629 [14]). The

ESGA ccessDescriptor fileissignalled in the FDT by setting the attribute Content-
Type="application/vnd.dvb.ipdcesgaccess".

NOTE: The mechanism of Split TOI described in clause 8.1.3 may also be applied in the case of ESG Bootstrap
Descriptor transport.
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Annex A (informative):
TV-Anytime Datatypes

In this annex the datatypes of the TV_Anytime (TS 102 822-3-1 [12]) namespace referenced in the IPDC datatype
definitions are listed.
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Annex B (informative):
MPEG-7 Datatypes

In this annex the datatypes of the |SO/IEC 15938-5 [4] MPEG-7 namespace referenced in the IPDC datatype definitions
arelisted.
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<conpl exType nanme="| magelLocat or Type" >
<conpl exCont ent >
<ext ensi on base="npeg7: Medi aLocat or Type" >
<choi ce m nCccurs="0">
<el ement nane="Medi aTi rePoi nt" type="npeg7: medi aTi mePoi nt Type"/>
<el ement name="Medi aRel Ti mrePoi nt" type="npeg7: Medi aRel Ti mePoi nt Type"/ >
<el ement name="Medi aRel | ncr Ti nePoi nt" type="npeg7: Medi aRel | ncr Ti mePoi nt Type"/ >
<el ement nane="Byt ePosi ti on">
<conpl exType>
<attribute name="offset" type="nonNegativelnteger" use="required"/>
<attribute name="|ength" type="positivelnteger" use="optional"/>
</ conpl exType>
</ el ement >
</ choi ce>
</ ext ensi on>
</ conpl exCont ent >
</ conpl exType>

<conpl exType nanme="Medi aTi mreType" >
<sequence>
<choi ce>
<el ement nane="Medi aTi rePoi nt" type="npeg7: medi aTi mePoi nt Type"/>
<el ement nane="Medi aRel Ti rePoi nt" type="npeg7: Medi aRel Ti mePoi nt Type"/ >
<el ement nanme="Medi aRel | ncr Ti nePoi nt" type="npeg7: Medi aRel | ncr Ti mePoi nt Type"/ >
</ choi ce>
<choi ce m nCccurs="0">
<el ement nane="Medi aDur ati on" type="npeg7: medi aDur ati onType"/>
<el ement name="Medi al ncr Durati on" type="npeg7: Medi al ncr Dur ati onType"/ >
</ choi ce>
</ sequence>
</ conpl exType>

<si npl eType nane="nedi aTi mrePoi nt Type" >
<restriction base="npeg7: basi cTi mePoi nt Type" >
<pattern value="(\-2\d+(\-\d{2}(\-\d{2})?)?)?
(Mvd{2} (:\d{2} (:\d{2}(:\d+)?)?)?)?2(F\d+)?"/>
</restriction>
</ si npl eType>

<conpl exType nane="Medi aRel Ti nePoi nt Type" >
<si npl eCont ent >
<ext ensi on base="npeg7: nedi aTi e f set Type" >
<attribute name="nedi aTi reBase" type="npeg7: xPat hRef Type" use="opti onal "/>
</ ext ensi on>
</ si npl eCont ent >
</ conpl exType>

<si npl eType nanme="nedi aTi e f set Type" >
<restriction base="npeg7: basi cDurationType">
<pattern val ue="\-?P(\d+D) ?( T(\ d+H) ?(\ d+M ?(\ d+S) ?2(\ d+N) ?) ?(\ d+F) ?"/ >
</restriction>
</ si npl eType>

<conpl exType nane="Medi aRel | ncr Ti mePoi nt Type" >
<si npl eCont ent >
<ext ensi on base="i nteger">
<attribute name="nedi aTi meUnit" type="npeg7: medi aDur ati onType" use="optional "/>
<attribute name="nedi aTi mreBase" type="npeg7: xPat hRef Type" use="optional "/>
</ ext ensi on>
</ si npl eCont ent >
</ conpl exType>

<si npl eType nanme="nedi aDur ati onType" >
<restriction base="npeg7: basi cDurati onType">
<pattern val ue="\-?P(\d+D) ?( T(\ d+H) ?2(\ d+M ?(\ d+S) ?2(\ d+N) ?) ?(\ d+F) ?"/ >
</restriction>
</ si npl eType>

<conpl exType nane="Medi al ncr Dur ati onType" >
<si npl eCont ent >
<ext ensi on base="i nt eger" >
<attribute name="nedi aTi reUni t" type="npeg7: medi aDur ati onType" use="optional "/>
</ ext ensi on>
</ si npl eCont ent >
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</ conpl exType>

<I-- Definition of CassificationScheme DS (I SO | EC 15938-5: 7.3.2) -->
<conpl exType nane="C assi fi cati onScheneType" >
<conpl exCont ent >
<ext ensi on base="npeg7: C assi fi cati onScheneBaseType" >
<sequence>
<el ement name="Ternl type="npeg7: TernDefi niti onType" maxCccur s="unbounded"/>
</ sequence>
</ ext ensi on>
</ conpl exCont ent >
</ conpl exType>

<conpl exType nane="DSType" abstract="true">
<conpl exCont ent >
<ext ensi on base="npeg7: Mpeg7BaseType" >
<sequence>
<el ement name="Header" type="npeg7: Header Type" m nCccurs="0"
maxCccur s="unbounded"/ >
</ sequence>
<attribute name="id" type="ID"' use="optional"/>
<attributeG oup ref="npeg7:tinePropertyGp"/>
<attributeG oup ref="npeg7: medi aTi mePropertyG p"/>
</ ext ensi on>
</ conpl exCont ent >
</ conpl exType>

<conpl exType nanme="Meg7BaseType" abstract="true">
<conpl exCont ent >
<restriction base="anyType"/>
</ conpl exCont ent >
</ conpl exType>

<attributeG oup nanme="ti mePropertyG p">
<attribute name="ti meBase" type="npeg7: xPat hRef Type" use="optional "/>
<attribute name="tinmeUnit" type="npeg7:durati onType" use="optional "/>
</attributeG oup>

<si npl eType nanme="durationType">
<restriction base="npeg7: basi cDurati onType" >
<pattern val ue="\-?P(\d+D) ?2( T(\ d+H) ?(\ d+M ?(\ d+S) ?2(\ d+N) ?) 2(\ d+F) ?2((\ -
[\+)\d{2}:\d{2}2)?"/>
</restriction>
</ si npl eType>

<attributeG oup nanme="nedi aTi nePropertyG p">
<attribute name="nedi aTi mreBase" type="npeg7: xPat hRef Type" use="optional "/>
<attribute name="nedi aTi reUni t" type="npeg7: medi aDur ati onType" use="optional "/>
</attributeG oup>

<conpl exType nane="Header Type" abstract="true">
<conpl exCont ent >
<ext ensi on base="npeg7: Mpeg7BaseType" >
<attribute name="id" type="ID' use="optional"/>
</ ext ensi on>
</ conpl exCont ent >
</ conpl exType>

<si npl eType nane="xPat hAbsol ut eSel ect or Type" >
<restriction base="npeg7: xPat hSel ect or Type" >
<pattern
value="(/|((//]/)(((child::)20(ViNex:)2(NiNex[\*))) IV ) X)CN /L)) CCehibd:z)2((ViNer:)?2(\Vile*|
\V9)))IN)) ) x>
</restriction>
</ si npl eType>

<si npl eType nane="xPat hSel ect or Type" >
<restriction base="npeg7: xPat hType" >
<pattern
value="(/|((//|/)?2(((child::)2((ViVex:)2(\iVex[\*)))]|\
VIV NN E)D)YCN /AL )?20(Cehibd:s)2((NiNex:)2(\i\
(NViNe* I \N*))) N NN o)) F)) >
</restriction>
</ si npl eType>

VA (U] ((Cehildis)2((Vite*: ) 2(Vile* |\ *)
VO IV VN (1Y (((ehild: ) 2((Vile*:)?

o
c*

<conpl exType nane="Ref erenceType" >
<attributeGoup ref="npeg7:referenceG p"/>
</ conpl exType>
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Annex C (normative):
Default Classification Schemes

In thisannex an initial set of classification schemesislisted.

C.1  ServiceType

The ServiceType fragment defines an element " ServiceType" which is of type tva:ControlledTermType. It is proposed
to use a ClassificationScheme as shown below for the ServiceType.
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C.2  ZappingSupport

In this classification scheme types of zapping data are declared.
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Annex D (normative):
Extensibility of the ESG Schema

The following clauses define rules to support specification extensions and private extensions of the ESG Schemain a
backward and forward compatible manner.

The following rules shall be applied so as to define valid extensions of the ESG Schema, in particular to allow the
compatibility mechanisms described above. They constrain the extensibility of the ESG schemas:

Extension must be defined using the ESG schema representation language (i.e. MPEG-7 DDL). The way these
extended schemas are transmitted is out of the scope of the present document.

The module definition must have a prose definition that describes the syntactic and semantic requirements of
the elements, attributes and/or content models that it declares.

Existing element names should never be re-used. New elements names should be defined under their own
namespace (e.g. for another version of the ESG specification or for private extensions).

The module definition's elements and attributes must be part of an XML namespace. If the module is defined
by an organization other than DVB, TVA and MPEG (for imported MPEG datatypes and description
schemes), this namespace must NOT be the same as the namespace in which other DVB, TVA and MPEG
standards are defined.

The namespace under which extensions are defined will need to be clearly identified.

Any extensions to existing schema should not obscure existing functionality. Thus existing functionality
should not be contained within a new element that an earlier decoder will not understand.

Wherever possible, an extended schema should only add functionality and not replace existing functionality.
Thiswill allow a version 1 decoder to maximally understand a version 2 document.

An application should ignore any elements or attributes they do not need, do not understand or cannot use.

Table D.1 providesthe list of conditions under which the extensions of ESG metadata definitions are supported or not.

Table D.1: Types of extension permitted in future versions of the ESG data model

Condition/Type of extension of ESG metadata definitions Status

Condition 1: A new global element of existing type NOT PERMITTED

Condition 2: A new global attributes added to existing type PERMITTED

new type (simple or complex - but see below for limitations on |PERMITTED
derivation, etc.)

Polymorphism of existing type by Inheritance with restriction  |[PERMITTED (But see rules above)

Polymorphism of existing type by Inheritance with extension PERMITTED (But see rules above)

Polymorphism of existing type by Redefining types during NOT PERMITTED
import
Substitution Groups NOT PERMITTED

Instead of using substitution groups, explicit derivation
can be used. This is safer for future extensions
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Annex E (informative):
ESG Init Message

E.1 Default ESG Init Message

Table E.1isan example ESG Init Message that conforms to the BiM profile specified in the present document.

Table E.1: Example ESG Init Message

Field No. of bits Value Notes
ESG I nit Message {
Encodi ngVersi on 8 'OxF1'  |DVB profile of BiM.
I ndexi ngFl ag No indexing used in the current ESG
1 0
Fragment Stream.
reserved 7 1111111
Decoder I nitptr 8 5 Position of the Decoderlnit data from the
beginning of the ESG init message.
{ /* EncodingVersion == "0xF0"*/
Buf f er Si zeFl ag 1 0 default buffer size for the ZlibCodec is used.
Posi ti onCodeFl ag 1 0 position codes are not used.
reserved 6 111111
Char act er Encodi ng 8 '0x01'  |UTF-8 Character Encoding.
}
Reser ved 0 or 8+
Decoder I nit( ) 8+ [data] |Decoder Initialization message.
}

Table E.2 isan example ESG Init Message when textual XML representation is used with gzip encoding specified in

the present document.

Table E.2: Example ESG Init Message

Field No. of bits Value Notes
ESG I nit Message {
Encodi ngVersi on 8 '0xF2'  |GZip encoding.
I ndexi ngFl ag No indexing used in the current ESG
1 0
Fragment Stream.
reserved 7 1111111
Decoder I nitptr 8 5 Position of the Decoderlnit data from the
beginning of the ESG init message.
{ /* EncodingVersion == "0xF2" ||
EncodingVersion == "0xF3"*/
Char act er Encodi ng 8 '0x01' |UTF-8 Character Encoding.
}
Reserved 0
Decoder I nit( ) 8+ [data] |Decoder Initialization message.
}
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E.2

Example of a Decoderlnit message

Table E.3 is an example Decoderlnit message that conforms to the BiM profile specified in the present document.

Table E.3: Example Decoderlnit message

Field No. of bits Value Semantic
Decoder I nit {
SystemsProfil eLevel I ndi cation 16 0x80 Arbitrary value.
Uni t Si zeCode 3 000 Default unit size
ReservedBits 5 11111
Nunber O Schenmas 8 0x01 Only one schema is used
{
SchemaURI _Lengt h[ 0] 8 0x15 21 characters in the URI string
SchemaURI [ 0] "urn:dvb:ipdc:es
g:2005"
Locat i onHi nt _Lengt h[ 0] 8 0x00 No location hint is provided
Nunber O TypeCodecs[ 0] 8 0x00 Only default codecs are used
}
Initial Description_Length 8 0x00 The initial root description is conveyed in

the TVAMain fragment
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E.3

Example of a Decoderlnit message

Table E.4 is an example Decoderlnit message that conforms to the BiM profile specified in the present document
including an instantiation of a ContextPathTable.

Table E.4: Example Decoderlnit message

Field No. of bits Value Semantic
Decoder I nit {
SystemsProfil eLevel | ndi cation 16 0x0080 arbitrary value
Uni t Si zeCode 3 000 default unit size
NoAdvancedFeat ur es 1 0 Advanced Features configured
ReservedBits 4 1111
AdvancedFeat ur esFl ag_Lengt h 8 0x01 Eight Flags signalled
ReservedBi t sZer o 7 0000000
Cont ext Pat hTabl eFl ag 1 1 A ContextPathTable is signalled
Nunber O Schenmas 8 0x01 Only one schema used
{
SchemaURI _Lengt h[ 0] 8 0x15 21 characters in the URI string
SchemaURI [ 0] "urn:dvb:ipdc:es
g:2005"
Locati onHi nt _Lengt h[ 0] 8 0x00 no location hint is provided
Nunber O TypeCodecs| 0] 8 0x00 Only default codecs are used
}
{
Cont ext Pat hTabl e_Lengt h 8 Ox0F
Cont ext Pat hCode_Lengt h 8 0x10 The ContextPathCode is 16bits long
Nunber Of Cont ext Pat hs 8 0x02 Two ContextPaths are Signaled
Conpl et eCont ext Pat h 1 0
Cont ext Pat h_Lengt h[ 0] 10 1000101100
Cont ext Pat h[ 0] 28 first ContextPath
Cont ext Pat hCode[ 0] 16 0x0101
Cont ext Pat h_Lengt h[ 1] 10 1001000000
Cont ext Pat h[ 1] 32 second ContextPath
Cont ext Pat hCode[ 1] 16 0x0102
ReservedBi t sZer o 3 000 Stuffing
}
I'nitial Description_Length 8 0x00 The initial root description is conveyed

in the TVAMain fragment
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Annex F (informative):
Bitmap Image Formats

In this annex the image formats are referenced which are supported as ESG auxiliary data.

F.1 JPEG

JPEG as defined in ISO/IEC 10918-1 [28] using the JFIF [29] file exchange format.

F.2 PNG

PNG is defined asin PNG [30].

F.3 GIF

GIF isdefined asin GIF 89a[31].
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