ETSI TS 102 254 vi.1.1 (2003-08)

Technical Specification

Private Integrated Services Network (PISN);
Specification, functional model and information flows;
Message Centre Monitoring and

Mailbox ldentification supplementary service

D




2 ETSI TS 102 254 V1.1.1 (2003-08)

Reference
DTS/ECMA-00229

Keywords
PISN, stage 1, stage 2, supplementary service

ETSI

650 Route des Lucioles
F-06921 Sophia Antipolis Cedex - FRANCE

Tel.: +334 9294 42 00 Fax: +33 4 93 65 47 16

Siret N° 348 623 562 00017 - NAF 742 C
Association a but non lucratif enregistrée a la
Sous-Préfecture de Grasse (06) N° 7803/88

Important notice

Individual copies of the present document can be downloaded from:
http://www.etsi.org

The present document may be made available in more than one electronic version or in print. In any case of existing or
perceived difference in contents between such versions, the reference version is the Portable Document Format (PDF).
In case of dispute, the reference shall be the printing on ETSI printers of the PDF version kept on a specific network drive
within ETSI Secretariat.

Users of the present document should be aware that the document may be subject to revision or change of status.
Information on the current status of this and other ETSI documents is available at
http://portal.etsi.org/tb/status/status.asp

If you find errors in the present document, send your comment to:

editor@etsi.org

Copyright Notification

No part may be reproduced except as authorized by written permission.
The copyright and the foregoing restriction extend to reproduction in all media.

© European Telecommunications Standards Institute 2003.
All rights reserved.

DECT™, PLUGTESTS ™ and UMTS™ are Trade Marks of ETSI registered for the benefit of its Members.

TIPHON™ and the TIPHON logo are Trade Marks currently being registered by ETSI for the benefit of its Members.
3GPP™is a Trade Mark of ETSI registered for the benefit of its Members and of the 3GPP Organizational Partners.

ETSI


mailto:editor@etsi.org
http://portal.etsi.org/tb/status/status.asp
http://www.etsi.org/

3 ETSI TS 102 254 V1.1.1 (2003-08)

Contents

Intellectual Property RIGNES.........oo et 7
0 Yo (o SRS 7
oL T (o YOS 7
1 o010 PR 8
2 L0001 1] 100 ST 8
3 REFEIENCES (NOMIBLIVE) .....eviveieiiesie ettt ettt ettt st b et et et e e e st e besbesbeneeneentenees 8
4 D 111 (Ko TSRS 9
41 EXternal defiNItIONS ... ..ottt sttt sttt a et et e eeseenbeeaeerenneeneeneen 9
4.2 L0107 0 1= T 0T (0] 1S 9
42.1 W [0 =SS o 1= [ PP SR 9
4.2.2 COMPIELE INFOMMBLION. ...ttt bbb b e b bt e et b e es b e e bt bt b ene b e eneen 9
4.2.3 ComPresSed INFOMMIBLTON. ......ccuieiiiteeee ettt e bt b bbb bt b e st bt e st b eenenn 9
4.2.4 DE GO IMESSAJES ......ve et siee st este et e et e st e e et e e e e s aeesteeste e aeeeesseesse e seenteenteasaessaesseesseentesneesaeesneenseeseenenan 9
4.2.5 YT o TSSOSO 9
4.2.6 MESSAGE CENIIE (IMC) ...ttt sttt e e a e st e s be e s teeste et e aneesaeesseenseesbe e teenteenseennenneennes 10
427 IMESSAGE SEALUS. ... .eveeeeeeitte ettt ettt et ettt b e sttt e e b e e be e ea bt e s be e sabe e e beeeabee e s b b e e nbbe e s aeeennbeesnneenares 10
428 Y S S= o L N oL PRSP TR 10
4.2.9 Message Waiting SigNal (MWVS) ..ottt st et e s et e e teente e teenteeneesneesnes 10
4.2.10 NEW MESSAR.......eeeeeetie e e e e s e e e e s ae e s r e e b e e b e r e n e e e 10
4211 OFTGINBEON ...ttt sttt ettt eb bt eb e et eb e s et eb e e e se ek e sh e st eb e eEeaeeb e sE e s e eb e sE e At ebesE et eb e sb e e ekt sbe e ebeabeneebenbennenea 10
4.2.12 OFiQINGLON BOAIMESS. ...ttt bbbt b et h b st bt s bt se bt e b se e bt e b e sb e e ebesb e e ebesbeneebeebennenen 10
4.2.13 RELITEVEA IMESSAJE. ...ttt ettt b et b e et bt et b e e et b e e he b e se et b e se et ebe st et e b et 10
4214 S Y=o [ S SO 10
5 RS 0 = 0] )70 1TSS 11
6 SSMCM stage 1 SPECITICAIION. ......ccueeiecii ettt s reen e st e re e e e sreens 12
6.1 DL o ] o1 o TSR PTOETU PR TTRRORT 12
6.1.1 (€Tc 0T = e (oS o T (o BTSSP PO PP PSSP 12
6.1.2 Qualifications on applicability to telecommMUNICatioN SEIVICES........ccciriiiririeirereeereee s 12
6.2 0100 L1 =S SRS 12
6.2.1 ProviSION/WITNOFBWE ..........eoeiieiiee ettt ettt e e s be ettt e e eneenaeseesbesaeebeeneeneeneens 12
6.2.2 AT 0 o0 Tor = [T =SS 12
6.2.2.1 Activation, deactivation and INEIrTOGaLiON ..........c.civeieeiieeieeeee et ee e e e sae e sreesreesreenseenseens 12
6.2.2.2 (7o o= Lo g Ir="aTe e o< = 1 o o OSSR 13
6.2.2.2.1 INCOMING NEW MESSAJE .....cveeieeie et etee st et e e e s sae e saeesaeeteeeeeneessaesteesse e teentennseeneesneennes 13
6.2.2.2.2 Update of Message Centre INFOrMELiON...........c.vieerierieecie e see et e e e e saeesaesneeenes 14
6.2.2.2.3 Update request from the SErVEA USEN .........cc.voci ittt et 15
6.2.2.2.4 V= oTo) a0 g o o o] PP 15
6.2.3 EXCEPLIONAl PrOCEOUIES. ... c.eeuiiteeeieite ettt bbbt b e bbbt b e bt bt b e st et b b et b e b 15
6.2.3.1 Activation, deactivation and iNLEITOQELION ..........coeiiiiriie e 15
6.2.32 [NVOCELION @GN OPEFALTON.......e.eceeite ettt b et b et b e bbbt b e et b e e et b e e 16
6.3 Interactions with other Supplementary Services/Additional Network Features...........coovvvverieeieneenenesene 16
6.3.1 Cdling Line Identification Presentation (SS-CLIP) ......ccvcciiriie et ee e 16
6.3.2 Connected Line Identification Presentation (SS-COLP) ......cccvveiieiiese e 16
6.3.3 Calling/Connected Line Identification Restriction (SS-CLIR) .....ccceiieiiiciieeseese e 16
6.34 Calling Name Identification Presentation (SS-CNIP)........ccieieieiie e 16
6.3.5 Cdlling/Connected Name Identification Restriction (SS-CNIR) .......ccovvevieiieieseeeee e 16
6.3.6 Connected Name I dentification Presentation (SS-CONP)......c.ccueiievi e 16
6.3.7 Call Forwarding Unconditional (SS-CFU) .......c.coiiiiriiiieieese ettt eresneseenen 16
6.3.8 Call FOrwarding BUSY (SS-CFB) ........cuiiieirierieieie ettt sttt sttt s sb e st sb e e b seebe e e ebe b snenens 16
6.3.9 Call Forwarding NO ReEPIY (SS-CFNR) ......cuoiuiiiiiitirieiete ettt st s ebe e seene 17
6.3.10 Path RePlaCcemMeNnt (ANF-PR) ..ottt st b bt b e bbbt b s 17
6.3.11 Call TraNSFEY (SSCT) ittt ettt ettt ettt et b e et b e s e st e b se bt e b se st eb e seebeebesb e e ebesbe e enesbennenen 17

ETSI



4 ETSI TS 102 254 V1.1.1 (2003-08)

6.3.12 Call DEFIECIION (SSCD) ...vtieuieierieieeie e ieste et sttt sttt sttt st s e s beseesesbeseeseste st ebesbesbeeebesbeneesesbesensens 17
6.3.13 Completion of Callsto Busy SUDSCIDErS (SS-CCBS)......cccviieiieiieecie et ete e se e 17
6.3.14 Completion of Callson NO ReEPIY (SS-CCNR).....cccuiiiice ettt 17
6.3.15 (0 T 0= S S O0 ) ISOOSPRPSTPSN 17
6.3.16 DO NOE DIiSIUID (SS-DIND) ...ttt st st sttt s se st e se s bese e sbeste e sbesseneens 17
6.3.17 Do Not Disturb Override (SS-DNDO)........cciiiieiieieeie ettt este e e e e aeete e ssaesteesse e seeaeeneesneesnes 17
6.3.18 Call INEFUSION (SS-Cl) ..ttt ettt et b e st b e bt st b e b e ne e bt s b e e e e eb e sbe e ebesbeneebesbennenea 17
6.3.19 AQVICE Of Charge (SSFAOIC) ....eeieiuietirtee ettt b et b et bt bbbt bbb e st st ne st st nn e e 17
6.3.20 o LSS =) TSRS 17
6.3.21 Call INtErCEPLON (SS-CINT) .ueiteiteietereeeete ettt ettt sttt b e b b et sb e e bt se e e b e sbe e ebesbe e ebesbennerens 17
6.3.22 Transit COUNLEr (ANF-TC) ..ottt bbb bbbt b et et b et nbesne e 17
6.3.23 Route Restriction Class (ANF-RRC) ........cccoiiiiieiiiiisieseeseesieste e see e saeesteesaessae e ssae e e e eseesesnsesneesnes 18
6.3.24 Message Waiting INAiCation (SSTMWI) .....c.uviieiieiie ettt sttt et ssaeeaeeae e enes 18
6.3.25 Wireless Terminal Location Registration (SSTWTLR)....cc.eecieiee ettt 18
6.3.26 Wireless Termina Incoming Call (SSTWTIMI)....ooveiieieeceee ettt nnees 18
6.3.27 Wireless Termina Outgoing Call (SSTWTMO) ...ttt nnees 18
6.3.28 Wireless Terminal Authentication of aWTM USer (SSWTAT) et 18
6.3.29 Wireless Terminal Authentication of the PISN (SSWTAN) ..o 18
6.3.30 Common INFOrmMatioN (SS-CIMIN) .......oiiiiiiiierieeete ettt st et s e et besr e ebesrennenea 18
6.3.31 Call Priority Interruption (Protection) (SS-CPI(P)) ..eieieirieeerieerie ettt 18
6.3.32 Private User Mobility Incoming Call (ANF-PUMI) .....ccooiiiiiiiiiierne e 18
6.3.33 Private User Mobility Outgoing Call (ANF-PUMO)........ccooriiiiriiiirene e 18
6.3.34 Private User Mobility Registration (SS-PUMR)........cciiiiiirieiieree e 18
6.3.35 Single SteP Call TranSfer (SS-SSCT) ....uvcciicieeieeceee st e e e ste e se e sae e sae e sre e teense e reenteeneesneesnes 18
6.3.36 SIMPIE DIAIOG (SS-SD)...ueiuieiieiiesieeiesee st sttt e st et e e te s et e e te e e sseesaeesseeaseaneesseesseeeseesseesseenseensenneennes 19
6.3.37 Cdll Identification and Call Linkage (ANF-CIDL)......c.cciieiiiiieriesiese e se et ee e e e e snae e see s 19
6.3.38 Short Message SENVICE (SS-SIMS) ...uviiie ettt s a e e s e e s re e teente e teeteeeeeneeenes 19
6.3.39 Make Call REQUESE (SS-MCR).....uoiciiiieieiirieseeie ettt sttt st st st se b s be st sbesae e ebe b e ene 19
6.3.40 Mailbox 1dentifiCation (SS-MID) ...cc.eccuieeieieeeece et e sttt e e teeteeneenneenes 19
6.4 INEErWOIrKIiNG CONSIAEIALTONS......c.etiaeetirtieetert ettt b et b e bbbt e et bt s e b b s e bt e nns 19
6.5 L0 = S 5 PRSP 19
7 SSMID Stage 1 SPECITICALION......ccueieeeeeieeiese ettt ste e stesreetesneeneestesneeneeseeenes 22
7.1 1S o 4 oo o 22
711 LT 0T = 0 =S o oo S 22
7.1.2 Qualifications on applicability to telecoOMMUNICatioN SEIVICES.......ccveivieereeseesieee et ee e sae e 22
7.2 PIOCEAUIES....... ettt e bbbkt a e s e e b e s h e eh e e b e eheea e e e e a b se e b e s Rt eh e e ne e e e b sheebesaeene e e ennenes 22
721 ProviSion / WITRArGWEL .........cooiiii et e bbb e e bbbt b e e e 22
7.2.2 NN T 0 oo [T =SS 22
7221 Activation, deactivation and iNLEITOQELION ..........coeieiiriie e 22
7222 [NVOCELION @NO OPEFALTON.......e.eeieite ettt ettt bbb et b et eb e bbbt st e et b e e 22
72221 Ko [= 0 1) 1 Tr= 1 o o ISP 22
72222 W B 11071 (= 1 o o [ 22
7.2.3 EXCEPLIONAl PrOCEOUIES......c.eeuiitireeieite ettt bbbt bbbt b bt b e b et b e bbb 23
7231 Activation, deactivation and INErTOGaLiON ..........c.cieeieereeie et es e eee e e e e e e sreesaeesreenseenneens 23
7232 (FgiZo o= Lo g Ir="aTe o] o< = 1 o o USSR 23
7.3 Interactions with other Supplementary Services/ Additional Network Features.........ccoccevveeveeve e vceeveenee 23
731 Cdling Line Identification Presentation (SS-CLIP) ......ccvcciiiriie et e et 23
7.3.2 Connected Line Identification Presentation (SS-COLP) ......cccvvieiieviece e 23
733 Calling/Connected Line Identification Restriction (SS-CLIR) .....cccuevveiiici e 23
734 Calling Name I dentification Presentation (SS-CNIP).........cccoiiiiiirinereeseeee e e 23
7.35 Calling/Connected Name Identification Restriction (SS-CNIR) ......coiiiiiriinieneesereeeseseeee e 23
7.3.6 Connected Name I dentification Presentation (SS-CONP) ... 23
737 Call Forwarding Unconditional (SS-CFU) .......c.coiieiiiiiiiieeiie ettt sre b sneneenen 23
7.3.8 Call FOrwarding BUSY (SS-CFB) .....c..cuiiieirierieiete ettt sttt st s sb e et e b b e b snennenen 24
7.39 Call Forwarding NO ReEPIY (SS-CFNR) ......cueitiriiiiterieiete ettt sttt s ebesneneene 24
7.3.10 Path RePlacemMent (ANF-PR) ..ottt ettt st sttt sttt e e e ebensenees 24
7.3.11 (O I = g (O I TSP PSPPSN 24
7.3.12 Call DEFIECIION (SSCD) ...vtieuieierieeieteseeeste sttt sttt sttt sttt ste et st esesbeseesesbeseesesbe st ebesbesbeneebesbeneesestesensens 24
7.3.13 Completion of Callsto Busy SUDSCIDErs (SS-CCBS)......cccviieiieiieeeie et ete e e 24
7.3.14 Completion of Callson NO ReEPIY (SS-CCNR).....cccuiiiicecese ettt s 24
7.3.15 (0 T O = g (5SSO PSPPSN 24

ETSI



5 ETSI TS 102 254 V1.1.1 (2003-08)

7.3.16 DO NOt DiStUrD (SS-DIND) ....vitiitieiieieeiee ettt sr ettt eb st s e bbbt s bt ese e e e neenbesresbe e e enneneens 24
7.3.17 Do Not Disturb Override (SS-DNDOQ)........cciiiieiieiieie e e e ste e e e eesae et aessae s e e se e teeteeeesneesnes 24
7.3.18 Call INEFUSION (SSC) ..ttt bttt e bbbt ae e e et e b e e et et e besbeebesneens e s ennas 24
7.3.19 AdVICE Of Charge (SSTADC) ....ieeiceieetiesteee et ee et e e sttt et e aesse e st e s teesteeteanaesneesneaaseenseenseensensennseesenn 24
7.3.20 RECEII (SS-RE) ...ttt et e b et e b et bttt e e e bt ehe b e e e e e 24
7.3.21 (0 | I T = or= o1 T TSSO VI 24
7.3.22 Transit COUNLEr (ANF-TC) ..ottt bbb bbbt bt e e st b et besae e 25
7.3.23 Route Restriction Class (ANF-RRC) ...ttt st sb e 25
7.3.24 Message Waiting INdiCation (SS-MWI) .....c.ooiiiiieee et e 25
7.3.25 Wireless Terminal Location Registration (SS-WTLR) ..o e 25
7.3.26 Wireless Terminal INcoming Call (SSWTIMI) ..ot 25
7.3.27 Wireless Termina Outgoing Call (SSTWTMO) .....ev ittt sttt nnees 25
7.3.28 Wireless Terminal Authentication of aWTM USer (SSWTAT) et 25
7.3.29 Wireless Terminal Authentication of the PISN (SSTWTAN) ..ot 25
7.3.30 Common INfOrmMation (SS-CIMN) ......iiiieece e e s e e sae e e esaeete e te e seeteeneesneesnes 25
7.3.31 Call Priority Interruption (Protection) (SS-CPI(P)) ...ccveceeiieece ettt e st e 25
7.3.32 Private User Mobility Incoming Call (ANF-PUMI) ......ccooiiie e 25
7.3.33 Private User Mobility Outgoing Call (ANF-PUMO) ..ottt 25
7.3.34 Private User Mobility Registration (SS-PUMR)........cciiiiriiiieneese e 25
7.3.35 Single SteP Call TranSfar (SS-SSCT) ...eiueirireierierieieriereet sttt sttt bbb e ese b e b sbesbe e ebesbennenens 25
7.3.36 SIMPIE DIGIOY (SS-SD) .. .euerteeeierteieterie ettt sttt sttt b et eb bttt se et ebese st e b e se e st e b e seebe s b e sbe e ebesbe e ebesbeneenen 26
7.3.37 Call Identification and Call Linkage (ANF-CIDL)........cccitriirieeiierieesieeeie et neenens 26
7.3.38 Short MeSSage SErVICE (SS-SIMS) ...viiiieiirieieie ettt et st b bttt s b e bbb nnenen 26
7.3.39 Make Call REQUESE (SS-MCR).......coueruieiieieeiesie sttt ettt eb st e bbbt eae e e e e e besbesbe e e ennennea 26
7.3.40 Message Centre Monitoring (SSTMCM)......eccieiiei et aesrae e s reeaesnesneeenes 26
74 INtErWOrKiNg CONSIAEIALIONS.........eeciietieieeie sttt et e s et e e e s te e teeaesaeesseesse e beenteeseesseesseeseensennsesneesnes 26
75 OVEBII SDL ..t e bbb a et et s e b e e bt e bt eb e e Reeh e e e e st e Rt eh e e e e b e beeheebeeneene e entas 26
8 SSMCM Stage 2 SPECITICALION. ......ccueeieciicee sttt st s ae e e b e reennesreenes 28
8.1 g Tex (o] T= I 3o o (= PR SS 28
811 Functional MOAEl GESCITPIION. .......ceiiirieietereeete et b ettt b e et b e 28
812 Description of FUNCLONE ENLITIES ........cc.eiiiirieieiereeceie et 28
8121 Message Centre's CONtrol eNtity, FEL.........coooiiiiiieieeeie ettt eb e 28
8.1.2.2 Served User's CONrol €Nntity, FE2.........cuociiiiie ettt e e nnees 28
8.1.23 SerVed USEr AQENT, FES..... .ottt b st b et a et e e e b et e sae b e e e enneneen 29
8.2 INFOMMEETON TIOWS ...ttt b ettt e b et bRt bt et e e et seeeb e e meene e e e e es 29
821 Definition of iNfOrmMation FIOWS..........ouiiiiiie bbb 29
8211 M CIM _SEIVICECRNANGE. ... ettt ettt sttt ettt b e bbb s b e s b e s bt sheeb et esbeseeab e besbesbe e e enneneen 29
8212 Y (@Y I T 1= (0o = PP PP OPRRE 30
8213 MCM _INEWIMESSAGE ...ttt st e st r et s e e r e sa e bt et e e e e r e s resneerenaeeanennens 30
8214 MCM _INONEBWIMESSAGE. .....coueiurereierisieeieeie ettt e e r et s st sa e er st s e e et e s resreeresaeeanennens 31
8215 IMCM _UPABLEINFO. ...ttt et b e et b e et b e e et eb e se et se e e ebesrenenen 31
8.2.1.6 @Y O o I = o L= [OOSR 32
8.21.7 MCM _MAHTDOX_ U ..ottt e et e s e e e e beseesreeneeneeneen 33
8.2.3 INFOrMation fFIOW SBOUEIICES..........ceiee ettt st et et e e tees e sae e beeteenteeneesneesnes 33
8.231 Service Change procedures 0f SSEIMCM .......ociiii it ennees 34
8.2.3.2 Interrogation Procedure Of SSEMCM .......ocvi it sreesre e saeenseeneens 34
8.2.3.3 Transmission of a NewMessage INiCALION...........c.ccuirierieiiee e e 35
8.2.34 Transmission of a NONewM essage INAICALION. .........c.ccueieeiieie e 35
8.2.35 Transmission of Update INfFOrMation ...........ccveee i 36
8.2.36 Transmission of 8N UPdate REQUESE ..........cccoiiiieirieeeriee st 36
8.2.3.7 Transmission of @ MaillboX-fUll INICEHION..........ooiiiiiece e 37
8.3 FUNCLIONEl ENLILY GCHONS. ..ottt bbbt a et b et b e 37
831 Functional Entity aCtioNS Of FEL .........cociiiiiiiet ettt 37
832 Functional Entity aCtioNS Of FE2 ..........cociiiiiere ettt 37
833 Functional Entity aCtioNS Of FES ..ot 38
84 FUNCLioNal ENLity DENAVIOUN .........eiiiiie ettt s e st e et e esaesraesseesteesteeseensenneennns 38
84.1 BEhAVIOUN OF FEL..... .ottt ettt b b e a ekttt e et h e bt bt e s e e e e s e e e e ee e besbeeb e e e ennennea 39
84.2 BEhAVIOUN OF FE2..... .ottt ettt bt bt h bt e et bbbt ehe e s e e e e s e e e e e e ke sbesb e e e enneneea 45
843 BEhAVIOUN OF FE3.... ..ottt e e bt b e a ekt e e et e bt s bt eh e e s e e b e s e et e ee e besbeeb e e e enneneea 51
8.5 Allocation of Functional Entities to physical @qUIPMENT............ccveierieiieie e 54
8.6 INtErWOrKing CONSIAEIALIONS.........eeiteeieeiese st see sttt e s e e e et e e teeeesseesseasse e teenteeseesseesseeseensenneesneesnes 55

ETSI



6 ETSI TS 102 254 V1.1.1 (2003-08)

9 SSMID Stage 2 SPECITICALION......ccueceeeieceicte ettt st re e e e s resreennesreens 55
9.1 FUNCLIONEI MOTE ...t bbb h e bt et e e b e b bt e e e e e b sbeebesaeene e e enrees 55
9.1.1 [0 gleiuTolg= I g qToTe (= I (=S or T o1 o o 55
912 Description of FUNCLONE ENLITIES ........cc.eoiiiieeeeie ettt s 55
9121 Message Centre's CONtrol eNtity, FEL.........coooiiiiiiiieeeieneeeie ettt b e s eb e ene 55
9.1.2.2 Served User's CONtrol @Ntity, FE2.........coi it sne e e e neen 55
9.1.23 Served USEr AGENT, FES..... .o ettt sttt ettt ettt et e e s be s aeeae et e e e eeseesbesneeneeneenseneans 56
9.2 INFOMMBETON FLOWS...... ettt ettt e et e te e et e s aeea e e e et e steseeebeeneeneeneeneees 56
9.21 Definition of iNfOrmMation FIOWS.........coiiii et neen 56
9211 MID_IMAIHBOXID ...ttt st sttt sttt s b et et e s e e e ebeste e et e sae e ebeseeeenens 56
9212 MID_MAIHTBOXAULN ...ttt ettt sttt s bt besee b e st e e ebesae e ebesbeneesens 56
9.2.2 INFOrMation fFIOW SBOUEIICES..........ceiee ettt st et et e e tees e sae e beeteenteeneesneesnes 57
9221 MaiTDOX TAENEITICAIION ..ottt et b et et b b bt sbe e enneneen 57
9222 MailDOX AUENENTICALTION. .....ceiiteieceeeee e ettt et et seesb e ae e e e neen 58
9.3 0T o= I Y=o o o 58
931 Functional Entity aCtioNS Of FEL .........ccociiiiiiiet ettt 58
932 Functional Entity aCtioNS Of FE2 ..........cocoiiiiiere ettt 58
9.33 Functional Entity aCtioNS Of FES ..ottt 58
9.4 Functional Entity DENAVIOUN ..o s 58
94.1 BEhAVIOUF OF FEL..... .ottt ettt st st et ea e se e e seesaesaeeaeeneeneeneeneeseesbesneeseeneenseneens 59
9.4.2 BEhAVIOUF OF FE2..... .ottt ettt sttt e et e a et e e seesae s st eaeeneeseeneeneeseestesneeseeneenseneens 61
943 BEhAVIOUN OF FE3.... ..ottt b e b bt h bttt e et e bt bt ehe e s e e e e s e e e e sb e besbeeb e e e enneneen 63
9.5 Allocation of Functional Entitiesto physical @qUIPMENT............ccveiiiieiiee e 64
9.6 INtErWOrKing CONSIAEIALIONS.........eeiteeeeieeie e see sttt e s e e e e teesteeeesseesseasse e teenseenaesseesseeseensennsesnensnes 64
[ TS 0] YOS 65

ETSI



7 ETSI TS 102 254 V1.1.1 (2003-08)

Intellectual Property Rights

IPRs essential or potentially essential to the present document may have been declared to ETSI. The information
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in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETS in
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Pursuant to the ETSI IPR Palicy, no investigation, including I PR searches, has been carried out by ETSI. No guarantee
can be given as to the existence of other IPRs not referenced in ETSI SR 000 314 (or the updates on the ETSI Web
server) which are, or may be, or may become, essential to the present document.

Foreword

This Technical Specification (TS) has been produced by ECMA on behalf of its members and those of the European
Telecommunications Standards Institute (ETSI).

Brief History

The present document is one of a series of ECMA Standards defining services and signalling protocols applicable to
Private Integrated Services Networks (PISNs). The series uses ISDN concepts as developed by ITU-T and conformsto
the framework of International Standards for Open Systems Interconnection as defined by 1SO/IEC. It has been
produced under ETSI work item DTS/ECMA-00229.

The present document specifies the Message Centre Monitoring and Mailbox | dentification supplementary service.

SS-MCM isbased on SS-MWI and includes its entire functionality. The interoperability with SS-MWI is guaranteed.
Compared to SS-MWI, SS-MCM offers an enhanced functionality for monitoring status changes of messages stored in
the Served User's Mailbox as follows:

. individual activation and deactivation for the monitoring of messages of different Message Type(s) within the
Mailbox as well as interrogation of the actual SS-MCM configuration;

. retrieval of information about all messages (i.e. new and retrieved messages) in the mailbox independent of the
Message Status,

. request of detailed updated information about messages stored in the mailbox at every time.

The present document is based upon the practical experience of ECMA member companies and the results of their
active and continuous participation in the work of ISO/IEC JTC1, ITU-T, ETSI and other international and national
standardization bodies. It represents a pragmatic and widely based consensus.
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1 Scope

The present document specifies supplementary service Message Centre Monitoring/Mailbox Identification (SS-
MCM/MID), which isrelated, but not limited, to various basic services supported by Private Integrated Services
Networks (PISNs). Basic services are specified in ECMA-142 [2].

The supplementary service MCM enables a Served User to get informed by a Message Centre about the status and
status changes of messages stored in that Served Users Mailbox.

The supplementary service MID enables a Message Centre to identify a specific mailbox of a Served User in case that
the Served User has more than one Mailbox within the Message Centre. In addition SS-MID enables a Served User to
authenticate himself/herself at a specific Mailbox located within the Message Centre.

Service specifications are produced in three stages, according to the method described in ETS 300 387 [1]. The present
document contai ns the stage 1 and stage 2 specifications of SSSMCM/MID. The stage 1 specification (see clauses 6
and 7) specifies the supplementary service as seen by users of PISNs. The stage 2 specification (see clauses 8 and 9)
specifies the functional entities involved in the supplementary service and the information flows between them.

2 Conformance

In order to conform to the present document, a stage 3 standard shall specify signalling protocols and equipment
behaviour that are capable of being used in a PISN which supports the supplementary service specified in the present
document. This means that, to claim conformance, a stage 3 standard is required to be adequate for the support of those
aspects of clauses 6 and 7 (stage 1) and clauses 8 and 9 (stage 2) which are relevant to the interface or equipment to
which the stage 3 standard applies.

3 References (normative)

The following standards contain provisions which, through reference in this text, constitute provisions of the present
document. All standards are subject to revision, and parties to agreements based on the present document are
encouraged to investigate the possibility of applying the most recent editions of the standards indicated below.

In the case of referencesto ECMA Standards that are aligned with ISO/IEC International Standards, the number of the
appropriate | SO/IEC International Standard is given in brackets after the ECMA reference.

[1] ETSI ETS 300 387: "Private Telecommunication Network (PTN); Method for the specification of
basic and supplementary services'.

[2] ECMA-142: "Private Integrated Services Network (PISN) - Circuit-mode 64 kbit/s Bearer
Services - Service Description, Functional Capabilities and Information Flows (International
Standard 1SO/IEC 11574)".

[3] ECMA-241: " Private Integrated Services Network (PISN) - Specification, Functional Model and
Information Flows - Message Waiting I ndication Supplementary Service (MWISD), (International
Standard 1SO/IEC 15505)".

[4] ITU-T Recommendation 1.112: "Vocabulary of termsfor ISDNS".

[5] ITU-T Recommendation 1.210: "Principles of telecommunication services supported by an ISDN
and the means to describe them".

[6] ITU-T Recommendation Z.100: " Specification and Description Language (SDL)".

[7] ECMA-133: "Private Integrated Services Network (PISN) - Reference Configuration for PISN

Exchanges (PINX) (International Standard 1SO/IEC 11579-1)".
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4 Definitions

For the purposes of the present document, the following terms and definitions apply.

4.1 External definitions

The present document uses the following terms terms and definitions given in other documents:
Private Integrated services Network eXchange (PINX): See ECMA-133[7].

Private Integrated Services Network (PISN): See ECMA-133 [7].

service: See I TU-T Recommendation 1.112 [4].

signalling: See ITU-T Recommendation 1.112 [4].

Supplementary Service (SS): See ITU-T Recommendation 1.210 [5].

telecommunication service: See ECMA-142 [2].

user: See ECMA-142 [2].

4.2 Other definitions

421 Address Header

The Address Header includes Originator address information and, optionally, the receiving time stamp and the priority
of one specific message.

4.2.2 Complete Information

A complete list of Address Headers of either all New or all Retrieved Messages of one specific Message Typein a
Mailbox.

4.2.3  Compressed Information

Includes the number of either all New or all Retrieved Messages of one specific Message Type. Optionally, in the
compressed information the Originator address, the priority level and the time stamp of the highest priority message can
be included. If there is more than one message of the highest priority the optional information shall be related to the
latest received highest priority message.

4.2.4 Deleted Messages

A message of any Message Type which was previously stored in the Mailbox but which is not available anymore due to
deletion by the Served User.

425 Mailbox

A logical entity within a Message Centre which stores all messages (New Messages and Retrieved Messages) of one or
more Message Types for one specific Served User who is registered at the Message Centre.
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4.2.6 Message Centre (MC)

The entity within the network which administrates Mailboxes for Served Users. The MC provides the Served User with
information:

. about each incoming New Message in the Served User's Mailbox, and
. about Message Status changes (e.g. due to retrieval or deletion) in the Served User's Mailbox,
. by means of Complete or Compressed Information for New and Retrieved Messages. Thisinformation is
provided by update procedures.
4.2.7 Message Status

Describes whether a stored message at the Served User's Mailbox isa New Message or a Retrieved Message.

4.2.8 Message Type

The type of a message stored at the MC. A Message Type indicates either the telecommunication service (e.g. speech,
3,1 kHz audio, etc.) that is needed to retrieve a specific message viaa PISN or the general type of a message that might
not be directly retrieved by means of aPISN (e.g. email or video).

4.2.9 Message Waiting Signal (MWS)

Any type of signal presented to a Served User's terminal that is useful to draw a Served User's attention to the arrival of
aNew Message in the Served User's Mailbox.

NOTE: Theindication may be alamp, special tone, display string etc. The technical realization of the Message
Waiting Signal is outside the scope of the present document.

4.2.10 New Message

A message of any Message Type, which is stored in a Mailbox. The Served User has not yet retrieved the message.

4.2.11 Originator

The user who has left a message at the Served User's Mailbox.

4.2.12 Originator address

Address information (i.e. Party Number) of the originator.

4.2.13 Retrieved Message

A message of any type, which is stored in aMailbox. The Served User has already retrieved but not deleted the message
(i.e. the message is no longer a New Message).

4.2.14 Served User

The owner of a specific Mailbox at a Message Centre. The Served User receives an indication about status changes of
the messagesin the Served User's Mailbox from the Message Centre.
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5 List of acronyms

For the purposes of the present document the following acronyms apply:

ANF-CIDL
ANF-PR
ANF-PUMI
ANF-PUMO
ANF-RRC
ANF-TC
FE

ISDN

MC

MCM
MID

MWI
PINX
PISN

SDL

ss
SS-AOC
SS-CCBS
SS-CCNR
SS-CD
SS-CFB
SS-CFNR
SS-CFU
ss-cl
SS-CINT
SS-CLIP
SS-CLIR
SS-CMN
SS-CNIP
SS-CNIR
SS-CO
SS-COLP
SS-CONP
SS-CPI(P)
sscT
SS-DND
SS-DNDO
SSMCR
SSMID
SS-MWI
SS-PUMR
SSRE
SS-SD
SS-SMS
SS-SSCT
SSWTAN
SSWTAT
SSWTLR
SSWTMI
SSWTMO

Cdll Identification and Call Linkage

Path Replacement

Private User Mobility Incoming Call

Private User Mobility Outgoing Call

Route Restriction Class

Transit Counter

Functional Entity

Integrated Services Digital Network

Message Centre

Message Centre Monitoring

Mailbox I Dentification

Message Waiting Indication

Private Integrated services Network eXchange
Private Integrated Services Network
Specification and Description Language
Supplementary Service

Advice of Charge

Completion of Callsto Busy Subscribers
Completion of Callson No Reply

Call Deflection

Call Forwarding Busy

Call Forwarding No Reply

Cdll Forwarding Unconditional

Call Intrusion

Cdl INTerception

Cdlling Line Identification Presentation
Calling/Connected Line I dentification Restriction
Common Information

Calling Name I dentification Presentation
Calling/Connected Name Identification Restriction
Call Offer

Connected Line Identification Presentation
Connected Name I dentification Presentation
Cdll Priority Interruption (Protection)

Call Transfer

Do Not Disturb

Do Not Disturb Override

Make Call Request

Mailbox Identification

Message Waiting Indication

Private User Mobility Registration

REcall

Simple Dialog

Short Message Service

Single Step Call Transfer

Wireless Terminal Authentication of the PISN
Wireless Terminal Authentication of aWTM User
Wireless Terminal Location Registration
Wireless Termina Incoming Call

Wireless Terminal Outgoing Call
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6 SS-MCM stage 1 specification

6.1 Description

6.1.1 General description

The supplementary service MCM enables a Message Centre to inform a registered Served User about the status and
status changes of messages stored in this Served Users Mailbox. This can be due to the arrival of New Messages or the
change of the Message Status of stored messages (e.g. retrieval or deletion of messages). Additionally the Served User
can request the current status of the messages in the Mailbox from the Message Centre.

If there are New Messages for the Served User stored in the Mailbox a Message Waiting Signal may be set at the
Served User'sterminal.

Additionally a Served User might activate, deactivate or interrogate Message Centre Monitoring individually for the
different Message Types.

NOTE 1: The procedures for how the Served User accesses the messages stored in the MC is outside the scope of
the present document.

NOTE 2: The procedures for how a message can be left in a Served User's Mailbox is outside the scope of the
present document.

SS-MCM isbased on SS-MWI (ECMA-241 [3]) and includes its entire functionality. Therefore the interoperability
with SS-MWI is guaranteed. Compared to SS-MW!I, SS-MCM offers an enhanced functionality for monitoring status
changes of messages stored in the Served User's Mailbox as follows:

. individual activation and deactivation for the monitoring of messages of different Message Type(s) within the
Mailbox as well asinterrogation of the actual SS-MCM configuration;

. retrieval of information about all messages (i.e. New and Retrieved Messages) in the mailbox independent of
the Message Status;

. request of detailed updated information about messages stored in the Mailbox.

6.1.2 Quialifications on applicability to telecommunication services

This supplementary service does not apply directly to any basic telecommunication service. However, MCM relatesto a
basic service for which there are messages stored in the Served User's Mailbox.

6.2 Procedures

6.2.1 Provision/withdrawal
SS-MCM may be provided or withdrawn after pre-arrangement with the service provider or may be generally available

to all users.

6.2.2 Normal procedures

6.2.2.1 Activation, deactivation and interrogation

In general, SS-MCM shall be available for all Served Usersin adefault configuration as arranged by the service
provider. The default configuration defines the messages (i.e. a set of Message Types) which can be stored in principle
in a Served User's Mailbox. The default configuration also defines whether compl ete information or compressed
information about the messages of each specific Message Type is sent to the Served User.
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By sending an appropriate indication to the M C the Served User can individually modify the configuration in the
following manner:

. activation of either one or more of the predefined Message Types so that changesin the Mailbox of that
activated Message Types will be presented to the Served User. After that the MC shall perform the Update
procedure as described in clause 6.2.2.2.2;

. deactivation of either one or more of predefined Message Types so that changesin the Mailbox of that
deactivated Message Types will not be presented to the Served User anymore. After that the MC shall perform
the Update procedure as described in clause 6.2.2.2.2. In addition, an indication shall be given to the Served
User stating that no information about New Messages or Retrieved Messages of this Message Type will be
presented to the Served User while monitoring is deactivated;

. changing of the presentation style of SS-MCM information from compl ete information to compressed
information or from compressed information to complete information for a specific Message Type.

NOTE: The change from compressed information to complete information (and vice versa) for a specific
Message Typeisonly possible if the MC supports this option.

Re-setting of al the changed SS-MCM parameters to the default configuration.

In addition, the Served User can interrogate at the M C to get information about the actual configuration of SS-MCM.
This means, that the Served User receives an actual list of all different Message Types (i.e. the kind of messages) from
the MC, which can be presented to the Served User together with an indication whether the Served User gets the
complete information or only the compressed information about the stored messages of the specific Message Type(s).

All described changes of the default configuration shall be initiated from the Served User (and confirmed with an
appropriate indication by the MC) by using an already existing connection or by setting up a new call independent
connection. Release of the call independent connection is the responsibility of the Served User.

6.2.2.2 Invocation and operation

SS-MCM enables a MC to send status information to a Served User about messages stored in the Mailbox of the Served
User.

All information shall be delivered between the MC and the Served User by using an already existing connection or by
setting up anew call independent connection. Release of the call independent connection is the responsibility of its
initiator.

The clauses below describe this behavior in detail.

6.2.2.2.1 Incoming New Message

Upon receipt of a new message in the Mailbox, the MC shall send an indication through the PISN towards the Served
User with the following information:

. the address of the Served User;
. the Message Type of the specific New Message;
. optionally, the address of the Message Centre.

In addition to that, and depending on the presentation style that was selected in the configuration for New Messages of
that specific Message Type (i.e. compressed or complete information), the following information shall be delivered
through the PISN towards the Served User by the MC:

. Compressed Mode:
- the number of New Messages waiting for that specific Message Type;
- optionally, the priority of the latest highest priority message waiting for that specific Message Type;
- optionally, the address of the user that |eft the latest highest priority message;

- optionally, the time when the latest highest priority message was | eft.
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. Complete Mode:
- optionally, the number of New Messages waiting for that specific Message Type;
- the address of the user that left the last incoming message;
- optionally, the priority of the last incoming message;
- optionally, the time of the last incoming message.
NOTE 1: This structure isthe same as the corresponding information specified in SS-MWI.

If the Complete Mode was sel ected for a specific Message Type each arrival of a New Message shall be reported to the
Served User. If the Compressed Mode was selected the new message arrival shall be reported by the M C using one of
the following methods:

. each new message is reported individually;
. more than one message is reported by using a single indication.

The support of compressed information is mandatory, whereas the support of complete information is optional. Storing
of the delivered information at the Served User is optional. In the case that the originator addressis NOT a PISN
number (e.g. Message Typeis"email"), only the compressed mode shall be used.

Each receipt of New Message information from the MC shall be confirmed with an appropriate indication. In addition, a
Message Waiting Signal shall be set (if applicable) for that specific Message Type at the Served User's terminal.

If there are no more New Messages of a specific Message Type available in the mailbox (i.e. the Served User has
retrieved all messages of a specific Message Type), the MC shall send an indication through the PISN towards the
Served User. Thisindication shall contain the following information:

. the address of the Served User;

. the Message Type(s) for which New Message(s) are no longer available;

. optionally, the address of the Message Centre.

NOTE 2: This structure is the same as the corresponding information specified in SS-MWI.

Thisindication shall be confirmed and the Message Waiting Signal at the Served User's terminal, if any, shall be
cancelled for that specific Message Type(s).

6.2.2.2.2 Update of Message Centre Information

Whenever the number of new and/or retrieved messagesin a Mailbox changes, excluding the arrival of a New Message
(e.0. the Served User has retrieved one or more of the new messages or has deleted one or more messages), the Message
Centre shall inform the Served User by sending an updated list of all new and/or retrieved messages (i.e. update
procedure). The update information shall include:

. the address of the Message Centre;

. the address of the Served User;

. the Message Type of the messages for that specific update procedure;

. either Complete Information about New and/or Retrieved M essages; or
. Compressed Information about New and/or Retrieved Messages; or

. amixture of both, e.g. Complete Information for New Messages and Compressed Information for Retrieved
Messages as defined in the actual configuration of SS-MCM.

NOTE 1: The procedures for how the Served User retrieves the content of messages and how the Served User can
delete messages in the Mailbox is out of the scope of the present document.
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The update procedure shall be based on the Message Type. The information for the next Message Type shall only be
transmitted after the update information for all new and/or retrieved messages of one specific Message Type has been
completely transmitted to the Served User. Each update procedure shall be confirmed with an appropriate indication.

NOTE 2: The default style (Compressed or Complete Information), which is used for the update procedure of the
various Message Type(s), isimplementation dependent and will be pre-defined by the service provider.

At the end of the update procedure the Message Waiting Signal at the Served User'sterminal, if available, shall be
refreshed for the various Message Types.

6.2.2.2.3 Update request from the Served User

At any time the Served User can request the Message Centre to send update information for either all available message
types or only for one specific Message Type. To request an update for aMailbox at the M C the following information
from the Served User shall be sent towards the MC:

. address of the Served User (i.e. Party Number);
. the Message Type(s) for which the Served User requests an update;
. optionally, the address of the Message Centre (e.g. Party Number).

After this request the Message Centre shall answer the Served User request with information about the status of the
New Messagesin the Served User's Mailbox of the requested Message Type(s). Depending on the presentation style
(i.e. compressed or complete information), which is adopted in the current configuration for the New Messages, the MC
shall provide the Served User with the following information:

. Compressed Mode:
- Message Type for which the Served User has requested an update;
- optionally, the address of the Message Centre;
- optionally, the number of New Messages waiting for that specific Message Type;

- optionally, the priority of the latest highest priority New Message waiting for that specific Message
Type,

- optionally, the address of the user that |eft the latest highest priority New Message;
- optionally, the time when the latest highest priority New Message was | eft.
. Complete Mode:
- Message Type for which the Served User has requested an update;
- optionally, the number of New Messages waiting for that specific Message Type.

NOTE: Thisstructure isthe same as the corresponding information specified in SS-MWI. After sending this
information the MC shall start the update procedure as described in clause 6.2.2.2.2.

6.2.2.2.4 Mailbox - full indication

Whenever the Served User's Mailbox reaches its storing capacity (or a specific threshold value) for one or more
Message Types, the MC may send a Mailbox-full indication for specific Message Types towards the Served User. The
Mailbox-full indication shall be sent independently of all other monitoring procedures.

6.2.3 Exceptional procedures

6.2.3.1 Activation, deactivation and interrogation
The Served User shall get an appropriate error indication if:

. the Served User wants to communicate with the M C but has no access from the service provider;
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. a specific Message Type is requested by the Served User but not provided by the MC;

. a specific presentation style (i.e. compressed and/or complete information) for messages of a specific Message
Type reguested from the Served User is not provided by the MC.

6.2.3.2 Invocation and operation

The Served User shall get an appropriate error indication if:
. the Served User wants to communicate with the M C but has no access from the service provider;
. a specific Message Type is requested by the Served User but not provided by the MC;

. a specific presentation style (i.e. compressed and/or complete information) for messages of a specific Message
Type requested from the Served User is not provided by the MC.

6.3 Interactions with other Supplementary Services/Additional
Network Features

Interactions with other supplementary services and ANFs for which PISN standards were available at the time of
publication of the present document are specified below.

6.3.1 Calling Line Identification Presentation (SS-CLIP)

No interaction.

6.3.2 Connected Line Identification Presentation (SS-COLP)

No interaction.

6.3.3 Calling/Connected Line Identification Restriction (SS-CLIR)

No interaction.

6.3.4  Calling Name Identification Presentation (SS-CNIP)

No interaction.

6.3.5  Calling/Connected Name Identification Restriction (SS-CNIR)

No interaction.

6.3.6 Connected Name Identification Presentation (SS-CONP)

No interaction.

6.3.7 Call Forwarding Unconditional (SS-CFU)

No interaction.

6.3.8 Call Forwarding Busy (SS-CFB)

No interaction.
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6.3.9 Call Forwarding No Reply (SS-CFNR)

No interaction.

6.3.10 Path Replacement (ANF-PR)

No interaction.

6.3.11 Call Transfer (SS-CT)

No interaction.

6.3.12 Call Deflection (SS-CD)

No interaction.

6.3.13 Completion of Calls to Busy Subscribers (SS-CCBS)

No interaction.

6.3.14 Completion of Calls on No Reply (SS-CCNR)

No interaction.

6.3.15 Call Offer (SS-CO)

No interaction.

6.3.16 Do Not Disturb (SS-DND)

No interaction.

6.3.17 Do Not Disturb Override (SS-DNDO)

No interaction.

6.3.18 Call Intrusion (SS-CI)

No interaction.

6.3.19 Advice of Charge (SS-AOC)

No interaction.

6.3.20 Recall (SS-RE)

No interaction.

6.3.21 Call Interception (SS-CINT)

No interaction.

6.3.22 Transit Counter (ANF-TC)

No interaction.
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6.3.23 Route Restriction Class (ANF-RRC)

No interaction.

6.3.24 Message Waiting Indication (SS-MWI)

No interaction.

NOTE: SS-MCM isbased on SS-MWI and includes its entire functionality. The interoperability with SSMWI is
therefore guaranteed. Compared to SS-MWI, SS-MCM offers an enhanced functionality for monitoring
status changes of messages stored in the Served User's Mailbox.

6.3.25 Wireless Terminal Location Registration (SS-WTLR)

No interaction.

6.3.26 Wireless Terminal Incoming Call (SS-WTMI)

No interaction.

6.3.27 Wireless Terminal Outgoing Call (SS-WTMO)

No interaction.

6.3.28 Wireless Terminal Authentication of a WTM User (SS-WTAT)

No interaction.

6.3.29 Wireless Terminal Authentication of the PISN (SS-WTAN)

No interaction.

6.3.30 Common Information (SS-CMN)

No interaction.

6.3.31 Call Priority Interruption (Protection) (SS-CPI(P))

No interaction.

6.3.32 Private User Mobility Incoming Call (ANF-PUMI)

No interaction.

6.3.33 Private User Mobility Outgoing Call (ANF-PUMO)

No interaction.

6.3.34 Private User Mobility Registration (SS-PUMR)

No interaction.

6.3.35 Single Step Call Transfer (SS-SSCT)

No interaction.
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6.3.36 Simple Dialog (SS-SD)

No interaction.

6.3.37 Call Identification and Call Linkage (ANF-CIDL)

No interaction.

6.3.38 Short Message Service (SS-SMS)

No interaction.

6.3.39 Make Call Request (SS-MCR)

No interaction.

6.3.40 Mailbox Identification (SS-MID)
If SS-MID is used in conjunction with SS-MCM and if mailbox identification services offered by SS-MID fail, itis

implementation dependent if the services of SS-MCM are executed. If authentication services offered by SS-MID fail,
the activation, deactivation, interrogation and update request services of SS-MCM shall not be executed.

6.4 Interworking considerations

Interworking with other networksis optional, if the other network provides similar services.

6.5 Overall SDL

The figure 1 contains the dynamic description of the SS-MCM activation, deactivation and interrogation procedures and
figure 2 contains the dynamic description of SS-MCM normal operation procedure using the Specification and
Description Language (SDL) defined in ITU-T Recommendation Z.100 [6].

Input signals from the left and output signals to the | eft represent primitives from and to the Message Centre.

Input signals from the right and output signal s to the right represent primitives from and to the Served User.
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Figure 1. SS-MCM Overall SDL: activation, deactivation and interrogation request
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Figure 2: SS-MCM Overall SDL: Arrival of a New Message at the MC, Update and Update Request

procedure, Mailbox-full indication
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7 SS-MID stage 1 specification

7.1 Description

7.1.1 General description

The supplementary service MID enables a Message Centre to identify a specific mailbox of a Served User in case that
the Served User has more than one Mailbox within the Message Centre. In addition SS-MID enables a Served User to
authenticate himself/herself at a specific Mailbox located within the Message Centre.

7.1.2 Quialifications on applicability to telecommunication services

This supplementary service does not apply directly to any basic telecommunication service.

7.2 Procedures

7.2.1 Provision/withdrawal

SS-MID may be provided or withdrawn after pre-arrangement with the service provider or may be generally available
to all users.

7.2.2 Normal procedures

7221 Activation, deactivation and interrogation
Not applicable.

7.22.2 Invocation and operation

72221 Identification

In case the Served User has more than one mailbox at the MC, the MC shall identify a specific mailbox by sending the
following mailbox identification data to the Served User:

. the address of the Message Centre where the Mailbox of the Served User islocated,;
. the address of the Served User;

. optionally, the Name of the Served User;

. the Served User's Mailbox identity (e.g. alphanumeric string).

The receipt of thisinformation shall be confirmed with an appropriate indication to the MC.

7.2.2.2.2 Authentication

SS-MID enables a Served User to authenticate himself/herself at a specific Mailbox by sending the following address
and authentication data to the MC:

. the address of the Message Centre where the Mailbox of the Served User islocated,;
. the address of the Served User;

. optionally, the Name of the Served User;

optionally, a Served User's Mailbox identity (e.g. alphanumeric string);
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. an authentication string (i.e. password) from the Served User to identify himself/herself at the Mailbox.

After asuccessful verification of the Served User's password the MC shall confirm this to the Served User with an
appropriate indication.

All information shall be delivered between the Served User and the MC by using an already existing connection or by
setting up anew call independent connection. Release of the call independent connection is the responsibility of its
initiator.

7.2.3 Exceptional procedures

7.23.1 Activation, deactivation and interrogation
Not applicable.
7.2.3.2 Invocation and operation

If aninvalid mailbox identity is received from the MC an appropriate error indication shall be sent towards the Message
Centre.

If aninvalid Served User password is received at the MC, the MC shall indicate the authentication failure by sending an
appropriate error indication towards the Served User.

7.3 Interactions with other Supplementary Services / Additional
Network Features

Interactions with other supplementary services and ANFs for which PISN standards were available at the time of
publication of the present document are specified below.

7.3.1 Calling Line ldentification Presentation (SS-CLIP)

No interaction.

7.3.2 Connected Line Identification Presentation (SS-COLP)

No interaction.

7.3.3 Calling/Connected Line Identification Restriction (SS-CLIR)

No interaction.

7.3.4  Calling Name Identification Presentation (SS-CNIP)

No interaction.

7.3.5  Calling/Connected Name Identification Restriction (SS-CNIR)

No interaction.

7.3.6 Connected Name Identification Presentation (SS-CONP)

No interaction.

7.3.7 Call Forwarding Unconditional (SS-CFU)

No interaction.
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7.3.8 Call Forwarding Busy (SS-CFB)

No interaction.

7.3.9 Call Forwarding No Reply (SS-CFNR)

No interaction.

7.3.10 Path Replacement (ANF-PR)

No interaction.

7.3.11 Call Transfer (SS-CT)

No interaction.

7.3.12 Call Deflection (SS-CD)

No interaction.

7.3.13 Completion of Calls to Busy Subscribers (SS-CCBS)

No interaction.

7.3.14 Completion of Calls on No Reply (SS-CCNR)

No interaction.

7.3.15 Call Offer (SS-CO)

No interaction.

7.3.16 Do Not Disturb (SS-DND)

No interaction.

7.3.17 Do Not Disturb Override (SS-DNDO)

No interaction.

7.3.18 Call Intrusion (SS-CI)

No interaction.

7.3.19 Advice of Charge (SS-AOC)

No interaction.

7.3.20 Recall (SS-RE)

No interaction.

7.3.21 Call Interception (SS-CINT)

No interaction.
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7.3.22 Transit Counter (ANF-TC)

No interaction.

7.3.23 Route Restriction Class (ANF-RRC)

No interaction.

7.3.24 Message Waiting Indication (SS-MWI)

No interaction.

7.3.25 Wireless Terminal Location Registration (SS-WTLR)

No interaction.

7.3.26 Wireless Terminal Incoming Call (SS-WTMI)

No interaction.

7.3.27 Wireless Terminal Outgoing Call (SS-WTMO)

No interaction.

7.3.28 Wireless Terminal Authentication of a WTM User (SS-WTAT)

No interaction.

7.3.29 Wireless Terminal Authentication of the PISN (SS-WTAN)

No interaction.

7.3.30 Common Information (SS-CMN)

No interaction.

7.3.31 Call Priority Interruption (Protection) (SS-CPI(P))

No interaction.

7.3.32 Private User Mobility Incoming Call (ANF-PUMI)

No interaction.

7.3.33 Private User Mobility Outgoing Call (ANF-PUMO)

No interaction.

7.3.34  Private User Mobility Registration (SS-PUMR)

No interaction.

7.3.35 Single Step Call Transfer (SS-SSCT)

No interaction.
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7.3.36 Simple Dialog (SS-SD)

No interaction.

7.3.37 Call Identification and Call Linkage (ANF-CIDL)

No interaction.

7.3.38 Short Message Service (SS-SMS)

No interaction.

7.3.39 Make Call Request (SS-MCR)

No interaction.

7.3.40 Message Centre Monitoring (SS-MCM)
If SS-MID is used in conjunction with SS-MCM and if mailbox identification services offered by SS-MID fail, itis

implementation dependent if the services of SS-MCM are executed. If authentication services offered by SS-MID fail,
the activation, deactivation, interrogation and update request services of SS-MCM shall not be executed.

7.4 Interworking considerations

Interworking with other networksis optional, if the other network provides similar services.

7.5 Overall SDL

Figure 3 contains the dynamic description of SS-MID using the Specification and Description Language (SDL) defined
in ITU-T Recommendation Z.100 [6]. The SDL process represents the behaviour of the network in providing SS-MID.

Input signals from the left and output signals to the | eft represent primitives from and to the Message Centre.

Input signals from the right and output signal s to the right represent primitives from and to the Served User.
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Figure 3: SS-MID Overall SDL
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8 SS-MCM stage 2 specification
8.1 Functional model

8.1.1 Functional model description

The functional model shall comprise the following Functional Entities (FES):

FE1 Message Centre's control entity
FE2 Served User's control entity
FE3 Served User Agent

The following relationship shall exist between these FEs:
ra between FE1 and FE2
rb between FE2 and FE3

Figure 4 shows these FEs and this relationship.

ra rb
FE1 FE2 FE3

Figure 4: Functional model for SS-MCM

8.1.2 Description of Functional Entities

8.1.2.1 Message Centre's control entity, FE1
This Functional Entity:
. receives an activation, deactivation and / or interrogation request from FE2;
. sends a New Message indication to FE2;
. sends updated information about New Messages and/or Retrieved Messages to FE2;
. receives a Served User request for updated Mailbox information from FE2;

. sends the Mailbox-full indication to FE2.

8.1.2.2 Served User's control entity, FE2
This Functional Entity:
. receives an activation, deactivation and / or interrogation request from FE3 and sends this request to FE1;

. receives an indication about the arrival of a New Message from FE1 and sends this New Message indication to
FES;

. receives updated information about New Message and / or Retrieved Messages stored at the Served User's
Mailbox from FE1 and sends this updated information to FES;

. receives arequest for updated Mailbox information from FE3 and sends this request to FE1;

. receives a Mailbox-full indication from FE1 and send this Mailbox-full indication to FE3.
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8.1.2.3 Served User Agent, FE3
This Functional Entity:
. sends an activation, deactivation and / or interrogation request to FE2;
. receives an indication about the arrival of a New Message in the Served User's Mailbox from FE2;

. receives updated information about New Message and/or Retrieved Messages stored at the Served User's
Mailbox from the FE2;

. sends arequest for updated Mailbox information to FE2;

. receives a Mailbox-full indication from FE2.

8.2 Information flows

8.2.1 Definition of information flows

In the tables listing the elements in information flows, the column headed "Request” indicates which of these elements
are mandatory (M) and which are optional (O) in a request/indication information flow, and the column headed
"Confirm" (confirmed information flows only) indicates which of these elements are mandatory (M) and which are
optiona (O) in aresponse/confirmation information flow.

The information flows across rb represent information flows between two functional entities FE2 and FE3. If FE3 is
controlled by or residesin FE2 (e.g. stimulus terminal), the information flows across rb are outside the scope of the
present document.

8.21.1 MCM_ServiceChange

MCM_ServiceChange is a confirmed information flow across rb from FE3 to FE2 and across ra from FE2 to FE1 used
by the Served User to activate or deactivate monitoring of one or more predefined Message Types.

Table 1 lists the elements within the MCM _ServiceChange information flow.

Table 1: Content of MCM_ServiceChange

Element Request Confirm NOTE
activation deactivation
M

Served User identity
Message Centre identity
List of Message Types
Presentation style of the
New Message information
Presentation style of the
Retrieved Message
information

Result M 6

M
M

AN

O] O[5

NOTE 1: Thisisthe Served User's Party Number (e.g. PISN number).
NOTE 2: This element identifies the Message Centre (e.g. PISN number).

NOTE 3: Thisindicates one or more Message Types (e.g. speech, email, fax) which shall be activated or
deactivated.

NOTE 4: Thisisan indication whether compressed information or complete information shall be presented to the
Served User for the New Messages. If this element is not present the presentation style shall be used as
defined in the default configuration.
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NOTE 5: Thisisan indication whether compressed information or complete information shall be presented to the
Served User for the Retrieved Messages. If this element is not present the presentation style shall be used
as defined in the default configuration.

NOTE 6: Thisindicates acceptance or the reason for rejection.

8.2.1.2 MCM_Interrogate

MCM_Interrogate is a confirmed information flow across rb from FE3 to FE2 and across ra from FE2 to FE1 used by
the Served User to interrogate the properties and configuration parameters for a specific Message Type.

Table 2 lists the elements within the MCM _Interrogate information flow.

Table 2: Content of MCM_Interrogate

Element Request Confirm NOTE

Served User identity M 1
Message Centre identity M 2
Message Type or List of M M 3
Message Types

Information about the - (0] 4
Message Type or List of

Message Types

Result M 5

NOTE 1. Thisisthe Served User'sidentity (e.g. PISN number).
NOTE 2: Thiselement identifies the Message Centre (e.g. PISN number).

NOTE 3: Thisisaspecific Message Type (e.g. speech, email, fax) or aList of Message Types for which the Served
User reguests information about the predefined configuration.

NOTE 4: Thiselement givesinformation to the Served User whether the interrogated Message Type is supported
with compressed information and/or complete information for New and/or Retrieved M essages.

NOTE 5: Thisindicates acceptance or the reason for rejection.

8.2.1.3 MCM_NewMessage

MCM_NewMessage is a confirmed information flow across rafrom FE1 to FE2 and across rb from FE2 to FE3 used to
indicate the arrival of a New Message in the Mailbox of the Served User. The information flow request has different
elements depending whether complete information or compressed information is provided.

NOTE: Thisinformation flow includes the same elements as the information flow ra MWI_Activatein SS-MWI.

Table 3 lists the elements within the MCM_NewM essage information flow.

Table 3: Content of MCM_NewMessage

Element Request Confirm NOTE
compressed Complete
information information

Served User identity M 1 1
Message Type M 2 2
Number of Messages 0 3 3
Priority O 4da 4b
Message Centre identity o] 5 5
Originating number @) 6a 6b
Timestamp o] 7a 7b
Result M 8 8
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NOTE 1. Thisisthe Served User's Party Number (e.g. PISN number).
NOTE 2: Thisindicates the specific Message Type of the New Message (e.g. speech, email, fax).

NOTE 3: Thisindicates the total number of New Messages of a particular Message Type which are stored in the
Mailbox of the Served User.

NOTE 4a This indicates the priority value for the highest priority among all New Messages stored in the Mailbox of
aparticular Message Type.

NOTE 4b: This indicates the priority value of a specific message which was | eft at the Message Centre.
NOTE 5: This element identifies the Message Centre (e.g. PISN number).

NOTE 6a: Thisindicates the Party Number of the Originator that left the New Message with the highest priority
value.

NOTE 6b: This indicates the Party Number of the Originator that left the New Message.

NOTE 7a Thisis the time stamp for the incoming of the highest priority New Message of a particular Message Type
within the Mailbox.

NOTE 7b: This indicates the time when a message was | eft.

NOTE 8: Thisindicates acceptance or the reason for rejection.

8.2.14 MCM_NoNewMessage

MCM_NoNewMessage is a confirmed information flow across rafrom FE1 to FE2 and across rb from FE2 to FE3 used
to indicate that there is no more New Message of a specific Message Type in the Mailbox of the Served User.

NOTE: Thisinformation flow includes the same elements as the information flow ra MWI_Deactivatein
SS-MWI.

Table 4 lists the elements within the MCM_NoNewM essage information flow.

Table 4: Content of MCM_NoNewMessage

Element Request Confirm NOTE
Served User identity M 1
Message Type M 2
Message Centre identity 0] 3
Result M 4

NOTE 1. Thisisthe Served User's Party Number (e.g. PISN number).
NOTE 2: Thisisthe specific Message Type of the New Message (e.g. speech, email, fax).
NOTE 3: This element identifies the Message Centre (e.g. PISN number).

NOTE 4: Thisindicates acceptance or reason for rejection.

8.2.1.5 MCM_Updatelnfo

MCM_Updatelnfo is a confirmed information flow across rafrom FE1 to FE2 and across rb from FE2 to FE3 used to
update the information about New Messages and/or Retrieved Messages.

Table 5 lists the elements within the MCM _Updatel nfo information flow.
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Table 5: Content of MCM_Updatelnfo

Element Request Confirm NOTE
compressed Complete
information information
Served User identity M M 1
Message Centre identity M M 2
Message Type M M 3
List of Originator addresses of - M 4

all New and/or Retrieved
Messages of that Message

Type

Number of all New and/or M - 5
Retrieved Messages of that
Message Type

Priority O [®) 6
Timestamp 0] o 7
Result M 8

NOTE 1. Thisisthe Served User's Party Number (e.g. PISN number).

NOTE 2: Thiselement identifies the Message Centre (e.g. PISN number).

NOTE 3: Thisindicates a particular Message Type (e.g. speech, email, fax).

NOTE 4: Thisindicates the Party Number of the Originator that left a message. Not applicable in the case that the
Originator addressis an email address. The information element is mandatory for complete information
but shall not be used in the compressed information scenario.

NOTE 5: Thisindicates the total number of New Messages of a specific Message Type, which are stored in the
Mailbox of the Served User.

NOTE 6: Thisindicatesalist of the priority of all New and/or Retrieved Messages which were |eft at the Message
Centre. When the compressed information style is used, thisis the value for the highest priority among all
New and/or Retrieved Messages stored in the Mailbox of that particular Message Type.

NOTE 7: Thisindicatesalist of the time stamp when the New and/or Retrieved Messages were left. When the
compressed information style is used, this is the timestamp for incoming New and/or Retrieved Message
with the highest priority of that particular Message Type within the Mailbox.

NOTE 8: Thisindicates acceptance or the reason for rejection.

8.2.1.6 MCM_UpdateReq

MCM_UpdateReq is a confirmed information flow across rb from FE3 to FE2 and across rafrom FE2 to FE1 used by
the Served User to request updated information about New Messages and/or Retrieved M essages.

NOTE:

Thisinformation flow includes the same elements as the information flow ra. MWI_Interrogate in
SS-MWI.

Table 6 lists the elements within the MCM _UpdateReq information flow.
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Table 6: Content of MCM_UpdateReq

Element Request Confirm NOTE
compressed complete
information information
Served User identity M 1
Message Type M M M 2
Number of messages - 0] (®) 3
Priority - 0O - 4
Message Centre 0] (0] 0] 5
identity
Originating Number - 0] - 6
Timestamp - 0] - 7
Result M M 8

NOTE 1. Thisisthe Served User's Party Number (e.g. PISN number).
NOTE 2: Thisindicates the specific Message Type of the New Message (e.g. speech, email, fax).

NOTE 3: Thisindicates the total number of New Messages of a particular Message Type which are stored in the
Mailbox of the Served User.

NOTE 4: Thisindicates the priority value for the highest priority among all New Messages stored in the Mailbox of
aparticular Message Type.

NOTE5: Thiselement identifies the Message Centre (e.g. PISN number).

NOTE 6: Thisindicates the Party Number of the Originator that left the New Message with the highest priority
value.

NOTE 7: Thisisthe time stamp for the incoming of the highest priority New Message of a particular Message Type
within the Mailbox.

NOTE 8: Thisindicates acceptance or the reason for rejection.

8.2.1.7 MCM_Mailbox_full

MCM_Mailbox_full isan unconfirmed information flow across rafrom FE1 to FE2 and across rb from FE3 to FE2
used by the Message Centre to give an indication to the Served User that his/her Mailbox has reached the maximum

storage capacity for messages of a specific Message Type.
Table 7 lists the elements within the MCM_Mailbox_full information flow.

Table 7: Content of MCM_Mailbox_full

Element Request NOTE
Served User identity M 1
Message Centre identity M 2
Message Type M 3

NOTE 1. Thisisthe Served User's number (e.g. PISN number).
NOTE 2: Thiselement identifies the Message Centre (e.g. PISN number).

NOTE 3: Thisindicates a particular Message Type (e.g. speech, email, fax).

8.2.3 Information flow sequences
A stage 3 standard for SSSMCM shall provide signalling procedures in support of the information flow sequences

specified below. In addition, signalling procedures should be provided to cover other sequences arising from error
situations, interactions with Basic Call, interactions with other supplementary services, different topologies, etc.
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The following abbreviations are used:
. req request;
. ind indication;
e resp response;

. conf confirm.

8.2.3.1 Service Change procedures of SS-MCM

Figure 5 shows in generic form the information flow sequence for activation and/or deactivation of SS-MCM.

FE1 FE2 FE3
ra_MCM_ServiceChange rb_MCM_ServiceChange
: 201 |« : 301
reg/ind reg/ind
101
ra MCM_ServiceChange rb_ MCM_ServiceChange
P 202 p 302
con/res con/res

Figure 5: Information flow sequence for activation and deactivation of SS-MCM

8.2.3.2 Interrogation procedure of SS-MCM

Figure 6 shows in generic form the information flow sequence for interrogation of SS-MCM.

FE1 FE2 FE3
ra MCM_Interrogate rbo_ MCM_Interrogate
- 203 [« - 303
reg/ind reg/ind
102
ra MCM_Interrogate rbo_ MCM_Interrogate
P 204 p 304
con/res con/res

Figure 6: Information flow sequence for interrogation of SS-MCM
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8.2.3.3 Transmission of a NewMessage Indication

Figure 7 shows in generic form the information flow sequence for transmission of a NewM essage indication within
SS-MCM.

FE1 FE2 FE3
ra MCM_NewMessage rb_ MCM_NewMessage
103 : P 205 -
reg/ind reg/ind
305
ra MCM_NewMessage rbo MCM_NewMessage
104 |« 206 [«
con/res con/res

Figure 7: Information flow sequence for transmission of a NewMessage indication

8.2.34 Transmission of a NoNewMessage Indication

Figure 8 shows in generic form the information flow sequence for transmission of a NoNewM essage indication within
SS-MCM.

FE1 FE2 FE3
ra MCM_NoNewMessage rb_MCM_NoNewMessage
105 - »| 207 -
reg/ind reg/ind
306
ra MCM_NoNewMessage rb MCM_NoNewMessage
106 |« 208 «¢
con/res con/res

Figure 8: Information flow sequence for transmission of a NoNewMessage indication
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8.2.35 Transmission of Update Information

Figure 9 shows in generic form the information flow sequence for transmission of Update Information.

FE1 FE2 FE3
ra MCM_Updatelnfo rb_ MCM_Updatelnfo
107 - » 209 -
reg/ind reg/ind
307
ra MCM_Updatelnfo rb_ MCM_Updatelnfo
108 |« 210 '«
con/res con/res

Figure 9: Information flow sequence for transmission of update information

8.2.3.6 Transmission of an Update Request

Figure 10 showsin generic form the information flow sequence for transmission of an Update Request.

FE1 FE2 FE3
ra MCM_UpdateReq rb_ MCM_UpdateReq
< - 211 |« - 308
reg/ind reg/ind
109
ra MCM_UpdateReq rb_ MCM_UpdateReq
P> 212 P> 309
con/res con/res
ra MCM_Updatelnfo rb_ MCM_Updatelnfo
107 - » 209 - >
reg/ind reg/ind
307
ra MCM_Updatelnfo rb_ MCM_Updatelnfo
108 |« 210 '«
con/res con/res

Figure 10: Information flow sequence for transmission of an update request
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Transmission of a Mailbox-full indication

Figure 11 shows in generic form the information flow sequence for transmission of a Mailbox-full indication.

8.3

8.3.1
101
102

103
104
105

106
107

108

109

110
8.3.2
201
202
203

204

FE1

110

FE2 FE3

ra MCM_Mailbox_full rb_MCM_Mailbox_full

: » 213 p 310
reg/ind reg/ind

Figure 11: Information flow sequence for transmission of a Mailbox-full indication

Functional Entity actions

Functional Entity actions of FE1

receivesra MCM _ServiceChange reg/ind from FE2 indicating the Message Type(s) which shall
be activated or deactivated and sendsra MCM _ServiceChange con/res after processing the
request

receivesra MCM _Interrogate reg/ind from FE2 with an interrogation request and sends
ra_ MCM_Interrogate con/res including the information requested by the interrogation

sendsra MCM_NewMessage reg/ind to FE2 in order to indicate the arrival of a New Message
receivesra MCM_NewMessage con/res from FE2

sendsra MCM_NoNewM essage req/ind to FE2 in order to indicate that no more New Messages
of aspecific Message Type are in the Served User's mailbox

receivesra MCM_NoNewM essage con/res from FE2

sendsra MCM_Updatelnfo reg/ind to FE2 with updated Mailbox information due to changesin
the Served user's Mailbox or due to an update request from the Served User

receivesra MCM_Updatelnfo con/res from FE2

receives ra_ MCM_UpdateReq reg/ind from FE2 conveying the Served User request for updated
information and sends ra MCM _UpdateReq con/res with updated information about New
Messages to FE2

sendsra MCM_Mailbox_full reg/ind to FE2 in order to indicate that the Mailbox reached its
storage capacity

Functional Entity actions of FE2

receivesrb_ MCM_ServiceChange reg/ind from FE3 and sendsra MCM_ ServiceChange reg/ind
to FE1 in order to activate or deactivate specific Message Type(s)

receivesra MCM _ServiceChange con/res from FE1 and sendsrb_ MCM _ServiceChange con/res
to FE3

receivesrb_MCM_Interrogate reg/ind from FE3 and sendsra_MCM_Interrogate reg/ind with the
interrogation request to FE1

receivesra MCM _Interrogate con/res from FEL and sendsrb_MCM _Interrogate con/res with the
information requested by the interrogation to FE3
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receivesra MCM_NewMessage reg/ind from FE1 and sendsrb MCM_NewM essage reg/ind to
FE3 indicating the arrival of a New Message in the Mailbox

receivesrb MCM_NewMessage con/res from FE3 and sendsra_ MCM_NewM essage con/res to
FE1

receivesra MCM_NoNewM essage reg/ind from FEL and sendsrb_ MCM_NoNewM essage
reg/ind to FE3 indicating that are no more New Messages of a specific Message Type in the
Mailbox

receivesrbh MCM_NoNewM essage con/res from FE3 and sendsra MCM_NoNewM essage
con/resto FE1

receives ra_ MCM_Updatel nfo reg/ind from FE1 and sends rb_ MCM_Updatelnfo reg/ind to FE3
with updated Mailbox information due to changesin the Served User's Mailbox or due to an
update request from the Served User

receivesrb_MCM_Updatelnfo con/res from FE3 and sends ra MCM_Updatel nfo con/res to FE1
receivesrb_ MCM_UpdateReq reg/ind from FE3 and sendsra MCM_UpdateReq reg/ind to FE1
receivesra MCM_UpdateReq con/res from FE1 and sends rb MCM_UpdateReq con/res to FE3

receivesra MCM_Mailbox_full reg/ind from FEL and sendsrb_ MCM_Mailbox_full reg/ind to
FE3 indicating that the Mailbox reached its storage capacity

Functional Entity actions of FE3

sendsrb_MCM_ServiceChange reg/ind to FE2 in order to activate or deactivate specific Message
Type(s)

receivesrb_ MCM_ ServiceChange con/res from FE2
sendsrb_MCM_Interrogate reqg/ind with an interrogation request to FE2

receivesrb_MCM _Interrogate con/res from FE2 with the information requested by the
interrogation

receivesrbh_ MCM_NewMessage reg/ind from FE2 indicating the arrival of a New Message in the
Mailbox and sendsrb_ MCM_NewM essage con/res to FE2

receives rb_MCM_NoNewM essage reg/ind from FE2 indicating that there are no more New
Message of a specific Message Type in the Mailbox and sendsrb_MCM_NoNewMessage con/res
to FE2

receivesrb_ MCM_Updatel nfo reg/ind from FE2 with updated Mailbox information due to
changes in the Served User's Mailbox or due to an update request from the Served User and sends
rb_ MCM_Updatelnfo con/resto FE2

sendsrb_ MCM_UpdateReq reg/ind to FE2 conveying Served User's request for updated mailbox
information

receivesrb_MCM_UpdateReq con/res from FE2 conveying updated mailbox information about
New Messages

receivesrb_MCM_Mailbox_full reg/ind from FE2 indicating that the Mailbox reached its storage
capacity

Functional Entity behaviour

The FE behaviours shown in clauses 8.4.1, 8.4.2 and 8.4.3 are intended to illustrate typical FE behaviour in terms of
information flows sent and received. The behaviour of each FE is shown using the Specification and Description
Language (SDL) defined in IUT-T Recommendation Z.100 [6].
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8.4.1 Behaviour of FE1

Figure 12 shows the normal behaviour of FE1. Output signals to the right and input signals from the right represent
information flows to and from FE2. Input signals from the left represent indications from the Message Centre.

MCM idle
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reqg/ind

ra_MCM_ServiceChange

101
from FE2

activation or
deactivation

?

activate/deactivate
monitoring of indicated
Message Types

101
to FE2

ra_MCM_ServiceChange
con/res
(accepted)

request allowed

101
to FE2

ra_MCM_ServiceChange
con/res
(rejected)

Y

MCM idle

Figure 12a: SDL for MCM Service Change Procedures for FE1, Message Centre's control entity
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MCM idle

ra_MCM_Interrogation 102

reqg/ind from FE2

interrogation
request
allowed

?

YES

ra_MCM_Interrogation 102 ra_MCM_Interrogation

g —— con/res -—- con/res
toFE2 (accepted) o FE2 (rejected)

Y
MCM idle

Figure 12b: SDL for MCM Interrogation Request for FE1, Message Centre's control entity
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Figure 12c: SDL for MCM NewMe
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MCM idle
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Y
MCM_wait

ra_MCM_NoNewMessage ra_MCM_NoNewMessage
confres - --- - 106 confres (- -----A 106
(accepted) from FE2 (rejected) from FE2
Y
MCM idle

Figure 12d: SDL for MCM NoNewMessage Indication for FE1, Message Centre's control entity
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107 | ra_MCM_Updatelnfo
to FE2 req/ind
Y
MCM_wait
ra_MCChéIH;:gsrjatelnfo 7777777 108 ra_MCCl\gH/Lszgatelnfo 7777777 108
(accepted) from FE2 (rejected) from FE2

further
updated

information
available

?

\

/

MCM idle

Figure 12e: SDL for MCM Update Information for FE1, Message Centre's control entity
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MCM idle

ra_MCM_UpdateReq ] 109
reqg/ind from FE2
Update
Request NO
allowed

?

ra_MCM_UpdateReq
- con/res
(rejected)

109
to FE2

Y

MCM idle

Figure 12f: SDL for MCM Update Request for FE1, Message Centre's control entity
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for a full Mailbox

110
to FE2

ra_MCM_Mailbox_full
req/ind

Y

MCM idle

Figure 12g: SDL for MCM Mailbox-full Indication for FE1, Message Centre's control entity
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8.4.2 Behaviour of FE2

Figure 13 shows the normal behaviour of FE2. Output signals to the left and input signals from the left represent
primitives to and from the FE1. Output signals to the right and input signals from the right represent information flows

from and to FE3.
MCM idle

rb_MCM_ServiceChange . 201

reqg/ind from FE3

Served User NO
request

allowed ?
ra_MCM_ServiceChange| | 201
reg/ind to FE1
Y
MCM wait
202 | ra_MCMEOSne/:\ég:eChange 202 | ra_MCMEOSne/:Z:eChange
from FE1 (accepted) from FE1 (rejected)
202 | rb_MCMEOSne}:\él;:eChange 202 | rb_MCMEOS:/:\éEeChange
0 FE3 (accepted) to FE3 (rejected)
A
MCM idle

Figure 13a: SDL for MCM Service Change Procedures for FE2, Served User's control entity
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MCM idle
rb_MCM_lInterrogate _ | 203
req/ind from FE3

Served User NO
request

allowed ?
ra_MCM_Interrogate | | 203
reqfind to FE1
Y
MCM wait
me |\ oM erogae o0 |\ MM nerogae
from FE1 (accepted) from FE1 (rejected)
to FE3 (accepted) to FE3 (rejected)
A
MCM idle

Figure 13b: SDL for MCM Interrogation Request for FE2, Served User's control entity
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MCM idle
205 | ra_MCM_NewMessage
from FE1 reqfind
205 | | rb_MCM_NewMessage
to FE3 reqg/ind
Y
MCM wait
rb_MCl\/(I:Bl:i\évsl\/Iessage 777777 206 rb_MCN(I:BE;er\év;\/Iessage 777777 206
(accepted) from FE3 (rejected) from FE3
ra_MCl\il:Bl;l/er\évsl\/Iessage | 206 ra_MCl\/(I:BEZ\év;\/Iessage | 20
(accepted) to FEL (rejected) to FE1
Y
MCM idle

Figure 13c: SDL for MCM NewMessage Indication for FE2, Served User's control entity
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MCM idle
207 | O\ ra_MCM_NoNewMessage
from FE1 req/ind
207 | | rb_MCM_NoNewMessage
to FE3 req/ind
Y
MCM wait
rb_MCM_gz;\rI:;vMessage 7777777 208 rb_MCM_gz;\rI:;vMessage 7777777 208
(accepted) from FE3 (rejected) from FE3
ra_MCM_CNoﬁi\rl::vMessage | 208 ra_MCM_CNoﬁi\rl::vMessage | 208
(accepted) to FE1 (rejected) toFEL
Y
MCM idle

Figure 13d: SDL for MCM NoNewMessage Indication for FE2, Served User's control entity
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MCM idle MCM update
wait
209 | ra_MCM_Updatelnfo 209 | ra_MCM_Updatelnfo
from FE1 req/ind from FE1 req/ind
209 | rb_MCM_Updatelnfo
to FE3 reqg/ind
Y
MCM wait
rb_MCCl\gH/Lszgatelnfo | 210 rb_MCCl\gH/Lszgatelnfo | 210
(accepted) from FE3 (rejected) from FE3
ra_MCCl\gH/LrJé):atelnfo | 210 ra_MCCl\gH/LrJé):atelnfo | 210
(accepted) toFEL (rejected) o FEL
Y
MCM idle

Figure 13e: SDL for MCM Update Information for FE2, Served User's control entity
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rb_MCM_UpdateReq |l 2n
req/ind from FE3
ra_MCM_UpdateReq 21
req/ind to FE1
Y
MCM wait
212 ra_MCCl\gab:sgateReq 212 | ra_MCCl\gab,rlsgateReq
from FE1 (accepted) from FE1 (rejected)
212 | rb_MCé\zl)El;:epgateReq 212 | rb_MCCl\gab:sgateReq
to FE3 (accepted) toFE3 (rejected)
Y Y
MCM update MCM idle

Figure 13f: SDL for MCM Update Request for FE2, Served User's control entity

Figure 13g: SDL for MCM Mailbox-full Indication for FE2, Served User's control entity
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Y
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8.4.3 Behaviour of FE3

Figure 14 shows the normal behaviour of FE3. Output signals to the left and input signals from the left represent
information flows to and from the FE2. Input signals from the right represent Served User actions.
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rb_MCM_ServiceChange |

req/ind
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302
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rb_MCM_ServiceChange
con/res
(rejected)

Y

MCM idle

Figure 14a: SDL for MCM Service Change Procedures for FE3, Served User Agent
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rb_MCM_Interrogate | 303

req/ind to FE2
Y

MCM wait

I -
from FE2 (accepted) from FE2 (rejected)

Y

MCM idle

Figure 14b: SDL for MCM Interrogation Request for FE3, Served User Agent
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305 | rb_MCM_NewMessage
from FE2 reqg/ind

Information
accepted?

A

rb_MCM_NewMessage
con/res -— 1
(accepted)

305
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rb_MCM_NewMessage
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Figure 14c: SDL for MCM NewMessage Indication for FE3, Served User Agent
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MCM idle
306 | rb_MCM_NoNewMessage
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Information
accepted?

A

rb_MCM_NoNewMessage| 306 rb_MCM_NoNewMessage

con/res " toEE2 con/res -— 1 ?OOIEEZ
(accepted) (rejected)

A
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Figure 14d: SDL for MCM NoNewMessage Indication for FE3, Served User Agent
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Figure 14e: SDL for MCM Update Information for FE3, Served User Agent
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user indication for
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ro_MCM_UpdateReq | 308
reqg/ind to FE2

Y

MCM wait

rb_MCM_UpdateReq

309 rb_MCM_UpdateReq

309
- con/res F--- con/res

from FE2 accepted) from FE2 (rejected)

y Y
wait

Figure 14f: SDL for MCM Update Request for FE3, Served User Agent

MCM idle

310 rb_MCM_Mailbox_full

from FE2 reqg/ind

Y

MCM idle

Figure 14g: SDL for MCM Mailbox-full Indication for FE3, Served User Agent

8.5 Allocation of Functional Entities to physical equipment
The allocation of FEsto physical locations shall apply as shown in table 8.

Table 8: Scenarios for the allocation of FEs to physical equipment for SS-MCM

FE1 FE2 FE3
Scenario 1 Message Centre PINX Served User PINX Terminal

If FE3 iscontrolled by or residesin FE2 (e.g. stimulusterminal), the information flows between FE2 and FE3 are
outside the scope of the present document.
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8.6 Interworking considerations

The alocation of FEsto physical locations in the case of interworking with other networks that support a compatible
service shall apply as shown in table 9.

Table 9: Scenarios for the allocation of FEs to physical equipment for SS-MCM
in the case of interworking with other networks

FE1 FE2 FE3
Scenario 2 Message Centre PINX |Other network Other network
Scenario 3 Other network Served User PINX Terminal

9 SS-MID stage 2 specification
9.1 Functional model

9.1.1 Functional model description

The functional model shall comprise the following Functional Entities (FES):

FE1 Message Centre's control entity
FE2 Served User's control entity
FE3 Served User Agent

The following relationship shall exist between these FEs:
ra between FE1 and FE2
rb between FE2 and FE3

Figure 15 shows these FEs and this relationship.

ra rb
FE1 FE2 FE3

Figure 15: Functional model for SS-MID

9.1.2 Description of Functional Entities

9.1.2.1 Message Centre's control entity, FE1
This Functional Entity:
. sends Mailbox identification datato FE2;

. receives Mailbox authentication data from FE2.

9.1.2.2 Served User's control entity, FE2
This Functional Entity:
. receives Mailbox identification data from FE1 and sends the Mailbox identification data to FES;

. receives Mailbox authentication data from FE3 and sends the Mailbox authentication data to FE1.
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9.1.2.3 Served User Agent, FE3
This Functional Entity:
. receives Mailbox identification data from FE2;

. sends Mailbox authentication datato FE2.

9.2 Information flows

9.2.1 Definition of information flows

In the tables listing the elements in information flows, the column headed "Request” indicates which of these elements
are mandatory (M) and which are optional (O) in a request/indication information flow, and the column headed
"Confirm" (confirmed information flows only) indicates which of these elements are mandatory (M) and which are
optiona (O) in aresponse/confirmation information flow.

Theinformation flows across rb represent information flows between two functional entities FE2 and FE3. If FE3 is
controlled by or residesin FE2 (e.g. stimulus terminal), the information flows across rb are outside the scope of the
present document.

9.211 MID_MailboxID

MID_MailboxID is a confirmed information flow across ra from FE1 to FE2 and across rb from FE2 to FE3 used by the
MC to indicate a specific Mailbox of the Served User.

Table 10 lists the elements within the MID_MailboxID information flow.

Table 10: Content of MID_MailboxID

Element Request Confirm NOTE
Served User identity M 1
Mailbox identity M 2
Message Centre number M 3
Served User name O 4
Result M 5

NOTE 1: Thisisthe Served User's Party Number (e.g. PISN number).

NOTE 2: Thisidentifies aparticular Served User Mailbox when the Served User has different Mailboxes for
different Message Types.

NOTE 3: Thiselement identifies the Message Centre (e.g. PISN number).
NOTE 4: Thisisthe name of the Served User.

NOTE 5: Thisindicates acceptance or the reason for rejection.

9.21.2 MID_MailboxAuth

MID_MailboxAuth is a confirmed information flow across rb from FE3 to FE2 and across rafrom FE2 to FE1 used by
the Served User to authenticate himself/herself at the Mailbox.

Table 11 lists the elements within the MID_MailboxAuth information flow.

ETSI



57 ETSI TS 102 254 V1.1.1 (2003-08)

Table 11: Content of MID_MailboxAuth

Element Confirm
Served User identity M
Mailbox identity
Message Centre number
Served User name
Authentication data

Result M

Request

Z(0|Z|0

NOTE 1: Thisisthe Served User's Party Number (e.g. PISN number).

NOTE 2: Thisidentifies a particular Served User Mailbox when the Served User has different Mailboxes (e.g. for

different Message Types).
NOTE 3: Thiselement identifies the Message Centre (e.g. PISN number).
NOTE 4: Thisisthe name of the Served User.

NOTE 5. Thisisthe data used from the Served User to authenticate himself/herself at his’her Mailbox
(e.g. password).

NOTE 6: Thisindicates acceptance or the reason for rejection.

9.2.2

A stage 3 standard for SS-MID shall provide signalling proceduresin support of the information flow sequences
specified below. In addition, signalling procedures should be provided to cover other sequences arising from error
situations, interactions with Basic Call, interactions with other supplementary services, different topologies, etc.

Information flow sequences

The following abbreviations are used:

req request
ind indication
resp response
conf confirm
9.2.2.1 Mailbox identification

Figure 16 shows in generic form the information flow sequence for Mailbox identification.

FE1 FE2 FE3
ra MID_MailboxID rb_MID_MailboxID
101 : > 201 - P
reg/ind reg/ind
301
ra_ MID_MailboxID rb_MID_MailboxID
102 |« 202 <
con/res con/res

Figure 16: Information flow sequence for transmission of mailbox identification data

ETSI



9.22.2

58 ETSI TS 102 254 V1.1.1 (2003-08)

Mailbox authentication

Figure 17 shows in generic form the information flow sequence for Mailbox authentication.

9.3

9.3.1
101
102
103

9.3.2
201
202
203
204

9.3.3
301
302
303

9.4

FE1 FE2 FE3
ra_MID_MailboxAuth rb_MID_MailboxAuth
: 203 |« : 302
reg/ind reg/ind
103
ra_MID_MailboxAuth rb_MID_MailboxAuth
p 204 p 303
con/res con/res

Figure 17: Information flow sequence for transmission of authentication data

Functional Entity actions

Functional Entity actions of FE1
sendsra MID_MailboxID reg/ind with mailbox identification datato FE2
receivesra MID_MailboxID con/res from FE2
receivesra_MID_MailboxAuth reg/ind with authentication data from FE2 and sends
ra_MID_MailboxAuth con/resto FE2
Functional Entity actions of FE2
receivesra_MID_MailboxID reg/ind from FE1 and sendsrb_MID_MailboxID reg/ind to FE3
sendsra MID_MailboxID con/resto FE1
receivesrb_MID_MailboxAuth reg/ind from FE3 and sends ra_MID_MailboxAuth reg/ind to FE1

receivesra MID_MailboxAuth con/res from FE1 and sendsrb_MID_MailboxAuth con/resto FE3

Functional Entity actions of FE3
receivesrb_MID_MailboxID reg/ind with mailbox identification data from FE2
sendsrb_MID_MailboxAuth reg/ind with Served User's authentication data to FE2

receivesrb_MID_MailboxAuth con/res from FE2

Functional Entity behaviour

The FE behaviours shown in clauses 9.4.2, 9.4.2 and 9.4.3 are intended to illustrate typical FE behaviour in terms of
information flows sent and received. The behaviour of each FE is shown using the Specification and Description
Language (SDL) defined in IUT-T Recommendation Z.100 [6].
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94.1 Behaviour of FE1

Figure 18 shows the normal behaviour of FE1. Output signals to the right and input signals from the right represent
information flows from and to FE2. Input signals from the left represent indications from the Message Centre.

MID idle

Indication from
the Message Centre

101 | | ra_MID_MailboxID
to FE2 req/ind
MID wait
ra_M(I:BH;\r/IgIboxID 777777 102 ra_M(IEE/l\r/I:SllboxlD 777777 102
(accepted) from FE2 (rejected) from FE2

Y
MID idle

Figure 18a: SDL for transmission of identification data for Functional Entity FE1,
Message Centre's control entity
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MID idle

ra_MID_MailboxAuth 103

reqg/ind from FE2

authentification
data
valid ?

103 | ra_MIDCBII\s?(IEIgoxAuth 103 | ra_MIIiBm.:ISOXAuth
1o FE2 (accepted) to FE2 (rejected)
Y

MID idle

Figure 18b: SDL for receiving authentication data for Functional Entity FE1,
Message Centre's control entity
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Figure 19 shows the normal behaviour of FE2. Output signals to the left and input signals from the left represent
primitives to and from the FE1. Output signals to the right and input signals from the right represent information flows
to and from FE3.

MID idle

201
from FE1

ra_MID_MailboxID
req/ind

201
to FE3

rb_MID_MailboxID
reqg/ind

rb_MID_MailboxID
con/res
(accepted)

ra_MID_MailboxID
con/res
(accepted)

] 202 rb_MgE/l\r/I:sllboxlD 777777 202
from FE3 ; from FE3
(rejected)
| 202 ra_M(IEE/l\r/I:SllboxlD | 202
to FE1 ; to FE1
(rejected)

Y

MID idle

Figure 19a: SDL for transmission of identification data for Functional Entity FE2,
Served User's control entity
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rb_MID_MailboxAuth ~ | 203
req/ind from FE3
ra_MID_MailboxAuth ~ | 203
reqg/ind to FE1
MID wait
208 | ra_MlZEm?QSOXAUth 206 | ra_MIl?;Bl:]/I/a;\;lgoxAuth
from FE1 (accepted) from FE1 (rejected)
204 | rb_MII?:EIr\]lllz:éltS)oxAuth 204 | rb_MIIiEm?éIlsnoxAuth
to FE3 (accepted) to FE3 (rejected)
Y
MID idle

Figure 19b: SDL for transmission of authentication data for Functional Entity FE2,
Served User's control entity
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9.4.3 Behaviour of FE3

Figure 20 shows the normal behaviour of FE3. Output signals to the right and input signals from the right represent
information flows to and from FE2. Input signals from the left represent Served User actions.

MID idle

301 rb_MID_MailboxID

from FE2 req/ind

Mailbox
identification data
valid ?

YES NO

A

rb_MID_MailboxID 301 rb_MID_MailboxID

con/res "7 wrFE2 con/res --q t300l1:E2
(accepted) (rejected)

Y

MID idle

Figure 20a: SDL for receiving identification data for Functional Entity FE3, Served User Agent
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302
to FE2

rb_MID_MailboxAuth
req/ind

MID wait

rb_MID_MailboxAuth
con/res
(accepted)

rb_MID_MailboxAuth
con/res
(rejected)

303
from FE2

303
from FE2

Y
MID idle

Figure 20b: SDL for transmission of authentication data for Functional Entity FE3,
Served User Agent

9.5 Allocation of Functional Entities to physical equipment
The allocation of FEsto physical locations shall apply as shown in table 12.

Table 12: Scenarios for the allocation of FEs to physical equipment for SS-MID

FE2
Served User PINX

FE1 FE3

Message Centre PINX

Scenario 1 Terminal

If FE3 is controlled by or residesin FE2 (e.g. stimulusterminal), the information flows between FE2 and FE3 are
outside the scope of the present document.

9.6 Interworking considerations

The alocation of FEsto physical locations in the case of interworking with other networks that support a compatible
service shall apply as shown in table 13.

Table 13: Scenarios for the allocation of FEs to physical equipment for SS-MID
in the case of interworking with other networks

FE1 FE2 FE3
Scenario 2 Message Centre PINX Other network Other network
Scenario 3 Other network Served User PINX Terminal
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