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Foreword

This European Standard (Telecommunications series) has been produced by ETSI Project Digital Enhanced Cordless
Telecommunications (DECT), and is now submitted for the ETSI standards One-step Approval Procedure.

The present document is part 3 of a multi-part deliverable covering the Common Interface (Cl) for the Digital Enhanced
Cordless Telecommunications (DECT), as identified below:

Part 1:  "Overview";
Part2:  "Physical Layer (PHL)";
Part 3: "Medium AccessControl (MAC) layer”;
Part 4.  "Datalink Control (DLC) layer";
Part5:  "Network (NWK) layer";
Part 6:  "ldentities and Addressing";
Part 7. "Security Features’;
Part8:  "Speech Coding and Transmission".
Further details of the DECT system may be found in TR 101 178 [9], ETR 043 [10].

Proposed national transposition dates

Date of latest announcement of this EN (doa): 3 months after ETSI publication
Date of latest publication of new National Standard

or endorsement of this EN (dop/e): 6 months after doa

Date of withdrawal of any conflicting National Standard (dow): 6 months after doa
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1 Scope

The present document gives an introduction and overview of the complete Digital Enhanced Cordless
Telecommunications (DECT) Common Interface (Cl).

The present document of the DECT Cl specifies the Medium Access Control (MAC) layer. The MAC layer is part 3 of
the DECT Common Interface standard and layer 2a of the DECT protocol stack.

It specifies three groups of MAC services:
- the broadcast message control service;
- the connectionless message control service; and
- themulti-bearer control service.

It also specifiesthelogical channdsthat are used by the above mentioned services, and how they are multiplexed and
mapped into the Service Data Units (SDUS) that are exchanged with the Physical Layer (PHL).

Network layer |

Network layer

C-plane U-plane
DLC layer | DLC layer
C-plane (2|b) U-plane

MAC layer

(2a)

Physical layer

(1)

Figure 1: The DECT protocol stack

2 References
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3

Definitions and abbreviations

Most definitions and abbreviations are defined in EN 300 175-1. A few abbreviationsthat are specific to the present
document appear in clause 3.2.

3.1

Definitions

For the purposes of the present document, the following terms and definitions apply:

antenna divergty: See EN 300 175-1 [1].

bearer handover: See EN 300 175-1 [1].

broadcast: See EN 300 175-1[1].

C-plane: See EN 300 175-1 [1].

cell: See EN 300 175-1 [1].

Central Control Fixed Part (CCFP): See EN 300 175-1 [1].

cluster: See EN 300 175-1[1].

connection handover: See EN 300 175-1 [1].

Connectionless mode (C/L): See EN 300 175-1 [1].

Connection Oriented mode (C/O): See EN 300 175-1 [1].

Cordless Radio Fixed Part (CRFP): See EN 300 175-1 [1].

double duplex bearer: See EN 300 175-1[1].

double smplex bearer: See EN 300 175-1 [1].

duplex bearer: See EN 300 175-1 [1].

Extended MAC control messages: See EN 300 175-1[1].

field: See EN 300 175-1[1].

Fixed Part (DECT Fixed Part) (FP): See EN 300 175-1 [1].

Fixed radio Termination (FT): See EN 300 175-1[1].

full slot (slot): See EN 300 175-1[1].

half dot: See EN 300 175-1 [1].
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incoming call: See EN 300 175-1 [1].

inter-cell handover: See EN 300 175-1[1].

logical channel: See EN 300 175-1 [1].

logical connection: See EN 300 175-1 [1].

Lower Layer Management Entity (LLME): See EN 300 175-1 [1].
Lower Tester (LT): See EN 300 175-1[1].

MAC bearer (bearer): See EN 300 175-1 [1].

MAC connection (connection): See EN 300 175-1 [1].
multiframe: See EN 300 175-1 [1].

outgoing call: See EN 300 175-1[1].

paging: See EN 300 175-1 [1].

phase: See EN 300 175-1[1].

Physical channd (channel): See EN 300 175-1[1].
Portable Part (DECT Portable Part) (PP): See EN 300 175-1 [1].
Portableradio Termination (PT): See EN 300 175-1 [1].
Radio Fixed Part (RFP): See EN 300 175-1[1].
Repeater Part (REP): See EN 300 175-1 [1].

segment: See EN 300 175-1[1].

segmentation: See EN 300 175-1 [1].

simplex bearer: See EN 300 175-1 [1].

TDMA frame: See EN 300 175-1 [1].

U-plane: See EN 300 175-1[1].

Wireless Relay Station (WRS): See EN 300 175-1[1].

3.2 Abbreviations

For the purposes of the present document, the following abbreviations apply:

A-MAP A-fieddld MAP

B-MAP B-fidd MAP

BMC Broadcast Message Control

Bg slow Broadcast channel

C higher layer control Channel (see Cg and Cp)
Cl Common Interface (standard)

C/L Connectionless

C/O Connection Oriented

Cr higher layer signalling Channel (fast)

CBC Connectionless Bearer Control

CL higher layer Connectionless channel (protected; see CLgand CLp)
CLg higher layer Connectionless channdl (fast)
ClLg higher layer Connectionless channel (sow)
CMC Connectionless Message Control
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T-MUX
TBC
WRS

15

Cyclic Redundancy Check

Cordless Radio Fixed Part

higher layer signalling Channel (slow)
D-fiedld MAP

Dummy Bearer Control

Implementation Under Test

Switch between E-type and U-type Multiplexes
Exchanged Connection Number

Fixed part MAC Identity

Generic Access Profile

higher layer information control channel

higher layer Information channd (seel and 1)
higher layer Information channd (unprotected)
higher layer Information channd (protected)

Idle Receiver Control

Logical Bearer Number

Least Significant Bit

Lower Tester

MAC control channd

bit Mappings

Multi-Bearer Control

MAC Connection Endpoint Identification
Most Significant Bit

time Multiplexors

identities channel

Paging channel

Portable part MAC I Dentity

system information channel

Repeater Part

Radio fixed Part Number

higher layer connectionless channel (Unprotected)

higher layer connectionless channe (Protected)

Tail MUX
Traffic Bearer Control
Wirdless Relay Station
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4 Description of the MAC layer

4.1 MAC layer reference model

A
A A A
MA-SAP MB-SAP MC-SAP
— D S/ D =D
A 4
ME-SAP ¥ ¥ _
A\ Broadcast Connectionless Multi Cluster
Message Message Bearer Control
Control Control Control Functions
(CCF)
I
|
|
CBC DBC TBC IRC Cell Site
Functions
(CSF)
multiplexor multiplexor multiplexor multiplexor
& & A& n & "
[« farin -« [Sie——
D-SAPs

GUIDE TO AA

SYMBOLS USED /Serwce Access Point (SAP) < >
< _I>—>>»——Service Endpoints 0

¥ [ Service Instance <>

NOTE: MA, MB, MC and D are Service Access Points (SAPs) between the adjacent layers. Each line through
these SAPs represents an independent service instance. ME is a SAP to the management entity.

Figure 4.1: MAC reference model
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41.1 General

Asfar aspossible, the present document avoids defining specific physical architectures, and uses the MAC reference
modd shown in figure 4.1. Thisreference model architecture applies equally to both the FT and the PT.

Thereisaways a singleinstance of cluster control function that controlsall instances of the cell site functions. In the
FT, multiple cells would require multiple instances of CSFs (one per cell). Each of these instances connectsto an
independent physical layer via an independent D-SAP.

The multiplexor shown at the bottom of all CSFsis described in clause 6.

4.1.2 Cluster Control Function (CCF)

Thisincludes all the MAC functions that are used to control more than one cell. A cluster contains only one CCF. The
CCF contains the following functional elements:

- BMC (Broadcast Message Control): the functions that control and distribute the cluster's broadcast
information to/from all CBCs, TBCs and DBCs. Thereis only one BMC per CCF;

- CMC (Connectionless Message Control): the functions that control and distribute the information of all
connectionless services to one or more CBCs (see clause 5.7 for a description of connectionless services). There
isat most one CMC per CCF;

- MBC (Multi-Bearer Contral): the functionsthat control the multiplexing and management of all the data
directly associated with a MAC connection between one FT and one PT. For single bearer connections (when
not performing bearer handover) an MBC only manages one TBC, for multi-bearer connections an MBC will
manage several TBCs. Thereisaways only one MBC per connection, and therefore a CCF can contain multiple
instances of MBCs (see clauses 5.5 and 5.6 for a description of bearers and connections).

4.1.3 Cell Site Functions (CSF)

Thisincludes all the functions that are concerned with only one cell. Each CSF contains the following functional
elements:

- ConnectionlessBearer Control (CBC): the functionsthat control a connectionless bearer. Each CSF may
contain multiple instances of CBC (see clauses 5.7 and 5.7.2.1);

- Dummy Bearer Control (DBC): thefunctions that control one dummy bearer. Thereisamaximum of two
DBCs per CSF (see clause 5.7);

- TrafficBearer Control (TBC): the functions that control onetraffic bearer. Each CSF may contain multiple
instances of TBC,;

- ldleReceiver Control (IRC): the functionsthat control thereceiver when not involved with a bearer. Each CSF
may contain multiple instances of IRC, one per transceiver.

Refer to clause 5.5.2 for descriptions of dummy bearer, traffic bearer, connectionless bearer.

4.1.4 Relationship to physical layer elements

A TBC controls one duplex bearer or one double ssimplex bearer. It, therefore, controls two physical channéls.
A DBC controls one simplex bearer and, therefore, controls one physical channd.

A CBC controls either asimplex or aduplex bearer and, therefore, may control one or two physical channds.

The IRC controls all of theradio transceivers (for one cell) on any of the available physical channelsthat are not being
used by the other entities (TBC, DBC or CBC). This provides various scanning functions defined in clauses 11.3.2,
11.41and 11.8.

Each instance of the cell site functionsrelates to one physical cell, and thereby to a single PHL instance, as shown in
figure 4.2.
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MA- MB- MC-
SAP SAP SAP
ME- Cluster Control
SAP Functions
(CCF)
Cell-Site Cell-Site Cell-Site
Functions Functions Functions
(CSF) (CSF) (CSF)
I I I
] | ]
D-SAP D-SAP D-SAP
Physical Physical Physical
layer layer layer

Figure 4.2: One MAC cluster

This expanded architectureis only significant for the FT. However, the physical groupings of any particular FT
implementation may not correspond to these functional groupings, and the MAC architecture is arranged to allow many
alternative implementations. For example, manufacturers may choose to implement a single cluster or multiple clusters.
In both cases they may choose to distribute everything, to centraize just the cluster control functions or to centralize
both the CCF and the CSF. Intermediate physical groupings may be possible for some implementations.

4.2 Frame and multiframe structures

42.1 General

Thereare two hierarchical levels of time division multiplexing:
« frame atimedivision multiplex of dots;
« multiframe: atime division multiplex of frames.
Timing is defined by the FP transmissions, and the PP isrequired to slave all of its transmissions to these timings.
Detailed frame timing is defined by the PHL, but dot numbering is defined by the MAC layer.
Multiframe timing is wholly defined by the MAC layer.

4.2.2 Frame structure

A regular Time Division Multiple Access (TDMA) structureis created by the PHL (seeto EN 300 175-2 [2]). This
frame defines 24 full-dot positions. Alternatively, each full-dot may be further divided into two half-dots, or two
consecutive full slots may be used together as a double slot (seefigures 4.3, 4.4, and 4.5).

The MAC layer controls the transmission and/or reception of datafor every double, full or half dot, by issuing
primitives to the PHL. Each primitive specifies the operation for one dot position. Continuous operation on agiven
physical channel requiresaregular series of primitives.
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normally normally
FP transmit PP transmit
< (PP receive) > 4 (FP receive) >
full full full | full o full full | full T full [ full”
slot slot slot slot slot slot slot slot | slot
23 0 1 2 . 11 12 13 . 23 0 _
earliest latest
Figure 4.3: Full Slots
full-slot
T half-slot half-slot o
o L=0 L=1 o
: one slot
earliest latest

Figure 4.4: Half Slots

full-slot 2n full-slot 2n + 1

double slot K =2n

>

latest

<

earliest

two slots

Figure 4.5: Double Slots

Full-dots are numbered from K = 0 to 23, and half-dots are numbered L = 0 or 1, where half-dot 0 occurs earlier than
half-dot 1. Double dots are numbered from K = 0 to 22, where K isan even number, i.e. K MOD 2=0.

Normaly slotsK = 0to 11 are used in the FP to PP direction, and dots K = 12 to 23 in the PP to FP direction.

Slot numbers (frame timing) are not included in every dot transmission. Slot numbers are only defined in a special
(Q-channd) message that istransmitted at alow rate by al FPs. This message defines the actual slot number for that
transmission (see clause 7.2.3).

This also appliesto a PP acting as the RFP in PP-to-PP direct communication mode.

4.2.3 Multiframe structure

The MAC layer superimposes a multiframe structure on the TDMA frame structure. Thisisa Time Division Multiplex
(TDM) of 16 frames. The multiframe starts and ends on a frame boundary, as shown in figure 4.6.

frame frame frame frame frame frame frame
15 0 1 2 13 14 15
one multi-frame
earliest latest

Figure 4.6: Multiframe

The multiframe numbering is defined in the same way for the FP and the PP. A multiframe normally starts with FP
transmissions (first half of frame 0) and ends with PP transmissions (last half of frame 15).
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Frame numbers (multi-frame timing) are never included in a transmission. Frame numbers shall be interpolated from
the multiframe marker that isincluded in all FP transmissions. This marker appears once per multiframe (in frame 8)

(seeclauses 6.2.2.1 and 7.2.3).

When encryption is provided, an explicit multiframe number is also defined using a similar technique to dot
numbering:

a special (Q-channd) messageistransmitted at alow rate by the FP. This message defines the actual multiframe
number for that transmission (see clause 7.2.3).

4.3 State definitions

43.1 PP states

Idle
Unlocked

Active
> Unlocked

No suitable
RFP

"switch on”

Found
suitable
RFP

S Fistbearr 5

established

Active
Locked

Last bearer
released

Figure 4.7: PP state diagram

A PP can exist in one of four major states at the MAC layer:

1) Active L ocked: wherethe PPis synchronized to at |east one RFP transmission and has one or more connections
in progress.

2) ldle_Locked: wherethe PP is synchronized to at least one RFP transmission. It isable to make or receive
connections, but hasno connectionsin progress.

3) Active_Unlocked: wherethe PP isnot synchronized to any RFP transmissions, and is unable to make or receive
connections. The PP makes occasional attempts to detect a suitable RFP and enter the Idle_L ocked state.

4) ldle_Unlocked: the PPis not synchronized to any RFP and does not attempt to detect RFPs.
Several different modes of operation exist in theldle_Locked state:

a) scanning mode: where the PP'sreceiver scan sequence is synchronized with that of the RFP;

b) high duty cycle Idle_L ocked mode: where the PP receives 6 times per multiframe;

¢) normal ldle L ocked mode: where the PP typically receives once per multiframe;

d) low duty cycleldle L ocked mode: where the PP typically receives less than once per multiframe.
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RFP states

Active
First traffic bearer

Idle established and
or C/L dummy or C/L bearer released

Last traffic bearer
released and
dummy or C/L
bearer
established

Last traffic
bearer
released

First traffic
bearer
established

Active
Traffic and
Dummy

or C/L

Release of last
dummy or C/L bearer

Active
Traffic

Establish dummy or C/L bearer

Figure 4.8: RFP state diagram

An RFP can exist in one of four major states at the MAC layer:

1) Inactive: wherethe RFP isnot receiving or transmitting;

NOTE:

The inactive state isnot shown in the state diagram of figure 4.8.

2) Active Idleor C/L: wherethe RFP has either at |east one dummy bearer or at least one connectionless
downlink bearer, and areceiver that is scanning the physical channelsin a known sequence;

3) Active Traffic: wherethe RFP has at |east one traffic bearer, but does not have a dummy or a connectionless
downlink bearer;

4) Active_Traffic_ and_ Dummy or C/L: wherethe RFP has at |east onetraffic bearer and is a so maintaining one
dummy or connectionless downlink bearer.

5

5.1

Overview of MAC layer services

General

The MAC layer offers three groups of servicesto the upper layers and to the management entity. These service
groupings arerelated to the functional groupingsin the cluster control functions:

- broadcast message contral;

- connectionless message contral;

- multi-bearer control.

ETSI



22 Final draft ETSI EN 300 175-3 V1.6.0 (2001-09)

Each individual serviceis accessed via an independent service endpoint, and these endpoints are grouped into three
Service Access Points (SAPs). Each service endpoint contains one or more logical channels. A fourth group of logical
channelsisprovided for interna (peer-to-peer) MAC control information. The logical channels are described in
clause 5.3 and the SAPs are described in clause 5.4.

5.1.1 Broadcast Message Control (BMC)

The BMC provides a set of continuous point-to-multipoint connectionless services. These are used to carry interna
logical channds, and are also offered to the higher layers viathe MA-SAP. These services operate in the direction FT to
PT, and are available to all PTswithin range.

The BMC services operate on all bearers, with each bearer carrying similar (equivalent) messages. The BMC services
may appear alone, but they also appear combined with both of the other services, thereby producing bearersthat contain
data from two services (i.e. asingle physical packet containsfields from both services).

5.1.2 Connectionless Message Control (CMC)

The CMC provides connectionless point-to-point or point-to-multipoint services to the higher layers viathe MB-SAP.
These services may operate in both directions between one specific FT and one or more PTs.

5.1.3 Multi-Bearer Control

Each instance of MBC provides one of a set of connection oriented point-to-point services to the higher layers viathe
MC-SAP. These services may operate in both directions or in one direction between one specific FT and one specific
PT. Each service instance provides a connection (a connection oriented service) between one FT and one PT.

An MBC service may use morethan one bearer to provide asingle service. In this event, these multiple bearers may be
used to carry duplicated data (to provide redundancy) and/or distributed data (to provide increased bandwidth).

5.2 Service descriptions

5.2.1 Common functions
All services shall only operate between one FT and one or more PTs.
All the services provide the following functions:

a) the meansto monitor signal quality;

b) the meansto provide error control for some data.

5.2.2 BMC service

The BMC service provides two types of broadcast information in the direction FT to PT:
- permanent broadcasts containing the two MAC control channels, Q and N (see clauses 5.3.4.1 and 5.3.4.2);
- transient broadcasts containing the MAC paging channd, Bg (see clause 5.3.3.1).

The BMC service provides the following additional functionsto the PT:
a) the meansto acquire and maintain frame and multiframe synchronism between transmitters and receivers;
b) the meansto obtain primary and secondary access right identities;

¢) the meansto supply paging messages to the higher layers.

ETSI



23 Final draft ETSI EN 300 175-3 V1.6.0 (2001-09)

5.2.3 CMC service

The CMC service provides two alternative services:

- higher layer connectionless C-plane information, using the CL g and CL - channel's (see clause 5.3.2.1);
- higher layer connectionless U-plane information, using the Sl and the SI; channels (see clause 5.3.2.2).

A single CCF may contain one single CMC ingance. This CMC ingtance cannot be combined with an MBC connection
service.

The CMC service provides the following additional function:
- the meansto multiplex more than onelogical channel onto each MAC bearer of the broadcast, with defined
priorities.

5.2.4 MBC services

Each MBC instance can provide two separate connection oriented services to the higher layer:
- higher layer C-planeinformation, contained in the C-channels (see clause 5.3.1.1);

- higher layer U-plane information contained in the | and G channels (see clauses 5.3.1.2 and 5.3.1.3).

These two services are independent, and may be provided in combination or separately as part of a given MBC service.
The overall service may be bidirectional, or unidirectional (in either direction). The chosen service type(s), and the
service directions are defined during MBC connection establishment.

Each MBC sarvice provides the following additional functions:

a) the meansto set up, maintain and clear down avariety of different connections using one or more bearers
(duplex bearers and/or double ssimplex bearers);

b) the ability to preserve connection quality by performing individual "bearer handover” or "bearer replacement™ of
any duplex or double ssimplex bearers,

¢) the meansto multiplex more than onelogical channel onto each MAC bearer of the connection, with defined
priorities;

d) the meansto encrypt optionally all higher layer data.

5.3 Logical channels
The following logical channels are defined:
a) MBC connection endpoints (MC-SAP logical channds):
- C-channels. Cgand C;
- Ichannes I andlp;
- Gg channel;
b) CMC service endpoint (MB-SAP logical channds):
- CL channels: CLgand CL;
- Sl channel and Sl channel;

¢) BMC broadcast endpoint (MA-SAP logical channd):

- Bgchannd,
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d) Internal MAC control channds:
- Q-channd;
- N-channd;
- M-channd;
- P-channd.

5.3.1 MBC connection endpoints (MC-SAP logical channels)

53.1.1 The higher layer C-plane channels, C

Higher layer information from the DL C C-plane uses the C-channels, these are two independent channels, the Cq
channel and the C- channel.

The Cg channd is adlow duplex channd for higher layer information. It offers alow capacity which can be used by the
higher layers with virtually no restriction. Thetransmission of Cg channel data reduces the throughput of the logical
N-channd.

The Cr channd is afast duplex channel for higher layer information with ahigher capacity than the Cg channel.
Transmissions of C channel data may reduce the throughput of, or interrupt, the logical | channd.

All C-channel information is protected by MAC layer error control which uses error correction based on an Automatic
Repesat reQuest (ARQ).

5.3.1.2 The higher layer U-Plane channels, |

Higher layer information from the DLC U-plane uses the | channels. These are the I channd and the I ; channel, and
they have different MAC layer protection schemes. The higher layers choose one of the two channels, thel and I
channels shall not be used in paralld for the same connection.

Thel, information is protected by limited MAC layer error detection (X-field) and may include a minimum delay mode
for coded speech transmission. Depending on the physical packet size the MAC layer processes |, channd datain
fields of different length.

Thel information is protected by MAC layer procedures, either error correction based on amodulo 2 retransmission
scheme or just error detection based on 16 or 32 bit CRCs. Two B-field formats for |, channel data are available: One

format defines multiple subfields of 10 octets including 8 octets data, each subfield protected by one 16 bit CRC. The
other format defines a single data subfield protected by a 16 bit or 32 bit CRC, depending on the packet size. TheDLC
layer requests a service type, maximum allowed transmission time, and target and minimum acceptabl e numbers of
uplink and downlink bearers which the MAC layer tries to provide.

5.3.1.3 The higher layer U-Plane control channel, Gg
Higher layer U-plane control from the DLC uses the G channél.

The G channd isafast simplex channel that is used to provide control of U-plane entities. For example, it is used to
carry acknowledgements for asymmetric connections.

All G channdl information is protected by a MAC layer error control which allows error detection.
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5.3.2 CMC endpoints (MB-SAP logical channels)

5321 The connectionless C-Plane channels, CL

Higher layer connectionless information from the DLC C-plane uses the CL channds, these are two independent
channels, the CL g channel and the CL ¢ channel.

The CL g channel isaslow simplex channe for higher layer information. It offers alow capacity which can be used by
the higher layers with virtually no restriction. The transmission of CL g channel datareduces the throughput of the
logical N-channd.

The CL channel isafast smplex channel for higher layer information with ahigher capacity than the CL g channd.

All CL channel information is protected by MAC layer error control which allows error detection.

5.3.2.2 The connectionless U-Plane channels, Sly and Slp
Higher layer connectionless information from the DLC U-plane uses the Sl and Sl channels.

The Sl information is protected by limited MAC layer error detection (X-field) and can be used for coded speech
transmission. Depending on the physical packet sizethe MAC layer processes Sy channel datain fields of different
length.

The Sl information is protected by MAC layer error detection procedures based on 16 bit CRCs.

5.3.3 BMC endpoint (MA-SAP logical channel)

5331 The slow broadcast channel, Bg

The slow broadcast channel, B, is asimplex data channel in the direction FT to PTs. It is used to broadcast transient
information from RFPsto all PTsthat are listening. Bg channel datais transmitted by RFPs on traffic, connectionless,
and dummy bearers. Bg channel information is available to Idle_L ocked and Active_L ocked PTs.

The transmission of Bg channel data reduces the throughput of the logical N-channel.
All Bg channe information is protected by MAC layer error control which allows error detection.

NOTE: A typical usefor the Bgchanne isto broadcast call set up requests, however, other uses are all owed.

534 Internal MAC control channels

5.34.1 The system information channel, Q

The system information channel, Q, isa smplex data channd used to supply PTs with information about the DECT FP.
Most Q-channd datais tranamitted as repeated broadcasts on traffic, connectionless and dummy bearers. Q-channel
data may also be transmitted on request.

Some Q-channel information is needed by a PT to change from the Active_Unlocked state to the Idle_Locked state.

All Q-channd information is protected by MAC layer error control which allows error detection.

53.4.2 Identities channel, N

The identities channel, N, is used for repeated transmissions of a system identity. N-channel datais transmitted by RFPs
on traffic, connectionless and dummy bearers, and by PTs on traffic bearers.
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The identities channel N has two purposes:

- for Active_Unlocked PPs the N-channd has a similar function as the Q-channdl. Here the N-channel can be
considered as a simplex channel in the RFP to PP direction. The broadcast identity hel ps active unlocked PPsto
find a system which offers the desired service and to which they have accessrights;

- for Active_Locked PPs the N-channel isreceived on al FP to PP bearers and echoed on all PP to FP bearersto
provide a MAC layer handshake.

All N-channd information is protected by MAC layer error control which allows error detection.

5.3.4.3 The MAC control channel, M

The M channdl isused to carry MAC layer information. Thisinformation appearsin three different positions:
- MAC contral in all header fields (see clause 6.2.1.2);
- MAC contral in atail field (see clause 6.2.2.1);
- MAC contral in any B-subfield (see clause 6.2.2.3).

MAC control formsan integral part of all three services. When used on aduplex bearer (as part of the MBC service) it
conveys point-to-point MAC control. On al servicesit isalso used to broadcast MAC layer status information.

All M channd information is protected by MAC layer error control which allows error detection.

5.34.4 MAC paging channel, P

The P-channdl is used to carry paging messages. Each of these messages may contain one segment of data from the Bg
logical channd.

The P-channel appearsasa part of all bearerstranamitting in the direction FT to PT. The P-channd isnormally the only
channel that isreceived by an PT in theldle_Locked state.

All P-channd information is protected by a MAC layer error control which allows error detection.

54 SAP definitions

The MAC layer communicates with the DLC layer through 3 SAPs. These SAPs are the MA SAP, the MB SAP and the
MC SAP.

The MAC layer communicates with the management entity through the ME SAP.

The MAC layer communicates with each PHL instance through an independent D SAP. The D SAP isdefined in
EN 300 175-2[2].

5.4.1 MA SAP

Thisisa SAP between the MAC and DL C layers. The SAP contains a single broadcast endpoint, containing one logical
channel, the Bg channel. The primitives passed through the MA SAP are used to:

- carry Bgchannel data; and
- control the data flow of the Bg channel data.
The Bg channd provides a connectionless simplex (broadcast) service in the direction FT to PT.

The permitted SDU lengths in primitives carrying B channel dataare 0, 20, 36, 72, 108, 144, 180 or 216 bits.
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5.4.2 MB SAP

Thisisa SAP between the MAC and the DLC layer. The MB SAP contains one service endpoint with four logical
channels, the CL, CLg, Sl and Sl channéls.

The CL g and CL - channels provide connectionless services in both directions, FT to PT and PT to FT. In direction FT
to PTs the connectionless service is continuous, in direction PT to FT the service is discontinuous.

The permitted SDU length in primitives containing CL g channel datais40 bits (= 1 CLS segment).

The permitted SDU length in primitives containing CL g channel datais an integer multiple of the CL - data segment
length, which is 64 bits.

The Sl channd offers one unprotected simplex service to the higher layers (FT to PT only).
The Sl channel offers one protected simplex service to the higher layers (FT to PT only).

For the Sl service the SDU length corresponds to the size of the Sl datafieldsin the U-type multiplexes (see
clause 6.2.2.2).

For the Sl service, the SDU length corresponds to the size of the Sl data fields in the U-type multiplexes (see
clause 6.2.2.2).

5.4.3 MC SAP

Thisisa SAP between the MAC and DL C layers. The SAP may contain multiple connection endpoints, and five logical
channels are associated with each endpoint; Cg, C, G, Iy, and I, channels. Primitives transferred through this SAP are

used to:
- control the MAC processes to establish, maintain and release connections;
- carry Cg, Cp, G, | and |, channel data; and
- control the data flow of the Cg, C, G, I and I, channel data.
The Cg and the C- channel offer two independent connection-oriented duplex services.

For one connection the maximum throughput of Cg channd datais 2 kbps. The SDU length of primitives carrying Cq
channel datais equal to the Cg data segment length of 40 bits.

The maximum throughput of C- channel datais 6,4 kbit/s for half slot connections, 25,6 kbit/sfor full dot connections,
and 64 kbit/s for double slot connections. For C- channel data the SDU length is an integer multiple of the C- data
segment length, which is 64 hits.

Thelp and I channds offer two independent connection orientated duplex services to the higher layers. One service
uses either thelogical | or thelogica I channedl.

For al data servicesthe SDU length isan integer multiple of the | channel data segment length. The segment length
need not be the same for every service and corresponds to the size of the | and |, data fields in the U-type multiplexes

(seeclause 6.2.2.2).

The G channd offers a connection oriented simplex service. The G SDU length is 56 bits.
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5.4.4 ME SAP

Thisisa SAP between the MAC layer and the management entity. Thereisno formal definition for thisinterface, i.e.
no endpoints and no logical channeds are defined.

The following information is transferred:
- control of certain MAC processes (e.g. encryption);

- transfer of certain broadcast data (e.g. FP identities).

5.4.5 Order of transmission

Certain primitives exchanged between the MAC layer and the DLC layer may have a SDU containing peer-to-peer
messages. The SDU datais arranged asalist of octets or part octets, starting with octet 1. The bits within one octet are
numbered from 1 to 8 where the most significant bit has number 8. The MAC layer transmits these octets in ascending
order, starting with octet 1. Valid bits within one octet are transmitted in descending order.

55 Bearers

MAC bearers are the elements that are created by each cell site function. Each bearer corresponds to a single service
instanceto one PHL. Duplex and double-simplex bearers may be combined by the MBC to provide complete MAC
connectionsto provide a co-ordinated connection oriented service (see clause 5.6).

5.5.1 Bearer types
Four types of bearer are defined:

1) Simplex bearer: asimplex bearer is created by allocating one physical channel for transmissionsin one
direction. Two types of simplex bearers exist, short and long simplex bearers. The short simplex bearersonly
contain the A-field whereas long simplex bearers contain the A-field and the B-field (see clause 6.2.1). One
simplex bearer is created by one dummy bearer controller or by one connectionless bearer controller. A DBC
shall always control a short smplex bearer.

2) Duplex bearer: aduplex bearer iscreated by a pair of ssimplex bearers, operating in opposite directions on two
physical channels. These pairs of channels shall always use the same RF carrier and shall always use evenly
spaced time dlots (i.e. the starting points of the time dots are separated by 0,5 frame). One duplex bearer is
created by one traffic bearer controller or one connectionless bearer controller. A duplex bearer controlled by a
TBC always contains the A-field and the B-field in both directions (see clause 6.2.1).

3) Double ssimplex: adouble simplex bearer is created by a pair of long simplex bearers operating in the same
direction on two physical channds. These pairs of channels shall always use the same RF carrier and shall
always use evenly spaced time dots (i.e. the starting points of the time dlots are separated by 0,5 frame). Double
simplex bearers shall only exist as part of a multi-bearer connection. One double simplex bearer is created by
one traffic bearer controller.

4) Double duplex bearer: a double duplex bearer is composed by a pair of duplex bearersreferring to the same
MAC connection. Each duplex bearer is created by one TBC and the pair is controlled by the same MBC. The
duplex bearers sharetheir smplex bearers for the information flow.

Transmission on a bearer usesthe PL_TX primitive, where the SDU in each PL_TX-req primitive contains the data for
one dot (for onetransmission).

Reception on a bearer usesthe PL_RX primitive, wherethe SDU in each PL_RX-cfm primitive contains the data for
one dot (for onereception).
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55.2 Bearer operation
A bearer can exist in one of three operational states:

1) Dummy bearer: where there are normally continuous transmissions (i.e. one transmission in every frame, refer
to clause 5.7). These transmissions never contain datarelated to the MC or the MB SAP. A dummy bearer only
supports BMC services. A dummy bearer isashort simplex bearer.

2) Traffic bearer: wherethere are continuous point-to-point transmissions that usually contain MC SAP data but
never contain datarelated to the MB SAP. A traffic bearer supports both, BMC and MBC services. A traffic
bearer isa duplex bearer or a double ssmplex bearer or adouble duplex bearer.

3) Connectionless bearer: where there are transmissions that may contain MB SAP data but never contain data
related to the MC SAP. A connectionless bearer supports both BMC and CMC services. In thedirection FT to
PTs a connectionless bearer is either duplex if the RFP also supports the connectionless uplink service, or
simplex if it does not support the connectionless uplink service. For a PT, a connectionless bearer is either a
simplex or aduplex bearer.

"Logical bearer” defines the effective service available from one traffic bearer. During bearer handover two identical
duplex or double simplex bearers may exist to provide the service of onelogical bearer. At dl other times each logical
bearer correspondsto one duplex or double smplex bearer.

5.6 Connection oriented services

Each MBC instance creates one MAC connection, and provides an independent service to the higher (DLC) layer. A
MAC connection is wholly contained within one cluster, using the services of one or more TBCs within that cluster.

Each MAC connection may use the services of one or more bearers. A sngle-bearer connection shall usea single
duplex bearer. A multi-bearer connection shall use one duplex bearer plus one or more additional duplex and/or double
simplex bearers.

5.6.1 Connection types

The MAC provides C-channel and I-channel services to the DLC layer by setting up and maintaining MAC
connections.

All RFPs of a cluster shall provide the same capabilities to transmit higher layer control (in particular, the Cr and G
channd capabilities shall be the same).

Three type of connections are defined:
- basic connections,
- advanced connections;

- complementary connections.

56.1.1 Basic connections

Basic connections have no common connection number (common is defined to mean the same connection number is
known at both PT and FT). Therefore, only one basic connection may exist between a PT (identified by its PMID) and
one particular FT (identified by the ARI).

Exception: During connection handover two basic connections may exist, serving the same DLC link.

Basic connections only provide one full sot duplex bearer for the | _minimum_delay service. Suspension from B-field

transmission can be allowed (i.e. the use of short bearers) in the direction PT to FT, once the bearer has been
established. The use of a short bearer shall be signalled by the no B-field BA bits code (see clause 7.1.4); in this case, if
the connection is ciphered, the two key stream segments of the D.32 field still apply of which only the first 40 bitsare
used (see EN 300 175-7 [6], clause 6.4.2).
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Because basic connections are always single bearer connections no Logical Bearer Number (LBN) is assigned to the
bearer for these connections.

Basic connections shall not support Cr Gg and I, channels and shall not send MAC extended control in the B-field.

56.1.2 Advanced connections

Advanced connections have a common connection number, called Exchanged Connection Number (ECN) whichis
assigned by the LLME. Therefore, more than one advanced connection may exist between a PT and one FT. Advanced
connections may provide any service listed in clauses 5.6.2.1 and 5.6.2.2.

Bearers of advanced connections are labelled by the MAC with LBNs (common parameters). The LBN enablesthe
MAC to distinguish between different bearersin the same connection.

Advanced connections may support the C channel.

56.1.3 Connection identifiers

Locally each connection (each instance of an MBC) is always identified by a MAC Connection Endpoint Identification
(MCEI). ThisMCEI allows the DLC to sdlect one particular connection. In the PT the MCEI isassigned by the LLME
and is unique within that PT. Inthe FT the MCEI isassigned by the LLME and is unique within that FT identified by its
ARI. In general the MCEIswill be different in the PT and the FT for any given connection.

For advanced connections, a further common identifier, the ECN, istransmitted between PT and FT. The full identifier
consists of ARl + PMID + ECN. PMID and ARI identify the PT and the FT. The ECN allows different advanced
connections between the same PT and FT to be distinguished. The DLC and MAC at both ends know this common
identifier.

5.6.1.4 Complementary connections

Complementary connections only provide one duplex bearer without referring to a particular service.

Complementary connections do not require the opening of a DLC link and can be identified at the MAC layer by the
PMID.

A duplex bearer of a complementary connection can be linked to a duplex bearer of a basic or an advanced connection
by a mapping procedure (see clause 10.5.1.6); after the mapping, it shall acquire the same properties of the linked
channel and shall bereferred to the same connection. The two linked bearers constitute a double duplex bearer.

5.6.2 Symmetric and asymmetric connections
The different connection oriented service types are divided into two categories, symmetric and asymmetric connections

- Symmetric connections will always have the same number of simplex bearersin both transmission directions.
Moreover the service characteristics (see clause 5.6.2.1) and their bandwidths are the same for both directions.

- Asymmetric connections have a different number of logical simplex bearersfor both transmission directions.
Typically, there are only one or two bearersin the "reverse” direction. Although the services in both directions
have the same characteritics the bandwidth of the services will differ.

- Multibearer connections exist only in full dot and double dot transmission mode. This means that multibearer
asymmetric and symmetric connections are not permitted in half slot transmission mode. All bearers of a
multibearer connection shall be from the same dot type, i.e. either full dot or double dlot.

In all connections, the DLC givesthe MAC a "target number of bearers’ and a "minimum acceptable number of
bearers' to establish. When the connection has been established (or set up hasfailed), the MAC telsthe DLC the
"actual number of bearers' that have been established. In many cases the "target number of bearers' equalsthe
""'minimum acceptable number of bearers'.
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56.2.1 Symmetric connections

The four symmetric service types are diginguished by their | channel data protection and their throughput:

type 1 I_minimum_delay: limited error protection, minimum delay, fixed throughput;
type 2: In_normal_delay: limited error protection, normal delay, fixed throughput;
type 3: Ip_error_detection: error detection capability, fixed throughput; and

type 4: Ip_error_correction: error correction, variable throughput.

NOTE 1. Servicetype 1 (I_minimum _delay) exists only as single bearer service. I,_minimum_delay and
I_normal_delay services have different | channel flow control (see clause 8.4).

NOTE 2: The throughput of service types 2 and 3 can vary if the MAC layer changes the number of bearers
assigned to that connection.

Service type 3 using the single subfield protected B-field format is called | PQ_error_detecti on; service types 4 using the
single subfield protected B-field format is called | PQ_error_oorrection.

The most important parameters of the four symmetric services arelisted in tables 5.1 and 5.2.

Table 5.1: Symmetric services (2 level modulation)

I channel B-field NP err err max. dly
ST capacity (kbit/s) multiplex schemes det. corr. CF (ms)
1d2 80 (U80a,E80) IN No No 64,0 =10
1f2 32 (U32a,E32) IN No No 25,6 =10
1h2 8 +j/10 (UO8a,E08) IN No No 6,4 =10
2d2 k x 80 (U80a,E80) IN No No 64,0 15
2f2 k x 32 (U32a,E32) IN No No 25,6 15
2h2 8 +j/10 (U08a,E08) IN No No 6,4 15
3d2 k x 64,0 (U80b,E80) IP Yes No 64,0 15
3f2 k x 25,6 (U32b,E32) IP Yes No 25,6 15
3h2 6,4 (U08b,E08) IP Yes No 6,4 15
4d2 <kx 64,0 (U80b,E80) IP Yes Yes 64,0 var
42 <k x 25,6 (U32b,E32) IP Yes Yes 25,6 var
4h2 <6,4 (U08b,E08) IP Yes Yes 6,4 var
3d2ssub k x 76,8 uU80c IP Yes No - 15
3f2ssub k x 30,4 U32c IP Yes No - 15
4d2ssub <kx 76,8 u80c IP Yes Yes - var
4f2ssub <k x 30,4 U32c IP Yes Yes - var
ST: Service Type, xdy = type x double slot, modulation y levels; xfy = type x full slot, modulation y levels; xhy
= type x half slot, modulation y levels;
ssub = single subfield protected B-field format.
NP: IN channel or IP channel
err. det.: error detection capability
err. corr.. error correction possibility
max. CF: maximum CF channel throughput
dly: approximate delay incurred by | channel data in ms. "var" is variable
t: the target number of duplex bearers; w < t
k: the actual number of duplex bearers; w<k <t
NOTE: Refer to clause 6.2.2.2 for details of B-field multiplex schemes.
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Table 5.2: Symmetric services (4 and 8 level modulation)

ST I channel capacity | B-field multiplex NP Err det. |Errcorr.| max. CF dly (ms)
(kbit/s) schemes
1d4 160 + /10 (U160a, E160) IN No No 128 =10
1d8 240 + /10 (U240a, E240) IN No No 192 =10
1f4 64 + /10 (Ub4a, E64) IN No No 51,2 =10
1f8 96 + f/10 (U96a, E96) IN No No 76,8 =10
1h4 16 + (j +f)/10 (Ul6a, E16) IN No No 12,8 =10
1h8 24 +(j +f)/10 (U24a, E24) IN No No 19,2 =10
2d4 K x (160 + /10) (U160a, E160) IN No No 128 15
2ds K x (240 + f/10) (U240a, E240) IN No No 192 15
2f4 K x (64 + f/10) (Ub4a, E64) IN No No 51,2 15
2f8 K x (96 + /10) (U96a, E96) IN No No 76,8 15
2h4 16 + (j + f)/10 (Ul6a, E16) IN No No 12,8 15
2h8 24 + (j + f)/10 (U24a, E24) IN No No 19,2 15
3d4 Kx 128 (U160b, E160) IP Yes No 128 15
3d8 Kx 192 (U240b, E240) IP Yes No 192 15
3f4 Kx51.2 (Ub4b, E64) IP Yes No 51,2 15
3f8 Kx76.8 (U96b, E96) P Yes No 76,8 15
3h4 12,8 (U16b, E16) IP Yes No 12,8 15
3h8 19,2 (U24b, E24) IP Yes No 19,2 15
4d4 <kx128 (U160b, E160) P Yes Yes 128 Var
4d8 <kx192 (U240b, E240) IP Yes Yes 192 Var
4f4 <kx51,2 (Ub4b, E64) IP Yes Yes 51,2 Var
4f8 <kx76,8 (U96b, E96) P Yes Yes 76,8 Var
4h4 <128 (U16b, E16) P Yes Yes 12,8 Var
4h8 <192 (U24b, E24) IP Yes Yes 19,2 Var
3d4ssub K x (156,8 + f/10) U160c IP Yes No - 15
3d8ssub K x (238,6 + f/10) U240c P Yes No - 15
3f4ssub K x (60,8 + f/10) Ub4c IP Yes No - 15
3f8ssub K x (92,8 + f/10) U96c IP Yes No - 15
4d4ssub | < k x (156,8 + f/10) uUl60c P Yes Yes - Var
4d8ssub | <k x (236,8 + /10) U240c IP Yes Yes - Var
4f4ssub < k x (60,8 + f/10) u6b4c IP Yes Yes - Var
4f8ssub | <k x (92,8 + /10) uUg6c IP Yes Yes - Var
ST: Service Type, xdy = type x double slot, modulation y levels; xfy = type x full slot, modulation y levels;
xhy = type x half slot, modulation y levels. f = 0 for 2 level modulation in A field, f = 64 for 4 level
modulation in A field, f = 128 for 8 level modulation in A field;
ssub = single subfield protected B-field format.
NP: IN channel or IP channel.
Err. det.: error detection capability.
Err. corr.: error correction possibility.
max. CF: maximum CF channel throughput.
dly: approximate delay incurred by | channel data in ms. "var" is variable.
t: the target number of duplex bearers; w < t.
k: the actual number of duplex bearers; w< k <t.
NOTE: Refer to clause 6.2.2.2 for details of B-field multiplex schemes.
5.6.2.2 Asymmetric connections

General principles:

a) simplex bearers are always allocated in pairs,

b) pairsof smplex bearersare one haf TDMA frame apart;

¢) thereexigs(k + m+n) smplex bearerswherek>m+n=> 1.

k bearersare in the main, "forward" data direction and m + n bearers are in the opposite, "reverse” direction;

d) all thek bearersin theforward direction have the same format;
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€) then bearersinthereverse direction are called "specid” bearers. Depending on the dot type these bearers have
the E32 or the E80 format. They may be used to report reception quality on the double smplex bearersin the
forward data direction and carry G channel data. These special bearers shall not carry | channd data;

f) them databearersin thereverse direction have the same format as the k bearersin the forward direction;
g) then special bearersshall be at least 1.

The three asymmetric service types are distinguished by their | channd data protection and their throughput:

type5: In_normal_delay: limited error protection, normal delay, fixed throughput;
type 6: Ip_error_detection: error detection capability, fixed throughput;
type7: |p_error_correction: error correction, variable throughput.

Service type 6 using the single subfield protected B-field format is called | PQ_error_detecti on; service types 7 using the
single subfield protected B-field format is called | PQ_error_oorrection.

Tables 5.3 and 5.4 show the most important parameters for asymmetric connections. Thefirst linein each description

defines the forward data direction. The second and third line describe the reverse direction. The same abbreviations are
used asin tables 5.1 and 5.2.
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Table 5.3: Asymmetric services (2 level modulation)

ST I channel capacity B-field multiplex NP errdet. [ errcorr. [ max. CF
schemes
5d2 k x 80 (U80a,E80) IN No No 64,0
m x 80 (U80a,E80) IN No No 64,0
nx0 (E80) - Yes No 64,0
5f2 k x 32 (U32a,E32) IN No No 25,6
m x 32 (U32a,E32) IN No No 25,6
nx0 (E32) - Yes No 25,6
6d2 k x 64 (U80b,E80) P Yes No 64,0
m x 64 (U80b,E80) P Yes No 64,0
nx0 (E80) - Yes No 64,0
6f2 k x 25,6 (U32b,E32) P Yes No 25,6
m x 25,6 (U32b,E32) P Yes No 25,6
nx0 (E32) - Yes No 25,6
6d2ssub kx 76,8 (U80c) IP Yes No -
m X 76,8 (U80c) IP Yes No -
nx0 (E80) - Yes No 64,0
6f2ssub k x 30,4 (U32c) IP Yes No -
m x 30,4 (U32c) IP Yes No -
nx0 (E32) - Yes No 25,6
7d2 <kx64 (U80b,E80) P Yes Yes 64,0
<mx64 (U80b,E80) P Yes Yes 64,0
nxo (E80) - Yes No 57,6*
72 <kx 25,6 (U32b,E32) P Yes Yes 25,6
<m x 25,6 (U32b,E32) IP Yes Yes 25,6
nxo (E32) - Yes No 19,2*
7d2ssub <kx76,8 (U80c) P Yes Yes -
<mx76,8 (U80c) P Yes Yes -
nxo (E80) - Yes No 57,6*
7f2ssub <kx 30,4 (U32c) P Yes Yes -
<m x 30,4 (U32c) IP Yes Yes -
nxo0 (E32) - Yes No 19,2*
ST: Service Type.
xdy: type x double slot, y levels modulation.
xfy: type x full slot, y levels modulation.
xh: type x half slot, where x = the Service Type.
ssub: singlesubfield protected B-field format.
NP: IN channel or IP channel.
err.det.. error detection capability.
err.corr.; error correction possibility.
max.CF: maximum CF channel throughput.
k: the actual number of simplex bearers in the forward direction.
m: the actual number of simplex data bearers in the reverse direction.
n: the actual number of simplex special bearers in the reverse direction.
*: it is expected that the "MAC-Mod2-ACKs" message is normally sent on this bearer, reducing the CF
capacity by 6,4 kbit/s.
NOTE: Refer to clause 6.2.2.2 for details of B-field multiplex schemes.

For type 5, fixed throughput service without error correction, (k + m +n) MOD 2 shall equal O, n shall be increased by
1if necessary.

For type 6, fixed throughput service without error correction, (k + m +n) MOD 2 shall equal O, either k, m or n may be

increased by
NOTE 1:

1

The throughput of servicetypes 5 and 6 can vary if the MAC layer changes the number of bearers
assigned to that connection.

For type 7, variable throughput, variable delay with modulo 2 based retransmission scheme, (k + m +n) MOD 2 shall
equal 0, either k, m or n may beincreased by 1.
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ST | channel capacity B-field multiplex schemes NP err det. | err corr. max. CF
5d4 k x (160 + /10) (U160a,E160) IN No No 128,0
m x (160 + f/10) (U160a,E160) IN No No 128,0
nx0 (E160) - Yes No 128,0
5d8 k x (240 + {/10) (U240a,E240) IN No No 192,0
m X (240 + f/10) (U240a,E240) IN No No 192,0
nx0 (E240) - Yes No 192,0
5f4 k x (64 + f/10) (U64a,E64) IN No No 51,2
m x (64 + f/10) (Ub4a,E64) IN No No 51,2
nx0 (E64) - Yes No 51,2
58 k x (96 + f/10) (U96a,E96) IN No No 76,8
m x (96 + /10) (U96a,E96) IN No No 76,8
nx0 (E96) - Yes No 76,8
6d4 k x 128 (U160b,E160) P Yes No 128,0
m x 128 (U160b,E160) P Yes No 128,0
nx0 (E160) - Yes No 128,0
6d8 k x 192 (U240b,E240) P Yes No 192,0
m x 192 (U240b,E240) P Yes No 192,0
nx0 (E240) - Yes No 192,0
6f4 k x 51,2 (U64b,E64) P Yes No 51,2
m x 51,2 (U64b,E64) P Yes No 51,2
nx0 (E64) - Yes No 51,2
6f8 k x76,8 (U96h,E96) IP Yes No 76,8
m x 76,8 (U96b,E96) IP Yes No 76,8
nxo0 (E96) - Yes No 76,8
6d4ssub k x (156,8 + /10) (U160c) IP Yes No -
m x (156,8 + f/10) (U160c) IP Yes No -
nx0 (E160) - Yes No 128,0
6d8ssub K x (238,6 + f/10) (U240c) P Yes No -
M x (238,6 + f/10) (U240c) P Yes No -
nx0 (E240) - Yes No 192,0
6f4ssub K x (60,8 + f/10) (Ub4c) P Yes No -
M x (60,8 + /10) (Ub4c) P Yes No -
nx0 (E64) - Yes No 51,2
6f8ssub K x (92,8 + {/10) (U96c) IP Yes No -
M x (92,8 + {/10) (U96c) P Yes No -
nxo0 (E96) - Yes No 76,8
7d4 <kx128 (U160b,E160) P Yes Yes 128,0
(U160b,E160) P Yes Yes 128,0
< mn )):(%28 (E160) - Yes No 121,6*
7d8 < kx 192 (U240b,E240) P Yes Yes 192,0
(U240b,E240) P Yes Yes 192,0
< mn )):(%92 (E240) - Yes No 185,4*
74 <kx51,2 (U64b,E64) P Yes Yes 51,2
<mx512 (U64b,E64) P Yes Yes 51,2
nxo ' (E64) - Yes No 44,8*
78 <kx76,8 (U96b,E96) IP Yes Yes 76,8
(U96b,E96) IP Yes Yes 76,8
< ”r: ))((26'8 (E96) - Yes No 70,4*
6d4ssub <k x (156,8 + f/10) (U160c) IP Yes No -
<m x (156,8 + /10) (U160c) IP Yes No -
nxo (E160) - Yes No 128,0
6d8ssub < k x (238,6 + f/10) (U240c) IP Yes No -
< m x (238,6 + f/10) (U240c) IP Yes No -
nx0 (E240) - Yes No 192,0
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ST | channel capacity B-field multiplex schemes NP err det. | err corr. max. CF
6f4ssub < k x (60,8 + f/10) (Ub4c) IP Yes No -
<m x (60,8 + f/lO) (U64C) IP Yes No -
nxo0 (E64) - Yes No 51,2
6f8ssub < k x (92,8 +1/10) (U96c) IP Yes No -
<m x (92,8 + f/lO) (U96C) IP Yes No -
nxo (E96) - Yes No 76,8
ST: Service Type
xdy: type x double slot, y levels modulation.
xfy: type x full slot, y levels modulation.
F = 0 for 2 level modulation in A-field, f = 64 for 4 level modulation in A field, f = 128 for 8 level modulation
in A field.
ssub: singlesubfield protected B-field format.
NP: IN channel or IP channel.
err.det.. error detection capability.
err.corr.: error correction possibility.
max.CF: maximum CF channel throughput.
k: the actual number of simplex bearers in the forward direction.
m: the actual number of simplex data bearers in the reverse direction.
n: the actual number of simplex special bearers in the reverse direction.
*: it is expected that the "MAC-Mod2-ACKs" message is normally sent on this bearer, reducing the CF
capacity by 6,4 kbit/s.
NOTE: Refer to clause 6.2.2.2 for details of B-field multiplex schemes.

For type 5, fixed throughput service without error correction, (k + m +n) MOD 2 shall equal O, n shall be increased by
1if necessary.

For type 6, fixed throughput service without error correction, (k + m +n) MOD 2 shall equal O, either k, m or n may be
increased by 1.

NOTE 2: The throughput of service types 5 and 6 can vary if the MAC layer changes the number of bearers
assigned to that connection.

For type 7, variable throughput, variable delay with modulo 2 based retransmission scheme, (k + m +n) MOD 2 shall
equal O, either k, m or n may be increased by 1.

57 Broadcast and connectionless services

Most of the broadcast and connectionless services shall be continuous in the downlink direction, i.e. from FT to PT, and
non-existent or non-continuous in the uplink direction.

To provide the continuous downlink services a CSF may install one or two bearers which either supports only the
broadcast service, i.e. dummy bearers, or which supports the broadcast and the connectionless services, i.e
connectionless bearers.

If two bearers are ingalled both bearers shall support the same services. The maximum of two bearersfor one CSFis
only allowed when:

a) no traffic bearer with downlink transmissions exists at the CSF; and
b) the FP has multiple RFPs with different FMIDs (see clause 11.7), and provides inter-cell handover capability.

If a CSF uses two bearersfor this service, the CSF shall stop transmissions on one of these bearers, (i.e. release the
bearer), within 4 multiframes after establishment of the firgt traffic bearer with downlink transmissions.
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The only exception to the above rule applies when the CSF decides to change the physical channel(s) for one of these
particular bearers. In this case the CSF may maintain one additional bearer to provide the continuous downlink services
for aduration of up to 4 multiframes. At most one bearer for this continuous downlink service may change the physical
channel(s) at thetime. The number of physical channe changes for this exception shall not exceed 5 changes per any
one minuteinterval.

If aDBC or CBC issdlected for the continuous downlink service this bearer shall normally transmit once per framein
downlink direction. The only allowed exception applies for quality control purposes of the chosen physical channdl, e.g.
RSSI measurements. A DBC or CBC may miss at most onedownlink transmission in any one second interval, provided
that:

a) CMC sarvices are not affected (CBC only);
b) the BMC paging service (see clause 9.1.3) isnot affected.
Itisfurther not allowed to misstransmissionsin frames 0,8 and 14 of a multiframe (see clause 6.2.2.1.1).

NOTE: If no CMC serviceis provided, the broadcast service may be offered by a traffic bearer of an ongoing
connection. The exception of missing one frame's transmission does not apply for the TBC controlling
thistraffic bearer.

PT attemptsto setup atraffic bearer using the same physical channel(s) as used for a connectionless downlink service
shall be ignored by the CSF. With the system capabilities message the FT tellsthe PT whether or not a bearer setup
attempt on dummy bearer(s) isallowed. If setup is prohibited a CSF shall ignore attempts to setup abearer using the
same physical channel as a dummy bearer.

57.1 The broadcast services

Two broadcast services are defined, a continuous and a non-continuous broadcast service.

5.71.1 The continuous broadcast service
The continuous broadcast service isasimplex servicein thedirection FT to PT, and is controlled by the BMC.

Thisservice allows PTsto lock on to an FT and to acquire access rights and service related information (see
clause 5.2.2). The service is available on all bearers with continuous transmissionsin direction FT to PT. Thiscan be a
dummy bearer, atraffic bearer or a connectionless bearer.

Each RFP of an FP shall maintain at |east one bearer with continuous broadcast transmissions. If an RFP maintains
neither atraffic bearer nor a connectionless bearer with continuous transmissions the RFP shall ingall at least one
dummy bearer to provide the broadcast service. Dummy bearers exist only in the downlink direction, i.e. FT to PT.

Data of the continuous broadcast service are aways transmitted in the A-field (see clause 6.2.1). The functionality of
the service is determined by the rules to digtribute data from all broadcast channelsinto the A-field of consecutive
frames within one multiframe (see clause 6.2.2).

57.1.2 The non-continuous broadcast service

The non-continuous broadcast service allows the PTs to obtain extended system information on request. This serviceis
controlled by the BMC and works on a transient duplex bearer. The service needs alimited number of transmissionsin
both directions.

Therequest and thereply data are transmitted either in the A-field or in the B-field (see clause 6.2.1). The
non-continuous broadcast service uses a unique A-field coding for thefirst transmission in either direction (see
clause 7.2.5.6). Thisisin order to distinguish transmissions of this service from transmissions of other connectionless
Services.
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57.2 The connectionless services

The connectionless services alow multicast transmission of higher layer C-plane and U-plane data from an FT to PTs,
and point-to-point transmission of higher layer C-plane datafrom aPT to one FT. These services are controlled by the
CMC. The FT to PTs connectionless service may be continuous (i.e. one transmission in every frame). In the direction
PT to FT, transmission islimited to a maximum of two g ots in two successive frames.

5.7.2.1 Connectionless downlink services

The connectionless downlink service offers a continuous simplex service to the DLC. Only one CMC downlink service
may exist within each cluster.

Connectionless bearers used for adownlink service are marked by a special header code and may al so be announced by
using the BMC service.

A connectionless downlink service shall use CBCs controlling aduplex bearer or, if the CMC does not provide an
uplink service, CBCs controlling a simplex bearer. If two CBCs areinstalled at a CSF to provide the connectionless
downlink service al data of this service shal be duplicated on both CBCs.

NOTE 1: The number of allowed CBCs per CSF for connectionless downlink servicesisrestricted (see clause 5.7).
NOTE 2: Connectionless downlink and uplink services are independent.

NOTE 3: A connectionless uplink service may choose another bearer than the duplex bearer which isused for the
downlink service.

Four types of continuous connectionless simplex services exist. They are distinguished by thelogical channdls
supported:

a) only CLgchannd;

b) CLgand CLg channds,
c) CLgand Sy channdls,
d) CLgand Sl channdls.

Service @) shall always use a short smplex bearer for the downlink. The services b) ¢) and d) usealong simplex bearer.

5.7.2.2 Connectionless uplink services

Thisservice uses a CBC controlled bearer. Provided that the CBC controls both, the connectionless downlink and
uplink service, thisbearer isa duplex bearer. Otherwise the CBC controls a simplex bearer. The connectionless uplink
service consists of one or two transmissions from the PT to the FT.

The following smplex services are offered to the DLC:
a) CLg-channd only, one CL g segment;
b) CL-channd only, and
¢) no SDU (only PMID passed to the FT's DLC).
Services @) and ¢) may use either a short smplex bearer or along smplex bearer for the uplink. Service b) always uses

along simplex bearer for the uplink. All services may work together with either a short smplex bearer or along
simplex bearer for the downlink.

The PT uses A-field messages to address the RFP and to identify itself.
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6 Multiplexing

To allocate DECT D-channd capacity to carry datafrom all logical channels defined in clause 5.3, several contrallers,
multiplex algorithms and mapping schemes are used. Figures 6.1 to 6.4 show the four possible MAC layer multiplexing
structures, corresponding to the four bearer arrangements.

6.1 CCF multiplexing functions

The MBC establishes and maintains a connection and controls the data flow of the | and C-channels. For these purposes
the MBC uses MAC contral.

In the transmission direction the MBC distributes the datareceived through the MC SAPto al the TBCsin one
connection. Thisincludes the routing of C-channel data to one TBC or duplication of this datato more than one TBC
and the careful management of datafrom all channelsto two TBCs during seamless bearer handover.

In thereceiving direction the MBC collects data from all TBCs. For C-channd data the receiving traffic controller
removes duplicate data and performs resequencing.

For I-channd servicesthe MBC is either responsible for resequencing the data or it applies aretransmission scheme to
correct transmission errors (see clause 10.8).

Each MBC may contain a key stream generator. This element produces a cipher stream to encrypt or decrypt dl I, G
and C-channd data.

The BMC manages and distributes N, Q and Bs-channel data

6.2 CSF multiplexing functions

Every TBC or CBC or DBC mulltiplexes datareceived from BMC, from CMC and from MBC onto D-fields for
delivery to the physical layer. The following functions are defined:

MAC control: MAC control isneeded to setup, maintain and release bearers, and to enable/disable encryption.

Bit MAPpings (MAP): MAPsare spatial multiplexers, that combine two or more fieldsinto asingle (larger) field.
Three MAPs are defined: A-MAP, B-MAP and D-MAP.

Time M UltipleXers (M UX): MUXs are used to switch between dternative fields on aframe-by-frame basis. They
operate synchronoudy to the applied frame and multiframe timing. Three MUXs are defined: C-MUX, T-MUX and
E/U MUX.

Scrambler: scrambling is used to modify specific data fields every frame according to a standard (predefined) pattern
(seeclause 6.2.4).

Encryption: encryption isused to modify specific data fields according to a secret pattern denoted KSG in figure 6.1
(see clause 6.2.3). The use of encryption is optional.

Error control (CRC): the error control modules generate extra error control bits (redundancy bits) according to
standard cyclic generation algorithms (see clause 6.2.5).

Broadcast contral: thisisused to merge MAC information with higher layer information as part of the BMC service.
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Figure 6.1: TBC multiplexing
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Figure 6.2: CBC multiplexing (long)

ETSI



42 Final draft ETSI EN 300 175-3 V1.6.0 (2001-09)

MA-SAP

<__ONE ENDPOI§ >

Bs

BROADCAST
ME-SAP | MESSAGE
CONTROL

TTAAA

|
MAC CONTROL
M M
BROADCAST
CONTROL
Qo [N P M
T-MUX
M
i)
RA T H
A-l\iIAP
DUMMY
A BEARER
I D-MAP CONTROL

D

D-SAP
<__ONE ENDPOIE D

Figure 6.3: DBC multiplexing
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Figure 6.4: CBC multiplexing (short)

6.2.1 Bit Mappings (MAP)

All of the mappings follow fixed schemes. The A-MAP builds the A-field with the header and tail bits. The mapping
ruleisdescribed in clause 6.2.1.2. The D-MAP formsthe DECT D-field data burst with the A- and B-fields.

ETSI



44 Final draft ETSI EN 300 175-3 V1.6.0 (2001-09)

The size of the B-field depends upon the physical packet sze Ten sizes of D-field are defined, corresponding to these
physical packets:

D80 fidd; for double dot operation;
D32 fidd; for full slot operation;
D08 fidd; for half dot operation;
D00 fidd; for short dot operation;
D160 fied; for double dot with 4 level modulation;
D64 fidd; for full dlot with 4 level modulation;
D16 fidd; for half dot with 4 level modulation;
D240 fidd; for double ot with 8 level modulation;
D96 fidd; for full slot with 8 level modulation;
D24 fidd; for half dot with 8 level modulation.
6.2.1.1 D-field Mapping (D-MAP)
All D-fields except DOO are divided into two fields:
- theA-fidd; and
- theB-fidd.

Field A contains 64 bits numbered from &, to ag; Where g, occurs earlier than a,. The B-field occupies the rest of the
D-field and variesin size between double slots, full dots and half slots and the various modulation levels.

In the D8O field the B-field contains 804 bits which are numbered from by, to bg; where b, occurs earlier than b, .

do ds67
868 bits
D80
A B
64 bits \ 804 bits |
a0 a63 bo b803

Figure 6.5: A-field and B-field in the D80 field (double slot, 2 level modulation)

Inthe D160 field the B-field contains 1 608 + f bits which are numbered from b to b, 54, + f where b occurs earlier
than b;.

do d1671+ f
1672 +f
D160
A | B
64 bits | 1608 + f bits
a0 a63 b0 b1607 + f

Figure 6.6: A-field and B-field in the D160 field (double slot, 4 level modulation)

In the D240 field the B-field contains 2 412 + f bits which are numbered from by to b, 4,1, + f where b occurs earlier
than b;.
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do d2475+f
2476 +f
D240
A | B
64 bits \ 2412 +f bits
a0 a63 b0 b2411 +f

Figure 6.7: A-field and B-field in the D240 field (double slot, 8 level modulation)

In the D32 field the B-field contains 324 bits which are numbered from by to b,,5, here by occurs earlier than b;.

do d387
388 bits
D32
A B
64 bits \ 324 bits |
a0 a63 bo b323

Figure 6.8: A-field and B-field in the D32 field (full slot, 2 level modulation)

In the D64 field the B-field contains 648 + f bits which are numbered from by to bg,; where b, occurs earlier than b;.

do d711 +f
712 +f bits
D64
A | B
64 bits | 648 + f bits |
a0 a63 b0 b647 +f

Figure 6.9: A-field and B-field in the D64 field (full slot, 4 level modulation)

In the D96 field the B-field contains 972 + f bits which are numbered from by to bg,, where by occurs earlier than b, .

do d1035 +
1036 +f bits
D96
A | B
64 bits \ 972 +f bits |
a0 a63 bo b971 +f

Figure 6.10: A-field and B-field in the D96 field (full slot, 8 level modulation)

In the D08 field the B-field contains 84 + j bits which arenumbered from by, to bgs , ; where by, occurs earlier than b, .
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do d147+j
148+ j bits
D08
A B
64 bits \ 84 +j bits |
a0 a63 bo b83 +j

Figure 6.11: A-field and B-field in the D08 field (half slot, 2 level modulation)

Inthe D16 field the B-field contains 168 + 2j+f bits which are numbered from by to by - + 2j +f where b, occurs earlier
than b.

10 d(231+2ﬂ'+f)
232 +2j +f bits
D16
A | B
| 64bits | 168 +2j +f bits |
a0 a3 bo b(167+2j+f)

Figure 6.12: A-field and B-field in the D16 field (half slot, 4 level modulation)

In the D24 field the B-field contains 252 + 3j+f bits which are numbered from by to b,c, + 3j +f where b, occurs earlier
than b.

9 d(315+31+f)
316 +3] + bits
D24
A | B
| 64bits | 252 +3j +f bits |
a0 a3 b0 b(251+3j+f)

Figure 6.13: A-field and B-field in the D24 field (half slot, 8 level modulation)

NOTE 1: f=0in dotswith 2 level modulation in A field, f = 64 in dotswith 4 level modulation in A field and
f =128 in dotswith 8 level modulation in A field.

NOTE 2: With j = 0the guard space isthe same for half slotsas for full dots (see EN 300 175-2 [2]). The ability to
set j provides flexibility for future low rate speech codec applications.

NOTE 3: j can only be selected from one of the values defined in the present document. Currently the only defined
valuefor j isj = 0. Other values of | are subject to future standardization.

The default value of j for the D08, D16 and D24 field shall be 0.

The D-field DOO for short dot operation only containsthe A-field. The time duration of a DOO field varies with
modulation type. The duration of DOO with 4 level modulation isreduced by a factor 2, compared to the duration of DOO
with 2 level modulation. The duration of DOO with 8 level modulation is reduced by a factor 3, compared to the duration
of D00 with 2 level modulation.
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do de3
64 bits
D00
A

64 bits \
a0 a63

Figure 6.14: The DOO field containing the A-field

6.2.1.2 A-field Mapping (A-MAP)

The division of the A-field into Header (H), Tail (T), and Redundancy (RA) bits, isthe same for al mappings and
shown in figure 6.15.

A
H T Ra
8 40 16

Figure 6.15: A-field mapping
The header, H, islocated in bits &, to a; and containsthe 8 bit MAC layer permanent control data field.
Thetail, T, contains 40 bits and islocated in bit positions ag to a,;.

The remaining 16 bits a,g to a3 are redundancy bits, Ry, to provide error control on all the A-field data. See
clause 6.2.5.2 for the calculation of the value of these bits.

By definition the header field always contains the MAC control information.

Thetail carries data from several logical channds, using the T-MUX algorithm defined in clause 6.2.2.1.

6.2.1.3 B-field Mapping (B-MAP)

For the B-field three mappings exist, a protected format with multiple subfields, a protected format with one subfield
and an unprotected format. With the unprotected format the X-field at the end of the B-field contains the only
redundancy bitsin the B-field. The X-field contains 4 bitsfor 2 level modulation, 8 bitsfor 4 level modulation and 12
bits for 8 level modulation.

Unprotected formats: in the unprotected double slot format the mapping of the A-field and B-field onto the D240,
D160 and D80-field of physical packets P240, P160 and P80 is shown in next figures and described as:

d; = g : 0<i<63
b.g . 64<i<863
Xi.gga . 864<i<867
‘ 64 bits 804
A B
: data | RA data
| 48 |16 800 bits 4|

Figure 6.16: Unprotected D80 B-field format (double slot, 2 level modulation)
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di = ai : 0<i<63
bi - 64 . B4<i<1663+f
Xi-(1663+f) : 1664+f<i<1671+f

L 64 bits 1608 +f

T B

| data | RA data X
| 48" |16 1600 + f bits 8 |

Figure 6.17: Unprotected D160 B-field format (double slot, 4 level modulation)
di = ai : 0<i<63
bi - 64 © 64<i<2463+f
Xi-(2464+1f) 1 2464+f<i<2475+f

64 bits 2412 +f
A B
data | RA data X
48 | 16 2400 +f bits 12 |

Figure 6.18: Unprotected D240 B-field format (double slot, 8 level modulation)

In the unprotected full dot format the fields A and B are mapped onto the D96, D64 and D32-field of physical packets
P96, P64 and P32 as follows:

d=a : 0<i<63
bi-64 : 64<i<383
Xi-384 : 384<i<387

‘ 64 bits 324
CTTA T B
: data | RA data X
|"4§_+_1_6 320 bits 4 |

Figure 6.19: Unprotected D32 B-field format (full slot, 2 level modulation)

d=g : 0<i<63

b g © 64<i<703+f

Xi-(704+f): 704+f<i<711+f
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L 64 bits 648 +f

CTTA B

| data | RA data X
EENES 640 +f bits 8 |

Figure 6.20: Unprotected D64 B-field format (full slot, 4 level modulation)
di = ai : 0<i<63

bi - 64 © 64<i<1023+f

Xi-(1024+f) : 1024+f<i<1035+f

64 bits 972+f
A B
data | RA data X
48 | 16 960+f bits 12 |

Figure 6.21: Unprotected D96-field format (full slot, 8 level modulation)

In the unprotected half dot format the mapping of the A-field and B-field onto the D24, D16 and D08-field of physical
packets P24, P16 and P08 is shown in next figures and described as:

d=a : 0<i<63
bi-64+j: 64<i<143+]j

Xi-144+j: 144+j<i<147+]

1 64 bits 84 + |

A B

| data | RA | data X
| 48 | 16 80 + | bits 4

Figure 6.22: Unprotected D08 B-field format (half slot, 2 level modulation)
di=ai : 0<i<63
bi - 64+ 2 D B64<i <223+ 2j+f

Xi-(224 + 2+f) 224+ 2j+f <i <231+ 2j+f

64 bits 168 +2j +f
A B
data | RA | data X
48 | 16 160 +2j +f bits 8

Figure 6.23: Unprotected D16 B-field format (half slot, 4 level modulation)
di=a : 0<i<63
bi - 64+ 3 : 64<i<303+3j+

Xi-(304 + 3j+f) : 304+ 3j+f <i <315+ Jj+f
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64 bits 252 +3j +f
A B
data | RA | data X
48 16 240 +3j +f bits 12

Figure 6.24: Unprotected D24 B-field format (half slot, 8 level modulation)

Multisubfield protected for mats: the multisubfield protected formats divide the B-field into subfields. Thelast 4, 8 or
12 hitsare always the X-field (last 4 bits for 2 level modulation, last 8 bits for 4 level modulation, last 12 bits for 8 level
modulation). The other bits are divided into subfields of 80 bit length, where the first subfield starts with thefirg bitin
the B-field. The subfields are numbered BO, B1, B2 etc. Thelast subfield before the X-field may have a smaller length
than 80 hits. The bit bki from the Bk subfield corresponds to the bit b(80k+i) of the B-field.

All 80 bit subfields consist of a 64 bit data block followed by 16 CRC bits (RBj-fields). In all multisubfield protected
formats the 80 bit subfield BO is placed in the same relative position to the synchronization word and starts with the
65th bit of the physical channel's D-field.

With f = 64 and f = 128, one, respectively two additional 64 bits B subfields exist. The use of these fields is undefined.
Keeping these fiel ds all ows the unprotected and the protected format to have the same size. Therefore, for a chosen
value of f the X-field isin the same position in both formats. This allows the same X-field procedure to be used for
measuring the performance of the physical channd in both protected and unprotected slot formats.

The following figures show the multisubfield protected double slot format, which is described as:
di=9 : 0<i<63
b0, g4 : 64<i<143

bl

s o l44<i<223
b2, 55 @ 224<i<303

b3.

sn | 304<i<383
b4, se, © 384<i<463
b5, 464 © 464<i<543
54 . 544<i<623
b7, ¢4 @ 624<i<703
b8, 704 : 704<is<783
b9, sg @ 784<i<863

Xi_gea . 864<i<867

64 804
A B
BO Bl B2 B3 B4 B5 B6 B7 B8 B9 X
data| R |[data| R [ Dat [ R |data| R |data| R [ Dat | R [ Dat | R |data| R |data| R |data| R [data| R | X
A BO| a |B1 B2 B3| a [B4| a [B5 B6 B7 B8 B9
48 | 16| 64 |16| 64 | 16| 64 | 16| 64 | 16| 64 |16| 64 | 16| 64 (16| 64 (16| 64 |16| 64 |16 |4

Figure 6.25: Multisubfield protected B-field format D80 (double slot, 2 level modulation)
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d,=4 : 0<i<63
ea  64<i<143
bl 144 @ 144<i<223
b2, 554 : 224<i<303
i.304 - 304<i<383
b4, g4 : 384<i<463
b5, 45 @ 464<i<543
s ¢ B5A4<i<623
b7, g @ 624<i<703
b8, 04 : 704<i<783
.78a . 184<i<863
bl0, g4 : 864<i<943
bll, g4y : 944<i<1023
b12 1 ops: 1024<i<1103

b13,

1104 1104<i<1183
bld ;.. 1184<i<1263
bl5, | e, 1264<i<1343

b16;

13440 1344<i<1423
bl7, 404 1424<i<1053
bl8 ,sp, 1504<i<1583

b19,

(020, ges0 1664<i<1663+;f=64)

X i (1eeasr) - 1664+ <i <1671+

64 1608 + f
A B
BO B1 B2 B3 | - | - B17 B18 B19 | B2 (X
0
dat | R |[Dat|R |Dat| R |Dat| R (dat| R |Dat| R |[Dat| R [dat| R |dat[ R |dat| R | _ |X
a|A|la|B|la|Bla|B|a|B|a]|b|a]|Bi|a|B|la|B|la]|B| _
0 1 2 3 + 1 1 1
1 7 8 9
48|11 (64 |1|64|1|64|1|64|1|64|1|64|2(64|1]|64|1|64|12]| f |8
6 6 6 6 6 6 6 6 6 6

Figure 6.26: Multisubfield protected B-field format D160 (double slot, 4 level modulation)
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b10,
bil
b12
b3
b4
bi5,
b6,
b7
bi8
b19
b20
b21.
b22
b23
b24
b25,
b26
b27

b28,

-144
- 224

-304

-384

- 464

- 544

-624

-704

-784

-864 -
-944 -
1024
1104
-1184°
-1264
-1344°
1424
- 1504
-1584-
- 1664
1744
-1824-
-1904
-1984-
- 2064
2144
2224

- 2304

0<i<63

64<i<143

144<i <223

224<i<303

304<i<383

384 <i<463

464 <i <543

544 <i <623

624 <i<703

704<i<783

784 <i<863

864 <i<943

944<i<1023

1024<i<1103

1104<i<1183

1184<i<1263

1264<i<1343

1344<i<1423

1424<i<1453

1504<i<1583

1584<i<1663

1664<i<1743

1744<i<1823

1824<i<1903

1904<i<1983

1984<i<2063

2064<i<2143

2144<i<2223

2224<i<2303

2304<i<2383
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ETSI

Final draft ETSI EN 300 175-3 V1.6.0 (2001-09)



53 Final draft ETSI EN 300 175-3 V1.6.0 (2001-09)
b29, 54,0 2384<i<2463

(D30, 5454 2464<i<2463+f;f=128)

Xi(2a6a+) 2464+ <i<2475+f

64 2412 +f
A B
BO Bl B2 B3 | - | - B27 B28 B29 |B30| X
data|RA| Dat |RB| Dat [RB|data|RB|data|RB| Dat |[RB| Dat |[RB|data|RB| Dat [RB|data|RB|___ | X
a|0] a|1l 2 3la|i]| ali+ 27| a (28 29
1
48 |16| 64 |16| 64 |16| 64 |16| 64 |16| 64 |16| 64 |16| 64 |16| 64 |16]| 64 |16| F |12

Figure 6.27: Multisubfield protected B-field format D240 (double slot, 8 level modulation)

For the multisubfield protected full dot format a more detailed mapping is shown in next figures and described as
follows:

di=9 : 0<i<63
en | 64<i<143
bl 144 @ 144<i<223

b2, 55 @ 224<i<303

b3 304 @ 304<i<383

Xi.3ga . 384<i<387
64 324
A B

BO B1 B2 B3 |X
Dat |RA|data|RB|data|RB| Dat [RB| Dat [RB|X
a 0 l1fa|2]a]|3
48 [16| 64 |16| 64 |16| 64 |16| 64 |16|4

Figure 6.28: Multisubfield protected B-field format D32 (full slot, 2 level modulation)
di=94 : 0<i<63
b0, o @ 64<i<143

o l44<i<223

b2, 504 : 224<i<303

b3, . 304 @ 304<i<383

3g ¢ 384<i<463

b5, 44 @ 464<i<543

b6, o4y @ 544<i<623

o4 | 624<i<703
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(bgi_.704 : 704<i<703+f:f=64)

Xi(roa+) - 104+ <i<711+

64 648 +f
A B
BO B1 B2 B3 B4 B5 B6 B7 B8 |X
dat |R [Dat |R |Dat [R (Dat |R |[dat [R |Dat |R |(dat |R |Dat [R |dat [R [ |X
a |Ala|B|a|Bla|(B|la|B|ja|B|la|B|la |[B|a|B
0 1 2 3 4 5 6 7
48 |16 |64 (16|64 |16|64 |16| 64 |16|64 |16| 64 |16|64 |16|64 |16| f |8

Figure 6.29: Multisubfield protected B-field format D64 (full slot, 4 level modulation)
di=9 : 0<i<63
b0, o @ 64<i<143
bl 144 @ 144<i<223
b2, 504 : 224<i<303
i.304 . 304<i<383
b4, 34 @ 384<i<463
b5, 461 @ 464<i<543
s ¢ 5M4<i<623
b7, g @ 624<i<703
b8, 04 : 704<i<783
_7ga . 184<i<863
b10; g5 : 864<i<943
bll, g4y : 944<i<1023
by 10pa: 1024<i<1023+f:f=128)

Xi (1024+f) 1024 +f <i <1035 +f

64 972 +f
A B
BO Bl B2 B3 B10 B11 |Bl1l | X
2

dat [R (Dat |R |Dat |R |Dat |R |(dat |R |Dat R |dat |R |Dat |R |dat [R|___ | X

a |A|la|B|a|B|a|Bla|B|ja|B|a|B|a|B|a|B

0 1 2 3 10 11
48 |16| 64 |16|64 |16| 64 (16|64 |16| 64 |16| 64 (16|64 |16|64 |16| F |12

Figure 6.30: Multisubfield protected B-field format D128 (full slot, 8level modulation)
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With a B-field length of 84 + j or 168 + f + 2j bitsin half slot mode 2- and 4-level modulation, a subfield B1 only exists
for j > 0. The use of thisfield in the protected half dot format is undefined. Keeping this field allows the unprotected
and the protected format to have the same size. Therefore, for achosen j the X-field isin the same position in both
formats. Thisallows the same X-field procedure to be used for measuring the performance of the physical channd in
both protected and unprotected half slot formats.
Next figures show the multisubfield protected half slot format, which is described as:

di=a : 0<i<63

b0, g4 : 64<i<143

(b1 44y @ 144<i<143+j;j>0)

Xi (144+]) © 144+j<i<147+]

64 84 +j
A B
BO Bl |X
Dat |R |dat [R |___ |X
a |A|la |B| _
0
48 |16 64 |16| | |4

Figure 6.31: Multisubfield protected B-field format D08 (half slot, 2 level modulation)

d,=3 . 0<i<63
b0 64 . 64<i<143
bl 144 : 1445i<223

(02i-224 : 224<i<287+f;f=64)
(b3i-288-f : 288+ f<i<287+f +2;j>0)
Xi-(288+f+2;: 288+f+2<i<295+f+2

64 232 +f +2
A B
BO Bl B2 [B3 |X
Dat |R |dat [R [Dat |R [ [ |X
a |A|la |B|a|B
0 1
48 |16| 64 |16|64 |16 f | 2} |8

Figure 6.32: Multisubfield protected B-field format D16 (half slot, 4 level modulation)

d, =3 . 0<i<63

b0, 64 . 64<i<143
bl, 144 : 144<i<223
b2, .4 1 224<i<303

(03i-304 : 304<i<303+f;f=128)
(041 - (304 +f): 304+f<i<303+f+3j;j>0)
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Xi-(304+f+3)): 304+f+3+f<i<315+f+3

64 252 +f +3j
A B
BO Bl B2 B3 B4 X
data RA | Data |RBO | Data |RB1 | Data |[RB2 | _ X
48 16 64 16 64 16 64 16 f 3j 12

Figure 6.33: Multisubfield protected B-field format D24 (half slot, 8 level modulation)

Singlesubfield protected for mats: the singlesubfield protected formats use the B-field for one subfield numbered BO.
Thissingle subfield consists of one data block of various length depending on the modulation type and dot format used.
Thissingle subfield is protected by one CRC field RBO. Thissingle CRC field consists of 16 bits for 2 level modulation
in full dot format and 32 bit for 4 and 8 level modulation and 2 level modulation in double slot format.

Thelast 4, 8 or 12 hits of the B field are always the X-field (last 4 bits for 2 level modulation, last 8 bits for 4 level
modulation, last 12 bits for 8 level modulation).

The following figures show the singlesubfield protected double dot format, which is described as:
di=94 . 0<i<63
bO;.gq : 64<i<863

Xi_gea . 864<i<867

64 804
A B
BO X
Data | RA data RBO | X
48 16 768 32 |4

Figure 6.34: Singlesubfield protected B-field format D80 (double slot, 2 level modulation)
di=a 0<i<63
bi-64 64<i<1663+f
Xi-(1664+f) : 1664+f<i<1671+f

64 1608 +f
A B
BO X
Data | RA Data RBO | X
48 16 1568 +f 32 8

Figure 6.35: Singlesubfield protected B-field format D160 (double slot, 4 level modulation)
d=a : 0<i<63
bi-64 : 64<i<2463+f
Xi- (2464 +1f): 2464+f<i<2475+f

64 2412 +f
A B
BO X
Data | RA data RBO | X
48 16 2368 +f 32 |12

ETSI



57 Final draft ETSI EN 300 175-3 V1.6.0 (2001-09)

Figure 6.36: Singlesubfield protected B-field format D240 (double slot, 8 level modulation)

For the sanglesubfield protected full dot format a more detailed mapping is shown in next figures and described as
follows: (NOTE that D32 isthe only format with 16 bit CRC RBO).

d=a: 0<i<63
bi-64: 64<i<383
xi -384: 384<i<387

64 324
A B
BO X
Data | RA Data RBO | X
48 16 304 16 4

Figure 6.37: Singlesubfield protected B-field format D32 (full slot, 2 level modulation)
d=a : 0<i<63
bi-64 : 64<i<703+f
Xi - (704 +1): 704 +f<i<711+f

64 648 + f
A B
BO X
Data | RA Data RBO | X
48 16 608 + f 32 8

Figure 6.38: Singlesubfield protected B-field format D64 (full slot, 4 level modulation)
d=a : 0<i<63
bi-64 64<i<1023+f
Xi - (1024 +f): 1024+f<i<1035+f

64 972 +f
A B
BO X
Data | RA Data RBO | X
48 16 928 +f 32 |12

Figure 6.39: Singlesubfield protected B-field format D128 (full slot, 8 level modulation)
The B-field format is controlled by the E/U MUX. Thisisdescribed in clause 6.2.2.2.
In the unprotected format, the single data field must only carry datafromthe I, or Sl logical channels.
The singlesubfield protected format must only carry data from the I logical channdls.

In the multisubfield protected format, the data fields may carry data from different logical channds. The contents are
defined by the E/U MUX (clause 6.2.2.2) and the C-MUX (clause 6.2.2.3).

Any operation of the E/U MUX shall not alter the value of j for half slot operation. The value of j and f shall be agreed
at connection set up and shall not be changed during the connection unless an appropriate MAC_MOD primitiveis
received.
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6.2.2 Time multiplexers

A T-MUX (tail-multiplex) changes thetail T, which can be one of the tail types, Py, Q, Ny, C; and M. A E/lU-MUX

selects between E-type and U-type. The C-MUX controls the mode of the B-field, distributing the flow of MAC control
information, M, G, Cr, and CL datainto the B-field.

T-MUX algorithms are different for RFPs and PTs because PTs do not transmit P and Q-channds. C-MUX and
E/U-MUX algorithms are the same for both equipments.

6.2.2.1 Tail MUltipleXer (T-MUX)

Thetail, T, contains 40 bits. The logical channds carried in thetail depend upon the tail type. Thisis detailed in
table 6.1.

Table 6.1: T-MUX

Cr one Cg or CLg-channel segment
Mt one M-channel message
Nt one N-channel message
Pr one P-channel message (see clause 7.2.4 and clause 9.1.3)
QT one Q-channel message
NOTE: These tail types are multiplexed on a frame-by-frame basis.

6.2.2.1.1 T-MUX algorithm for RFP transmissions

The DECT RFPs support a multiframe structure of 16 frames duration. Both frame and multiframe timing shall be
synchronized for all RFPs of one DECT FP.

The 16 frames in one multiframe are numbered from frame 0 to frame 15. Once every multiframe, a special tail
identification is sent in the header, H, to mark frame number 8 of the multiframe.

Inall odd framesthetail contains either M, C or Nt. The applied "M+, C, N¢" priority scheme means:
- My typetails have priority over,
- C; typetails which have priority over the;
- Ny typetalils.
Inframes {0,2,4,6,10,12} a"Py, N;" priority schemeis used:
- Py typetails have priority over the N type tails.

Thetail of frame 14 isreserved for N ("N+" priority scheme) and the tail of frame 8 isreserved for Q information
("Qq" scheme).

Theresulting algorithm is given in table 6.2.
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Table 6.2: T-MUX algorithm

Frame Priority scheme Frame Priority scheme
0 Pr, Nt 1 M1, C, Nt
2 Pr, Nt 3 M1, C, Nt
4 Pr, Nt 5 M1, C, Nt
6 Pr, Nt 7 M1, C, Nt
8 Qt 9 M1, C, Nt
10 Pr, Nt 11 M1, C, Nt
12 Pt Nt 13 M1, C, Nt
14 Nt 15 M1, C+, Nt

Exceptions: When responding to a"bearer request” message or during bearer release, the F may insert an M
tail in an even numbered frame.

The following throughput capacities are achieved:

(fpmf = frames per multiframe):

C;: higher layer control 0 - 2 khit/s 0 - 8 fpmf;

M+:  MAC layer control 0 - 2 khit/s 0 - 8 fpmf;

N;:  identitiesinformation 0,25- 3,75 kbit/s 1 - 15 fpmf;
lower limit, excluding exceptions as above 0,25 kbit/s 1 fpmf;

Pr.  paging 0 - 1,5kbit/s 0 - 6 fpmf;

Qr:  systeminformation, excluding exceptions as above 0,25 kbit/s 1 fpmf.

Reply to a request for aBMC service (non continuous broadcast) dways starts with an M message (see clause 7.2.5.6)

which may be placed in any frame. For reply to arequest for a BMC service a second transmission may occur in the
next TDMA frame. This second transmission uses an M tail.

6.2.2.1.2 T-MUX algorithm for PT transmissions

The agorithm shown in table 6.3 is used by PTsfor all traffic bearersin connection oriented services:

Table 6.3: T-MUX algorithm for PT transmissions

Frame Priority scheme Frame Priority scheme
0 My, Cr, Np 1 Nt
2 My, Cr, Np 3 Nt
4 My, Cr, Np 5 Ny
6 My, Cr, Np 7 Nt
8 M, Cr, Nt 9 Nt
10 My, Cr, Nt 11 Nt
12 My, Cr, Nt 13 Nt
14 My, Cp, Np 15 Nt
Exceptions: The transmission of a "bearer request” or a"bearer release” from a PT uses an M tail and this

may be placed in any frame (see clauses 10.5 and 10.7).
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The following throughput capacities are achieved
(fpmf = frames per multi-frame):

C;: higher layer control 0 - 2 khit/s 0 - 8 fpmf;

M+:  MAC layer control 0 - 2 kbit/s 0 - 8 fpmf;

N;:  identitiesinformation 2 - 4 kbit/s 8 - 16 fpmf;
lower limit, excluding exceptions as above 2 kbit/s 8 fpmf.

Connectionless uplink services and requests for a BMC service (non continuous broadcast) dways start with a M
message in the first Py transmission (see clause 7.2.5.6) which may be placed in any frame. For connectionless uplink
services and requests for a BMC service a second transmission may occur in the next TDMA frame. This second

transmission uses a C; tail when a CLg segment is carried and a M tail otherwise.

6.2.2.2 B-field control multiplexer (E/U-MUX)

The E/U MUX switches the B-field between two types of multiplex, the E-type and the U-type.
1) E-type

- for traffic bearersthe B-field is used to carry M-channel data and/or C-channel data and/or Gi-channel data.
For connectionless bearersthe B-field is used to carry M-channe! data and/or CL -channel data.

2) U-type:
- theB-field isused to carry either |-channel data or I,-channe data, or Sl or Slp-channd data.

The E/U MUX operates on a frame-by-frame basisin response to immediate traffic demands. The chosen multiplex for
each frame isindicated with the BA bitsin the A-field header. E-type multiplex has priority over U-type multiplex.

The B-field multiplexes are defined in tables 6.4 to 6.6.

Table 6.4: B-field multiplexes (2-level)

B-field multiplex for 2 level B-field Logical
modulation

D80- D32- DO8- E/U format channel

field field field

E80 E32 E Multisubfield C-MUX
Protected

U80a U32a U08a U Unprotected IN or SIN

u80b U32b u08b U Multisubfield IP or SIP
Protected

u80c U32c U Singlesubfield Ip
Protected

Table 6.5: B-field multiplexes (4-level)

B-field multiplex for 4 level B-field Logical
modulation
D160- D64- D16- E/U format channel
field field field
E160 E64 E Multisubfield C-MUX
Protected
U160a Ub4da Ul6a U Unprotected IN or SIN
U160b U64b Ul6b ) Multisubfield IP or SIP
Protected
U160c Ub4c U Singlesubfield Ip
Protected
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Table 6.6: B-field multiplexes (8-level)

B-field multiplex for 8 level B-field Logical
modulation
D240- D96- D24- E/U Format Channel
field field field
E240 E96 E Multisubfield C-MUX
Protected
U240a U96a U24a U Unprotected IN or SIN
u240b U96b U24b U Multisubfield IP or SIP
Protected
U240c u96ec U Singlesubfield Ip
Protected

The E-type multiplex always uses the multisubfield protected B-field format. The possible modes of the E-type
multiplex are defined by the C-MUX (see clause 6.2.2.3).

The U-type multiplex in connection oriented services may use either a protected B-field format or the unprotected
B-field format. This choiceis defined at connection establishment for all bearers belonging to that connection, and it
correspondsto thelogical channel required for the chosen service, I or I . The chosen format is maintained until it is

re-negotiated or the connection ends.
6.2.2.3 B-field mode multiplexer (C-MUX)

6.2.2.3.1 Double slot full slot, D16 and D24 half slot modes

For double dot and full dot mode and half slot mode in case of 4/8 level modulation all B-subfields are used for
control. The following types of information have to be multiplexed:

- higher layer control from the C- or CL logical channdl;

- MAC layer connection related signalling;

- higher layer information from the G logical channel; and

- MAC layer control to describe the contents of the subfields.

All extended MAC control and G segments carried in the B-subfields have a header with a bit indicating if the next
subfield in the same databurst contains an extended MAC control or G segment, or whether it contains higher layer
control.

For D80 double slot operation (2 level modulation) the modes are given in the following table.
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Table 6.7: D80 double slot 2-level modes

Subfield BO Bl B2 B3 B4 B5 B6 B7 B8 B9

C/O CF CF CF CF CF CF CF CF CF CF
Mode 0

C/L CLF CLF CLF CLF CLF CLF CLF CLF CLF CLF

C/O| M/IM+GF CF CF CF CF CF CF CF CF CF
Mode 1

C/L M CLF CLF CLF CLF CLF CLF CLF CLF CLF

C/O| MIM+GF | M/M+GF CF CF CF CF CF CF CF CF
Mode 2

C/L M M CLF CLF CLF CLF CLF CLF CLF CLF

C/O| MIM+GF | M/IM+GF | M/IM+GF CF CF CF CF CF CF CF
Mode 3

C/L M M M CLF CLF CLF CLF CLF CLF CLF

C/O| MIM+GF | M/IM+GF | M/IM+GF | M/IM+GF CF CF CF CF CF CF
Mode 4

C/L M M M M CLF CLF CLF CLF CLF CLF

C/O| MIM+GF | M/IM+GF | M/IM+GF | MIM+GF | M/IM+GF CF CF CF CF CF
Mode 5

C/L M M M M M CLF CLF CLF CLF CLF

C/O| MIM+GF | M/M+GF | M/M+GF | M/M+GF | M/IM+GF | M/IM+GF CF CF CF CF
Mode 6

C/L M M M M M M CLF CLF CLF CLF

C/O| MIM+GF | M/IM+GF | M/IM+GF | M/IM+GF | MIM+GF | MIM+GF | M/M+GF CF CF CF
Mode 7

C/L M M M M M M M CLF CLF CLF

C/O| MIM+GF | M/IM+GF | M/IM+GF | M/M+GF | M/IM+GF | M/IM+GF | M/IM+GF | M/IM+GF CF CF
Mode 8

C/L M M M M M M M M CLF CLF

C/O| MIM+GF | M/IM+GF | M/IM+GF | M/IM+GF | M/IM+GF | M/IM+GF | M/M+GF | M/IM+GF | M/IM+GF | M/IM+GF
Mode 9

C/L M M M M M M M M M M

C/O| MIM+GF | M/IM+GF | M/IM+GF | M/IM+GF | M/IM+GF | M/IM+GF | M/M+GF | M/IM+GF | M/IM+GF | M/IM+GF
Mode 10

C/L M M M M M M M M M M

For double slot operation the A-field header coding (BA hits) shall distinguish between:
- E-type, mode0;
- E-type, modes1-9; and
- E-type, mode 10.
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For D160 double slot operation (4 level modulation) the modes are given in the following table:

Table 6.8: D160 double slot 4-level modes

Subfield BO Bl i-1 i i+1 B17 B18 B19

C/O CF CF CF CF CF CF CF CF
Mode 0

C/L CLF CLF CLF CLF CLF CLF CLF CLF

C/O |[M/IM+GF CF CF CF CF CF CF CF
Mode 1

C/L M CLF CLF CLF CLF CLF CLF CLF

C/O

C/L

C/O |M/M+GF| M/M+GF M/M+GF CF CF CF CF CF
Mode i

C/L M M M CLF CLF CLF CLF CLF

C/O [M/M+GF| M/M+GF M/M+GF | M/M+GF CF CF CF CF
Modei + 1

CIL M M M M CLF CLF CLF CLF

C/O

C/L

C/O |M/IM+GF| M/IM+GF M/M+GF | M/IM+GF | M/IM+GF| .... |M/M+GF| M/M+GF CF
Mode 19

CIL M M M M M M M CLF

C/O |M/IM+GF| M/IM+GF M/M+GF | M/IM+GF | M/IM+GF| .... |M/IM+GF| M/IM+GF | M/M+GF
Mode 20

C/L M M M M M M M M

For D160 double slot operation the A-field header coding (BA bits) shall distinguish between:
- E-type, mode0;
- E-type, modes1 - 19; and
- E-type, mode 20.
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For D240 double ot operation (8 level modulation) the modes are given in next table:

Table 6.9: D240 double slot 8-level modes

Subfield BO Bl i-1 i i+1 B27 B28 B29

C/O |CF CF CF CF CF CF CF CF
Mode 0

c/L |CLF CLF CLF CLF CLF CLF CLF CLF

C/O |[MIM+GF |CF CF CF CF CF CF CF
Mode 1

c/L M CLF CLF CLF CLF CLF CLF CLF

C/O |....

C/L

C/O [MIM+GF |[M/M+GF |.... M/M+GF |CF CF CF CF CF
Mode i

c/L M M M CLF CLF CLF CLF CLF

C/O [MIM+GF |[M/M+GF |.... M/M+GF |M/M+GF |CF CF CF CF
Mode i + 1

c/L M M M M CLF CLF CLF CLF

C/O |....

C/L

C/O |MIM+GF |[M/M+GF |.... M/M+GF |M/M+GF [M/IM+GF |.... M/M+GF |M/M+GF |CF
Mode 29

c/L M M M M M M M CLF

C/O |[MIM+GF |[M/M+GF |.... M/M+GF |M/M+GF [M/IM+GF |.... M/M+GF [M/M+GF [M/IM+GF
Mode 30

c/L M M M M M M M M

For D240 double slot operation the A-field header coding (BA bits) shall distinguish between:
- E-type, mode0;
- E-type, modes1 - 29; and
- E-type, mode 30.

For D32 full slot operation (2 level modulation) the modes given in the following table are allowed.

Table 6.10: D32 full slot 2-level modes

Subfield BO Bl B2 B3

C/O |CF CF CF CF
Mode 0 oL |oLF CLF CLF CLF

C/O |M/M+GF CF CF CF
Mode 1

CIL M CLF CLF CLF

C/O |M/M+GF M/M+GF CF CF
Mode 2

CIL M M CLF CLF

C/O |M/M+GF M/M+GF M/M+GF CF
Mode 3

CIL M M M CLF

C/O |M/M+GF M/M+GF M/M+GF M/M+GF
Mode 4

CIL M M M M
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For D32 full dot operation the A-field header coding (BA bits) will distinguish between:
- E-type, mode0;
- E-type, modes1- 3; and
- E-type, mode 4.

For D64 full slot operation (4 level modulation) the modes given in next table are all owed:

Table 6.11: D64 full slot 4-level modes

Subfield BO B1 B2 B3 B4 B5 B6 B7
CIO |CF CF CF CF CF CF CF CF
Mode 0 R SR T G G T S (T S T N T
CIO [MIM+G |CF CF CF CF CF CF CF
Mode 1 F CLF |cLF  |cLF  |cLF |cLF  |cLF |cLF
oL |,
CIO [MIM+G |MIM+G |CF CF CF CF CF CF
Mode 2 F F CLF  |cLF  |cLF  |cLF |cLF  |cLF
oL |, v
CIO [MIM+G |MIM+G |MIM+G |CF CF CF CF CF
Mode 3 - F F F CLF |cLF  |cLF  |cLF  |cLF
M M M
C/O [MIM+G |MIM+G |M/M+G |MIM+G |CF CF CF CF
Mode 4 ciL i i F F CLF |[cLF  [cLF  |cLF
M M M M
CIO [MIM+G [MIM+G |MIM+G |MIM+G |MIM+G |CF CF CF
Mode 5 oL F F F F F CLF CLF CLF
M M M M M
CIO [MIM+G |MIM+G |M/IM+G |MIM+G _|M/M+G |M/M+G |CF CF
Mode 6 oL F = F F F F T
M M M M M M
CIO [MIM+G [MIM+G |MIM+G |MIM+G |MIM+G |M/M+G |M/M+G |CF
Mode 7 F F F F F F F
ciL CLF
M M M M M M M
CIO [MIM+G [MIM+G |MIM+G |MIM+G |MIM+G |MIM+G |M/M+G _|M/M+G
Mode 8 F F F F F F F F
ciL
M M M M M M M M

For D64 full slot operation the A-field header coding (BA bits) will distinguish between:
- E-type, mode0;
- E-type modes1l-7; and
- E-type, mode 8.
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For D96 full slot operation (8 level modulation) the modes are given in next table:

Table 6.12: D96 full slot 8-level modes

Subfield BO B1 i1 i i+ 1 B09 B10 | Bil

CIO [CF CF CF CF CF CF CF CF
Mode 0

oL [cLF |eLF CLF  |cLF  |cLF CLF  |CLF  |cLF

CIO [MIM+GFE |CF CF CF CF CF CF CF
Mode 1 oL M CLF CLF  |CLF CLF CLF  |cLF CLF

Cio ...
""" ciL

C/O [MIM+GF |[M/IM+GF ... _ |MIM+GF|CF CF CF CF CF
Mode i oL M M M CLF CLF CLF  |cLF CLF

CIO [MIM+GF |M/M+GF |.... _ |M/M+GF|M/M+GF |CF CF CF CF
Mode i + M M M M CLF CLF  |cLF CLF
1 CiL

Cio ...

CiL

CIO [MIM+GF |[M/IM+GF ... |MIM+GF|M/M+GF [W/IM+GF ... [M/M+GF [M/M+GF |CF
Mode 11 oL M M M M M M M CLF

CIO [MIM+GF |M/M+GF |.... _ |M/IM+GF|M/IM+GF [MIM+GF |.... _ |M/M+GF |[M/M+GF |M/M+G
Mode 12 M M M M M M M F

ciL v

For D960 full slot operation the A-field header coding (BA bits) shall distinguish between:

- E-type, mode0;
- E-type, modes1 - 11; and
- E-type, mode 12.

For D16 half ot operation (4 level modulation) the modes given in the following table are alowed.

Table 6.13: D16 half slot 4-level modes

Subfield BO B1
C/O |CF CF
Mode 0
cIL CLF CLF
C/O |M/M+GF CF
Mode 1
CIL M CLF
C/O |M/IM+GF M/M+GF
Mode 2
cn M M

For D16 half dlot operation the A-field header coding (BA bits) will distinguish between:

E-type, mode O;

E-type, modes 1; and

E-type, mode 2.
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Table 6.14: D-24 half slot 8-level modes

Subfield BO Bl B2
C/O |CF CF CF
Mode 0
cIL CLF CLF CLF
C/O |M/IM+GF CF CF
Mode 1
cIL M CLF CLF
C/O |M/M+GF M/M+GF CF
Mode 2
cIL M M CLF
C/O |M/M+GF M/M+GF M/M+GF
Mode 3
cIL M M M

For D24 half dlot operation the A-field header coding (BA bits) will distinguish between:
- E-type, mode0;
- E-type, modes1 - 2; and
- E-type, mode 3.

For Connection Oriented services (C/O) and when in E mode, the following priority scheme shall be used to fill the
B-subfields:

1) Release: bearer release messages for this bearer may be transmitted and may be placed in all subfields.

2) Retransmissions of Cg: for retransmissions of B-fields containing Cr, the same mode shall be used.

3) Bearer quality control In an asymmetric connection: in an asymmetric connection a"MAC-Mod2-ACKs'
message (clause 7.3.4.4) may be placed in the subfield BO.

4) Other MAC layer contral (excluding Null message): thismay be placed in the remaining subfields. The
subfields are used in the following order of preference, BO, B1, B2, B3, B4, B5, B6, B7, B8, B9.

5) New C data: any remaining subfields may be used for C- data. The subfields are used in the following order of
preference, By, By.1. ---,B4, By. However, the sequence of data through the MC SAP shall be

Bo, Bl’ ey BN-l BN

6) New G data: thismay be placed in any subfield that has not yet been used. The order of usage of subfields and
the sequence of data segments through the MC SAP isnot specified.

7) Null message: this shall be used to fill any subfields still empty.

In connectionl ess services new CL - segments have priority over MAC control.

6.2.2.3.2 Half slot modes for 2 level modulation

For DO8 half slot mode (2 level modulation) only one B-subfield is available for control. The following types of
information have to be multiplexed:

- higher layer control from the C- or CL logical channdl;
- higher layer information from G logical channd; and

- MAC layer connection related signalling.

Only one E-type mapping exists.
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The A-field header coding will distinguish between:
- E-type, mode O; and
- E-type, mode 1.
Mode O: the E-type databurst carries C- or CL control;

Mode 1: the E-type databurst carries extended MAC or G control.

When in E mode, the following priority scheme shall be used to fill the BO subfield in connection oriented services:
1) Release: bearer release messages for this bearer may be placed in BO.

2) Retransmissionsof Cr.

3) MAC layer control (excluding Null message).
4) New C data.

5) New G data.

6) Null Message: U-type information should normally be sent in preference to this.

For connectionless services, CL data has priority over MAC control.

6.2.3 Encryption

Encryption is a privacy mechanism which may be provided to encrypt all C, |, and Gg-channel data of a connection

oriented call. The key stream generator KSG in the MBC produces the encryption sequence which are XOR'd with the
original datain the TBC's encryption entity.

NOTE 1: When enabled also M-channd data transmitted in the B-field is encrypted.
NOTE 2: Error control (R-CRC, B-CRC and X-CRC hits) are never encrypted.

Before activating the encryption mechanism for the first time, the DLC provides the MBC with a secret encryption key.
Thiskey isloaded into the key stream generator KSG.

Enabling and disabling of encryption is ordered by the DLC. The MBC isresponsible for switching between encryption
mode and clear mode. The actual encryption mode of the connection controlled by the MBC shall be the same for all
established bearers of this connection.

The present document defines:
- the messages required for switching the encryption mode of a connection;
- the primitives exchanged between MAC and DLC; and

- theinstant in time to enable encryption during bearer setup provided that the new bearer belongs to a connection
in encryption mode.

Thefollowing itemsrelated to the MAC layer are defined in EN 300 175-7 [6]:
- theagorithm used by the KSG to generate the encryption sequence;
- the MAC procedure to switch a connection between encryption and clear mode; and

- the mapping of the encryption sequence onto the data fields.
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6.2.4 Scrambling

A scrambler isused toavoid long "0" or "1" sequences occurring severa times due to unaltered data or retransmission
protocols. The TBC generates pseudo-random sequences which change for consecutive TDMA frames and combines
the original B-field data with these sequences.

Scrambling isapplied to al B-field data except the X-field. These are;

the first 800 bits numbered from by, to b,qq for D80 double slot;

thefirst 1 600 + f bits numbered from by, to by; 5gq 4 1 for D160 double slot;
thefirst 2400 + f bits numbered from by to 1,5 399 4 ) for D240 double slot;
the first 320 bits numbered from by to by, 4 for D32 full slot;

the first 640 + f bits numbered from by, to bg3g , ) for D64 full slot;

the first 960 + f bits numbered from by, to bgsg , ) for D96 full slot;
thefirst 80 + j bits numbered from by to b7 , ;) for DO8 half slot;

thefirst 160 +2j +f bitsnumbered from by to by;54 , 545 for D16 half dlot;

thefirst 240 +3j +f bitsnumbered from by to bypgq 4 5j45) for D24 half dot.

The scrambled datais a combination of the original data and a scrambling sequence:

where:

b = b XOR sy

i 0{0..799} for D80 double dot;

i 0{0..1599 +f} for D160 double dot;
i 0{0..2399 + f} for D240 double Slat;
i 0{0.. 319} for D32 full ot;

i 0{0..639+f} for D64 full dlot;

i 0{0..959 + f} for D96 full dot;

i 0{0.. 79+ j} for DO8 half slot;

i 0{0..159+f +2j } for D16 half Slot;
i 0{0..239+f+3j} for D24 half dlot.

XOR describes the "exclusive-OR" function and s; denotes bit "i" of the scrambling sequence s;.

Eight scrambling sequences exidt, s, to s;. The number "f" of the scrambling sequence sf actually used, depends upon
the TDMA frame number within the multi-frame structure:

f = (TDMA frame number) MOD 8.

The scrambling sequences are based on a pseudo random sequence of length 31. This sequence isthe maximal length
sequence generated by the five stage shift register shown in figure 6.40.
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XOR:

0 | o1 Pl Q2 | Q3 | o4 >

Figure 6.40: Scrambling sequence generation

For theinitial state of the shift register, Q; and Q, are set to 1. Between the settings of Q,, Q;, Q, and the sequence
number f of the scrambling sequence sf the following relation shall hold:

f=Qyx4+Q1x2+Q
The scrambling sequence corresponds to the shift register output after passing an inversion mechanism.

The output of the shift register isthe actual state of Q,. Therefore, the first output of the shift register used to build the
scrambling bit sf, corresponds to the initia state of Q.

The inversion mechanism has two modes, the shift register output passes through non inverted or inverted. The
inversion mechanism toggles from one mode to the other mode when the shift register switches to the state following
the al one state. The toggle mode is preset to invert the first output of the shift register.

Scrambling of the B-field is mandatory and shall always be applied, even when encryption is active.

6.2.5 Error control

The MAC layer provides error control for all logical channels, using a combination of three Cyclic Redundancy Codes
(CRC):

R-CRC; a 16-bit CRC;
B-CRC; a 32-bit CRC for | PO Services;
X-CRC; a4-bit CRC.

6.2.5.1 R-CRC overview

The R-CRC is used to provide the main MAC layer error control. The MAC layer cal culates 16 redundancy bits over
several fixed length data blocks:

- al A-fidds;
- al B-subfieldsin protected format.

In each casg, the redundancy bits are appended to the data blocks and allow a redundancy check in thereceiver. In the
different mapping schemes given in clause 6.2.1.3, the fields for transmitting the CRC bits are denoted as R, and

Rgo -- Rgn. The procedure for calculating the 16 or 32 CRC hits and therule to check areceived datablock with its
CRC bitsisdefined in clauses 6.2.5.2 and 6.2.5.5 respectively.

Datatrangmitted from al logical channels except the I -channel and the Sl -channdl islocated in data blocks to which

these 16 CRC hits are appended (see mapping schemesin clause 6.2.1). This allows the receiver to detect errorsin all
N, Q, Bg Cg, Cr, CLg, CL, Slp, Ip, Gg and M-channel data.

For N, Q, B, CLg, CL, Slp, M and G-channel data and | ;-channe! data (when in thel,_error_detection service) only
error detection capability is provided. No MAC layer retransmission schemeisapplied for this data

For Cg and C-channd data, a MAC layer retransmission scheme is defined in order to correct transmission errors. A

numbering scheme alows successive data transmissions on these channelsto be distinguished. This allows repetition
(retransmission) of the same data several times until the transmitter gets an acknowledgement from the datareceiver or
the transmitter stops retranamitting the data. The retransmission processis described in clause 10.8.
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For thel_error_correction service the MAC layer provides a retransmission scheme for |, data. Retransmissions are

done for each bearer independently. The receiving side requests that the sending side transmits the last packet again
until no errors are detected or, until atimer expires. When the timer expires that packet is discarded. Data passed to the
upper layer isamost free from errors. This error correction scheme is called the MOD-2 retransmission scheme for |

data, and described in clause 10.8.2.

6.2.5.2 R-CRC generation and checking

All m = 64 bit A-fiddsand all m = 80 bit B-subfields (see clause 6.2.1.3) contain n data bitsand 16 check bits.
Therefore the data block length nism - 16. The 16 check bits are appended to the n data bits. For encoding, the n data
bits shall be considered to be the coefficients of a polynomial having terms from x™2 down to x6- If the m bits of one
protected field are transmitted in ascending order (ro,rq,...,f,,.1) the polynomial is built as:

X yMm-1 X yM-2 r  XxXy16
o™X +I’1 X +"'+n-1 X

This polynomial is divided by the generating polynomial:
g(x) = x6 + x10 + x8 + x7 + x3 + 1= 202611 (oct)

The 16 check hits shall be the coefficients of the terms from x15 to x0 in the remainder polynomial, found at the
completion of the division. The remainder polynomial has the form:

X xB 41 X34+ o+ X X0
The last check hit (coefficient r,, ; of the x9 term in the remainder polynomial) isfinally inverted.

In theresulting m = n + 16 bit codeword, the leading n bits correspond to the original data bits.

For error detecting it has to be ensured that the received m-bit codeword is a valid codeword. Again the m bits can be
considered to be the coefficients of a polynomial having terms from xm-1 down to xO0. If the m bits of one protected
field are received in ascending order (rg,ry,....N,.1) the polynomial isbuilt as:

X yMm-1 X yM-2 X y0
rO X + rl X + ua + rm_l X

After inverting the coefficient r, ; of the x0 term the generator polynomial g(x) dividesall valid codewords.

6.2.5.3 X-CRC overview

For error control of B-field dataalimited error detection scheme is always applied, even for unprotected B-field
formats. Thisisthe only protection that is applied to the I  and Sl logical channels. The MAC layer calculates 4, 8 or

12 redundancy bits (depending on the level of modulation) from selected B-field data bits. These bits are transmitted in
the X-field. The X-field occupies thelast four, eight or twelve bits of the B-field in al multiplexes. The X-field allows a
redundancy check in thereceiver. The procedure for calculating and checking the X-field bitsis defined in

clause 6.2.5.4.

6.2.5.4 X-CRC generation and checking

The X-field consists of thelast 4 bits of the B-field for 2 level modulation, thelast 8 bits of the B-field for 4 level
modulation and the last 12 bits for 8 level modulation. It isused to test channel quality and to detect dliding collisions.
Therefore, a CRC check isdone over asdlected number of scrambled B-field hits.

The overall number of test bitsism. These m bitsincludethe 4, 8 or 12 X-field bits. The number m is different for half
dat, for full slot, and for double dot and also depends on the level of modul ation:

- m=84+jfor 2level modulation half dat;
- m=88+ 2j+f/2 for 4 level modulation half dlot;
- m=92+ 3j+f/2 for 8 level modulation half dat;

- m=84for 2levd modulation full dot;
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m = 168 + f/4 for 4 level modulation full dot;

m = 252 + f/4 for 8 level modulation full dot;

m = 164 for 2 level modulation double S ot.

m = 408 + f/4 for 4 level modul ation double dlot;

m = 612 + f/4 for 8 level modul ation double dlot.

r, = b,

i

b|+48
b|+96
b|+144
b|+192
b|+240
= b|+64
b|+128
b|+192
b|+256
b|+320
b|+384
b|+448
b|+512
b|+576

bl + 640

= b|+16 :
b|+32 :
b|+48 ;
b|+64 :
b|+80 ;
bi+100 ;

i = Dugg s

;o 112<
;o 128<

144 <

16< i
32< i
48< i
64< i

80< i

Im-1) the mapping of the test bits onto the B-field is the following:

< 83+ for half dot,

15

IN

IN

IN

IN

IN

15

<111
<127
<143

< 163 for double dot.

31
47
63
79

87+ 1/2 + 2j for half dat,
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Biigs

b|+144

b|+192

b| +240

b|+288

b|+336

b|+384

bl +432

bl +480
bl +48

b|+96 ;

b|+144

b|+192

bl +240

b|+288

b|+336

b|+384

bl +432

bl +480

b|+528

b|+576

b|+624

b|+672

b|+720

b|+768

b|+816

b|+864

b|+912
Bi1g60 ;

Bi1 1008

16<

32<

48 <

80<

96 <

112 <

128 <

144 <

80<

96 <

112 <

128 <

144 <

110<

176 <

192 <

208 <

224 <

240<

256 <

272<

288 <

304 <

320<

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

31

47

63

79

95

111

127

143

73

167 + f/4 for full dot,

31

47

63

79

95

111

127

143

159

175

191

207

223

239

255

271

287

303

319

335
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For 8 level modulation:

r.

Bi+ 1056

Bi11104;

Bi111500

B+ 1200;

b|+16
b|+32
b|+48
b|+64
b|+80
b|+160
b|+48
b|+96
b|+144
b|+192
b|+240
b|+288
b|+336
b|+384
b|+432
b|+480
b|+528
b|+576
b|+624
b|+672
b|+720
b|+48
b|+96
b|+144

b|+192

336 <

352 <

368 <

384 <

16<

32<

48 <

32<

48<

64 <

80<

96 <

112 <

128 <

144 <

110<

176 <

192 <

208 <

224 <

16<

32<

48 <

IN

IN

IN

IN

IN

IN

15

IN

IN

IN

IN

IN

15

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

15

IN

IN

IN

351

367

383

407 + f/4 for double dot.

31

47

63

79

91 + /2 + 3j for half dat,

31

47

63

79

95

111

127

143

159

175

191

207

223

74

251 + f/4 for full dot,

31

47

63
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b| +240

Bi1 288

Biy336

Bis3ga

b| +432

bl +480

b|+528

b|+576

b|+624

b|+672

b|+720

b|+768

b|+816

b|+864

b|+912
Biso60
Bi+1008;
Bi4 1056
Bis1104:
Biy1152:
Bi+1200:
Biy1048;
Bi41206:
Biy 13445
Bi 41392
Bi41440;
Bi4 1488
Bi41536:
Bi4 1584

Bi116320

80<

96 <

112 <

128 <

144 <

110<

176 <

192 <

208 <

224 <

240 <

256 <

272<

288<

304 <

320<

336 <

352 <

368 <

384 <

400 <

416 <

432 <

448 <

464 <

480 <

496 <

512 <

528 <

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

IN

79

95

111

127

143

159

175

191

207

223

239

255

271

287

303

319

335

351

367

383

399

415

231

447

463

479

495

511

527

543

75
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biisgy, B5HM<i < 559

IN

IN

by 560<i < 575

bai77s, 576<i < 383

|
bi1800; 384< i < 407+f/4 for doublesot.
Thefirst m-4 (or m-8 or m-12) bits (r.ry, - Fmy5(0r m-9 or m-13)) @€ considered asthe coefficients of the polynomial:
oxX ™I+ xx M2+ . +r -xx*for 2 level modulation;
oxX M+ xx M2+ +r - oxx8for 4 level modulation;
FoxX ML+ 1 xx M2+ +r 1-xx12for 8level modulation.
This polynomial shall be divided by the polynomial:
x4+ 1= 21 (oct) for 2 level modulation;
x8 + 1 =401 (oct) for 4 level modulation;
x12 + x11+ x3 + x2 + x + 1 =1 4016 (oct) for 8 level modulation.
Theremainder polynomid hasthe form:

Mg X X3+ g X X2+ 15 x X + 1, for 2 level modulation;

7 6 5 4 3 2 1
Mg X X+ M7 X X2+ T e X X2+ T e X XTI X X2+ T ax XS+ T 5 x X +1, for 4 level
modulation;

11 10 9 8 7 6 5 4
rm_lz X X + I'm_ll X X + rm_lo x X¥ + rm_g x X® + I’m_8 x X'+ rm_7 X X° + rm_6 X X2+ rm_5 X X*+ rm_4 X
X3+ g x X2+ 15 x XL+ 1., for 8level modulation,

where the coefficients r;, 4 1y g/im-12) - Fm-1 Shall represent the last four (eight or twelve) test bits and shall be
tranamitted in the X-field for 2-level, 4-level respectively 8-level modulation.

For the X-field check, the received test pattern (r,r4, ....r 1) builds the polynomial:
I’O X Xm-l + rl X Xm-2 + ...+ rm_l X XO

The polynomial x4 + 1 = 21 (oct), x8 + 1 = 401 (oct) and x12 + x11 + x3 + x2 + x + 1 = 14 016 (oct) divideall valid test
patterns.

6.2.5.5 B-CRC generation and checking for |, services
For more efficient user data transmission lpg services using asingle 32 bit CRC over the whole B-field are introduced.

All m bit lpg format B-fields (see clause 6.2.1.3) contain n data bits and 32 check bits. Therefore the data block length n
ism - 32. The 32 check bits are appended to the n data bits. For encoding, the n data bits shall be considered to be the
coefficients of a polynomial having terms from xM-1 down to x32- If them bits of one protected field are tranamitted in

ascending order (rg,r1,-..fm-1) the polynomial is built as:

d(x) = rg X XML py XyM-24 41 ) Xx32

The generator polynomial definesto:

g(X):X32+X26+X23+X22+X16+X12+X11+X10+X8+X7+X5+X4+X2+X+1
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The 32 Bit checksum shall be the ones complement of the sum (modulo 2) of:

+ theremainder of x X (x31 + x30+_, +x+ 1) divided (modulo 2) by the generator polynomial g(x),
» theremainder of the division (modulo 2) by the generator polynomial g(x) of the data bit polynomial d(x).

Asatypical implementation at the transmitter, the initial content of the register of the device computing the remainder

of thedivisionispre-set to al 1sand isthen modified by division by the generator polynomia (as described above) on
the address, control, and information fields; the ones complement of the resulting remainder is transmitted as the thirty-
two-bit checksum.

Asatypical implementation at the receiver, theinitial content of theregister of the device computing the remainder is
pre-set to all 1s. The final remainder after multiplication by x32 and then division (modulo 2) by the generator
polynomial g(x) of the serial incoming protected bits and the checksum, will be

"1100 0111 0000 0100 1101 1101 0111 1011" (x3 through X0, respectively) in the absence of transmission errors.

6.2.6 Broadcast controller

The broadcast controller in the TBC or CBC or DBC adds RFP specific information to data from the BMC. Some
examples for RFP specific information are: the RPN number (see clause 7.2.2), the number of transceivers within the
RFP, description of dot position and frequency of the radio channel in use (see clause 7.2.3.2), or blind dot information
(seeclause 7.2.4.3.3).

7 Medium access layer messages

Genera remarks:

1) When not specially defined, all numbersin A-field or B-field messages are coded with the natural binary value
and are arranged such that the Most Significant Bit (MSB) is transmitted first and the Least Significant Bit
(LSB) istransmitted last.

EXAMPLE: A five bit number with avalue of 12 (decimal) = 01100 (binary) which istransmitted in the bits
ay3to a5 or in the bitsbn, 5 to bn,, is coded as in figure 7.1:

0 1 1 0 0
MSB LSB
3 a4 5 A6 7
bnyg | bnyg | bngs | bnyg | bnyg

Figure 7.1: Most and Last Significant Bit

2) "Escape" codes are for proprietary use. The main escape is provided in the tail identification (see clause 7.1.2).
Secondary escapes are a so provided for proprietary extensions to the messages. These secondary codes shall not
be used to replace functions that can be equally provided using DECT standard functions.

3) "Reserved" codes are for future DECT CI expansons. These codes shall not be used. These codes may be
specified in futurerevisions of the present document.

4) Messages not implemented shall be ignored.
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7.1 Header field

7.1.1 Overview/formatting
The header field, H, occupies bits a0 to a7 of the A-field. Seefigure 7.2.

‘ TA ‘Ql/‘ BA ‘QZ‘
BCK
| a0 [ & | A2 [ as | &y | a5 [ a | a7 |

Figure 7.2: Header field formatting

7.1.2  Tail identification, TA, bits aj to a,
These bits describe the contents of the 40 bits that follow the header field. Seetable 7.1.

Table 7.1: Tail Identification

ag a; a Tail Contents Restrictions
0 0 0 |Cqdatapacket number O
Cq data packet number 1

0 1 0 [identities information (N) on
connectionless bearer

o
o
=

0 1 1 [identities information (N)
1 0 0 |multiframe synchronization and system
information (Q)
1 0 1 |Escape
1 1 0 [MAC layer control (M)
1 1 1 |pagingtail (PT) RFP only
1 1 1 ([first PP transmission (My) PP only

"RFP only" means: RFP transmissions only.
"PP only" means: PP transmissions only.

NOTE: Rigoroustesting of all possible reserved tailsisnot intended. A manufacturer's declaration is appropriate.

When the escape codeis used it shall appear in every header and no other TA code shall be used. The escape code
indicates the use of proprietary protocols and no compatibility with the standard protocol can be assumed (see
EN 300 175-1 [1]).

7.1.3 The "Q1 / BCK" bit, bit a3

The bit a3 has only a defined meaning for duplex traffic bearers, i.e. duplex bearersin connection oriented services. For
all other bearersand servicesthisbitisset to "0".

For duplex bearers of aMAC layer I ,_error_correction service (connection oriented service) this bit isthe "BCK" bit
and is used for I 5-channd flow control. Its value is defined by the procedures given in clause 10.8.2.

For duplex bearers of al the other connection oriented MAC layer services, thishitisthe "Q1" bit and used for bearer
quality contral. Its valueis defined by the procedures given in clause 10.8.1.3.
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7.1.4 B-field identification, BA, bits a, to ag
These bits describe the contents of the B-field that follows the A-field. Seetable 7.2.

Table 7.2: B-field ID

a, ag ag B-field contents

0 0 0 [U-type, IN, SIN, or IP packet number 0 or no valid IP error detect
channel data

0 0 1 |U-type, IP error detect or IP packet number 1 or SIP or no valid
IN channel data

E-type, all Ci or CLg, packet number O

double slot required

E-type, all Cr, packet number 1

E-type, not all Cg or CLg; Cg packet number O

half slot required

E-type, not all C; C packet number 1

E-type, all MAC control (unnumbered)

no B-field

The 000 code may be used to indicate that the B-field does not contain

valid data, only for an already established I error detect connection.

NOTE 2: The 001 code may be used to indicate that the B-field does not contain
valid data, only for an already established Iy connection.

PR PR R OO O
PO PO O RO O

plPP OO0 O RPPR P

P4
@]
3
m

NOTE: Testing of this H-field with all possible T- and B-fields isnot intended. A manufacturer'sdeclaration is
appropriate.

Inrelation to aBEARER_REQUEST message of the A-field advanced connection control set and REP connection
control set, the a4, a5, a6 bits shall indicate the following:

010: "double dot required”,

B-field does not contain valid logical channel data
100: "half dot required”,

B-field does not contain valid logical channel data

The firgt response from the called side shall use the same BA hits setting used by the caling side and the B-field does
not contain valid logical channel data. In the following messages, the BA bits shall indicate thelogical channels
contained in the B-field.

Inrelation to aBEARER REQUEST message of the A-field advanced connection control set and REP connection
control set, all other codings shall indicate full slot with the B-field contents described above.

Inrelation to aBEARER _REQUEST message of the B-field advanced connection control set the a4, a5, a6 bits shall
indicate the following:

010: "double dot required”,
100: "half dlot required".

In thefirst response from the called side and in the following messages, the BA bits shall indicate the logical channels
contained in the B-field.

7.1.5 The "Q2" bit, bit a;

The bit a7 has only a defined meaning for duplex traffic bearers, i.e. duplex bearersin connection oriented services. For
all other bearersand servicesthisbitisset to "0".
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For duplex bearers of connection oriented MAC layer services, thisbit isthe "Q2" bit and used for bearer quality
control and C-channel flow control. Its valueis defined by the procedures given in clause 10.8.1.3 for I and

Ip_error_detection services and in clause 10.8.2.4 for | ,_error_correction services.

7.2 Messages in the tail field

7.2.1 Overview

Several different messages may be multiplexed into thetail field, according to the T-MUX algorithm defined in
clause 6.2.2.1. The contents of thetail field are defined for each frame by the tail identification bits defined in
clause7.1.2.

Each tail message has a fixed length of 40 bits. In the following descriptions the mapping of the message into the
A-field is shown. Thefirst bit of the message always appearsin bit position a8 as shown in figure 7.3:

[ Head Tail R-CRC |
ag 347
Tail message - 40 bits

Figure 7.3: Tail field

The following tail messages are defined:
- N-channd messages(see clause 7.2.2);
- Q-channd messages(see clause 7.2.3);
- P-channd messages(see clause 7.2.4);
- M-channd messages(see clause 7.2.5).

71.2.2 |dentities information (Ny)

The management entity in the RFP supplies the MAC layer with the primary access rightsidentifier, an SDU of either
32 bits or 37 bits passed through the ME SAP. The RFP adds itsradio fixed part number (8 or 3 bit) RPN to this SDU
so that the RPN formsthe least significant bits of the resulting 40 bit field. The complete 40 bit message forms theradio
fixed part identity (see EN 300 175-6 [5]), and thisis the only message that appearsin N type tails sent by the RFP.

The least significant bit of RFPI is placed in bit position a,;.

NT typetails sent by a PT contain the RFPI of that RFP with which it is maintaining the bearer.

| E| Primary Access Rights Identifier (PAR)) | RPN |
ag a7
RFPI Message (N-channel)

Figure 7.4

7.2.3 System information and multiframe marker (Q+)

7.2.3.1 General

The multiframe marker is transmitted once every 16 frames. This marker is combined with thetail code for system
information (Q). Q-channd information is therefore only transmitted by RFPs once every multiframe.

The basic format of the Q-field is to have a4 bit header (the Q,, field) followed by a 36 bit information field. See
figure 7.5.
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system information

a a7

Figure 7.5: System Information field

The QH field is used to identify 16 different system information fields. Any one of these fields can be tranamitted in
each multiframe. Some of these fields need never be transmitted. PTs are required to understand some of these fields.
Thereisamaximum time interval between transmissions of mandatory fields. The exact sequencing of different Q
fields by an RFP is not defined.

Table 7.3
QH SYSTEM INFORMATION MAN FREQ
000X static system info Yes 8
0010 extended RF carriers note 1 8
0011 fixed part capabilities Yes 8
0100 extended fixed part capabilities note 2 8
0101 SARI list contents No 4
0110 multi-frame number note 3 8
0111 escape No -
1000
to } Reserved
1111 }
MAN =  Mandatory transmission (Yes/No).
FREQ = Maximum repeat interval in multiframes, if implemented.
NOTE 1: If an extended frequency allocation is used this message shall be transmitted in the multiframe
following every transmission of the static system information.
NOTE 2: If extended fixed part capabilities information is available this message shall be transmitted in the
multiframe following every transmission of the fixed part capabilities information.
NOTE 3: If an RFP implements encryption then this message shall be transmitted at least once every 8
multiframes.
7.2.3.2 Static system information
7.23.2.1 General, Q4 =0, 1 (hex)

This message shal be sent at least once every 8 multiframes. See figure 7.6.

Qy
0‘0‘0‘ N| SN | SP | esc | Txs | Mc RF-cars spr CN spr | PSCN
R
8 Q2 (16 | 318 |A19 |21 |22 a3 |34 0 |42
a g 817 ax 431 | 433 azg| 41 a7
Figure 7.6: Static System Information
7.2.3.2.2 Qy and Normal-Reverse (NR)

NR defines whether the RFP is tranamitting in itsnormal half frame, or whether thisisthereversed half of an

asymmetric connection. See table 7.4.

Table 7.4: NR bit

bita,q meaning
0 "normal” RFP transmit half frame
1 "normal” PP transmit half frame
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Qy and NR are combined to alow easier decoding.

This defines the number of the dot pair in which this transmission begins. Seetable 7.5.

7.23.24

Table 7.5: Slot Number

bits

meaning

|—\5’|—\|—\|—\|—\|—\oooooooogJ
[
POOOORRRROOOOR

I

slot pair {0,12}
slot pair {1,13}
slot pair {2,14}
slot pair {3,15}
slot pair {4,16}
slot pair {5,17}
slot pair {6,18}
slot pair {7,19}
slot pair {8,20}
slot pair {9,21}
slot pair {10,22}
slot pair {11,23}
}

} reserved

}

OI—‘I—‘OOI—‘I—‘OOI—‘I—‘OOE‘D
Q
OI—‘OI—‘OI—‘OI—‘OI—‘OI—‘OG

I
I

Start Position (SP)

Start position defines the bit in the full dot pair where transmission of thefirst bit of the S-field Sarts. Seetable 7.6.

7.2.3.2.5

Table 7.6: Start Position

bits meaning
a16 aiy

0 0 S-field starts at bit fO

0 1 reserved for future use

1 0 S-field starts at bit 240

1 1 reserved for future use
NOTE 1. f240 is a "half slot".
NOTE 2: Only full slots starting at bit fO are currently

fully defined.

ESCape bit (ESC)

When set to "1", indicates that the "escape” Q message will be broadcast (see clause 7.2.3.8). Seetable 7.7.

Table 7.7: ESCape bit

bit meaning

a18

0 no "Qt Escape" is broadcast
1 the "Qt Escape" is broadcast
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7.2.3.2.6 Number of transceivers

This gives the number of transceiversin the RFP. Seetable 7.8.

Table 7.8: Number of transceivers

bits meaning
ag axo
0 0 RFP has 1 transceiver
0 1 RFP has 2 transceivers
1 0 RFP has 3 transceivers
1 1 RFP has 4 or more transceivers

7.2.3.2.7 Extended RF carrier information available (Mc)

If the"extended RF carrier information” Q message is tranamitted by this RFP, this bit shall be set. The "extended RF
carrier information” message shall be tranamitted in the multi-frame following this "static system information™ message.
Seetable 7.9.

Table 7.9: Extended RF carrier information

bit meaning
a1
0 no "extended RF carrier information" message;
1 "extended RF carrier information" message shall be transmitted in
the next multiframe.

7.2.3.2.8 RF carriers available (RF-cars)
10 hitsare used to tell the PT which of the 10 carriers are available at this RFP.
Itisrequired that al RFPsin the same DECT FP shall have exactly the same RF carriers available.
For bita,, 22<x < 3L
» ifa, =0, then RF carrier (x-22) isnot available at this RFP,
+ dsea =1andRF carrier (x-22) isavailable a this RFP.

a, shall be set to 1 except where local regulatory conditions determine local RF carrier availability.

7.2.3.2.9 Spare bits (SPR)
Until their useis defined, these bits shall not be used. They shall be set equal to "0". Seetable 7.10.

Table 7.10: Spare bits

bit Value
agz 0
agz 0
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This defines the number of the RF carrier of thistransmission. Seetable 7.11.

Table 7.11: Carrier number

bits meaning
azy azs a3 agzz azg a39
0 0 0 0 0 0 RF Carrier 0
0 0 0 0 0 1 RF Carrier 1
0 0 0 0 1 0 RF Carrier 2
............ etc. ...
0 0 1 0 0 1 RF Carrier 9
0 0 1 0 1 0 RF Carrier 10
............ etc. ...
1 0 0 0 0 0 RF Carrier 32
1 0 0 0 0 1 reserved
............ to...........
1 1 1 1 1 1 reserved
7.2.3.2.11 Spare bits (SPR)

Until their useis defined, these bits shall not be used. They shall be set equal to "0". Seetable 7.12.

Table 7.12: Spare bits

bit Value

auo 0

as 0
7.2.3.2.12 Primary receiver Scan Carrier Number (PSCN)

The PSCN defines the RF carrier on which onereceiver will be listening on the next frame when only onereceiver is

idle. Seetable 7.13.

Table 7.13
bits meaning
agp as3 agy 35 346 47
0 0 0 0 0 0 primary scan next on RF Carrier 0
0 0 0 0 0 1 primary scan next on RF Carrier 1
0 0 0 0 1 0 primary scan next on RF Carrier 2
............ (< (T
0 0 1 0 0 1 primary scan next on RF Carrier 9
0 0 1 0 primary scan next on RF Carrier 10
............ (< (T
1 0 0 0 0 0 primary scan next on RF Carrier 32
1 0 0 0 0 1 reserved
............ | (o I
1 1 1 1 1 1 reserved

NOTE: Innormal systemsthe valuein the PSCN field may change with each transmission (as PSCN hasa 10
frame cycle and Q messages have a 16 frame cycle).
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7.2.3.3 Extended RF carrier information

7.2.3.3.1 General, Qy = 2 (hex)

The transmission of thismessage is mandatory if a DECT FT isable to transmit on a RF carrier that isnot in the set
{0,1,2,3,4,5,6,7,8,9} .

All PTsshall be able to understand bits a8 to all, and bits a42 to a47 inclusive, of thismessage. Seefigure 7.7.

QH RF RF 0 O number of
0 0 1 O carriers band spr RF Carriers
ag aj; | 812 a34 | 835 a3g sy | 842 a7

Figure 7.7: Extended RF carrier information
23 bits are used to tell the PT which of the additional 23 carriersin the set {10, 11, 12...,32} areavailable at this RFP.
For bita,, 12<x < 34
» if a,=0then RF carrier (x-2) isnot available at this RFP;
+ dsea =1andRF carrier (x-2) isavailable at this RFP.

Thereation between carrier frequency and carrier number is defined in the Physical Layer specification and depends on
the RF band number.

Bits ag5 t0 ayq give the number of the RF band. Bit agq isthe least significant bit. The RF band numbersto be used are
defined by the Physical Layer specification.

7.2.3.3.2 Number of RF carriers

Bits a4, to 3,7 give the total number of RF carriersthat the RFP scansin aregular sequence. Bit a,; isthe least
significant bit.

NOTE: Thecoding of bits a,, to agq, inclusive, isleft for future standardization when additional frequencies are

allocated.
7.2.34 Fixed part capabilities
7.234.1 General, Q = 3 (hex)

The fixed part shall transmit this message at least once every 8 multiframes.

A PT shall understand the bitsin this message that relate to the service that the PT requires; eg. if the PT needs an RFP
with frequency contral, the PT shall be able to understand the hit that says whether the RFP implements frequency
control. Seefigure 7.8.

QH capabilities available information
0011
ag a1z

ann aa7

Figure 7.8: Fixed Part Capabilities

7.2.34.2 Standard capabilities

NOTE: Fixed part capabilitiesrelate to the whole FP. Other capabilities are defined, which relate to, for example,
a specific cluster or a specific RFP.
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Physical and MAC layer Higher layer information
0011 capabilities
ag a2 a32
a1 a3 as7
Figure 7.9
Physical and MAC layer capabilities available:
If a capability is available:
then bit a, shall be set to 1,
€lse (capability is not available) the bit a, shall be set to 0.
Reserved bits shall be set to 0.
Table 7.14
bit Capability
number
al2 extended FP Info (QH = 4)
al3 double duplex bearer connections
al4 reserved
als double slot
alé half slot
al7 full slot
al8 frequency control
al9 page repetition
a20 C/O setup on dummy allowed
a2l C/L uplink
a22 C/L downlink
a23 basic A-field set up
a24 advanced A-field set up
a25 B-field set up
a26 CF messages
a27 IN_minimum_delay
a28 IN_normal_delay
a29 IP_error_detection
a30 IP_error_correction
a3l multibearer connections

NOTE 2:

NOTE 1: Bit al9 indicates whether or not Idle_Locked PPs may enter the low duty cycle
Idle_Locked mode (see clause 11.3.3.1).

The bits a21 and a22 indicate only the capabilities of the FT to provide
connectionless services in the uplink or downlink direction. They do not indicate if
these services are active when the message is transmitted.

Higher layer information:

The management entity in the fixed part supplies the MAC layer with a 16 bit SDU viathe ME SAP. At the PT the
MAC layer passes the 16 bits out through the ME SAP to the management entity.

For the setting of the higher layer information bits refer to annex F of EN 300 175-5 [4].

7.2.3.5

7.2.35.1

Extended fixed part capabilities

General, Q = 4 (hex)

Part of this message isreserved for future standardization. See figure 7.10.
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If this message istransmitted, it shall be sent at least once in every 8 multiframes.

NOTE: Bit al2 of the standard capabilities message (see clause 7.2.3.4) indicates whether or not thismessageis
broadcast.

QH Extended Physical and MAC layer Extended Higher layer
0100 capabilities capabilities
a8 all |al2 ax|ay a47

Figure 7.10: Extended fixed parts capabilities

7.2.35.2 Extended Physical and MAC layer capabilities
The bits for which the coding isnot defined shall be set to 0. These bits are left for future standardization.

Figure 7.11 presents the structure of the extended physical and MAC layer capahilities field.

Wireless relay | Synchronization Reserved MAC suspend 'PQ For further
stations field and resume services | standardization
supported
0
a2 17 |18 19 420 a2 a2, az3 ay

Figure 7.11: Extended physical and MAC layer capabilities

7.2.35.2.1 Wireless relay stations

The definition of the WRS support field, &, to a; isgiven in table 7.15. The default value of the WRS support field is
al bitsset to 0.

Table 7.15: Wireless Relay Stations

WRS support CRFP bits REP bits Meaning
a12 213 a14 |15 416 217

CRFP Hops: 0 0 X X X x |1 CRFP is allowed

The number of CRFPs 0 1 X X X X |2 CRFP allowed in cascade

allowed to be cascaded 1 0 X X X X |3 CRFP allowed in cascade

with the part with 1 1 X X X x |No CRFP allowed

received RFPI

CRFP encryption X X 0 X X X |CRFP encryption not supported
X X 1 X X X |CRFP encryption supported

REP hops: X X X 0 0 x |REP not supported

The number of REPs X X X 0 1 x |1 REP is allowed

allowed to be cascaded X X X 1 0 X |2 REP are allowed in cascade

with the part with X X X 1 1 X |3 REP are allowed in cascade

received RFPI

REP capabilities X X X X X 0 |REP interlacing not supported
X X X X X 1 |REP interlacing supported

7.2.3.5.2.2 Synchronization field options

Bits a;5 and a4 define the synchronization field options support as given in table 7.16.

ETSI



88 Final draft ETSI EN 300 175-3 V1.6.0 (2001-09)

Table 7.16: Synchronization filed options

bits
aig ajg Meaning
0 0 standard, see EN 300 175-2 [2] clauses 4.6 and 5.2
0 1 prolonged preamble, see EN 300 175-2 [2] annex C (note)
1 0 reserved
1 1 reserved

NOTE: This message indicates that the FT is capable of using the prolonged preamble and is transmitting the
prolonged preamble. When a PT receives this message, and is capable of using the prolonged preamble
and/or is capable of transmitting the prolonged preamble then it should use the extended channel selection
window (see EN 300 175-2 [2], clause 8.3).

7.2.3.5.2.3 MAC suspend and resume
Bit a21 indicates support of the MAC suspend and resume procedures (see 10.3.1.1) when set to 1.
7.2.3.5.2.4 MAC service lpo supported

Bit a22 indicates support of the MAC service Ipg to transport | p-channel data using a singlesubfield protected B-field
format as defined by clause 5.6.2.1 and 5.6.2.2 when set to 1.

7.2.35.3 Extended higher layer capabilities
Figure 7.12 presents the structure of the extended higher layer capabilities field.

Extended higher layer information
ay a47

Figure 7.12: Extended higher layer information field

The coding and the meaning of these bits are defined in annex F of EN 300 175-5[4]. The bits for which the coding is
not defined shall be set to 0.

7.2.3.6 Secondary access rights identities

7.2.3.6.1 General, Qy =5 (hex)

The transmission of thismessage is optional, subject to the existence of one or more valid SARIs (see figure 7.13).

If this message istransmitted, it shall be transmitted at least once every 4 multiframes.

QH SARI message
0 1 0 1

ag aj; | a2 a7

Figure 7.13: SARI message field

7.2.3.6.2 SARI message

The management entity in the fixed part supplies the MAC layer with a 36 bit SDU viathe ME SAP. At the PT the
MAC layer passes the 36 bits out through the ME SAP to the management entity. See EN 300 175-6 [5].
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7.2.3.7 Multiframe number

7.23.7.1 General, Qy = 6 (hex)

Every RFP that supports encryption shall transmit this message at |east once every 8 multiframes.

All PTsthat support encryption shall understand this message (see figure 7.14).

QH (spare) multiframe number
0O 1 1 0 1111 0000 1111
ag a1 | 12 3 | A a7

Figure 7.14: Multiframe number

7.2.3.7.2 Multiframe number

Thisisthe number of the multiframe, modulo 224, The least significant bit of the multiframe number is placed in bit
position a ;.

If encryption is supported, the multiframe number shall be the same across the whole of a DECT FP.
7.2.3.8 Escape

7.2.3.8.1 General, Qy = 7 (hex)

The transmission of thismessageis optional.

Any DECT RFP may tranamit an escape message. See figure 7.15.

Qn escape
0 1 1 1 information
ag ai; | 412 a7

Figure 7.15: Escape

7.2.3.8.2 Escape information

The content of the escape information field (a,, to a,7) is not specified. This message is provided for application
specific use.

7.2.4 Paging Tail (Py)

7.2.4.1 General format
7.24.1.1 P+ format for full and long page messages
P 36 bits of Bs-channel data
header
ag aj; | 812 a7

Figure 7.16: P+ format for full and long page messages
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7.24.1.2 P format for short page messages
Pt 20 bits of info MAC Layer
header Bgchannel data type information
ag a1 | 412 431 | 432 335 | A3 a7

Figure 7.17: Py format for short page messages

7.24.1.3 P format for zero length page messages
Pt 20 least significant info MAC Layer
header bits of RFPI type information
ag a1 | 212 831 | 832 835 | 83 7

Figure 7.18: P format for zero length page messages

7.2.4.1.4 P format for MAC_resume page message
Pt PMID (20 bits) ECN Spare
Header=x011
a8 all al2 a3l a32 a35 a36 a47

Figure 7.19: P format for MAC_resume page message

Table 7.17: Values used within MAC resume page message format

MAC message Field within the Standard values Normative action/comment
message within the MAC
message
<<Pt MAC resume page
format>>
<Pt-header extend flag > 0,1 a8=1 means another page message
(a8) shall start in the next frame in this
multiframe that is permitted to contain
a Pt type.

<Bg SDU length 011 MAC resume page
indication> (a9 - all)
<PMID>(al2 — a31) All PMID
<ECN> (a32-a35) All Exchanged connection number
(a36 — a47) 1111 11111111 Spare

7.2.4.2 P+ header format

7.24.2.1 General format

extend Bg SDU length
flag indication
ag 49 an
Figure 7.20
72422 Bit ag is the extend flag

ag = 0: the next occurrence of anormal page shal bein a frame 0.

ag = L. another page message shall start in the next frame in this multiframe that is permitted to contain a PT type
tail.
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Length indication

PRPRPPOOOCO
PPRPOORLRFLOO

RPOROROROR

zero length page
short page

full page

MAC resume page

not the last 36 bits of a long page
the first 36 bits of a long page
the last 36 bits of a long page

all of a long page (first and last)

On receipt of the MAC resume paging message the PT shall start bearer establishment by sendingaB_field
Bearer_Request (advanced, ECN= the true ECN related to the connection to be resumed, i.e. the ECN received in the
MAC resume page message).

7.24.3

7.243.1

NOTE:

7.243.2

MAC layer information for PT

Information type

Table 7.19

o
N
o))
w
o))
w
N

Q@
(63}

Information type

PRPRRPRPPRPPPPOOOOCOOOOW
PRPRPRPPRPOOOORRFRPRFRPPFPOOOOW
PRPOORPRPFRPOORPRFRPOORLRFLOO

POFRPORFRPROFRPROFRPROFRPRORFRPRORFROW

fill bits (note)
other bearer
good RFP bearer

Reserved
escape

active carriers
C/L bearer position
RFP power level

blind full slot information for circuit mode service
recommended other bearer

dummy or C/L bearer position

dummy or C/L bearer marker

bearer handover/replacement information
RFP status and modulation types

blind double slot/RFP-FP interface resource information
blind full slot information for packet mode service

Thisinformation type should be avoided in new devel opments, to allow this code to be re-used in future
standard maintenance. Sending Fill bits can be avoided by sending other information, for example Other

Bearer information.

Fill bits

1 1 1 1 0 O 0 O 1 1 1
azg d39 a4p a7
Figure 7.21
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7.2.4.3.3 Blind full slot information

The blind full dot information for circuit mode service is intended for voice and streaming data services, to indicate
which dots are available and which dotsreserved. The blind full dot information for data mode serviceis intended for
bursty and otherwise non-continuous services. These two messages have equal format of the blind slot mask, see figure
7.22 below. The two masks can be used to separate the different services, minimizing disturbances to each other. The
data mode service may be further subdivided using channd list messages to separate the symmetric from the
asymmetric services, because the last may cause even more disturbance on the timeslots where it is allowed.

36 837 Aagzg 839 849 841 8y A3 Ay A5 Y B4y

a3g A7
Figure 7.22: Blind Full Slot Information
For a, with 36 < x < 47.
« ifa =1: thenfull dot pair {(x-36),(x-24)} isnot "blind", i.e. available,
» dse(a, =0) full dot pair {(x-36),(x-24)} is"blind", i.e. not available.

NOTE: Theblind dot information applies to the same dot number of al available carriers.

7.24.34 Bearer description
These codings are used to provide bearer information and consist of the following information types:
- other bearer;
- recommended other bearer;
- good RFP bearer;
- dummy or connectionless bearer position; and
- connectionless bearer position.
The meaning of the messages are, however, different:

- "other bearer" meansthat this RFP has a bearer on the physical channdl pair that is described in the remaining 12
hits;

- "recommended other bearer” meansthat this RFP has another bearer on the physical channel pair that is
described in the remaining 12 bits. This message shall not be sent unless the bearer that it is sent on will be
released in less than or equal to 4 multiframes;

NOTE 1: The bearer referred toin "other bearer” and "recommended other bearer” can mean any types of bearers
indicated in clause 5.5.2.

- "good RFP bearer" meansthat this RFP thinks that the physical channel pair described in theremaining 12 bitsis
agood bearer for the PT to use to set up a bearer with that RFP;

- "dummy or C/L bearer position” describes a dummy bearer position and/or marks the position of the bearer
which isused for the downlink connectionless service;

NOTE 2: The "fixed part capabilities message” (see clause 7.2.3.4) defines whether it is prohibited to setup atraffic
bearer on this pair of physical channéls.

- " C/L bearer position” describes the position of a bearer which isused for the downlink connectionless
service.
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SN SP CN
a3g 839 | 0 an | a2 a7
Figure 7.23: SP, SN and CN fields

The coding of SP, SN, and CN are the same asin the "static system information" described in clause 7.2.3.2. See
figure 7.23 above.

7.2.4.3.5 Escape
Any DECT RFP may transmit an escape message.

The content of the escape information field (ayg to &) isnot specified. This message is provided for proprietary
extensions.

7.2.4.3.6 Dummy or connectionless downlink bearer marker

111 10 0 0 0 1 1 1 1

azg a3g | @40 a7
Figure 7.24

This message shall only be transmitted on a dummy bearer or on a connectionless downlink bearer.

7.2.4.3.7 Bearer handover/replacement information
info parameter
type
236 a3g | 40 7
Figure 7.25
Table 7.20
Info Parameter Meaning
type

0 0 0O OJ0O O O O 1 1 1 1 |nobearerhandover/replacementto other RFPs

no intracell bearer handover/replacement

0 0 0O 1/0 0 0O O 1 1 1 1 |nobearerhandover/replacementto other RFPs

intracell bearer handover/replacement supported

0 01 0|0 0O O O 1 1 1 1 |bearerhandover/replacementsupported inwhole internal
handover area (see EN 300 175-6 [5])

0 0 1 1 [bitmask bearer handover/replacement supported to all RFPs with an RFPI
that differs only in the masked bits, see below

0 1 0 0|}

to } reserved reserved
1 1 1 1|}
Info type "0011": Bit mask

The transmitted bit mask serves to test the RFPI of any (new) RFP to determineif a bearer handover/replacement is
possible to that new RFP. Bearer handover/replacement to this RFP is only possible if the RFPI of that new RFP only
differs from the old (current) RFPI in one or more of the bit positionsidentified by a"0" in the bit mask. In all cases, the
bit mask shall be aligned to thelast octet of the RFPI.

NOTE: TheRFPI isobtained from the N+ message, (see clause 7.2.2).

EXAMPLE: A bit mask "1111 1000" will allow a bearer handover/replacement to all RFPs with an RFPI that
differsonly in the last three bits from the RFPI of the current RFP.
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Single cell DECT FPs (i.e. only one RFP) shall not broadcast other bearer handover information than info type "0000"
and info type "0001".

7.2.4.3.8 RFP status and modulation types
RFP Modulation types
status A-field (B+2)-fields
a36 839 40 43 Ay 47
Figure 7.26
Table 7.21
RFP status Meaning
XxxX0 RFP clear for speech
Xxx1 RFP busy for speech (note 1)
XX0x system clear
XX1X system busy (note 2)
XOXX asynchronous FP not available
XIXX asynchronous FP available (note 3)
Oxxx RFP clear for data
IxXXX RFP busy for data (note 4)

NOTE 1: "RFP busy for speech” means that the RFP recommends PPs not to
send access_request messages for speech towards this RFP.

NOTE 2: "system busy" means that the FP recommends PPs not to send
access_request messages towards this FP.

NOTE 3: "asynchronous FP available” means that a PP can expect to find an
alternative FP not synchronized to its actual FP and which the PP has
access rights to.

NOTE 4: "RFP busy for data" means that the RFP recommends PPs not to send
access request messages for data towards this RFP.

NOTE 5: "RFP busy for speech/data” is a suggested indication for RFP that do
not support speech/data, but are active in a FP which supports this
feature. Typical use of "busy for data" is a WRS with speech only.

Bits a,, to a,; define the modul ation schemes supported in the (B+Z)-fields, in addition to the default one (see note).

Table 7.22

A g Ay Ay7 (B+Z)-fields modulation scheme

X X X 1 2-level modulation supported

X X X 0 2-level modulation not supported
X X 1 X 4-level modulation not supported
X X 0 X 4-level modulation supported

X 1 X X 8-level modulation not supported
X 0 X X 8-level modulation supported

0 X X X reserved

11 1 0 escape

1 1 1 1

previous "spare” code: only 2-level modulation supported.
The "escape" coding means a proprietary modulation scheme
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Bits a4, to a,5 define the modulation schemes supported in the A-field, in addition to the default one.

Table 7.23
au0 841 A4p 3 A-field modulation scheme

X X X 1 2-level modulation not supported

X X X 0 2-level modulation supported

X X 1 X 4-level modulation supported

X X 0 X 4-level modulation not supported

X 1 X X 8-level modulation supported

X 0 X X 8-level modulation not supported

1 X X X reserved

0 0 0 1 escape

0 0 0O previous "spare" code: only 2-level modulation supported.
The "escape" coding means a proprietary modulation scheme

NOTE: The"default" modulation schemeis profile dependant.

7.2.4.3.9 Active carriers
active carriers spare
0 0
a36 45 845 7
Figure 7.27
For a,, with 36 < x < 45:
if a, = 0then RFP isnot transmitting on carrier (x-36);
if a, = 1 then RFP is active transmitting on carrier (x-36);
Bits a,5 and &, are spare.
7.2.4.3.10 RFP power level
RFP power Fading margin FP/RFP  reserved for future
specific development
a36 839 4o 43 44 45 47

Figure 7.28

Procedures for utilizing the RFP power message of figure 7.28 are defined in EN 300 175-2 [2], annex E.

The coding of bits a4 t0 agq s shown in table 7.24.

Table 7.24: RFP power message

azg ag7 asg asg RFP power, Pr
1 1 1 1 30 dBm
1 1 1 0 28 dBm
1 1 0 1 26 dBm
..etc.. ..etc..
0 0 0 1 2 dBm
0 0 0 0 0 dBm

The RFP power Pr isthe NTP and is derived by multiplying the 4 bit (a5 to a50) binary presented number by 2.
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Table 7.25: Fading margin

a40 a41 a42 343 Fading margin, MF
1 1 1 1 20 dB
1 1 1 0 19 dB
..etc.. ..etc..
0 0 1 0 7 dB
0 0 0 1 6 dB
0 0 0 0 5dB

The fading margin MF is derived by adding 5 to the 4 bit (agg to a59) binary presented number.

The RFP/FP specific bit ay4 = 1 indicates that each RFP may have different Pr and/or MF values. ag4 = O indicates that

al RFPs within the FP have the same values on Pr and M

F.

7.243.11 Blind double slot / RFP-FP interface resource information

blind double slot
information

azg
a

Figure 7.29

For a, with 36 < x < 41:

- if agg = 1 then double slot pair K = 0/12 (full slot pair { (x-36)/(x-35), (x-24)/(x-23)} ) is not

available; dse double dot pair K = 0/12 is"blind";

- if ag; = 1then double dot pair K = 2/14 (full ot pair { (x-35)/(x-34), (x-23)/(x-22)} ) isnot

available; dse double dot pair K = 2/14 is"blind";

- if agg=1then double dot pair K = 4/16 (full ot pair { (x-34)/(x-33), (x-22)/(x-21)} ) isnot

available; ese double dot pair K = 4/16 is"blind";

- if agg = 1 then double slot pair K = 6/18 (full slot pair { (x-33)/(x-32), (x-21)/(x-20)} ) is not

available; ese double dot pair K = 6/18 is"blind";

- if ay5=1then double dot pair K = 8/20 (full ot pair { (x-32)/(x-31), (x-20)/(x-19)} ) isnot

available; ese double dot pair K = 8/20is"blind";

fs units on|ds units on
RFP-FP i/f | RFP-FP i/f

g

41

s

Ay a7

"plind", i.e.
"plind", i.e.
"plind", i.e.
"plind", i.e.
"plind", i.e.

- if a4y = 1then double dot pair K = 10/22 (full ot pair { (x-31)/(x-30), (x-19)/(x-18)} ) isnot "blind", i.e.

available; dse double dot pair K = 10/22 is"blind'

NOTE 1: The blind double slot information applies to the same slot number of al available carriers.

NOTE 2: Double dots are numbered K = 0 to 22 for even values of K according to EN 300 175-2 [2].

For a, with 42 < x < 44:
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Table 7.26
o ays ayy number of available full slot units
on RFP-FP interface
0 0 0 0
0 0 1 1
0 1 0 2
0 1 1 3
1 0 0 4
1 0 1 5
1 1 0 6
1 1 1 >7
For a, with 45 < x < 47.
Table 7.27
s g a7 number of available double slot units
on RFP-FP interface
0 0 0 0
0 0 1 1
0 1 0 2
0 1 1 3
1 0 0 4
1 0 1 5
1 1 0 >6

7.2.5 MAC control (M)

7251 General format and contents

Two different combinations of TA bits are used to indicate the presence of MAC layer control information in thetail.
The "first PT transmission” code is used only in thefirst transmission from a PT. Thisisintended to aid RFPs in busy
systems to identify bearer set up requests amongst a background of ongoing connections.

My command more headers or information
header
ag a2 a16 au7

Figure 7.30: Mr messages

M messages (see figure 7.30 above) are sent as 40 bit packets in thetail of the A-field. The first 4 bit header provides a

coarse division of messages and for most message types a second header, compl eting thefirst octet, provides afiner
division of the messages.

ETSI



98 Final draft ETSI EN 300 175-3 V1.6.0 (2001-09)

Table 7.28
M+ Message type
header
0 O O O [basicconnection control
0 0 0 1 [advanced connection control
0 0 1 O [MAC layertest messages
0 0 1 1 |quality control
0 1 0 O |broadcastand connectionless services
0 1 0 1 |encryption control
0 1 1 O [Tailforuse with the first transmission of a B-field "bearer request" message
0 1 1 1 |escape
1 0 0 O |TARImessage
1 0 0 1 |REP connection control
1 0 1 01|}
to } reserved
1 1 1 11}
7.25.2 Basic connection control
7.25.2.1 General

The basic connection control messages shall only be used by PPs and RFPs that are attempting to establish asingle
duplex bearer voice connection with a B-field of 324 hits.

7.25.2.2 Format for most messages
0O 0 0O O command FMID PMID
ag ) a5 A1 ap7 dpg a7

NOTE: For definitions of FMID, PMID, see clause 11.7.

Figure 7.31

Table 7.29

Command

Basic connection control messages

[cNooloNoNoNoNe]
PRPRPRPPOOOO
PRPOORPR

POFRPORFRPRORFRO

=
o
o
o

to

1 1 0
1 1

1

e

access_request

bearer_handover_request o
connection_handover_request o
unconfirmed_access_request e

bearer_confirm

wait (format see clause 7.2.5.2.3)
attributes_T_request
attributes_T_confirm

} reserved

}

release

*%*

o indicates messages that use the "first PT transmission" code. The other messages
use the normal My code.

Thisrelease message shall only refer to the bearer that it is transmitted on.

NOTE 1: An RFP that receivesan UNCONFIRMED_ACCESS REQUEST message does not return a
BEARER_CONFIRM. It may listen to following frames to receive MAC attributes messages or data.

NOTE 2: The use of the UNCONFIRMED_ACCESS REQUEST message is intended here for achieving handover
by changing base stations but remaining on the same physical channel. The use of this messagein basic
cases is still uncertain.
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NOTE 3: Fast bearer set up requests are not allowed in basic A-field setups.

The FT may use the messages indicated with ** without the "first PT transmission" code.

7.2.5.2.3

NOTE:

WAIT

0O 0 0 0j0O 1 0 1 FMID PMID or spare
(1111 0000 1111 0000 1111)

ag

asy| a2 a5 | a1 ap7 | az8

a7

The procedure does not make reference to the values of a,4 to a,,. It isnot intended that the contents of
this field be included in any mandatory tests.

Figure 7.32
7.25.2.4 ATTRIBUTES_T_{Req;Cfm}
R/IC ECN LBN |up/down/sm/| ser type max life | slottype | CF | (spare) | (spare) | A-field |(B+Z) fields|
0000 | 011 SS 111 0000 | mod type | mod. type
a8 allfal2 al5 |al6 al9a20 a23a24 a25|a26 a28|a29 a3lja32 a35|a36ja37 a39a40 a43|a44 a45jad6  a47

Figure 7.33

For dl the parameter codings see clause 7.2.5.3.8.

7.25.3

7.2.5.3.1

Advanced connection control

General

Table 7.30

Command

Advanced connection control messages

PRPRRRRPRPRPRRPROOO0OOOO0OO
PRPRRPROOOORRRERRLROOOO

0

PFRPOORROORROORREO
PFORORORORORORORO

ACCESS_REQUEST
bearer_handover_request
connection_handover_request
unconfirmed_access_request
bearer_confirm

wait (contains FMID)
attributes_T_request
attributes_T_confirm
bandwidth_T_request
bandwidth_T_confirm
channel_list
unconfirmed_dummy
unconfirmed_handover
reserved

reserved

release

*%*

*%*

*%*

*%*

*%*

*%*

*
*

indicates messages that, if transmitted by a PT, use the "first PT transmission"
code.

These messages allow an advanced connection to be established using M messages. The connection set up timeis
expected to be much longer than if MAC control messages are sent in the B-field.

The FT may use the messages indicated with ** without the "first PT transmission” code.
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7.2.5.3.2 ACCESS_REQUEST

0 0 0 1({0 O O O FMID PMID

ag ap | a2 a5 | 16 ap7 | azs a7

Figure 7.34

7.2.5.3.3 BEARER_HANDOVER_REQUEST

0 0 0 1({0 O O 1 FMID PMID

ag ap | a2 a5 | a1 ap7 | az8 a7

Figure 7.35

7.25.3.4 CONNECTION_HANDOVER_REQUEST

0 0 0 1{0 O 1 O FMID PMID

ag ap | a2 a5 | 16 ap7 | azs a7

Figure 7.36

7.2.5.3.5 UNCONFIRMED_ACCESS_REQUEST

0 0 0 1({0 O 1 1 FMID PMID

ag ap | a2 a5 | 16 ap7 | azs a7

NOTE: AnRFPor aPPthat receivesan UNCONFIRMED_ACCESS REQUEST message does not return a
confirm. It may listen to following frames to receive MAC attributes messages or data.

Figure 7.37
7.2.5.3.6 BEARER_CONFIRM
0O 0O 0 10 1 O O FMID PMID
ag ap | a2 a5 | a1 ap7 | azs a7
Figure 7.38
7.25.3.7 WAIT
0O 0 0 1|10 1 0 1 FMID PMID or spare
(1111 0000 1111 0000 1111)
ag ajp | a2 a5 | a1 ap7 | azs a7

NOTE: The procedure does not make reference to the values of a, 4 to a,,. It isnot intended that the contents of
thisfield be included in any mandatory tests.

Figure 7.39
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7.2.5.3.8 ATTRIBUTES_T_{Req;Cfm}
R/C ECN LBN |up/down/sm/| ser type max life | slottype | CF | (spare) | (spare) | A-field | (B+Z) fields
0001 | 011 Ss 111 0000 mod mod. type
type
a8 allfal2 al5|al6 al9a20 a23 a24 a25[a26 a28|a29 a3lja32 a35|a36[a37 a39[a40 a43la44 ad5jad4 a47
Figure 7.40
Table 7.31
R/C Meaning
0 request
1 confirm
ECN: Exchanged Connection Number.LBN: Logical Bearer Number.
Table 7.32
up/down/sm/ss
asy ass Meaning
0 0 asymmetric uplink connection
0 1 asymmetric downlink connection
1 0 symmetric multibearer connection
1 1 symmetric single bearer connection
Table 7.33
Ser service
type type
0 O O INvoice
0 0 1 INnon-voice
0 1 O IP errordetection
0 1 1 IP, MAC modulo-2
1 0 O unknown
1 0 1 C-channelonly
1 1 0 IF,Q error detection
1 1 1 IF,Q MAC modulo 2 error correction

max life: unlessthe servicetypeis|y_error_correction, this parameter is set to 000.

For I,_error_correction services this parameter determines the maximum lifetime of the packet (i.e. the

|atest possible retransmission) in the MAC layer (1to 7 TDMA frames); "max life" = 000 indicates that
no lifetime is set, i.e. retranamit until received without error.

NOTE 1: If in thefuture, the reserved connection types are used, the "max life" field may also be used (potentially

Ce=0:

Ce=1

for another purpose).

Table 7.34
slot type Meaning
0O 0 O O normalfullslot
0 0 O 1 halfslotwithj=0
0O 0O 1 O doubleslot
all others reserved

this endpoint does not support Cr transmission,

this endpoint does support Cr transmission.
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NOTE 2: If thedot type or j valueisnot implementable at the destination, arelease is sent, preferably with the

"reasonsfor release” field completed.

Table 7.35

A-field modulation type

meaning

1 1 2-level modulation
1 0 4-level modulation
0 1 8-level modulation
all other values reserved
Table 7.36
(B+Z)-fields modulation type meaning

all other values

1 1 2-level modulation
1 0 4-level modulation
0 1 8-level modulation

reserved

7.2.5.3.9 BANDWIDTH_T_{Req;Cfm}
R
000 1{100[/[000| My, [0 O O| Ty, |0 O O| Mpgyn [0 O O Tpgpp
C| (spare) (spare) (spare) (spare)
ag a2 a16 a19 a4 a7 az2 ass a40 a43
arn a5 aig a23 a26 agy azq a3g a42 aa7
Figure 7.41
NOTE: Thismessage isnot needed for symmetric Sngle duplex bearer connections.
R/C: see clause 7.2.5.3.8.
M Up Mpown:  these are the minimum numbers of simplex bearers required by the DLC in, respectively, the PT to
FT and the FT to PT directions.
Tup Toown' these are the target numbers of simplex bearersin, respectively, the PT to FT and the FT to PT
directions.
7.2.5.3.10 Channel_list
command and
0 00 1|2 010 RPN channel spare
description
ag a15|216 az3|a24 azg|a40 aq7
Figure 7.42
Command and channel description
S
command | / SN SP CN
D
o C2(C3|C4 C7(cs Cg9[C10 C15
Figure 7.43
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Table 7.37
command field message type

0O 0 O ACTIVE

0 1 GOOD

0 1 0 POOR

0 1 1 F/IS_NOT

1 0 0 QUERY_N

1 0 1 QUERY_H

1 1 0 LISTEN

1 1 1 START

NOTE: The meanings of these message types are described in

clause 10.5.2.

For al messages except the H/S_NOT channdl list message:
S/D=0: doublesimplex bearer; or
SD=1. duplex bearer.

NOTE: Thedirection of asymmetry, and sot type are contained in the MAC_attributes messages or in the B-field
bearer request message.

For the H/S_NOT message:
S/D =0: carrier "CN" not supported (no setup on this carrier);
SD=1. blinddot pair "SP" (no setup on thisdot pair).

The coding of SP, SN, and CN are the same asin the static system information described in clause 7.2.3.2.

7.25.3.11 Unconfirmed_dummy
0O 0 01 1 0 1 1 FMID PMID
ag a | ) 5 | A6 a7 | a8 a7
Figure 7.44
7.25.3.12 Unconfirmed_handover
0O 0 01 1 1 0 O FMID PMID
ag a | ) 5 | A6 a7 | a8 a7
Figure 7.45
7.2.5.3.13 RELEASE
0 0 061 1211 1 1 0 0 0O LBN reason PMID
(spare)
ag A6 a0 a4 g
5 Q9 ax a7 7
Figure 7.46

NOTE: LBN refersto the bearer that isto be released. This message can be sent on a different bearer of the same
connection to the onethat is to be rel eased.

ETSI



104 Final draft ETSI EN 300 175-3 V1.6.0 (2001-09)

Table 7.38
reason Reason for release
424 85 g A7
0 0 0 0 unknown
0 0 0 1 |bearer release (reduce capacity)
0 0 1 0 [connection release
0 0 1 1 |bearer setup or handover failed
0 1 0 0 [bearer handover successfully completed
0 1 0 1 |attempted bearer HO to another cluster
0 1 1 0 [timeout, loss of signal
0 1 1 1 ([timeout, loss of handshake
1 0 0 0 [requested unacceptable slot type
1 0 0 1 [requested unacceptable MAC service
1 0 1 0 [base station busy
1 0 1 1 |reverse direction (double simplex)
1 1 0 0 |duplicate PMID
1 1 0 1 [|unacceptable PMID
1 1 1 0 [reserved
1 1 1 1 |[reserved
NOTE: "bearer handover successfully completed"” is only intended for use in some
double simplex release.

7.25.4 MAC layer test messages

Refer to clause 12 for procedures.

7.254.1 Basic format
The basic format of the test messageis given in figure 7.47.

0O 0 1 O test data field
ag a1 [a12 a5 | age ay7

Figure 7.47: MAC layer test message format

Table 7.39

test mode

FORCE_TRANSMIT

LOOPBACK
DEFEAT_ANTENNA_DIVERSITY
reserved

ESCAPE

NETWORK_TEST
CHANGE_MODULATION_SCHEME
}

} reserved

D
n
—

Ocooo0O0OO0OO0OO
PRRPRPOOOO|
PRPOORROO
PORORORO

o
-
o

e
o
= o

}
CLEAR TEST MODES

If more than one test message of the type test = 0000, but with a different data field isreceived, then the [UT shall
implement the most recently received message.

7.254.2 FORCE_TRANSMIT

This message forces the IUT to transmit on a specific dot and RF frequency. Handover is prohibited by means of the
"Handover Disable" (HD) hit. The particular dot the IUT shall transmit on isindicated in the Slot Number (SN) field of
the test message. The destination RF carrier is encoded in the Carrier Number (CN) field of the test message.

The format of the FORCE_TRANSMIT test message isgiven in figure 7.48.
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(spare) K| H| (spare) (spare)
0 010/0O0O0OTO0OO1O0T11O041TO0|P|D/OOO|SN|SP|CN|OOOU OTZ1H111
ag a2 16 ass axg (@32 |434 |240
an ajs ax ax7| agz1| azz| aasg as7

Figure 7.48: FORCE_TRANSMIT test message format

TheKP bitisay,. Itisset to"1" to prevent release of existing bearers, and set to "0" to initiate releasing of existing
bearers.

The HD hitisay,. Itisset to"1" to disable handover and set to "0" otherwise.
For the coding of the dot number, the start position, and the carrier number refer to clause 7.2.3.2.

See clause 12.3 for the relevant procedures.

7.25.4.3 LOOPBACK_DATA

Thismessage indructsthe IUT to perform the loopback function in which atest data pattern transmitted by the LT is
replicated in thereply transmission of the IUT. Thetest data pattern is a bit sequence located in the D-fields of the LT
and IUT. The bits of the D-field that are affected by the loopback function depends on the equipment type and are given
in table 7.40.

Table 7.40: LOOPBACK_DATA bits

DECT Implementation Loopback bits
Transmits only A-field: a1 to ay7
Transmits half-slots: bg to bzg
Transmits full-slots: bg to bg1g
Transmits double-slots: bg to b7gg

Equipment capable of transmitting more than one dot type shall usethe longest dot type.
For A-field loopback, the format of the LOOPBACK_DATA test message isgiven in figure 7.49.

Loopback data (A-field)
0 01 0JO0O 0 0 1| XXXX XXXX XXXX XXXX XXXX XXXX XXXX  XXXX

ag aj1|a12 ajs|a1e a7

Figure 7.49: LOOPBACK_DATA test message, A-field

NOTE: 'X'isthe datalooped back to the tester.
For B-field loopback, the format of the LOOPBACK_DATA test message isgiven in figure 7.50.

spare
0 01 0[O0 O O 1| 0000 1111 0000 1111 0000 1111 0000 1111

ag aj1|a12 ajs|a1e a7

Figure 7.50: LOOPBACK_DATA test message, B-field

See clause 12.4 for the relevant procedures.

7.254.4 DEFEAT_ANTENNA_DIVERSITY

This message inhibits antenna diversity operation in the IUT and selects an antenna. The antennas shall be numbered 0
to N where (N + 1) is the number of antennas employed in the antenna diversity operation. The numbering of antennas
shall be done by the manufacturer.

IUTs with no antenna diversity shall ignore this message.
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IUTs receiving this message with an ANT > N shall ignore this message.
The IUT remainsin this mode until the test message "CLEAR_TEST_MODES" isreceived.
The format of the DEFEAT_ANTENNA_DIVERSITY test messageisgiven in figure 7.51.

S spare
0 01 0/0 0 1 O|P| ANT | 1111 0000 1111 0000 1111 0000 1111
ag aj1|a12 ajs|a16 219 (320 a7

Figure 7.51: DEFEAT_ANTENNA_DIVERSITY test message
NOTE: SP=gparehit=0.
Table 7.41 detail sthe encoding of the ANT hit.

Table 7.41: ANT bit

ANT Antenna number

a a

~
©

PFRPrRRPROOOOR
®
PFRPOORROOR
®
PFOROROROR
NoOUAWNREO

See clause 12.5 for the relevant procedures.

7.2.5.4.5 ESCAPE

The transmission of this message to the IUT indicates that the datain the test data field is a proprietary test message.
Every transmission of a proprietary test message shall be preceded by the "escape’ message. The format of the
ESCAPE message isgiven in figure 7.52.

proprietary test message
0 01 0JO0O 1 0 O XXXX XXXX XXXX XXXX XXXX XXXX XXXX  XXXX

ag aj1|a12 ajs|ale a7

Figure 7.52: ESCAPE message

See clause 12.7 for the relevant procedure.

7.2.5.4.6 NETWORK_TEST

The lower layer management entity in the testing unit supplies the MAC layer with a 32 bit SDU viathe ME SAP. At
the unit under test, the MAC layer passes the 32 bit test message out through the ME SAP to the lower layer
management entity. See EN 300 175-5 [4].

The format of the NETWORK_TEST message is given in figure 7.53.

test message
0 01 0[O0 1 0 1| XXXX XXXX XXXX XXXX XXXX XXXX XXXX XXXX

ag aj1|a12 ajs|ale a7

Figure 7.53: NETWORK_TEST message

See clause 12.6 for the relevant procedure.
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7.254.7 CLEAR_TEST_MODES

Thereceipt of this message shdl clear all current test modes (including proprietary) within 16 frames and return the
IUT to the test standby mode.

The format of the CLEAR_TEST_MODES message is given in figure 7.54.

spare
0O 01 O0f1 1 1 1| 0000 1111 0000 1111 0000 1111 0000 1111

ag aj1|a12 ajs|a1e a7

Figure 7.54: CLEAR_TEST_MODES

See clause 12.8 for the relevant procedure.

7.2.5.4.8 CHANGE_MODULATION_SCHEME

Thistest message isreceived by IUTs that declare 4 or 8 level modulation capability. It causes the IUT to switch to the
requested modulation schemeif this requested modul ation schemeis supported by the IUT.

The format of the CHANGE_MODULATION_SCHEME message is given in figure 7.55.

S spare
0 01 0|/0 1 1 0O|P SCH 1111 0000 1111 0000 1111 0000 1111
ag aj1|a12 ajs|a16 419 |a20 ast

NOTE: a;g=SP=sparebit=0.
Figure 7.55: CHANGE_MODULATION_SCHEME
Table 7.42 detail s the encoding of the SCH hit.

Table 7.42: SCH bit

SCH modulation scheme

a a

~
©

la
1b
2
3
4a
4b
reserved
reserved

PFRPrRRPROOOOR

©
PFRPOORROOR
©
PFOROROROR

For definition of the modulation schemes see Annex D of EN 300 175-2 [2].
See clause 12.9 for the relevant procedure.

7.2.5.5 Quality control
0 0 1 1|command| param_1 | param_2 | 0000 1111 | 0000 1111 |
ag ai5jale  @23824 2431|331 aa7
Figure 7.56
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Table 7.43

command param_1 param_2 Meaning

0000 LBN LBN LBN LBN antenna switch for the bearer(s) identified by LBN
request: PT --> FT
reject: FT --> PT

0001 RPN 0000 1111 antenna switch for all bearers of this connection to the
RFP identified by its RPN
request: PT --> FT
reject: FT --> PT

0010 0000 LBN 0000 0000  bearer handover / bearer replacement of the bearer
or identified by LBN
RPN request: FT --> PT
reject: PT --> FT
0010 1111 LBN 0000 0000  bearer handover / bearer replacement of the bearer
or identified by LBN
RPN request: PT --> FT
reject: FT --> PT
0011 0000 1111 0000 1111 connection handover

request: FT --> PT
reject: PT --> FT

0100 0000 LBN frequency error frequency control for the bearer identified by LBN
request: FT --> PT
reject: PT --> FT

0101 RPN frequency error frequency control for all bearers of this connection to
the RFP identified by its RPN
request: FT --> PT
reject: PT --> FT

0110 RPN advance timing Advance timing for all the bearers of this connection to

increment the RFP identified by its RPN
decrement request: FT --> PT

reject: PT --> FT

0111 RPN 0000 1111
PT --> FT: PT informs that it is transmitting prolonged
preamble in all the frames

1000 0000 SN 0000 CN frequency replacement to carrier CN on slot pair SN.
request PT -> FT
confirm FT -> PT

1000 0001 SN 0000 CN frequency replacement to carrier CN on slot pair SN.
grant PT -> FT

1001

to reserved
1111

NOTE 1: The function of these commands depends on the transmission direction. The commands are either
requests or rgjects. A reject should only be used if the requested action is not supported.

NOTE 2: For basic connections LBN is set to 1111.

NOTE 3: All other values for bits a4 to 8,7 inclusive arereserved. Potential uses include RSSI reporting,
synchronization word correlation report, clock jitter report, etc.

NOTE 4: For the bearer handover request, the RPN is an optional parameter. If set to al "0" the FP does not
propose a particular RFP for handover.

NOTE 5: A PP may or may not accept the RFP's proposal of the new RPN.

NOTE 6: The frequency error in kHz is encoded in 2's complement form, to give arange of +127 kHz to -128 kHz.
The LSB of theerror is placed in bit position ag;.

NOTE 7: The advance timing changes are encoded in 2's complement form (+127 bitsto -128 hits). The LSB of the
advance timing is placed in position ag; Changes with less than 2 bits should not be requested.

NOTE 8: The bearer handover request command in the PT to FT direction is used in the double smplex bearer
handover procedure.
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7.255.1 Prolonged preamble diversity

7.255.1.1 Procedure for prolonged preamble diversity in RFP

This procedure applies to RFPs that use the prolonged preamble for diversity. The procedure secures that the prolonged
preamble istransmitted only by the PP if it knows that the RFP usesit for diversity. The PP shall not tranamit the
prolonged preamble if the synchronization field optionsin the extended fixed part capabilities indicates standard
synchronization field (see clause 7.2.3.5.2.2).

The RFP shall indicate the support for prolonged preamble in the extended fixed part capabilities only in caseit is
capable of using a prolonged preamble.

1) Immediately after the bearer setup procedure, the PP informs the RFP that it sends the prolonged preamble. This
indicates that the RFP can use the prolonged preamble for diversity (see clauses 7.2.5.5 and 7.3.5.2). Repeats of
this requests are allowed.

NOTE 1: The bearer setup procedure above also relates to handover.
NOTE 2: Bearer setup procedure ends when theinitiating side receives the "other"- message.

2) All PP transmissions following the information message shall contain the prolonged preamble. The PP may send
the prolonged preamble immediately after it has transmitted the prolonged preambleindication or it may transmit
the prolonged preamble from the bearer request onwards.

7.255.1.2 Procedure for prolonged preamble diversity in PP

This procedure applies to PPs that use the prolonged preamble for diversity. The procedure securesthat the prolonged
preambleis not transmitted by the RFP if it the synchronization field optionsin the extended fixed part capabilities
indicates standard synchronization field (see clause 7.2.3.5.2.2).

1) The RFP shall transmit a prolonged preamble for automatic antenna selection by the PP if and only if it indicates
the support for prolonged preamble in the extended fixed part capabilities.

2) The PP does not need to take further control actions, it can enable automatic antenna sel ection based on
prolonged preamble aslong as the extended fixed part capabilities indicate the support of this feature.

7.2.5.6 Broadcast and connectionless services
0 1 0 0 a b c d FMID PMID
ag 5 | A6 a7 | @28 a7
Figure 7.57
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Meaning

PRPPRPPOO OOFR, P P PO OO Ot

PRPRFRPRPRPP, P PO OOOO OO O

PRPOORFRF OOFR P O OFr + O O|0

POFRPORFRPRO P OFRr OFrP OFr O Ola

CLg, first of 2 transmissions, half slot
CL, first of 2 transmissions, full slot
CL, first of 2 transmissions, double slot

Reserved
CLg, last transmission, half slot

CLg, last transmission, full slot
CLg, last transmission, double slot

Reserved

C/L single transmission, no CLg or CLg service
CLg service, first transmission

Reserved

Reserved

change dummy bearer position

Reserved

Extended System Information; A-field procedure
Extended System Information; B-field procedure

The "extended system information™ messages are the only messages used in both directions. All other messages are sent
onlyindirection PT to FT.

Connectionless single transmission uplink services:

abed = 01xx:

abed = 1000:

CL g service;

PMID exchange (no CL-channel data).

Connectionless double transmission uplink services:

abcd = 00xx followed by abed = 01xx:

abed = 1001 followed by a C; tail:

CL service;

ClLgservice.

Non-continuous broadcast services.

abed = 1100:
abed = 111x:
7.2.5.7

change dummy bearer position;

extended system information: this message shall be used for requests and replies of extended
system information (see clause 9.3.1).

Encryption control

0

1

0 1 command FMID

PMID

ag

a | ) 5 | 16 ay7

Figure 7.58

Table 7.45

asg

o
=}
o

X X X X pPORr O3
3

PPRPOOX X X X 9

Message
start encryption
stop encryption
reserved
reserved
request
confirm
grant
reserved

X X X X kP OO g
P ORPOX XX X
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7.25.8 B-field setup, first PT transmission
0110 least significant 36 bits of RFPI
ag a1 a12 ag7
Figure 7.59

This message shdl only be used for the first transmission on a new physical channel and only by PTs.

7.25.9 Escape

0111 escape information
ag arqfaso ag7

Figure 7.60

Any DECT equipment may transmit an escape message.

The content of the escape information field (agg to a,;) isnot specified. This message is provided for application
specific use.

7.2.5.10 TARI message

The messageis assumed to be a "request” when transmitted in direction PT to FT, and to be a "reply" when tranamitted
in direction FT to PT.

1000 TARI field
ag ajya1n ag7

Figure 7.61

The management entity in the tranamitting radio endpoint supplies the MAC layer with a 36 bit SDU viathe ME SAP.
At thereceiving endpoint the MAC layer passes the 36 bit SDU out through the ME SAP to the management entity.

For the coding of the TARI field refer to EN 300 175-6 [5].
7.25.11 REP connection control

7.25.11.1 General

The REP connection control messages shall be used to establish a duplex bearer and to create a double duplex bearer.

7.25.11.2 Format for most messages

1 0 0 1 command FMID PMID
ag ajqfaso ajs|ae ay7 |azg ag7

NOTE: For definitions of FMID and PMID, see clause 11.7.
Figure 7.62
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Table 7.46

o

RroORrRRRRROOS

mand REP connection control messages
REP_access_request
REP_bearer_handover_request
REP_bearer_confirm

REP_wait

REP_release
REP_channel_map_request

REP_channel_map_confirm

POOROOOOq
ORrRRPROOOOYD
OrORRORO

reserved
1
* indicates messages that use the first "PT transmission” code. Other messages use the
normal My code.

I
[EE

For REP_channel_map.req and REP_channel_map.cfm messages the format is defined in figures 7.63 and 7.64.

7.25.11.3 REP CHANNEL MAP REQUEST
1 00 1(0 1 1 0 SN CN FMID SN CN
Ag aj1|a12 aj5|a16 ajgl|az0 ags|ang azz|azs as1|a42 a7
Figure 7.63: REP_channel_map.req
7.25.11.4 REP CHANNEL MAP CONFIRM
spare
100 1(0 1 1 1 SN CN A/R | 00011110000 SN CN
ag aj1|a12 ajs5|a16 ajgl|az0 ags| axg (a7 azz|ass aslaq2 ay

Figure 7.64: REP_channel_map.cfm

The coding of SN and of CN is the same asin "static system information™ described in clause 7.2.3.2. The A/R flag set
to 1 means "Accepted”, otherwise "Rejected”.

7.3 Messages in the B-field

7.3.1 Overview

Messages may be carried in the B-field only when operating in the E-type multiplex (see clause 6.2.2.2). Each B-field
message occupies one subfield, and different subfields will usually carry a different message. The possible
arrangements of B-field messages are defined by the C-MUX algorithm defined in clause 6.2.2.3.

All B-field messages have a fixed length of 64 bits.
MAC B-field messages are used to:
1) set up, maintain and rel ease bearers and connections,
2) provide extraflow, error and quality control in symmetric connections,
3) carry Ge-channel data;
4) transport extended system information and TARI information; and

5) fill theB-field if thereisinsufficient C or G to fill the whole of the B-field.
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packets. Within the 80 bits, the format isas given in figure 7.65.

"n" denotes the number of the subfield in the B-field. For the D08 field, n = O, while for the D32 field n={0,1,2,3}. The

Figure 7.65: B-field messages

CRC calculation isdescribed in clause 6.2.5.2.

The Mg, header defines whether the message contains M or Gi-channel data and whether another Mg, message

d(64 + n x 80) d(143 + n x 80)
MBn Mor Gg 16 bit
header CRC
bn0 bn3 bn4 bn63 | bn64 bn79

follows in the next Bn subfield. In a full-dot transmission, up to 4 messages can be sent in the B-field.

Table 7.47

MBn
header
0

XXX XX XXX
PRPRPPOOOO
PRPOORRFRO

PORPORORO

Message type

reserved

advanced connection control
null

quality control

extended system information
GF-channel data packet
reserved

escape

For half dots 2-level modulation:
X =1

For dl other dot types and modulation levels:

X = 1: subfield B(n + 1) exists and contains a Mg, message or subfield B(n) isthelast subfield in this slot;

X =0: subfields B(n + 1) and all following in thisdot contain C or CL data.

7.3.2 Advanced connection control

7.3.2.1 General format
X 0 0 1 command information
bng bn3|bn4 bn7|bn8 bngs
Figure 7.66
Table 7.48

o

PFRPOOOOOOOO,
OORrRPRFRPRRPFRPROOOOS
OOI—‘I—‘OOI—‘I—‘OO§
RrOROROROROS

Advanced connection control messages
ACCESS_REQUEST
bearer_handover_request
connection_handover_request
unconfirmed_access_request
bearer_confirm
wait
attributes_B_request
attributes_B_confirm
bandwidth_B_request
bandwidth B confirm

*%*

*%*

*%*

*%*
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A
RPRPRRPRROO

*

114
1 0 channel_list
1 1 unconfirmed_dummy
0 0 unconfirmed_handover
0 1 reserved
1 O reserved
1 1 release

indicates messages, that if transmitted by a PT, use the "first

PT transmission" code.

*%*

*%*

The FT may use the messages indicated with ** without the "first PT transmission" code.

7.3.2.2 BEARER_REQUEST
I/B up/ ser max slot |A-field| (B+Z)
mod. | fields
mod.
X001 0 0] /C FMID PMID ECN LBN down/ type life type | type type
/N sm/ss
bno bn6 bn8 bn20 bn40 bn44 bﬂ48 bﬂ50 bﬂ53 bﬂ56 bﬂ60 bﬂ62
bn5 bn7 bn19 bn39 bn43 bn47 bﬂ49 bﬂ52 bﬂ55 bﬂ59 bﬂ61 bﬂ63
Figure 7.67
Table 7.49
I/B/CI/N
bg b7  Meaning
0 0 access_request
01 bearer_handover_request
10 connection_handover_request
11 unconfirmed_access_request
For the coding of bits by ... bgs, see clause 7.2.5.3.8.
PMID = Portable part MAC layer IDentity (see clause 11.7);
FMID = Fixed part MAC layer IDentity (see clause 11.7).
7.3.2.3 BEARER_CONFIRM
up/ ser max slot |A-field|(B+2)
mod | field
mod.
X 001010 0| FMD PMID ECN LBN down/ type life type | type type
sm/ss
bno bﬂ8 bﬂzo bﬂ40 bﬂ44 bﬂ48 bﬂ50 bﬂ53 bﬂ56 bl’]60 bl’]62
bﬂ7 bﬂlg bﬂ39 bﬂ43 bﬂ47 bﬂ49 bﬂ52 bﬂ55 bﬂ59 bl’]61 bl’]63
Figure 7.68

For the coding of bits by ... bgs, see clause 7.2.5.3.8.
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7.3.24 WAIT
PMID
X 001010 1|FMD or spare spare
11110000111100001111 00001111 ....00001111
bno bn8 bﬂ20 bﬂ40
bn7 bn19 bﬂ39 bl’]63
NOTE: The procedure does not make reference to the values of bng to bng,. It isnot intended that the contents of
this field be included in any mandatory tests.
Figure 7.69
7.3.2.5 ATTRIBUTES_B_{Req;Cfm}
R spare up/ ser max | slot | Afield | (B+2)
mod. fields
mod.
X 00101 1| / |FMD]| PMID 0000 1111 down/ type | life | type | type type
C sm/ss
bno bn7 bn8 bn20 bn40 bﬂ48 bl’]50 bl’]53 bl’]56 bl’]60 bl’]62
bn6 bnlg bn39 bn47 bn49 bl’]52 bl’]55 bl’]59 bl’]61 bl’]63

For R/C see clause 7.2.5.3.8. For FMID, PMID see clause 11.7. For coding of bits byg ... bgs see clause 7.2.5.3.8.

NOTE: These messages are used when modifying a connection (typically as aresult of a page with "unknown"
service type).
Figure 7.70
7.3.2.6 BANDWIDTH_B_{Req;Cfm}
R 1111 0000
1111
X0 0110 Of/|FMID 0O O O|MUp|O O OfTUp({O O O |MDown|O O O [TDown
C spare spare spare spare
bno bn8 bn20 bn32 bn40 bn48 bn56
bn- bn19 bn31 bn39 bn47 bn55 bn63
Figure 7.71

For RIC, My, Tyg Mpown @d Ty refer to clause 7.2.5.3.9. For FMID refer to clause 11.7.

7.3.2.7

CHANNEL_LIST

1st command | 2nd command | 3rd command
X0011010| RPN and channel and channel and channel
description description description
bno Bn8 bn16 bl’]32 bn48
bn7 bn15 bl’]31 bn47 bl’]63
Figure 7.72

"Command and channdl description™ shall have the same coding asin clause 7.2.5.3.10. All three commands and
channel descriptions shall apply to the same RFP, identified by RPN.
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7.3.2.8 UNCONFIRMED DUMMY
spare up/ ser max slot |A-field|(B+2)
mod. |fields
mod.
X 001101 1| FMID PMID ECN down/ type life type | type type
1111 sm/ss
bno bn8 bn20 bn40 bn44 bﬂ48 bﬂ50 bﬂ53 bﬂ56 bﬂ60 bﬂ62
bn7 bn19 bn39 bn43 bn47 bﬂ49 bﬂ52 bﬂ55 bﬂ59 bﬂ61 bﬂ63
Figure 7.73
For FMID, PMID see clause 11.7. For coding of bitsbyg ... bgs see clause 7.2.5.3.8.
7.3.2.9 UNCONFIRMED_ HANDOVER
up/ ser max slot |A-field| (B+Z)
mod. | fields
mod.
X 00111 0 0| FMID PMID ECN LBN down/ type life type | type type
sm/ss
bno bn8 bn20 bn40 bn44 bﬂ48 bﬂ50 bﬂ53 bﬂ56 bﬂ60 bﬂ62
bn7 bn19 bn39 bn43 bn47 bﬂ49 bﬂ52 bﬂ55 bﬂ59 bﬂ61 bﬂ63
Figure 7.74
For FMID, PMID see clause 11.7. For coding of bitsbyg ... bgs see clause 7.2.5.3.8.
7.3.2.10 RELEASE
X 001111 1| FMID PMID spare | LBN spare reason
0000 0000 1111
bno bn8 bn20 bﬂ40 bﬂ44 bn48 bl’]56
bn7 bn19 bn39 bn43 bﬂ47 bl’]55 bn63
Figure 7.75

For FMID, PMID see clause 11.7. For coding of bitsby, ... b,; see clause 7.2.5.3.8, for bgg ... by, see table 7.50.

Table 7.50

[eNoNoloolololololoNoloNoNeNeNeo)
[eNoNolooloNolololoNoloNoNoNeNe)
[eNoNoloololololojloNoloNoNoNeNe)

,_\
-
-
-

OOOOOOOOOOOOOOOO%
(%]

=)

PRPRRPRPRPRPRPPOOOODODOOOO0
PRPRPRPPOOOORRFRPRFRPPFPOOOO

—
o

I
I

Explanation for release

unknown

bearer release (reduce capacity)
connection release

bearer setup or handover failed

bearer handover successfully completed
attempted bearer HO to another cluster
timeout, loss of signal

timeout, loss of handshake

requested unacceptable slot type
requested unacceptable MAC service
base station busy

reverse direction (double simplex)
duplicate PMID

unacceptable PMID

target number exceeded

}
}
}

PRPOORPRFRPROORPRPFRPOORLPLFRLOO
PORPORPROFRPROFRPROFRPRORLOPRO

reserved

I
I
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"Bearer handover successfully completed” is only intended for use in double simplex rel ease.

Null

This message is used to fill bn subfields when thereisno | dataor C- data or G data or other Mg, messages to send.

7.3.4

7.3.4.1

7.3.4.2

X010 NCF Spare
0000 1111 0000........... 1111 0000 1111
bno bn3 bn4 bn7 bﬂ8 bl’]63

Figure 7.76

Table 7.51

(@]

P OORFRPPFPFOORFR P OOT

Meaning
no Cg or CLg data in the B-field

one B-subfield contains C or CLg data
two B-subfields contain Cg or CL; data
three B-subfields contain C- or CLg data
four B-subfields contain Cg or CLg data
five B-subfields contain Cg or CL; data
six B-subfields contain Cg or CLg data
seven B-subfields contain Cg or CLg data
eight B-subfields contain Cg or CLg data
nine B-subfields contain C or CLg data

}

} reserved

}

P PP OOOOOOOOo
O oO0OoOoOkr RFrPrPEFPR P OOOOoOZ
oOFr OoOFroOrFr orFr OFr o

—
o

,_\
-
-
-

Quiality control

General format

X011 command information
bno bn3 bn4 bn7 bn8 bn63

Figure 7.77

Table 7.52

command Meaning
0 00 0}
to

0
0

to

Bearer and Connection Control
1
1

o o
= O

}
}
}
} reserved

}

Reset

1
1
1 Bearer quality in an asymmetric connection

e
k=)
ok

Bearer and connection control

X 01 1|command FMID PMID param_1 | param_2 | 0000 1111
bo bn4 bn8 anO bn40 bn48 bl’]56
bng bn|bnqg bngg bngy bngg bngs
Figure 7.78
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Table 7.53

command

param_1

param_2

Meaning

0(0|0]|0

LBN LBN

LBN LBN

antenna switch for the bearer(s) identified by LBN
request: PT --> FT
reject: FT --> PT

RPN

0000 1111

antenna switch for all bearers of this connection to the RFP
identified by its RPN

request: PT --> FT

reject: FT --> PT

0000 LBN

LBN LBN (note 8)

bearer handover / bearer replacement of the bearer(s)
identified by LBN

request: FT --> PT

reject: PT --> FT

1111 LBN

LBN LBN (note 8)

bearer handover / bearer replacement of the bearer(s)
identified by LBN

request: PT --> FT

reject: FT --> PT

0000 1111

0000 1111

connection handover
request: FT --> PT
reject: PT --> FT

0000 LBN

frequency error

frequency control for the bearer identified by LBN
request: FT --> PT
reject: PT --> FT

RPN

frequency error

frequency control for all bearers of this connection to the RFP
identified by its RPN

request: FT --> PT

reject: PT --> FT

RPN

advance timing
increment
decrement

Advance timing for all the bearers of this connection to the RFP
identified by its RPN

request: FT --> PT

reject: PT --> FT

RPN

0000 1111

PT --> FT: PT informs that it is transmitting prolonged
preamble in all the frames

0000 SN

0000 CN

frequency replacement to carrier CN on slot pair SN.
request PT -> FT
confirm FT -> PT

1{0|0|0

0001 SN

0000 CN

frequency replacement to carrier CN on slot pair SN.
grant PT -> FT

1/]0]0]1

}

to

Reserved

1[1]0]1

}

NOTE 1

The function of these commands depends on the transmission direction. The commands are either

requests or reject. A rgiect should only be used if the requested action isnot supported.

NOTE 2:

NOTE 3:
NOTE 4:

For the bearer handover request, the RPN isan optional parameter. If set to al "0" the FP does not
propose a particular RFP for handover.

A PP may or may not accept the RFP's proposal of the new RPN.

The frequency error in kHz isencoded in 2's complement form, to give arange of +127 kHz to -128 kHz.

The least significant bit of the error is placed in bit position bng.

NOTE5:

The advance timing changes are encoded in 2's complement form (+127 bitsto -128 bits). The LSB of the

advance timing is placed in position ag; Changes with less than 2 bits should not be requested.

NOTE6:

handover procedure.

NOTE 7:

The bearer handover request command in the PT to FT direction is used in the double simplex bearer

Duplicate thelast used LBN to al not used LBN parameter fields to ensure detection capability for the

receiver. Vaues 0000 and 1111 can beignored.
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NOTE 8: The param_2 field in previous versions was RPN, now LBN,LBN. This can result in ambiguity! This
coding has been changed for B-field messages only, because it was standardized in EN 301 649 (DPRS)

(see Bibliography).

7.3.4.3 RESET

This message shall only be used in the MAC | p_error_correction service.

X011 111 0| FMID PMID ctrl LBN Spare Spare
0000 1111 0000 1111
bno bn8 bn20 bﬂ40 bﬂ44 bﬂ48 bﬂ56
bn7 bn19 bn39 bn43 bﬂ47 bﬂ55 bl’]63
Figure 7.79

For FMID, PMID see clause 11.7. For coding of bits by, ... b3 seetable 7.54; for by, ... b,; seeclause7.2.5.3.8.

Table 7.54
ctrl Meaning
0 0 X X request
0 1 X X confirm
0 X 0 O reserved
0 X 0 1 first TDMA half frame
0 X 1 0 second TDMA half frame
0 X 1 1 both TDMA half frames
1 X X X reserved

7.3.4.4 Bearer quality in an asymmetric connection

Acknowledgements for
Channels in the first
Half of the frame

acknowledgements for
channels in the second
half of the frame

bno bn7 bn8 bn35 bl’]36 bn63
Figure 7.80
Acknowledgements for physical channelsin thefirst haf of the TDMA frame.
LBN1 LBN2 LBN3 LBN4 LBNS LBN14
QU | Q2 [Qu ] @2 Jou | Q2 [ QU ] Q2 | Qu | Q2 QU | Q2
BCK BCK BCK BCK BCK BCK
bn8 Bn9 bnlo bn35
Figure 7.81
Acknowledgements for physical channelsin the second half of the TDMA frame.
LBN1 LBN2 LBN3 LBN4 LBNS LBN14
QU | Q2 [ QU [ Q2 [ Qu [ Q2 [ Qu ] Q2 | QU | Q2 QU | Q2
BCK BCK BCK BCK BCK BCK
bn36 bl’]63
Figure 7.82

In pairstwo bits arerelated to one simplex half of a double simplex bearer identified by the LBN. Depending on the
MAC layer service the meaning of these bitsis different.

For I, and I,_error_detection services the two bits have the function of the Q1 and Q2 bit. The setting of the Q1 and Q2
bit are described in the procedures of clause 10.8.1.3.
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For thel,_error_correction service the two bits have the function of the BCK and Q2 bit. The coding of these bits are
described in clause 10.8.2.4.

7.3.5 Extended system information

7.35.1 General format

X100 command information
bno bn3 bn4 bﬂ7 bﬂ8 bl’]63

Figure 7.83

Table 7.55

ommand Meaning

a
0 O TARI messages
0 1}
to } reserved
111 1}

com
00
00

7.35.2 TARI messages

The management entity in the tranamitting radio endpoint supplies the MAC layer with a 36 bit SDU viathe ME SAP.
At thereceiving endpoint the MAC layer passes the 36 bit SDU out through the ME SAP to the management entity.

X1000000 TARI field spare spare spare
1111 ( 0000 1111 | 0000 1111
bno bn7 bn8 bn43 bn44 bl’]63
Figure 7.84

For the coding of the TARI field refer to EN 300 175-6 [5].

7.3.6  Gg-channel data packet

X101
bno bn3

NCF
bn4 bn7

56 bit GF-channel SDU
bﬂ8 bl’]63

Figure 7.85
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Table 7.56

(@]

POORPFRPOORPFRPOOT

Meaning

no CF data in the B-field

one B-subfield contains CF data
two B-subfields contain CF data
three B-subfields contain CF data
four B-subfields contain CF data
five B-subfields contain CF data
six B-subfields contain CF data
seven B-subfields contain CF data
eight B-subfields contain CF data
nine B-subfields contain CF data

}

} reserved

}

PRPRPRPOOOOOOOO
OCOoOOrRrRPRRPPRPROOOOZ
OrORFrOFrRORFrORrO

=
=
—
o
=
=

7.3.7 Escape

X111
bno bﬂ3

escape information
bn4 bn63

Figure 7.86

Any DECT equipment may transmit an escape message.

The content of the escape information field (bn, to bngz) isnot specified. This message shal not be used to perform a
function that is specified in another part of the DECT CI standard.

8 Medium access layer primitives

The contents of clause 8 are for information only. This clause is aimed to assigt in the description of layer to layer
procedures.

These primitives are abstract and their concrete representations may vary from implementation to implementation.
Therefore, they shall not be considered to be a testable entity.

Four types of primitives exist, Request (req), Indicate (ind), Response (res) and Confirm (cfm). A "cfm" primitive only
occurs as confirmation of an action initiated by a"req" primitive. A "res" primitive can only follow a"ind" primitive.
The direction of the primitivesis shown in figure 8.1:

in res cfm
LLME i T i T
req
ind

MAC

\TlTl/

20

req ind res cfm

Figure 8.1: MAC layer primitives
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8.1 Connection oriented service primitives

Connections are identified by the MAC Connection Endpoint Identifier, MCEI.

8.1.1 Connection setup: MAC_CON {req;ind;cfm}

Parameter list:

Table 8.1

Parameter

=

MCEI

FMID, note 1

PMID

connection handover
old MCEl, note 2

CF required

slot type

service type

max lifetime, note 3
up/down/sm/ss, note 4
connection type
ECN, note 5

FOOXXXXXXXX®

XX XXX XX ><><><><g_

X = parameter exists
O = parameter optional
- = parameter does not exist in this primitive

NOTE 1: FMID is only needed for fixed part initiated "fast setup".

"connection type" = "basic".

maximum lifetime = unlimited.

symmetric single bearer connection.
NOTE 5: The "ECN" parameter is only used if "connection type" = "advanced".

NOTE 2: The "old MCEI" parameter is only needed if "connection handover" = "yes" and the previous

NOTE 4: The setting of this parameter in the MAC_CON-req primitive is optional. Default value is "ss", the

NOTE 3: The "maximum lifetime" parameter only applies to the IP_error_correction service. The setting of this
parameter in the MAC_CON-req primitive is optional. Default value (i.e. assumed when not set) is:

Parameter values:
MCEI = local matter;
connection handover  ={ yes, no};
old MCEl = local matter, or null;
Cr required ={yes no};
service type ={ Iy_minimum_delay, I,_normal_delay, I,_error_detection,
dot type = { double, full, haf withj=0};
Ip_error_correction, unknown, C-channel only IPQ_error_detect, IPQ_error_correct }

up/down/sm/ss. up = asymmetric uplink connection;

down = asymmetric downlink connection;

sm = symmetric multibearer connection;
maximum lifetime ={ unlimited, 1, 2, ..., 7};

ss = symmetric single bearer connection;
connection type ={ basic, advanced };
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ECN ={0,1, .. 15}.

8.1.2 Connection modification: MAC_MOD {req;ind;cfm}

Parameter list:

Table 8.2

Parameter

=

MCEI

ECN

slot type

switching

service type

max lifetime

target number of uplink simplex bearers
target number of downlink simplex bearers
minimum acceptable uplink simplex bearers
minimum acceptable downlink simplex bearers
result

modulation type

0O+ 00000 X0XXX|3

OX ' '+ 1 OXOXXX|3

=
o><........><><3

X = parameter exists

O = parameter optional
- = parameter does not exist in this primitive

Parameter values are the same as MAC_CON except:
MCEI = |local matter;
ECN ={0,1, ... 15};

switching = {full to double, doubleto full, full tofull, full to half, half to full, basic to advanced, none} ;

slot type = { double, full, half with j = 0};

service type ={ Iy_minimum_delay, I,_normal_delay, I,_error_detection,

Ip_error_correction, C-channd only, IPQ_error_detect, IPQ_error_correct };

maximum lifetime ={ unlimited, 1, 2, ..., 7 };

target number of uplink simplex bearers ={1,2, ... 30};
target number of downlink simplex bearers ={12, ... 30};
minimum acceptable uplink simplex bearers ={1,2, ... 30};
minimum acceptable downlink simplex bearers ={1,2, ... 30}.
result = {{accept, reject}.

Modulation type ={2-level mod. in (B+Z) fields; 2-level mod. in the A-field; 4-
level-mod. in (B+2)-fields; 4-level mod. in the A-field; 8-leve

mod. in (B+Z) fields; 8-level mod. in the A-field}.

NOTE 1: Target number =- minimum acceptable.
NOTE 2: If "dot type" = "half" then target number = minimum acceptable = 1.
"Slot type" shall only be used to adjust j.

NOTE 3: If the"modulation type" parameter isnot present, the correct modulation scheme is confirmed.
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8.1.3 CO data transmit ready: MAC_CO_DTR {ind}

Table 8.3

=]
X X X x|3

Parameter
MCEI
data channel type
number of segments
number of duplex bearers
X = parameter exists

Data channel type ={Gr Cs Cr, I\v Ip}-
Number of ssgments ={0,1,..30}.

No. of duplex bearers = integer; thisvalueis only set for data channel type Cr..

8.1.4 CO data transfer: MAC_CO_DATA {req;ind}

Parameter list:

Table 8.4

Parameter

MCEI

transmit data channel type
receive data channel type
number of segments

number of bearers for control
SDU

CRC Results

X = parameter exists

O = parameter optional

- = parameter does not exist in this primitive

-

'><><><'><><8

OXx ' XX X2

Parameter values.

transmit data channel type {Gg, Cg Cp, I\ I null};

receive data channel type {Gg, Cg, Cr, Iy, Ipy unknown};

number of segments {0, 1, ... 30};

no of bearersfor control integer; this parameter isonly set if transmit channel typeis Cr;

CRC results = |ocal matter.

NOTE: Except I, all datais provided with MAC layer 16 or 32 bit CRCs. Indicating the CRC results may be
needed in error detect services.

8.1.5 Restart DLC: MAC_RES DLC {ind}

Parameter list:

Table 8.5

Parameter ind
MCEI X
X = parameter exists
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8.1.6 Connection release: MAC_DIS {req;ind}

Parameter list:
Table 8.6
Parameter req ind
MCEI X X
reason - ®)

X = parameter exists
O = parameter optional
- = parameter does not exist in this primitive

Reason = { normal, abnormal }.

NOTE: Disconnect with the aim of reconnecting should be performed by sending appropriate higher layer
messages before issuing this primitive.

8.1.7 MAC bandwidth: MAC_BW {ind;res}

Parameter list:
Table 8.7
Parameter ind res
MCEI X X
target number of uplink simplex bearers X -
target number of downlink simplex bearers X -
minimum acceptable uplink simplex bearers X -
minimum acceptable downlink simplex bearers X -
X = parameter exists
- = parameter does not exist in this primitive
Parameter values:
MCEI = local matter;
target number of uplink simplex bearers ={1,2, ... 30};
target number of downlink simplex bearers ={12, ... 30};
minimum acceptable uplink ssimplex bearers ={12, ... 30};
minimum acceptable downlink ssimplex bearers ={1,2, ... 30}.
8.1.8 Encryption
8.1.8.1 Load encryption key: MAC_ENC_KEY {req}
Parameter list:
Table 8.8
Parameter req
MCEI X
SDU, containing encryption key X
X = parameter exists
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8.1.8.2 Enable/disable encryption: MAC_ENC_EKS {req;ind;cfm}
Parameter list:
Table 8.9
Parameter req ind cfm
MCEI X X X
"go crypted / go clear" flag X X X
X = parameter exists

8.1.9 C-plane switching procedure

8.1.9.1 C-plane switching procedure: MAC_Cg_Ck {req, cfm, ind, res}
Parameter list:
Table 8.10
Parameter req ind res cfm
MCEI X X X X
LCN old X X X X
LCN new X X X X
switching type X X X X
result X X X X
X = parameter exists
- = parameter optional

Parameter values:
MCEI = local matter;
LCN old ={0,1, ...,7};
LCN new ={0,1, .., 7};

switchingtype: {Cgto Cg, C-to Cg, C5to Cg};

result: accept/reject.
8.1.9.2 C-plane switching procedure: MAC_CgCg_END {ind}
Parameter list:
Table 8.11
Parameter ind

MCEI X
LCN old X
LCN new X
switching type X
result X
X = parameter exists
- = parameter optional

Parameter values:

MCEI = local matter;
LCN old = {0,1,...,7};
LCN new = {0,1,...,7};
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switchingtype: { Cgto C, C-to Cg, Cgto Cg};

result: accept/reject.

8.2 Connectionless and broadcast service primitives

8.2.1 Paging: MAC_PAGE {req;ind}

Parameter list:
Table 8.12
Parameter req ind
cluster ID X X
page type X -
length of page field X -
long flag X X
Sbu X X
CRC results - O
X = parameter exists
O = parameter optional
- = parameter does not exist in this primitive
Parameter values:
cluster ID ={ dl clusters/ aninteger };
page type ={ fast, normad };
length of page field ={0, 20, 36, 72, 108, 144, 180, 216};
long flag ={ long, other }; this parameter is only needed for page fields of length 36;

CRC results =|ocal matter.

8.2.2 Downlink connectionless: MAC_DOWN_CON {req;ind}

Table 8.13

Parameter req ind
logical channel X X

number of segments X X
ARI X
data contains errors X
SDU X X
X = parameter exists
- = parameter does not exist in this primitive

logical channd ={CLg CLg Sl Slp}.
number of segments ={ 1...10}.
NOTE: Number of segmentsisonly needed for CL data.
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8.2.3 Uplink connectionless: MAC_UP_CON {req;ind;cfm}

Table 8.14

cfm

><><O><g_

Parameter req
SDU length X
SDU (0]
PMID -
data contains errors
status X
X = parameter exists

O = parameter optional

- = parameter does not exist in this primitive

SDUlength  ={0,40,n*64}:n={1,2,..20}.

status ={ no C/L uplink service, CLg not supported, data transmitted } .

8.3 Management primitives

Parameter values shall not be defined for the management primitivesin this EN to allow the possibility of alternative
implementations.

8.3.1 Connection control

8.3.1.1 Connection setup: MAC_ME_CON {ind}
Parameters:
- basic/advanced connection;

- ECN (if advanced connection);

new connection/bearer handover/connection handover;

- old MCEI (if connection handover).

8.3.1.2 Connection setup allowed: MAC_ME_CON_ALL {req}
Parameters:

- forbid/dlow flag;

- forbid reason (i.e. asked for basic, can retry with advanced);

- ECN;
- new MBC required;
- MCEL.
8.3.1.3 Bearer release: MAC_ME_REL {req}

This primitive is used by the LLME to rel ease a bearer due to not finding an MBC on handover.

8.3.14 MBC release report: MAC_ME_REL_REP {ind}
Parameter:

- ECN.
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8.3.2 System information and identities

8.3.2.1 FP information preloading: MAC_ME_RFP_PRELOAD {req}
Parameters:

PARI;

RPN;

SARI;

fixed part capabilities;

multiframe number.

8.3.2.2 PT information preloading: MAC_ME_PT_PRELOAD {req}
Parameters:
assigned individual TPUI,;

assigned/default flag.

8.3.2.3 System information output: MAC_ME_INFO {ind;res}
Parameters:

PARI;

RPN;

SARI;

fixed part capabilities,

multiframe number.
8.3.2.4 Extended system info: MAC_ME_EXT .{req;ind;res;cfm}
Parameters:

FMID;

PMID;
SDU.

8.3.3 Channel map: MAC_ME_CHANMAP {ind;res}
Parameters:
strongest channds;

Quietest/free channels.

8.3.4 Status reports: MAC_ME_STATUS {req;ind;res;cfm}

Parameters:
cal satus;

dot drift/dot theft (X-field) report;
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- CRC report (retransmission report);
- timer status;
- handover required;

- diversity switch required.

8.3.5 Error reports: MAC_ME_ERROR {ind;res}

Parameters:
- saviceoverload;

- cdl falure.

8.4 Flow control

84.1 MA SAP flow control

Transmitter: the BMC of an FT may accept MAC_PAGE-req primitives. According to the paging type (fast or normal,
see clause 9.1.3.1), the SDU length, and the T-Mux algorithm the BMC will distribute the P-channd information to &l
TBCs, CBCs and DBCs of a cluster. If the BMC cannot distribute the SDU contained in the MAC_PAGE-req primitive,
that SDU is discarded and nothing isreturned to the higher layers.

Receiver: the BMC in a PT may receive paging messages from any bearer. If Bg-channel messages were received in
one TDMA frame the BMC should send at least one of these messages with aMAC_PAGE-ind primitive to the DLC.

8.4.2 MB SAP flow control

The flow contral of Sly;, Slp, CLgand CL-channel data depends on the transmission direction and the connectionless

service. Flow control isdescribed separately for downlink and uplink directions in the corresponding proceduresin
clauses 9.1.2 and 9.2 respectively.

8.4.3 MC SAP flow control

The MBC shall request the DLC for dl datato be transmitted from the Cg, C, G, I and | -channdl. With the

MAC_CO_DTR-ind primitive the MBC may request for segments of several channels or selectively for segments of
only one channel. The DLC responds by issuing one or several MAC_CO_DATA-req primitives to the MAC. A
MAC_CO_DATA primitive shall carry data segments from only onelogical (sub)channel. Datais delivered from the
MAC to the DLC with the MAC_CO_DATA-ind primitive.

The following primitive flow shall be provided on the transmitting side:

a) Cgand Cg-channels: before an ARQ window starts (see clause 10.8.1) the MAC shall request with
MAC_CO_DTR-ind primitives for the maximum number of allowed higher layer control segments (Cg and
Cg-channel data). By requesting Cr segments the MAC indicates the number of established duplex bearers. The

DLC shall respond with MAC_CO_DATA-req primitives. These primitives shall contain at most the indicated
number of Cg and C segments, and for data type Cr, the number of duplex bearers allowed to carry higher layer

control.

NOTE 1: The number of allowed Cgor C- segments indicated with the MAC_CO_DTR-ind primitive may be zero,
e.g. when retranamissions are needed.

If no C-channd is provided the number of acceptable C.- segmentsin the MAC_CO_DTR-ind primitive and the

number of allowed duplex bearers for higher layer control inthe MAC_CO_DATA-req primitive shall aways be
Zero.
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The Cr. data shall always be transmitted on the allowed number of duplex bearers indicated with the
MAC_CO_DATA-req primitive. Thisruleis also applied for retransmissions of C- data. The MAC shall only
retransmit the C- data on the number of bearers specified by the DLC, avalue "0" disables all retransmissions.

A MAC_CO_DATA-ind primitive may allow the DLC to issue one or more C- ssgments. The DLC may
respond withaMAC_CO_DATA-req primitive for C. data that reserves some bearers for higher layer control
but the primitive itself does not contain a SDU (i.e. number of C segments = 0). The number of reserved bearers
shall not be used for I-channel data. If no or not sufficient G-channel dataiis available (seeitem d)) the MAC
shall fill theremaining segments (seeitem €)).

Iy_normal_delay and I,: before aTDMA half frame startsthe MAC shall request withaMAC_CO_DTR-ind

primitive for all new I-channd data segments which can be transmitted in this TDMA half frame. The DLC shall
reply withaMAC_CO_DATA-req primitive. This primitive shall contain the requested number of I-channel
segments for the I_normal_delay service. For |, services the number of delivered I, segments shall not exceed
the number indicated in the MAC_CO_DTR-ind primitive. If aTDMA half frame is the beginning half frame of
an ARQ window, the I-channel request shall follow the C-channdl request.

If two bearers with the sasme LBN are maintained during bearer handover, I-channel data shall be duplicated on
both bearers, the new and the old bearer.

Iy_minimum_delay: just before the transmission of a bearer carrying I datain aly_minimum_delay service

startsthe MAC request withaMAC_CO_DTR-ind primitive this segment. The DLC shall respond with a
MAC_CO_DATA-req primitive and deliver al segment.

If two bearers with the sasme LBN are maintained during bearer handover, I-channel data may be different on
both bearers. The MAC shall ask for datafor the two bearers using two independent primitives. See annex F for
information regarding seamless handover operation.

Gg-channel: if the G-channel is used (I service) and capacity is available for G segments, the MAC request
just before the transmission startswith aMAC_CO_DTR-ind primitive and indicates the maximum number of
acceptable G segments. The DLC may respond witha MAC_CO_DATA-req primitive and deliver at most the

indicated number of segments. Capacity can be available on bearers carrying some higher layer control, extended
MAC control or on bearers which are not used to carry either C or I, data;

Filling: if the DLC delivers insufficient control segmentsfor a particular bearer, the MAC shall fill the
remaining segments.

If no control segments are ddlivered by the DLC, the MAC shall fill all segments.

NOTE 2: 1 modefilling is performed by the DLC.

The following primitive flow shall be provided on thereceiving end:

a)

b)

<)
d)

if the A-field CRC fails, the B-field data segments are delivered withaMAC_CO _DATA-ind primitive, and are
labdlled as "unknown";

correctly received new Cg and C- data segments shal be delivered with aMAC_CO_DATA-ind primitive to the
DLC at TDMA half frame boundaries;

correctly received G segments are delivered to the DLC immediately with aMAC_CO_DATA-ind primitive;

for thel_error_correction and I,_minimum_delay services, correctly received I-channel segments are delivered

to the DLC immediately witha MAC_CO_DATA-ind primitive; B-field segments|labelled as "unknown™ may
be delivered for I_minimum_delay services.

for thel,_error_detection and I,_normal_delay services, Correctly received I-channel segments are issued to the

DLC with MAC_CO_DATA-ind primitives at half frame boundaries. Segments labelled as "unknown" may be
delivered for I,_normal_delay services. Sequencing shall be provided. For sequencing the "unknown" segments

are trested as |-channd segments.
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9 Broadcast and connectionless procedures

9.1 Downlink broadcast and connectionless procedures

This clause describes the procedures for the continuous downlink BMC and CMC services.

9.1.1 Downlink broadcast procedure

9.11.1 Broadcast information

The broadcast information provides three basic services to any |ocked PPs:
1) accessrightsidentifiers: (N-channd and Q-channél);
2) system information: (Q-channd);
3) paging information: (P-channdl).

AccessRights Identifiers (ARIS):

Access right identifiers are broadcast in two channds. The primary access rightsidentifier is repeated most frequently
using the N-channd, and shall be provided by all RFPs. The RFP may indicate the existence of secondary access rights
identities. Any SARIs are broadcast as part of the Q-channel using the SARI message (see clause 7.2.3.6).

NOTE: Tertiary Access Right Identifiers (TARIS) may also exist. These are available on demand (see clause 9.3).
The ARIs determine if a PP can request service from the RFP, according to therules given in EN 300 175-6 [5].
System infor mation:

System information gives many details about the operation of the fixed part. Thisisamixture of general information,
plus RFP specific information.

Certain system information messages are essential for PTsto lock to a system. These messages shall be transmitted by
all RFPs. The contents and provisions of these messages and the maximum interval between repeats are defined in
clause 7.2.3. Transmission of these messagesis described in clause 11.1.1. The PT locking procedure is defined in
clause 11.3.

Paging infor mation:

Paging information is used to send trangent information to locked PPs. The main application of this serviceisto deliver
call setup messages, these messages are used to connect incoming (FP-originated) calls.

Thereisafast and anormal paging mode. In normal paging mode the paging message positions within a multiframe are
restricted to minimize the duty cycle of idle locked PPs. This enablesidling PPsto switch off for the other frames.
However, paging message delays may occur, and the fast paging mode is defined for cases where ahigher duty cycleis
acceptable and shorter delay is wanted. Fast paging is expected to be primarily used for dataterminals.

Paging procedures are defined in clause 9.1.3.

9.1.1.2 Channel selection for downlink broadcast services

As defined in clause 5.7.1 the continuous broadcast service shall always be available at each CSF. This service shall be
provided on:

- al traffic bearers with transmissionsin the direction FT to PT;
- any connectionless bearer used for adownlink CMC service;

- hedummy bearer.
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Channel selection to provide the downlink broadcast service shall only be applied to setup adummy bearer, and may
occur if either:

1) in presence of traffic bearers neither a bearer providing a connectionless downlink service nor adummy bearer
exists, or

2) thelast bearer with transmissionsin the direction FT to PT isreleased, and neither adummy bearer nor a bearer
providing a connectionless downlink service exists; or

3) one dummy bearer but no traffic bearer exists and the CSF tries to install a second dummy bearer; or
4) the RFP decides to change the physical channd for a dummy bearer; or

5) the RFP receives a"change dummy bearer position" message (see clause 7.2.5.6) and the FT's CSF dlows a
change; or

NOTE: It depends on the system configuration if a CSF allows a dummy bearer change when requested. FTs may
ignore a "change dummy bearer position" message.

6) a connectionless downlink service has finished.
Except for situation 6) above, the FT shall choose a channd according to clause 11.4.3 with following preferences:

For situation 2) above: if the last bearer with transmissionsin the direction FT to PT was atraffic bearer, this
bearer should be converted into a dummy bearer.

For situation 5) above: the physical channel proposed in the "change dummy bearer position” message should be
chosen if allowed (see clause 11.4.3).

If a CSF decides to install dummy bearer(s) when a connectionless service has finished (situation 6)) above, the CSF
shall convert the connectionless downlink bearersto dummy bearers.

The following rules for the placement of the dummy-bearers should be applied so that a PP can always find aternative
RFPs when it islocked to one RFP and searches for a sronger one:

- general for TDMA-multicell-systems:

- at least two bearers (dummy or traffic bearers) need to be TX-active so that a PP can always find its
surrounding FPs. Thisis necessary because one of the two dummies can be hidden in the slot which is
RX-active at the PP (for staying locked or maintaining a traffic-bearer);

- when using slow-hopping RF-modules in the PP (this means that slots which are directly neighboured to active
receive or transmit dots cannot be used):

- with two active dummy bearers:

- the slotnumber of the first dummy bearer hasto be taken into account during channel-selection of the
second dummy bearer. Slot N of the second dummy bearer has to have a minimum distance of 3 slots
(N + 3) relative to the dot of the first dummy bearer;

- with one active dummy bearer:

- when opening anew traffic-bearer dot it has to be checked in the FP, if the FP can still be "seen” by the
PP, i.e. aminimum number of 2 active TX-dots at the FP have got a minimum distance of 3 dots. If this
isthe case, the dummy bearer can berdeased. If it isnot the case, the dummy bearer has to be moved to a
suitable dot;

- with no active dummy bearer:

- when opening anew traffic-bearer dot it has to be checked in the FP, if the FP can still be "seen” by the
PP, i.e. aminimum number of 2 active TX-dots at the FP have got a minimum distance of 3 dots. If this
isnot the case, adummy bearer hasto be activated in a suitable dlot.
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9.1.1.3 Downlink broadcast procedure description

The downlink broadcast procedure is defined by the T-MUX rule (see clause 6.2.2.1). Thisrule defines the distribution
of the available capacity for Q, N and P-channels.

The Q-channd information depends on the system configuration. Q-channel capacity shall be split for transmission of
the different messages according to the rules defined in clause 7.2.3.1.

The P-channel capacity shall be used as defined in clause 9.1.3.
9.1.2 Downlink connectionless procedure

9.1.2.1 Channel selection at the RFP
If dummy bearers exist in the CSF, all dummy bearers shall be converted into connectionless bearers.

When no dummy bearer is present or when the RFP decides to change the physical channel to provide the
connectionless downlink service, the RFP shall choose a channel according to clause 11.4.3.

BMC services may be used to announce the creation of a new downlink service.

9.1.2.2 Downlink connectionless procedure description
FT procedure:

The CBC of a downlink service normaly tranamits continuoudy, i.e. in one ot every frame (see clause 5.7). The CBC
supports the BMC and the CMC downlink service. Dependent on the downlink service (see clause 5.7.2.1) the DLC
may deliver CLg, CLg Sl or Sl datawithaMAC_DOWN_CON-req primitive. During Sl services the DLC shall

submit one segment of Sl channe! data per frame. During Sl services the DLC shall submit the maximum number of
Slp segments that can be transmitted in one frame. For CL ¢ services the DLC may submit at most the maximum number
of CL segmentsthat can be transmitted in one frame. In addition the DLC may deliver one segment of CL g data every
second frame.

CL g dataistransmitted by the RFP strictly following the T-MUX rules defined in clause 6.2.2.1. No numbering is
applied for CLg segments. The TA bitsin the A-field header may use either code for C; tails.

CL ¢ datais positioned in the B-field according to the definition in clause 6.2.2.3.

PT Procedure:
Predicate: The PT hasa CBC ingtalled and isreceiving the FT's connectionless bearer.

NOTE: The FT's connectionless downlink transmissions can be recognized by the special header coding for the
N tails. In addition, the FT may use the BMC service to broadcast the connectionless bearer position.

The PT's CMC ddlivers dl connectionless data together with the CRC resultsto the DLC using the
MAC_DOWN_CON-ind primitive. If the A-field was received with errors any B-field data shall be delivered with data
type set to "unknown™. The A-field tail shall be delivered as"unknown™ on A-field CRC failure only when received in a
TDMA frame where Cy tailsin the downlink direction are allowed (see clause 6.2.2.1).

9.1.3 Paging broadcast procedure
In clause 9.1.3 the following definitions shall apply:
- if "length of pagefield" = 0, the pageis"zero length”;
- if "length of pagefied" = 20, the pageis"short”;
- if "length of pagefield" = 36, the page is"full" or "long";
- if "length of pagefield" > 36, the pageis"long"; and
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- if "Bg SDU length indication” indicate MAC resume page, the page is "resume’.

9.1.3.1 RFP paging broadcasts

Paging messages are used to alert a PP at any location within a DECT fixed part. The Bg-channe! is handled by the
broadcast message controller and the broadcast controllersin every TBC, CBC, and DBC.

The BMC in each cluster shall check that the "cluster ID" parameter in the MAC_PAGE-req primitive refers to the
BMC's cluster. Zero length, short, full, long and resume pages are distinguished by their different SDU length and the
"long" flag for SDU length 36.

All paging messages are broadcast by an RFP using the Py type tails. Within one clugter, all Bg-channd information
shall be duplicated in the Pr typetails of all bearers.

The BMC shall not generate a Py type tail containing short, full, or long page information except after having received a

MAC_PAGE-req primitive. Zero length pages may be generated either after receiving a MAC_PAGE-req primitive
with "length of pagefield" = 0, or by the broadcast controller in the TBC, CBC, or DBC itsdlf.

Zero length page messages are allowed in every frame where Pt information is allowed. Normal length page messages
with Bg data and resume page shall have priority over zero length page messages.

NOTE 1: Carehasto be taken not to force the PPs which are operating in low power mode to listen to all page
messages. This can be done by deactivation of the page-extend hit.

The MAC_PAGE-reg primitive shall define one of two possible paging types:
- normal paging;
- fast paging.

Pr typetail transmissions are only allowed in certain frames of the multiframe (see clause 6.2.2.1). Fast paging may
only be used to alert PPs that listen to all allowed frames for Py tails. Normal paging is applied to alert PPsthat do not
listen to all of these frames. To ensure that PPs have not to listen to al alowed frames for Py tails within one
multiframe but can receive all page tails of the normal paging type transmitted in that multiframe the FT sets an extend
flag in the Py tail header. Paging tails of the normal and fast paging type shall be transmitted within a multiframe
according to the following rules:

Fast resume, fast full and fast short paging messages and the first segment of a fast long page message may be placed in
any frame in which transmission of Py typetailsis permitted, except that they shall not interrupt long pages.

NOTE 2: Higher layer functions are used to ascertain whether a PT islikely to respond to fast paging.

Fast zero length pages shall be treated asnormal, zero length pages. Normal resume, normal full, normal short and
normal zero length paging messages and the first segment of anormal long page message shall berestricted to the
following frames:

a) frame0 in any multiframe sequence;

b) frame2, only if frame O hasthe extend flag set to 1;

c) frame4, only if frames0, 2 have the extend flag set to 1;

d) frame®6, only if frames0, 2, 4 have the extend flag set to 1;

e) frame 10, only if frames 0, 2, 4, 6 have the extend flag set to 1;

f) frame12, onlyif framesO, 2, 4, 6, 10 have the extend flag set to 1.
In frame 12, the extend flag shall be set to O.
Long pages shall have the extend flag set to O.

NOTE 3: Within one multiframe, at most one long page of the normal paging type may be transmitted, and thisis
the last tranamitted page of the normal paging type for that multiframe.
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Long pages are divided into segments of 36 bitsand shall be transmitted in successive framesin which P type tailsare
permitted. Long pages shdl not continue from frame 12 to frame O.

Every Py tail containsa4 bit header. One bit isthe extend flag, referred to above. The other three bitsin this header
indicate the length of the page. For the Bg SDU length 36 two codes are used to distinguish full and long pages. Pages

longer than 36 bits make use of three codes, one indicating "the first 36 bits of along page" another "not the last 36 bits
of along page", and the other indicating "the last 36 bits of along page”.

Resume pages contain the ECN and the PMID.

Short pages contain 2 bytes of MAC layer information. Zero length pages contain 20 bits of RFP identity and then 2
bytes of MAC layer information. See clause 7.2.4 for the format of the Pr messages. The broadcast controller in each
TBC, CBC or DBC decides which type of MAC layer information is placed in the two byte field, and the information
shall be specific to that RFP.

The BMC shall at least distribute full and resume pages to the broadcast controllersin TBCs, CBCs and DBCs for
transmission in frame 0. The BMC need not distribute pages to the broadcast controllersin TBCs, CBCs, and DBCs for
transmission in frames other than frame 0.

The broadcast controller inaTBC, CBC or DBC shdl transmit the Py type tail distributed to it by the BMC in the frame
indicated by the BMC.

The MAC layer shdl transmit an Nt typetail in frame O at least once every T205 seconds.

NOTE 4: FPsthat allow PPsto enter into low duty cycle Idle L ocked mode (see clause 11.3.3) should transmit an
Nt type tail in frame O of at least four multiframes every T205 seconds. The multifames selected for these
transmissions should be selected with careto ensure that all locked PPs can receive the Nt typetail. The
FP that allows low duty cycle paging should al so select the moment of transmitting MAC control paging
(in any of 4 multiframes) such that all information can be received by a PP which isreceiving only once.

The BMC shdl not supply the bearersin its cluster with page messages that are older than T204 multiframes, measured
from the time ingtant when the MAC_PAGE-req primitive wasreceived. Thislimitsthe lifetime of a page messagein
the MAC layer.

NOTE 5: Thislimit appliesto MAC layer repeats aswell asto initial transmissions.
"Long" pages shall beissued by a cluster'sBMC to all TBCs, CBCs and DBCs not more than once.

For FPs that do not allow PPs to enter into low duty cycle Idle_L ocked mode (see clause 11.3.3) and provided that
capacity is available and the lifetime of the page information in the MAC layer has not expired, then "resume”, "short"
and "full" pages shall beissued by the BMC at |east once and may be repeated at most three times. New page messages
have priority over repetitions.

For FPs that allow the PPs to enter into low duty cycle Idle_Locked mode, provided that capacity is available and the
lifetime of the page information in the MAC layer has not expired, the BMC shall issue "resume”, "short” and "full”
pages for afirst transmission to all TBCs, CBCs and DBCs. The BMC shall repeat the transmission of "short” and "full”
page messages in the three multiframes following the first transmission of the messages, provided that the MAC layer
lifetime has not expired. Repeats of page messages have priority over first transmissions of new page messages.

NOTE 6: MAC control added to short page messages (see clause 7.2.4) need not be the same for al repetitions.

NOTE 7: The FP broadcasts within the "fixed part capabilities’ message (see clause 7.2.3.4) whether or not PPsare
allowed to enter the low duty cycle Idle_L ocked mode.

The normal and the fast paging may be combined, so that FPs could allow the PPsto enter into low duty cycle
Idle_L ocked mode by using the normal paging type and FPs could allow PPs that will stay in the high duty cycle
Idle_Locked mode to establish the connection rapidly by using the fast paging type additionally.
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9.1.3.2 PP paging procedures

9.1.3.21 PP paging detection

Idle_Locked isthenormal state of a PP between calls. In this state the PP maintains synchronism with at least one RFP
by receiving regularly Pt or N type tail messages on any bearer from an RFP. The frequency of the reception depends
on theldle_L ocked mode:

- high duty cycle Idle_Locked mode;
- normal Idle_Locked mode;
- low duty cycle Idle_L ocked mode.

These modes are described in clause 11.3.3 and define the ability to receive page messages.

9.1.3.2.2 PP paging processing

The extend flag should be used to extend normal page detection, irrespective of the CRC result (pass or fail).
The various lengths of page fields shall be handled as follows:

Resume page: the PT shall sart bearer establishment by sending a Bearer_Request (advanced, ECN).

Zerolength page: aMAC_PAGE-ind primitive shall not beissued. The contents of the Py tail may be used by the
portabl e termination.

Short and full page: the complete Bg-channel SDUs should be delivered to the higher layer, irrespective of the CRC

result (pass or fail) withaMAC_PAGE-ind primitive. For short pages therest of the information in the Py tail may be
used by the PT.

L ong page: the complete Bg-channel SDU of along page should be delivered to the higher layer with a

MAC_PAGE-ind primitive, provided that all parts of the message (see clause 9.1.3.1) are received without error (CRC
passed).

NOTE 1: The BMC in the PT may assemble a complete message from receptions on several bearers. However
during reception of along page message the PT should not lock to another RFP; it should wait until the
end of the long page message has been detected because on different RFPs the page messages are not
necessarily synchronized.

NOTE 2: Bearersfrom different RFPs may carry different page messages, but the page messages are the same for
all RFPs beonging to one cluster.

9.2 Uplink connectionless procedures

9.2.1 General

This procedure alows the DLC layer in a PT to send a short protected message to the DLC layer inthe FT. The PT's
MAC layer may use arandom access technique to select when to transmit the message.

To provide protection, the PT's MAC layer adds CRCs to the higher layer data.

The connectionless uplink service consists of one or two transmissions on a selected C/L uplink bearer. For
connectionless uplink services the number of transmissions from asingle PT shall not exceed N203 for any period of
T215 multiframes.

Segment numbering isnot defined for this service.
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9.2.2 Bearer selection for the connectionless uplink

The "standard capahilities’ Qr message shall indicate whether an FT offers the connectionless uplink service. If it does
not provide this service, the PT shall not attempt to make connectionless uplink transmissions. If a " connectionless
uplink" serviceis provided, but C messages are not supported, the PT's MAC layer shall not attempt to transmit CL¢

data.

When no C-channdl is supported at the FT (see "standard capabilities', clause 7.2.3.4.2) and a PT's MAC layer
receives aMAC_UP_CON-req primitive containing CL ¢ segments, the PT shall respond with aMAC_UP_CON-cfm
primitive with the status parameter set to "CL ¢ not supported”.

For RFPs of an FP which supports the C/L uplink service (see "fixed part capabilities’, clause 7.2.3.4), the TDD pair of
any dummy or C/L downlink bearer shall be considered asa C/L uplink bearer, i.e. the RFPs ligen to the alocated
channd in all TDMA frames.

If adummy bearer or a connectionless downlink bearer can be found within T214 frames after receiving a
MAC_UP_CON-req primitive, the PT shall usethe TDD pair of this bearer. Otherwise the PT shall select a channd for
the uplink service according to the procedure defined in clause 11.4.2.

NOTE 1: An RFP may provide one dummy bearer when traffic bearers are present. If a connectionless downlink
service is needed this dummy bearer is converted to a connectionless bearer and is the only bearer at the
RFP which supportsthe C/L downlink service. RFPs may broadcast the position of a permanent broadcast
or connectionless bearer using the BMC service (Py tail).

NOTE 2: At least one dummy bearer is always maintained when no traffic or connectionless bearer for downlink
transmissions exist.

A dummy bearer is marked as a short bearer (no B-field) in the BA field of the A-fidld header and uses the normal
identification for N tails.

A connectionless downlink bearer is marked by using a special identification for N tails.

9.2.3 Procedure for the connectionless uplink

9.23.1 Predicates
1) ThePT shdl beintheldle Locked or Active Locked state.
2) the PT shall know of at least one bearer suitable for an uplink connectionless transmission (see clause 9.2.2).
3) the PT knows the FMID of a suitable RFP.
4) the PT hasaCBC ingalled.

9.2.3.2 PT D-field construction

When the PT's MAC layer receivesa MAC_UP_CON-req primitive it constructs one or two D-fields to be transmitted
by its physical layer.

The A-field of the first D-field containsthe "first PT transmission” TA bits; FMID; PMID; and a byte identifying the
connectionless uplink service (see clause 7.2.5.6).

For the CL ¢ service as many CL segments as possible are placed in the B-field, and MAC layer CRCs are added.
Segments of CL ¢ data are positioned according to the rules of clause 6.2.2.3.

If the SDU length is O (only PMID exchange) or 40 bits (CL g service), the B-field may befilled in any manner with the
BA codein the A-field header = 000, or need not even be transmitted at all with the BA code = 111.

A second D-field shall be constructed for CL services with 11 to 20 segmentsin double slot mode, with 5t0 8 CL,
segmentsin full dot mode, or with 2 CL segmentsin half slot mode, and for the CL g service.
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For the CL g service the TA bits in the second D-field indicate data from the CL g-channel by using either of the C; tail
coding and place the SDU in thetail.

For the CL ¢ services the A-field shall contain a M+ tail identifying the second transmission of a connectionless uplink
service (see clause 7.2.5.6).
9.2.3.3 PT transmission sequence
Transmission sequence of the PT's CBC depends on the channel selection criteria
a) the sdlected channd isthe TDD pair of a connectionless downlink or adummy bearer;
b) the PT sdlected afree channd.
Cased)
The transmission sequences are different for C/L uplink services using one or two transmissions.
1) Onetransmission:
- the PT sendsthe D-field in an arbitrarily chosen frame.
2) Two transmissions:

- the PT sendsthefirst D-field in an arbitrarily chosen frame, and the second D-field on the same channel
in the next TDMA frame.

NOTE 1: Theuplink channel on the TDD pair of adummy or C/L downlink bearer is not checked prior to
transmission.

NOTE 2: Controlled by the higher layers retransmissions of the same C/L uplink data may occur. To prevent
continuous collisions (e.g. two PTs start transmission in the ssme TDMA frame and use the same
retransmission algorithm in their higher layers), the MAC layer should choose arandom delay between
receivingaMAC_UP_CON-req primitive and the beginning of thefirst transmission.

Caseb)

- After selecting the channel (see clause 11.4) the PT sendsthefirst D-field in any frame in time with the primary
receiver scan of the FT;

- if the connectionless uplink service consists of two transmissions the PT sends the second D-field on the same
channd in the next TDMA frame.

9.2.34 FT procedure

The FT may receive a C/L uplink transmission either on the TDD half of its dummy or connectionless downlink bearer,
or by scanning for PT first transmissions. When receiving aPT's C/L uplink transmission marked as "first PP
transmission” (see clause 7.1.2) with correct A-field CRC and containing the FT's FMID, the FT shall ingtall aCBC to
process the C/L uplink service.

The FT shall decide upon the coding of the M+ tail message (see clause 7.2.5.6) whether the PT usesasingle
transmission uplink service or adouble transmission uplink service. If a double transmission uplink serviceisin
progress the FT's CBC shall receive the second transmission in the next TDMA frame on the same connectionless
uplink bearer.

If all datarelated to the C/L uplink service has been received correctly, i.e. with correct CRCs, the CMC issues a
MAC_UP_CON-ind primitive to the DLC with the SDU containing received CL - or CL  data.

9.3 Non-continuous broadcast procedure

A-field and B-field procedures exist which allow PTsto acquire more Q-channel information and as a further BMC
service to request a new dummy bearer.
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9.3.1 Request for specific Q-channel information
A PT may acquire extended system information upon request. The procedureisinitiated by the PT'sLLME (see
clause 11.2.1).

9.3.1.1 A-field procedure
PT procedure:

The PT creates two D-fields to be tranamitted by its physical layer. The B-field of both transmissions may befilled in
any manner or need not even be transmitted at all.

The A-field of thefirgt D-field containsthe "first PT transmission” TA bits, FMID, PMID, and a byte identifying the
service (extended system information; see clause 7.2.5.6).

The A-field of the second D-field containsthe M tail TA bits and the request in the A-field tail (see clause 7.2.5.10).

The PT sdlects a channel according to therules for duplex bearers (see clause 11.4) and sendsthefirst D-field in any
framein time with the primary receiver scan of the FT. The PT tranamits the second D-field on the same channd in the
next TDMA frame.

The PT then listensto the TDD pair of the bearer until areply is received or time-out expires (T206, see clause 11.2.2).
FT procedure:

An FT receiving an extended system information request issues the request to the LLME (see clause 11.2.2). If the
LLME repliesthe FT createstwo D-fields to be tranamitted. The B-field of both transmissions may be filled in any
manner or need not even be transmitted at all.

The A-field header of both transmissions use the M tail TA hits.

Thefirg A-fidd tail contains FMID, PMID, and a byte identifying the service (extended system information; see
clause 7.2.5.6).

The second A-field tail containsthe FT response (see clause 7.2.5.10).
The RFP sdlects the TDD pair of that channd on which the request was received and transmitsthe
D-fields in two successive frames. Thefirst D-field may be transmitted in any frame.

9.3.1.2 B-field procedure
PT procedure:

The PT creates one single D-field for the request. This D-field is marked asa "first PT transmission” in the A-field
header. The A-field tail containsa special M+ tail identifying the transmission as part of the extended system
information service. The B-field contains the request(s) (see clause 7.3.5).

The PT sdlects a free channd according to therules for duplex bearers (see clause 11.4.2) and transmits the D-field in
any frame in time with the primary receiver scan of the FT. The PT then scans the TDD pair of the bearer until areply
isreceived or time-out expires (T206, see clause 11.2.2). A reply is marked with the same M tail as used for the
request. Replies are delivered to the LLME (see clause 11.2.1).

FT procedure:

An FT receiving a extended system information request issues the request to the LLME (see clause 11.2.2). If the
LLME repliesthe FT creates one D-field with the A-field containing an M+ tail. Thistail identifies the D-field as part
of the extended system information service (see clause 7.2.5.6). The B-field contains the response from the LLME.

The RFP sdects the TDD pair of that channd on which the request was received and tranamits the D-field once on this
channd in any frame.
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9.3.2 Request for a new dummy bearer

A PT may request the continuous BMC service on anew dummy bearer. The PT, therefore, selects a channel according
to therules defined in clause 11.4 and prepares one single D-field. The D-field contains an A-field with an My tail
identifying the service (see clause 7.2.5.6). The D-field is marked as "first PT transmission” (see clause 7.1.2). The
B-field may befilled in any manner or need not even be transmitted at all. The PT transmitsthe D-field in any framein
time with the primary receiver scan of the FT on the selected channdl.

The FT may ignore the PT'srequest or ingtall the dummy bearer on the TDD half of that channel on which the request
was received. A PT shall not attempt to change the dummy bearer position at an RFP after two successive unsuccessful
attemptsto this RFP.

10 Connection oriented service procedures

10.1 Overview

The connection oriented procedures use two peer-to-peer associations, connections and bearers. A connection isthe
association that isvisibleto the DLC layer, and each connection uses the services of one or more bearers as described in
clause 5.6.

The procedures are described in the following groups:
» Connection control procedures:
- connection setup (see clause 10.2);
- connection modification (see clause 10.3);
- connection release (see clause 10.4).
» Bearer control procedures:
- bearer setup (see clause 10.5);
- bearer handover (see clause 10.6);
- bearer release (see clause 10.7).
» Datatransfer (see clause 10.8):
- CRFP connection control procedures (see clause 10.9).

The procedures are written in the style of a time sequence diagram, with the PT and FT procedures interlaced to
represent the order of events. The steps are numbered as a single series, and the varied outcomes are described with a
series of lettered substeps (3a, 3b etc).

10.2  C/O connection setup

Connection setup is thefirst phase of a connection orientated MAC service and the first phase of a connection
handover. The phrase "Connection_Established” is defined to mean completion of setup at the MAC layer.

Connection setup can be originated from either side. These directions are defined as follows:
- MAC PT_originated;
- MAC FT_originated;
- MAC REP_originated.

All setup attempts for connection handover are PT_originated.
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10.2.1 General

There are four connection setup processes:
- basic connection setup process, PT_originated;
- normal connection setup process, PT_originated;
- fast connection setup process, FT_originated;
- complementary connection setup process, REP_originated.

The basic setup processis used to set up a basic connection. The normal and fast setup processes create advanced
connections (see clause 5.6).

The complementary connection setup process is used to set up a complementary connection (see clause 10.5.1.5).

10.2.2 Initiation of a basic and a normal connection setup

A basic or normal setup may be initiated by a network layer call that originates from either the PT or FT asdetailed in
the following overview:

FT_originated call:
- FT higher layer sends a paging command to the PT higher layer;

- if thispageisreceived successfully, the PT higher layer initiates a connection setup by issuinga MAC_CON-req
primitive to the PT MAC layer.

PT_originated call:
- the PT higher layer initiates a connection setup by issuing aMAC_CON-reg primitive to the PT MAC layer.

10.2.3 Initiation of a fast connection setup
FT_originated call only:
- theFT DLC initiates a connection setup without any prior paging by issuing a MAC_CON-req primitiveto the
MAC layer. This primitive is addressed to only one RFP and the address of the RFP shall be known in advance.

10.2.4 Connection setup procedure description

10.2.4.1 Creation of MBCs
Calling side:

A connection setup starts with the initiation process, either the DLC in the PT (basic and normal setup) or the DLC in
the FT (fast setup) issuesa MAC_CON-reg primitive to its MAC.

This primitive includesa MAC Connection Endpoint Identifier (MCEI) which is used to identify all further primitives
related to this connection.

For fast connection setup the MAC_CON-req primitive shall include the Radio fixed Part Number (RPN) to identify the
RFP to which the PT isregistered, and the calling address which isthe PMID. If the wanted RFP cannot be addressed
by the MBC the MAC issuesa MAC_DIS-ind primitive to the DLC and releases the MBC entity.

If a connection isrequested to perform a connection handover the MAC_CON-req primitive shall indude the new and
the old MCEI.

In addition, the MAC_CON-req primitive shall include the necessary parametersto identify the wanted service. After
receiving a paging command the full service description isnot always known by the PTs. Then the service has type
"unknown".
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If the MAC cannot establish a connection (e.g. an advanced connection isneeded and the FT only supports basic
connections) or the MAC does not support the wanted service (e.g. the MAC only knows basic connections and a data
sarvice is wanted) the MAC issues a MAC_DIS-ind primitive to the DLC and rel eases the MBC ending the procedure.

The MBC asksthe LLME for allowance to set up the connection between the FT (asidentified by its ARI) and the PT
(asidentified by its PMID). If a single bearer 1,_minimum_delay service is wanted and no C-channd isrequired the
MBC may ask to establish a basic connection, otherwise the MBC asks for an advanced connection (see clause 5.6). If
the new connection is for connection handover the MBC al so issues the MCEI of the old connection to the LLME.

Whenever an MBC isallowed to establish an advanced connection the LLME assigns the Exchanged Connection
Number (ECN) to the MBC.

The LLME may forbid the establishment of the desired connection (e.g. there already exists a basic connection, no
further ECNsavailable). If a basic connection was requested by the MBC and then prohibited by the LLME, the MBC
may reattempt by asking for an advanced connection.

If itisnot allowed to set up the wanted connection the MAC issuesa MAC_DIS-ind primitive to the DLC indicating the
reason, and releases the MBC.

If the MBC isallowed to set up the connection the MAC reports the connection type (basic or advanced) with the
MAC_CON-cfm primitive to the DLC after the successful setup of the first bearer.

NOTE 1: In the case of a successful connection setup there exists a common identification for the connection
known at both, PT and FT. It consists of ARI + PMID (+ ECN) where the ECN only appears for
advanced connections. For advanced connections this identification is always unique within the PT and
the FT. For basic connections a duplication may occur only during connection handover.

NOTE 2: It isassumed that the PMID does not change during one connection (e.g. from an arbitrary PMID to a
PMID derived from the assigned individual TPUI (see clause 11.7.2)).

Thefirg task of the calling side's MBC isto invoke the creation of anew MBC at the called side. To dlow the
necessary radio transmissions at least one bearer controlled by a TBC shall exigt. For setting up new bearersthe MBC
chooses one of the bearer setup procedures. The choice depends on the requested service (see clauses 10.2.4.2 and
10.2.4.3).

Higher layer control during connection setup:

At the calling side the MAC may enable transmissions of higher layer control even in the first transmission. After
receiving the MAC_CON-reg primitive the MAC may ask immediately for higher layer control segmentswith a
MAC_CO_DTR-ind primitive (see clause 8.4.3).

Called side:

On the called sdeanew TBC is created by receiving a "bearer_request” message including both a calling address and
its own address (FMID and PMID) on the scanned physical channdl. The message type also contains the information if
the new bearer belongsto a basic or an advanced connection.

The TBC hasthen to receive all necessary parametersto identify an MBC. The MBC isfully identified after:

a) receiving with the "bearer_request” message either an access reguest or a handover request, including the calling
address (FMID or PMID) and defining the connection type (advanced or basic); and

b) for advanced connections only, receiving an ECN; and

¢) for basic connections and only in case of a handover request, an indication if bearer or connection handover is
wanted.

NOTE 3: The parameters are not always known after the first received message, e.g. for setup procedures using the
advanced connection control Mt message set, the conditions are fulfilled after receiving two messages,
the "bearer_request”" message and the "attributes request” message (see clause 10.5.1.2.1).

The TBC issues PMID, ARI and for an advanced connection a so the ECN to the LLME and indicates the purpose of
the wanted connection (bearer/connection handover or new connection).
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NOTE 4: For an FT initiated bearer setup the calling address isthe FMID. But the PT hasto be locked to the calling
RFP and, therefore, the PT knowsthe FT'sARI.
The LLME can now decide:
a) toreleasethe TBC;
b) to connect the TBC to an existing MBC; or
C) tocreateanew MBC for connecting the TBC.

If anew MBC isneeded the LLME requests the MAC to create anew MBC and assignsa MCEI to thisMBC. The
creation of anew MBC is reported to the DLC by issuingaMAC_CON-ind primitive after thefirst successful bearer
setup. This primitive informsthe DLC if abasic or an advanced connection is set up, and describes the wanted service
type.

NOTE 5: The wanted service may be of type "unknown" at this moment.
Higher layer control during connection setup:
The called side may enable transmission of higher layer control after issuing the MAC_CON-ind primitive. The MAC
has to ask for thishigher layer control withaMAC_CO_DTR-ind primitive (see clause 8.4.3).
10.2.4.2 Establishment of a single bearer duplex connection of a known service type

Thisprocedure is applied for all basic connections and for some advanced connections. Advanced connections are
established with this procedure provided that:

a) the MAC_CON-reg primitive at the initiating side contained the full MAC layer service description; and
b) the connection isa single bearer connection.
For asingle bearer connection the duplex bearer setup isinitiated by:
a) thePT, for basic and normal connection setup;
b) theFT, for fast connection setup.

With the creation of the MBC on theinitiating side a connection setup timer (T200, see annex A) is started. A
successful connection setup shall be completed before thistimer expires. Otherwise the connection setup fails.

The MBC of theinitiating side shall have knowledge of at least one available physical channel. The MBC shall also
know the address (FMID or PMID) of the called part. The MBC creates a TBC and issues the called address
(FMID/PMID) and the physical channel description to thenew TBC. The MBC also indicatesif the wanted bearer is
used for bearer handover, connection handover or for anew MAC connection and which single bearer setup procedure
has to be used. For advanced single bearer connectionsthe logical bearer number of the only bearer shall be set to 15
(="1111"). The MBC issues the LBN and the ECN to the TBC.

To establish the bearer the TBC uses one of the following procedures:
a) the basic bearer setup procedure (see clause 10.5.1.1) for a basic connection setup;

b) the PT initiated A-field advanced single bearer setup procedure (see clause 10.5.1.2.1) or the PT initiated B-field
advanced single bearer setup procedure (see clause 10.5.1.3.1) for anormal connection setup;

¢) theFT initiated B-field advanced single bearer setup (see clause 10.5.1.3.2) for fast connection setup.
At the end of a setup procedure a TBC will report to the MBC either:
- "Bearer_established" or "bearer_setup_failed”, indicating the reason.

NOTE 1: At the destination side these messages only occur if a bearer setup attempt was detected and anew MBC
was created.
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If abearer setup attempt failed the TBC isreleased (see bearer setup procedures). The calling MBC can reattempt with
the same procedure up to N200 (see annex A) times, subject to using anew available channel each time and/or
accessing anew RFP (see clause 11.4.2). Each resttempt isreported to the DLC witha MAC_RES _DLC-ind primitive.

NOTE 2: Thisreporting of resttempts is necessary to support overlapped setup, whereby setup of the higher layers
occurs at the same time as setup of the MAC layer.

Explanation: The MAC forgets acknowledged higher layer dataand so this data cannot be repeated ina MAC
bearer setup resttempt. The primitive, therefore, tellsthe higher layers that anew connection setup
was started automatically. Higher layers shall restart their overlapped procedures, or shall release
the MAC setup with aMAC_DIS-req primitive.

If the setup attempt fails N200 + 1 times or the connection setup time-out (T200) expires, theinitiating MAC reports
"setup_failure" toits DLC, usingaMAC_DIS-ind primitive with the reason and releases the MBC. Thisevent isalso
reported to the LLME.

At the called sideit is not always possible to recognize how often setup attempts fail. Here the MBC is aways released
when "bearer_setup _failed" was recognized (see single bearer setup procedures) or by atime-out (e.g. T200 or T201).
The connection setup timer (T200) for anew MBC shall be started at creation of the MBC. Release of an MBC at the
called side isalways reported to the LLME, and to its DLC with aMAC_DIS-ind primitive provided that a
MAC_CON-ind primitive was issued before.

NOTE 3: Thiscondition may occur if abearer setup was successful at the called side but failed at the calling side.
Here the calling side may reattempt to setup a bearer.

An MBC assumesthat a bearer setup was successful when the TBC reported "bearer_established".

When the TBC at the called side reports "bearer_established" the MBC knows all necessary MAC parameter's for the
wanted service. If the MAC does not support the wanted service it will proceed with a connection rel ease procedure and
should indicate the reason (see clause 10.4).

If the MAC supports the service the connection setup for a single bearer connection is completed. Immediately after the
TBC reported "bearer_established” the MAC reports "connection_established" plus service parameters with a
MAC_CON-ind primitive at the called side or with aMAC_CON-cfm primitive at the initiating side to the DLC. All
following transmissions may contain valid I-channel data and the MAC uses the appropriate multiplex for the wanted
service.

10.2.4.3 Establishment of multi-bearer connections and connections needing service
negotiation
Overview:

The following service negotiation procedures shall be used to establish all asymmetric connections, and shall also be
used for symmetric multi-bearer connections.

The procedure shall aso be applied for connections with service type "unknown".

Channedl list messages shall be used for the establishment of asymmetric connections as defined in clause 10.5.1.4.
Channd list messages should be used for al multibearer connection establishment.

During a multi-bearer connection establishment, the first pilot (duplex) bearer within one connection shall be set up by
the initiating side (see clauses 10.2.2 and 10.2.3). Either of the two MBCs may be the master for all subsequent bearer
establishment in the sense that this MBC initiates all of the remaining bearer setups.

The multi-bearer connection establishment procedure startswith the setting up of one duplex bearer, the "pilot channd".
Thisallows the service type to become known, (if it was unknown), and initial channel list messages to be exchanged.

NOTE 1: Channd list messages and procedures are described in clause 10.5.2.
The pilot (duplex) bearer setup isinitiated by:
- the PT, for normal connection setup;

- theFT, for fast connection setup.
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Procedur e description:

Thereceipt of a MAC_CON-req primitive causes the creation of the MBC on the initiating side and the starting of a
connection setup timer (T200). A successful connection setup shall be completed before thistimer expires. Otherwise
the connection setup fails and any bearers that have been set up arereleased.

The MBC of theinitiating side shall have knowledge of at least one available physical channel. The MBC shall also
know the address (FMID or PMID) of the called part. The MBC creates a TBC and issues the called address
(FMID/PMID) and the physical channel description to the new TBC. The MBC aso indicates if the wanted pilot bearer
isused for connection handover or for a new connection. For the pilot bearer the MBC sets the logical bearer number to
15 (= "1111") and issues the LBN and the ECN to the TBC.

To establish the bearer the TBC uses one of the following procedures:

- thePT initiated A-field advanced single bearer setup procedure (see clause 10.5.1.2.1) or the PT initiated B-field
advanced single bearer setup procedure (see clause 10.5.1.3.1) for anormal connection setup;

- theFT initiated B-field advanced single bearer setup (clause 10.5.1.3.2) for fast connection setup.
At the end of a setup procedure a TBC will report to the MBC either:

- "bearer_established"; or

- "bearer_setup failed", indicating the reason.

NOTE 2: At the destination S de these messages only occur if abearer setup attempt was detected and a new MBC
was created.

If abearer setup attempt failed the TBC isreleased (see bearer setup procedures) and the calling MBC can reattempt
with the same procedure up to N200 (see annex A) times, subject to using a new available channel each time and/or
accessing anew RFP (see clause 11.4.2). Each resttempt isreported to the DLC witha MAC_RES _DLC-ind primitive.

NOTE 3: Thisreporting of reattemptsis necessary to support overlapped setup, whereby setup of the higher layers
occurs at the same time as setup of the MAC layer.

Explanation: The MAC forgets acknowledged higher layer dataand so this data cannot be repeated ina MAC
bearer setup resttempt. The primitive, therefore, tellsthe higher layers that anew connection setup
was started automatically. Higher layers shall restart their overlapped procedures, or shall release
the MAC setup with aMAC_DIS-req primitive.

If the setup attempt fails N200 + 1 times or the connection setup time-out expires (T200) the initiating MAC reports
"setup_failure' to the DLC, using a MAC_DIS-ind primitive with the reason set and releases the MBC. Thisevent is
alsoreported to the LLME.

At the called sideit is not always possible to recognize how often setup attempts fail. Here the MBC is aways released
when "bearer_setup_failed" was recognized (see single bearer setup procedures) or by atime-out (e.g. T200 or T201).
The setup timer (T200) for anew MBC shall be started at the creation of the MBC. A release of an MBC isaways
reported to the LLME, and to the DLC with aMAC_DIS-ind primitive provided that a MAC_CON-ind primitive was
issued before.

An MBC assumesthat a bearer setup was successful when the TBC reported "bearer_established".

When the TBC at the called side reports "bearer_established” the called MBC may know all the necessary MAC
parametersfor the wanted service. If the serviceis defined and the called MAC does not support this service it will
proceed with a connection rel ease procedure and should indicate the reason (see clause 10.4). Otherwise the MBC
issues a MAC_CON-ind primitive to the DLC.

The MBC on theinitiating side issuesa MAC_CON-cfm primitive to the DLC after the TBC reported
"bearer_established".

If the serviceis not fully defined, e.g. the service typeis"unknown" or the number of bearersis undefined, the
connection isin a pending state until the DLC on either sde issues a MAC_MOD-req primitive that shall contain all
necessary parameters.

NOTE 4: For PT initiated callsthe MAC_MOD-req primitive may be issued at the sametime asthe
MAC_CON-reqg primitive.
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NOTE5: A MAC_MOD-req primitive is needed for all multibearer connections.

The MBC at the side wherethe MAC_MOD-req primitive was issued shall rel ease the connection when the wanted
service isnot able to be supported. Otherwise the MBC sends repeatedly the appropriate attributes and/or bandwidth
request messages, until these messages are confirmed or a connection release isrecognized. If both messages are
needed, the bandwidth request message shall not precede the attribute request message.

When negotiating the bandwidth the requesting sde shall propose the wanted bandwidth. The bandwidth confirm
message, however, may contain the same minimum and target number of bearers or areduced number of bearers. The
negotiated bandwidth is given by the numbersin the confirm message. If the bandwidthsin the request and confirm
message are different the MBC at the initiating Sde shall issue a MAC_BW-ind primitive to the DLC. When the offered
bandwidth is sufficient for the service the DLC shall reply with a MAC_BW-res primitive, otherwise with
MAC_DIS-reg primitive. The latter case shall cause a connection release.

MAC_MOD-ind and MAC_MOD-cfm shall not be issued until the connection is fully established. To establish the
other bearers of the connection (additional duplex or double simplex bearers) the access request message shall always
be used, even in case the pilot bearer has been setup for connection handover.

Now the two MBC functions have the same, complete, knowledge of the connection that isrequired. Further progress
depends upon the service type:

- symmetric connection;
- asymmetric uplink connection; or
- asymmetric downlink connection.

Additional bearersfor ciphered connections shall be established in clear and afterwards they shall be switched to the
current encryption state.

10.2.4.3.1 Symmetric connection

A symmetric connection is onethat offers a symmetric I-channel serviceto the DLC. The eventual bandwidth and
service type for the direction PP to FP and FP to PP areidentical. A symmetric connection shall only use duplex
bearers.

If the connection isa single bearer connection (previoudly of type "unknown™), thisis now established and
MAC_MOD-ind and MAC_MOD-cfm primitives areissued.

Otherwise thisisamultibearer connection, and all following bearer set ups shall be PT initiated. The PT shall "add"
duplex bearers using the A-Field advanced or B-Field single bearer setup procedures (see clauses 10.5.1.2.1 and
10.5.1.3.1). The channdl list procedures described in clause 10.5.2 should be used to decrease the connection
establishment time by negotiating changes to the receiver scanning patterns at thereceiving side.

10.2.4.3.2 Asymmetric uplink connection

An asymmetric uplink connection is one that offers an asymmetric I-channd serviceto the DLC. It shall use amixture
of double simplex bearersin the direction PP to FP and duplex bearers.

For al subsequent double ssimplex bearer setups the PT isthe T-side. The double ssimplex setup procedure is described
in clause 10.5.1.4.

The number of duplex bearers shall be determined by the MBC in the PT, and at least one duplex bearer shal be
maintained at all times. The PT may add duplex bearers by using the procedures defined in clauses 10.5.1.2.1 or
10.5.1.3.1. For setting up further duplex bearers the channd list procedures (see clause 10.5.2) should be used in order
to decrease the connection establishment time.

10.2.4.3.3 Asymmetric downlink connection

A asymmetric downlink connection isone that offers an asymmetric I-channel serviceto the DLC. It shall use a mixture
of double simplex bearersin the direction FP to PP and duplex bearers.

For al subsequent double simplex bearer setups the FT isthe T-side. The double simplex setup procedure is described
in clause 10.5.1.4.
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The number of duplex bearers shall be determined by the MBC in the FT, and at least one duplex bearer shall be
maintained at all times. The FT may add duplex bearers by using the procedures defined in clauses 10.5.1.2.2 or
10.5.1.3.2. For setting up further duplex bearers the channd list procedures (see clause 10.5.2) should be used in order
to decrease the connection establishment time.

10.2.4.3.4 Connection established

When the number of established bearers equals the "minimum” parameter the MBC entities shall issue the appropriate
MAC_MOD primitive (ind or cfm) to report "connection_established”. The MBCs shall keep attempting to obtain the
"target" number of bearers until the connection setup timer (T200) expires, and may try to obtain this number of bearers
afterwards.

If the connection set up timer expires at either side before the "minimum” number of bearers are established, a
MAC_DIS-ind primitiveisissued containing "connection_establishment_failure" and all established bearersare
released. Therelease of the bearers shall cause the other sideto issueaMAC_DIS-ind primitive.

All transmissions following the MAC_MOD-ind or MAC_MOD-cfm primitive respectively may contain valid
I-channd data and the MAC shall use the appropriate multiplex for the wanted service.

The number of bearers established shall not exceed the agreed target number.

NOTE: Thereceving sde should send a Rel ease message (with release reason "Target number exceeded") in
response to an access_request for a new bearer which would exceed the agreed target number.

10.3  C/O connection modification

10.3.1 Advanced connection: bandwidth modification

The DLC on ether side may initiate a connection modification of an advanced connection by issuingaMAC_MOD-req
primitive.

Bandwidth modifications to existing connections allow the bandwidth to be changed, i.e. the number of required
bearers. The transmission direction of double simplex bearers may be switched by using the fast rel ease procedure (see
clause 10.7.2.3). Switching a bearer from duplex to double ssimplex and vice versais prohibited.

NOTE 1: A bandwidth change may switch asingle bearer connection to a multibearer connection and vice versa.

NOTE 2: A bandwidth change may switch an asymmetric connection to a symmetric connection and vice versa or
may change the direction of an asymmetric connection.

NOTE 3: Some bandwidth change requests may cause ambiguous situations of the MAC I-channd dataflow, e.g.:

- the wanted minimum number of simplex bearersin one direction is above the actua number of
established bearers, and, therefore, the MAC cannot provide the new service instantaneoudly;

- sequencing of data segmentsin | _normal_delay and I ,_error_detection services might fail during the
establishment of new bearers.

NOTE 4: In multibearer connections the sequencing of I-channd data segmentsfor I_normal_delay and
Ip_error_detection services can only be guaranteed by the MAC layer if the minimum number of needed

bearers equal s the target number of bearers. Adding or releasing bearers during a call may cause
ambiguous situations (see clauses 8.4.3 and 10.8.3.2).

Whenever the bandwidth change might cause ambiguity for the data service it is assumed that the side which invokes
the connection modification has already negotiated the modification at ahigher layer. In these cases, thereceiving DLC
should ignore I-channel data delivered before receivingaMAC_MOD-ind or -cfm primitive.
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The MBC at the initiating side sends the appropriate bandwidth request message (A-field or B-field) in up to five
successive allowed frames until a bandwidth confirm message isreceived or a connection releaseisrecognized. The
bandwidth request and confirm messages shall be exchanged on the duplex bearer of the connection characterized by
the highest logical bearer number (LBN). If after five consecutive bandwidth request messages being sent no bandwidth
confirm message is detected, the MBC at the initiating Sde shall react asif a bandwidth confirm message to the current
band was received.

The bandwidth confirm message may contain the same minimum and target number of bearers or reduced number of
bearers. The negotiated bandwidth is given by the numbersin the confirm message. If the bandwidthsin the request and
confirm message are different the MBC at the initiating side shall issuea MAC_BW-ind primitive to the DLC. When
the offered bandwidth is sufficient for the service, the DLC shall reply with aMAC_BW-res primitive, otherwise with a
MAC_DIS-req primitive.

A bandwidth request from the far side should be answered before a bandwidth request from the near side may be sent.

A bandwidth confirm message should be regarded as acknowledged when no further bandwidth request message is
received in the next suitable frame. A bandwidth request or a bandwidth confirm message shall be taken into account by
thereceiving sde only if error freg, that means message type decoded and the corresponding CRC passed.

Example:

MAC_MOD-req( 3up, 1dwn

BANDWIDTH_ T-req( 3up, 1dwn) MACMOD-req(1up, 3dwn )

BANDWIDTH_T-cfm( 3up, 1dwn)

no further bandwith request

bandwith negotiated

BANDWIDTH_T-req( 3up, 3dwn)

BANDWIDTH_T-cfm( 3up, 3dwn )

Figure 10.1: Bandwith Modification example

In case of areguest to decrease the bandwidth the receiving side may reply with the actual bandwidth.

After this negotiation the agreed bandwidth for both directions may be the same (e.g. thefar end does not allow a
change and the bandwidth is still sufficient). For this case the procedure ends.

To modify the connection according to the negotiated new bandwidth one of the MBC isthe master in the sense that
only this MBC may initiate new bearer setups. If the modified connection is symmetric or an asymmetric uplink, the PT
isthe master. For asymmetric downlink connectionsthe FT is the master.

The slave shall release all existing double simplex bearersin the direction slave to master. Independently for each
double smplex bearer, the slave shall choose either the unacknowl edged rel ease procedure or the fast rel ease procedure.
The fast release procedure allows the immediate setup of a new double simplex bearer on the same physical channdls
but in the reverse direction.

First the master shall release bearers, such that in neither direction the established number of bearersremains above the
target number.

If in both directions the number of surviving bearersis equal to or greater than the minimum number of bearers, both
MBCs, issueaMAC_MOD primitive (-ind or -cfm) to indicate the new available bandwidth. The masters MBC may
still try to setup the target number of bearers.
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If in either direction the number of surviving bearersisless than the minimum required bearers the connection
modification timer (T211) is started and the master triesto setup the required number of bearers using the proceduresin
clause 10.2.4.3.1 through clause 10.2.4.3.3. If the minimum number of bearersis not established before the connection
modification timer expires, the MBCs send aMAC_DIS-ind primitive to the DLC. As a consequence the connection is
released.

The modification is successfully completed when the minimum number of bearers is established before the modification
timeout expires. This event isreported to the DLC on both sideswithaMAC_MOD primitive (-ind or -cfm). The
master's MBC may dtill try to achieve the target number of bearers even after the connection modification timer expires
(T211).

The number of bearers established shall not exceed the agreed target number.
NOTE5: Thereceiving sde should send a Rel ease message (with rel ease reason "Target number exceeded") in
response to an access_request for a new bearer which would exceed the agreed target number.
10.3.1.1 Suspend and Resume

The suspend and resume procedures are particular cases of Bandwidth Modification. In the suspend procedure, the
negotiated bandwidth valueis zero. Asresult of this modification the "logical connection” will passto "suspended state’
and all physical connection associated to it will be release.

The connection resumption is the procedure to leave the suspended state by setting up a pilot duplex bearer, followed by
bandwidth modification when necessary. The "logical connection™ will pass to "active state” asresult of the connection
resumption procedure. The resumption procedure can be initiated either by FP or PP. The FP could use the MAC-
resume paging in order to initiate the connection resume procedure.

10.3.1.2 MAC resume paging

MAC resume paging is the procedure which may be used by the FP MBC to resume a suspended MAC connection
without using fast connection setup procedures.

The FP MBC may, if the PPisknown not to support fast setup or if this procedure has previoudy failed, issue aresume
page message using the MAC page procedure (see 9.1.3.1) and start timer an implementation dependent timer. If the PP
supports fast paging and is known to bein high duty cycle Idle_Locked mode, fast paging shal be used. The PP MBC
shall reply the resume page message only if a suspended connection with the indicated PMID and ECN exists by
resuming the connection, i.e. initiating a set up of the physical connection followed by a bandwidth modification. The
FP MBC shall stop the timer if a successful resume is made within the duration of thetimer. If the timer expires, the
procedure shall be considered failed and this shall be indicated to the higher layers.

The value of the timer is up to the implementor.

10.3.2 Advanced connection: service type or slot type modification

The procedures from this section can be used to change the service type and or the slot type of an existing advanced
connection. The following procedures are given in detail: service type modification, dot type modification (i.e full to
double dot and double to full slot).

The modification of a connection service type and/or dot type starts with the initiation process, the DLC in either the
PT or the FT, issuingaMAC_MOD-req primitive to its MAC.

This primitive includes the following parameters:
- MCEI: used to identify the connection at which the request applies;
- ECN: used to identify the connection at which therequest applies;
- switching type: used to identify the requested switching;
- dot type: used to identify the requested dot type;
- servicetype: used to identify the requested service type.

Therdevant MAC messages shall be exchanged on a duplex bearer of the connection.
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Procedure for servicetype modification:

Theinitiating side, which is the one that has received the MAC_MOD-req primitive, startsto transmit in the next
allowed frame the attributes T_request (advanced connection control set). Thisisrepeated in the five successive
allowed frames or until theinitiating side receives the attributes T_confirm (advanced connection control set).

Theinitiating side shall acknowledge the receipt of the attributes T_confirm message by the transmission of an other
message in the next TDMA frame. For this procedure the other message means any other message than aMAC release
message or arepeated attributes T_request message in a frame suitable for retransmission of the attributes T_request

message.

If theattributes T_confirm is not received theinitiating side shall rel ease the connection and the DLC layer isinformed
using the MAC_DIS-ind primitive.

After receiving the attributes T_request message from the initiating side, the receiving side shall sart the T218 timer
within which the switching procedure (attributes scenario) shall be completed and it shall transmit the

attributes T_confirm message. Every timethe attributes T_request isreceived from the initiating side (repeated) the
attributes T_confirm shall be retransmitted to theinitiating side.

If thetimer expiresthe receiving side shall rel ease the connection and the DL C layer isinformed using the MAC_DIS
ind primitive,

After the attributes scenario has been performed successfully, the MAC at both sides sendsto the DLC the MAC_MOD
primitive, confirm or indication indicating that the old connection has changed its service profile as requested and that
the procedure has been successfully compl eted.

For the timing, when to switch to the new service type, the following rules shall apply:

The attributes T_confirm message isthe first burst sent by the responding side containing data of the new service type.
All following bursts sent by the responding side shall contain data of the new service type. Theinitiating side may
assume received data to be of the new service type starting from that burst containing the attributes T_confirm
message. From that TDMA frame where the first attributes T_confirm message is expected up to the first error free
received attributes T_confirm message, received user data should be ignored due to the uncertain service type used.

The other message isthefirg burst sent by the initiating side containing data of new service type. All following bursts
sent by theinitiating side shal contain data of the new service type. The responding side may assume received data to
be of the new service type starting from that burst containing the other message. From that TDMA frame where thefirst
other message is expected up to thefirst error free received other message, received user data should beignored dueto
the uncertain service type used.

Procedure for dot type modification full to double
- FTinitiated:

Theinitiating side (i.e. the FT), startsto transmit in the next allowed framethe attributes T_request (advanced
connection control set). Thisisrepeated in the five successive allowed frames or until the attributes T_confirm
(advanced connection control set) isreceived.

Theinitiating side shall acknowledge the receipt of the attributes T_confirm message by the transmission of an
other message in the next TDMA frame and after that it shall start the handover procedure.

If the attributes T_confirm is not received theinitiating side shall release the connection and the DLC layer is
informed using the MAC_DIS-ind primitive.

Thereceiving Sde after receiving the attributes T_request message from theinitiating sSde, shall start the T218
timer within which the switching procedure (attributes scenario and handover scenario) shall be completed and it
shall tranamit the attributes T_confirm message. Every timethe attributes T_request isreceived from the initiating
side (repeated) the attributes T_confirm shall be retranamitted to theinitiating side.

If the timer expiresthe receiving side shall rel ease the connection and the DLC layer isinformed using the
MAC_DIS-ind primitive.
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If the handover procedure fails, the connection isreleased and the DLC isinformed using the MAC _DIS-ind
primitive. After the handover procedure has been performed successfully, the MAC at both sides sendsto the DLC
the MAC_MOD primitive, confirm or indication indicating that the old connection has changed its sl ot type as
requested and that the procedure has been successfully completed.

- PT initiated:

For connection modification PT initiated, the attributes exchange scenario shall not apply and only the handover
procedure shall be performed: the PT after receiving the MAC_MOD-req primitive starts the handover scenario
directly.

NOTE: For the handover procedure either the bearer or the connection handover can be used.
Procedure for dot type modification double to full:

Theinitiating side, which is the one that has received the MAC_MOD-req primitive, startsto transmit in the next
allowed frame the attributes T_request (advanced connection control set). Thisisrepeated in the five successive
allowed frames or until theinitiating side receives the attributes T_confirm (advanced connection control set): the slot
isstill double.

Theinitiating side shall acknowledge thereceipt of the attributes T_confirm message by the transmission of an other
message in the next TDMA frame. The MAC layer then switches from double to full slot releasing the second part of
the double dot and sendsto its DLC the MAC_MOD-cfm primitive with the "result" parameter set to accept and the
"dot type" parameter set to full.

If theattributes T_confirm is not received theinitiating side shall rel ease the connection and the DLC layer isinformed
using the MAC_DIS-ind primitive.

After receiving the attributes T_request message from the initiating side, the receiving side shall transmit the
attributes T_confirm message: the slot type is still double. Every timethe attributes T_request isreceived from the
initiating side (repeated) the attributes T_confirm shall be retransmitted to the initiating side.

After receiving the other message the receiving side switchesto afull ot releasing the second part of the double slot
and sendsto the DLC the MAC_MOD-ind with the "result” parameter setsto accept and the "dot type" parameter sets
to full.

At both DLC layers, thereceipt of this primitive (MAC_MOD-cfm or ind) acts as a synchronization signal for the U-
Plane switching procedure. Then, the DLC in both initiating and receiving side shall switch correctly the C-Plane link
and U-plane service and release the old link. The DLC at both sides indicates to the LLME that the procedure has been
correctly done.

10.3.3 Connection type modification

These procedures can be used to change connection type (basic to advanced or advanced to basic). During the same
procedure the service type and/or dot type of an existing connection can a so be changed.

In this section the following three procedures are given in detail: the basic to advanced connection type modification,
the advanced to basic connection type modification and the basic to advanced connection type modification plusfull to
double dot type modification.

A connection type modification starts with theinitiation process, the DLC in the either the PT or the FT, issuing a
MAC_MOD-req primitive to its MAC.
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This primitive includes the following parameters:
- MCEI: used to identify the basic/advanced connection at which the request applies;
- ECN: the new value that will be assigned to the basic connection changed in an advanced one;
- switching type: used to identify the requested switching (i.e. basic to advanced);
- dot type used to identify the requested dot type;
- savicetype used to identify the requested service type.
Therdevant MAC messages shall be exchanged on a duplex bearer of the connection.
Procedure for connection type modification basic to advanced:

Theinitiating side, that is the one that has received the MAC_MOD-req primitive, startsto transmit in the next allowed
frametheattributes T_request (basic connection control set). Thisisrepeated in five successive allowed frames or until
the initiating side receives the attributes T_confirm (basic connection control set).

Theinitiating side shall acknowledge the receipt of the attributes T_confirm message by the transmission of an other
message in the next TDMA frame.

If theattributes T_confirm is not received theinitiating side shall rel ease the connection and the DLC layer isinformed
using the MAC_DIS-ind primitive.

After receiving the attributes T_request message from the initiating side, the receiving side shall sart the T218 timer
within which the switching procedure (attributes scenario) shall be completed and it shall transmit the

attributes T_confirm message. Every timethe attributes T_request isreceived from the initiating side (repeated) the
attributes T_confirm shall be retransmitted to theinitiating side.

If thetimer expiresthe receiving side shall rel ease the connection and the DL C layer isinformed using the MAC_DIS
ind primitive,

After the attributes scenario has been performed successfully, the MAC at both sides sendsto the DLC the MAC_MOD
primitive, confirm or indication indicating that the old connection identified by the MCEI has changed its connection
type as requested and is now identified by the pair old MCEI and new ECN and that the procedure has been
successfully completed.

Procedure for connection type modification advanced to basic:

The same procedure as the one used for connection type modification basic to advanced shall apply with the following
exceptions:

- Theattributes T_request/confirm messages shall belong to the advanced connection control set.

- Thenew (basic) connection shall beidentified only by the same MCEI which identified the old (advanced)
connection.

Procedure for connection type modification basic to advanced plus dot type modification full to double:

Theinitiating side, which isthe one that hasreceived the MAC_MOD-req primitive, startsto transmit in the next
allowed frame the attributes T_request (basic connection control set). Thisis repeated in five successive allowed
frames or until theinitiating side receives the attributes T_confirm (basic connection control set).

Theinitiating side shall acknowledge the receipt of the attributes T_confirm message by the transmission of an other
message in the next TDMA frame and after that it shall start the handover procedure.

If theattributes T_confirm is not received than theinitiating side shall rel ease the connection and the DLC layer is
informed using the MAC_DIS-ind primitive.

After receiving the attributes T_request message from the initiating side, the receiving side shall sart the T218 timer
within which the switching procedure (attributes scenario and handover scenario) shall be completed and it shall
tranamit the attributes T_confirm message. Every time the attributes T_request isreceived from the initiating side
(repested) the attributes T_confirm shall be retransmitted to the initiating side.
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If thetimer expiresthe receiving side shall rel ease the connection and the DL C layer isinformed using the MAC _DIS
ind primitive,

If the handover procedure fails, the connection isreleased and the DLC isinformed using the MAC_DIS-ind primitive.

After the handover procedure has been performed successfully, the MAC at both sides sends to the DLC the
MAC_MOD primitive, confirm or indication indicating that the old connection identified by the MCEI has changed its
service profile as requested and is now identified by the pair old MCEI and new ECN and that the procedure has been
successfully completed. The DLC can now perform the switching of the U-plane channedl. The DLC at both sides
indicates to the LLME that the procedure has been correctly done.

NOTE: For the handover procedure either the bearer or the connection handover can be used.

10.3.4 Modulation type modification

The modulation type modification defined by this clause can only be used to modify the modulation type of the B-field
while keeping a 2 level modulation for the A-field.

At MAC layer, the modul ation type modification procedure shall always be PT initiated.

The modulation scheme is associated to a physical connection. A physical connection is aways set up using the default
modulation scheme (Ref. Note 1) and might be switched to ahigher layer negotiated modulation scheme afterwards
using the procedure defined by this clause. For amultibearer connection, the modul ation type negotiation can take place
onto one of the duplex bearers of the connection.

All the bearers of a MAC connection shall aways be setup by using the default modulation scheme (See note 1); in case
a different modulation scheme has been negotiated (e.g. ahigh level one) for the associated physical connection, this
shall be used onto the new bearer immediately after bearer establishment (for the definition of "Bearer established”, see
clause 10.5). Thisrule applies for bearer handover aswell. In case of connection handover, and if therequired
modulation schemeis different from the default one, the modulation type modification procedure defined by this clause
shall be started again.

NOTE 1: The"default" modulation schemeis profile dependant.
Procedur e description:
- PT sde

The DLC layer of the initiating side shall start the modul ation type modification procedure by issuing the
MAC_MOD.req primitive, with the required modulation type, to the MAC layer.

At the MAC_MOD.req primitive detection, the MBC shall send, in the next alowed frame, the appropriate
Attributes T_request message (see clause 7.2.5.3.8 for coding) to the peer entity.

Thisisrepeated in up to five successive allowed frames or until the PT receives the attributes T_confirm
message. If the attributes T_confirm is not received after five retransmissions of the attributes T_request
message, the PT shall release the connection and the DLC layer isinformed using the MAC_DIS-ind primitive.

As soon asthe Attributes T_confirm messageis detected, the MBC shall issuethe MAC_MOD.cfm primitive,
with the negotiated modul ation scheme, to the DLC layer.

The PT shdl acknowledge the receipt of the attributes T_confirm message by the transmission of an other
message in the next TDMA frame. For this procedure the other message means any other message than aMAC
release message or arepeated attributes T_request message in aframe suitable for retransmission of the
attributes T_request message.

- FT sde

At the detection of the Attributes T_request message, the MBC shall issuethe MAC_MOD.ind primitive, with
the required modulation type, to the DLC layer.
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The DLC can either decide to rel ease the connection, (e.g. in case therequired modulation scheme isnot
acceptable for the service) or shall send the MAC_MOD.res primitive, with the agreed modulation type, to the
MAC layer.

At thereception of the MAC_MOD.res primitive, the MBC shall send, in the next allowed frame, the
appropriate Attributes T_confirm message (see clause 7.2.5.3.8 for coding) to the peer entity.

The MBC shdl confirm all the following Attributes T_request messages which it can receive after the first
Attributes T_confirm message has been sent.

NOTE 2: The Attributes T_confirm message is detected if message type decoded and modulation type indication
coincident with therequired one.

For the timing, when to switch to the new service type, the following rules shall apply:

The attributes T_confirm message is the first burst sent by the FT using the new modulation type. All following bursts
sent by the FT shall use the new modulation type. The PT may process received data according to the new modulation
type starting from that burst containing the attributes T_confirm message. From that TDMA frame wherethe first
attributes T_confirm message is expected up to the first error free received attributes T_confirm message, received
B-field data should be ignored due to the uncertain modulation type used.

The other messageisthefirg burst sent by the PT using the new modulation type. All following bursts sent by the PT
shall use the new modulation type. The FT may process recei ved data according to the new modulation type starting
from that burst containing the other message. From that TDMA frame where the first other messageis expected up to
thefirg error free received other message, received B-field data should be ignored due to the uncertain modulation type
used.

10.4 C/O connection release

10.4.1 General

Connection release isthe last phase of a connection orientated MAC service. During connection release an existing
MBC will berdeased. Thisaction isreported to the LLME and to the DLC if necessary.

Several events can cause arelease of an established connection:
a) theDLC of ether sideissuesa MAC_DISreq primitive to the MBC;

b) during connection setup, an MBC was created for a service which isnot provided by the MAC (e.g. IP data
service requested on an FT which supports only 1 services),

¢) dueto abearer release, a TBC reports " connection_release” to the MBC (i.e. in the received RELEASE message
the reason was set to "connection_release”);

d) asaresult of bearer release, no TBC controlling a duplex bearer exigs;
€) dueto abearer release, the MBC cannot maintain the minimum acceptable service.
The events d) and €) do not cause a connection release if they are consequence of a connection suspend procedure.

The events d) and €) do not cause a connection release if the service allows a suspension connection procedure. In this
case, the MBC will inform the LLME.

Event a) describes the initiation of anormal connection release. The DLC of either side decides to release the
connection. As a consequence, one of the events c), d) or €) will cause a connection release at the opposite side.

During connection setup, event d) does not normally cause a connection release at the calling side. Before the
MAC_CON-cfm primitive isissued to the DL C the event d) only causes a connection release when the TBC reports that
the MAC service cannot be provided to the MBC. Without this report the MBC may reattempt the bearer setup (see
clause 10.2.4).

Events d) and €) may occur at any time dueto a bearer failure.

NOTE: A bearer release will be the consequence if a bearer fails.
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10.4.2 Procedure description

If an MBC receivesa MAC_DISreq primitive from its DLC the MBC initiates a bearer release on all TBCsand
disconnectsthe TBCs. The MAC releasesthe MBC and reports this event to the LLME.

During connection setup, one of the MBCs may be asked to provide a service that cannot be provided by its MAC layer.
In this casethat MBC initiates bearer rdease at all TBCs and then disconnects these TBCs. A MAC Layer issuesa
MAC_DIS-indif it hasreceived a MAC_CON-req or already issued a MAC_CON-ind. The MAC releasesthe MBC
and reportsthisevent to the LLME.

A TBC may report bearer released to the MBC for several reasons, e.g. bearer failed due to atimeout or release
message received. The MBC disconnects this TBC and testsiif:

- thelast duplex bearer has been released;
- the wanted service cannot be provided further;
- the TBC indicated a connection release.

The occurrence of at least one of these events will normally cause a connection release (exception see clause 10.4.1,
comment to events d) and €)). The MBC initiates a bearer release on all remaining TBCs and disconnects the TBCs. A
MAC layer issuesaMAC_DIS-indif it hasreceived aMAC_CON-req or aready issued aMAC_CON-ind. The MAC
rel eases the MBC and reports this event to the LLME.

10.5 C/O bearer setup

10.5.1 Single bearer setup procedures

In the following procedures, the set of messages used to switch the bearer state to Bearer_Established after the confirm
message has been received are called the "other" messages. The "other" messages comprises all messages except
release.

10.5.1.1 Basic bearer setup procedure

Predicates:

a) PT isin frameand multiframe synchronism with a cluster. The PT has already received the RFPI of at least one
RFP within this cluster and knows the RFP's receiver scanning sequence;

b) an MBC has been created in the PT's MAC to control a connection. The MBC has knowledge of at least one
available channd and knows the FMID of the desired RFP;

¢) the PT's MBC has created anew TBC in order to set up anew bearer. The MBC hasissued the PMID, FMID
and the physical channel identification to the TBC. The MBC indicated if the wanted bearer isto be used for a
bearer handover, bearer replacement or a new connection, and whether the connection is"normal” or a
"handover".

Procedur e Description:
This procedure isalways PT initiated and based on the exchange of:
- a"bearer_request" message from PT to FT; followed by
- a"bearer_confirm" message from FT to PT; followed by
- an"othe" message from PT to FT; followed by
- an"other" message from FT to PT.
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The"bearer_request” message is one of the following messages defined in clause 7.2.5.2:
- the ACCESS _REQUEST message;
- the BEARER HANDOVER REQUEST message;
- the CONNECTION_HANDOVER_REQUEST message.
The "bearer_confirm" messageis:
- the BEARER_CONFIRM message from clause 7.2.5.2.

The messages are carried in the tail of the A-field. The bearer request and bearer confirm messages are M1 messages of
the basic connection control message set. With these messages the FT and PT exchange their MAC identities. Between
reguest and confirm the exchange of some WAIT messages (see clause 7.2.5.2) isallowed. The FMID contained in the
WAIT and the "bearer_confirm" messages shall be the same asthat in the "bearer_request” message. The "other”
message is used to switch the bearer state at the receiving end to Bearer_Established.

The bearer request message and the first response (confirm or WAIT message) from the called side may appear in any
frame, over-riding therules of the T-Mux algorithm described in clause 6.2.2.1. Thisfirst response of the called side
shall occur inthe TDMA half frame following the successful reception of the request message. Until the PT transmits
the "other" message in a successful bearer setup, the MAC control messages following the request shall occupy all
allowed tailsfor M. The T-Mux algorithm defines which tails are allowed. Thetwo "other" messages are any A-field
messages transmitted in successive TDMA half frames following that TDMA half frame in which the PT received the
bearer confirm message.

Before Bearer_Established, the B-field may not contain valid I-channel data. If valid I-channd dataisavailable, then it
should be included in the B-fidld. When Bearer Established, the B-field shall contain valid I-channd dataif available. If
no I-channd dataisavailable, it isrecommended that all bitsin the B-fiedd are set to "F".

Independent of the current encryption mode of the connection (enabled or disabled) bearer setup aways startsin "clear"
(encryption disabled). In the case of bearer handover, tranamissions on the new bearer are switched to the current
encryption mode of the connection immediately after the second "other” message was transmitted/received.

Procedur e

1) PT transmitsone "bearer_request” at theright time on a given available channel (selection defined in
clause 11.4.2) to one of its known RFPs using the "first PT transmission” header code given in clause 7.1.2.

2) FT receives"bearer_request” error free (see note 2) with correct FMID and creates anew TBC el se procedure
ends (bearer setup failed, no TBC = no further transmissions).

NOTE 1: Itisassumed that an FT which does not have the capacity to create anew TBC (e.g. smpleresidential
system, call in progress, no bearer or connection handover capability) isnot listening to bearer request
messages and, therefore, cannot receive this message. If the MBC can create anew TBC this FMID check
has to be done within one TDMA half frame = 5 ms. The PT may try to access another base station on
reception of arelease message in the half-frame immediately following the bearer request instead of wait
or bearer confirm.

3) FT'sTBC asksLLME for an MBC identified by (ARI + PMID) to be connected. If the FT cannot provide an
MBC the procedure ends (bearer setup failed, see note 3).

WHILE (FT not ready to transmit "bearer_confirm") DO BEGIN
a) FT sends WAIT;
b) If the PT receives WAIT error free
then the PT responds with WAIT;
€else procedure ends (bearer setup failed).

If WAIT messages were received before, the PT should release the TBC by using a bearer rel ease procedure. Otherwise
the TBC shall stop transmissions and the PT should release the TBC.

ETSI



158 Final draft ETSI EN 300 175-3 V1.6.0 (2001-09)

c) If theFT receives WAIT message eror free:
then continue;
€lse procedure ends with FT initiating bearer release (bearer setup failed).
END {WHILE}

4) FT sends "bearer_confirm".

5) If the PT receives "bearer_confirm" error free:
then the PT sendsimmediately "other" (see note 4);
else the procedure ends (bearer setup failed).

If WAIT messages were received before, the PT should release the TBC by using a bearer release procedure. Otherwise
the TBC shall stop transmissions and the PT should release the TBC.

6) If the FT receives "other" with errorsor arelease:

then the FT initiates bearer release (bearer setup failed),

elsethe TBC reports "bearer_established” to the MBC, and the FT sendsimmediately "other" (see note 4).
7) If the PT receives "other” with errorsor arelease:

then the PT initiates bearer release (bearer setup failed);

elsethe TBC reports "bearer_established” to the MBC.

NOTE 2: Receiving without error means, A-field and X-field CRC hold and message is recognized (message type
decoded). When WAIT-messages are used during the setup procedure, the following definition of error
freeis allowed: For the first four transmissions (two in each direction) on a bearer, A-field CRC and
X-field CRC hold and message isrecognized (message type decoded). For the following transmissions
until "bearer_established": At least one out of every two successive expected Mt-messages is recognized
(message type decoded) and A-field CRC holds.

NOTE 3: The FT should release the TBC with a bearer release procedure.

If WAIT messages were received before, the PT should release the TBC by using a bearer release procedure. Otherwise
the TBC shall stop transmissions and the PT should release the TBC.

NOTE 4: "Immediatdly" means, in the TDMA half frame following the transmission of the "bearer_confirm"
message (step 5 above) or of thefirst "other" message (step 6 above).

NOTE 5: During bearer handover and connection handover with encryption from aRFP to a CRFP it isallowed
that the FT and CRFP exchange higher layer messages and start messages between the
bearer_handover.req message (PT PMID) and the bearer.cfm message.

10.5.1.2 A-field advanced single bearer setup procedure

The A-field advanced single bearer setup procedure may beinitiated from either side, PT or FT.

10.5.1.2.1 PT initiated
Predicates:

a) PT isin frame and multiframe synchronism with a cluster. The PT has already |earned the RFPI of at least one
RFP within this cluster and knows the RFP's receiver scanning sequence;

b) an MBC has been created in the PT's MAC to control a connection. The MBC has knowledge of at least one
available channd and knows the FMID of the wanted RFP;
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¢) the PT's MBC has created anew TBC in order to set up anew bearer. The MBC hasissued the PMID, FMID,
ECN, the channd identification and a LBN to the TBC. The MBC indicated if the wanted bearer isto be used for
abearer handover or anew connection, and whether the connection is"norma™ or a "handover".

Procedur e description:
This procedure is based on the exchange of:
- a"bearer_request” message from PT to FT; followed by
- a"bearer_confirm" message from FT to PT; followed by
- an "attributes request" message from PT to FT; followed by
- an "attributes_confirm" message from FT to PT; followed by
- an"other" message from PT to FT; followed by
- an"other" message from FT to PT.
The "bearer_request” message is one of the following messages defined in clause 7.2.5.3:
- the ACCESS REQUEST message,
- the BEARER_HANDOVER REQUEST message;
- the CONNECTION_HANDOVER_REQUEST message.
The "bearer_confirm" messageis:
- the BEARER_CONFIRM message of clause 7.2.5.3.
The "attributes request” messageis:
- the ATTRIBUTES T message (clause 7.2.5.3). The Request/Confirm (R/C) bit isset to 0.
The "attributes_confirm" messageis:
- the ATTRIBUTES T message (clause 7.2.5.3). The Request/Confirm (R/C) bit is set to 1.

All service parametersin the ATTRIBUTES T messages used as the "attributes request” and "attributes_confirm"
messages shall be the same. The only difference isthe setting of the R/C bit.

The messages are carried in thetail of the A-field. Except for the "other” message al messages are M messages of the
advanced control message set. With the M messages the FT and PT exchange their MAC identities and agree the

service type. Between the needed setup messages the exchange of some WAIT messages (see clause 7.2.5.3) is alowed.
The FMID contained in the WAIT and the "bearer_confirm" messages shall be the same as that in the "bearer_request”
message. The "other" messageis used to switch the bearer state at the receiving end to Bearer_Established.

The bearer request message and the first response (confirm or WAIT message) from the called side may appear in any
frame, overriding the rules of the T-Mux algorithm described in clause 6.2.2.1. Thisfirst response of the called sde
shall occur inthe TDMA half frame following the successful reception of the request message. Until the PT transmits
the "other" message in a successful bearer setup, the MAC control messages following the request shall occupy all
allowed tailsfor M. The T-Mux algorithm defines which tails are allowed. The "other" messages are any A-field

messages transmitted in successive TDMA half frames following that half frame in which the PT received the bearer
confirm message.

Before Bearer_Established, the B-field need not contain valid I-channel data. If the U-type multiplex is used during
setup and no valid I-channd dataisavailable, it isrecommended that all bitsin the B-field are set to "0".

Independent of the current encryption mode of the connection (enabled or disabled) bearer setup startsalwaysin "clear”
(encryption disabled). In case of bearer handover, transmissions on the new bearer are switched to the current
encryption mode of the connection immediately after the second "other" message was transmitted/recei ved.
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Procedur e

1) PT transmitsone "bearer_request” at theright time on a given available channel (selection defined in
clause 11.4.2) to one of its known RFPs using the "first PT transmission” header code given in clause 7.1.2.

2) FT receives"bearer_request” error free (see note 2) with correct FMID and creates new TBC el se procedure ends
(bearer setup failed, no TBC = no transmissions).

NOTE 1: Itisassumed that an FT which does not have the capacity to create anew TBC (e.g. smpleresidential
system, call in progress, no bearer or connection handover capability) isnot lisening to bearer request
messages and, therefore, cannot receive this message. If the MBC can create anew TBC this FMID check
has to be done within one TDMA half frame =5 ms.

WHILE (FT not ready to transmit "bearer_confirm") DO BEGIN
a) FT sends WAIT.
b) If the PT receives WAIT error free
then the PT responds with WAIT;
else procedure ends (bearer setup failed).

If WAIT messages were received before, the PT should release the TBC by using a bearer rel ease procedure. Otherwise
the TBC shall stop transmissions and the PT should release the TBC.

c) If theFT receives WAIT message eror free:
then continue;
else procedure ends with FT initiating bearer release (bearer setup failed).
END {WHILE}

3) FT sends"bearer_confirm®;
4) If the PT receives "bearer_confirm" eror free:
then continue;

else the procedure ends (bearer setup failed).

If WAIT messages were received before, the PT should release the TBC by using a bearer release procedure. Otherwise
the TBC shall stop transmissions and the PT should release the TBC.

WHILE (PT not ready to transmit "attributes request") DO BEGIN
a) PT sends WAIT.
b) If theFT receives WAIT eror free:
then the FT responds with WAIT;
€else procedure ends (bearer setup failed), with the FT initiating a bearer release.
c) If the PT receives WAIT message eror free:
then continue;

€else procedure ends (bearer setup failed) with the PT initiating a bearer release.
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END { WHILE}

5) PT sends"attributes request".

6) FT receives "attributes request” error free else procedure ends (bearer setup failed) with FT initiating a bearer
release.

7) FT'sTBC asksLLME for an MBC identified by (ARI + PMID + ECN) to be connected. If the FT cannot
provide an MBC the procedure ends (bearer setup failed) with FT initiating a bearer release.

8) FT'sTBC asks MBC for connection with thereceived logical bearer number (LBN). If the MBC cannot accept a
new bearer with thisLBN the procedure ends (bearer setup failed) with FT initiating a bearer release.

WHILE (FT not ready to transmit "attributes_confirm") DO BEGIN
a) FT sends WAIT.
b) If PT receives WAIT error free:
then the PT responds with WAIT;
else procedure ends (bearer setup failed) with PT initiating a bearer release.
c) If FT receives WAIT message error free
then continue;
else procedure ends with FT initiating bearer release (bearer setup failed).
END {WHILE}

9) FT sends"attributes_confirm™.
10)If PT receives "attributes_confirm" without error:
then continue;
else the procedure ends (bearer setup failed) with PT initiating bearer release.
11)PT sendsimmediately "other” (see note 3).
12)If the FT receives "other" with errorsor arelease;
then the FT initiates bearer release (bearer setup failed);
elsethe TBC reports "bearer_established” to the MBC.
13)FT sendsimmediately "other” (see note 3).
14)If the PT receives "other" with errorsor arelease;
then the PT initiates bearer release (bearer setup failed);
elsethe TBC reports "bearer_established” to the MBC.

NOTE 2: Receiving without error means A-field and X-field CRC hold and message is recognized (message type
decoded). When WAIT-messages are used during the setup procedure, the following definition of error
freeis allowed: For thefirst four transmissions (two in each direction) on a bearer, A-field CRC and
X-field CRC hold and message isrecognized (message type decoded). For the following transmissions
until "bearer_established": At least one out of every two successive expected Mt-messages is recognized
(message type decoded) and A-field CRC holds.
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If WAIT messages were received before, the PT should release the TBC by using a bearer release procedure. Otherwise
the TBC shall stop transmissions and the PT should release the TBC.

NOTE 3: "immediately" means, In the TDMA half frame following the transmission of the "attributes_confirm"
message (step 11) or of thefirst "other" message (step 13).

NOTE 4: During bearer handover and connection handover with encryption from aRFP to a CRFP it isallowed
that the FT and CRFP exchange higher layer messages and start messages between the
bearer_handover.req message (PT PMID) and the bearer.cfm message.

10.5.1.2.2 FT initiated
Predicates:

a) For setting up the first bearer of a connection: the PT islocation registered with the FT and has informed the FT
of the RFPI of the RFP that it was locked to;

b) the PT isscanning all channels of the FT, using the same scanning sequence asthe FT or the FT hasreceived a
LISTEN-channel list message;

¢) an MBC has been created in the FT'sMAC to control a connection. The MBC has knowledge of at |east one
available channd;

d) the FT's MBC has created anew TBC in order to set up anew bearer. The MBC hasissued PMID, FMID, ECN,
the physical channel identification and anew LBN for this connection to the TBC.

Procedur e description:
Sameasin clause 10.5.1.2.1 with the following two exceptions:
- change transmission direction of all messages,

- the"bearer_request” message cannot be the BEARER_HANDOVER_REQUEST message or the
CONNECTION_HANDOVER_REQUEST message as defined in clause 7.2.5.3. Bearer handover and
connection handover of a duplex bearer is always initiated by the PT.

Procedure:

Same procedure as PT initiated with following changes:
- exchange names PT and FT in procedure steps;
- change PMID in step 2 to FMID.

Step 1 is changed to:

- FT tranamitsone "bearer_request” at the right time on a given available channel (selection defined in
clause 11.4.3) to its known PT.

10.5.1.3 B-field single bearer setup procedure

The B-field single bearer setup procedure may be initiated from either side, PT or FT.

10.5.1.3.1 PT initiated

During bearer setup the A-field tail messages follow the normal T-MUX rules, except for the first transmission of the
PT. Thefirst transmission of the PT islabelled in the header's tail identification and the tail carriesa M message

indicating that the connection uses B-field setup (see clause 7.2.5.8).
Predicates:

The same asin clause 10.5.1.2.
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Procedur e description:

This procedure is based on the exchange of:
- a"bearer_request" message from PT to FT; followed by
- a"bearer_confirm" message from FT to PT; followed by
- an"othe" message from PT to FT; followed by
- an"othe" message from FT to PT.

The "bearer_request” messageis:

- the BEARER_REQUEST message of clause 7.3.2.2 where the second header indicates ACCESS REQUEST,
BEARER_HANDOVER_REQUEST or CONNECTION_HANDOVER REQUEST.

The "bearer_confirm" messageis:
- the BEARER_CONFIRM message of clause 7.3.2.3.
All service parametersin the bearer request and the bearer confirm message shall be the same.

The messages shall be carried in the BO subfield and may also be carried in other subfields. The bearer request and
bearer confirm messages are extended MAC control. Between request and confirm the exchange of some WAIT
messages (B-field Advanced connection control set see clause 7.3.2.4) are allowed and, if used, shall be carried in the
BO subfield. The FMID contained in the WAIT and the "bearer_confirm" messages shall be the sasme asthat in the
"bearer_request” message. The "other" message is used to switch the bearer gate at the receiving end to
Bearer_Established.

The firgt response of the called side (bearer_confirm or wait) shall occur in the TDMA half frame following the
successful reception of the request message.

The other messages are any messages transmitted in successive TDMA half frames following that half framein which
the PT received the bearer confirm message.

Independent of the current encryption mode of the connection (enabled or disabled) bearer setup starts alwaysin "clear"
(encryption disabled). In case of bearer handover, transmissions on the new bearer are switched to the current
encryption mode of the connection immediately after the second "other” message was transmitted/received.

Procedure:

1) PT transmitsone "bearer_request” at theright time on a given available channel (selection defined in
clause 11.4.2) to one of its known RFPs;

2) FT receives"bearer_request” error free with correct FMID and creates new TBC else procedure ends bearer
setup failed, no TBC = no transmissions);

NOTE 1: Itisassumed that an FT which does not have the capacity to create anew TBC (e.g. smpleresidential
system, call in progress, no bearer or connection handover capability) isnot listening to bearer request
messages and, therefore, cannot receive this message. If the MBC can create anew TBC this FMID check
has to be done within one TDMA half frame=5ms.

3) FT'sTBC asksLLME for an MBC identified by (ARI + PMID + ECN) to be connected. If the FT cannot
provide an MBC the procedure ends (bearer setup failed);

4) FT'sTBC asksMBC for connection with thereceived logical bearer number (LBN). If the MBC cannot accept a
new bearer with thisLBN the procedure ends (bearer setup failed).
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WHILE (FT not ready to transmit "bearer_confirm") DO BEGIN
a) FT sends WAIT;
b) If PT receives WAIT error free
then PT responds with WAIT;
else procedure ends (bearer setup failed);
c) If FT receives WAIT message error free
then continue;
€else procedure ends with FT initiating bearer release (bearer setup failed).
END {WHILE}

5) FT sends"bearer_confirm®;

6) If PT receives "bearer_confirm" without error:
then continue;
else the procedure ends (bearer setup failed).

7) PT sendsimmediately "other".

8) If the FT receives "other" with correct A-field and X-field CRCs:
then the TBC reports "bearer_established” to the MBC;
elsethe FT initiates bearer release (bearer setup failed).

9) FT sendsimmediately "other".

10)If the PT receives "other" with correct A-field and X-field CRCs:
then the TBC reports "bearer_established” to the MBC;
elsethe PT initiates bearer release (bearer setup failed).

In the preceding procedure the wording "Immediately" means, in the TDMA half frame following the transmission of
the "bearer_confirm" message (step 7) or in the TDMA half frame following the transmission of the first "other”

message (step 9).

In the preceding procedure the expression "Received error free" meansthat the A-field and the BO-subfield shall be
received without CRC error. When WAIT-messages are used during the setup procedure, the following definition of
error isallowed: for thefirst four transmissions (two in each direction) on abearer, A-field CRC and BO-subfield hold
and message isrecognized (message type decoded). For the following transmissions until "bearer_established": at least
one out of every two successi ve expected MAC B-field advanced_connection control set messagesis recognized
(message type decoded) and A-field and BO-subfield CRC holds.

In case of the bearer setup failureis detected at the FT side, the FT should release the TBC with an FT initiated bearer
rel ease procedure.

In case of the bearer setup failureis detected at the PT side and when WAIT messages were exchanged before, the PT
should release the TBC by using a PT initiated bearer release procedure. Otherwise the TBC shall stop transmissions
and the PT should afterwards release the TBC.

Although the rdlevant MAC messages (bearer request, bearer confirm, WAIT and release) shall belocated in
BO-subfield, duplication of these messagesisallowed in other Bn-subfields.

NOTE 2: During bearer handover and connection handover with encryption from a RFP to a CRFP it isallowed
that the FT and CRFP exchange higher layer messages and start messages between the
bearer_handover.req message (PT PMID) and the bearer.cfm message.
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10.5.1.3.2 FT initiated
During bearer setup the A-field tail messages follow the normal T-MUX rules.
Predicates:
Sameasin clause 10.5.1.2.2
Procedur e description:
Sameasin clause 10.5.1.3.1 with the following two exceptions:
- change transmission direction of all messages,

- the"bearer_request" message cannot be the BEARER_HANDOVER_REQUEST message or the
CONNECTION_HANDOVER _REQUEST message as defined in clause 7.2.5.3. Bearer handover and
connection handover of a duplex bearer is always initiated by the PT.

Procedure:
Same procedure as PT initiated with following changes:
- exchange names PT and FT;
- change FMID in step 2 to PMID;
- step 1 changesto:
- FT tranamitsone "bearer_request” at the right time on a given available channel (selection defined in
clause 11.4.3) to its known PT.
10.5.1.4 Double simplex setup procedure
Terminology:
T-side: the sde that will be the eventual tranamitter of the double ssimplex bearer.
R-side: the sidethat will be the eventual receiver of the double simplex besrer.
Predicates:

a) the connection (or the MBC) already exists, i.e. adouble smplex bearer shall only be added to an existing
connection. At least one (pilot) duplex bearer shall be controlled by this connection;

b) the wanted service isknown at both endpoints. To provide the wanted service an asymmetric connection isto be
used;

¢) theT-ddeknowsthe FT's ARI, the PT's PMID, the ECN and the LBN of the wanted bearer. It also knows if the
wanted bearer isto be used for a bearer handover or for a connection setup, and whether the connection setup is
for handing over a connection.

The procedure has two phases:
- sdection of suitable physical channds;
- bearer setup usng those channds.
There are two methods of double simplex bearer setup: indirect setup, and direct setup.

Theindirect double ssmplex bearer setup is based on the R-side transmission of a single "dummy" message on that
physical channd of the channel pair which liesin thenormal R-side tranamit half-frame. When received without error,
the T-side may proceed with the direct bearer setup procedure starting the double simplex transmissions on the same
channél pair in thenext TDMA frame.
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The "dummy" message is the following message:

- the UNCONFIRMED_DUMMY message defined in clause 7.2.5.3 (A-field setup) and clause 7.3.2.8 (B-field
setup): Sent by the R-side.

The direct double simplex bearer setup is based on the exchange of the following messages:
- the START channdl list message sent by the T-side; together with
- the"bearer_request" messages transmitted by the T-side; followed by
- the"attributes’ message transmitted by the T-side; followed by
- the ACTIVE channd lig messagereceived by the T-side.
NOTE 1: The"attributes" message occurs only in A-field setup.
NOTE 2: The START channel list message is sent on a aready established bearer.
NOTE 3: The ACTIVE channd list message istransmitted on any duplex bearer.
The "bearer_request” message is the following message:

- the UNCONFIRMED_ACCESS REQUEST message defined either in clause 7.2.5.3 (A-field setup) or in
clause 7.3.2.2 (B-field setup).

The "attributes’ message for A-field setup is:
- the ATTRIB_T message (clause 7.2.5.2). The Request/Confirm (R/C) bitisset to 0.
Channel selection procedure:

Prior toinitiating an Indirect Setup, the R-side shall select a channel using the double simplex channel procedures as
described in clause 11.4. The T-dde shdl not select the channdl.

Although the R-side only makes a single (backward) transmission, the channe selection shall use the double simplex
procedure.

The R-side should select other suitable physical channels for setup, and should indicate these to the T-side using
indirect setup (the "dummy" message) or GOOD or LISTEN channél list messages.

NOTE 4. These channd list messages may be transmitted on any existing bearer of this connection, and may be M
messages or extended MAC contral.

The T-side always initiates the double simplex transmissions as described in the direct setup procedure. When initiating
this procedure, the T-side should give preference to accepting any indirect setup procedures from the R-side.

When selecting channels for the direct procedure (i.e. when not responding to an indirect setup transmission) the T-side
should select a channel in the following order of preference:

a) achannd indicated by a LISTEN message;

b) any channd that is aligned to a predefined R-side scanning pattern (see clause 11.8 for RFPs, and clause 11.9 for
PPs);

¢) achannd indicated by a GOOD message.

In these cases the T-side channel sdlection shall use the double smplex channd selection procedures as described in
clause 11.4.

Before selecting a physical channel, the T-side should attempt to receive one (or more) transmission on that channd. If
a connectionless or broadcast transmission isreceived as indicated by the BA coding (see clause 7.1.4) the physical
channd should not be used.

NOTE5: Connectionless and broadcast transmissions should be given special treatment, to improve their
reliability.
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Indirect setup procedure:

The indirect procedure enables the R-side to propose a channel to set up a double simplex bearer. Nevertheless, it isthe
T-side'sresponsibility to accept the proposal.

R-side proposal:

The R-side shdll initiate the set up by transmitting a"dummy” message in the normal half of the TDMA frame. This
transmission shall be aligned to a known T-side scanning pattern (see clauses 11.8 and 11.9). The R-side shall then
attempt to receive a direct double smplex set up on these channels as though a LISTEN message had been sent (i.e. the
R-side shall listen to the channel for 4 TDMA frames).

If the"dummy" message is received successfully by the T-side, the T-side should initiate a direct double simplex setup
on that channd using the procedure listed below. If the T-side responds to this "dummy" transmission, it shall
commence double ssimplex transmissionsin the TDMA frame immediately following the TDMA frame that contained
the DUMMY message.

Direct setup procedure:

The T-sde shall report a setup attempt on the selected physical channels by issuing a START channel list message. This
message shall be transmitted only once for one setup attempt on any bearer of this connection. The START message
shall be tranamitted on at least one established bearer when responding to a GOOD message (channd selection ()
above; see clause 10.5.2 for the channél list messages).

NOTE 6: The START message may be duplicated on more than one bearer, provided that all transmissions of the
START message occur within asngle TDMA frame.

NOTE 7: The START message may be a M message or extended MAC contral.

At the T-sdethe MBC creates a TBC and shall start transmissions on both physical channels of the new bearer in the
same TDMA frameif the R-side scanning pattern is known (channel selection type (b) above) or if the R-sidehasa
temporary TBC installed (channel selection type (a) above). Otherwise, the TBC shall start transmissions on both
physical channdls of the new bearer in the TDMA frame following that frame in which the START channd list message
was transmitted. Transmissions on anew bearer shall start in "clear” (encryption disabled), and for encrypted
connections the transmissions shall be switched to "encrypted” at the third TDMA frame boundary after the
transmission of the START message.

Thisensuresthat the next two TDMA frames, which may contain B-field setup messages, shall always be transmitted in
"clear".

For A-field setup:

Thefirs transmissions on both channels may violate the T-MUX rules defined in clause 6.2.2.1 and at |east one channél
shall contain the "bearer_request” message in the A-field tail. This message shall be labelled in the A-field header asa
Mt message. The next two allowed TDMA frames for My tails (T-MUX algorithm) shall also be used for the bearer

setup. Inthefirg of these frames the "bearer_request” message shall be repeated on at least one channd, and in the
second the "attributes’ message shall be transmitted on at least one channd.

NOTE 8: The A-field setup may transmit the "bearer_request” message in one channel, and the "attributes’
message in the other channd.

For B-fidd setup:

Thefirst transmission on each channel shall contain the "bearer_request” message. This message shall be repeated in the
following TDMA frame on both physical channds of the new bearer. The "bearer_request” message shall always be
present in the BO subfield and may be duplicated into other subfields.

NOTE 9: Further transmissions of the "bearer_request” message are alowed, subject to therulesin the following
paragraphs.

NOTE 10: The minimum retransmission of the "bearer_request” message defines the earliest point at which "early"
data transmission may occur.
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In certain cases the double simplex transmissions shall be limited to amaximum period of 2 TDMA frames. Thislimit
shall apply only if the T-side has not received a GOOD, ACTIVE, or a LISTEN message for the selected double
simplex channdl.

NOTE 11:A suitable GOOD, ACTIVE, or LISTEN message may be received at any time up to the expiry of this
transmission limit. In cases a) and ¢) above, the GOOD or LISTEN message will have been received
before the double simplex transmissions start, and no specia action isneeded.

NOTE 12:1n case b), arapid responseis needed from the R-side if a partid setup attempt isreceived by the R-side.
The immediate transmission of a LISTEN message is therefore recommended.

The T-side shall now wait for a confirmation from the R-side of successful double simplex bearer establishment. A
confirmation shall be indicated by the reception of an ACTIVE channd list message for this pair of physical channds
on any existing bearer of the connection.

NOTE 13:ThisACTIVE channd list message may also occur asareply toaQUERY_N or a QUERY _H channel
list message issued by theinitiating sde.

At the T-sde the reception of the ACTIVE channdl list message switches the bearer stateto Bearer_Established. If this
message is not received within T212 frames after the first bearer request message was transmitted or a POOR channel
list message isreceived for thisbearer at any time during bearer setup, the bearer setup has failed and the MAC releases
the new bearer with the unacknowledged release procedure (see clause 10.7.2.1).

At the R-side of a double simplex bearer a correctly received START channd list message may occur on any
established bearer, and shal immediately alter thereceiver scanning pattern if thisis possible.

When a scanning changeis possible, the R-side receiver scanner shall listen on the indicated pair of physical channels
during at least four TDMA frames following that frame in which the START message wasreceived. If aLISTEN
message has not aready been sent as part of the channel selection procedure, the R-side should immediately return a
LISTEN message for the indicated channdls.

NOTE 14:The LISTEN message may be transmitted in all cases.
If a changeto the scanning isnot possible, the R-side should respond with a POOR channel list message.

At the R-side, a"bearer_request”" message may be received on any physical channel. The physical channd should aso
be indicated by thereceipt of a START message, but the receipt of the START message only essential in certain cases
(notably for encrypted connections).

NOTE 15:Thefirs "bearer_request” message may occur before the START message, even for encrypted
connections.

For encrypted connections, a successfully established TBC shall only be connected to the MBC if a START message
has been received for that bearer. Otherwise the TBC shall be released.

NOTE 16:The START message is essential for encrypted connections to enable the start of encryption.

For connections which are not encrypted, a successfully established TBC shall be connected to the MBC even if the
START messageisnot received.

In both cases, successful establishment of a TBC requires the following setup messages to be received.
For A-field setup:

If a"bearer_request” messageisreceived on at least one channel aTBC shall be created. The TBC shall try to receive
therepeated "bearer_request” and the "attributes” messages on both physical channels. If both these messages are
received within 3 frames without errors, and at least one message is received without errors on each channd, the TBC
should be connected to the MBC and the bearer shall switch its state to Bearer_Egtablished. Otherwise, the MAC shall
release the TBC.
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For B-fidd setup:

If a"bearer_request" messageisreceived on at least one channel aTBC shall be created. The TBC shall try to receive
the repeated "bearer_request” message on both physical channels. If this message is received within 2 frames without
errors on both physical channelsthe TBC should be connected to the MBC and the bearer shall switch its state to
Bearer_Established. Otherwise, the MAC shall rdease the TBC.

As soon as anew double simplex bearer TBC is established, the MBC at thereceiving end shall report this event with
an ACTIVE channd list messageto the T-side. This message shall be transmitted on any established bearer of the
connection.

If the R-side detects an unsuccessful setup attempt (i.e. at least one setup messageisreceived for a given bearer, but the
full setup criteriaas given above have not been achieved), then the R-side should request an immediate halt to the setup
attempt by sending a POOR channd list message.

NOTE 17:Thisaction isnot essential. The setup attempt should terminate due to lack of a positive message.

I-channd data transmission may start on both physical channels as soon as there is available capacity. For A-field setup
this can occur in the first transmission, but for B-field setup at least two setup messages have to be transmitted. Any
I-channedl data transmitted before the bearer stateis "established” (i.e. before receipt of the ACTIVE channd list
message) may be lost if the bearer setup fails.

NOTE 18:Data transfer on an unestablished bearer isunreliable. In particular, the | ; error corrected service cannot
return acknowl edgements until it has been connected to the MBC.

10.5.1.5 Complementary connection bearer setup

A complementary connection setup shall always be REP initiated. A complementary connection allows to setup one
duplex bearer without any interaction/notification with/to the higher layers, as explained in the following overview.

The calling side does not require the creation of anew MBC at the called side but can identify an existing MBC which
the complementary connection can be referred to by activating a mapping procedure (see 10.5.1.6).

Called side:

- onthecalled sideanew TBC iscreated by receiving a"REP_bearer_request” message, including the MAC
addresses PMID and FMID on the scanned physical channel. The message type also contains the information
that the new bearer belongs to a complementary connection.

MBC identification:
The TBC hasto receive all necessary parametersto identify an MBC.
The MBC isfully identified after:

a) receiving with "REP_bearer_request” message either a REP_access request or a REP_bearer_handover request
(see clause 7.2.5.11), including the calling address PMID and defining the connection type as complementary;
and

b) receiving the REP_channd_map_request message (see clause 7.2.5.11) which indicates the duplex bearer to
which the complementary connection setup bearer has to be linked. This message is necessary only for anew
bearer setup; in case of a bearer handover request, the old mapping till stays effective. The MBC torefer tois
the one to which belongs the TBC of the linked besrer.

The TBC issuesa PMID, ARI and the REP_channd_map.request message, when received, to thereferred MBC and
indicates the purpose of the wanted connection (bearer handover or a new setup).

The MBC can now decide:
a) tordeasethe TBC;

b) to accept the TBC.
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Procedure description:

The procedure for a complementary connection bearer setup isidentical to the basic bearer setup procedure as described
in clause 10.5.1.1 and to the duplex bearer handover procedure as described in clause 10.6.2, in case of bearer handover,
where:

- thePT isREP and the FT could also be a REP,
- the exchanged Mt messages belong to the REP control set (see clause 7.2.5.11);

- the bearer_request message can be either a REP_access.request or a REP_bearer_handover.request message.

10.5.1.6 Double duplex bearer setup procedure: Mapping procedure

The mapping procedure shall always be REP initiated. This procedure alows to set up a double duplex bearer, after two
duplex bearers have been setup between two far ends. When one of the two duplex bearers aready belongs to a double
duplex bearer the procedureis called "interlacing".

After receiving without errors the REP_channel_map.request message (see 7.2.5.11.3) onto a duplex bearer, the
receiving side can decide:

a) to Accept to map together the indicated channels;
b) to Reject to map together theindicated channds.
NOTE 1: Receiving without errors means A-field CRC holds and message isrecognized (message type decoded).

NOTE 2: Case (b) may apply when interlacing of the two duplex bearersis requested and the receiving side does
not support "interlacing”.

Assoon asit isready, thereceiving side shall answer by sending onto the same duplex bearer the
REP_channel_map.confirm message (see 7.2.5.11.4) with the A/R flag set to "Accepted", if it is case (a), otherwise to
"Rejected".

After reception without errors of the REP_channel_map.confirm message with A/R flag set to "Accepted”, the double
duplex bearer is setup. After reception without errors of the REP_channel_map.confirm message with A/R flag set to
Rejected, anew REP_channel_map.request message may be forwarded but selecting a more suitable duplex bearer (i.e.
a duplex bearer which does not already belong to a double duplex bearer).

The REP_channel_map.request message may be repeated until the REP_channel_map.confirm message is detected or a
connection rel ease isrecognized.

Within the double duplex bearer the two duplex bearers shall exchange their simplex bearers such that the information
flow, for the uplink transmission direction, shall use the uplink simplex bearer of one duplex bearer and, for the
downlink transmission direction, the downlink simplex bearer of the other duplex bearer. The figure at the end of this
clause shows an example of information flow within a double duplex bearer.

Thefirst SN and CN fields (bits al6 to a25) of the channd_map.request message indicate the "Master channd™: it isthe
channd controlled by that MBC which, after the mapping, will aso control the other channel indicated by the following
SN and CN fidlds (bits a38 to a47). In other words, after the mapping procedure has been successfully completed, the
linked channels shall both belong to the master channel connection.

The release of one of the two duplex bearers composing the double duplex shall cancel thelink, given with the mapping
procedure, between the surviving duplex bearer and the released one.

The REP_channel_map.req message may over-ride the T-Mux a gorithm (see clause 6.2.2.1) when transmitted as a first
"other" message (see clause 10.5) during a bearer setup procedure. The first response (REP_channel_map.confirm
message) shall occur in the TDMA half frame following the successful reception of the REP_channd_map.request from
thereceiving side and may also over-ride the T-Mux algorithm. The TBC shall report "bearer established” after the
mapping procedure is successfully completed (i.e. the double duplex bearer has been setup).
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Figure 10.2

10.5.2 Channel list procedures

10.5.2.1 Scope
Channedl list procedures use a set of channd list messages to:
- negotiate pairs of physical channds to be used for new besarers,
- report the status of apair of physical channels,
- trigger bearer setup procedures.
The channd list messages rel ate to the base station with the RPN contained in the messages.

10.5.2.2 Description of the channel list messages
M essage Meaning
ACTIVE: The endpoint that sends this message reports that the indicated pair of physical channdsisin use

as an established bearer of this connection.

GOOD: Theindicated pair of physical channesisunused at the endpoint that sends this message, and may
be used for anew bearer.

POOR: The endpoint that sends this message tellsthe recipient that the indicated pair of physical channels
cannot be used for a new bearer, e.g. poor quality or aready in use with athird party.

F/S NOT: The endpoint that sends this message does either not support the indicated frequency or hasa
"plind slot" at the indicated dot position (see coding in clause 7.2.5.3.10).

QUERY _N: The endpoaint that sends this message requests some information on the indicated pair of physical
channdls.

QUERY_H: The QUERY _H channd list message has exactly the same function as the QUERY_N message.
The QUERY _H message however shall only be used to get channe information needed for bearer
handover and for connection handover.

LISTEN: The endpoint that sends this message reportsthat itsreceiver temporarily installs a 'receive only'
TBC which will listen to the receive channels of the indicated pair of physical channesfor at least
the next 4 TDMA frames in order to recognize bearer setup requests.

START: The endpoint that sends this message has sdlected the indicated pair of physical channelsfor anew
bearer and shall transmit on this bearer in at least the next TDMA frame. If the channel pair is
accessible and no TBC isinstalled at the receiving endpoint of a START message, thereceiving
side should ingtall atemporary ‘receive only' TBC to recognize bearer setup requests.
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10.5.2.3 Usage of the channel list messages
M essage Meaning
ACTIVE: Thismessage shall be used by the receiving side to confirm the establishment of a double ssimplex
bearer, and may be used from either side a any timeto report the status of the physical channel
pair.
F/'S NOT: These messages may be used at any time from either side to report the status of the physical
channd pair.

QUERY _N: This message may be used at any time from either side.
QUERY_H: This message isalowed only during a handover operation (bearer or connection).
LISTEN: This message may be used at any time.

NOTE 1: Clauses 10.2.4.3.1 to 10.2.4.3.3 describe which endpoint is allowed to initiate bearer setup. Therefore, a
LISTEN message transmitted in the wrong direction is meaningless.

START: This message is used to announce double simplex bearer setup attempts (handover or initia setup)
on theindicated channel pair and to trigger encryption on those bearers. For one setup attempt the
START channel list message shall be sent on one or more bearers within one TDMA frame. The
START channd list message is sent by the PT when the bearer belongs to an asymmetric uplink
connection, and by the FT when the connection is asymmetric downlink.

The START message may also be used to announce duplex bearer setup attempts on channels
other than the scanned channels (see clauses 11.8 and 11.9). When used, the message is sent on
one or more bearerswithin one single TDMA frame. FT's may use this mechanism only when the
connection is asymmetric downlink, and PTswhen the connection is symmetric or asymmetric
uplink.

Except for the START message, all channd list messages may be retransmitted. When not explicitly prohibited, the
channel list messages can be sent on any bearer of the connection, even during bearer setup (if the capacity is available).

NOTE 2: Thereisno guarantee thereceiving endpoint will decode the channel list messages during bearer setup. It
isrecommended to transmit important messages which may influence setup procedures (i.e. LISTEN,
START, and ACTIVE) only on established bearers.

The following channd list messages should produce a response from the receiving entity:
* QUERY_N or QUERY _H messages:
- Message responses shall be: GOOD, POOR, ACTIVE, LISTEN or F/S_NOT.
» START message for double smplex bearer:
- Message response shall be: ACTIVE or POOR.

10.6 C/O bearer handover

10.6.1 General

The MAC layer provides PTs and FTswith several mechanisms to control the quality of transmissions and receptions.
Bearer handover may be initiated either by using this quality information or by receiving a bearer handover request
message from the far end (see clauses 7.2.5.5 and 7.2.5). For duplex bearersthe PT only can initiate a bearer handover,
and for double simplex bearersthe transmitting side only can initiate a bearer handover. The existing bearer can be
maintained until the new bearer has been established. During bearer handover the two bearers can operatein paralléel.

NOTE 1: Bearer handover requires that an MBC for the connection exists on both sides, PT and FT, and that the
new selected RFP at the fixed side belongs to the same cluster.

PTs should use bearer handover to attempt to connect to the best RFP of the cluster in which the connection is
established. This may be the ssme RFP asthe existing bearer, or may be a new RFP.

ETSI



173 Final draft ETSI EN 300 175-3 V1.6.0 (2001-09)

DECT equipments may have several indicators to monitor reception quality:
- theA-fidd CRC;
- theX-fidd CRC;
- the CRCs of the B-subfields in protected mode (E-type or U-type for Ip);

- X-fieddto Z-field comparison (for Z-field refer to EN 300 175-2 2);
- link identity information;

- synchronization pulse;

- clock jitter;

- dgnal strength;

To control the quality of transmissionsthe MAC layer uses the reports from the far end, coded in two bits:
- the (Q1,Q2) bits,
- or the(BCK,Q2) hits (see clauses 7.1.1 and 7.3.4.4).

There are no specified rules for the PT which define when abearer handover attempt has to be made. For system
reasons the maximum rate at which bearer handovers can be performed is limited by a smple timer. No more than two
successful bearer handovers should occur within T202 seconds.

NOTE 2: Thisshould not be confused with multiple attempts for one handover.

NOTE 3: For bearer handover (both intra- and inter-cell) in multibearer connections, each bearer istreated
Separately.

Different handover procedures exist for duplex and double ssimplex bearers.

10.6.2 Duplex bearer handover procedure

The setup of anew bearer for duplex bearer handover is always initiated by the PT. The MBC of the PT shall have
knowledge of at least one available channd and shall know the address (FMID) of the wanted FT. The MBC createsa
TBC and issues called address (PMID/FMID) and the physical channel description to the new TBC. The MBC indicates
to the TBC that the wanted bearer is used for a bearer handover and which bearer setup procedure shall be used. In
addition, for advanced connections the MBC issues the new TBC with the ECN and the LBN, which isaso assigned to
the TBC of the bearer which hasto be handed over.

The TBC triesto set up anew bearer using one of the single bearer setup procedures described in clause 10.5.1:
- thebasic bearer setup procedure for al basic connections;
- the A-field single bearer setup procedure or the B-field single bearer setup procedure for advanced connections.
At the end of all these procedures the TBC reports either "bearer_established” or "bearer_setup _failed” to the MBC.
NOTE 1: At the called side these messages only occur if a bearer setup attempt was detected (TBC created).

If the bearer setup failed the MBC can reattempt a bearer handover with the same procedure, subject to using anew
available channd each time (see clause 11.4) and/or accessing anew RFP. Within any time window of T202 seconds at
most N201 bearer setup reattempts shall occur for abearer handover of one particular bearer.

An MBC assumesthat a bearer setup was successful when the TBC reported "bearer_established”. Immediately after
this TBC report the MAC switches the new bearer to the same E/U multiplex as used by the old bearer. For U-type
databursts all following transmissions shall contain valid I-channel data.

NOTE 2: In advanced connections the "new" and the "old" bearers have the same LBN number.
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In basic connections, two bearers shall only occur during bearer handover. Thereisno LBN, i.e. the "new" and the
"old" bearer arethe only bearers of the connection.

For alimited time the MBC may maintain both TBCs, controlling the new and the old bearer. The MBC in the FT
decides when and which one of thetwo TBCs isrdeased with a bearer release procedure. The FT shall invoke this
bearer release procedure within atime interval of T203 after the new bearer was established (TBC reported
"bearer_established").

NOTE 3: During thetime where the new and the old bearer are maintained, both bearers together form one logical
bearer (see clause 5.5.2).

For the limited time where both bearers are established:

Except for Iy_minimum_delay services all I-channd data transmitted in one TDMA hdf frame isthe same for both
bearers (see data flow control, clause 8.4).

For I\ _minimum_delay services |-channd data trangmitted in one TDMA frame may be different for both bearers (see
clause 8.4).

NOTE 4: For protected data connectionsthe preferred procedure to delete an old bearer and setup a new one isthe
Bearer Replacement procedure (see clause 10.6.4).

10.6.3 Double simplex bearer handover

Although the double simplex bearer handover procedureisinitiated by the transmitting endpoint (T-side), the receiving
endpoint of a specific double smplex bearer may request a bearer handover. The request may be transmitted on any
bearer in reverse direction. The request message is defined as a Mt message in clause 7.2.5.5 and as an extended MAC
control message in clause 7.3.4.

By receiving arequest toinitiate a bearer handover procedure the transmitting side of a double simplex bearer may
either initidize a bearer handover, reject the handover request with aBEARER_HANDOVER REJECT message (see
clauses 7.2.5.5 and 7.3.4) or not react upon thisregquest message.

Initialization of a bearer handover starts with the negotiation of a new pair of physical channels. Thisisdone using the
channd list procedures. The new bearer is set up with the double simplex setup procedure (see clause 10.5.1.4), except
that the UNCONFIRMED_HANDOVER message is used in place of the UNCONFIRMED_ACCESS REQUEST
message. The same logical bearer number LBN is assigned to the new double simplex bearer as for the old bearer.

As soon as possible al 1-channd information carried on thislogical bearer isduplicated on both double simplex bearers.

Thisoccurs no later than when the bearer is established, i.e. when the tranamitting side end receives the ACTIVE
message (see channdl list procedure).

Within any time window of T202 seconds at most N201 double simplex bearer setup re-attempts shall occur for a bearer
handover of one particular double simplex bearer.

NOTE: Thereevant reattempts are those where the initiating Sde actually starts transmissions on a new bearer.

The new bearer setup is successful when the initiating side receives a confirmation, i.e. an ACTIVE message (clauses
7.2.5.3.10 and 7.3.2.7) for this bearer. As soon as this message is received the initiating side proceeds with a bearer
release of the old double smplex bearer with the unacknowledged release procedure (see clause 10.7.2.1).

10.6.4 Bearer replacement

10.6.4.1 General bearer replacement

This procedure is one way to improve the quality of a connection by changing bearers to different channe s within the
same cluster.

"Bearer replacement” is defined to be the procedure where an old bearer isreplaced with anew bearer that hasa
different LBN or wherethe old bearer was | ost before the new bearer is setup with the same LBN. The procedure to
setup the new bearer is defined by clause 10.5. The procedure to release the old bearer is defined in clause 10.7.
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For replacement of one bearer of an Ip-error-correct connection the procedure is defined in clause 10.8.2.5.1.

Itis preferred tofirst drop the old bearer and then set-up the new bearer, or to do this ssmultaneoudly. It isnot required
to have the new bearer active before the old bearer is released.

10.6.4.2 Frequency replacement

"Frequency Replacement” is defined as a case of bearer replacement procedure where an old bearer isreplaced with a
new bearer which islocated on the sametime ot pair but uses a different frequency.

The procedure shall only apply if a different time dot pair cannot be found before the bearer would be rel eased.

The sdlection of the new frequency shall be done in accordance with the channel selection rules as described in clause
11.4. Thisrequires stopping the reception of the affected channel for aframein order to perform therequired RSSI
measurements on the new frequency.

The frequency replacement procedure shall always be PT initiated and applies either to duplex or to double simplex
bearers.

Procedur e description:
Frequency Replacement for a Duplex Bearer
- ThePT side

The PT shdl send the frequency replacement request message to the peer entity with the indication of the new
bearer to be setup (see 7.2.5.5and 7.3.4.2).

This quality control message shall be sent on one duplex bearer of the connection which could be the affected
one.

In the frame after the transmission of the frequency replacement request message, the PT shall switch reception
from the old to the new bearer and try to receive the frequency replacement confirm message (see 7.2.5.5 and
7.3.4.2) on that bearer. If a confirm message is not detected, the request message can be repeated up to N206
times or until the old bearer isreleased.

If, after N206 attempts, the confirm message is not received the PT shall release the old bearer and the new
bearer. Otherwise, if a confirm message is received, in the same frame the PT shall switch transmission from the
old bearer to the new bearer and send the frequency replacement grant message (see 7.2.5.5 and 7.3.4.2) on that
bearer. The frequency replacement grant message can be repeated up to N207 times or until the new bearer is
released.

- TheFT side

Upon reception of a frequency replacement request message, the FT shall switch the transmission and reception
from the old to the new bearer and send the frequency replacement confirm message on that bearer. The confirm
message can be repeated up to N207 times until a frequency replacement grant message is detected or until the
new bearer isreleased. If, after N207 attempts, the grant message is not received the FT shall release the new
bearer.

Frequency Replacement for a Double Simplex Bearer.
The same procedure as for the duplex bearer applies with the following exceptions.

Therdevant MAC messages shall all be exchanged on one duplex bearer of the connection. The FT shall switch
transmission and reception from the old bearer to the new bearer in the frame after the confirm message has been sent.
The PT shall switch transmission and reception from the old to the new bearer in the frame where the grant message is
sent.

The frequency replacement request, confirm and grant messages can be duplicated, when possible, in al the Bn sub-
fields of the time dot (see 7.3) in order to improve the probability that the message isrecognized (message type
decoded and related CRC correct) by the peer entity.

The frequency replacement request, confirm and grant messages can overrule the T-MUX algorithm (see 6.2.2) when
sent as Mt messages.
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Frequency replacement grant messages received after the first one should be ignored.

10.7 C/O bearer release

10.7.1 General

Bearer release describes the release of a TBC which controlled a duplex or adouble simplex bearer.
A bearer release may be caused by several events:
a) the MBC on either sde initiates a bearer release;

b) abearer in setup phase cannot be connected to an MBC. Here the LLME initiates a bearer release (see single
bearer setup procedures);

¢) aTBC receved faulty MAC messages during setup (see setup procedures);
d) the TBC releases the bearer due to atimeout. See handshaking requirement, (see clause 11.5);
€) the TBC receives arelease message error free.

NOTE 1: Event b) should not occur for double simplex bearers. Here the channd s have to be negotiated before
transmissions on adouble simplex bearer start.

A bearer releaseisinitiated when on either side one of the events a) .. d) occurs. The FP shall only release a bearer if it
has previously received a MAC control message referencing that bearer with correct FMID and PMID. Two bearer
rel ease procedures exist:

- the unacknowledged bearer release procedure; and
- the acknowledged bearer release procedure.

The unacknowl edged bearer release procedure is always applied for arelease of a duplex bearer, and for adouble
simplex bearer only if the MBC on the transmitting s de decides to rel ease the bearer. During this procedure MAC
RELEASE messages (see clause 7.2.5.3.13) are transmitted and afterwards the TBC stops transmitting. Asa
conseguence, one of the eventsd) or €) will occur at the far end.

NOTE 2: If event d) isrecognized at the far end a second bearer release procedureisinitiated.

The acknowledged bearer rel ease procedureis applied when the receiving end of a double simplex bearer decides to
release this bearer (events a), ¢) and d)). Thereleaseisnegotiated on a duplex bearer.

NOTE 3: A connection release may interrupt this procedure.
10.7.2 Bearer release procedure description

10.7.2.1 Unacknowledged release procedure

The unacknowl edged release procedure shall be applied to rel ease duplex bearers, and double simplex bearers only by
the transmitting side (exception for double simplex bearer, see clause 10.7.2.3).

The unacknowledged release procedure uses the RELEASE message. This message allows thereason for a bearer
release to bereported (only for advanced connections).

All sets of MAC connection control messages contain a REL EASE message. The unacknowledged bearer release
procedure shall use the RELEA SE message of that message set which was used to setup the bearer. If thismessageis
tranamitted in the B-field, the message may be duplicated into all subfields.

The RELEA SE message appears twice without any warning, replacing the normal transmission. The messageis sent
two times in successive frames on that bearer which has to be released, and the transmitting end rel eases the radio
channd immediately afterwards. If the TBC is connected to an MBC and it was not the MBC's decision to release the
bearer, the TBC reports this event to the MBC and indicates the reason. Finally the MAC releases the TBC.
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Thereceiving end shall release the bearer immediately after successful receipt of any RELEASE message. If the TBC is
connected to an MBC the TBC shall report this event to the MBC and indicate the reason. The MBC shall release the
TBC afterwards.

10.7.2.2 Acknowledged release procedure
The acknowledged release procedure is only used to release double simplex bearers when initiated by the receiving end.

NOTE: Thereceiving end of double simplex bearers may only initiate an acknowledged release of any of these
bearers when at |east one established duplex bearer exists. Otherwise the TBC is released without any
negotiation.

Thereceiving end of a double simplex bearer may request a release of this bearer by sending a RELEASE message on
any bearer in reverse direction. Within this message the setting of the LBN shall identify the double simplex bearer, and
whenever necessary the reason shall be set.

During bearer handover it is possible that the receiving end initiates an acknowledged bearer release either for the
"new" bearer or for the "old" bearer dueto atimeout. To avoid ambiguity the reason shall be set to "bearer handover
successfully completed” or to "bearer handover failed". The first command meansto release the "old" bearer the latter
command indicates to release the "new" bearer.

If the transmitting end of an established double simplex bearer receives a RELEASE message for this bearer, it shall
proceed with an unacknowledged bearer release.

Thereceiving end of a double simplex bearer may correctly receive a RELEASE command issued during the
unacknowledged release procedure. In this case the bearer rdease is confirmed, the MAC reeases the TBC and the
procedure stops. If no release command is received within T213 frames after initiating the procedure the receiving end
of the double ssimplex bearer shall use the channel list procedure to verify the channel status. The transmitting end may
reply with an GOOD or a POOR message. These two messages indicate that the bearer isreleased. The MAC releases
the TBC and the procedure stops. If thereply isthe ACTIVE message the rel ease procedure shall be repeated.

10.7.2.3 Fast release procedure
The fast release procedure allows to switch the transmission direction of double simplex bearers very quickly.

The fast release procedure shall only be used during connection modification (see clause 10.3) to release double
simplex bearers. The procedure is aways initiated by the MBC of the transmitting side and uses the REL EASE message
with the reason set to "reverse”.

Both sets of advanced MAC connection control messages, A-field and B-field, contain this RELEASE message. The
fast release procedure shall use the RELEASE message of that message set which was used to setup the bearer. If this
message is transmitted in the B-field, the message may be duplicated into all subfields.

The RELEA SE message appearsin one TDMA frame on both physical channels of the double simplex bearer. The
tranamitting end releases the radio channd immediately afterwards and starts to scan on both radio channels for at least
4 TDMA frames. Within this 4 frames the "old" receiving sde is now allowed to setup directly a double simplex bearer
in thereverse direction.

Thereceiving TBC of a RELEASE message with thereason set to "reverse” shall report this event to the MBC. The
MBC shall decide either to release the TBC or to setup anew double ssmplex bearer in reverse direction. Receiving a
RELEASE message with reason set to "reverse" hasthe same effect as anormal reease and areceived LISTEN channel
list message for this physical channd pair. To setup anew double simplex bearer the MBC proceeds with the double
simplex setup procedure and takes into account that a equivalent to the LISTEN channd list message was already
received.

NOTE: The"old" transmitting side of a double ssimplex bearer stops transmissions after sending the RELEASE
message. If the RELEASE message isnot received correctly atimeout should cause arelease on the "old"
receiving side (see clause 11.5).
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10.7.2.4 REP relayed bearer release

In case of unacknowledged release procedure (see clause 10.7.2.1) of a bearer which has been mapped with another
bearer (see clause 10.5.1.6):

- attheFT astranamitting Sde:

theradio channd and the associated TBC shal not be released after sending the RELEASE messages, IFitisan
MBC decision to rel ease the bearer and IF the channel is also interlaced with another channd (see
clause 10.5.1.6 for definitions);

- attheFT asrecelving side:

theradio channel and the associated TBC shall not be released after successful receiving of a RELEASE
message | F the channdl is also interlaced with another channel.

10.8 C/O data transfer

10.8.1 Higher layer associated signalling (C)

All higher layer control (Cgand C-channd data) is protected by a MAC layer ARQ procedure. This procedure is based
on the principle that a data transmitter shall retransmit Cg and C segments when no acknowledgements for these
segments have been received.

For the transmission of C-channel data time windows called ARQ windows are defined. These ARQ windows start with
the norma TDMA half frame for transmissions. Therefore, the windows are different for FT and PT:

- ARQwindowsfor FT start with dot O;
- ARQwindowsfor PT start with dlot 12.

10.8.1.1 Cg-channel data

The Cq data service is alow rate service with a variable throughput of maximum 2 kbit/s. Independent of the number of
bearers controlled by an MBC a maximum of one Cg segment may be transmitted in a given direction in an ARQ
window of 10 ms. The same segment may, however, be duplicated over several bearers.

10.8.1.1.1 Transmission principle

a) Those TDMA frames where the T-MUX algorithm does not allow Ct messages (see clause 6.2.2.1) shdl not be
used for transmissions of Cg segments.

b) Cgdatashall be sent only on duplex bearers. The same Cq segment may be sent on several duplex bearers during
one frame. Only one Cg segment shall be transmitted within one ARQ window.

c) If aCgsegment issent in one particular ARQ window the successful transmission of this segment is confirmed

when an acknowledgement is received in the second half of the same ARQ window on any of those duplex
bearers which carried the Cq segment. Successful acknowledgement is achieved when the A-field of at least one

of these bearers was received by the sending side of the Cq segment without CRC failure and with the Q2 bit in

the header set to 1. In thedirection FT to PT an acknowledgement is al so given when Q2 equals 0 and Q1 is set
to 1 (Q1 and Q2 bit setting, see clause 10.8.1.3).

d) A Cgsegment shall be retransmitted until the successful transmission of this segment is confirmed.
Retransmission shall be done before another Cg segment istransmitted in the same data direction.
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10.8.1.1.2 Numbering principle

a) A onebit packet number is assigned to each Cq segment. The number shall alter for successive Cg segments. In
databursts containing Cg segments this packet number is transmitted in the tail identification field of the A-field
header (seeclause 7.1.2).

b) Packet number "1" shall be assigned to the first Cg segment transmitted by an MBC.

10.8.1.2 Cg-channel data

A MAC_CO_DATA-req primitive carrying C-channel data delivers aset of C segments to the MBC. The number of
Cr segments building this set may be equal to or less than the maximum number of acceptable segments indicated by

the MBC with the MAC_CO_DTR-ind primitive (see clause 8.4). The maximum number shall always be chosen such
that all C segments can be transmitted in the B-field of one databurst.

Cg-channel dataistransmitted as sets of C- segments, a set of 1 segment for half slot, up to 4 segments for full dot, and
up to 10 segmentsfor double slot. Thus either all the C segments of one single MAC_CO_DATA-reqg primitive are
contained in the B-field of an E-type databurst or no C- dataat all isin the B-field. The mapping of the C segments
onto the B-field isdescribed in clause 6.2.2.3.

10.8.1.2.1 Transmission principle

a) Cg datashall be sent only on duplex bearers. The same set of C- segments may be sent on several duplex bearers
during one ARQ window. Only one set of C- segments shall be transmitted within one ARQ window.

b) If aset of C segmentsis sent in one particular ARQ window the successful transmission of this set is confirmed

when an acknowledgement is received in the second half of the same ARQ window on any of those bearers
which carried the C- data. Successful acknowledgement is achieved when the A-field of at least one of these

bearers was received without CRC failure and with the Q2 bit in the header set to 1. (Q2 bit setting, see
clause 10.8.1.3).

C) A set of Cr segments shall be retransmitted until the successful transmission of this set is confirmed.
Retransmission shall be done before another set of C- segmentsistransmitted in the same data direction.

NOTE 1: Retransmissions of an already acknowledged set of C- ssgmentsisallowed as long as no new set of C
segmentsis transmitted.

NOTE 2: Step ¢) implies that retransmissions may occur on another bearer and/or with interruptions. Asa
consequence the receiver should not accept any C- data when the A-field CRC failed.

NOTE 3: E-type databursts containing MAC control only (e.g. release) may follow C- transmissions on a bearer

even when the C- data are not yet acknowledged.

10.8.1.2.2 Numbering principle

a) A one bit packet number is assigned to each set of C segments. The number shall alter for successive sets. In
databursts containing a set of C- segments this packet number istransmitted in the BA identification of the
A-field header (see clause 7.1.4).

b) Packet number "1" shall be assigned to the first set of C segments transmitted by an MBC.

10.8.1.3 Q1 and Q2 bit settings for I and Ip_error detection services

The Q1 and Q2 hits are used for C-channd flow control and for quality control. The setting of the Q2 bit fulfilsall
necessary requirements to guarantee areliable C-channd data service.
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The setting of the Q1 bits may report some further quality details which can improve the functionality. Nevertheless, the
setting of Q1 isoptional and the meaning depends on the transmission direction.

The following two tables give an overview of the Q1 and Q2 bit setting for both directions.

Table 10.1: Q1 and Q2 sent from PT to FT

Q1 bit setting Q2 bit setting
antenna switch request (A-field CRC passed) AND (all
1 1 |CF accepted when CF segments
were received)
no special action from FT (A-field CRC failed) OR (one or
requested 0 0 [more CF segments not accepted)

Table 10.2: Q1 and Q2 sent from FT to PT

Q1 setting for given Q2 Q2 bit setting
sliding collision 1 1 |A-field CRC passed (AND
no sliding collision 0 1 |B-field data accepted)*
A-field CRC passed 1 0 |A-field CRC failed (OR
A-field CRC failed 0 0 |[B-field data rejected)*

* The indication whether or not B-field data have been

accepted/rejected is only mandatory when a set of CF segments
was received (see clause 10.8.1.3.1).

The two following clauses describe the setting of Q1 and Q2 in more detail .

10.8.1.3.1 Q2 bit settings

For duplex bearersthe Q2 bit isthe bit a7 of the A-field header. This bit is used for Cg and C-channel flow control and

may also be used to report bearer quality. The Q2 bit shall be set in response to the last received databurst on this
bearer.

The quality of double smplex bearer shall be reported with the bearer quality control message defined in clause 7.3.4.4.
This message provides a Q2 bit for each simplex bearer. The location of the Q2 bits depends on the logical bearer
number (LBN). The Q2 bitsreserved for established double simplex bearers shall be set according to the last known
quality results. The Q2 hitsreserved for non-existing double simplex bearers shall be set to "0".

NOTE 1: No C-channel datais transmitted on double simplex bearers.
NOTE 2: For double smplex bearers thebit a; of the A-field header isalways set to 0.

NOTE 3: During bearer handover of a double simplex bearer the values of the Q2 bits for thislogical bearer should
be ignored.

Rulesfor Q2 hit setting:

a) the Q2 bitisset to "0" whenever the A-field CRC failed. If the A-field CRC passes the Q2 hit setting is
determined by therules b) or ¢);

b) when aset of C. segments was received (correct A-field and BA bitsindicate E-type with Cp) the Q2 bit setting
depends on the C- data only. Setting the bit to "1" indicates an acknowledgement for this set of C- data (duplex
bearer only);

c) if the B-field contains an I, segment the Q2 bit shall be set to 1",

d) if the B-field contains an I, segment or only MAC control (see BA bit setting in the A-field header) the Q2 bit
setting depends on the transmission direction:

d.l) DatafromFT toPT, Q2from PT to FT: The Q2 bit shall be set to "1";
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d.2) DatafromPT toFT, Q2from FT to PT: The Q2 bit may either be set to "1" or report if the B-field data
were accepted. In the latter case the Q2 bit shall be set to "1" for accepted B-field data and to "0" for
rejected B-field data. It is the manufacturer's freedom to define the rules for accepting B-field data.

Notesto ruled.2):

NOTE 4: Manufacturers should set the Q2 bit according to B-field data acceptance. This option enables PTsto
initiate a bearer handover whenever the bearer quality is bad. Tests may be based e.g. on the X-field CRC
result or on Rg CRC results of B-subfields if MAC control was received.

NOTES: Q2 setto"1" isaso an acknowledgement for received Cq data (duplex bearers only). If the setting of the

Q2 bit depends on the acceptance of B-field data the Q1 bit setting option to report the A-field CRC result
should also be applied. Otherwise the Cq data throughput may suffer.

10.8.1.3.2 Q1 bit settings
For duplex bearersthe Q1 bit isthe bit ag of the A-field header.

The Q1 bit for double smplex bearersin reverse direction islocated in the bearer quality control message defined in
clause 7.3.4.4. Thismessage provides a Q1 bit for each smplex bearer. Thelocation of the Q1 bits depends on the
Logical Bearer Number (LBN) of the related double smplex bearer. All Q1 bitsreserved for non-existing double
simplex bearers shall be set to "0".

NOTE 1: For double smplex bearers thebit ag of the A-field header isalways set to 0.

NOTE 2: During bearer handover of a double simplex bearer the values of the Q1 bits for thislogical bearer should
be ignored.

The setting of the Q1 bit has different optional rules for both directions, except when the received B-field containsan Ip
error detect segment, then the Q1 bit may indicate any reception quality error. For example a B-CRC error may be
reported by setting Q1, but also arequest for antenna diversity or a dliding collision may be indicated this way. The peer
side can use thisinformation for a quality control algorithm, initiating antenna diversity, bearer replacement and/or
handover.

Q1 transmitted in direction PT to FT: An RFP may be provided with antenna diversity. The PT may request the FT
to switch the antenna by setting the Q1 bit to "1". Otherwise the Q1 bit isset to "0".

NOTE 3: Requesting to switch the antennais optional. It is allowed to set Q1 awaysto "0".
Q1 transmitted in direction FT to PT: Therule to set the Q1 bit depends on the Q2 setting:

a) Q2s=ttol Qlsetto"1" indicates adetected diding collision with another radio signal. Otherwise Q1 is set to
"0"; If the option of reporting dliding collisionsis applied the setting of the Q1 bit shall report a collision on one
single received databurst on this bearer (i.e no statistical averaging shall be applied).

NOTE 4: Theindication of dliding collision isoptional. It isallowed to set Q1 alwaysto "0".

b) Q2 st to 0: Q1 may be set according to the A-field CRC result: Q1 ="1" reports CRC passed and Q1 ="0"
reports CRC failed. Otherwise QL isset to"0".

NOTE5: Q1 setting according to the A-field CRC isoptional. It isallowed to set Q1 alwaysto "0".
If the option to report A-field CRC isapplied the Q1 bit shall be set:
- inresponseto the last received databurst on this bearer for aduplex besrer;

- inresponse of thelast known CRC result of this bearer for adouble s mplex bearer.
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10.8.2 MOD-2 protected I-channel operation (Ip)

10.8.2.1 General

The modulo-2 procedure uses a 2-state packet number in the A-field header. This packet number applies to the complete
B-field of I, data. Thefirst I, packet sent on anew logical bearer islabelled with packet number "1".

Successful reception of the data is acknowledged independently for each logica bearer. For duplex bearersthe
acknowledgement mechanism uses the Q2 and the BCK bitsin thereturn A-field header. For double ssimplex bearers,
these bits, the Q2 and BCK bits, for each logical simplex bearer are multiplexed into a"MAC-MOD2-ACKS" message,
and thismessageis sent in at least one B-subfield on at least onereverse bearer.

MOD-2 operation in the asymmetric case shal use the E32-mux or the E80-mux in the reverse direction.

NOTE: TheMOD-2 receiver may use selective reception, or even majority voting to achieve CRC success.

10.8.2.2 Limiting the lifetime of packets

The originating entity (the sender of packets) isrequired to limit the lifetime of every data packet to an integral number
of TDMA frames, according to the service demanded by the DLC layer in the MAC_CON-req primitive.

Thisrequirement shall be met by stopping the MOD-2 retransmission of any packet that exceeds thistime limit,
irrespective of whether an acknowledgement has been received from the peer TBC. This process will typically cause
invocation of one of the "data jump" procedures described in clause 10.8.2.5.

10.8.2.3 A-field shall always be correct

Thereceive procedure isrequired to always receive the A-field successfully before accepting any of the B-field during
MOD-2 operation.

NOTE: Thisrequirement meansthat E-mode interruptions are allowed at any time. For exampleaB-fidld MAC
message ("bearer release”) can be sent on the old bearer during bearer handover, without causing an
exception condition and risking data errors.

10.8.2.4 Use of the acknowledge bits

During MOD-2 operation two bits are used for I-channel flow control. These bits are located in different positions for
duplex and double simplex bearers. Thetwo bits are:

- the Q2 bit and the BCK bit in the A-field header at positions ag and a; as described in clause 7.1 for a duplex
bearer;

- two pairsof an Q2 and aBCK hit in the quality control message described in clause 7.3.4.4 for a double smplex
bearer.

The settings of the Q2 bit isdescribed in clause 10.8.2.4.1.
The setting of the BCK bit is described in clause 10.8.2.4.2.

The two control bits Q2 and BCK in the A-field shall be set individually for each duplex bearer of a symmetric or an
asymmetric connection.

The two control bits Q2 and BCK in the quality control message shall be set individually for each logical half of a
double smplex bearer in asymmetric connections. The Q2 bits for non-existing logical double simplex bearers shall be
set to "0" and the BCK hitsto"1".

During bearer handover of a double simplex bearer, the acknowledge results for the old and the new bearer (bearers
with the same LBN) should be combined to produce a single set of results.

NOTE: Itisnot allowed to transmit two different |, segmentsin the same TDMA half frame on the "new" and the
"old" double ssimplex bearer during bearer handover (see clause 10.6.3).
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10.8.2.4.1 Q2 and ACK bit setting for Io_error_correction services

Q2 bit setting for duplex bearer

The Q2 bit setting influences the retransmission mechanism from Cg, Ci- and |, data. The setting of the Q2 hit is exactly
the same asin | ,_error_detection services (see clause 10.8.1.3.1).

NOTE: When an I, segment was received (A-field CRC correct and the BA bits set to |, segment with number 0

or 1) the Q2 bitisset to"1", regardless of the results of the B-field CRCs. The MOD-2 retransmission
scheme assumes for proper operation, that the packet number of the I, segment is then known tothe I

datareceiver.
Q2 bit setting for double simplex bearer:

Datareceived on adouble smplex bearer is acknowledged on another bearer in reverse direction. The reverse bearer
provides an Q2 bit for each smplex bearer in forward direction.

The Q2 bit on thereverse bearer does not influence the Cq and the Cp- retransmission scheme and is set as follows:

- When an I segment was received (A-field CRC correct and the BA bits set to I, segment with number O or 1)
the Q2 bitisset to "1", regardless of the results of the B-field CRCs.

Exception: When receiving a RESET message (during a |l bearer reset procedure, see clause 10.8.2.5.3) the
Q2 bit shall bereset to "0".
10.8.2.4.2 BCK bit setting
In MOD-2 mode the second control bit, BCK, is used to report the | , packet number of the next expected |, segment.

NOTE: An unilateral jump procedure (see clause 10.8.2.5.2) may toggle the BCK bit.

10.8.2.5 Data jump procedures

"Datajump"” is defined as the name for any procedure that is used to unstick a bearer that isfailing to trangmit its I, data

successfully. Thisisrequired to stop aretransmission when the packet lifetime has expired, or to stop atransmission if
the packet has been rescheduled (viaanother bearer). There are three data jump procedures:

- bearer replacement (incl. bearer release);
- unilatera (unacknowledged) jump;
- |p bearer reset.

NOTE 1: In the preferred implementation the MBC functional block contains the data jump control.
NOTE 2: Datajump procedures may cause a loss and/or a duplication of data

NOTE 3: Rescheduling of data packets has to be taken into account by the transmitting side in respect to the agreed
packet lifetime. The rescheduled packets may be sent on any bearer of the connection.

10.8.2.5.1 Bearer replacement

In the event of repeated data errors, bearer handover isthe expected MAC response. Bearer handover is attempted, and
bearer release may occur if the handover isunsupported or unsuccessful. If a (non-seamless) handover isdone - here
defined as "bearer replacement”, then it can provide a data jump.

During normal bearer handover a new bearer with the same LBN is created. The packet numbering of both bearersis
the same, and I, datais duplicated on both bearers.

"Bearer replacement” is defined to be the case where an old bearer isreplaced with a new bearer that has a different
LBN. For bearer replacement the new bearer contains independent packet numbering for |, MOD-2 protected data.

Now the data on a new bearer may be different data or may (still) be a duplicate of the data on the old bearer.
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NOTE 1: Dueto theinevitable lower performance obtained by this procedure, the bearer handover procedure
should be used in the event of repeated errors.

NOTE 2: In case the bearer replacement procedureis used for connections where the agreed target value equas the
minimum, timer T201 allows the amount of bearersto be less than the minimum during 5 s.

10.8.2.5.2 Unilateral jump

The unilateral jump process is described with two state tables, one for the tranamitter, and one for the receiver.
Receiver:

The three state variables at the receiver are:

- LAST-BCK meaning "what packet number was transmitted in thelast BCK bit to indicate the number of the
next expected |, segment”;

- LAST-PKT meaning "what |5 packet number appeared in the last databurst containing P data”;

- THIS-PKT-NO meaning "what |, packet number appears in the databurst just received containing IP data".
- NEXT-PK-NO meaning "what |, packet number the Receiver shall ask for in the next burst”.

- Thevariables LAST-PKT and THIS-PKT-NO can take three values: "0", "1" and "unknown". The value

"unknown" is produced if it not possible to determine the Ip packet number appeared in the databurst. This
Situation is produced, for ingtance, when the CRC of A-field isincorrect.

The Recelver, after evaluating thereceived Ip packet (see clause 10.8.2.3.) evaluates the state variables following
table 10.3 to know how the Transmitter acted; after that, it evaluates the Rb-CRCs of all the B subfields and shall act as
indicated in table 10.4.

Table 10.3: Unilateral Jump TX action

THIS-PKT=LAST-PKT THIS-PKT=LAST-BCK How transmitter acted
(@) |[Yes Yes Retransmit
(b) [No Yes normal advance
(c) |Yes No unnecessary retransmit
(d) [No No Jump
(e) [Unknown Yes Either retransmit or advance
(H |[Unknown No Either retransmit or jump
(@) [Unknown Unknown Unknown
NOTE: The states (e), (f) happens when LAST-PKT is unknown and the state (g) when
THIS-PKT is unknown.

Table 10.4: Unilateral Jump RX action

Table 78 state Rb-CRC result how Receiver shall act
(9) Not considered NEXT-BCK = LAST-BCK

(a), (b), (e) Rb-CRCs passed |NEXT-BCK = LAST-BCK + 1 (MOD 2)
(a), (), () |Rb-CRCs failed NEXT-BCK = LAST-BCK

(c) Rb-CRCs passed |NEXT-BCK = LAST-BCK; RX still requires the same
IP packet
(c) Rb-CRCs failed NEXT-BCK = LAST-BCK; RX still requires the same
IP packet
(d), (f) Rb-CRCs passed |NEXT-BCK = LAST-BCK
(d), (f) Rb-CRCs failed NEXT-BCK = LAST-BCK + 1 (MOD 2)
NOTE: Incases (e) and (f), the receiver can not be sure what was the action in the TX

side. In these cases the packet should be delivered to the DLC layer.
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Transmitter:

Define: LTI p = packet number of the last transmitted I, segment.

The two state variables at the transmitter are:

* ACKN meaning " an |, packet has been received in the receiver last databurst”,

- for duplex bearer the reception of the I, packet is acknowledged by receiving an A-field correct and with the
Q2 bit set to 1 (see clause 10.8.2.4.1);

- for double simplex bearer the reception of the I, packet is acknowledged by receiving an A-field correct and
with Q1 bit set to 1 (see clause 10.8.2.4.1).

NOTE 1: For double smplex bearer this processisindependent for both simplex bearers.

* LAST-BCK meaning "what was the setting of the last correct received BCK bit (with the BCK bit the receiver
reports the next expected |, packet)?".

NOTE 2: If ACKN switchesto "yes' also anew BCK isreceived.

Table 10.5
ACKN LTIp =LAST-BCK How transmitter shall act
(8 |Yes No normal advance (or retransmit)
(b) |Yes Yes retransmit or jump
(c) |No No retransmit or jump
(d) |No Yes retransmit or jump

The transmitter shall use the jump procedure when the packet limit lifetime expires.

In state (b) the transmitter can choose between retransmission and jump. Its choice isreflected in the pkt number
chosen. If jump the pkt number toggles if retransmit the pkt number is unchanged.

10.8.2.5.3 MAC Ip bearer reset

Any Control using an E-Type multiplex interrupts I, data flow on a physical channd of alogical bearer without
warning. A MAC | bearer reset on that half of the logical bearer which uses a particular physical channd is
accomplished by the transmission of a RESET_REQUEST message on that physical channd.

NOTE: During bearer handover one half of alogica bearer may consist of two physical channds, one physical
channel belonging to the 'old' bearer and one belonging to the 'new’ bearer. The reception of a
RESET_REQUEST message on either of these physical channelsindicates an |, bearer reset. No U-type

multiplex, i.e. Ip-channel data, would be sent on either of these physical channels until the MAC I bearer
reset is completed.

The transmitter (T-side) repeats the RESET_REQUEST message on the samelogical half bearer until a
RESET_CONFIRM messageis received in reply or the bearer isreleased. No further |, data shall be sent on this bearer,

until thereply isreceived.

Thereceiving end (R-side) of a RESET_REQUEST message shall reset the packet number sequence variable and the
receive buffers of that logical half bearer on which the message was received. The R-side shall reply with a
RESET_CONFIRM message. The RESET_CONFIRM message may be transmitted on any bearer with capacity in
direction to the T-side, and may be duplicated onto more than one bearer.

If possible the RESET_REQUEST and RESET_CONFIRM messages should be duplicated onto more than one
B-subfield of a bearer. The RESET messages are defined in clause 7.3.4.3.

Upon receipt of RESET_CONFIRM the T-side may resume transmission of I, data on the logical half bearer, starting
with packet 1.
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10.8.3 Higher layer unprotected information (Iy) and MAC error detection
services (Ip)

10.8.3.1 In_minimum_delay service

Each U-type databurst carries one | data segment. The MBC asks for each I data segment witha MAC_CO_DTR-ind
primitive and receives one I segment from the DLC ina MAC_CO_DATA-req primitive (see clause 8.4).

NOTE: During bearer handover two established bearers may be assigned to one logical bearer. The | data
segments transmitted in one TDMA frame on these two bearers need not be the same.

10.8.3.2 In_normal_delay and Ip_error_detection services

At the beginning of each TDMA half frame the MBC shall dispose of all I-channel (I or | s-channel) segments which
are transmitted in thisTDMA half frame (see clause 8.4). The number of segments equal s the number of logical simplex
bearers which are all ocated for |-channel data transmissionsin this TDMA half frame. For segments that have no
sequence numbering insde (e.g. FU1 and FU2), the segments shall be assigned to the allocated logical simplex bearers
in ascending order: the first sesgment to the logical Smplex bearer with the smallest LBN number, the last segment to
that bearer with the highest LBN number. For segments that do have sequence numbers inside, the segments can be
assigned to the alocated logical Smplex bearersin any order.

NOTE 1: There might exist additional logical simplex bearers which are reserved for transmissions of extended
control.

NOTE 2: Thelist of available LBN numbers may be not continuous: In one TDMA half frame there might be 4
logical simplex bearerswith e.g. LBNs 1, 2, 4 and 7 to transmit I-channe data, one simplex bearer with
LBN 6 which is used to transmit extended control and two logical smplex bearerswith the LBN numbers
3 and 5 for receiving data. Bearerswith successive LBNs might not be in consecutive dot order.

10.9 C/O procedures for FT connections with CRFP

The following procedures provide means to address CRFPs on one physical relayed connection of an FT with aPT. The
connection with the PT iseither in relay state or local state. Inrelay state, all higher layer C-plane signalling shall be
relayed by the CRFPs between FT and PT. In local sate, all higher layer C-plane signalling shall be buffered at the FT
and CRFP. Thelocal stateisatemporary state to allow higher layer communication between FT and a specific CRFP.
The procedures defined in this section are required to support encryption of connectionsrelayed by a CRFP.

10.9.1 Dual C/O bearer setup

At FT:

Initially a bearer will be established between the FT and CRFP (identified by its PMID). The FT regards the CRFP
initially asaPT. A relayed bearer setup as defined below can only be accepted at the FT when a barer to the CRFP
already exists. By definition the FT isthen in the local state.

A relayed bearer setup, indicated by the "bearer_request” without the "first PT transmission” code, shall be treated at the
FT asarequest from a CRFP. The TBC shall request the LLME to be connected to the MBC related to the PMID (of
the PT) received in the message. Then the connection setup procedure as defined in clause 10.2 shall continue. The FT
isnow establishing the connection via the CRFP with the PT identified by the PMID. When thefirst bearer of the
connection with the PT is established, the connection shall automatically enter the relay state.

At the FT both relayed and |ocal mode connections have been established on one physical connection. However only
one of these connections shall be active at the same time, and the other connection is suspended.

10.9.2 C/O connection release of connection with CRFP
When the MBC related to a PT isreleased, the FT shall release all MBCs associated with the corresponding TBCs.
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10.9.3 C/O connection suspend and resume

Modification of the state of the connection with a CRFP after the connection is established, can be accomplished by
suspending/resuming connections with the related MBC's in FT and CRFP. This procedure may be necessary to update
cipher keysin the CRFP.

At FT:

To support the communication with a specific CRFP, the FT shall be able to address a specific CRFP identified by the
PMID on one physical MAC connection. The FT shall be able to temporarily suspend the connection with the PT.

The LLME at the FT shall decide to change the connection of a TBC from one MBC (MBC _1) to another MBC
(MBC_2), that is suspended. First the LLME shall suspend the connection of MBC_1 for transmission and resume
connection of MBC_2 for transmission. The MBC_1 shall till receive channel data. The MBC_2 then issues the called
address (FMID/PMID) to the TBC. The TBC shall transmit an "access request” on the active TBC with the "normal
MT transmit" code.

When the TBC receives "bearer_confirm" the TBC shall report to the MBC_2 that the switch is successfully
established, which immediately (next frame) resumes the connection with MBC_2 for reception and suspends the
connection with MBC_1 for reception.

In case of a basic connection, the access request and bearer confirm messages belong to the basic connection control set
and in case of an advanced connection, the access request and bearer_confirm messages belong to the basic connection
control set.

NOTE: Thisprocedure can be used for single bearer connections and multi bearer connections. Furthermore it
supportsall I and I, channels.

11 Medium access layer management procedures

11.1  Broadcasting

11.1.1 RFP transmission

The DECT fixed part's management entity makes all the N and Q-channd information available to the BMC by means
of aMAC_ME_RFP_PRELOAD-req primitive (see clause 8.3.2.1). The LLME may update thisinformation at any
time. Thisprimitive is used to give the MAC layer the SARI messages (see clause 7.2.3.6).

11.1.2 PP reception

The MAC layer of the PP passes Q and N logical channel information to the LLME by means of a
MAC_ME_INFO-ind primitive. If necessary, the LLME responds witha MAC_ME_INFO-res primitive (see
clause 8.3.2.3).

The PP shall understand and comply with all Q-channel information that isneeded for the service that the PP requires.
For example, a PP that requires an RFP to supply it with frequency control information, shall check that the RFP
provides this capability before attempting to establish a connection with it.

11.2 Extended system information

11.2.1 PP requests

The PP may use this facility to submit its ARI(s) for checking by the RFP in its TARI list. The procedure isinvoked by
the LLME passingaMAC_ME_EXT-req primitive (see clause 8.3.2.4) to the MAC layer. When the MAC layer has
received areply from the RFP, it issuesaMAC_ME_EXT-cfm primitive (see clause 8.3.2.4) containing the SDU.

ETSI



188 Final draft ETSI EN 300 175-3 V1.6.0 (2001-09)

11.2.2 RFP response

An RFP of an FP that provides the extended system information service shall issuea MAC_ME_EXT-ind primitive to
the LLME after receiving an extended system information request. The LLME may return areply with a
MAC_ME_EXT-res primitive. Data delivered within this primitive shall be transmitted within T206 frames after
receiving the extended system information request.

11.3 PP states and state transitions

Refer to figure 4.7 for PP states and transitions.

11.3.1 Actions in Idle_Unlocked and Active_Unlocked states
In theldle_Unlocked state, a PP need not do anything.
In the Active_Unlocked state, PPs occasionally try and enter the Idle_L ocked state (see clause 11.3.2).

A PP may change between the Idle_Unlocked and the Active_Unlocked state as it wishes.

11.3.2 Entry into the Idle_Locked state

An Active_Unlocked PP occasionally scans for a DECT fixed part with which it can enter the Idle_Locked state. The
timing of the start and end of this scan are controlled by the management entity which should consider such things as
power consumption and SARI list length.

NOTE: The primitives PL-ME-SYNC, PL-RX, PL-ME-SIG_STR are described in clauses 7.1 and 7.2 of the
DECT physical layer (see EN 300 175-2[2]).

The scan can be achieved using PL_ME_SYNC primitivesto obtain slot timing and PL_RX primitives to obtain N and
Q-channd information. The Q-channel information allows frame, multi-frame, and receiver scan synchronization to be
obtained.

The PP usesaMAC_ME_INFO-ind primitive to passa PARI or a SARI to the management entity. The management
entity issuesa MAC_ME_INFO-res containing the PARI only if it identifies an acceptable ARI.

The PP should then use PL_ME_SIG_STR and PL_RX primitives to sdect the RFP (that transmits the above PARI)
with the strongest sgna strength.

If the PP wishesto enter the Idle_Locked stateit shall extract al the tranamitted Qy information that is necessary for all
the MAC and physical layer service typesthat it can use.

EXAMPLE: If a PP can implement encryption and only B-field connection setups, it hasto receive the
"multiframe number" and the "fixed part capabilities’ messages.

After this Qr information has been obtained, the PP may enter the Idle_L ocked state.

11.3.3 Actions in the Idle_Locked state

Intheldle_Locked state, the PP shall maintain frame and multiframe synchronism with the FP and may occasionally
scan for RFPs with a stronger signal strength. If a stronger RFP is found, then the PP may lock to this RFP instead. In
addition the PP should be able to receive paging messages and may provide the means to detect connection setup
attempts from the FP (fast setup).

In order toremainin theldle L ocked state the PP shall:
- resynchronize itstiming with the FP'stiming at least every T216 multiframes (see EN 300 175-2[2]);
- receivein frame O at least one A-field with correct CRC every T207 seconds; and

- receiveat least one Ny typetail containing the PARI inthe MAC_ME_INFO-res primitive every T208 seconds.

If any of these conditions are not met, the PP shall enter either the Active_Unlocked state or the Idle_Unlocked state.
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At any time an Idle_L ocked PP may leave this state and enter either the Active_Unlocked state or the Idle_Unlocked
state.

11.3.3.1 Page detection in Idle_Locked state

Inldie_Locked state the PP should receive the Bg-channel. To provide this function three typical modes of operation for
an Idle_Locked PP are described bel ow.

High duty cycleldle L ocked mode: the PPreceives all Bg-channel data that istransmitted in frames 0, 2, 4, 6, 10, and
12 of the multiframe sequence. High duty cycle Idle L ocked mode enables a PP to receive fast pages (see clause 9.1.3)

NOTE 1: Higher layer functions are used to ascertain whether a PP is likely to respond to fast paging (see
EN 300 175-5[4]).

Normal Idle_L ocked mode: the PP at least receives any B-channd data transmitted in frame 0 and in any additional
framesthat are commanded by the extend flag.

Low duty cycle Idle_L ocked mode: in at least one out of every four multiframes the PP shall attempt to receive any
Bg-channel data trangmitted in frame O and in any additional framesthat are commanded by the extend flag. Unless the

FP broadcasts that low duty Idle_Locked mode is supported (see "page repetition bit" in "fixed part capabilities’,
clause 7.2.3.4) the PP shall not enter this mode.

NOTE 2: PPsinlow duty cycleldle_Locked mode do normaly not receive long page messages which are used by
higher layers for connectionless downlink services.

11.3.3.2 Setup detection in Idle_Locked state

PPs may allow FPs to setup a connection without prior paging. Thisprocessis called fast setup and described in
clause 10.2.3.

NOTE 1: Higher layer functions are used to ascertain whether a PP is likely to respond to fast setups attempts.

To provide the fast setup capability the PPsreceiver scan sequence is synchronized with that of the RFP (see
clause 11.9). It receivesin every dot on the scanned RF channel and islooking for a "bearer request” message
containing its own PMID.

NOTE 2: The RFP transmissions do not indicate the first transmission with a special header coding.
For RFP transmissions, the "Paging tail (Pr)" uses the same header coding as the "First PT transmission” header code.
The correct meaning of this coding shall be implied by the direction of transmission (see clause 7.1.2).
11.3.4 Idle_Locked and Active_Locked state transitions

Entry into the Active_L ocked state can only be achieved from the Idle_Locked state. Thistranstion is achieved by the
establishment of a connection, as described in clause 10.2 or by the resumption of a connection.

When an Active L ocked PPreleasesitslag existing connection or suspendsitslast connection in "active state”, it shall
return to the Idle_Locked state.

11.4  Physical channel selection

The physical channel selected for a MAC bearer is only allowed to be changed due to a detected need to changeit.
Typical needs are detection of bad quality or interference on the physical channel in use, detection of an RFP that is
stronger than the own RFP, detection of a physical channd with less interference than the onein use, and detection of
local congestion.

11.4.1 The channel selection lists

Prior to thefirst transmission on any bearer DECT RFPs and PPs have to select physical channds. To find appropriate
channels the channel s shall be ordered according to the measured field strength.
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Theterm "channd" refers to therelevant physical channel of a TDD pair (i.e. two time slots using the same frequency,
and garting points of the time dots are separated by 0,5 frame). The RSSI measurement in therelevant physical channel
determines the selection performance for one or both physical channels of a TDD pair. The choice of the relevant
physical channel of a TDD pair depends on the wanted bearer type.

a) Duplex bearer:

for aduplex bearer therelevant physical channel isthereceiving physical channd, e.g. for a PP the RSSI
measurement in dot 3 on frequency fy defines the selection performance to use dot pair (3/15) on this frequency
asaduplex bearer.

b) Double ssmplex bearer:

for a double simplex bearer the relevant physical channd isthat channel of the TDD pair with the higher
measured field strength, e.g. for a PP the higher of the RSSI values measured in dots 3 and 15 on frequency fy
defines the selection performance to use ot pair (3/15) on this frequency as a double simplex uplink bearer.

¢) Simplex bearer:

for asimplex bearer the relevant physical channd in the transmitter is different for PPs and RFPs. For PPsit is
thereceiving TDD half of the desired physical channel, e.g. the RSSI measurement in slot 3 on frequency fy
defines the selection performance to use slot 15 on this frequency as an uplink simplex bearer. For RFPsiit isthat
channd of the TDD pair with the higher measured field strength.

Table 10.6
Wanted bearer type Relevant physical channel of the TDD pair
Selection by a PP Selection by an RFP

duplex channel in normal receiving TDD |channel in normal receiving TDD
half frame half frame

simplex channel in normal receiving TDD |channel with higher measured
half frame RSSI

double simplex channel with higher measured channel with higher measured
RSSI RSSI

Theresolution of the RSSI measurement shall be better than or equal to 6 dB as defined in EN 300 175-2 [2]. The
lowest boundary shall be equal or less than - 93 dBm. Channels with ameasured RSSI of |ess than this lowest boundary
are considered as quiet channels, and may be immediately selected for a bearer setup attempt. An upper limit may be
defined where a channd is considered to be busy. Channdswith aRSSI of more than this upper limit need not be
ordered with aresolution of 6 dB, but these channels shall not be selected for a bearer setup attempt. Channelswith a
measured field strength which lies between these two boundaries shall be ordered according to the measured field
strength into "n" bands. The RSS! difference of al channelswithin the same band shall not exceed 6 dB.

NOTE 1: The upper limit may be a variable which depends on the interference environment. Neverthel ess the upper

limit can not exceed the highest field strength for which areceiver guarantees a RSSI measurement
resolution of 6 dB.
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The description above leads to the "n"-bandbin modd, given in table 10.7.

Table 10.7: RSSI model

RSSI g RSSI band comment
> max dBm 00 busy busy, don't try
<6dB b(n)
<6dB b(4) possible
<6dB b(3) candidates
<6dB b(2)
<6dB b(1)
< min dBm 0 quiet quiet, always
allowed

Depending on the wanted bearer type a basic channd list can be modelled where a quality assignment based on the
measured RSS| exists for each TDD pair of physical channels, i.e. for each dot pair of each frequency. The quality
assignment is either aband number (b(1), ..., b(n)), a"busy" sign or a"quiet" sgn.

The basic channd list describes the overall DECT interference environment for a given upper limit "max" and does not
depend on any system restrictions. It isnot required that DECT equipments set up a complete basic channd list.
However, different dot types require different channel ligs.

In reality there might exist channels which cannot be measured or used.

EXAMPLE 1: A DECT equipment may be unable to use dot pair (4/16) on frequency fy having at the sametime
an established bearer on slot pair (3/15) and frequency fy.

EXAMPLE 2. A DECT equipment may be unable to measure the RSSI in slot 15 and frequency fy while having a
bearer established in dot pair (3/15) and frequency fy,.

EXAMPLE 3:  An RFP may not be allowed to support all 10 DECT frequencies.

A modified channel list shall therefore take into account all known restrictions. "busy” is used below as a general term
for channelsthat shall not be used. A DECT equipment shall be able to create amodified channd list with following
properties:

a) all entries of own blind dots or blind TDD channel pairs shall be regarded as busy;
b) not supported frequencies at the FP shall be regarded as busy.

NOTE 2: Theinformation concerning frequencies that are not supported at the FP are broadcast by the FP with the
static system information message (see clause 7.2.3.2).

The following deviations are allowed for the modified channel list:
a) if all possible candidates are below the lower limit "min", thelist of quiet channels need not be compl ete;

b) the uppermost band of possible candidates (band b(n)) need not be compl ete, i.e. there might exist channels
bel onging to b(n) which are regarded as"busy”. Nevertheless, the bands below the band b(n) aswell asthe list of
quiet channes have to be complete.

NOTE 3: Thesetwo deviations allow the RFP or PP to only create alist of m candidate channd s which are quiet
and/or the quietest channels. Here the upper limit "max" is avariable and depends on the interference
environment. All except the m quietest channels are regarded as "busy".

In addition further channels may be regarded as busy due to restrictions at the far end, e.g. received blind slot or POOR
channd information.

NOTE 4: Blind dot information istemporary and specific for each RFP of an FP.

PPs should take into consideration arecognized connectionless downlink bearer or adummy bearer of thelocked RFP.
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NOTE5: The PP's RSSI measurement for the channd used by the RFP for the broadcast or connectionless service

will normally lead to the decision not to select it. Neverthel ess this channel may be the preferred channel
for anew bearer, eg. aconnectionless uplink bearer or aduplex bearer when alowed (see fixed part
capabilities, clause 7.2.3.4).

The maintenance of the modified channel list may be done regularly or upon need, subject to rulesin clauses 11.4.2 and

11.4.3.

11.4.2 Physical channel and RFP selection at the PP

A PP shdl bein alocked state (Idle_Locked or Active L ocked) before it may start transmission on aphysical channel.

Theinitia set up should be performed so asto aways connect to the strongest possible RFP, and it shall use the signal
strength values obtained with PL_ME_SIG_STR primitives as a criteria. Therefore it isrecommended to make at least 3
attempts to the strongest RFP before selecting the next strongest RFP.

The sdlection of physical channels shall be subject to all of the following rules:

a)

b)

0

d)

e

f)

for a duplex bearer the TDD pair including the dummy bearer may only be selected when allowed (see
clause 7.2.3.4);

unless the selected channel has a measured RSSI that meets the "quiet” criterion (see clause 11.4.1), the
complete modified channd list shall have been updated within the last T209 seconds;

channels marked as "busy” shall not be selected;

for bearer handover and for setting up the pilot channel of an I_normal_delay or an I, service:

d1)if the quietest unselected channel is marked as "quiet”: if none of the unselected quiet channels can be
accessed within the next three TDMA frames, a channel of bands b(1) or b(2) may be selected; otherwise a
quiet channd shall be sdlected for the next setup attempt;

d2)if the quietest unselected channel isin band b(x), x < (n-1): If none of the unselected channelsin band b(x)
can be accessed within the next three TDMA frames, a channel of bands b(x + 1) or b(x + 2) may be selected,;
otherwise a channd of band b(x) shall be selected for the next setup attempt;

d3)if the quietest unselected channel isin band b(n-1): If none of the unselected channesin band b(n-1) can be
accessed within the next three TDMA frames, a channel of band b(n) may be selected; otherwise a channd of
band b(n-1) shall be selected for the next setup attempt;

d4)if the quietest unselected channel isin the highest band b(n): A channel in band b(n) shall be selected for the
next setup attempt;

for all other bearer establishments:

el) unless all channels marked as "quiet" have been selected at least once, no channd of the bands b(1) to b(n)
shall be selected;

e2) unless all channels of the bands b(1) to b(x-1) have been selected at least once, no channels of the band b(x)
shall be selected;

in any time window of T210 seconds the number of channel selections shall not exceed the value N202
multiplied by a factor which depends on the number of required bearers (see table 10.8).

The number of required duplex and double simplex bearersis calculated as the difference between the target
number of bearers and the number of already established bearers at the beginning of the timeinterval.
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Table 10.8: Maximum number of selections

Number of Maximum number
required bearers of selections
1 1 x N202
2-3 2 x N202
4-7 3 x N202
8-15 4 x N202
> 15 5 x N202

NOTE 1: For uplink simplex bearersalower limit is defined in clause 9.2.1.

NOTE 2: For multibearer connections a complete set of channds may be sel ected at the start of the connection
establishment procedure using the channel selection rules. The parallel setup attempts of the multibearer
connection may then use these selected channelsin any order (for example the order of known receiver
scanning and/or an order indicated by received channe list messages).

0) unlessa"GOOD" or a"LISTEN" channd list message or "acceptable channe” information isreceived a channd
shall not be reselected for access to the same RFP until the modified channel list has been completely updated;

h) achannd may only be selected if it is checked within the last 2 frames before the first transmission, and the
RSSI shall not be more than 12 dB stronger than the previous value (checking channds: see clause 11.4.1);

EXAMPLE: Having made a RSSI measurement with a 6 dB resol ution the channe may still be selected for a
new bearer when it belongs to band b(x + 1), assuming the channel was previously in band b(x).
The channd shall not be selected for anew bearer if it belongs to aband higher than b(x + 1).

i) the PP may useinformation from the RFP (e.g. "acceptable channd” or "channel lig" information) to aid its
choice of channdl. Nevertheless, rules a) to h) shall not be violated.

NOTE 3: For simplex uplink bearersthis sdlection procedure is only applied when no dummy or C/L downlink
bearer has been found. Otherwise the TDD pair of this downlink bearer has to be chosen for the uplink
(seeclause 9.2.2).

In addition to these rulesit is recommended not to use any channdl pair for setting up a duplex or a double simplex
bearer to a specific RFP when a C/L downlink or adummy bearer of another RFP was recognized in the normal receive
channd of the PP (dot 0..11).

It isalowed to use the PP channel selection rules for smplex bearers for setting up a dummy bearer when a PP acts as
the RFP in PP-to-PP direct communication mode.

11.4.3 Physical channel selection at the RFP

For an FT initiated setup of a duplex bearer (fast setup, see clause 10.5.1.3) and for setting up a double simplex
downlink bearer (see clause 10.5.1.4) the RFP shall know the receiver scanning sequence of the PP before it may
transmit a "bearer request” message on aphysical channd.

For the creation of a dummy bearer following the termination of all other bearers a an RFP, the RFP should select
without interruption the channd previoudy occupied by the last active downlink bearer. The selection of physical
channdsin all other circumstances or if this recommendation isnot followed shall be subject to al of the following
rules:

a) unlessthe selected channel has ameasured RSSI that meets the "quiet” criterion (see clause 11.4.1), the
complete modified channd list shall have been updated within the last T209 seconds,

b) channels marked as "busy" shall not be selected;

c) for setting up the pilot bearer and for bearer handover of a double simplex bearer when the RFP isin operation as
the T-Side:

cl)if the quietest unselected channel ismarked as "quiet”. If none of the unselected quiet channels can be
accessed within the next three TDMA frames, a channel of bands b(1) or b(2) may be selected; otherwise a
quiet channd shall be selected for the next setup attempt;
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c2)if the quietest unselected channel isin band b(x), x < (n-1). If none of the unsdected channd sin band b(x)
can be accessed within the next three TDMA frames, a channel of bands b(x + 1) or b(x + 2) may be sdlected;
otherwise a channd of band b(x) shall be selected for the next setup attempt;

c3) if the quietest unselected channel isin band b(n-1). If none of the unselected channdsin band b(n-1) can be
accessed within the next three TDMA frames, a channel of band b(n) may be selected; otherwise a channd of
band b(n-1) shall be selected for the next setup attempt;

c4) if the quietest unsel ected channel isin the highest band b(n). A channel in band b(n) shall be selected for the
next setup attempt;

for all other bearer establishments:

dl)unless all channels marked as "quiet" have been selected at least once, no channd of the bands b(1) to b(n)
shall be selected;

d2)unless all channels of the bands b(1) to b(x-1) have been selected at least once, no channels of the band b(x)
shall be selected;

in any time window of T210 seconds the number of channel selections shall not exceed the value N202
multiplied by a factor which depends on the number of required bearers (see table 10.9);

The number of required double simplex bearersis calculated as the difference between the target number of
bearers and the number of already established bearers at the beginning of the timeinterval.

Table 10.9: Maximum number of selections

Number of Maximum number
required bearers of selections
1 1 x N202
2-3 2 x N202
4-7 3 x N202
8-15 4 x N202
> 15 5 x N202

NOTE 1: Setting up dummy or C/L downlink bearer needs only one selection. Therefore no limit for simplex

downlink bearer isneeded.

NOTE 2: For multibearer connections a complete set of channes may be selected at the start of the connection

f)

9

establishment procedure using the channel selection rules. The parallel setup attempts of the multibearer
connection may then use these selected channelsin any order (for example the order of known receiver
scanning and/or an order indicated by received channe list messages).

unless a GOOD or aLISTEN channel list message isreceived a channel shall not be reselected for access to the
same PP until the modified channd list has been completely updated;

a channd may only be selected if it is checked within the lagt 2 frames before the first transmission, and the
RSSI shall not be more than 12 dB stronger than the previous value (checking channds: see clause 11.4.1);

EXAMPLE: Having made a RSSI measurement with a 6 dB resol ution the channd may still be selected for a

new bearer when it belongs to band b(x + 1), assuming the channel was previously in band b(x).
The channd shall not be selected for anew bearer if it belongs to aband higher than b(x + 1).

h) the RFP may use information from the PP (e.g. CHANNEL_LIST information) to aid its choice of channdl.

Nevertheessrules a) to g) shall not be violated.

In addition to these rules it is recommended not to use any channel pair for setting up any bearer when a C/L downlink
or adummy bearer of aneighbour RFP was recognized in the normal transmit channel of the RFP (dot 0..11).

11.4.4 Hand over criteria due to in-connection base identification

Bearer and connection handover should be performed so asto always connect to the strongest (free) RFP, and it should
use channd quality and shall usethe signal strength vaues, thelatter obtained using the procedure specified in
EN 300 175-2 [2] asacriteria. Information from MAC "channd list" messages may al so be used.
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11.4.5 Handover criteria due to interference

The handover decision process should be optimized to make a quick intra-cell handover when the DECT transmission
suffers interference during a few consecutive frames. Thisis because most interference normally comes from DECT
transmissions in the same band, and DECT transmissions will always occur in consecutive frames.

NOTE: Interference may also occur from systems allocated adjacent to the DECT band, UTRA/TDD above
1900 MHz and GSM 1 800 MHz base station transmit band below 1 880 MHz. This Interference will
occur during consecutive DECT frames if theinterferer has aframe cycle time of 10/N ms, where N isan
integer, e.g. it istrue for the UTRA TDD which has a 10 msframe cycle time, but it isnot true for
GSM 1800 which has a frame cycle time of 60/13 ms, whereby a DECT time dot isinterfered as ssidom
as every 6" frame by a single GSM bearer. It isadvised that the DECT handover procedureis
implemented to al so enable a successful handover when the up-link or the down-link isinterfered as
seldom as every 6" frame. An example of handover criteria for such an implementation (for speech) is

Indicted errors of adot: Sync. failure, A-CRC, X-CRC, diding collision. One or more of these errorsin
the same dot indicated asadot error.

Relevant slots: Up-link and Down-link. Up-link slot error isreported to the PP in the following down-link
by proper Q-bit setting. The PP gives the same weight to dot error in up- and down-links.

The PP has a "leaking bucket" procedure to trigger handover when the bucket is empty (0). Max content
is 32 (overflow limit), empty is 0. Start setting is 16. Correct slot adds one. Error dot subtracts 8.

This example gives 30-40 mstrigger time for interference from DECT or UMTS/TDD and 480-540 msfor interference
from asingle GSM bearer. If wanted it is possible to add an extra criteriato further decrease the trigger time for
interference on consecutive DECT frames (interference from DECT).

11.5 In-connection quality control

11.5.1 RFPI handshake
A radio endpoint shall release a bearer if it has not received the correct RFPI with a correct CRC on that bearer in the
last T201 seconds.

11.5.2 Frequency control

11.5.21 RFP measurement of frequency error

Provided the RFP supports frequency control the frequency error of the received physical packetsisreported in the
PL_RX-cfm primitive. If the frequency error istoo large (when averaged over a suitably long time) a frequency control
request is sent to the PT (see clauses 7.2.5.5 and 7.3.4).

If the RFP receives a frequency control reject message, it shall not send any more frequency control message to that PT.

11.5.2.2 PT frequency correction

When a frequency control request message isreceived by the MAC layer in the PT, it sends an appropriate
PL_FREQ_ADJreq primitive to its physical layer.

Inresponseto aPL_FREQ_ADJreq primitive the Physical layer may issuea PL_FREQ_ADJ-cfm primitive, indicating

that frequency control isnot supported. A PPsMAC layer receiving this primitive may send a frequency reject message
to the requesting RFP.

11.6 Maximum allowed system load at RFPs

In any frame the maximum capacity occupied by traffic bearers at an RFP shall not exceed 14.4 half dots per TDMA
frame, multiplied by the number of RF channels available to the DECT system, asregulated by the national authorities.
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NOTE: Onehalf dot traffic bearer occupies two half dots; onefull slot traffic bearer occupies four half slot; one
double dot traffic bearer occupies eight half dots.

11.7 PMID and FMID definitions

11.7.1  FMID definition
The FMID is supplied to the MAC layer by the management entity and is defined in EN 300 175-6 [5].

11.7.2 PMID definition
The PMID is supplied to the MAC layer by the management entity and is defined in EN 300 175-6 [5].

11.8 RFP idle receiver scan sequence

In every sot areceiver in an RFP iseither active, or scanning, or idling.
Therecever isactiveif it isreceiving atraffic bearer used by that RFP.

Scanning iswhen thereceiver islistening for bearer set up attempts on physical channels. If thereceiver isactive on a
particular dot, it will be unableto listen in that dot on adifferent RF carrier (however, an RFP may have more than one
receiver).

Idleisanon-preferred state. It implies that the RFP isnot scanning for any (more) bearer set up attempts. Receivers are
(almost automatically) idle when the RFP tranamits.

All RFPs within a DECT internal handover area (see EN 300 175-6 [5]) shall operate on the same set of RF carriers.

The primary scan is defined as the scan that is maintained if the RFP has one or more receiver(s) free. If the RFP has
more than one receiver free, it maintains secondary and tertiary scansthat lag behind the primary scan.

All RFPs within a DECT internal handover area (see EN 300 175-6 [5]) shall have their primary scans on the same RF
carrier a the sametime.

If different systems are synchronized (e.g. viathe synchronization port), it isrecommended that at any given time, the
primary scans of these systems are on different RF carriers.

When RFPs scan the physical channelsthey shall do so in the order described bel ow.

By the primary scan all available RF carriers shall be scanned sequentially at arate of 1 carrier per TDMA frame. RF
carriers shall be scanned in order of ascending carrier numbers.

After scanning the highest numbered available RF carrier, the receiver re-starts the primary scan in the following
TDMA frame on the lowest numbered available carrier.

An RFP shall listen to all dotsin which a PP transmission on anew bearer can be accepted.

NOTE: An RFP of an FP that does not support asymmetric connections may beidle during slots O to 11. These
are thenormal RFP transmit dots.

The RFP uses the Qt messages to broadcast on which RF carrier its primary scan will be in the next frame. These
messages al so give the number of transceivers at the RFP (thus giving an indication of whether a secondary or tertiary
scan exists) and the number of RF carriers that exist.

Secondary receiver scan lags behind the primary receiver scan by 6 TDMA frames.
Thetertiary receiver scan lags behind the primary receiver scan by 3 TDMA frames.
The operation of any additional idle receiver(s) is not defined.

Broadcast blind dlot information should reflect the primary receiver scan sequence (see clause 7.2.4.3.3).
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In order to optimize system performance for multiple transceiver RFPs, the RFPs should maintain active bearersin the
following order of preference:

a) on any available transceiver without an active receiver scan in operation;
b) on thetransceiver with thetertiary receiver scan;

¢) on thetransceiver with the secondary receiver scan;

d) on thetransceiver with the primary receiver scan.

An RFP that has an extended frequency all ocation and uses one or more of the basic DECT frequencies shall transmit
"static_system_information” with a PSCN set equal to one of the basic DECT frequencies at least once every 32
multiframes. Furthermore, the "extended RF_carriers’ message shall contain the number of RF carriers being scanned
at that RFP.

11.9 PT receiver scan sequence

For the fast setup procedure, if the PT does not support the LISTEN message, it shall arrange itsreceiver scanning
sequence such that it scans the same sequence of channels asthe primary scan (see clause 11.8) at the chosen RFP. For
the double simplex bearer setup procedure, if the PT does not support the LISTEN or GOOD message, it shall arrange
itsreceiver scanning sequence such that it scans the same sequence of channels as the primary scan (see clause 11.8) at
the chosen RFP.

The PT scan sequence should lead the RFP (primary) scan by one frame, as shown in figure 11.1.

RFP primary scan
| ChanN Chan N+1 | Chan N+2 | |
A >[ 1 TDMA frame
PT Fast Setup Scan
| ChanN+1 | Chan N+2 | Chan N+3 | |

Figure 11.1: PT receiver scan sequence

12 Medium access layer test message procedure

12.1 Introduction

For the purpose of testing, DECT equipment capable of transmitting shall recognize the set of test messages sent by the
testing system as defined in the present document. The ability to recognize and implement these messages is contained
in the Implementation Under Test (IUT). Theresponse of the [UT to these messages is dependant on the equipment

type.

DECT equipment not capable of transmitting shall not be required to recognize these messages.
NOTE: Implementation Under Test (IUT is equivalent to Equipment Under Test (EUT)).

Clause 7.2.5.4 of the present document defines the MAC layer test messages.

DECT equipment that implements only connectionless services shall not be required to implement the test messages.
However, the applicant shall declare to the test laboratory how the functions of force transmit, loopback, defeat antenna
diversity and clear test modes shall be initiated.
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12.2 General

The ability to recognize and implement the test messages is resident in the medium access control layer of the IUT.
Execution of these messages are inhibited unless the IUT, in addition to the norma mode operation, isalso in the test
standby mode. Thetest standby mode isinvoked by some means of manual switching inthe IUT (e.g. dip-switch,
jumper, or key-pad code as designated by the manufacturer) to prevent accidental execution of these messagesin a
normal DECT environment.

Receipt of atest message causes the IUT to enter the appropriate test mode(s). The IUT shall stay in the test mode(s)
indefinitely or until a"clear test modes' message isreceived. Receipt of this message shall clear al previoudy enabled
test modes and return the IUT to the test standby mode (see figure 12.1).

State mode diagram for IUTs during testing

Normal operation

Manufacturer specific
Manual interlock

Test message "Clear Test Modes
message

Test mode(s)
in

operation

Figure 12.1: State mode diagram for IUTs during testing

After switching to the test standby mode and before the receipt of the test messagesthe lUT shall have no active bearers
other than the dummy bearer if the IUT isan FP. When entering the test standby mode, the modulation of the bearers
shall be modulation scheme 1aor 1b, refer to EN 300 175-2[2]. Test message CHANGE_MODULATION_SCHEME
(ref. Clause 12.9) can be used to switch the IUT to another modulation scheme.

The IUT shal be able to be switched out of thetest standby mode by the same means of manual switching as described
above or by powering down the IUT. Thetester should not transmit any test messages before the IUT has entered the
test standby mode.

No more than one test message per multiframe shall be sent to the IUT. If, however, the manufacturer declares to the
testing authority that the IUT is able to execute test messages at a higher rate, then the test messages shall be allowed to
be sent at thishigher rate.

Test messages are arranged into two groups. Thefirst group comprises those messages which cause the IUT to enter a

static mode of operation. The second group is dynamic. The [lUT does not enter a permanent test mode after execution
of the test message, i.e. the dynamic test message invokes atemporary test mode. These two groups are listed below:
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Static M odes:
a) FORCE_TRANSMIT;
b) LOOPBACK_DATA;
c) DEFEAT_ANTENNA_DIVERSITY;
d) CHANGE _MODULATION_SCHEME.
Dynamic M odes:
a) CLEAR TEST_MODES.
All of the static test modes shall be able to be in operation at the sametime.

The ESCAPE test message is neither static or dynamic; it serves to notify the IUT of the presence of a proprietary test
message in the subsequent data bits.

For adetailed description of the test procedures utilizing thetest messages, refer to EN 300 176 [8].

12.2.1 Portable part testing

Oncein thetest sandby mode, the [UT shall receivein at least al framesin the first half of amultiframe and all slots
declared as being supported. The EUT shall execute the test message within 16 frames of the reception of the test

message.

The PP shall be able to receive and process the test messages described in clause 7.2.5.4. The PP shall be ableto receive
M- tails sent on adummy bearer in any frame alowed by the T-MUX algorithm if no bearers currently exist.

The test message shall be sent by the LT in an M+ tail using a dummy bearer if no bearers currently exist otherwise they
shall be sent on an existing bearer.
12.2.2  Fixed part testing

The FP shall be able to receive and process the test messages described in clause 7.2.5.4 on a bearer that has been
initiated by the LT.

Entry into the test standby mode is from the Active_ldle or C/L state. The EUT shall execute the test message within 16
frames of the reception of the test message.

If thereisno interference, a dummy bearer shall not change physical channelsin test mode.
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12.2.3  Applicability of test messages

For the purposes of testing, DECT equipment is divided into two equipment category types: CI-BASE equipment and
CI-PROFILE equipment (see clauses 8 and 9 of EN 300 175-1 [1]). CI-BASE equipment are those implementations
which do not adhere to an ETSI approved operating profile. Cl-PROFILE equipment are those implementations which
comply with an ETS| approved operating profile (e.g. General Access Profile (GAP)). Table 12.1 below details the test
messages that are required to be supported by the IUT for each equipment category type.

Table 12.1: DECT equipment categories and test messages

Test message CI-BASE CI-PROFILE CI-PROFILE-PLUS
FORCE_TRANSMIT Understand Understand Understand
LOOPBACK_DATA Understand Understand Understand

(note 4) (note 4) (note 4)
DEFEAT_ANTENNA_DIVERSITY Understand Understand Understand

(note 2) (note 2) (note 2)
NETWORK_TEST Ignore Ignore Ignore
ESCAPE Ignore Ignore Ignore
CHANGE_MODULATION_SCHEME Understand Understand Understand

(note 5) (note 5) (note 5)
CLEAR_TEST_MODES Understand Understand Understand

NOTE 1: All DECT equipment, upon receipt of a test message, shall not malfunction regardless of the
applicability of the message.

NOTE 2: If equipment is declared as having antenna diversity or possessing more than one switchable
antenna.

NOTE 3: Equipment that is capable of operating in more than one of the above modes shall be tested in each
mode separately.

NOTE 4: For fixed parts, loopback is described in clause 12.4.2.

NOTE 5: If equipment is declared as capable of higher level modulation.

12.3 FORCE_TRANSMIT

12.3.1 Portable part

On receipt of thismessage, all DECT equipment capable of transmitting shall setup a bearer on the slot number, start
position, and frequency specified in this message and shall listen for other messages received on this established bearer
and act upon them as appropriate.

NOTE 1: Thistest messageissent from the LT tothe IUT prior to all other test messages. This enables the other
test messages to be sent on this established bearer.

NOTE 2: Wherethe IUTstransmitted datarequires control by the LT, this message isfollowed by the
LOOPBACK_DATA test message.

The IUT remainsin thismode until the CLEAR_TEST_MODES message isreceived. Receipt of other test messages
shall not terminate this mode.

Combinations of slot pairs that are declared by the manufacturer as not being supported in the IUT for thistest shall not
be selected by the testing system.

If there exists abearer at thetimethe IUT receives the FORCE_TRANSMIT message, the IUT shall first examinethe
status of the "keep previous' bit to determine whether to release the current bearer. If the "keep previous' bit is set to
"1", the IUT shall not rdease the old bearer. The IUT shall execute the appropriate setup procedure at the new dot and
frequency indicated in the FORCE_TRANSMIT message. If the "keep previous' bit is set to "0", the IUT shall first
release any existing bearers before performing the call setup.

The maximum number of bearers active at any time shall not exceed the declared limit of the IUT.

NOTE 3: A manufacturer could include a multi-bearer force transmit test message as part of a proprietary test
message Set.
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If the"handover disable" bit isset to "1" then bearer and connection handover shall be disabled (see clause 7.2.5.4.2).

12.3.2 Fixed part

The IUT shall allow bearer setup using any PMID whilein thetest standby mode. In addition, the IUT shall proceed
with the bearer setup request on the dot pair on which the bearer setup request was received.

NOTE 1: TheLT will initiate bearerswith the lUT using the normal bearer setup procedures described in
clause 10.2, and in thisway controls the transmissions of the IUT.

NOTE 2: The FORCE_TRANSMIT test message is not used when the IUT isa FP.
The IUT shal listen for other messages received on this established bearer.

The IUT remainsin this mode until the CLEAR_TEST_MODES messageisreceived. Receipt of other test messages
shall not terminate this mode.

DECT equipment utilizing only the connectionless services shall not limit the number of successive transmissions.

12.4 LOOPBACK_DATA

Loopback isthat process by which data received in one dot is used to compose the data to be transmitted in the next
half-frame. The sequence of the bits and their values as transmitted by the IUT isidentical with the sequence of the bits
and their values asreceived by the I[UT.

For DECT equipment capable of setting up a bearer, the IUT shall have a bearer existing before this message can be
executed by the IUT. If no bearer exists when the test message is transmitted by the tester, the IUT shall ignore this

message.

DECT equipment utilizing only A-field transmissions shall loopback bits a ¢ to a,; of the A-field. The IUT shall not
limit the number of successive transmissions.

DECT equipment capable of B-field transmission shall loopback bits b, to b, for half-d ot implementations or bits b,
to by, o for full-slot implementations. Equipment supporting both half- and full-slot operation shall loopback bits b, to
bs3;19- The A-field loopback shall not be used.

DECT equipment capable of transmitting double-dots shall loopback bits by to b,g9. Equipment supporting half-dots
and/or full-dotsin addition to the double-slot shal loopback bits by, to b,q4. The A-field loopback shall not be used.

12.4.1 Portable part
The point at which loopback occursin the MAC of the IUT can be above or below the scrambling functions of the [UT.

If a FORCE_BEARER_HANDOVER messageis received after receipt of the LOOPBACK_DATA message, the IUT
shall continue to operate in the loopback mode after execution of the bearer handover procedure. The IUT may transmit
the loopback data on both bearers during execution of its bearer handover procedure. The I[UT shall continue to operate
in the loopback mode until receipt of the CLEAR_TEST_MODES or power down of the unit.

12.4.2 Fixed Part

12.4.2.1 IUTs implementing the DECT scrambler

The point of loopback in the MAC of the IUT may occur above and bel ow any scrambling functions of the I[UT.

12.4.2.2 IUTs implementing a proprietary scrambler
The point of loopback in the MAC of the IUT shall occur below any scrambling functions of the IUT.

NOTE: "Beow" meanswithout passing through the scrambling functions of the IUT.
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12.5 DEFEAT_ANTENNA_DIVERSITY

All equipment equipped with antenna diversity shall respond to this message. The antenna selected by this message
shall be used for both receive and transmit. The [UT stays on the sel ected antenna until anew antennais selected or the
"clear test modes’ message isreceived.

126 NETWORK_TEST

Thismessageis used to invoke testing procedures resident in the network layer. The 32 bit SDU is passed through the
ME SAPtothe LLME. No further action isrequired. All implementations shall recognize the network test message,
however, IUTs not implementing this method to invoke testing procedures shall ignore the network test message.

12.7 ESCAPE

Proprietary test messages resident in an IUT shall be declared by the manufacturer to the testing authority before testing
may begin. Any transmission of a proprietary test message shall be preceded by the ESCAPE messagein the same
transmission. Proprietary test message(s) shall occupy bit positions a; ¢ to a,; of the A-field. All implementations shall
recognize the ESCAPE test message, however, EUTs not implementing proprietary test message(s) shall ignore the
ESCAPE message.

12.8 CLEAR_TEST MODES

The CLEAR _TEST_MODES messageis used asa "reset” function. Its purposeis to force the IUT back to the test
standby mode. Receipt of this message shall clear all previousy enabled static test modes (including static proprietary
modes) within 16 frames and return the IUT to the test standby mode.

129 CHANGE_MODULATION_SCHEME

On receipt of the CHANGE_MODULATION_SCHEME message the IUT shall switch to the requested modulation
schemeif this requested modulation scheme is supported by the [UT. The message can be received by the IUT in test-
standby-mode after setup of a bearer using 2 level modulation in the A-Field.
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Annex A (normative):
MAC layer timers and constants

A.l Timers and Time Windows

T200=3s
T201=5s
T202=3s

T203 = 16 frames:
T204 = 6 multiframes:
T205=10s:

T206 = 10 frames:
T207=5s
T208=20s:
T209=30s:
T210=2s
T211=3s

T212 = 20 frames:
T213 = 20 frames:
T214 = 20 frames:
T215 = 6 multiframes:
T216 = 8 multiframes:
T217 = 300ms:
T218=3s

connection setup timer.

max. time-out for bearer failure.

handover timer/window.

max. time to maintain 2 bearers during handover.

time-out for sending page messages.

max. time between Nt tailsin frame O of a multiframe.

max. respond time for extended system information.

max. time between reception of a correct A-field in idle mode.
max. time between reception of a Nt messagein idle mode.
max. time between update of channd list.

time window for max. N202 channel selections.

connection modification timer.

time to acknowledge a double simplex bearer setup.

time to acknowledge a double simplex bearer release.

C/L uplink service: maximum time to search for adummy or connectionless bearer.
interval for max. N203 C/L uplink transmissions.

max. time for a PP to resynchronize in idle locked state.

MAC C-plane switching timer.

32 kbit/s to 64 kbit/s switching timer.

A.2 Constants

N200 = 10t
N201 = 15
N202 = 10:
N203 = 6:
N204 = 5:
N205=6:
N206 = 12:
N207 = 4

max. number of MAC setup reattempts during connection setup.

max. number of handover resttemptsin T202 s

max. number of channel selectionsin T210s.

max number of C/L uplink transmissionsin any interval of T215 multiframes.
max number of MAC C-plane switching attempts.

max number of MAC U-plane switching attempts.

max. number of frequency replacement requests.

max. number of frequency replacement confirms or grants.
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Annex B (informative):
Construction of the CRC polynomial and error detecting
performance
The factorization of the polynomial g(x) resultsin:
o g(x) = M7(13)(X) x M7(29)(x) X (X + 1)Z;
« 202'611 =203 x 253 x (3)2 (octal).

M7()(x) denotes the minimal polynomial of o where a is the primitive element of G¢(27) used in Appendix C of
Peterson and Weldon "Error correcting codes’ (see Bibliography).

The product of M-(13)(x) x M-(29)(x) resultsin a generator polynomial for a primitive binary (127,113) BCH code with
minimum Hamming distance of 5. Multiplying this polynomial with (x + 1)2 gives the generator polynomial g(x). For
different data block lengths n the minimum Hamming distance dyi, for the (m, n) block code generated with g(x) is
given intable B.1.

Table B.1
dmin m=n+ 16
6 17 - 128
4 129 - 254
2 > 255

The polynomial g(x) has the minimum number of non zero coefficients for codes with dyin, = 6.
For 17 <m < 128 theresulting (m, n) block code provides the following error detection properties:
- detect all odd number of errors,
- any error pattern with less than 6 errors; and
- any error-burst up to length 16.

Because a BCH codeis included, up to double error correcting may be applied.
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Annex C (informative):
MAC relationship to other layers

A complete DECT fixed radio termination may contain several independent cells, where each cell contains one
independent physical layer instance (independent radio transceivers).

The MAC layer provides an intermediate level of grouping between these distributed physical layers and the single
(central) instance of the higher layers. Thisintermediate grouping istermed a (MAC) cluster, where one cluster
representsasingle MAC layer ingance. A complete FT may thereby contain two levels of hierarchy:

- one FT may contain multiple independent MAC clusters (MAC layer instances);

- each cluster may control multiple independent PHL cells (physical layer ingtances).

Central FT elements
(higher layers)

MAC cluster MAC cluster MAC cluster
!_l \ﬁ !4 | I | \_\
PHL PHL PHL || PHL PHL PHL || PHL PHL PHL
cell cell cell cell cell cell cell cell cell

NOTE: Thisdivisionsin this picture do not correspond to physical boundaries.

Figure C.1: FT with multiple MAC clusters

The independent lower instances of MAC and PHL are all accessed via independent sets of service access points. The
MAC functional groupings correspond to these independent SAPs.

The single instance of MAC cluster control functionsrelate to the single set of upper SAPs.

The multiple instances of MAC cdll site functionsrelate to the multiple instances of lower SAPs. (Thereis one CSF for
each PHL cell belonging to the cluster).
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Annex D (informative):
Synchronization

The MAC layer, in combination with the physical layer provides synchronization between fixed radio termination and
portableradio terminations. In &l cases, the FT isthetiming master, and a PT is always required to synchronizeto an
FT beforeit can obtain service.

Three types of synchronization are defined:
- dot synchronization; refer to EN 300 175-2[2];
- frame synchronization; refer to EN 300 175-2 [2];
- multiframe synchronization; refer to clause 4.2.3.

Synchronization of a PT is achieved and maintained by the reception of physical packets by the physical layer for any
active dots. This provides thefirst level of timing. A small number of messages are then used in the Q logical channel
to define frame synchronization and multiframe synchronization relative to this slot timing. This processis defined in
clause 6.2.2.1.

The FT transmissions are required to be frame and multi-frame synchronized at all RFPs in any one cluster. It is
required that this synchronization is maintained across a complete fixed radio termination.

At the PT, successful synchronization isrequired for the PT to "lock™ to the transmissions of an FT. A PT can existin
one of three synchronization states at the MAC layer:

1) Unlocked: the PT isnot synchronized to any RFP,

2) Lock_pending: the PT isreceiving RFP transmissions, but has not yet obtained frame and/or multiframe
synchronization;

3) Locked: the PT has achieved frame and multi-frame lock to an RFP.
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Annex E (normative):
Scrambling patterns

TableE.1lligsthefirst 16 bitsand the last 2 bits (for both full and half dots) of the scrambling bit sequence that shall be
used each frame.

The sequence repeats every 8 frames, so the sequence is the same for frames 0 and 8, and for frames 1 and 9, etc.

Table E.1
FRAME NUMBERS
BIT o|1|2|3|4|5]|6]|7
NUMBER 8|19 |10|11(12|13|14| 15
bg ojofo|jofofoOo]OfoO
b1 ojofo|jofofo]j0O0]|1
bo 1/]1|11]1|J]0|0fO0f|1
b3 1]1]1|1]0]J]0|212|1(|0f|1
by 1]1]0|1]0|212|0f1]|1
bg ojof1|j2(0f0|1]0O0
bg i1]1]1)1]0]1|J]0|2f0f(0O
b 110|111 |1(0{|1
bg 1/]1|11]0|]0|21(1(1
bg 1/]1|11]1|1|0f0f|0O
b1o ojof1|21(1f|1]1]1
b11 o|j12(0|2|O0f1]1]0O
b1o 111111111 (0{0O
b13 i1]1]1|1]0]0|2|21(1]|1
b1g o|l1(1|0f1|0]1]0O
b5 i1]0|]0]1|12|0f12{|0O
etc.
b7g o|j1(0|2|O0f1]1]0O0
b7g ojo|jo0oj0|1]|1 0
etc.
b317 i1]0|1]1|1|1(0{|1
b31g 11111002111
b319 1 1 1 1 1 0|0 0
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Annex F (informative):
Seamless handover operation

F.1

When two bearers are maintained during bearer handover inaly_minimum delay_service the data transmitted in one

frameis not the same for the two bearers using physical channelsin different time dots. For transmission, the voice
service description in the DLC (see EN 300 175-4 [3]) (LU1) implies that the response onaMAC_CO_DTR-ind
primitiveisaMAC_CO_DATA-req primitive containing the latest octets. Therefore the data depends on thetime
instant when the MAC_CO_DTR-ind primitive was sent. To achieve minimum delay the occurrence of this primitive
should depend on the dot number used by a particular physical channel. Thisimplies that during a bearer handover two
MAC_CO_DTR-ind primitives are sent in one frame and two MAC_CO_DATA-req primitives are received by the
MBC containing different data for the old and the new bearer. For ahandover in which no I bitsareto be lost or added

due to the handover, synchronization between MAC and DLC isnecessary. It isrecommended to synchronize the MAC
and DLC such that therelative offset in data octets for delivering |, _segmentsto bearersin different dot positionsis

givenintablesF.1and F.2.

I-Channel data flow for In_minimum_delay service

Table F.1: Double slot operation

slots octet slots octet slots octet
(0,12) x+0 (4,16) X+ 16 (8,20) X+ 32
(2,14) X+ 8 (6,18) X + 24 (10,22) X + 40
NOTE: The slot numbers correspond to the slots where transmission on a
double slot bearer starts.

Table F.2: Full slot operation

slots octet slots octet slots octet

(0,12) X +0 (4,16) X+6 (8,20) X+ 13

(1,13) X+ 1 (5,17) X+8 (9,21) x + 15

(2,14) X+3 (6,18) X + 10 (10,22) X + 16

(3,15) X+5 (7,19) X+ 11 (11,23) X + 18
NOTE: For half slot operation: no recommendation.
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Annex G (normative):
Requirements for PPs with direct PP to PP communication
mode

G.1 Description of operation in direct PP to PP
communication mode

Direct PP to PP communication is a notation for a PP (or CTA) feature that provides ad hoc networking with specific
temporary system ad hoc identities. A PP temporarily switches into FT mode to provide direct access to any of the other
PPs of the ad hoc network. Thereisno requirement or need to being locked to an RFP. Since no RFP isinvolved in the
communication link, direct PP to PP communication only uses half the spectrum compared to normal callsrouted via
RFPs.

Most PPswill be able to operate also in the normal non-direct communication mode. In this case the direct mode will be
temporary, and al PPsin agroup of PPsintended to communicatein direct communication mode have to be switched
into this mode (manually or by other means), since a PP in non-direct mode can only receive paging information from
the system to which it islocked.

The accessrights class E and related PARK E arereserved for direct communication only, see EN 300 175-6 [5],
clauses 5.5, 6.1.5 and 6.3.2. The Access Rights Identity (ARI) class E requires an entry via keypad or by other means of
only 5 decimal digitsto provide all identity and subscription data required to form a group of PPs for direct
communication. The subscriber numbers consist of 2 decimal digits. The use of class E identities isnormally of
temporary nature and does not contain an ETS| distributed code.

When thereis no communication al PPs are active unlocked, no (dummy) bearer transmission exists, and all PPsare
regularly scanning all allocated access channds for a (dummy) bearer transmission with proper Radio Fixed Part
| dentity (RFPI).

When a PP wantsto initiate a connection, it acts like an RFP, selects aleast interfered channd within the allocated
carriers and starts transmitting a simplex (dummy) bearer with the reevant page message and Qy information. The

paged PP shall enter idle locked mode, and shall respond with a bearer setup.

A PP entering RFP mode is allowed to derive over the air dot synchronization from a“"non ARI E" DECT system, e.g. a
large office system.

Therequirements below allow for two dightly different procedures:
+ Alternative 1: where the additions for the RFP mode are minimized, and

» Alternative 2: where the changes in the PP mode are minimized compared to GAP.

For interoperability the PPs have to conform to a specific interoperability profile (e.g. a PP to PP option in GAP or
DPRS).

G.2 Requirements

PPs or CTAs in direct communication mode shall meet the PP requirements for normal non-direct communication with
the amendments defined below.
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G.2.1 Setting the PP in direct communications mode

Entering and leaving the direct communications mode shall be made by manual keypad entries or by other means. The
PP shall be set in direct communications mode provided with proper identities. It is proper to use of class E identities
which do not require an ETSI distributed code. The requirements for class E identities are found in EN 300 175-6 [5],
clauses 5.5, 6.1.5 and 6.3.2.

When not processing acall, the PP shal bein active unlocked PP state.

G.2.2 Specific Alternative 1 requirements

G.2.2.1 When the PP has not initiated a call

When the PP has not initiated a call, it shall operate as a "non-direct mode" PP starting from the active unlocked PP
state, but with the following amendments:

a) the PP shdll in the active unlocked PP state scan al channelson relevant carriersat least every 10 s,

b) the PP isonly allowed to stay in idle locked stateif it is being paged by an initiating PP; (It must unlock
to detect page messages from other PP.)

C) if ARI class E isused, the paged PP shall make the bearer setup attempt on the channd pair where the
initiating PP tranamits.

G.2.2.2 When the PP initiates a call

By initiating a call means that the number of the wanted subscriber is entered via the keypad or by other means, and that
the PP at "off-hook command” shall enter the RFP active idle state, see clause 4.3.

When the PP initiates a call, it shall operate asa "non-direct mode" RFP starting from the active idle RFP state, with the
following amendments:

a) the 25 ppm PP timer stability requirements apply. See EN 300 175-2 [2] clause 4.2.2;

b) a PP entering RFP mode is dlowed to derive over the air frame and d ot synchronization from a DECT
system having "non-class E" identities,

C) the PP shall use FP or PP simplex bearer channel selection rules for the RFP active idle state. See
clause 11.4;

d) the page message shall be tranamitted in every multiframe aslong asin active idle Sate;
2] the short page format shall be used for ARI classE;

f) the PP shall revert from active idle RFP state to PP active unlocked state, if a duplex bearer has not been
established within 20 s;

0) the PP isnot required to do receiver scanning for ARI classE in RFP active idle nor active state. See
clause 11.8 and EN 300 175-6 [5], clause 5.5;

h) If identities class E are used, the N message will not contain an ETSI distributed code. See
EN 300 176-1[8].
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G.2.3 Specific Alternative 2 Requirements
The PP shall meet the requirements of clause G.2.2 except for items b) and c) in clause G.2.2.1and item g) in G.2.2.2.
In addition :

a) theinitiating PPis not required to do receiver scanning for ARI class E (clause 11.8 and EN 300 175-6 [5],
clause 5.5) in RFP active idle nor active state, if it transmits a blind dot information indicating that all dots
except the dummy bearer timedlot are blind and if it has set bit a20 in the Q3 messageto "1".
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Annex H (normative):
Requirements for FPs with Wireless FT to FT (W-FT2FT)
communication mode

H.1 Introduction

Wireless FT to FT communication (W-FT2FT) isanotation for a FP (or HyP) feature that provides the possibility of
wireless communication between two independent DECT systems served by two different FPs.

The W-FT2FT communication apart of providing direct communication between two FPs can be used implicitly to
provide communication between a PP locked to an FT and another FT and all servicesthat this second FT provides. The
main difference between a WRS and a FP supporting W-FT2FT communication isthat the later does not relay calls
rather uses two separate independent calls.

An example of such system configuration is provided on the figure bellow.

Internet

local DECT net 2

ISP server

ISDN

HOME
\. J

Figure H.1: W-FT2FT communication

Some exampl es of application of the W-FT2FT communications are systems scenarios where communication between
two subsystems served by different FPs is needed and communication via cable is either impossible or undesirable.
Local separation of DECT networks where an FP isimplemented as part of another communication device (e.g. aPC as
on thefigure above) and another DECT FPis used for providing access to additional services (e.g. Internet ason the
figure above) is another example which provides opportunities for implementation cost savings allowing for usage of
the resources of the communication device.

ETSI



213 Final draft ETSI EN 300 175-3 V1.6.0 (2001-09)

H.2

Description of operation in W-FT2FT communication
mode

A FP that supports W-FT2FT communications shall be capabl e of:

supporting thenormal FT operation as defined currently in the rlevant DECT standards

activating a special W-FT2FT mode.

In W-FT2FT mode the FT shdl be capable to:

search for, synchronize and lock to another FT following therules defined for a PT currently in the DECT
protocol; if necessary re-synchronize with thelocal NWK

register (subscribe) to another FT asaPT

perform with another FT other Mobility management procedures defined for a PT currently in the DECT
protocol, e.g. location regigration, ciphering, FT authentication, etc.; in al these procedures the FT that supports
W-FT2FT communication shall behave asa PT

establish a connection to another FT acting asa PT for the purpose of exchanging user data (i.e. acall)

if connectionless services are to be supported , exchange connectionless information with another FT acting asa
PT and following therules defined for a PT currently in the DECT protocol

The W-FT2FT mode hasimpact only on the FT that implementsit and not to any PT that it may serve nor aFT it
communicates with.

When operating in W-FT2FT mode, the FT may use 2 separate DECT protocol stacks each to handle the relevant mode
(onefor FT mode and one for PT mode). Alternatively, a unified protocol stack could be used where the differentiation
is made on application level and necessary information is exchanged viathe DECT LLME. A management entity may
handle the dot alocation and utilisation between the MAC and the PHY layers (not visible to the peer, hence not dueto
standar dization).

The DECT LLME entity isresponsible for "switching" an FT between different modes.
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