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Modal verbs terminology
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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number asfollows:

Version x.y.z
where:
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

Y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present document specifies the principles of interworking between the 3GPP IM CN subsystem and BICC/ISUP
based legacy CS networks, in order to support IM basic voice, data and multimedia calls.

The present document addresses the areas of control and user plane interworking between the IM CN subsystem and CS
networks through the network functions, which include the MGCF and IM-MGW. For the specification of control plane
interworking, areas such as the interworking between SIP and BICC or ISUP are detailed in terms of the processes and
protocol mappings required for the support of both IM originated and terminated voice and multimedia calls.

Other areas addressed encompass the transport protocol and signalling issues for negotiation and mapping of bearer
capabilities and QoS information.

The present document specifies the interworking between 3GPP profile of SIP (as detailed according to
3GPP TS 24.229[9]) and BICC or ISUP, as specified in I TU-T Recommendations Q.1902.1 to Q.1902.6 [30] and ITU-
T Q761 to Q764 [4] respectively.

The present document al so specifies the interworking between circuit switched multimedia telephony service, as
described in 3GPP TS 26.110 [78] 3GPP TS 26.111 [79], and I TU-T Recommendation H.324 [81] and packet switched
multimedia services, as described in 3GPP TS 26.114 [104], in particular and the interworking between the 3GPP
profile of SIP and the inband control protocols for multimedia communication as specified in ITU-T Recommendations
H.245 [82] and H.324 Annex K [81].

The present document addresses two interworking scenarios with respect to the properties of the CS network:
- The CS network does not use any 3GPP specific additions.
- The CS network uses 3GPP specific additions.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] ITU-T Recommendation G.711 (11/88): "Pulse Code M odulation (PCM) of voice frequencies'.
[2] ITU-T Recommendation H.248.1 (05/02): "Gateway control protocol: Version 2".
[3] ITU-T Recommendation Q.701 (03/93), Q.702 (11/88), Q.703 (07/96), Q.704 (07/96), Q.705

(03/93), Q.706 (03/93), Q.707 (11/88), Q.708 (03/99), Q.709 (03/93): "Functional description of
the message transfer part (MTP) of Signalling System No. 7".

[4] ITU-T Recommendations Q.761to Q.764 (12/99): " Specifications of Signalling System No.7
ISDN User Part (ISUP)".

[5] Void.

[6] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[7] Void.

[8] 3GPP TS 24.228: "Signalling flows for the IP multimedia call control based on SIP and SDP".

[9] 3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP".
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3GPP TS 23.002: "Network Architecture”.

3GPP TS 22.228: " Service requirements for the |P Multimedia Core Network Subsystem".
3GPP TS 23.228: "IP Multimedia subsystem (IMS)".

Void.

3GPP TS 29.205: "Application of Q.1900 series to Bearer Independent CS Network architecture;
Stage 3".

3GPP TS 29.332: "Media Gateway Control Function (MGCF) - IM-Media Gateway (IM-MGW)
interface, Stage 3".

IETF RFC 791 "Internet Protocol".

IETF RFC 768: "User Datagram Protocol".

IETF RFC 2960: "Stream Control Transmission Protocol".

IETF RFC 3261: "SIP: Session Initiation Protocol".

3GPP TS 29.202: "Signalling System No. 7 (SS7) signalling transport in core network; Stage 3".

IETF RFC 2474: "Definition of the Differentiated Services Field (DS Field) in the Ipv4 and |pv6
Headers'".

IETF RFC 2475: "An Architecture for Differentiated Services'.

IETF RFC 4867 : "RTP Payload Format and File Storage Format for the Adaptive Multi-Rate
(AMR) and Adaptive Multi-Rate Wideband (AMR-WB) Audio Codecs'.

IETF RFC 793: "Transmission Control Protocol”.

3GPP TS 29.414: "Core network Nb data transport and transport signalling".

3GPP TS 29.415: "Core network Nb interface user plane protocols'.

3GPP TS 23.205: "Bearer-independent circuit-switched core network; Stage 2".

Void.

ITU-T Recommendation Q.2150.1: "Signalling transport converter on MTP3 and MTP3b".
ITU-T Recommendations Q.1902.1 to Q.1902.6 (07/01): "Bearer Independent Call Control".
Void.

Void.

Void.

Void.

ITU-T Recommendation Q.765.5: "Signalling system No. 7 - Application transport mechanism:
Bearer Independent Call Control (BICC)".

IETF RFC 3264: "An Offer/Answer Model with the Session Description Protocol (SDP)".
IETF RFC 3312: "Integration of Resource Management and Session Initiation Protocol (SIP)".

ITU-T Recommendation Q.850 (05/1998) including Amendment 1 (07/2001): "Usage of cause and
location in the Digital Subscriber Signalling System No. 1 and the Signalling System No. 7 ISDN
User Part".

IETF RFC 2460: "Internet Protocol, Version 6 (Ipv6) Specification”.
IETF RFC 3323: "A Privacy Mechanism for the Session Initiation Protocol (SIP)".
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IETF RFC 3325: "Private Extensions to the Session Initiation Protocol (SIP) for Asserted | dentity
within Trusted Networks".

ITU-T Recommendation Q.730 (12/99), Q.731.1 (07/96), Q.731.3 (03/93), Q.731.4 (03/93),
Q.731.5(03/93), Q.731.6 (03/93), Q.731.7 (06/97), Q.731.8 (02/92), Q.732.2-5 (12/99), Q.732.7
(07/96), Q.733.1 (02/92), Q.733.2 (03/93), Q.733.3 (06/97), Q.733.4 (03/93), Q.733.5 (12/99),
Q.734.1 (03/93), Q.734.2 (07/96), Q.735.1 (03/93), Q.735.3 (03/93), Q.735.6 (07/93), Q.736.1
(10/95), Q.736.3 (10/95), Q.737.1 (06/97): "ISDN user part supplementary services'.

ITU-T Recommendation 1.363.5 (1996): "B-ISDN ATM Adaptation Layer specification: Type 5
AAL".

ITU-T Recommendation Q.2110 (1994): "B-ISDN ATM adaptation layer - Service Specific
Connection Oriented Protocol (SSCOP)".

ITU-T Recommendation Q.2140 (1995): "B-ISDN ATM adaptation layer - Service specific
coordination function for signalling at the network node interface (SSCF AT NNI)".

ITU-T Recommendation Q.2210 (1996): "Message transfer part level 3 functions and messages
using the services of ITU-T Recommendation Q.2140".

3GPP TS 23.221: "Architectural requirements’.

ITU-T Recommendation E.164 (05/1997): "The international public telecommunication
numbering plan”.

ITU-T Recommendation Q.1912.5 (03/04): "Interworking between Session Initiation Protocol
(SIP) and Bearer Independent Call Control Protocol or ISDN User Part".

3GPP TS 26.102: "Adaptive Multi-Rate (AMR) speech codec; Interface to lu and Uu'".
IETF RFC 3550: "RTP: A Transport Protocol for Real-Time Applications”.

IETF RFC 3551: "RTP Profile for Audio and Video Conferences with Minimal Control".
IETF RFC 3555: "MIME Type Registration of RTP Payload Formats'.

IETF RFC 3262: "Reliability of provisional responses’.

IETF RFC 3311: "SIP UPDATE method".

IETF RFC 4566: "SDP: Session Description Protocol”.

3GPP TS 26.103: "Speech Codec List for GSM and UMTS".

3GPP TS 28.062: "Inband Tandem Free Operation (TFO) of speech codecs'.

IETF RFC 3556: "Session Description Protocol (SDP) Bandwidth Modifiersfor RTP Control
Protocol (RTCP) bandwidth”.

3GPP TS 24.604: "Communication Diversion (CDIV) using IP Multimedia (IM) Core Network
(CN) subsystem; Protocol specification”.

3GPP TS 24.605: "Conference (CONF) using IP Multimedia (IM) Core Network (CN) subsystem;
Protocol specification”.

3GPP TS 24.606: "Message Waiting Indication (MWI) using |P Multimedia (IM) Core Network
(CN) subsystem; Protocol specification".

3GPP TS 24.607: "Originating ldentification Presentation (OIP) and Originating | dentification
Restriction (OIR) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol
specification”.

3GPP TS 24.608: " Terminating | dentification Presentation (TIP) and Terminating Identification

Restriction (TIR) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol
specification”.
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(89
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[91]

[92]

3GPP TS 24.610: "Communication HOLD (HOLD) using IP Multimedia (IM) Core Network
(CN) subsystem; Protocol specification".

Void.

3GPP TS 24.611: "Anonymous Communication Rejection (ACR) and Communication Barring
(CB) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol specification”.

Void.
IETF RFC 4040: "RTP Payload Format for a 64 kbit/s Transparent Call".

ETSI EN 300 356-1 (V4.2.1): "Integrated Services Digital Network (ISDN); Signalling System
No.7 (SS7); ISDN User Part (ISUP) version 4 for the international interface; Part 1: Basic services
[ITU-T Recommendations Q.761 to Q.764 (1999) modified]".

ETSI EN 300 356-21 (V4.2.1): "Integrated Services Digital Network (ISDN); Signalling System
No.7 (SS7); ISDN User Part (ISUP) version 4 for the international interface; Part 21: Anonymous
Call Rejection (ACR) supplementary service'.

ITU-T Recommendation T.38 (09/2010): "Procedures for real-time Group 3 facsimile
communication over IP networks".

IETF RFC 3362: "Real-time Facsimile (T.38) - image/t38 MIME Sub-type Registration".

3GPP TS 23.003: "Numbering, addressing and identification".

IETF RFC 3515: "The Session Initiation Protocol (SIP) REFER method".

Void.

IETF RFC 5079: "Rejecting Anonymous Reguests in the Session Initiation Protocol (SIP)".

3GPP TS 26.110: "Codec for circuit switched multimedia telephony service; General description”.

3GPP TS 26.111: "Codec for Circuit switched Multimedia Telephony Service; Modifications to
H.324".

Void.

ITU-T Recommendation H.324 (04/09): "Terminal for low bitrate multimedia communication".
ITU-T Recommendation H.245: "Control protocol for multimedia communication".

ITU-T Recommendation H.261 (03/93): "Video codec for audiovisual services at p x 64 kbit/s".
ITU-T Recommendation H.263 (01/05): "Video coding for low bitrate communication"”.

Void.

Void.

Void.

3GPP TS 24.173: "IMS Multimedia Telephony Communication Service and Supplementary
Services, stage 3".

IETF RFC 5009: "Private Header (P-Header) Extension to the Session Initiation Protocol (SIP) for
Authorization of Early Media'.

IETF RFC 2663: "IP Network Address Trandator (NAT) Terminology and Considerations'.

IETF RFC 7044: "An extension to the Session Initiation Protocol (SIP) for Request History
Information"”.

ITU-T Recommendation Q.769.1 (12/99): "Signalling system No. 7 - ISDN user part
enhancements for the support of number portability"”.
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IETF RFC 4694: "Number portability parameters for the "tel" URI".
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ETSI EN 300 403-1 (V1.3.2): "Integrated Services Digital Network (ISDN); Digital Subscriber
Signalling System No. one (DSS1) protocol; Signalling network layer for circuit-mode basic call
control; Part 1: Protocol specification [ITU-T Recommendation Q.931 (1993), modified]".
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IETF RFC 7433: "A Mechanism for Transporting User-to-User Call Control Information in SIP".
IETF RFC 7434: "Interworking ISDN Call Control User Information with SIP".

IETF RFC 4575: "A Session Initiation Protocol (SIP) Event Package for Conference State”.

3GPP TS 24.654: "Closed User Group (CUG) using IP Multimedia (IM) Core Network (CN)
subsystem, Protocol Specification”.
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Core Network (CN) subsystem; Protocol specification”.
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3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia Telephony; Media handling and
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IETF RFC 4733: "RTP Payload for DTMF Digits, Telephony Tones and Telephony Signals'.
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tel URI".
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Feedback (RTP/AVPF)".
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(AVPR)".
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3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [6], ITU-T Recommendation
E.164 [48] and the following apply:

Carrier textphone mode: amode for text communication, where continuous signals (i.e. acarrier tone) are present on
the connection irrespective of whether text is being exchanged or not.

Carrierlesstextphone mode: a mode for text communication, where signals are only present on the connection when
text is being exchanged. E.g.: Baudot

SS7 signalling function: function in the CS network, which has the capabilities to transport the SS7 MTP-User parts
ISUP and BICC+ST Cpp

SIP signalling function: function in the IM CN subsystem, which has the capabilities to transport SIP

Incoming or Outgoing: used in the present document to indicate the direction of acall (not signalling information)
with respect to areference point.

Incoming MGCF (I-M GCF): entity that terminates incoming SIP calls from the IMS side and originates outgoing calls
towards the CS side using the BICC or ISUP protocols.

Outgoing Interworking Unit (O-M GCF): entity that terminates incoming BICC or ISUP calls from the CS side and
originates outgoing calls towards the IMS using SIP.

Root Termination: refersto Media Gateway as an entity in itself, rather than a Termination withinit. A special
TerminationlD, "Root" is reserved for this purpose. See I TU-T Recommendation H.248.1. [2]

Signalling Transport Converter (STC): function that converts the services provided by a particular Signalling
Transport to the services required by the Generic Signalling Transport Service.

STCmtp: Signalling Transport Converter on MTP. See ITU-T Recommendation Q.2150.1 [29].

BICC+STCmtp: this terminology means that BICC signalling always needs to be used on top of STCmtp sublayer.
diverting URI: the URI of the node by which the existing communication was last diverted/forwarded.

diverted-to URI: the URI to which the existing communication is diverted/f orwarded to.

ICE lite: The liteimplementation of the Interactive Connectivity Establishment (ICE) specified in
IETF RFC 5245 [143].
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Full ICE: The full implementation of the Interactive Connectivity Establishment (ICE) specified in
IETF RFC 5245 [143].

3.2 Abbreviations

For the purposes of the present document, the abbreviations as defined in TR 21.905 [6] and the following apply:

3PTY
AAL1
ACR
AMR
AMR-WB
AMR-WB IO
ANM
APM
APP
APRI
ATP

BC

BCI
BGCF
BICC
CAT

CB
CCNR
CCSss
Cda

Cdi
CDIV
CdPN
CFB
CFNR
CGB
CgPN
CIC
CMR
CON
CONF
CcoT
CPC
CPG
Csl
DSCP
DTX
ECN
ECN-CE
EVS
EVS-CMR
FAC
FQC
GN
GRS
GVNS
H/W
ICE

ICS

IDR
IEPS
I-MGCF
IM-MGW
INF
INR

Three Party

ATM Adaptation Layer type 1
Anonymous Call Rejection
Adaptive Multi-Rate

Adaptive Multi-Rate - WideBand

Adaptive Multi-Rate - WideBand Inter-operable Mode, included in the EVS codec

Answer Message

Application Transport Message
APPlication-defined RTCP packet
Address Presentation Restriction Indicator
Access Transport Parameter

Bearer Capability

Backward Cadll Indicators

Breakout Gateway Control Function
Bearer Independent Call Control
Customized Alerting Tones
Communication Barring

Call Completion on No Reply

Call Completion Service Set-up

Call Deflection Alerting

Call Deflection Immediate
Communication Diversion

Called Party Number

Call Forwarding Busy

Call Forwarding No Reply

Circuit Group Blocking

Calling Party Number

Carrier Identification Code

Codec Mode Request

Connect

Conference

Continuity

Calling Party's Category

Call ProGress message

Carrier Selection Information
DiffServ Code Point

Discontinuous Transmission
Explicit Congestion Notification
ECN Congestion Experienced
Enhanced V oice Services

Codec Mode Request for EVS
Facility

Frame Quality Classification
Generic Number

Group Reset

Global Virtual Network Service
Hardware

Interactive Connectivity Establishment
IMS Centralized Services
Identification Request

International Emergency Preference Scheme
Incoming MGCF

IP Multimedia Media Gateway Function
Information

Information Request
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ITCC International Telecommunication Charge Card
ITU-T International Telecommunication Union - Telecommunication Standardization Sector
MCID Malicious Communication Identification
M3UA MTP-L3 User Adaptation layer
MLPP Multi-Level Precedence and Pre-emption
MONA Media Orientation Negotiation Acceleration
MPC Media Preconfigured Channel
MPS Multimedia Priority Service
MRFP Media Resource Function Processor
MSN Multiple Subscriber Number
MSU Message Signalling Unit
MWI Message Waiting Indication
NOA Nature Of Address indicator
NPDI Number Portability Database Dip Indicator
QIP Originating Identification Presentation
OIR Originating ldentification Restriction
OLI Originating Line Information
O-MGCF Outgoing MGCF
P Progress Indicator
PIDF Presence Information Data Format
PSAP Public Safety Answering Point
REV Reverse Charging
RLC Release Complete
RSC Reset Circuit
RTCP RTP Control Protocol
RTP Real-time Transport Protocol
SAM Subsequent Address Message
SCTP Stream Control Transmission Protocol
SDPCapNeg SDP Capability Negotiation
SGW Signalling Gateway
SPC Signalling Preconfigured Channel
ST Sending Terminated
STUN Session Traversal Utilitiesfor NAT
TCAP Transaction Capabilities Application Part
TDM Time Division Multiplex
TIP Terminating ldentification Presentation
TIR Terminating ldentification Restriction
TMR Transmission Medium Requirement
TMU Transmission Medium Used
TNL Transport Network Layer
TNS Transit Network Selection
TP Terminal Portability
UA User Agent
UAC User Agent Client
uUDI Unrestricted Digital Information
UDI-TA Unrestricted Digital Information with Tones/Announcements
uiD User Interactive Dialog
URI Uniform Resource Identifier
usl User Service Information
uus User-to-User Signalling
XML eXtensible Markup Language
4 General
4.1 General interworking overview

The IM CN subsystem shall interwork with BICC and | SUP based legacy CS networks, e.g. PSTN, ISDN, CS PLMNs,
in order to provide the ability to support basic voice calls (see 3GPP TS 22.228 [11]), between a UE located in the IM
CN subsystem and user equipment located in a CS network.
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For the ability to support the delivery of basic voice calls between the IM CN subsystem and CS networks, basic
protocol interworking between SIP (as specified in 3GPP TS 24.229 [9]) and BICC or ISUP (as specified in ITU-T
Recommendations Q.1902.1-6 [30] and ITU-T Recommendations Q761 to Q764 [4] respectively) hasto occur at a
control plane level, in order that cal setup, call maintenance and call release procedures can be supported. The MGCF
shall provide this protocol mapping functionality within the IM CN subsystem.

User plane interworking between the IM CN subsystem and CS network bearers (e.g. 64k TDM, ATM/AAL2 circuit or
I P bearer) are supported by the functions within the IM-MGW. The IM-MGW residesin the IM CN subsystem and
shall provide the bearer channel interconnection. The MGCF shall provide the call control to bearer setup association.

TheIM CN subsystem shall interwork, at the control and user plane, with BICC and | SUP based legacy CS networks.
The support of supplementary services shall be as defined in 3GPP TS 22.228 [11]. The MGCF and IM-MGW shall
support the interworking of the IM CN subsystem to an external ISUP based CS network. They may also support
interworking to a BICC based CS network where no 3GPP specific extension is applied. The MGCF and the IM-MGW
may also support interworking to a BICC based CS network where 3GPP specific extensions in accordance with

3GPP TS 29.205 [14] are applied.

5 Network characteristics
5.1 Key characteristics of ISUP/BICC based CS networks

Thissignalling interfaceto a PSTN is either based on BICC Capability Set 2 as specified in ITU-T Recommendations
Q.1902.1 t0 Q.1902.6 [30], or on ISUP (see ITU-T Recommendations Q.761 to Q.764 [4]).

Theinterface towards a CS-PLMN may either be one of the interfaces mentioned in the paragraph above or asignalling
interface based on BICC with 3GPP specific extensions, as specified for the 3GPP Nc interface in

3GPP TS 29.205 [14], and the IM-MGW may support the 3GPP Nb interface, as specified in 3GPP TS 29.414 [25] and
3GPP TS 29.415 [26]. If the 3GPP Nc interface is applied as signalling interface, the 3GPP Nb interfaceis used as user
planeinterface and the Nb UP Framing protocol is applied.

5.2 Key characteristics of IM CN subsystem

The IM CN subsystem uses S|P to manage | P multimedia sessions in a 3GPP environment, it aso uses |pv6, as defined
in RFC 2460 [39], as the transport mechanism for both SIP session signalling and media transport. The 3GPP profile of
SIP defining the usage of SIP withinthe M CN subsystem is specified in 3GPP TS 24.229 [9]. Example callflows are
provided in 3GPP TS 24.228 [§].

6 Interworking with CS networks

6.1 Interworking reference model

Figure 1 details the reference model required to support interworking between the 3GPP IM CN subsystem and CS
networks for IM basic voice calls.
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BGCF |-... Mj
|. ......... BICC/ISUP over
"""""" SCTP/IP
CSCFE |eeeraneereeans I [V Te o) = SGW
Mg —. e
! BicCAsUP
IMn BICC»-Qy_sr SCTP/IP E over TP
CS channels
CTTTTTTT Mb IM- e.g. PCM
 (Note 3)’ i MGW CS network
User Plane

"""" Control Plane

NOTE 1: The logical split of the signalling and bearer path between the CS network and the IM CN subsystem is as
shown, however the signalling and bearer may be logically directly connected to the IM-MGW.

NOTE 2: The SGW may be implemented as a stand-alone entity or it may be located in another entity either in the
CS network or the IM-MGW. The implementation options are not discussed in the present document.

NOTE 3: The IM-MGW may be connected via the Mb to various network entities, such as a UE (via a GTP Tunnel to
a GGSN), an MRFP, or an application server.

NOTE 4: A SGW function is not required for certain signalling transports, where M3UA+SCTP+IP is used in CS
network and IM-MGCF.

Figure 1: IM CN subsystem to CS network logical interworking reference model

6.1.1 Interworking reference points and interfaces
The reference points and network interfaces shown in figure 1 are as described:

Protocol for Mg reference point: The single call control protocol applied across the Mg reference point (i.e. between
CSCF and MGCEF) will be based on the 3GPP profile of SIP as defined in accordance with 3GPP TS 24.229 [9].

Protocol for Mn reference point: The Mn reference point describes the interfaces between the MGCF and IM-MGW,
and has the properties as detailed in 3GPP TS 29.332 [15].

Protocol for Mj reference point: The single call control protocol applied across the Mj reference point (i.e. between
BGCF and MGCF) will be based on the 3GPP profile of SIP as defined in accordance with 3GPP TS 24.229 [9].

Protocol for Mb reference point: The Mb reference point is defined in accordance with 3GPP TS 23.002 [10] and is
Ipv6 based.

6.1.2 Interworking functional entities
6.1.2.1 Signalling Gateway Function (SGW)

This component performsthe call related signalling conversion to or from BICC/ISUP based M TP transport networks
to BICC/ISUP based SCTP/IP transport networks, and forwards the converted signalling to or from the MGCF. The
functionality within SGW shall bein accordance with 3GPP TS 23.002 [10].

6.1.2.2 Media Gateway Control Function (MGCF)

Thisisthe component within the IM CN subsystem, which controls the IM-MGW, and & so performs SIP to BICC or
SIP to ISUP call related signalling interworking.

The functionality defined within MGCF shall be defined in accordance with 3GPP TS 23.002 [10].

6.1.2.3 IP Multimedia - Media Gateway Function (IM-MGW)

Thisisthe component within the IM CN subsystem, which provides the interface between the PS domain and the CS
domain, and it shall support the functions as defined in accordance with 3GPP TS 23.002 [10].
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6.2 Control plane interworking model

Within the IM CN subsystem, the 3GPP profile of SIPisused to originate and terminate IM sessionsto and from the
UE.

External CS networks use BICC or ISUP to originate and terminate voice calls to and from the IM CN subsystem.

Therefore, in order to provide the required interworking to enable inter network session control, the control plane
protocols shall be interworked within the IM CN subsystem. This function is performed within the MGCF (see
clause 6.1.2).

6.3 User plane interworking model

Within the IM CN subsystem, 1pv6, and framing protocols such as RTP, are used to transport media packets to and from
the IM CN subsystem entity like UE or MRFP.

External legacy CS networks use circuit switched bearer channelslike TDM circuits (e.g. 64 kbits PCM), ATM/AAL2
circuit or IP bearersto carry encoded voice frames, to and from the IM CN subsystem.

Other CN networks use ATM/AAL 1 or AAL 2 or IP as abackbone, with different framing protocols.

Therefore, in order to provide the required interworking to enable media data exchange, the user plane protocols shall
be trandated within the IM CN subsystem. This function is performed within the IM-MGW (see clause 6.1.2).

7 Control plane interworking

Signalling from CS networksto or from IM CN subsystem, where the associated supported signalling protocols are
SS7/IM3UA+ SCTP+IP and M3UA+SCTP+IP respectively, requires alevel of interworking between the nodes across
the Control Plane, i.e. the SS7 signalling function, SGW (if applicable), MGCF and SIP signalling function. This
interworking isrequired in order to provide a seamless support of a user part, i.e. SIP and BICC+ST Cpyp or SIP and
ISUP.

The transport of SS7 signalling protocol messages of any protocol layer that isidentified by MTP level 3, in SS7 terms,
asauser part (MTP3-user) shall be accomplished in accordance with the protocol architecture defined in the following
clauses. For the present document these protocol layersinclude, but are not limited to, Bearer Independent Call Control
(BICC)+STCip and ISDN User Part (ISUP).

7.1 General

The following clauses define the signalling interworking between the Bearer Independent Call Control (BICC) or ISDN
User Part (ISUP) protocols and Session Initiation Protocol (SIP) with its associated Session Description Protocol (SDP)
at aMGCF. The MGCF shall act asa Type A exchange (ITU-T Recommendation Q.764 [4]) for the purposes of ISUP
and BICC Compatibility procedures. The services that can be supported through the use of the signalling interworking
are limited to the services that are supported by BICC or ISUP and SIP based network domains.

BICC isthecall control protocol used between Nodesin a network that incorporates separate call and bearer contral.
The BICC/ISUP capabilities or signalling information defined for national useis outside the scope of the present
document. It does not imply interworking for national-specific capabilitiesis not feasible.

The capabilities of SIP and SDP that are interworked with BICC or ISUP are defined in 3GPP TS 24.229 [9].

Services that are common in SIP and BICC or I SUP network domains will seamlessly interwork by using the function
of the MGCF. The MGCF will originate and/or terminate services or capabilities that do not interwork seamlessly
across domains according to the relevant protocol recommendation or specification.

How to create a SIP component which is not mapped from BICC or | SUP parameter(s) (e.g., the SIP domain namein
the SIP URI) is outside the scope of this specification.

Table 1 lists the services seamlessly interworked and therefore within the scope of the present document.
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Table 1: Interworking Capabilities between BICC/ISUP and SIP profile for 3GPP

Service

Speech/3.1 kHz audio

CS data Calls (optional)

En bloc address signalling

Overlap address signalling from the CS side towards the IMS

Out of band transport of DTMF tones and information. (BICC only)
Inband transport of DTMF tones and information. (BICC and ISUP)
Direct-Dialling-In (DDI)

Multiple Subscriber Number (MSN)

Calling Line Identification Presentation (CLIP)

Calling Line Identification Restriction (CLIR)

Connected line presentation (COLP)

Connected line restriction (COLR)

Carrier routeing

7.2 Interworking between CS networks supporting ISUP and
the IM CN subsystem

The control plane between CS networks supporting I SUP and the IM CN subsystem supporting SIP, where the
underlying network is SS7 and | P respectively is as shown in figure 2.

ISUP < ISUP > 1SUP P,
SIP SIP
MTP3 MTP3 |M3UA M3UA | TCP/ TCP/
UDP/ UDP/
MTP2 MTP2 |SCTP SCTP SCTP SCTP
ss7_ P P
L1 2 L1 1P < > |P 1P < > 1P
SS7 signalling Signalling gateway M edia gateway SIP signalling
function function control function function

Figure 2: Control plane interworking between CS networks supporting ISUP
and the IM CN subsystem

7.2.1 Services performed by network entities in the control plane

7.2.1.1 Services performed by the SS7 signalling function

The SS7 signalling function provides the capabilities to deliver or receive SS7 MTP3-User information (e.g. ISUP or
BICC+STCnyp) across the SS7 signalling network. The functional interface of the MTP, the MTP User parts and the
signalling network are as detailed in ITU-T Recommendations Q.701 to Q.709 [3].

7.21.2 Services of the SGW
The SGW shall perform the functions as described in 3GPP TS 23.002 [10].
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In order to support the seamless operation of the MTP3-User part information between networks incorporating SS7 and
IP (either Ipv4, see RFC 791 [16], or 1pv6, see RFC 2460 [39]), the SGW shall support the services of MTP aswell as
the services of the M3UA (see 3GPP TS 29.202 [20]) and SCTP (see RFC 2960 [18]).

7.2.1.3 Services of the MGCF
The session handling and session control of the MGCF shall be as detailed in 3GPP TS 24.229 [9].

The MGCF shall provide the interaction, through the use of itsinterworking function, between the SS7 MTP3-User part
information, e.g. ISUP, and SIP. The MGCF interworking function shall aso provide the trand ation between the SS7
MTP3-User part information and SIP, where the interworking of SIP to ISUP and BICC+STC, are detailed bel ow.

7.2.1.4 Services of the SIP signalling function

The SIP signalling function isalogical entity that provides the capabilities to deliver or receive multimedia session
information across the IM CN subsystem signalling system.

7.2.2 Signalling interactions between network entities in the control plane

7.2.2.1 Signalling between the SS7 signalling function and MGCF
The SGW shall enable the signalling interaction between the SS7 signalling function and the MGCF.

72211 Signalling from MGCF to SS7 signalling function

For signalling from the MGCF to the SS7 signalling function, the SGW shall terminate the SCTP and M3UA protocol
layers and deliver the MTP3-User protocol messages, e.g. | SUP messages, towards the SS7 signalling function. The
SGW transmits and receives SS7 Message Signalling Units (MSUs) to and from the SS7 signalling function over
standard SS7 network interfaces, using MTP to provide reliable transport of the messages.

7.2.2.1.2 Signalling from SS7 signalling function to MGCF

For signalling from the SS7 signalling function to the MGCF, the SGW shall terminate SS7 MTP2 and MTP3 protocol
layers and deliver MTP3-User part information messages, e.g. ISUP, towards the MGCF. In order to direct messages
received from the SS7 MTP3 network to the appropriate | P destination, e.g. MGCF, the SGW shall perform a message
distribution function using the information received from the MTP3-User message. Message distribution at the SGW
shall be performed in accordance with 3GPP TS 29.202 [20].

7.2.2.1.3 Services offered by SCTP and M3UA

The SGW internal protocol mapping and transportation between BICC or ISUP messages and | P encapsulated BICC or
I SUP messages respectively is supported by the services of the M3UA adaptation layer and the underlying SCTP layer.
The SGW shall alow for the transfer of MTP3-User signalling messages, e.g. BICC or ISUP, to and from an MGCF,
where the peer MTP3-User protocol exists.

7.22.13.1 Services offered by SCTP

SCTP offers the ability to reliably transfer the SCTP User applications, e.g. M3UA, between the SCTP User application
peers. The initialization procedure used for an association between two SCTP end-to-end peers, and the initialization to
the SCTP User applications shall be performed as detailed in RCF 2960 [18].

7.2.2.1.3.2 Services offered by M3UA

When an association between two SCTP peers has been established, the use of M3UA shall provide the transport
service in accordance with MTP (see ITU-T Recommendations Q.701 to Q.709 [3]) to the MTP3-User, e.g. ISUP.

7.2.2.2 Signalling between the MGCF and SIP signalling function

Signalling between the SIP signalling function and the MGCF uses the services of IP (RFC 2460 [39]), and transport
protocol such as TCP (RFC 793 [24]) or UDP (RFC 768 [17]) or SCTP (RFC 2960 [18]) (see 3GPP TS 24.229 [9]), and
SIP.

The naming and addressing concepts between the MGCF and SIP signalling function shall be detailed in accordance
with 3GPP TS 23.228 [12]. Theissues of general |P address management are discussed in 3GPP TS 23.221 [47].
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7.2.3 SIP-ISUP protocol interworking

When a coding of a parameter value is omitted it impliesthat it is not affected by the interworking and the values are
assigned by normal protocol procedures.

7.23.1 Incoming call interworking from SIP to ISUP at I-MGCF

7.23.1.1 Sending of IAM

On reception of a SIP INVITE requesting a session, the I-MGCF shall send an IAM message. The allowed sessions are
givenin clause 7.2.3.1.2.5.

An [-MGCEF shall support both incoming INVITE requests containing SIP preconditions and 100rel extensionsin the
SIP Supported or Require header fields, and INVITE requests not containing these extensions, unless the Note below

applies.

NOTE: If the I-MGCF is deployed in an IMS network that by local configuration serves no user requiring
preconditions, the MGCF may not support incoming requests requiring preconditions.

The I-MGCF shall interwork forked INVITE requests with different request URIs.

If the SIP precondition extension is not included in the Supported or Require header field, the I-MGCF shall send an
IAM immediately after the reception of the INVITE, as shown in figure 3. The I-MGCF shall set the continuity
indicators to " Continuity check not required”.

If a Continuity Check procedure is supported in the ISUP network and SIP precondition extension areincluded in the
SIP Supported or Require header field, the I-MGCF shall send the IAM immediately after the reception of the INVITE,
as shown in figure 3. If the received SDP indicates that precondition is fulfilled the I-MGCF shall set the continuity
indicatorsto "continuity check is not required". If the received SDP indicates that precondition is not fulfilled the |-
MGCEF shall set the continuity indicators to "continuity check performed on a previous circuit". The procedure in figure
3 applies when the value of the continuity indicator is either set to "continuity check required”, "continuity check
performed on a previous circuit" or "continuity check not required”. If the continuity indicator is set to "continuity
check required" the corresponding procedures at the Mn interface described in clause 9.2.2.3 also apply.

I-MGCF

INVITE »‘ AM
‘ >

Figure 3: Receipt of an INVITE request (continuity procedure supported in the ISUP network)

If Continuity Check procedure is not supported in the ISUP network, and the SDP in the received INVITE request
contains preconditions not met, the I-MGCF shall delay sending the IAM until the SIP preconditions are met and set the
continuity indicatorsin the resulting IAM to "Continuity check not required”.

I-MGCF
INVITE
g
SDP indicating
~ pre-conditions ’ IAM >
met

Figure 4: Receipt of an INVITE request (continuity procedure not supported in the ISUP network)
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The I-MGCF shall reject an INVITE request for a session only containing unsupported media types by sending a status
code 488 "Not Acceptable Here". If several media streams are contained in asingle INVITE request, and if the I-MGCF
does not support multimedia interworking according to Annex E, then the I-MGCF shall select one of the supported
media streams, reserve the codec(s) for that media stream, and reject the other media streams and unselected codecsin
the SDP answer, as detailed in IETF RFC 3264 [36]. If supported audio media stream(s) and supported non-audio
media stream(s) are contained in asingle INVITE request, an audio stream should be selected.

The I-MGCF shall include a To tag in the first backward non-100 provisional response, in order to establish an early
dialog as described in IETF RFC 3261 [19].

If an MGCEF discovers an emergency call it shall, depending on national requirements, map that to appropriate
indication in ISUP.

According to IETF RFC 3261 [19] and IETF RFC 3264 [36], if an INVITE message is received without an SDP offer,
then the I-MGCF sends an SDP offer in the first reliable non-failure message.

7.2.3.1.2 Coding of the IAM

7.2.3.1.2.0 General

Thefollowing ISDN user part parameters description can be found in ITU-T Recommendation Q.763 [4].
7.23.1.2.1 Called party number

The E.164 address encoded in the Request-URI shall be mapped to the called party number parameter of the |AM
message.
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Table 2: Coding of the called party number

INVITE=

IAM—

Request-URI

Called Party Number

E.164 address
(format +CC
NDC SN)
(e.g. as User info
portion of a SIP
URI with
user=phone, or
as tel URI)

Address Signal:

Analyse the information contained in received E.164 address.

If CC is country code of the network in which the next hop terminates, then remove "+CC"
and use the remaining digits to fill the Address signals.

If CC is not the country code of the network in which the next hop terminates, then remove
"+" and use the remaining digits to fill the Address signals.

(NOTE 2)

Odd/even indicator: set as required

Nature of address indicator:

Analyse the information contained in received E.164 address.

If CC is country code of the network in which the next hop terminates, then set Nature of
Address indicator to "National (significant) number.

If CC is not the country code of the network in which the next hop terminates, then set
Nature of Address indicator to "International number".

(NOTE 1)

Internal Network Number Indicator:
1 routing to internal network number not allowed

Numbering plan Indicator:
001 ISDN (Telephony) numbering plan (Rec. E.164)

national operator
option for service

Address Signal:
use received non E.164 number to fill the Address signals with national

ETSI TS 129 163 V14.7.0 (2018-06)

numbers: significant number.
Non E.164 Odd/even indicator: set as required
numbers NOTE 3 Nature of address indicator:
(as a local- ( ) "National (significant) number". (NOTE 1)
number with a Internal Network Number Indicator:
phone-context in 1 routing to internal network number not allowed
the User Info Numbering plan Indicator:
portion in a SIP 001 ISDN (Telephony) numbering plan (Rec. E.164)
URI with Address Signal:
user=phone, or Use received non E.164 number to fill the Address signals.
asa Ioc_al Odd/even indicator: set as required
number with a — ;
phone-context in Nature of address mdmator. ) B § )
atel URI) set Na.ture of Address indicator to "network-specific number" or to "reserved
(NOTE 3) for national use".
Internal Network Number Indicator:
1 routing to internal network number not allowed
Numbering plan Indicator:
Based on operator policy other numbering plan indicators than "001 ISDN
(Telephony) numbering plan (Rec. E.164)" can be used e.g. depending on
phone context value.
NOTE 1: The usage of "nature of address indicator" value "unknown" is allowed but the mapping is not

specified in the present specification.

NOTE 2: If PSTN XML and ISUP Sending Terminated (ST) signal are supported as a network option, then the
PSTN XML sendingCompletelndication, if present, is mapped to the sending terminated digit
(hexadecimal digit F) in the address signals field of the Called Party Number parameter.

NOTE 3: Depending on configuration, network-specific numbers (identified by phone context according to
operator policy) should be translated into "ISDN (Telephony) numbering plan numbers (Rec. E.164)"
unless such a mapping is not possible and local operator's policy requires keeping them in local
format.

7.23.1.2.2 Nature of connection indicators
bits BA  Satelliteindicator
00 no satellitecircuit in the connection
bits DC  Continuity check indicator
00 continuity check not required, if the continuity check procedure is not supported in the succeeding

network (figure 4).
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01 continuity check required, if acontinuity check shall be carried out on the succeeding circuit.
(figure 3)

10 continuity check performed on a previous circuit otherwise, if the continuity check procedure is
supported in the succeeding network, but shall not be carried out on the succeeding circuit otherwise.

(figure 3)
bit E Echo control deviceindicator
1 outgoing echo control device included, for speech calls, e.g., TMR is"3.1KHz audio".
0 outgoing echo control device not included, for known datacalls, e.g., TMR "64 kBit/s unrestricted” or
HLC "Facsimile Group 2/3".
7.2.3.1.2.3 Forward call indicators

bits CB End-to-end method indicator
00 noend-to-end method available (only link-by-link method available)

bit D Interworking indicator

1 interworking encountered

Asanetwork operator option, the value D = 0 "No interworking encountered” is used if the TMR = 64 kBit/s
unrestricted is used.

NOTE: Thisavoids sending of aprogressindicator with progressinformation000000 1 "Call is not end-to-end
ISDN; further call progress information may be availablein-band ", so the call will not be released for
that reason by an ISDN termina.

Bit E End-to-end information indicator (national use)
0 no end-to-end information available
bit F ISDN user part/BICC indicator

o

ISDN user part/BICC not used all the way

Asanetwork operator option, the value F = 1 "ISDN user part/BICC used all theway" is used if the TMR = 64 kBit/s
unrestricted is used.

NOTE: Thisavoidssending of aprogressindicator with progressinformation0 00000 1 "Cal is not end-to-end
ISDN; further call progress information may be availablein-band ", so the call will not be released for
that reason by an ISDN termina.

Bits HG ISDN user part/BICC preference indicator
if any used supplementary service requires ISUP or BICC all the way, depending on operator policy:
00 ISDN user part/BICC preferred all the way, or
10 ISDN user part/BICC required all the way;
Otherwise:
01 ISDN user part/BICC not required all the way
bit 1 ISDN access indicator
0 originating access non-ISDN

Asanetwork operator option, the value | = 1 "originating access ISDN" is used if the TMR = 64 kBit/s unrestricted is
used.

NOTE: Thisavoidssending of aprogressindicator with progressinformation 0000 1 1 "Originating accessis
non-1SDN", so the call will not be released for that reason by an ISDN terminal.
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Bits KJ SCCP method indicator
00 noindication

If the PSTN XML is supported as a network option, the Forward Call indicators derived as shown in Table 02a shall
take precedence.

Table 02a: Mapping of PSTN XML elements to Forward call indicators parameter

INVITE — IAM—
PSTN XML Forward call indicators parameter
PSTN XML with Progress indicator | bit D Interworking Indicator
with Progress Description value 6 0 "no interworking encountered (No. 7 signalling all the way)"bit F
(Meaning: originating access ISDN) ISDN User Part indicator
1 "ISDN User Part used all the way"
bit I ISDN access indicator
1 ‘'originating access ISDN"

NOTE: Progress Indicator with Progress Description value "6" shall not be included in an ATP within the IAM.

7.2.3.1.2.4 Calling party's category

See ANNEX C for the normative interworking of the CPC parameter.

7.2.3.1.2.4A Originating Line Information

The ISUP Originating Line Information parameter is defined by ANSI Standard ATIS-1000113 [117], Chapter 3.
See Annex H for the normative interworking of the OLI parameter as a network option.

7.2.3.1.25 Transmission medium requirement

The I-MGCF may either transcode the selected codec(s) to the codec on the PSTN side or it may attempt to interwork
the media without transcoding. If the I-MGCF transcodes, it shall select the TMR parameter to "3.1 kHz audio”. If the I-
MGCEF does not transcode, it should map the TMR, US| and Access Transport parameters from the selected codec
according to Table 2a. However, if the I-MGCF supports the PSTN XML body as a network option, and if aPSTN

XML body isreceived in the INVITE request and the I-MGCF selects media encoded in any of the formatsin table 2a
(G.711, Clearmode or t38) among the offered media, the I-MGCF shall derive these parameters from the XML body
instead, as detailed in table 2b. The I-MGCF should only apply the mapping in table 2b if the TMR and USI values
derived from the selected codec according to table 2a are equivalent with the values within the first Bearer Capability
element in the PSTN XML, and otherwise the I-MGCF should apply the mapping according to table 2a.

The support of any of the medialisted in table 2ais optional.

If no SDP isreceived from the remote peer (as described in clause 7.2.3.1.1), then the TMR parameter should be set to
"3.1 kHz audio". Transcoding shall be applied as required.
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NOTE 2:
NOTE 3:

NOTE 4:

NOTE 5:
NOTE 6:

NOTE 7:

NOTE 8:

CLEARMODE is specified in RFC4040 [69].
HLC is normally absent in this case. It is possible for HLC to be present with the value "Telephony", although 6.3.1/Q.939 indicates that this would normally be
accompanied by a value of "Speech" for the Information Transfer Capability element.
The MGCF should return an b:AS bandwidth modifier with a bandwidth of 64kbit/s + RTP/UDP/IP overhead in the SDP answer to request that the peer does not send
with a higher bandwidth. If the received b=line indicates a bandwidth greater than 64kbit/s + RTP/UDP/IP overhead, the MGCF should also accept the incoming call.

<bandwidth value> for <modifier> of AS is in units of kbit/s.
In the case where the Clearmode codec appears together with speech codecs in the same m-line, the value "Unrestricted digital inf. w/tones/ann" is applicable but is
mapped into the USI prime parameter (see clause 7.2.3.1.2.5a).
The value "64 k/bits preferred" should only be used if the Clearmode codec appears together with speech codecs in the same m-line and two PSTN XML Bearer
Capability elements appear in the initial INVITE request as described in the clause 7.2.3.1.2.5a.
Annex K describes recommended values.

m=line b=line (NOTE 4) a=line TMR parameter USI parameter (optional) (NOTE 1) HLC IE in the
ATP parameter
(optional)
<media> |<transport> [<fmt-list> [<modifier>:<bandwidth- rtpmap:<dynamic-PT> |TMR codes Information User Information [High Layer
value> <encoding name> Transfer Layer 1 Protocol [Characteristics
<clock rate>[<encoding Capability Indicator Identification
(NOTE 5) parameters>]
audio RTP/AVP 0 N/A or AS: up to (64 kbit/s  |N/A "3.1KHz audio" (NOTE 3)
+ RTP/UDP/IP overhead)
audio RTP/AVP Dynamic  |N/A or AS: up to (64 kbit/s [rtpmap:<dynamic-PT> |"3.1KHz audio” (NOTE 3)
PT + RTP/UDP/IP overhead) |PCMU/8000
audio RTP/AVP 8 N/A or AS: up to (64 kbit/s+ |N/A "3.1KHz audio” (NOTE 3)
RTP/UDP/IP overhead)
audio RTP/AVP Dynamic |N/A or AS: up to (64 kbit/s |rtpmap:<dynamic-PT> |"3.1KHz audio" (NOTE 3)
PT + RTP/UDP/IP overhead) |PCMA/8000
audio RTP/AVP Dynamic |AS: (64 kbit/s+ rtpmap:<dynamic-PT> |"64 kbit/s unrestricted" "Unrestricted
PT RTP/UDP/IP overhead) CLEARMODE/8000 or digital
(NOTE 2) "64 kbit/s preferred" information”
(NOTE 7) (NOTE 6)
image Udptl [73] t38 [73] N/A or AS: up to (64 kbit/s [Based on ITU-T "3.1 KHz audio" "3.1 KHz audio" "Facsimile
+ UDP/IP overhead) T.38 [72] (NOTE 8) Group 2/3"
image tcp t38 [73] N/A or AS: up to (64 kbit/s [Based on ITU-T "3.1 KHz audio” "3.1 KHz audio” "Facsimile
+ TCP/IP overhead) T.38 [72] Group 2/3"
NOTE 1: |In this table the codec G.711 is used only as an example. Other codecs are possible.
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Table 2b: Mapping of PSTN XML elements into ISUP Parameters

Unrestricted digital
information with

tones/announcements

INVITE > IAM >
PSTN XML Value ISUP Parameter Content
HighLayerCompatibility Access Transport | High layer compatibility (NOTE 1)
Parameter
LowLayerCompatibility Low layer compatibility
BearerCapability (NOTE 2) User Service
Information
HighLayerCompatibility User Tele Service | High layer compatibility
BearerCapability Speech TMR Speech
(InformationTransferCapability) 3.1 kHz audio 3.1 kHz audio
(NOTE 2) Unrestricted digital 64 kbit/s unrestricted
information

64 kbit/s unrestricted

NOTE 1:

NOTE 2:

If two high layer compatibility information elements are received, they shall be transferred in the same
order as received in the PSTN XML body in the INVITE message.
If there are two BCs present, see clause 7.2.3.1.2.5a.

NOTE 3: The above mapping assumes that there is only a single BearerCapability present.

7.2.3.1.2.5a

Transmission medium requirement prime and USI prime (optional)

The procedures to support UDI-TA Fallback mechanism described in the present clause shall only apply if two PSTN
XML Bearer Capability elements appear within the INVITE Request and the MGCF supports the PSTN XML body as a

network option.

When al the following conditions apply:

- TheINVITE request includes SDP with one m-line with at least two formats, and with the coding of the first two

formats appearing in table 2g;

- the TMR and USI prime values derived from the first format in the m-line according to table 2a are equivalent
with the values within the second Bearer Capability element in the PSTN XML;

- the TMR prime and USI values derived from the second format in the m-line according to table 2a are equivalent
with the values within the first Bearer Capability element in the PSTN XML; and.

- the I-MGCF supports forwarding fallback signalling.

Then the I-MGCF shall

- if TMR "64 kBit/s preferred" is supported at the succeeding trunk:

- map the first XML Bearer Capability element into the "USI" within the |AM;

- map thethefirst PSTN XML BearerCapability (InformationTransferCapability) into the"TMR prime" within
the IAM, applying the same mapping rules as specified for the mapping into the "TMR" in table 2b;

- map the second XML Bearer Capability element (InformationTransferCapability) into the USI prime within

the IAM;

- setthe TMR within the lAM to "64 kBit/s preferred”;

- configure the IM-MGW; and

- storethose values;

- if TMR "64 kBit/s preferred” is not supported at the succeeding trunk:

- apply the procedures as described within clause 7.2.3.1.2.5, using the first Bearer Capability element in the
PSTN XMLand the second format in the m-ling;

discard the second Bearer Capability element in the PSTN XML;
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- select the second format in the m-line within the SDP answer; and

- configure the IM-MGW.

Otherwise (i.e. if some Bearer Capability element in the PSTN XML did not match the SDP), the I-MGCF shall:

discard the XML Bearer Capability elements;

if the I-MGCF received at |east two formats within the m-line, select one of those formats, exept for the
CLEARMODE codec, within the SDP answer;

apply the mapping for the selected format according to table 2a; and
configure the IM-MGW accordingly
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7.2.3.1.2.6 Calling party number

The SIP "Privacy" header is defined within IETF RFC 3323 [40]. The SIP "P-Asserted-Identity" header is defined in
IETF RFC 3325 [41].
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Table 3: Mapping of SIP From/P-Asserted-ldentity/Privacy headers to CLI parameters
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Has a "P- Has a "From" Calling Party Calling Party Number Generic Generic
Asserted- header field Number parameter Number Number
Identity" (NOTE 3) parameter APRI (additional parameter

header field | containing a URI | Address signals calling party APRI

(NOTE 2, that encodes an number)

NOTE 5, E.164 address address

NOTE 6) been received signals
been (NOTE 6)?

received?

No No Network option to | Network option to set Parameter not | Not
either include a APRI to "presentation included applicable
network provided restricted" or
E.164 number "presentation allowed"

(See table 4) or (NOTE 4)

omit the Address (See table 5)

signals. As a network option the
APRI "presentation
restricted by network"
(NOTE 7) can be used
instead of the APRI
"presentation restricted"

No Yes Network option to | Network option to set Network option | APRI =
either include a APRI to "presentation to either omit "presentation
network provided restricted" or the parameter | restricted" or
E.164 number "presentation allowed" (if CgPN has "presentation
(See table 4) or (NOTE 4) been omitted) | allowed"
omit the Address (See table 5) or derive from | depending on
signals. As a network option the the "From" SIP Privacy

APRI "presentation header header.
restricted by network" (NOTE 1) (See table 6)
(NOTE 7) can be used (See table 6)

instead of the APRI

"presentation restricted"

Yes No Derived from APRI = "presentation Not included Not
P-Asserted- restricted" or applicable
Identity "presentation allowed"

(See table 5) depending on SIP
Privacy header.
(See table 5)

Yes Yes Derived from APRI = "presentation Network option | APRI =
P-Asserted- restricted" or to either omit "presentation
Identity "presentation allowed" the parameter | restricted" or
(See table 5) depending on SIP or derive from | "presentation

Privacy header. the "From" allowed"
(See table 5) header depending on
(NOTE 1) SIP Privacy
(See table 6) header.
(see table 6)

NOTE 1: This mapping effectively gives the equivalent of Special Arrangement to all SIP UAC with access to the
I-MGCF.

NOTE 2: Itis possible that the P-Asserted-ldentity header field includes both a tel URI and a SIP URI. In this case,
either the tel URI or the SIP URI with user="phone" and a specific host portion, as selected by operator
policy, may be used.

NOTE 3: The "From" header may contain an "Anonymous User Identity". An "Anonymous User Identity" includes
information that does not point to the calling party. IETF RFC 3261 recommends that the display-name
component contain "Anonymous". That the Anonymous User Identity will take the form defined in
TS 23.003 [74]. The Anonymous User Identity indicates that the calling party desired anonymity. The From
header may also contain an Unavailable User Identity as defined in TS 23.003 [74], that indicates that the
calling party is unknown.

NOTE 4: A national option exists to set the APRI to "Address not available".

NOTE 5: TS 24.229 [9] guarantees that the received number is an E.164 number formatted as an international
number, with a "+" sign as prefix.

NOTE 6: The E.164 numbers considered within the present document are composed by a Country Code (CC),
followed by a National Destination Code (NDC), followed by a Subscriber Number (SN). On the IMS side,
the numbers are international public telecommunication numbers ("CC"+"NDC"+"SN") and are prefixed by a
"+" sign. On the CS side, it is a network option to omit the CC.

NOTE 7: This is an ETSI specific value described within ETSI EN 300 356-1 [70].
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Table 4: Setting of the network-provided BICC/ISUP calling party number parameter with a CLI

(network option)

BICC/ISUP CgPN Parameter field

Value

Screening Indicator

"network provided"

Number Incomplete Indicator

"complete"

Number Plan Indicator

ISDN/Telephony (E.164)

Address Presentation Restricted Indicator

Presentation allowed/restricted
As a network option the APRI value "presentation restricted by network"
(NOTE) can be used instead of the APRI value "presentation restricted"

Nature of Address Indicator

If next BICC/ISUP node is located in the same country set to "National
(Significant) number" else set to "International number"

Address signals

If NOA is "national (significant) number" no country code should be
included. If NOA is "international number", then the country code of the
network-provided number should be included.

NOTE : This is an ETSI specific value described within ETSI EN 300 356-1 [70]
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Table 5: Mapping of P-Asserted-ldentity and privacy headers to the ISUP/BICC calling party number

parameter
SIP Component Value BICC/ISUP Parameter / field Value
P-Asserted-Identity E.164 number Calling Party Number
header field (NOTE 1)
Number incomplete indicator "Complete"

Numbering Plan Indicator

"ISDN/Telephony (E.164)"

Nature of Address Indicator

If CC encoded in the URI
is equal to the CC of the
country where MGCEF is
located AND the next
BICC/ISUP node is located
in the same country then
set to "national (significant)
number"

else set to "international
number"

Screening indicator (NOTE 2)

Network Provided

Addr-spec

"CC" "NDC" "SN" from
the URI

Address signal

If NOA is "national
(significant) number" then
set to

"NDC" + "SN"

If NOA is "international
number" then set to
"CC"+"NDC"+"SN"

(IETF RFC 3323 [40])

Privacy header field is APRI "presentation allowed"
not present
Privacy header field priv-value APRI If the Privacy header field

contains the values "id"
(see IETF RFC 3325 [41])
and/or "header", the APRI
shall be set to
"presentation restricted".
Otherwise, the APRI shall
be set to "presentation
allowed".

NOTE 1:

NOTE 2:

It is possible that a P-Asserted —Identity header field includes both a tel URI and a SIP URI. In this
case, either the tel URI or the SIP URI with user="phone" and a specific host portion, as selected by
operator policy, may be used.
As a network option, the MGCF may support "Calling number verification" functionality as described in
IETF RFC 8224 [153)]. If the I-MGCF received a "verstat" tel URI parameter (defined in

3GPP TS 24.229 [9] clause 7.2A.20) in the P-Asserted-Identity header filed the -MGCF may map the
"verstat" tel URI parameter to the Screening Indicator field as follows:

- the value "No-TN-Validation" to the value "user provided, not verified";
- the value "TN-Validation-Passed" to the value "user provided, verified and passed"; and
- the value "TN-Validation-Failed" to the value "user provided, verified and failed".

ETSI




3GPP TS 29.163 version 14.7.0 Release 14

7.2.3.1.2.7 Generic number

45

ETSI TS 129 163 V14.7.0 (2018-06)

Table 6: Mapping of SIP from header field to BICC/ISUP generic number (additional calling party
number) parameter (network option)

SIP component

Value

BICC/ISUP parameter / field

Value

From header field

name-addr or addr-
spec

Generic number
Number Qualifier Indicator

"additional calling party number"

Nature of Address Indicator

If CC encoded in the URI is
equal to the CC of the country
where MGCF is located AND the
next BICC/ISUP node is located
in the same country then

set to "national (significant)
number"

else set to "international
number"

Number incomplete indicator

"Complete"

Numbering Plan Indicator

"ISDN/Telephony (E.164)"

Screening indicator (NOTE)

"user provided not verified"

Addr-spec

"CC""NDC" + "SN"

Address signal

If NOA is "national (significant)

(IETF RFC 3323 [40])

from the URI number" then set to
"NDC" + "SN"
If NOA is "international number"
then set to "CC"+"NDC"+"SN"
Privacy header field is APRI "presentation allowed"
not present
Privacy header field priv-value APRI If the Privacy header field

contains the value "user", the
APRI shall be set to
"presentation restricted".
Otherwise, the APRI shall be set
to "presentation allowed".

NOTE: As a network option, the MGCF may support "Calling number verification" functionality as described
in IETF RFC 8224 [153]. If the I-MGCEF received a "verstat" tel URI parameter (defined in
3GPP TS 24.229 [9] clause 7.2A.20) in the From header filed the I-MGCF may map the "verstat" tel
URI parameter to the Screening Indicator field as follows:
- the value "No-TN-Validation" to the value "user provided, not verified";
- the value "TN-Validation-Passed" to the value "user provided, verified and passed"; and
- the value "TN-Validation-Failed" to the value "user provided, verified and failed".

7.2.3.1.2.8 User service information

For coding of the US| see 7.2.3.1.2.5.

7.2.3.1.2.9 Hop Counter (National option)

The I-MGCF shall perform the following interworking procedure if the Hop Counter procedure is supported in the CS

network.

At the I-M GCF the Max-Forwards SIP header shall be used to derive the Hop Counter parameter if applicable. Due to
the different default values (that are based on network demands/provisions) of the SIP Max-Forwards header and the
Hop Counter, afactor shall be used to adapt the Max Forwards to the Hop Counter at the I-MGCF. For example, the
following guidelines could be applied:

1) Max-Forwards for a given message should be monotone decreasing with each successive visit to a SIP entity,
regardless of intervening interworking, and ssimilarly for Hop Counter.

2) Theinitial and successively mapped values of Max-Forwards should be large enough to accommodate the
maximum number of hops that may be expected of avalidly routed call.

Table 7 shows the principle of the mapping:
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Table 7: Max forwards - hop counter

Max-Forwards | =X | Hop Counter | = INTEGER part of (X /Factor) =Y

NOTE: The Mapping of value X to Y should be done with the used (implemented) adaptation mechanism.

The Principle of adoption could be implemented on a basis of the network provision, trust domain rules and bilateral
agreement.

7.2.3.1.2.10 Progress Indicator

If the I-MGCF supportsthe PSTN XML body as a network option and an INVITE containing a PSTN XML body is
received, an available "Progressindicator" element in the PSTN XML body shall be mapped into a Progress Indicator in
the Access Transport Parameter of the sent IAM as shown intable 7.2.3.1.2.10.1.

Table 7.2.3.1.2.10.1: Contents of the Access Transport Parameter

INVITE —» IAM—
PSTN XML Access Transport Parameter
Progress indicator Progress indicator (NOTE)

NOTE: A Progressindicator with Progress Description value 6 shall not be included into the ISUP ATP, and is
mapped instead to Forward call indicators parameter according to table 02a.

7.23.1.2.11 Location Number
Location Number is defined in clause 3.30 of ITU-T Q.763 [4].
If the received INVITE message contains:

1) only one P-Access-Network-1nfo header field and the P-Access-Network-Info header contains only one access
network specific component then:

a) if an access-type field with the value "GSTN" isreceived:

i) if an access-info field with the value "gstn-location"” is present and the value " operator-specific-GI" is not
present, the I-MGCF shall include an ISUP Location Number parameter in the outgoing IAM set as
shown intable 7.2.3.1.2.11.1; or

ii) asanetwork option:

- if anaccess-info field with the value "operator-specific-Gl" is present and the value "gstn-location” is
not present, the I-MGCF shall include an ISUP Location Number parameter in the outgoing IAM set
asshownintable 7.2.3.1.2.11.3; or

- if both values "gstn-location" and "operator-specific-Gl" are present, the I-MGCF shall include an
ISUP Location Number parameter in the outgoing |AM set as shown in table 7.2.3.1.2.11.1 or table
7.2.3.1.2.11.3, based on local palicy; or

b) asanetwork option, if an access-type field with a value different from than"GSTN" and an access-info field
with the value "operator-specific-Gl" are received, the I-MGCF shall include an |SUP L ocation Number
parameter in the outgoing IAM as shown intable 7.2.3.1.2.11.3; or

2) more P-Access-Network-Info header fields or the P-Access-Network-Info header field contains more access
network specific components then the I-M GCF shall select the access network specific component which
contains a "network-provided" parameter and shall perform the mapping to an |SUP Location Number parameter
as described in bullet 1).

NOTE 1: According to 3GPP TS 24.229 [9] two P-Access-Network-Info header fields (or one P-Access-Network-
Info header field with two access network specific components) can be received but only one access
network specific component can contain the "network-provided" parameter.
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NOTE 2: A UE will not create the P-Access-Network-Info header field with the access-type field value "GSTN"
and the "gstn-location" parameter, as specified in subclause 7.2A.4.2 of 3GPP TS 24.229 [9]. However
the access-type field value "GSTN" without the "network-provided" parameter can be received in
interworking cases when the IMS network is used between two CS networks and the P-Access-Network-
Info header field was created by the O-MGCF in accordance to subclause 7.2.3.2.2.9. Based on local
policy, the I-MGCF can select the P-Access-Network-Info header field with the access-type field value
"GSTN" and without the "network-provided" parameter.

Table 7.2.3.1.2.11.1: Contents of the location number parameter

INVITE —» IAM—
Location Number parameter
P-Access-Network-Info with access-type="GSTN" and Binary value derived from the gstn-location parameter of
gstn-location parameter the P-Access-Network-Info

NOTE: The binary value shall be obtained by removing the quotes and converting each pair of consecutive
character strings into an octet that has the equivalent hexadecimal representation

Table 7.2.3.1.2.11.2: Mapping of P-Access-Network-Info to Location Number

INVITE— IAM—
P-Access-Network-Info Location Number
access type="GSTN" Address Signal:
gstn-location=value Copied from octet 3 to n of the binary representation of the gstn-location field

Odd/even indicator:
Copied from bit 8 octet 1 of the binary representation of the gstn-location field

Nature of address indicator:
Copied from bit 7 to 1 of octet 1 of the binary representation of the gstn-location
field

Internal Network Number Indicator:
Copied from bit 8 of octet 2 of the binary representation of the gstn-location field

Numbering plan Indicator:
Copied from bit 7 to 5 of octet 2 of the binary representation of the gstn-location
field

Address presentation restricted indicator:

If the SIP Privacy header field = header, APRI is set to "01 (presentation
restricted)" otherwise APRI is copied from bit 4 and 3 of octet 2 of the binary
representation of the gstn-location field

Screening indicator:

If the "network-provided" parameter is present in the P-Access-Network-Info
header field, set to "11 (network provided)" otherwise set from bit 2 and 1 of octet
2 of the binary representation of the gstn-location field
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Table 7.2.3.1.2.11.3: Mapping of P-Access-Network-Info operator-specific-Gl to Location Number

INVITE — IAM—
Location Number parameter

P-Access-Network-Info with
access-info="operator-specific-GI"
and operator-specific-Gl parameter

P-Access-Network-Info Location Number
access-info="operator-specific-GI" Address Signal :
operator-specific-Gl=value Copy the digits set by 2 digits per byte. In case of an odd number of

address signals, the filler code 0000 is inserted after the last

address signal.

Odd/even indicator:

Set as required

Nature of address indicator:

Set from an operator-configured value

Internal Network Number Indicator:

1 routing to internal network number not allowed

Numbering plan Indicator:

Set from an operator-configured value

Address presentation restricted indicator:

If the SIP Privacy header field = header, APRI is set to "01

(presentation restricted)"

Screening indicator:

If the "network-provided" parameter is present in the P-Access-

Network-Info header field, set to "11 (network provided)"

NOTE:  This mapping is only possible if the operator-specific-Gl field of the P-Access-Network-Info header filed
contains a sequence of digits.

7.2.3.1.2.12 Support of ICS call

If the received initial INVITE request contains a Feature Caps header field, defined in IETF RFC 6809 [142] with a
"+g.3gpp.ics' header field parameter as specified in clause B.4 of 3GPP TS 24.292 [141] then according to operator
policy the I-MGCF may mark acall asan "ICScall".

For the call marked asthe"ICS call" the I-MGCEF shall include in the outgoing |AM message a redirection information
parameter field set as shown intable 7.2.3.1.2.12.1.

Table 7.2.3.1.2.12.1: Contents of the redirection information parameter field

INVITE — IAM—

Feature-Caps header field with
g.3gpp.ics feature-capability indicator

Redirection information parameter field

Call diverted, all redirection info

Redirecting indicator presentation restricted

Original redirection reason Unknown/not available

Redirecting reason Unknown/not available

Redirection counter set to maximum value
(NOTE)

NOTE: For instance, in ISUP ITU-T Q.763 [4], the Redirection counter parameter cannot exceed 5.

7.2.3.1.2.13 UID capability indicators (National option)
UID capability indicators parameter is defined in ITU-T Recommendation Q.763 [4].

When a both-way media path is available, then it is possible to support user interactive dialogs prior to answer through
the use of the P-Early-Media header field authorizing both-way media.

If the received initial INVITE request contains a P-Early-Media header field with the "supported” value and either the
SDPinthe INVITE request allows a send/receive media path or the INVITE request does not contain an SDP body then
the UID capability indicators parameter in the outgoing IAM message may be set as shown intable 7.2.3.1.2.13.1.
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Table 7.2.3.1.2.13.1: Contents of the UID capability indicators parameter

INVITE = IAM—

P-Early-Media with "supported"
and either SDP with "sendrecv"

(explicit or implied) or no SDP UID capability indicators parameter

present
Through-connection indicator 1 "through-connection modification possible"
T9 timer indicator 0 "no indication”
7.2.3.1.2.14 Called IN number and original called IN number (optional)

See Annex L for the normative interworking of the called IN number and original called IN number parameters.
7.2.3.1.2A Coding of the IAM when Number Portability is supported

This clause describes optiona coding procedures when Number Portability is supported.

7.2.3.1.2A.1 Coding of the IAM when a Number Portability Routing Number is available

ITU-T Q.769.1 [92] describes three possible addressing methods for signalling of the Called Party E.164 address and
Number Portability Routing Number (ITU-T Q.769.1 [92] uses the terms directory number and network routing number
respectively). The choice of these methods is based on network operator and national requirements.

The following clauses describe how the IAM is popul ated, based on these methods, when a Number Portability Routing
Number is available in the Request URI in the form of a Tel URI "rn=" parameter.

When the optional Number Portability Routing Number is available and supported, these procedures take precedence
over procedures for coding of the Called Party Number described in clause 7.2.3.1.2.1.

If the Number Portability Database Dip Indicator is present within the Request-URI the procedures described in
clause 7.2.3.1.2A.2 apply. When a Number Portability Routing Number is not available, the Called Party Number
parameter is populated as described in clause 7.2.3.1.2.1.
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7.23.1.2A.1.1 Separate Directory Number Addressing Method

Table 7a.0a: Coding of the called party number and called directory number with Number Portability

Separate Directory Number Addressing Method

INVITE=

IAM—

Request-URI

Called Party Number

Called Directory Number

Called Party E.164 address
(format +CC NDC SN)

(e.g. as User info in SIP URI
with user=phone, or as tel
URL) plus Number Portability
Routing Number (format +CC
NDC SN) (e.g. as Tel URI rn=
parameter) plus Number
Portability Database Dip
Indicator as defined in

IETF RFC 4694 [93] (e.g. as
Tel URI npdi parameter)

Address Signal:

Analyse the information contained in received
Number Portability Routing Number. If the Number
Portability Routing number contains an E.164
address, then remove "+CC" and use the remaining
digits to fill the Address signal. Otherwise, use the
digits of the Number Portability Routing number to
fill the Address signal.

(NOTE)

Address Signal:

Remove "+CC" from the
Called Party E.164 address
and use the remaining digits
to fill the Address signals.

Odd/even indicator: set as required

Odd/even indicator: set as

required
Nature of address indicator: Nature of address
Set Nature of Address indicator to "Network routing | indicator:

number in national (significant) number 50isali".
"National (significant) number" and "Network routing
number in network specific number format" may
alternately be chosen as described in ITU-T
Q.769.1 [92]

Set Nature of Address
indicator to "National
(significant) number".

Internal Network Number Indicator:
1 routing to internal network number not allowed

Internal Network Number
Indicator:

1 routing to internal
network number not allowed

Numbering plan Indicator:
001 ISDN (Telephony) numbering plan (Rec. E.164)

Numbering plan Indicator:
001 ISDN (Telephony)
numbering plan (Rec. E.164)

NOTE:

If PSTN XML and ISUP Sending Terminated (ST) signal are supported as a network option, then the PSTN

XML sendingCompletelndication, if present, is mapped to the sending terminated digit (hexadecimal digit F)
in the address signals field of the Called Party Number parameter.

ETSI




3GPP TS 29.163 version 14.7.0 Release 14 51 ETSI TS 129 163 V14.7.0 (2018-06)

7.23.1.2A.1.2 Concatenated Addressing Method
Table 7a.0b: Coding of the called party number with Number Portability Concatenated Addressing
Method
INVITE— IAM—
Request-URI Called Party Number

Called Party E.164 address Address Signal:
(format +CC NDC SN) Analyse the information contained in received Number Portability
(e.g. as User info in SIP URI with user=phone, | Routing Number. If the Number Portability Routing number contains
or as tel URL) plus an E.164 address, then remove "+CC" and use the remaining digits
Number Portability Routing Number (format to fill the Address signal. Otherwise, use the digits of the Number

+CC NDC SN) (e.g. as Tel URI rn= parameter) | Portability Routing number to fill the Address signal.

plus

Number Portability Database Dip Indicator as Remove the "+CC" from the Called Party E.164 address and append

defined in IETF RFC 4694 [93] (e.g. as Tel URI | the remaining digits to the Address signal.

npdi parameter) (NOTE)

Odd/even indicator: set as required

Nature of address indicator:

set Nature of Address indicator to "Network routing number

concatenated with called directory number" or "National (significant)

number" as described in ITU-T Q.769.1 [92]

Internal Network Number Indicator:

1 routing to internal network number not allowed

Numbering plan Indicator:

001 ISDN (Telephony) numbering plan (Rec. E.164)

NOTE: If PSTN XML and ISUP Sending Terminated (ST) signal are supported as a network option, then the PSTN
XML sendingCompletelndication, if present, is mapped to the sending terminated digit (hexadecimal digit F)
in the address signals field of the Called Party Number parameter.

7.2.3.1.2A.1.3 Separate Network Routing Number Addressing Method

Table 7a.0c: Coding of the network routing number and called party number with Number Portability
Separate Network Routing Number Addressing Method

INVITE—> IAM—

Request-URI Network Routing Number Called Party Number
Called Party Address Signal: Address Signal:
E.164 address Analyse the information contained in received Number Remove "+CC" from the
(format +CC NDC | Portability Routing Number. If the Number Portability Routing Called Party E.164 address
SN) number contains an E.164 address, then remove "+CC" and and use the remaining digits to
(e.g. as User info use the remaining digits to fill the Address signal. Otherwise, fill the Address signals.
in SIP URI with use the digits of the Number Portability Routing number to fill (NOTE)
user=phone, or as | the Address signal.
tﬁbxﬁé_r) glcl)Jr?ability Odd/even indicator: set as required roe(éﬁi/fgden indicator: set as
Routing Number Nature of address indicator: Nature of address indicator:
(format +CC NDC | set Nature of Address indicator to "Network routing number in | Set Nature of Address
SN) (e.g. as Tel national (significant) number format". indicator to "National
URI rn= "Network routing number in network specific number format" (significant) number".
parameter) plus | may alternately be chosen as described in ITU-T Q.769.1 [92]
Number Portability Internal Network Number
Database Dip Indicator:
Indicator as . . ) 1 routing to internal network
defined in Numbering plan Indicator: _ number not allowed
IETF RFC 4694 [9 001 ISDN (Telephony) numbering plan (Rec. E.164) Numbering plan Indicator:
3] (e.g. as Tel URI 001 ISDN (Telephony)
npdi parameter) numbering plan (Rec. E.164)

NOTE: If PSTN XML and ISUP Sending Terminated (ST) signal are supported as a network option, then the PSTN
XML sendingCompletelndication, if present, is mapped to the sending terminated digit (hexadecimal digit F)
in the address signals field of the Called Party Number parameter.
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7.2.3.1.2A.2 Number Portability Forward Information

Network Operator or National policy may alow forward transfer of number portability status information, as described
inITU-T Q.769.1[92]. In this case, the following coding applies.

Table 7a.0d: Coding of the number portability forward information

INVITE— IAM—
Request-URI Number Portability Forward Information
Called Party E.164 address If the Number Portability Database Dip Indicator is present,
(format +CC NDC SN) and there is no Number Portability Routing Number, set to

(e.g. as User info in SIP URI with user=phone, or as | "number portability query done for called number, non-
tel URL) plus Number Portability Routing Number ported called subscriber".
(format +CC NDC SN) (e.g. as Tel URI rn=
parameter) plus Number Portability Database Dip If the Number Portability Database Dip Indicator is present,
Indicator as defined in IETF RFC 4694 [93] (e.g. as | and a Number Portability Routing Number is present, set to
Tel URI npdi parameter) "number portability query done for called number, ported
called subscriber".

If there is no Number Portability Database Dip Indicator, set
to "number portability query not done for called number"

7.2.3.1.2B Coding of the IAM for Carrier Routeing

This clause describes optional coding procedures for carrier-based routeing. The interworking of the CIC parameter is
defined.

7.2.3.1.2B.1 Coding of the IAM when a Carrier Identification Code (CIC) is present
The procedures followed in clause 7.2.3.1.2.1 apply with the following addition.

Based on network configuration, if the tel-URI parameter in atel-URI or the userinfo part of a SIP URI with
user=phone in the Request-URI of aninitial INVITE request, containsa"cic=" parameter, as defined in

IETF RFC 4694 [93], the I-MGCF may extract the carrier identification code from the "cic=" field for routeing the call.
If the outgoing IAM message contains the Transit Network Selection (TNS) parameter, as defined in ITU-T Q.763 [4],
based on network configuration the TNS may be populated using the carrier identification code from the "cic=" field.
The format of the "cic" parameter (e.g. global-cic and local-cic) shall be compliant to IETF RFC 4694 [93].

7.2.3.1.2B.2 Void

7.2.3.1.3 Sending of COT
SDP indicating I-MGCF
preconditions met and/or
active media

CoT

v

Figure 5: Sending of COT

If the IAM has already been sent, the Continuity message shall be sent indicating "continuity check successful”, when
all of the following conditions have been met:

- Therequested remote preconditions (if any) in the IMS network have been met.
- The media stream previously set to inactive modeis set to active (as specified in IETF RFC 4566 [56]).

- Local preconditions have been fulfilled.

A possible outstanding continuity check procedure is successfully performed on the outgoing circuit.
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7.2.3.1.3A Sending of SAM
7.2.3.1.3A.1 General

The proceduresin the present clause are only applicable if the I-M GCF supports the network option of overlap
signalling, using either the in-dialog method or the multiple INVITEs method. Within one IMS only a single of those
methods shall be used.

After the ISUP IAM message has been sent the I-M GCF can receive additiona digits. The additional digits may either,
as anetwork option, be received in:

- indialog SIP INFO requests ("legacy" mode of usage of the INFO method as defined in IETF RFC 6086 [133]),
in-dialog method as specified in clause 7.2.3.1.3A.2 or

- inadditional SIP INVITE requests, multiple INVITEs method as specified in 7.2.3.1.3A.3.
I-MGCF
SIP message

carying
additiond digits

—

Figure 5a: Sending of SAM

7.2.3.1.3A.2 Additional digits received in in-dialog SIP INFO requests

If interworking of overlap signaling using the in-dialog method is supported by the I-MGCF, the ISUP IAM message
has already been sent, but no ISUP ACM or REL message has been received, and a SIP INFO request carrying
additional digitsisreceived, then the I-M GCF shall generate a SAM and pass it to outgoing BICC/ISUP procedures.
The SAM shall contain in its Subsequent Number parameter only the additional digits received in this SIP INFO
request.

7.2.3.1.3A.3 Additional digits received in SIP INVITE requests

If interworking of overlap signalling using the multiple INVITES method is supported by the I-MGCEF, the ISUP IAM
message has already been sent, but no ISUP ACM or REL message has been received, and the I-MGCF receives an
INVITE with the same Call-ID and From tag as a previous INVITE which was associated with a BICC/ISUP call/bearer
control instance currently existing on the BICC/ISUP side, then:

a) If the number of digitsin the Request-URI is greater than the number of digits already received for the
communication, the I-MGCF shall generate a SAM and pass it to outgoing BICC/ISUP procedures. The SAM
shdll contain inits Subsequent Number parameter only the additional digits received in this Request-URI
compared with the digits already received for the communication. The I-MGCF shall reply to any earlier
INVITE with a484 Address Incomplete response if this has not already been done.

b) If the number of digitsin the Request-URI is equal or less than the number of digits already received for the
communication, then the I-MGCF shall immediately send a 484 Address Incomplete response for this INVITE.
In this case, no SAM shall be sent to BICC/I SUP procedures.
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Figure 5b: Receipt of subsequent INVITE for multiple INVITEs method overlap signalling

On sending of a 484 Address Incomplete message for an INVITE transaction, the I-MGCF considers any offer/answer

exchange initiated by the INVITE to be terminated. The new INVITE initiates a new offer/answer exchange. However,
if resources have already been reserved and they can be reused within the new offer/answer exchange, the precondition
signalling shall reflect the current status of the affected preconditions.

7.2.3.1.4

7.2.3.1.4.0

Sending of 180 ringing

The I-MGCF shall send the SIP 180 Ringing response when receiving any of the following messages:

- ACM with Called party's status indicator set to subscriber free.

NOTE:

I-MGCF

180 Ringing

P-Early-Media (1)

ACM

(Subscriber Free)

Figure 6: The

- CPG with Event indicator set to alerting

receipt of ACM

ETSI

Whether the P-Early-Media header field is included depends on whether the received INVITE contains a
P-Early-Media header field with the "supported" parameter as described in IETF RFC 5009 [89] or based
on local policy.
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I-MGCF

180 Ringing CPG (Alerting)
P-Early-Media (1)

NOTE: Whether the P-Early-Media header field is included depends on whether the received INVITE contains a
P-Early-Media header field with the "supported" parameter as described in IETF RFC 5009 [89] or based
on local policy.

Figure 7: Receipt of CPG (Alerting)

For a speech call that is not identified asan "ICS call" as specified in clause 7.2.3.1.2.12, if the INVITE request
includes the P-Early-Media header field, the I-MGCF shall include in the SIP 180 Ringing response a P-Early-Media
header field authorizing backward early media, except when

- the-MGCEF has already sent aréiable provisional response (see IETF RFC 3262 [54]) including a P-Early-
Media header, as defined in IETF RFC 5009 [89], and

- the most recently sent P-Early-Media header field authorized backward early media.

NOTE: If the -MGCF signals the P-Early-Media header field authorizing backward early media, then the IMS
can expect tones or announcements to the calling party to flow from the CS network viaan MGW
controlled by the I-MGCEF. In particular, once the I-M GCF sends the 180 Ringing response, ringback is
expected in media from the CS network.

If the INVITE request doesn't include the P-Early-Media header field with the "supported” parameter and if the speech
call isnot identified asthe"ICS call" as specified in clause 7.2.3.1.2.12, then as a network option the I-MGCF may
include in the SIP 180 Ringing response a P-Early-Media header field authorizing backward early media.

Asanetwork option, an I-MGCF may generate a Call-Info header field, or an Alert-Info header field according to rules
and procedures of IETF RFC 3261 [19] to provide mediainstead of the in-band media received from the PSTN.

For the speech call identified asthe "ICS call" as specified in clause 7.2.3.1.2.12, if the I-MGCEF has received the P-
Early-Media header field in theinitial INVITE request, the I-MGCF shall include in the SIP 180 Ringing response the
P-Early-Media header field indicating the backward early mediais not authorised, except when:

- the I-MGCF has aready sent areliable provisional response (see IETF RFC 3262 [54]) including a P-Early-
Media header, as defined in IETF RFC 5009 [89]; and

- the most recently sent P-Early-Media header field did not authorize the backward early media

If the P-Early-Media header field with the "supported” parameter was not included in the initial INVITE request, then
as anetwork option the I-MGCF may include in the SIP 180 Ringing response the P-Early-Media header field
indicating the backward early mediais not authorised for the "ICS call".

7.2.3.1.4.0a PSTN XML body

The proceduresin the present clause apply only if the I-MGCF supports the PSTN XML body as a network option. The
I-MGCF shall map the Access Transport parameter received in the CPG or ACM into PSTN XML elements as shown
in table 7a.0f and include this PSTN XML body in the 180 Ringing.
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Table 7a.0f: Mapping of ISUP ATP Parameter into PSTN XML elements

<18x <CPG or ACM

PSTN XML ISUP Parameter Content
Progressindicator Access Transport Parameter Progress indicator
HighLayerCompatibility (NOTE 2) High layer compatibility
LowLayerCompatibility (NOTE 2) Low layer compatibility
BearerCapability (NOTE 1, NOTE 2) Bearer Capability
BearerCapability (NOTE 1, NOTE 2) | Transmission medium used

parameter (NOTE 1)

NOTE 1: see clause 7.2.3.1.4.1 Transmission Medium Used parameter (TMU)

NOTE 2: The I-MGCF shall only provide this IE if it interworks media encoded in any of the formats in table 2a
(G.711, Clearmode, or t38) without transcoding. If both TMU and a BC in the ATP have been received, the
BC in the ATP shall be mapped.

The I-MGCF shall map a possibly available "Progressindicator” element in the ATP parameter within the ACM or CPG
into a Progress Indicator in the PSTN XML body of the 180 Ringing. In addition, the I-M GCF shall map the Backward
cal indicators parameter and the Optional backward call indicators parameter (if present) within the ACM or CPG into
other Progressindicator(s) in the PSTN XML body of the 180 Ringing as shown in table 7a.0g.

NOTE: The order of Progressindicators within the same PSTN XML body isirrelevant.

Table 7a.0g: Mapping of ISUP BCI and optional BCI parameters into PSTN XML Progressindicator

< 180 Ringing <—ACM or CPG
PSTN XML body with Progressindicator with Backward call indicators parameter
"Progress Description" value No (Value of PI) Optional backward call indicators parameter
No. 1 Backward call indicators parameter
("Call is not end-to-end ISDN: further call progress ISDN User Part indicator
information may be available in-band") 0 "ISDN User Part not used all the way"
No. 2 Backward call indicators parameter
("Destination address is non-ISDN") ISDN User Part indicator

1 "ISDN User Part used all the way"
ISDN access indicator

0 "Terminating access non-ISDN"
No. 7 Backward call indicators parameter
("Terminating access ISDN") ISDN User Part indicator

1 "ISDN User Part used all the way"
ISDN access indicator

1 "Terminating access ISDN"

No. 8 Optional backward call indicators parameter

("In-band information or an appropriate pattern is In-band information indicator

now available™) "in-band information or an appropriate patternis now
available"

NOTE:  The Progressindicator "Coding Standard" parameter shall be set to "00 (ITU-T standardized coding)". The
default value for the Progressindicator "Location" parameter is "0011 (Transit Network)".

7.2.3.1.4.0b Fallback by I-MGCF

If the I-MGCF supportsthe PSTN XML body as a network option and the I-MGCF received two PSTN XML Bearer
Capability elements within the INVITE Request, but the succeeding trunk does not support TMR "64 kBit/s preferred”
(as described in clause 7.2.3.1.2.58), and if no corresponding elements were received in the Access Transport Parameter
(see table 7a.0f), then the I-M GCF shall create a PSTN XML body containing the following elements, and includeit in
the 18x Response :

- aBearerCapability element, which shall be copied from the first BearerCapability element received in the PSTN
XML inthe INVITE;

- if two HighLayerCompatibility elements were present in the PSTN XML body in the INVITE, then a
HighLayerCompatibility element, which shall be copied from the first HighLayerCompatibility element received
inthe PSTN XML inthe INVITE; and

ETSI



3GPP TS 29.163 version 14.7.0 Release 14 57 ETSI TS 129 163 V14.7.0 (2018-06)

- aProgressindicator element with "Progress Description” value 5 ("Interworking has occurred and has resulted in
atelecommunication service change"),"Coding Standard” value "00 (ITU-T standardized coding)", and default
value "0011 (Transit Network)" for the "Location" parameter.

7.23.1.4.1 Fallback in a succeeding network: Transmission Medium Used parameter (TMU)
received

The procedures in the present clause apply only if the I-MGCF supports the PSTN XML body as a network option and
receives a Transmission Medium Used parameter (TMU).

NOTE: Thel-MGCF will only receive a TMU parameter if it has applied the Fallback related proceduresin
clause 7.2.3.1.2.53, including botha TMR and TMR Prime in the IAM, and fallback to the bearer
capability identified in TMR Prime and US| occurred in a succeeding network.

If the I-MGCF receives a Transmission Medium Used parameter (TMU) , the -MGCF shall:

- If anBCisnot availablein the ATP in the Address Complete Message (ACM) or Call Progress Message (CPG),
map the TMU value (Speech or 3.1 kHz audio) to the PSTN XML BearerCapability;

- IfanBCisavailablein the ATPin the Address Complete Message (ACM) or Call Progress Message (CPG),
include the received BC valuein the PSTN XML BearerCapability;

- configure the IM-MGW to use the second format in the m-line in the SDP that has been received in the INVITE
as codec at the IMS termination; and

- send SDP selecting the second format in the m-line of the SDP that has been received in the INVITE as soon as
alowed according to SIP rules.

Table 7.2.3.1.4.1.1: Sending of BC fallback indication

« 180 Ringing or 183 Session Progress «—ACM/CPG
PSTN XML BearerCapability = "Speech" T™MU "Speech"
ATP No BC
PSTN XML BearerCapability = "3.1 kHz audio"” TMU "3.1 kHz audio”
ATP No BC
PSTN XML BearerCapability received in the ATP T™MU "Speech or 3.1 kHz audio"
("speech" or "3.1 kHz audio") ATP BC ("speech” or "3.1 kHz audio")
7.2.3.1.4A Sending of 183 Session Progress for early media scenarios

If SIP preconditions are used, the first 183 Session Progress will be sent after the reception of the INVITE request,
before any 1SUP message has been received from the CS network. The I-MGCF shall not include the P-Early-Media
header field in any SIP message before it receivesan ISUP ACM.

For a speech call, which is not identified asan "ICS call" as specified in clause 7.2.3.1.2.12, upon receipt of one of the
following messages and if the I-MGCF has received the P-Early-Media header field in the INVITE request, and has not
already sent a provisional response including a P-Early-Media header field with parameters indicating authorization of
early media with the same directionality as determined by table 7.2.3.1.4A.1 or table 7.2.3.1.4A.2, then the -MGCF
shall send the 183 Session Progress response with a P-Early-Media header field authorizing early media as indicated:

- ACM with the value of the called party's status indicator "no indication" and one of the options described in table
7.2.3.1.4A.1 If the I-MGCF supports the PSTN XML body as a network option, the I-MGCF shall map
parameters within the ACM into the PSTN XML body within the 183 asindicated in table 7.2.3.1.4A.1. Based
on local configuration, the I-MGCF may also send a 183 Session Progress response with a P-Early-Media header
field authorizing early mediaif it receives an ACM with other parameters than described in table 7.2.3.1.4A.1.

ETSI



3GPP TS 29.163 version 14.7.0 Release 14

I-MGCF

183 Progress

58

ETSI TS 129 163 V14.7.0 (2018-06)

ACM
(No indication)

P-Early-Media
<

Figure 7c: Receipt of ACM "No indication"

Table 7.2.3.1.4A.1: ACM Parameters that trigger the 183 Session Progress response

<183 Session Progress

«—ACM

P-Early-Media header field authorizing backward early
media, if not already sent (NOTE 2)

PSTN XML with Progressindicator with "Progress
Description” value No. 8

("In-band information or appropriate pattern is now
available") (NOTE 1)

Optional backward call indicators parameter

In-band information indicator
1 "In-band info or an appropriate pattern is now
available"

PSTN XML with Progressindicator with "Progress
Description” value No. 1

("Call is not end-to-end ISDN: further call progress
information may be available in-band") (NOTE 1)

Backward call indicators parameter

ISDN User Part indicator
0"ISDN User Part not used all the way"

PSTN XML with Progressindicator with "Progress
Description” value No. 2 ("Destination address is non-
ISDN") (NOTE 1)

Backward call indicators parameter

ISDN User Part indicator
0 "ISDN User Part used all the way"

ISDN access indicator
0 "Terminating access non-ISDN"

PSTN XML with Progressindicator with "Progress
Description” value No. 7
("Terminating access ISDN") (NOTE 1)

Backward call indicators parameter
ISDN User Part indicator
1 "ISDN User Part used all the way"

ISDN access indicator
1 '"Terminating access ISDN"

P-Early-Media header field authorizing both-way early
media, if not already sent (NOTE 2)

UID action indicators parameter

Through-connection instruction indicator
1 "through-connect in both directions"

NOTE 2:

NOTE 1: The Progressindicator "Coding Standard" parameter shall be set to "00 (ITU-T standardized coding)". The
default value for the Progressindicator "Location" parameter is "0011 (Transit Network)".

Setting of the P-Early-Media header field based on the UID action indicators parameter value of "through-
connect in both directions" takes precedence over setting based on the Optional backward call indicators

parameter value of "In-band info or an appropriate pattern is now available".

NOTE 1: Asanetwork option the I-MGCF can also map ACM into 183 in other cases than those described in table

7.2.3.14A.1.

- CPG message, when:

1. Eventindicator is set to "in-band information or an appropriate pattern is now available", or

2. Eventindicator isset to "Progress’ and one of the options described in table 7.2.3.1.4A.2.
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I-MGCF

CPG

183 Progress |y hand information available)

P-Early-Media

<

< _____________ e o o e e e -
Figure 7d: Receipt of CPG (in-band information available)

Table 7.2.3.1.4A.2: CPG Parameters that trigger the 183 Session Progress response

<183 Session Progress «—CPG
P-Early-Media header field authorizing backward Event indicator
early media, if not already sent (NOTE 4) 000 0010 (progress)
PSTN XML with Progressindicator with "Progress Optional backward call indicators parameter
Description” value No. 8 In-band information indicator
("In-band information or appropriate pattern is now 1 "In-band info or an appropriate pattern is now
available") (NOTE 3) available"
PSTN XML with Progressindicator with "Progress Event indicator
Description” value No. 1 000 0010 (progress)
(Call is not end-to-end ISDN: further progress
information may be available in-band") (NOTE 3) Backward call indicators parameter

ISDN User Part indicator
0 "ISDN User Part not used all the way"

PSTN XML with Progressindicator with "Progress Backward call indicators parameter
Description” value No. 2 ("Destination address is ISDN User Part indicator
non-ISDN") (NOTE 3) "ISDN User Part used all the way"

ISDN access indicator

0 "Terminating access non-ISDN"
PSTN XML with Progressindicator with "Progress Backward call indicators parameter
Description” value No. 7 ISDN User Part indicator
("Terminating access ISDN") (NOTE 3) "ISDN User Part used all the way"

ISDN access indicator

1 "Terminating access ISDN"

P-Early-Media header field authorizing both-way UID action indicators parameter

early media, if not already sent (NOTE 4) Through-connection instruction indicator

1 "through-connect in both directions"

NOTE 1. The mapping of the contents in the CPG message is only relevant if the information received in the
message is different compared to earlier received information, e.g., in the ACM message or a CPG
message received prior to this message.

NOTE 2: 183 Session Progress message including a P-Early-Media header authorizing early media may only be
sent for a speech call.

NOTE 3: The Progressindicator "Coding Standard" parameter shall be set to "00 (ITU-T standardized coding)". The
default value for the Progressindicator "Location" parameter is "0011 (Transit Network)".

NOTE 4: Setting of the P-Early-Media header field based on the UID action indicators parameter value of "through-
connect in both directions" takes precedence over setting based on the Optional backward call indicators
parameter value of "In-band info or an appropriate pattern is now available".

NOTE 2: Asanetwork option the I-MGCF can also map CPG into 183 in other cases than those described in table
7.2.3.14A.1.

If the INVITE request doesn't include the P-Early-Media header field with the "supported” parameter, then as a network
option the I-MGCF may include in the SIP 180 Ringing response a P-Early-Media header field authorizing early media.

If the I-MGCF supportsthe PSTN XML body as a network option, the I-MGCF shall map the Access Transport
Parameter received in the CPG or ACM into PSTN XML elements as shown in table 7a.0f and include this XML body
in the 183 Session Progress. The I-MGCF shall include both a Progressindicator mapped from possibly received
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Progressindicator element in the Access Transport Parameter and Progressindicators derived according to table
7.2.3.1.4A.1 or table 7.2.3.1.4A.2 in the PSTN XML body.

NOTE 3: The order of Progressindicators within the same PSTN XML body isirrelevant.

If the I-MGCF has applied UDI-TA fallback related proceduresin clause 7.2.3.1.2.5a, the I-M GCF shall also apply the
proceduresin clauses 7.2.3.1.4.0b and 7.2.3.1.4.1, including the PSTN XML body in the 183 Session Progress.

Asanetwork option, an I-MGCF may generate a Call-Info header field, or an Alert-Info header field according to rules
and procedures of IETF RFC 3261 [19] to provide mediainstead of the in-band media received from the PSTN.

If the ACM or CPG contains an | SUP Cause, the MGCF may add a Reason header field containing the received Cause
Vaueto the SIP 183 Session Progress provisional response as a network option. The mapping of the Cause Indicators
parameter to the Reason header as shown in table 9a shall be applied. IETF RFC 6432 [115] describes the use of the
Reason header field in responses. The Reason header field itself isdescribed in IETF RFC 3326 [116].

7.2.3.1.4B Sending of 181Call is being forwarded
The I-MGCF shall send the SIP 181 Call is being forwarded when receiving any of the following messages:

- ACM with call diversion information not indicating that presentation is not allowed and optional backward call
indicators indicate that in-band information is available.

I-MGCF

181 Cdl ishe
forwardedls “ng ACM( cdl diver-

P-Early-Media (1) gon information)

NOTE 1: Whether the P-Early-Media header field is included depends on whether the received INVITE contains a
P-Early-Media header field with the "supported” parameter as described in IETF RFC 5009 [89] or based
on local policy.

Figure 7c: The receipt of ACM (call diversion information)

- CPG with cal diversion information not indicating that presentation is not allowed and optional backward call
indicators indicate that in-band information is available.

.. I-MGCF
181 Call isbheing
forwarded
P-Early-Media (1) CPG(Call diversion
_information)
Audio

NOTE 1: Whether the P-Early-Media header field is included if the received INVITE contains a P-Early-Media
header field with the "supported" parameter as described in IETF RFC 5009 [89] or based on local policy.

Figure 7d: Receipt of CPG (Call diversion information)

For a speech call, and if the INVITE request includes the P-Early-Media header, the I-MGCF shall include in the SIP
181 Call is being forwarded response a P-Early-Media header authorizing early media, except when

- the |-MGCF has aready sent areliable provisional response including a P-Early-Media header field, as defined
in IETF RFC 5009 [89], or a 180 Ringing response; and

- the most recently sent P-Early-Media header field authorized early media.
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NOTE: If the I-MGCF signals the P-Early-Media header field authorizing early media, then the IMS can expect
tones or announcements to the calling party to flow from the CS network viaan MGW controlled by the
I-MGCF.

If the INVITE request doesn't include the P-Early-Media header field with the "supported" parameter, then as a network
option the I-MGCF may include in the SIP 180 Ringing response a P-Early-Media header field authorizing early media.

7.2.3.1.4C Sending of 183 Session Progress for overlap signalling using the in-dialog
method

If the I-MGCF supports the network option of overlap signalling using the in-dialog method, and the SIP INVITE
request contained an indication that the 100rel extension is supported or required, the I-M GCF shall send areliable 183
(Session Progress) response immediately after the reception of an INVITE request.

NOTE: If the INVITE request does not contain an indication that the 100rel extension is supported or required, it
is assumed that overlap is not used, and that no further digits will be received.

7.2.3.1.4D Sending of 183 Session Progress to carry ISUP Cause

If the I-MGCEF receives an ACM or CPG message containing an |SUP Cause, and if the I-MGCF does not send any SIP
provisional response due to interworking procedures described in clauses 7.2.3.1.4A, for the ACM or CPG message, the
I-MGCF may send a SIP 183 Session Progress with a Reason header field containing the received Cause Value as a
network option. The mapping of the Cause Indicators parameter to the Reason header as shown in table 9a shall be
applied. IETF RFC 6432 [ 115] describes the use of the Reason header field in responses. The Reason header field itself
is described in IETF RFC 3326 [116].

I-MGCF
183 Session Progress ACM or CPG
(Reason(Cause=xxx)) (Cause=xxx)

P
<

Figure 7.2.3.1.4D.1: The receipt of ACM or CPG with ISUP Cause

7.2.3.1.4E Sending of 183 Session Progress for ICS call
For a speech call identified asan "ICS call" as specified in clause 7.2.3.1.12 if the -MGCF has received:

- ACM message with the value of the called party's status indicator "no indication” and the optional backward call
indicators parameter field with the in-band information indicator set to "in-band information or an appropriate
pattern is now available"; or

- CPG message with the event indicator of the event information parameter field set to:
1 "in-band information or an appropriate pattern is now available"; or

2 "progress' and the optional backward call indicators parameter field with the in-band information indicator
set to "in-band information or an appropriate pattern is now available"; and

- if thereceived ACM or CPG message does not contain the cause indicators parameter field then:
a) if the-MGCF has received a P-Early-Media header field in theinitial INVITE request; and

b) the I-MGCF has not aready sent a provisional response including the P-Early-Media header field with
parameters indicating that a backward early mediais not authorised;

the I-MGCEF shall send the 183 Session Progress response with the P-Early-Media header field indicating the
backward early mediais not authorised. If the I-MGCF supports a PSTN XML body as a network option, the
I-MGCF shall map parameters within the ACM or CPG message into the PSTN XML body within the 183
Session Progress response as indicated in clause 7.2.3.1.4A; or

- otherwiseif thereceived ACM or CPG message contains the cause indicators parameter field the I-M GCF shall
send afinal response to theinitial INVITE request according to table 9 in clause 7.2.3.1.8 with a Reason header
field containing the received (Q.850) cause value. The mapping of the cause indicators parameter field to the
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Reason header field as shown in table 9a shall be applied. IETF RFC 6432 [115] describes the use of the Reason
header field in responses. The Reason header field itself is described in IETF RFC3326 [116].

7.2.3.1.5 Sending of the 200 OK (INVITE)
The following cases are possible trigger conditions for sending the 200 OK (INVITE):

- Thereception of the ANM.

-MGCF

200 OK (INVITE) ANM

<

Figure 8: Receipt of ANM

- The reception of the CON message.
I-MGCF

200 OK (INVITE) CON

< |
Figure 9: Receipt of CON

If the I-MGCF supportsthe PSTN XML body as a network option, the I-MGCF shall map the Access Transport
Parameter received in the ANM or CON into PSTN XML elements as shown in table 7.2.3.1.5.1 and include this PSTN
XML body in the 200 OK (INVITE).

On receipt of an ANM/CON message containing the ATP including the Bearer Capability set to "unrestricted digital
information with tones/announcement” without TMU parameter the 200 OK message shall contain the PSTN XML
Bearer Capability "unrestricted digital information with tones/announcement”.

If the I-MGCF supports the PSTN XML body as a network option, the I-MGCF shall map an available BCl element in
the ANM or CON into a Progressindicator in the PSTN XML body as shown in table 7.2.3.1.5.2; the I-MGCF shall
include both a Progresslndicator mapped from possibly received Progressindicator element in the Access Transport
Parameter and ProgressIndicators derived according to table 7.2.3.1.5.2 in the PSTN XML.

NOTE 1: The order of Progressindicators within the same PSTN XML body isirrelevant.

Table 7.2.3.1.5.1: Mapping of ISUP ATP Parameter into PSTN XML elements

€200 OK <ANM or CON

PSTN XML ISUP Parameter Content
Progresslindicator Access Transport Parameter Progress indicator
HighLayerCompatibility (NOTE 2) High layer compatibility
LowLayerCompatibility (NOTE 2) Low layer compatibility
BearerCapability (NOTE 1, NOTE 2) Bearer Capability
BearerCapability (NOTE 1, NOTE 2) | Transmission medium used

parameter (NOTE 1)

NOTE 1. see clause 7.2.3.1.4.1 Transmission Medium Used parameter (TMU)

NOTE 2: The I-MGCF shall only provide this IE if it interworks media encoded in any of the formats in table 2a
(G.711, Clearmode, or t38) without transcoding. If both TMU and a BC in the ATP have been received, the
BC in the ATP shall be mapped.

ETSI



3GPP TS 29.163 version 14.7.0 Release 14 63

ETSI TS 129 163 V14.7.0 (2018-06)

Table 7.2.3.1.5.2: Mapping of ISUP BCI and optional BCI parameters into PSTN XML
Progressindicator

« 200 OK

«<—ANM or CON

PSTN XML body with Progressindicator with "Progress
Description" value No (Value of PI) (NOTE)

Content
Backward call indicators parameter
Optional backward call indicators parameter

No. 1
("Call is not end-to-end ISDN: further call progress
information may be available in-band")

Backward call indicators parameter
ISDN User Part indicator
0 "ISDN User Part not used all the way"

No. 2
("Destination address is non-ISDN")

Backward call indicators parameter
ISDN User Part indicator
1 "ISDN User Part used all the way"
ISDN access indicator
0 "Terminating access non-ISDN"

No. 7
("Terminating access ISDN")

Backward call indicators parameter
ISDN User Part indicator
1 "ISDN User Part used all the way"
ISDN access indicator
1 "Terminating access ISDN"

No. 8
("In-band information or an appropriate pattern is now
available")

Optional backward call indicators parameter
In-band information indicator
1 "in-band information or an appropriate
pattern is now available"

NOTE:

The Progressindicator "Coding Standard" parameter shall be set to "00 (ITU-T standardized coding)". The
default value for the Progressindicator "Location" parameter is "0011 (Transit Network)".

If the I-MGCF supportsthe PSTN XML body and receives a Transmission Medium Used (TMU) parameter,

NOTE 2: The I-MGCF will only receive a TMU parameter if it has applied the Fallback related proceduresin
clause 7.2.3.1.2.5g, including both a US| and TMR Prime parameter in the IAM, and fallback to the
bearer capability identified in USlI and TMR Prime occurred at the terminating side.

Then the I-MGCF shall:

- ifaBCisnot availablein the ATPinthe ANM or CON, map the TMU value (Speech or 3.1 kHz audio) to the

PSTN XML BearerCapability element;

- ifaBCisavailableinthe ATPinthe ANM or CON, include the received BC in the PSTN XML

BearerCapability element;

- configure the IM-MGW to use the second format in the m-line in the SDP that has been received in the INVITE

as codec at the IMS termination; and

- send SDP selecting the second format in the m-line of the SDP that has been received in the INVITE as soon as

allowed according to SIP rules.

If the I-MGCF supportsthe PSTN XML body, has applied the Fallback related proceduresin clause 7.2.3.1.2.5a,

including bothaTMR and TMR Prime in the IAM, and did not receive TMU in the ANM, CON, or any previous |SUP

message,

NOTE 3: Fallback to the bearer capability identified in TMR did not occurre at the terminating side.

Then the I-MGCF shall:

- configure the IM-MGW to use the first format in the m-line in the SDP offer that has been received in the

INVITE as codec at the IMS termination; and

- send SDP selecting the first format in the m-linein the SDP offer at the first possibility according to SIP rules.

7.2.3.1.6

Sending of the Release message (REL)

Thefollowing are possible triggers for sending the Rel ease message:

- Receipt of the BY E method
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I-MGCF
BYE
> REL
‘ >
Figure 10: Receipt of the Bye method
- Receipt of the CANCEL method
I-MGCF
CANCEL
REL
>

Figure 11: Receipt of Cancel method

Additiona triggers are contained in table 10.
7.2.31.7 Coding of the REL

If the Reason header field with Q.850 Cause Vdueisincluded in the BY E or CANCEL request, then the Cause Value
shall be mapped to the ISUP Cause Vaue field in the ISUP REL. The mapping of the Reason header to the Cause
Indicators parameter is shown in table 8a. Table 8 shows the coding of the Cause Value in the REL if it is not available
from the Reason header field. In both cases, the Location Field shall be set to "network beyond interworking point”. If,
as anetwork option, the I-MGCF supports the location header field parameter as described in IETF draft-ietf-sipcore-
reason-g850-1oc [155], the I-MGCF shall instead derive the ISUP cause location from the location parameter in the SIP
Reason header field as shown in table 8c.

Table 8: Coding of REL

SIP Message 2> REL >
Request cause indicators parameter
BYE Cause value No. 16 (normal clearing)
CANCEL Cause value No. 16 (normal clearing)

Table 8a: Mapping of SIP Reason header fields
into Cause Indicators parameter

R(z:e(;?opnoﬂggzjgr fSi(I:_\Td Component value BICC/ISUP Parameter field Value
Protocol "QQ.850" Cause Indicators parameter -
protocol-cause "cause = XX" (NOTE 1) | Cause Value "XX" (NOTE 1)

- - Location "network beyond
interworking point"

NOTE 1: "XX"is the Cause Value as defined in ITU-T Recommendation Q.850 [38].

Editor's Note: The mapping of reason headers towards the ISDN may be misused due to possible user creation of the
reason header since thereis no screening in IMS.

If the I-MGCF supportsthis PSTN XML body as a network option and the I-M GCF interworks media encoded in any
of theformatsin table 2a (G.711, Clearmode or t38) without transcoding, and if a PSTN XML body isreceived in the
BYE or CANCEL request, the I-MGCF shall derive the Access Transport Parameter in the REL message from the
PSTN XML body as shown in table 8b.
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Table 8b: Mapping of PSTN XML elements into ISUP Parameters

BYE or CANCEL 2> REL 2>
PSTN XML ISUP Parameter Content
HighLayerCompatibility Access Transport Parameter High layer compatibility
LowLayerCompatibility Low layer compatibility

Table 8c: Mapping of SIP Reason header field location parameter
into Cause Indicator Location parameter

Component of SIP

Reason header field Component value BICC/ISUP Parameter field Value
location U Location user

LPN private network serving
the local user

LN public network serving
the local user

TN transit network

RLN public network serving
the remote user

RPN private network serving
the remote user

LOC-6 network beyond
interworking point

INTL international network

LOC-8 network beyond
interworking point

LOC-9 network beyond
interworking point

BI network beyond
interworking point

LOC-11 network beyond
interworking point

LOC-12 network beyond
interworking point

LOC-13 network beyond
interworking point

LOC-14 network beyond
interworking point

LOC-15 network beyond

interworking point

NOTE: The interworking of the location value as described in this table is a network option.

7.2.3.1.8 Receipt of the Release Message

If the REL message isreceived and afinal response (i.e. 200 OK (INVITE)) has aready been sent, the I-MGCF shall

send aBY E message.

NOTE: According to SIP procedures, in the case that the REL message isreceived and afinal response (e.g. 200
OK (INVITE)) has aready been sent (but no ACK request has been received) on the incoming side of the
I-MGCF then the I-MGCF does not send a 487 Request terminated response and instead waits until the
ACK request is received before sending aBY E message.

If the REL message is received and the final response (i.e. 200 OK (INVITE)) has not already been sent, the I-M GCF
shall send a Status-Code 4xx (Client Error), 5xx (Server Error) or 6xx (Globa Failure) response. The Status code to be
sent is determined by examining the Cause va ue received in the REL message. Table 9 specifies the mapping of the
cause values, as defined in ITU-T Recommendation Q.850 [38], to SIP response status codes. Cause va ues not
appearing in the table shall have the same mapping as the appropriate class defaults according to ITU-T

Recommendation Q.850 [38].
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Table 9: Receipt of the Release message (REL)
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< SIP Message

< REL

Status code

Cause indicators parameter

404 Not Found

Cause value No 1 (Unallocated (unassigned) number)

604 Does not exist anywhere

Cause value No 2 (No route to specified transit network)

604 Does not exist anywhere

Cause value No 3 (No route to destination)

500 Server Internal error

Cause value No 4 (Send special information tone)

404 Not Found

Cause value No 5 (Misdialled trunk prefix)

486 Busy Here

Cause value No 17 (User busy)

408 Request Timeout IF "ICS call"
(NOTE 4)
ELSE 480 Temporarily unavailable

Cause value No 18 (No user responding)

480 Temporarily unavailable

Cause value No 19 (No answer from user (user alerted))

408 Request Timeout IF "ICS call"
(NOTE 4)
ELSE 480 Temporarily unavailable

Cause value No 20 (Subscriber absent)

603 Decline IF location field is set to user
ELSE 403 Forbidden

Cause value No 21 (Call rejected)

410 Gone

Cause value No 22 (Number changed)

410 Gone

Cause value No 23 (Redirection to new destination)

433 Anonymity Disallowed (NOTE 1)

Cause value No 24 (Call rejected due to feature at the destination)

483 Too Many Hops

Cause value No 25 (Exchange routing error)

480 Temporarily unavailable

Cause value No 26 (Non-selected user clearing)

502 Bad Gateway

Cause value No 27 (Destination out of order)

484 Address Incomplete

Cause value No 28 (Invalid number format (address incomplete))

501 Not Implemented

Cause value No 29 (Facility rejected)

480 Temporarily unavailable

Cause value No 31 (Normal, unspecified)
(class default) (NOTE 2)

486 Busy here if Diagnostics indicator
includes the (CCBS indicator = CCBS
possible)
else 503 Service Unavailable (NOTE 3)

Cause value No 34 (No circuit/channel available)

500 Server Internal error

Cause value No 38 (Network out of order)

503 Service Unavailable (NOTE 3)

Cause value No 41 (Temporary failure)

503 Service Unavailable (NOTE 3)

Cause value No 42 (Switching equipment congestion)

500 Server Internal error

Cause value No 43 (Access information discarded)

503 Service Unavailable (NOTE 3)

Cause value No 44 (Requested channel not available)

500 Server Internal error

Cause value No 46 (Precedence call blocked)

503 Service Unavailable (NOTE 3)

Cause value No 47 (Resource unavailable, unspecified)
(class default)

488 Not acceptable here

Cause value No 50 (Requested facility not subscribed)

603 Decline

Cause value No 55 (Incoming class barred within Closed User Group
(CUG))

603 Decline

Cause value No 57 (Bearer capability not authorised)

503 Service Unavailable (NOTE 3)

Cause value No 58 (Bearer capability not presently available)

501 Not Implemented

Cause value No 63 (Service option not available, unspecified)
(class default)

500 Server Internal error

Cause value No 65 (Bearer capability not implemented)

501 Not Implemented

Cause value No 69 (Requested facility not implemented)

501 Not Implemented

Cause value No 70 (Only restricted digital information capability is
available)

501 Not Implemented

Cause value No 79 (Service or option not implemented, unspecified)
(class default)

403 Forbidden

Cause value No 87 (User not member of Closed User Group (CUG))

606 Not Acceptable

Cause value No 88 (Incompatible destination)

403 Forbidden

Cause value No 90 (Non existing Closed User Group (CUG))

500 Server Internal error

Cause value No 91 (Invalid transit network selection)

513 Message too large

Cause value No 95 (Invalid message, unspecified)
(class default)

501 Not Implemented

Cause value No 97 (Message type non-existent or not implemented)

501 Not Implemented

Cause value No 98 (Message not compatible with call state or
message type non-existent or not implemented)

501 Not Implemented

Cause value No 99 (Information element/parameter non-existent or
not implemented)

504 Server timeout

Cause value No 102 (Recovery on timer expiry)

501 Not Implemented

Cause value No 103 (Parameter non-existent or not implemented,
passed on)

ETSI




3GPP TS 29.163 version 14.7.0 Release 14

68 ETSI

TS 129 163 V14.7.0 (2018-06)

< SIP Message

< REL

Status code

Cause indicators parameter

501 Not Implemented

Cause value No 110 (Message with unrecognised parameter,

discarded)

400 Bad Request

Cause value No 111 (Protocol error, unspecified)

(class default)

500 Server Internal error

Cause value No 127 (Interworking, unspecified)

(class default)

NOTE 2:
NOTE 3:
NOTE 4:

NOTE 1. Anonymity Disallowed, IETF RFC 5079 [77] refers
Class 0 and class 1 have the same default value.
No Retry-After header field shall be included.

The I-MGCF identifies a call as an "ICS call" as specified in clause 7.2.3.1.2.12.

A Reason header field containing the received (Q.850) Cause Value of the REL shall be added to the SIP final response
or BYE request sent as aresult of this subclause. The mapping of the Cause Indicators parameter to the Reason header
isshown in table 9a. IETF RFC 6432 [115] describes the use of the Reason header field in responses. The Reason
header field itself isdescribed in IETF RFC 3326 [116]. If, as a network option, the I-M GCF supports the location
header field parameter as described in IETF draft-ietf-sipcore-reason-q850-loc [155], the I-MGCF shall map the ISUP
cause location to the location parameter in the SIP Reason header field as shown in table 9a.

Table 9a: Mapping of Cause Indicators parameter into SIP Reason header fields

Cause indicators

Value of parameter

component of SIP

component value

parameter field field Reason header field
- - protocol "QQ.850"
Cause Value "XX" (NOTE 1) protocol-cause "cause = XX" (NOTE 1)

reason-text

Should be filled with the
definition text as stated in
ITU-T Recommendation

interworking point

Q.850 [38].
(NOTE 2)
Location (NOTE 3) user location U

private network serving LPN

the local user

public network serving LN

the local user

transit network TN

public network serving RLN

the remote user

private network serving RPN

the remote user

international network INTL

network beyond BI

NOTE 1:

"XX" is the Cause Value as defined in ITU-T Recommendation Q.850 [38].
NOTE 2: Due to the fact that the Cause Indicators parameter does not include the definition text as defined in

table 1/Q.850 [38], this is based on provisioning in the I-MGCF.
NOTE 3: The mapping of the cause location is a network option.

Asanetwork option, an I-MGCF may generate an Error-Info header field according to rules and procedures of
IETF RFC 3261 [19] to provide mediainstead of the in-band media received from the PSTN.

If the I-MGCF supportsthe PSTN XML body as a network option, the I-MGCF shall map the Access Transport
Parameter received in the REL into PSTN XML elements as shown in table 9aa and include this PSTN XML body in

the SIP final response or BYE.
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Table 9aa: Mapping of ISUP Parameters into PSTN XML elements

&4xx,5%X,6xx or BYE

<REL

PSTN XML

ISUP Parameter

Content

Progressindicator

HighLayerCompatibility (NOTE)

LowLayerCompatibility (NOTE)

Access Transport Parameter

Progress indicator

High layer compatibility

Low layer compatibility

NOTE: The I-MGCF shall only provide this IE if it interworks media encoded in any of the formats in table 2a
(G.711, Clearmode, or t38) without transcoding,

7.2.3.1.9 Receipt of RSC, GRS or CGB (H/W oriented)

Upon receipt of aRSC, GRS or CGB (H/W oriented) message the foll owing applies independently for each affected
circuit:

NOTE: For the RSC message, the circuit identified by the CIC is affected.
For the GRS message, the affected circuits are identified by the CIC and the Range subfield of the Range
and Status parameter.
For the CGB message, the affected circuits are identified by the CIC and the Range and Status parameter.

If aninitia address message has been sent for the affected circuit and after at least one backward message relating to
that call has been received then:

- If thefinal response (i.e. 200 OK (INVITE)) has already been sent, the I-MGCF shall send aBY E message.

- If thefinal response (i.e. 200 OK (INVITE)) has not already been sent, the I-MGCF shall send a SIP response
with Status-Code 480 Temporarily Unavailable.

A Reason header field containing the (Q.850) Cause Value of the REL message generated by the |SUP procedures shall
be added to the SIP message (BY E or 480 response) to be sent by the SIP side of the I-MGCF.

7.2.3.1.9a Receipt of REFER

IM CN Subsystem |  CS Network

MGCF

REFER
To: B
P-Asserted ID: A———p»|
Refer to: C
Method: INVITE

403 Forbidden

A

Figure 11a: Receipt of REFER method

Upon receipt of a REFER request at the MGCF, the default behaviour of the I-MGCF isto reject the REFER request
with a 403 Forbidden response.
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NOTE: Thel-MGCF may also decide for example to execute the REFER request as specified in
IETF RFC 3515 [75] as an operator option, but such handling is outside of the scope of the present
document.

7.2.3.1.10 Autonomous Release at I-MGCF

Table 10 shows the trigger events at the MGCF and the release initiated by the MGCF when the call istraversing from
SIPto ISUP/BICC.

A Reason header field containing the (Q.850) Cause Vaue of the REL message sent by the I-MGCF shall be added to
the SIP Message (BY E request or final response) sent by the SIP side of the I-MGCF.

Editor's Note: It is FFS whether to indicate the cause value for interna error in the network to the user.

Table 10: Autonomous Release at I-MGCF

< SIP Trigger event REL >
Response cause parameter
484 Address Incomplete Determination that insufficient digits received. Not sent.
480 Temporarily Unavailable Congestion at the MGCF/Call is not routable. Not sent.
BYE ISUP/BICC procedures result in release after According to ISUP/BICC
answer procedures.
BYE SIP procedures result in release after answer. | 127 (Interworking unspecified)
500 Server Internal error Call release due to the ISUP/BICC compatibility According to ISUP/BICC
procedure (NOTE) procedures.
484 Address Incomplete Call release due to expiry of T7 within the According to ISUP/BICC
ISUP/BICC procedures procedures.
480 Temporarily Unavailable Call release due to expiry of T9 within the According to BICC/ISUP
BICC/ISUP procedures procedures.
480 Temporarily Unavailable. | Other BICC/ISUP procedures result in release According to BICC/ISUP
before answer. procedures.
NOTE: MGCF receives unrecognized ISUP or BICC signalling information and determines that the call needs
to be released based on the coding of the compatibility indicators, refer to ITU-T Recommendation
Q.764 [4] and ITU-T Q.1902.4 [30].

7.2.3.1.11 Internal through connection of the bearer path

The through connection procedure is described in clause 9.2.2.3.5.

7.2.3.2 Outgoing Call Interworking from ISUP to SIP at O-MGCF
72321 Sending of INVITE
723211 General
O-MGCF
IAM
,‘ INVITE

‘ >
Figure 11b: Receipt of an IAM

Upon reception of an IAM message, the O-MGCEF shall send a SIP INVITE request, as further detailed in the clauses
below.

An O-MGCF shall support both the SIP preconditions and 100 rel extensions and indicate the support of the SIP
preconditions and 100rel extensionsin the INVITE request, unless the Note below applies.

NOTE: If the O-MGCF isdeployed in an IMS network that by local configuration serves no user requiring
preconditions, it may send the INVITE request without indicating support of preconditions.
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7.23.2.1.2 Interaction with continuity check

If the Continuity Check indicator in the Nature of Connection Indicators parameter in the incoming IAM is set to
indicate either "continuity check required on this circuit" or "continuity check performed on previous circuit", the O-
MGCEF should defer sending the INVITE request until receiving a COT message.

NOTE: If the Continuity Check indicator in the Nature of Connection Indicators parameter in the incoming IAM
is set to indicate either "continuity check required on this circuit" or "continuity check performed on
previous circuit" and the O-MGCF sends the INVITE request before receiving a COT message, the
following considerations apply: If the receiving terminal is not supporting the SIP precondition and the
SIP UPDATE method, clipping may occur. Furthermore, if the MGCF setsthe SDP "inactive" attribute in
theinitial INVITE request and the receiving terminal is not supporting the SIP precondition, the
interworking procedures within the present specification do not describe all necessary signalling
interactions required to set up acall, in particular with respect to the sending of the re-INVITE that may
also cause additional delay in the call setup. In addition, the interworking of the ringing indication might
not be possible if the peer sends the ringing indication only as response to are-INVITE.

O-MGCF
IAM
... gor >
(NOTE)
INVITE .

NOTE:  Waiting for the COT is recommended, if the Continuity Check indicator in the Nature of Connection
Indicators parameter in the incoming IAM is set to indicate either "continuity check required on this circuit"
or "continuity check performed on previous circuit”

Figure 12: Receipt of an IAM (Waiting for the COT message)

7.2.3.2.13 IAM without calling party number

If no calling party number is received in the incoming IAM message, as a hetwork option, the O-MGCF may send an
INR message to request the calling party number and not send the INVITE request until receiving an INF message with
caling party number. If no calling party number is received in the INF message, O-MGCF may reject or continue the
call based onlocal configuration.

O-MGCF
IAM
IR ]
INF -
TinviTE .

Figure 12a: Receipt of an IAM (Request for calling party number)
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7.23.2.14 Terminating overlap signalling at MGCF
O-MGCF
IAM
g
SAM
> INVITE
>

Figure 13: Receipt of an IAM (Overlap signalling in CS network)

After initiating the normal incoming BICC/ISUP call establishment procedures, determining the end of address
signalling and selecting to route the call to the IMS domain, the O-MGCF shall send the initia INVITE.

The end of address signalling shall be determined by the earlier of the following criteria:
a) by receipt of an end-of-pulsing (ST) signdl; or
b) by receipt of the maximum number of digits used in the national numbering plan; or

¢) by analysisof the called party number to indicate that a sufficient number of digits has been received to route the
call tothe caled party; or

d) by observing that timer Ti/w1 has expired after the receipt of the latest address message and the minimum
number of digits required for routing the call have been received.

If the end of the address signalling is determined in accordance with criteriaa) b) or c), the timer Ti/w2 is started when
INVITE is sent. Also, if the PSTN XML body is supported as a network option, the O-MGCF shall insert the PSTN
XML sendingCompletel ndication.

7.2.3.2.15 Fallback (optional)

The Fallback mechanism described in the present clause shall only apply if the O-MGCF supports the PSTN XML body
as anetwork option, and propagates UDI-TA fallback signalling into the IMS as a network option.

NOTE: If the Fallback related signalling is not forwarded according to the procedures in the present sublause by
the O-MGCF, the O-MGCF will apply the ISUP Fallback procedures when the IAM includesa TMR and
aTMR prime parameter and a US| and USI Prime parameter.

When the IAM includesa TMR and a TMR prime parameter and aUSI and US| Prime parameter then the O-MGCF
shall:

- mapthe"USI Prime" into the "Informati onTransferCapability" of the second BearerCapability element in the
PSTN XML body;

- include SDP with one m-line of "audio" mediatypein the INVITE;
- mapthe"TMR" and "USI Prime" into afirst offerered format in the SDP m-line according to table 10b;
- mapthe"USI" into the first Bearer Capability element in the PSTN XML body;

- mapthe"TMR prime" into the "InformationTransferCapability" of the first BearerCapability element in the
PSTN XML body; and

- map the TMR prime and USI into a second offerered format in the SDP m-line according to table 10b.
7.2.3.2.1a Sending of INVITE without determining the end of address signalling
7.2.3.2.1a.l General

As anetwork option, the O-MGCF is not required to determine the end of address signalling. In this case the O-MGCF
shall send aninitial INVITE when a preconfigured number of digits has been reached.
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When the MGCF receives ISUP SAM messages the additional digits received in the SAMs may either be sent using the
in-dialog overlap method as specified in clause 7.2.3.2.1a.2 or using the multiple INVITESs overlap method as specified
in 7.2.3.2.1a.3. It depends on the network configuration which of these methods is applied. However, within one IMS
only a single method shall be used.

7.2.3.2.1a.2 Additional digits sent with in-dialog overlap method
O-MGCF

IAM > INVITE >
404/484

SAM <

| INVITE
le—18X

SAM > INFO >

200 (INFO)

T

Figure 14: Overlap signalling using in-dialog INFOs in CS an IMS network

If the O-MGCF sends aninitial SIP INVITE request before the end of address signalling is determined, the O-MGCF

shall:

use the SIP precondition extension within the SIP INVITE request;

start timer Ti/w2;

be prepared to process SAM as described below;

be prepared to handle incoming SIP 18x provisional responses, establishing early dial ogs; and

be prepared to handle incoming SIP 404 or 484 error responses as detailed in clause 7.2.3.2.12.1.

NOTE: A SIPINVITE request with incomplete address information can be rejected with a SIP 404 or 484 error

response.

On receipt of a SAM from the BICC/ISUP side, unless the O-MGCF has received a SIP 180 (Ringing) response for the
call, the following O-M GCF procedures apply:

The O-MGCF shall stop timer Ti/w3 (if it is running).

If no response has been received for the previous INVITE request of the same call, the O-MGCF shall wait for
the response and then apply the procedures in the next bullets to transfer the digits received in the SAM. If
additional SAMs are received while the O-MGCF is waiting for the response for the previous SIP INVITE
request, the digits within shall be combined with the digits of the previous SAMs.

If an early dialog has not been established, and a SIP 404 or 484 error response has been received for the last
previous SIP INVITE request for the same call, the O-MGCF shall send a SIP INVITE request complying to the
following:

- The SIPINVITE request shall use the SIP preconditions extension.
- TheSIPINVITE request shall include all digits received so far for thiscall in the Request-URI.

- TheSIPINVITE request shall include the same Call-1D and From tag as the previous SIP INVITE request
for the call.
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- If an early dialog has been established, and a response has been received for any previously sent SIP INFO
request ("legacy" mode of usage of the INFO method as defined in IETF RFC 6086 [133]), the O-MGCF shall
send an in-dialog SIP INFO request complying the following:

- The SIP INFO request shall only include the digits received since the previous SIP request with digits was
sent (see Note).

- If no response has been received for the previous SIP INFO request, the O-MGCF shall wait for the response and
then apply the procedures in the previous bullet to transfer digits received in the SAM. If additional SAMs are
received while the O-MGCF iswaiting for the response for the previous SIP INFO request, the digits within
shall be combined with the digits of the previous SAMs.

- Restart Ti/w2.

If timer Ti/w2 has expired, or the O-MGCF has received a SIP 180 (Ringing) response for the call, the O-MGCF shall
ignore subsequent SAMs received.

NOTE: The encoding of the digits within the SIP INFO request is described in clause 7.2.3.2.20.2.

Editor's note: It needsto be verified whether the timer procedures associated with the in-dialog method are correct.

7.2.3.2.1a.3 Additional digits sent using the multiple INVITEs overlap method
O-MGCF
IAM INVITE R
< 404/484
SAM INVITE >
< 404/484
SAM »  INVITE N

Figure 14a: Overlap signalling using multiple INVITEs in CS an IMS network

If the O-MGCF sends an SIP INVITE request before the end of address signalling is determined, the O-MGCF shall:

- usethe SIP precondition extension within the SIP INVITE request;

start timer Ti/w2; and

be prepared to process SAM as described below; and
- be prepared to handle incoming SIP 404 or 484 error responses as detailed in clause 7.2.3.2.12.1.

NOTE: AnSIPINVITE request with incomplete address information will be rejected with a SIP 404 or 484 error
response.

On receipt of a SAM from the BICC/ISUP side, unless the O-MGCF has received a SIP 180 (Ringing) response for the
call, the O-MGCF shall:

- stop timer Ti/w3 (if it is running);
- send an INVITE request complying to the following:
- The SIPINVITE request shall use the SIP preconditions extension.
- TheSIPINVITE request shall include all digits received so far for this call in the Request-URI.

ETSI



3GPP TS 29.163 version 14.7.0 Release 14

ETSI TS 129 163 V14.7.0 (2018-06)

- TheSIPINVITE request shall include the same Call-1D and From tag as the previous SIP INVITE request

for the call.

- restart Tilwz,

If timer Ti/w2 has expired, or the O-MGCF has received a SIP 180 (Ringing) response for the call, the O-MGCF shall

ignore subsequent SAMs received.

7.2.3.2.2 Coding of the INVITE

7.2.3.2.2.0 Overview

Table 10aa provides a summary of how the header fields within the outgoing INVITE message are popul ated.

Table 10aa: Interworked contents of the INVITE message

IAM— INVITE—
Called Party Number Request-URI
To
History-Info
Calling Party Number P-Asserted-Identity
Privacy
From
Generic Number ("additional calling party number") From
Privacy
Called IN number History-Info
Original called IN number History-Info

Hop Counter

Max-Forwards

TMR/USI

Message Body (application/SDP)

Location Number

P-Access-Network-Info

7.23.2.2.1

Request-URI and To header field

The called party number parameter of the IAM message is used to derive Request-URI of the INVITE request. The
Request-URI isatel URI or SIP URI with "user=phone" and shall contain:

- anE.164 International public telecommunication number prefixed by a"+" sign (e.g. tel:+4911231234567) , or

- anon E.164 number (national operator option for service numbers), expressed as alocal number as per

IETF RFC 3966 [97].
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Table 10a: Mapping ISUP Called Party Number to
SIP Request-URI and To header field

1AM INVITE
BICC/ISUP Value SIP component Value
Parameter / field
Called Party Number Request-URI and To display-name (optional) and addr-spec
(NOTE 3) header field derived from Called Party Number parameter
address signals
Nature of Address "national (significant) |Tel URI or SIP URI Insert "+CC" before the Address signals
Indicator (NOTE 2) number" (NOTE 1)
(NOTE 6) "international Insert "+" before the Address signals
number"
"Network-specific according to local policies should either be:
number" or - a global number (+CC), if the called party
"reserved for national number may be converted into an E.164
use" address
OR, depending on operator's requirements
may be converted into
- local number (with a phone-context
parameter) (NOTE 4) (NOTE 5)

NOTE 1: CC = Country Code of the network in which the O-MGCF is located.

NOTE 2: The usage of "Nature of address indicator" value "unknown" is allowed but the mapping is not specified in
the present specification.

NOTE 3: |If the address signals received in the ISUP Called Party Number contain a sending terminated signal
(hexadecimal digit F), then this shall be discarded or if the O-MGCF supports the PSTN XML body as a
network option then the PSTN XML sendingCompletelndication shall be set.

NOTE 4: Mapping between nature of address indicator values and phone-context values is provisioned in the MGCF.
Setting of value of phone-context is depending on local operator's policies.

NOTE 5: Network-specific number or reserved for national use shall be translated into E.164 format numbers except if
local operator's policy requires keeping in local format (e.g. for national reasons E.164 numbers cannot be
used for such purpose). In the later case the mapping shall be done as indicated in the table.

NOTE 6: The values "Network routing number in national (significant) number format", "Network routing number in
network specific number format" or "Network routing number concatenated with called directory number" are
used when number portability is supported. For the mapping see clause 7.2.3.2.2A.

7.2.3.2.2.2 SDP Media Description

If the O-MGCF indicates support of the SIP preconditionsin theinitial INVITE request and local preconditions have
not been met, the SDP media description shall contain precondition information as per 3GPP TS 24.229 [9]. Depending
on the coding of the continuity indicators different precondition information (IETF RFC 3312 [37]) isincluded. If the
continuity indicator indicates "continuity performed on a previous circuit” or "continuity required on this circuit”, and
the INVITE is sent before receiving a COT, message (which is not recommended according to clause 7.2.3.2.1.1), then
the O-MGCEF shall indicate that the preconditions are not met. Otherwise the O-M GCF shall indicate whether the
preconditions are met, dependent on thestatus of the local resource reservation.

If the O-MGCF determines that a speech call isincoming, the O-MGCF shall include the AMR codec transported
according to IETF RFC 4867 [23] with the options listed in clause 12.3.1 of 3GPP TS 26.114 [104] in the SDP offer,
unless the Note below applies. Within the SDP offer, the O-MGCF should also provide SDP RR and RS bandwidth
modifiers specified in IETF RFC 3556 [59] as detailed in clause 7.3.1 of 3GPP TS 26.114 [104]. The O-MGCF may
include other codecs according to operator policy.

NOTE: If the O-MGCF isdeployed in an IMS network that by local configuration serves no user equi pment that
implements the AMR codec, then the AMR codec may be excluded from the SDP offer.

To avoid transcoding or to support non-speech services, the O-MGCF may add media derived from the incoming |SUP
information according to table 10b. The support of the medialisted in table 10b is optional. If the O-MGCF supports the
PSTN XML body as a network option and adds media derived from the incoming I SUP information according to table
10D, the O-MGCF shall also map the mediarelated ISUP information into the XML body as shown in table
7232271
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Table 10b: Coding of SDP media description lines from TMR/USI: ISUP to SIP
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TMR parameter USI parameter (Optional) HLC IE in ATP m=line b=line a=line
(Optional)
TMR codes Information | User Information High Layer <media> | <transport> <fmt-list> <modifier>: rtpmap:<dynamic-PT> <encoding
Transfer- Layer 1 Protocol | Characteristics <bandwidth- name>/<clock rate>[/encoding
Capability Indicator Identification value> parameters>
"speech" "Speech"” "G.711 p-law" Ignore audio RTP/AVP 0 (and possibly 8) | AS: (64 + rtpmap:0 PCMU/8000
(NOTE 1) RTP/UDP/IP (and possibly rtpmap:8 PCMA/8000)
overhead) (NOTE 1)
"speech" "Speech" "G.711 p-law" Ignore audio RTP/AVP Dynamic PT (and | AS: (64 + rtpmap:<dynamic-PT> PCMU/8000
possibly a second | RTP/UDP/IP (and possibly rtpmap:<dynamic-PT>
Dynamic PT) overhead) PCMA/8000)
(NOTE 1) (NOTE 1)
"speech" "Speech" "G.711 A-law" Ignore audio RTP/AVP 8 AS: (64 + rtpmap:8 PCMA/8000
RTP/UDP/IP
overhead)
"speech” "Speech"” "G.711 A-law" Ignore audio RTP/AVP Dynamic PT AS: (64 + rtpmap:<dynamic-PT> PCMA/8000
RTP/UDP/IP
overhead)
"3.1 KHz audio” | USI Absent Ignore audio RTP/AVP 8 AS: (64 + rtpmap:8 PCMA/8000
RTP/UDP/IP
overhead)
"3.1 KHz audio" |"3.1 KHz "G.711 p-law" (NOTE 3) audio RTP/AVP 0 (and possibly 8) | AS: (64 + rtpmap:0 PCMU/8000
audio" (NOTE 1) RTP/UDP/IP (and possibly rtpmap:8 PCMA/8000)
overhead) (NOTE 1)
"3.1 KHz audio” |"3.1 KHz "G.711 A-law" (NOTE 3) audio RTP/AVP 8 AS: (64 + rtpmap:8 PCMA/8000
audio” RTP/UDP/IP
overhead)
"3.1 KHz audio" |"3.1 KHz "Facsimile image Udptl [73] t38[73] AS: (64 + UDP/IP | Based on ITU-T T.38 [72]. (NOTE 8)
audio"” Group 2/3" (NOTE 9) overhead)
"3.1 KHz audio" |"3.1 KHz "Facsimile image Tcp t38[73] AS: (64 + TCP/IP | Based on ITU-T T.38 [72]. (NOTE 8)
audio” Group 2/3" (NOTE 9) | (NOTE7) overhead)
"3.1 KHz audio" |"3.1 KHz "Facsimile Audio RTP/AVP 0, 8, or <dynamic- | AS: (64 + rtpmap:0 PCMA/8000 or
audio” Group 2/3" (NOTE 9) PT> RTP/UDP/IP rtpmap:8 PCMU/8000 or
overhead) rtpmap:<dynamic-PT> PCMA/8000 or
rtpmap:<dynamic-PT> PCMU/8000
"64 kbit/s "Speech/ N/A Ignore audio RTP/AVP Dynamic PT AS: (64 + rtpmap:<dynamic-PT>
preferred” 3.1KHz RTP/UDP/IP CLEARMODE/8000
audio" overhead) (NOTE 2)(NOTE 4)
(NOTE 6)
"64 kbit/s "Unrestricte | N/A Ignore audio RTP/AVP Dynamic PT AS: (64 + rtpmap:<dynamic-PT>
unrestricted” d digital RTP/UDP/IP CLEARMODE/8000
information" overhead) (NOTE 2)(NOTE 5)
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TMR parameter USI parameter (Optional) HLC IE in ATP m=line b=line a=line
(Optional)
TMR codes Information | User Information High Layer <media> | <transport> <fmt-list> <modifier>: rtpmap:<dynamic-PT> <encoding
Transfer- Layer 1 Protocol | Characteristics <bandwidth- name>/<clock rate>[/encoding
Capability Indicator Identification value> parameters>

NOTE 1: Both PCMA and PCMU could be required.

NOTE 2: CLEARMODE is specified in IETF RFC 4040 [69].

NOTE 3: HLC is normally absent in this case. It is possible for HLC to be present with the value "Telephony", although 6.3.1/ITU-T Q.939 indicates that this would normally be
accompanied by a value of "Speech" for the Information Transfer Capability element.

NOTE 4: After the CLEARMODE codec, additional speech codecs such as AMR and/or G.722 and/or G.711 available via transcoding or reframing should be offered in the
same m-line.

NOTE 5: As alternative or in addition to the m-line containing the CLEARMODE codec, an MGCF supporting the multimedia interworking detailed in Annex E may add an m-
line for speech codecs and an m-line for video codecs as detailed in this Annex.

NOTE 6: In this case, the USI prime parameter will also be present and will indicate "Unrestricted Digital Information with tones/announcements".

NOTE 7: This value is not recommended in a network supporting MTSI clients as it is not supported by an MTSI client (see TS 24.173 [88]).

NOTE 8: Annex K describes recommended values.

NOTE 9: FAX can either be transported according to ITU-T recommendation T.38 [72] using the "image" media type or as inband Voice band data over IP using the "audio"
media type.
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7.2.3.2.2.3 P-Asserted-ldentity, From and Privacy header fields
Table 12: Mapping BICC/ISUP CLI parameters to SIP header fields
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allowed"

restricted"

Party Number parameter
address signals
(See table 14)

Calling Party Number parameter
address signals (See table 15)
(NOTE 6) (NOTE 9)

Has a Calling Party Calling Has a Generic Generic P-Asserted-ldentity From header field Privacy header field
Number parameter Party Number (AcgPN) Number header field
with complete E.164 Number with a complete APRI
number, and with APRI E.164 number and
Screening Indicator = with Screening
UPVP or NP (NOTE 1) Indicator = UPNV
been received? been received?
N - N - Header field not included | SIP URI with addr-spec of Header field not included
Unavailable User Identity (NOTE
2) (NOTE 6)
N - Y (NOTE 3) "presentation | Header field not included | addr-spec derived from Generic Header field not included
allowed" Number (AcgPN) address signals
or network provided value (NOTE
6)
N - Y (NOTE 3) "presentation | Header field not included | SIP URI with addr-spec of Header field not included
restricted" Unavailable User Identity (NOTE
2) (NOTE 6)
Derived from the Generic Number | priv-value =: "user"
parameter address signals (see (See table 16).
table 13) (NOTE 6) (NOTE 8)
Y "presentation | N - Derived from Calling Tel URI or SIP URI derived from Privacy header is not
allowed" Party Number parameter | Calling Party Number parameter included or if included, "id"
address signals address signals (See table 15) and "header" are not
(See table 14) (NOTE 6) included (See table 16)
Y "presentation | Y "presentation | Derived from Calling Derived from Generic Number Privacy header is not
allowed" allowed" Party Number parameter | (AcgPN) address signals included or if included, "id",
address signals (See table 13) "header" and "user" are not
(See table 14) (NOTE 6) included
(See table 16).
Y "presentation | Y "presentation | Derived from Calling Tel URI or SIP URI derived from Privacy header is not

included or if included, "id"
and "header" are not
included

(See table 16).

SIP URI with addr-spec of
Anonymuous URI (NOTE 6)
(NOTE 7) (NOTE 10)

Privacy header is not
included or if included, "id"
and "header" are not
included

(See table 16).

Derived from the Generic Number
parameter address signals (see
table 13) (NOTE 6) (NOTE 8)

priv-value =: "user".

"id" and "header" are not
included

(See table 16).
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Has a Calling Party Calling Has a Generic Generic P-Asserted-ldentity From header field Privacy header field
Number parameter Party Number (AcgPN) Number header field
with complete E.164 Number with a complete APRI
number, and with APRI E.164 number and
Screening Indicator = with Screening
UPVP or NP (NOTE 1) Indicator = UPNV
been received? been received?

Y "presentation | N - Derived from Calling SIP URI with addr-spec of priv-value =: "id". (See table

restricted" Party Number parameter | Unavailable User Identity (NOTE 16)
address signals 2) (NOTE 6)
(See table 14)

Y "presentation | Y "presentation | Derived from Calling Derived from Generic Number priv-value =: "id".

restricted" allowed" Party Number parameter | (AcgPN) address signals
address signals (See table 13)
(See table 14) (NOTE 6)
Y "presentation | Y "presentation | Derived from Calling SIP URI with addr-spec of priv-value =: "id"
restricted" restricted” Party Number parameter | Anonymous URI (NOTE 6) (NOTE
address signals 7) (NOTE 10)
(See table 14) Derived from the Generic Number | priv-value =: "id", "user".
parameter address signals (see (See table 16).
table 13) (NOTE 6) (NOTE 8)

Y "presentation | N - Header field not included. | Addr-spec is set to Privacy header is not
restricted by "unavailable@hostportion" (NOTE | included or if included, "id"
network" 5) (NOTE 6) and "header" are not
(NOTE 4) included (See table 16)

Y "presentation | Y "presentation | Header field not included. | Derived from Generic Number Privacy header is not
restricted by allowed" (AcgPN) address signals included or if included, "id",
network" (See table 13) "header" and "user" are not

(NOTE 6) included
(See table 16).

Y "presentation | Y "presentation | Header field not included. | Addr-spec is set to Anonymous Privacy header is not
restricted by restricted” URI (NOTE 6) (NOTE 7) included or if included, "id"
network" and "header" are not

included

(See table 16).
Derived from the Generic Number | priv-value =: "user".
parameter address signals (see "id" and "header" are not
table 13) (NOTE 6) (NOTE 8) included

(See table 16).
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Has a Calling Party Calling Has a Generic Generic P-Asserted-ldentity From header field Privacy header field
Number parameter Party Number (AcgPN) Number header field
with complete E.164 Number with a complete APRI
number, and with APRI E.164 number and
Screening Indicator = with Screening
UPVP or NP (NOTE 1) Indicator = UPNV
been received? been received?

NOTE 1:

NOTE 2:

NOTE 3:
NOTE 4:
NOTE 5:
NOTE 6:
NOTE 7:

NOTE 8:

NOTE 9:

A Network Provided CLI in the CgPN parameter may occur on a call to IMS. Therefore in order to allow the "display" of this Network Provided CLI at a SIP UAS it shall
be mapped into the SIP From header. It is also considered suitable to map into the P-Asserted-Identity header since in this context it is a fully authenticated CLI
related exclusively to the calling line, and therefore as valid as a User Provided Verified and Passed CLI for this purpose.

The "From" header may contain an "Unavailable User Identity”. An "Unavailable User Identity” includes information that does not point to the calling party and
indicates that the caller's identity is unknown. The encoding of the "Unavailable User Identity" shall be as defined in TS 23.003 [74].

This combination of CgPN and AcgPN is an error case but is shown here to ensure consistent mapping across different implementations.

This is an ETSI specific value described within ETSI EN 300 356-1 [70].

The setting of the hostportion is according to operator policy.

In accordance with IETF RFC 3261 [19] procedures, a tag shall be added to the "From" header.

The "From" header may contain an "Anonymous User Identity”". An "Anonymous User Identity" includes information that does not point to the calling party and
indicates that the caller has withheld their identity. The encoding of the "Anonymous User Identity" shall be as defined in TS 23.003 [74].

As a network option, the "From" header may be derived from the Generic Number parameter address signals (see table 13). This option is only recommended to use
within a trusted domain where an entity such as a TAS is configured to be inserted into the call path that is able to change the "From" Header content to an
anonymous user identity (NOTE 7).

As a network option, the "From" header may be derived from the Calling Party Number parameter address signals (see table 15). This option is only recommended to
use within a trusted domain where an entity such as a TAS is configured to be inserted into the call path that is able to change the "From" Header content to an
anonymous user identity (NOTE 7).

NOTE 10: Network option.
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Table 13: Mapping of generic number (additional calling party number) to SIP from header fields

BICC/ISUP parameter /
field

Value

SIP component

Value

Generic Number

"additional calling party

From header field

display-name (optional) and

Number Qualifier number" addr-spec

Indicator

Nature of Address "national (significant) Tel URI or SIP URI Add CC (of the country where
Indicator number" the MGCF is located) to GN

"international number"

address signals to construct
E.164 number in URI. Prefix
number with "+".

Map complete GN address
signals to E.164 number in
URI. Prefix number with "+".

Address signal

if NOA is "national
(significant) number" then
the format of the address
signals is:

NDC+ SN

If NOA is "international
number"

then the format of the
address signals is:

CC + NDC + SN

Tel URI or SIP URI

CC+NDC+SN as E.164
number in URI. Prefix number
with "+".

Table 14: Mapping of calling party number parameter to SIP P-Asserted-ldentity header fields

BICC/ISUP Parameter /
field

Value

SIP component

Value

Calling Party Number

P-Asserted-Identity header
field

addr-spec and optionally
display-name (NOTE)

Nature of Address
Indicator

"national (significant)
number"

"international number"

Tel URI or SIP URI

Add CC (of the country
where the MGCF is
located) to CgPN address
signals to construct E.164
number in URI. Prefix
number with "+".

Map complete CgPN
address signals to E.164
number in URI. Prefix
number with "+".

Address signal

If NOA is "national
(significant) number" then
the format of the address
signals is:

NDC + SN

If NOA is "international
number"

then the format of the
address signals is:

CC + NDC + SN

Tel URI or SIP URI

CC+NDC+SN as E.164
number in URI. Prefix
number with "+"

NOTE:

by network operator policies.

The display-name may be mapped from the corresponding telephone number if possible and allowed
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Table 15: Mapping of BICC/ISUP Calling Party Number parameter to SIP From header fields

BICC/ISUP parameter /
field

Value

SIP component

Value

Calling Party Number

From header field

Nature of Address
Indicator

"national (significant)
number"

Tel URI or SIP URI
(NOTE)

"international number"

Add CC (of the country
where the MGCF is
located) to CgPN address
signals then map to
construct E.164 number in
URI. Prefix number with
o

Map complete CgPN
address signals to
construct E.164 number in
URI. Prefix number with
ey

Address signal

If NOA is "national
(significant) number" then
the format of the address
signals is:

NDC + SN

If NOA is "international
number"

then the format of the
address signals is:

CC + NDC + SN

Tel URI or SIP URI
(NOTE)

CC+NDC+SN as E.164
number in URI. Prefix
number with "+".

NOTE:

A tel URI or a SIP URI with "user=phone" is used according to operator policy.

Table 16: Mapping of BICC/ISUP APRIs into SIP privacy header fields

"presentation restricted by
network"

BICC/ISUP parameter / Value SIP component Value
field

Calling Party Number Privacy header field priv-value

APRI "presentation restricted" Priv-value "id"
("id" included only if the P-
Asserted-ldentity header is
included in the SIP
INVITE)

"presentation allowed" or | Priv-value omit Privacy header

or Privacy header without
"id" and "header" if other
privacy service is needed

Generic Number (AcgPN)

Privacy header field

priv-value

header field (see table 12).

APRI (NOTE) "presentation restricted" Priv-value "user"
"presentation allowed" Priv-value omit Privacy header
or Privacy header without
"user" if other privacy
service is needed
NOTE:  Mapping of Generic Number APRI is only applicable, if the Generic Number is mapped to the "From"

7.2.3.2.2.3A

“cpc" URI Parameter in P-Asserted-ldentity Header

See Annex C for normative interworking of a Calling party's category to a"cpc" URI parameter within P-Asserted-

Identity header field.
7.2.3.2.2.3B

See Annex H for normative interworking of the "oli" URI parameter as a network option.

"oli" URI Parameter in P-Asserted-ldentity Header
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7.2.3.2.2.4 Max Forwards header

If the Hop Counter procedure is supported in the CS network, the O-MGCF shall use the Hop Counter parameter to
derive the Max-Forwards SIP header. Due to the different default values (that are based on network
demands/provisions) of the SIP Max-Forwards header and the Hop Counter, an adaptation mechanism shall be used to
adopt the Hop Counter to the Max Forwards at the O-MGCF. For example, the following guidelines could be applied.

a) Max-Forwards for a given message should be monotone decreasing with each successive visit to a SIP entity,
regardless of intervening interworking, and similarly for Hop Counter.

b) Theinitial and successively mapped values of Max-Forwards should be large enough to accommodate the
maximum number of hops that may be expected of avalidly routed call.

The table 17 shows the principle of the mapping:

Table 17: Hop counter-Max forwards

Hop Counter | =X | Max-Forwards | = Y = Integer part of (X * Factor)
NOTE: The Mapping of value X to Y should be done with the used (implemented) adaptation mechanism.

The factor used to map from Hop Counter to Max-Forwards for a given call will depend on call origin, and will be
provisioned at the O-MGCF based on network topology, trust domain rules, and bilateral agreement.

The Principle of adaptation could be implemented on a basis of the network provision, trust domain rules and bilateral
agreement.

7.2.3.2.2.5 IMS Communication Service Identifier

For speech and video calls, the O-MGCF shall insert an IMS Communication Service Identifier, indicating the IMS
Multimedia Telephony Communication Service.

The IMS Communication Service ldentifier for the IMS Multimedia Telephony Communication Serviceisdefined in
3GPP TS 24.173 [88].

7.2.3.2.2.6 P-Early-Media header field

For a speech call the O-MGCF may include the P-Early-Media header field with the "supported” parameter as described
in IETF RFC 5009 [89] in each outgoing INVITE request.

NOTE: The P-Early-Media header with the "supported" parameter can be ignored by terminating devices when
not supporting the procedures described in IETF RFC 5009 [89].

7.2.3.2.2.7 PSTN XML elements

If the O-MGCF supports the PSTN XML body as a network option, the O-MGCF shall map |SUP information into the
XML body asshownintable 7.2.3.2.2.7.1 and 7.2.3.2.2.8.1.
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Table 7.2.3.2.2.7.1: Mapping of ISUP Parameters with PSTN XML elements

IAM > INVITE >
ISUP Parameter Content PSTN XML
Access Transport Parameter High layer compatibility HighLayerCompatibility (NOTE 1,

NOTE 2, NOTE 3)

Low layer compatibility

LowLayerCompatibility (NOTE 3)

User Service Information

Bearer Capability (NOTE 3, NOTE 4)

(hexadecimal digit F)

User Teleservice Information High layer compatibility HighLayerCompatibility (NOTE 2,
NOTE 3)
Called Party Number Sending terminated signal sendingCompletelndication

according to table 10b.
NOTE 4. See clause 7.2.3.2.1.5.

NOTE 1: If two high layer compatibility information elements are received in the ATP of the 1AM, they shall be
transferred in the same order as received into the PSTN XML body within the INVITE.

NOTE 2: Inthe normal case, the High layer compatibility information in the ATP is equal to the High layer
compatibility in the User Teleservice Information parameter. In the PSTN XML body, no two identical High
layer compatibility information shall be present. If an HLC is available both in the ATP and in the User
Teleservice information, the HLC from the ATP should be mapped.

NOTE 3: The O-MGCF shall only map this information element if the O-MGCF offers media formats which can be
transferred by the IM-MGW without transcoding and are derived from the incoming ISUP information

7.2.3.2.2.8 Progress indicator

If the O-MGCF supports the PSTN XML body as a network option, the Forward call indicators parameter and an
available "Progressindicator” element in the IAM shall be mapped into a Progressindicator in the PSTN XML body of

the INVITE asshownintable 7.2.3.2.2.8.

Table 7.2.3.2.2.8: Coding of PSTN XML Progressindicator

IAM—

INVITE =

Forward call indicators parameter

Access transport
parameter

PSTN XML body with
Progressindicator with
"Progress Description”
value No. (Value of PI)

ISDN User Part indicator ISDN access indicator
0
("ISDN User Part Value non-significant Value non-significant No. 1 (NOTE 1)
not used all the way")
1 0
("ISDN User Part ("originating access non - ISDN") | Value non-significant No. 3 (NOTE 1)
used all the way")
1 1 Progress indicator Progresslindicator mapped
("ISDN User Part ("originating access ISDN") No. (Value of PI) from Progress indicator

used all the way")

received in the ATP
(NOTE 2) and additional
Progresslindicator with
"Progress Description”
value No.6 (NOTE 1,
NOTE 3)

1
("ISDN User Part
used all the way")

1
("originating access ISDN")

Not present

No. 6 (NOTE 1)

NOTE 1. The Progressindicator "Coding Standard" parameter shall be set to "00 (ITU-T standardized coding)". The
default value for the Progressindicator "Location" parameter is "0011 (Transit Network)".
NOTE 2: The entire Progress indicator, including the "Progress Description”, "Coding Standard" and "Location"

parameters shall be copied.

NOTE 3: The order of Progressindicators within PSTN XML body is irrelevant.

7.2.3.2.2.9 P-Access-Network-Info

If the TAM message includes a location number ISDN user part parameter, the O-MGCF shall include a P-Access-
Network-1nfo header. The P-Access-Network-Info shall be populated as shownin table 7.2.3.2.2.9.1.
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Table 7.2.3.2.2.9.1: Coding of the P-Access-Network-Info header fields

BICC/ISUP parameter / field SIP component Value
Location Number access-type "GSTN"
gstn-location (NOTE) value of Location Number, in quotes

NOTE: Alternatively, as a network option, the value of the Location Number can populate the operator-specific-Gl
parameter. In this case, the operator-specific-Gl is set to the text string between quotes with the sequence
of digits found in octet 3 to N (except the filler) starting with the 1 digit. The access-info parameter is set to
"operator-specific-Gl1"

Table 7.2.3.2.2.9.2: Mapping ISUP Location Number to SIP P-Access-Network-Info

IAM INVITE
Location Number P-Access-Network-Info
Parameter name not mapped
Parameter length not mapped
Parameter content gstn-location set to the hexadecimal representation of the ISUP parameter
content, encoded as a text string between quotes

NOTE 1. As specified in ITU-T Q.763 [4], the parameter content includes both the header fields (octets 1 and 2) and
the address signals.

NOTE 2: The parameter content includes the address presentation restricted indicator. This field is not mapped to the
Privacy header field. It is upon network operator responsibility to remove the P-Access-Network-Info header
field when leaving the trust domain, as specified in 3GPP TS 24.229 [9].

NOTE 3: If the screening indicator is set to network provided, a "network-provided" parameter is added to the P-
Access-Network-Info header field value.

7.2.3.2.2A Coding of the INVITE when Number Portability is supported
This clause describes optiona coding procedures when Number Portability is supported.
7.2.3.2.2A.1 Request-URI and To header field

When Number Portability is supported, the method used for signalling of the Called Party E.164 address and the
Number Portability Routing Number determines the parameters of the IAM message used to derive the Request-URI of
the INVITE request.

The number portability information (rn and npdi) shall not be mapped into the To header field.

ITU-T Q.769.1 [92] describes three possible addressing methods for signalling of the Called Party E.164 address and
Number Portability Routing Number (ITU-T Q.769.1 [92] uses the terms directory number and network routing number
respectively). The choice of these methods is based on network operator and national requirements.

The following clauses describe how the Request-URI and To header field are populated, based on these methods, when
a Number Portability Routing Number is available in the IAM.

When the optional Number Portability Routing Number is available and supported, these procedures take precedence
over procedures for coding of the Request-URI and To header field described in clause 7.2.3.2.2.1.

When a Number Portability Routing Number is not available, the Request-URI and To header field are populated as
described in clause 7.2.3.2.2.1, with the following addition: If a Number Portability Forward Information parameter is
present in the IAM, containing a va ue of "number portability query done for called number, non-ported called
subscriber”, atel URI npdi parameter [93] is added.

For the following clauses, the Request-URI isatel URI or SIP URI with "user=phone" and shall contain an E.164
International public telecommunication number prefixed by a"+" sign (e.g. tel:+4911231234567).
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Separate Directory Number Addressing Method

Table 17a: Mapping ISUP to SIP Request-URI and To header field with Number Portability Separate
Directory Number Addressing Method

IAM—

INVITE

Called Party Number

Called Directory Number

Request-URI and To Header Field

Address Signal:
Nature of address indicator:
"Network routing number in

Address Signal:
Nature of address indicator:
"National (significant) number".

The "telephone-subscriber" is populated from
the Called Directory Number as follows:
Insert "+CC" before the Address signals (NOTE 1)

national (significant) number
format" or "National
(significant) number" or
"Network routing number in
network specific number
format" as described in ITU-T

The Tel URI rn= parameter is populated from
the Called Party Number as follows:

Insert "+CC" before the Address signals (NOTE 1)
and is added only to the Request-URI.

Q.769.1 [92] Use of the local form of the rn= parameter is out of
(NOTE 2) the scope of the present specification.
Tel URI npdi parameter as defined in
IETF RFC 4694 [93] is added only to the
Request-URI.

NOTE 1: CC = Country Code of the network in which the O-MGCF is located.

NOTE 2: If the address signals received in the ISUP Called Party Number contain a sending terminated signal
(hexadecimal digit F), then this shall be discarded or if the PSTN XML is supported then the
sendingCompletelndication shall be included.

7.2.3.2.2A.1.2 Concatenated Addressing Method

Table 17b: Mapping ISUP to SIP Request-URI and To header field with Number Portability
Concatenated Number Addressing Method

INVITE
Request-URI and To Header Field
The "telephone-subscriber" is populated from the Called Party
Number as follows:
Remove the prefix representing the Number Portability Routing
Number
or the prefix prior to the directory number (NOTES3).

IAM—

Called Party Number
Address Signal:
Nature of address indicator:
"Network routing number concatenated
with called directory number" or
"National (significant) number" as
described in ITU-T Q.769.1 [92]
(NOTE 2)

Insert "+CC" before the Address signals (NOTE 1).

The Tel URI rn= parameter is populated from the Called Party
Number as follows and is added only to the Request-URI:

Use all address digits contained within the Called Party Number or
remove the digits that follow the prefix representing the Number
Portability Routing Number

Insert "+CC" before the Address signals (NOTE 1)

Use of the local form of the rn= parameter is out of the scope of the
present specification.

Tel URI npdi parameter as defined in IETF RFC 4694 [93] is added
only to the Request-URI.
NOTE 1: CC = Country Code of the network in which the O-MGCF is located.

NOTE 2: If the address signals received in the ISUP Called Party Number contain a sending terminated signal
(hexadecimal digit F), then this shall be discarded or if the PSTN XML is supported then the
sendingCompletelndication shall be included.

NOTE 3: Based on national policy the whole Number Portability Routing number includes the Called Party Number

and a prefix. In such cases only the Prefix has to be removed. Normally the Nature of address indicator
indicates if the Number Portability Routing Number contains a Called Party Number and a prefix.
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7.2.3.2.2A.1.3 Separate Network Routing Number Addressing Method

Table 17c: Mapping ISUP to SIP Request-URI and To header field with Number Portability Separate
Network Routing Number Addressing Method

IAM— INVITE
Network Routing Number Called Party Number Request-URI and To Header Field
Address Signal: Address Signal: The "telephone-subscriber” is populated
Nature of address indicator: Nature of address indicator: | from the Called Party Number as follows:
"Network routing number in national | "National (significant) number". | Insert "+CC" before the Address signals
(significant) number format" or (NOTE 1)
"Network routing number in network
specific number format" as The Tel URI rn= parameter is populated
described in ITU-T Q.769.1 [92] from the Network Routing Number as
(NOTE 2) follows and is added only to the Request-
URI:
Insert "+CC" before the Address signals
(NOTE 1)
Use of the local form of the rn= parameter is
out of the scope of the present specification.
Tel URI npdi parameter as defined in
IETF RFC 4694 [93] is added only to the
Request-URI.

NOTE 1: CC = Country Code of the network in which the O-MGCF is located.

NOTE 2: If the address signals received in the ISUP Called Party Number contain a sending terminated signal
(hexadecimal digit F), then this shall be discarded or if the PSTN XML is supported then the
sendingCompletelndication shall be included.

7.2.3.2.2B Coding of the INVITE for Carrier Routeing

This clause describes optional coding procedures for carrier-based routeing.
7.2.3.2.2B.1 Mapping of "cic" in Request-URI

The procedures followed in clause 7.2.3.2.2.1 apply with the following addition.

If the Transit Network Selection parameter, defined according to ITU-T Q.761 [4], isincluded in the IAM message the
O-MGCF, based on network configuration, may send the transit network selection information to the SIP network. In
such acase the "cic=" parameter as defined in IETF RFC 4694 [93] isincluded in the Request-URI and configured
according to the table below.

Table 17d: Mapping of ISUP "Transit Network Selection" (TNS) to SIP "Carrier Identification Code"
(CIC)

ISUP parameter/field Value |SIP Component Value

Transit Network Selection |Digits |Carrier id code in Userinfo of Request-URI |"cic=carrier ID code" as defined in
IETF RFC 4694 [93]

7.2.3.2.2B.2 Void

7.2.3.2.2C Coding of INVITE with instance-id in form of IMEI URN

An Emergency Access Transfer Function (EATF) that provides IM S-based mechanisms for enabling service continuity
of IMS emergency sessionsis described in 3GPP TS 23.237 [118]. A correlation of the call legs at the EATF is based
on the equipment identifier.

A Mobile Equipment Identifier (MEI) parameter of the Mobile Service Transport (MST) Application Transport
Parameter is defined in 3GPP TS 29.205 [14].

Aninstance-id isa SIP Contact header field parameter defined in IETF RFC 5626 [119]. When an IMEI is available,
the instance-id shall take the form of an International Mobile station Equipment Identity (IMEI) URN as specified in
IETF RFC 7254 [120].
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When an O-M GCF receives the Mobile Service Transport (MST) Application Transport Parameter containing the
Mobile Equipment Identifier (MEI) parameter within the IAM the O-MGCF shall perform the mapping to the
"+sip.instance" Contact header field parameter according to table 7.2.3.2.2C.1.

Table 7.2.3.2.2C.1: Mapping of ISUP/BICC to SIP

2> 1AM = INVITE
ISUP Parameter Value SIP Component Value
Mobile Equipment Identifier: |[Contact header gmsa urn set to "imei" namespace
MST Application IMEI containing "+sip.instance" INOTE 1
Transport Parameter |Mobile Equipment Identifier: [parameter in the form of |NOTE 2
IMEISV IMEI URN

NOTE 1. The gsma-specifier "imei" is generated as:
urn:gsma:imei:tac-snr-spare
where
"tac" represents 8 digits type allocation code (TAC), "snr" represents 4 digits serial number (SNR),
and "spare" represents spare decimal digit as specified in TS 23.003 [74].
NOTE 2: The Software Version Number is not interworked and thus the "svn" parameter is not included within the
gsma urn.

7.2.3.2.2.10 PSAP Call-back indication

If the O-MGCF based on the operator policy has determined that the received IAM messageis afor the purpose of a
PSAP call-back, then the O-MGCF shall includein the initial INVITE request a Priority header field with a " psap-
callback™" header field value as specified in IETF RFC 7090 [139]. The operator policy decision may be based the PSAP
call-back indication in the received IAM message and/or any other information made available at O-MGCF.

NOTE: The PSAP call-back indication in the received IAM message depends on the national regulatory
requirements applicable for the emergency services (e.g. calling party's category parameter indicating
priority/emergency call, pre-defined prefix in front of the called party number) and is outside the scope of
this specification.

7.2.3.2.2.11 History-Info header field (optional)

See Annex L for the normative interworking of the History-Info header field into the called IN number and original
called IN number parameters.

7.2.3.2.3 Receipt of CONTINUITY

This clause only appliesif the O-MGCF has sent the INVITE request without waiting for an outstanding COT message
(seeclause 7.2.3.2.1).

O-MGCF
COT (success)

> SDP indicating
pre-conditions
met

Figure 14a: Receipt of COT (success)

When the requested local preconditions (if any) have been met and if possible outstanding continuity procedures have
successfully been completed (COT with the Continuity Indicators parameter set to "continuity check successful” is
received), a SDP offer (e.g. a SIP UPDATE request, as defined in IETF RFC 3311 [55]) shall be sent for each early SIP
dialogue for which the received provisional response indicated support of preconditions confirming that all the required
local preconditions have been met.

NOTE: This procedure applies regardless of whether the early SIP dialog existed prior to the preconditions being
fulfilled or is subsequently created.
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7.23.2.4 Sending of ACM and awaiting answer indication

If the Address Complete Message (ACM) has not yet been sent, the following cases are possible trigger conditions that
shall lead to the sending the address compl ete message (ACM):

- the detection of end of address signalling by the expiry of Timer T i/w; or,

O-MGCF
1AM

SAM “TLT i/w; running
SAM > T i/wy running

»

ACM (no indication) | -1 /W1 elapses
) INVITE

v

Figure 15: Sending of ACM T i/w1 elapses

- thereception of the first 180 Ringing. An O-MGCEF initiates the sending of an awaiting answer indication only if
according to IETF RFC 5009 [89] backward early mediais not authorized (the most recently received P-Early-
Media header field is received does not authorize the backward early media or the P-Early-Media header field
has not yet been received).

O-MGCF

ACM (Subscriber Free) ’ 180 Ringing

Ring tone

Figure 16: Sending of ACM (Receipt of first 180 Ringing and backward early media is not authorized)

Based on local knowledge that the call istransited to a PSTN network, the O-MGCF may decide not to generate
the awaiting answer indication when receiving the 180 Ringing message and backward early mediais not
authorized according to IETF RFC 5009 [89].

O-MGCF

180 Ringing
[P-Early-Media header:
ACM backward early media

(Subscriber Free) | (2uthorized]

<

A

Ring tone

Figure 16a: Sending of ACM (Receipt of first 180 Ringing and backward early media is authorized)

- thereception of the first 181 Call is Being Forwarded.
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O-MGCF
ACM 181 Call isBeing
(Cadll Diversion Forwarded
information) <

D g

Figure 16b: Sending of ACM (Receipt of first 181 Call is Being Forwarded and backward early media
is not authorized)

O-MGCF
181 Call isBeing
Forwarded
ACM [P-Early-Media
(Call Diversion header: backward early

information, OBCI: in- | mediaauthorized]
band info available)

A

A

Figure 16c: Sending of ACM (Receipt of first 181 Call is Being Forwarded that includes authorization
of early media)

- At an O-MGCF once al the following sub-conditions have been met: { 1} the reception of the first 183 Session
Progress that includes a P-Early-Media header field authorizing backward early media, and {2} SDP
preconditions are not used, or applicable SDP preconditions have been met.

O-MGCF
183 Session Progress
ACM [P-Early-Media header:
(No indication, backward early media
OBCI: in-band info authorized]
_available) <
Appropriate
announcement
———— e e ———————

Figure 16d: Sending of ACM (Receipt of first 183 Session Progress that includes authorization of
early media)

- Asanetwork option, reception of 183 containing a SIP reason header with an Q.850 Cause Value.
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O-MGCF
ACM ( _
No indication 183 Session Progress
Cause=xxx) (Reason(Cause=xxXx))

l

<
<«

Figure 16e: Sending of ACM (Receipt of 183 Session Progress containing SIP Reason header)

- Tilw 2 expires after theinitial INVITE is sent.

O-MGCF
IAM INVITE

v

~ ACM (no indication) } Tilw2

Figure 17: Sending of ACM (Ti/w2 elapses)

The sending of an awaiting answer indication is described in clause 9.2.3.3.

When a 180 (Ringing) response is received with the Alert-Info header field at an O-MGCF supporting capabilities
associated with the Alert-Info header field an O-MGCF may instruct the IM-MGW to play out early media available at
the associated URL to the PSTN leg of the communication.

If the O-MGCF receives a 18x response with a P-Early-Media header field that changes the authorization of early
media, the O-MGCF terminates the sending of the awaiting answer indication if the header field authorizes backward
early media, and initiates the sending of the awaiting answer indication if the header field removes authorization of
backward early media and if the O-MGCF has received the 180 Ringing response.

7.2.3.25 Coding of the ACM
7.2.3.25.0 General
The description of the following ISDN user part parameters can be found in ITU-T Recommendation Q.763 [4].
7.23.25.1 Backward call indicators
bits AB  Chargeindicator Contributors
10 charge
bits DC Called party's status indicator
01  subscriber freeif the 180 Ringing has been received.
00  noindication otherwise
bits FE  Called party's category indicator
no indication
bits HG End-to-end method indicator
0 0 no end-to-end method available
bit | Interworking indicator

1 interworking encountered
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Asanetwork operator option, the value | = 0 "no interworking encountered” is used for TMR = 64 kBit/s unrestricted

NOTE: Thisavoidssending of aprogressindicator with Progressinformation00000 01 "Call is not end-to-end
ISDN; further call progress information may be available in-band”, so the call will not be released for that
reason by an ISDN terminal.

Bit J End-to-end information indicator

0 no end-to-end information available
bit K ISDN user part/BICC indicator
0 ISDN user part not used al the way

Asanetwork operator option, the value K = 1 "ISDN user part/BICC used al theway" is used for TMR = 64 kBit/s
unrestricted

NOTE: Thisavoidssending of aprogressindicator with progressinformation000000 1 "Cal is not end-to-end
ISDN; further call progress information may be available in-band", so the call will not be released for that
reason by an ISDN terminal.

Bit L

Holding indicator (national use)
0 holding not requested

bit M ISDN access indicator
0 terminating access non-1ISDN

Asanetwork operator option, the value M = 1 "terminating access ISDN" isused for TMR = 64 kBit/s unrestricted.

NOTE: Thisavoidssending of aprogressindicator with progressinformation000 00 1 0 "Destination accessis

non-1SDN", so the call will not be released for that reason by an ISDN terminal.

Bit N Echo control deviceindicator

[EEY

incoming echo control device included, for speech cdls, e.g., TMR is"3.1KHz audio".

o

incoming echo control device not included, for known data cals, e.g., TMR "64 kBit/s unrestricted" or
HLC "Facsimile Group 2/3".

If the PSTN XML body is supported as a network option, the Backward Call indicators parameters derived as shownin
table 7.2.3.2.5.1.1 shall take precedence over the above Backward Call indicators parameter setting.
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Table 7.2.3.2.5.1.1: Derivation of Backward Call Indicators from PSTN XML body

«<—ACM « 180 Ringing or 183 Session Progress
Backward call indicators parameter PSTN XML body with Progress indicator with
Optional backward call indicators parameter "Coding Standard" value "00 (ITU-T standardized
coding)" and with "Progress Description" No
(Value of PI)
Backward call indicators parameter No. 1
("Call is not end-to-end ISDN: further call progress
ISDN User Part indicator information may be available in-band")
0 "ISDN User Part not used all the way"
Backward call indicators parameter No. 2

("Destination address is non-ISDN")
ISDN User Part indicator
0 "ISDN User Part used all the way"

ISDN access indicator

0 "Terminating access non-ISDN"
Backward call indicators parameter No. 7
("Terminating user ISDN")

Interworking indicator
0 "no interworking encountered"

ISDN User Part indicator
1 "ISDN User Part used all the way"

ISDN access indicator
1 "Terminating access ISDN"
Optional backward call indicators parameter

In-band information indicator E\I”Ic:i-ﬁand information or an appropriate pattern is now
1 "in-band information or an appropriate pattern is ; " pprop P
; " available")
now available

7.2.3.25.2 Optional Backward call indicators

BitA 1 "in-band information or an appropriate pattern is now available" shall be set if 183 Session Progress or
181 Call is Being Forwarded response is received and according to IETF RFC 5009 [89] backward early
mediais authorized.

Table 7a0.4: Sending criteria of Optional backward call indicators parameter

«—ACM « 183 Session Progress or
181 Call is Being Forwarded
Optional backward call indicators parameter P-Early-Media header authorizing backward
In-band information indicator early media
in-band information or an appropriate pattern is now available

7.2.3.25.3 Access Transport Parameter, Transmission medium used parameter

If the O-MGCF supportsthe PSTN XML body as a network option and if aPSTN XML body is received within the 180
ringing or 183 session progress, the O-MGCF shall store the received PSTN XML elements, replacing any previously
stored PSTN XML elements on that dialog.

NOTE: Multiple 18x responses can be received, both within asingle dia og and in multiple dialogs. The PSTN
XML bodies are stored on a per-dial og basis to be mapped to the ATP/TMU parameters on receipt of the
200 OK (seeclause 7.2.3.2.9.2).

Table 7.2.3.2.5.3.1: Void

ETSI



3GPP TS 29.163 version 14.7.0 Release 14 97 ETSI TS 129 163 V14.7.0 (2018-06)

7.2.3.25.4 Progress indicator

If the O-MGCF supportsthe PSTN XML body as a network option and receivesit in the 180 or 183, the O-MGCF shall
store a " Progressindicator”" element from the PSTN XML body on a per dialog basis and shall add itionaly map it into a
Progress Indicator inthe ACM as shown in table 7.2.3.2.5.4.1.

Table 7.2.3.2.5.4.1: Handling of the progress indicator

«—ACM «180/183
Access transport parameter PSTN XML body with Progress indicator with "Coding
Standard" value "00 (ITU-T standardized coding)" and with
"Progress Description" No. (Value of PI)
Progress indicator (NOTE) Progress indicator No. 1/ 2
Progress indicator (NOTE) Progress indicator No. 8

NOTE: The entire Progress Indicator, including the "Progress Description”, "Coding Standard" and "Location"
parameters shall be copied.

Table 7.2.3.2.5.4.2: Void

7.2.3.255 Cause Value

If the O-MGCF sends the ACM upon reception of a SIP 183 provisional response containing a SIP reason header with a
Q.850 Cause va ue, the O-MGCF may include the received Cause value within the ACM as a network option. The
mapping of the Cause Indicators parameter to the Reason header as shown in table 8a shall be applied.

IETF RFC 6432 [115] describes the use of the Reason header field in responses. The Reason header field itself is
described in IETF RFC 3326 [116].

If, as a network option, the O-MGCF supports the location header field parameter as described in IETF draft-ietf-
sipcore-reason-g850-loc [ 155], the O-M GCF shall derive the ISUP cause location from the | ocation parameter in the
SIP Reason header field as shown in table 8c (see subclause 7.2.3.1.7).

7.2.3.2.6 Sending of the Call Progress message (CPG)
7.2.3.2.6.0 General

If the Address Complete Message (ACM) has aready been sent, the O-MGCF shall send the Call Progress message
(CPG) in the following cases:

- Upon receipt of the SIP 180 Ringing provisiond response. An O-MGCF should initiate the sending of an
awaiting answer indication only if according to IETF RFC 5009 [89] backward early mediais not authorized (the
most recently received P-Early-Media header field does not authorize the backward early media or the P-Early-
Media header field has not yet been received).

O-MGCF

CPG (Alerting) 180 Ringing

Figure 18: Sending of CPG(Alerting) (Receipt of 180 Ringing response and backward early media is
not authorized)
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O-MGCF

180 Ringing
[P-Early-Media header:
backward early media

CPG _authorized]
(Alerting) h
) Ring tone
4— ————————————

Figure 18a: Sending of CPG(Alerting) (Receipt of 180 Ringing response with authorization of early

me

dia)

Based on local knowledge that the call istransited to a PSTN network, the O-MGCF may decide not to generate
the awaiting answer indication when receiving the 180 Ringing message and backward early mediais not

authorized according to IETF RFC 5009 [89].

At an O-MGCF upon receipt of a 183 Session Progr
authorizing backward early media.

ess that includes the first P-Early-Media header field

O-MGCF
183 Session Progress
P-Early-Media header:

CPG [ )
(In-band information guaf#g\r’?zrsd]ea”y media
available) <

Appropriate

announcement

-—— — —

Figure 18b: Sending of CPG(in-band information available)

Upon receipt of the 181 Call is Being Forwarded pr

O-M

CPG
(Progress, OBCI: in-

ovisional response.

GCF

181 Call isBeing
Forwarded
[P-Early-Media header:
backward early media
authorized]

band info available)

A

Figure 18c: Sendi

As anetwork option, reception of 183 containing a

A

ng of CPG(Progress)

SIP reason header with a Q.850 Cause Value.
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. O-MGCF
CPG (in-band _
information available | 183 Session Progress
Cause=xxx) (Reason(Cause=xxx))

Figure 18d: Sending of CPG (Receipt of 183 Session Progress containing SIP Reason header)

If the O-MGCF receives a 18x response with P-Early-Media header that changes the authorization of early media, the
O-MGCF terminates the sending of the awaiting answer indication if the header authorizes backward early media and
initiates the sending of the awaiting answer indication if the header removes authorization of backward early media and
if the O-MGCF has received the 180 Ringing response.

7.2.3.26.1 Handling of the progress indicator

If the O-MGCF supportsthe PSTN XML body as a network option and receivesit in the 180 or 183, any
"Progressindicator" element in the PSTN XML body shall be stored on a per-dialog basis as well as mapped as shown
intables7.2.3.26.1.1and 7.2.3.2.6.1.3.

Table 7.2.3.2.6.1.1: Mapping of progress indicator in PSTN XML body into ATP

«CPG «180/183
Access transport parameter PSTN XML body with Progress indicator X
Progress indicator (NOTE 1, NOTE 3) Progress indicator No. 1/ 2
Progress indicator (NOTE 2, NOTE 3) Progress indicator No. 4
Progress indicator No. 4 (NOTE 2, NOTE 4) Progress indicator No. 7

NOTE 1: Values 1 ("call is not end-to-end ISDN: further call progress information may be available in-band") or 2
("destination address is non-ISDN") shall be sent if Value 4 ("Call has returned to the ISDN") has been sent
since value 1 or 2 was previously sent or if no value 1 or 2 was previously sent.

NOTE 2: Value 4 ("Call has returned to the ISDN") shall be sent if value 1 ("call is not end-to-end ISDN: further call
progress information may be available in-band") or 2 ("destination address is non-ISDN") was sent
previously and no value 4 has been signalled since.

NOTE 3: The entire Progress Indicator, including the "Progress Description”, "Coding Standard" and "Location"
parameters shall be copied.

NOTE 4: The Progress Indicator "Coding Standard" parameter shall be set to "00 (ITU-T standardized coding)". The
default value for the Progress Indicator "Location" parameter is "0100 (Public Network serving remote user)".

Table 7.2.3.2.6.1.2: Void

Table 7.2.3.2.6.1.3: Mapping of progress indicator in PSTN XML body into Event Indicator

«CPG «180/183

Event indicator PSTN XML body with Progress indicator with "Coding
Standard" value "00 (ITU-T standardized coding)" and
with Progress Description" value No. X

"In-band information or appropriate pattern is now No. 8
available" "In-band information or appropriate pattern is now
available"
7.2.3.2.7 Coding of the CPG
7.2.3.2.7.0 General

The description of the following ISDN user part parameters can be found in I TU-T Recommendation Q.763 [4].
7.23.2.7.1 Event information
bits G-A Event indicator

0000001 alertingif 180 Ringing response received
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0000010 progress, if 181 Call is Being Forwarded response received

0000011 in-bandinformation or an appropriate pattern is now available, if the received 183 Session
Progress response and most recently received P-Early-Media header authorizes backward early
media

NOTE: Innationa networks other values of the Event indicator may be used.

If the O-MGCF supportsthe PSTN XML body as a network option and receives in the 180 or 183 a"Progressl ndicator"”
element in the PSTN XML body with a"Coding Standard" value "00 (ITU-T standardized coding)" and with Progress
Description™ value No. 8, instead of the mapping above, the O-MGCF shall map this"Progress Indicator" into the
"Event Indicator" within the CPG as shown in table 7.2.3.2.6.1.3.

7.23.2.7.2 Access Transport Parameter

If the O-MGCF supports the PSTN XML body as a network option and if aPSTN XML body is received within the 180
ringing or 183 session progress, the O-MGCF shall store the contained information as described in clause 7.2.3.2.5.3,
and additionally shall map this "Progress Indicator” into the ATP within the CPG as shown in table 7.2.3.2.6.1.1.

NOTE: Multiple 18x responses can be received, both within asingle dialog and in multiple dialogs. The PSTN
XML bodies are stored on a per-dialog basis to be mapped to the ATP parameter on receipt of the 200
OK (seeclause 7.2.3.2.9.2).

7.2.3.2.7.3 Void
Table 17h: Void
Table 17j: Void
7.2.3.2.7.4 Handling of Backward Call indicators

The Backward Call indicator shall be derived as shown in clause 7.2.3.2.5.1. The Backward Call Indicators parameter is
optional in the CPG message and shall only be included if any indicators have changed from those previoudy sent.

7.2.3.275 Optional Backward call indicators

BitA 1 "in-band information or an appropriate pattern is now available" shall be set if 181 Call is Being
Forwarded response is received and according to IETF RFC 5009 [89] the backward early mediais
authorized.

Table 17k: Sending criteria of Optional backward call indicators parameter

«CPG « 181 Call is Being Forwarded

Optional backward call indicators parameter P-Early-Media header authorizing backward early media
In-band information indicator
in-band information or an appropriate pattern is
now available

7.2.3.2.7.6 Cause Value

If the O-MGCF sends the CPG upon reception of a SIP 183 provisional response containing a SIP reason header with a
Q.850 Cause value, the O-MGCF may include the received Cause value within the ACM as a network option. The
mapping of the Cause Indicators parameter to the Reason header as shown in table 8a shall be applied.

IETF RFC 6432 [115] describes the use of the Reason header field in responses. The Reason header field itself is
described in IETF RFC 3326 [116].

If, as a network option, the O-MGCF supports the location header field parameter as described in IETF draft-ietf-
sipcore-reason-g850-loc [ 155], the O-M GCF shall derive the ISUP cause location from the | ocation parameter in the
SIP Reason header field as shown in table 8c (see subclause 7.2.3.1.7).

7.2.3.2.7a Receipt of 200 OK(INVITE)

Upon receipt of thefirst 200 OK (INVITE), the O-MGCF shall send an Answer Message (ANM) or Connect message
(CON) as described in clauses 7.2.3.2.8 to 7.2.3.2.11.
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The O-MGCF shall not progress any further early dialogues to established dial ogues. Therefore, upon the reception of a
subsequent final 200 (OK) response for any further dialogue for an INVITE request (e.g., due to forking), the O-MGCF
shall:

1) acknowledge the response with an ACK request; and
2) send aBYE request to thisdialog in order to terminate it.

If the received 200 OK (INVITE) response contains a Feature-Caps header field, defined in IETF RFC 6809 [142] with
a"+g.3gpp.ics' header field parameter as specified in clause B.4 of 3GPP TS 24.292 [ 141] then according to operator
policy the O-MGCF may mark acall asan"ICS call".

7.2.3.2.7b Internal through connection of the bearer path
The through connection procedure is described in clause 9.2.3.3.7.
7.2.3.2.8 Sending of the Answer Message (ANM)

Upon receipt of the first 200 OK (INVITE), if the Address Complete Message (ACM) has aready been sent, the O-
MGCEF shall send the Answer Message (ANM) to the preceding exchange.

NOTE: Through connection and the stop of awaiting answer indication are described in clause 9.2.3.3

O-MGCF
ANM Lzoo OK (INVITE)
) |
Figure 19: Sending of ANM
7.2.3.2.9 Coding of the ANM
7.2.3.2.9.1 Backwards Call Indicators

If Backwards Call Indicators are included in the ANM, then the coding of these parameters shall be as described in
clause 7.2.3.2.5.1. The Backward Call Indicators parameter is optional in the ANM message and shall only beincluded
if any indicators have changed from those previously sent.

7.2.3.29.2 Access Transport Parameter

If the O-MGCF supportsthe PSTN XML body as a network option and if aPSTN XML body is received within the 200
OK(INVITE) or has been previously stored from a 18x message, the O-MGCF shall map the most recently received
information for the established dialog (i.e. the dialog for which the first 200 OK has been received) into the ANM as
shown in table 7.2.3.2.9.2.1 except Progress Indicator value No. 3 or No. 8.
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Table 7.2.3.2.9.2.1: Mapping of PSTN XML elements into ISUP Parameters

€ 200 OK / stored information

< ANM from previous 18x

ISUP Parameter Content PSTN XML (NOTE 9)

Access Transport Parameter

Progressindicator with "Coding
Standard" value "00 (ITU-T
Progress indicator (NOTE 5, NOTE 8) standardized coding)" and with
"Progress Description" value No. 1/
2

Progress indicator with "Progress Progressindicator with "Coding

T Standard" value "00 (ITU-T
Beos_lfzgpg)lon value No. 4 (NOTE 4, NOTE 6, standardized coding)" and with

"Progress Description" value No. 7
Progresslindicator with "Coding
Standard" value "00 (ITU-T
standardized coding)" and with
"Progress Description" value No. 4
Progresslindicator with "Coding
Standard" value "00 (ITU-T
standardized coding)" and with
"Progress Description" value No. 5
High layer compatibility (NOTE 1) HighLayerCompatibility

Bearer Capability BearerCapability (NOTE 2)

Bearer Capability ("UDI-TA") ?I?)earerCapablllty ("UDI-TA") (NOTE

Progress indicator (NOTE 6, NOTE 8)

Progress indicator (NOTE 7, NOTE 8)

NOTE 1: This information element shall only be mapped if the O-MGCF transfers media types listed in table 10b
without transcoding.

NOTE 2: Applicable if the O-MGCF has not propagated UDI fallback signalling according to clause 7.2.3.2.1.5.

NOTE 3: Applicable if the O-MGCF has propagated UDI fallback signalling according to clause 7.2.3.2.1.5. Only the
value "UDI-TA" within the PSTN XML BC shall be mapped. Other values within the PSTN XML BC are
mapped to TMU as described in clause 7.2.3.2.9.3.

NOTE 4: Progressindicator No. 7 is not mapped into the ISUP ATP. However, it may be mapped into PI=4.

NOTE 5: Values 1 (“call is not end-to-end ISDN: further call progress information may be available in-band") or 2
("destination address is non-ISDN") shall be sent if Value 4 ("Call has returned to the ISDN") has been
sent since value 1 or 2 was previously sent or if no value 1 or 2 was previously sent.

NOTE 6: Value 4 ("Call has returned to the ISDN") shall be sent if value 1 ("call is not end-to-end ISDN: further call
progress information may be available in-band") or 2 ("destination address is non-ISDN") was sent
previously and no value 4 has been signalled since.

NOTE 7: This value indicates a bearer service change and is present with an associated BearerCapability and
indicates that fallback has occurred (i.e. TMR and TMR Prime present in IAM and the destination ISDN
user has accepted the BearerCapability equating to TMR Prime).

NOTE 8: The entire Progress Indicator, including the "Progress Description”, "Coding Standard" and "Location"
parameters shall be copied.

NOTE 9: The Progress Indicator "Coding Standard" parameter shall be set to "00 (ITU-T standardized coding)". The
default value for the Progress Indicator "Location" parameter is "0100 (Public Network serving remote
user)".

7.2.3.29.3 Transmission Medium Used parameter (TMU)

The proceduresin the present clause shal only apply if the O-MGCF supports the PSTN XML body, and has
propagated UDI-TA fallback signalling according to clause 7.2.3.2.1.5.

If a Bearer Capability element within a PSTN XML body is received within the first 200 OK(INVITE) or has been
previoudly stored from a 18x message relating to the now established dialog (i.e. the dia ogue for which the first 200
OK has been received), the O-MGCF shall map the most recently received information (if any) into a TMU within the
ANM as shown in table 7.2.3.2.9.3.1. If the most recently received PSTN XML BearerCapability is"UDI-TA", it shall
be mapped into an ISUP Access Transport Parameter Bearer Capability (see clause 7.2.3.2.9.2).

NOTE:

The TMU isonly included if both the TMR and TMR Prime were received in the ISUP IAM and fallback
has occurred.
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Table 7.2.3.2.9.3.1 - Mapping to TMU parameter

< ANM

< 200 OK / stored information from previous 18x

TMU

PSTN XML BearerCapability

TMU = "Speech"

PSTN XML BearerCapability = "Speech"

TMU= "3.1 kHz audio"

PSTN XML BearerCapability = "3.1 kHz audio"

No mapping (fallback has not occurred)

PSTN XML BearerCapability = "UDI-TA"

TMU ="3.1 kHz audio"

PSTN XML BearerCapability not present

7.2.3.2.10 Sending of the Connect message (CON)

Upon receipt of thefirst 200 OK (INVITE), if the Address Complete Message (ACM) has not yet been sent, the O-
MGCEF shall send the Connect message (CON) to the preceding exchange.

O-MGCF
200 OK (INVITE)
CON
< |
Figure 20: Sending of CON
7.2.3.2.11 Coding of the CON
7.2.3.2.11.0 General

The description of the following ISDN user part parameters can be found in I TU-T Recommendation Q.763 [4].
7.2.3.2111 Backward call indicators

The Called Party's status indicator (Bit DC) of BCI parameter shall be set to "no indication”. The other BCI indicators
shall be set asdescribed in clause 7.2.3.2.5.1

7.2.3.2.11.2 Access Transport Parameter

The O-MGCF shall apply the same procedure as described for the ANM in clause 7.2.3.2.9.2.
7.2.3.2.11.3 Transmission medium used parameter

The O-MGCF shall apply the same procedure as described for the ANM in clause 7.2.3.2.9.3.
7.2.3.2.11A Receipt of a reINVITE request

When arelNVITE request is received from the network containing a Call-Info header field the MGCF may instruct the
IM-MGW to send media available at the associated URL to the PSTN leg of the communication.

7.2.3.2.12 Receipt of Status Codes 4xx, 5xx or 6xx

O-MGCF

Status Code

REL 4xX, 5XX or 6xx

<
|

Figure 21: Receipt of Status codes 4xx, 5xx or 6xx

If a Reason header as described in IETF RFC 6432 [115] isincluded in a 4xx, 5xx, 6xx response, then the Cause Vaue
of the Reason header shall be mapped to the ISUP Cause Value field in the ISUP REL message. The Reason header
field itself is described in IETF RFC 3326 [116]. The mapping of the Reason header to the Cause Indicators parameter
is shown in table 8a (see clause 7.2.3.1.7). Otherwise coding of the Cause value field in the REL message is derived
from the SIP Status code received according to table 18. The Cause Indicators Parameter Vaues are defined in ITU-T
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Recommendation Q.850 [38].

If, as a network option, the O-MGCF supports the location header field parameter as described in |IETF draft-ietf-
sipcore-reason-g850-loc [155], the O-M GCF shall derive the | SUP cause location from the | ocation parameter in the
SIP Reason header field as shown in table 8c (see subclause 7.2.3.1.7).

In all caseswhere SIP itself specifies additional SIP side behaviour related to the receipt of a particular INVITE
response these procedures should be followed in preference to the immediate sending of a REL message to BICC/I SUP.

If there are no SIP side procedures associated with this response, the REL shall be sent immediately.

NOTE  Depending upon the SIP side procedures applied at the O-MGCF it is possible that receipt of certain
Axx/5xx/6xx responses to an INVITE may in some cases not result in any REL message being sent to the
BICC/ISUP network. For example, if a401 Unauthorized responseis received and the O-MGCF
successfully initiates a new INVITE containing the correct credentials, the call will proceed.

When the O-MGCF receives a 415 Unsupported Media Type response, as a result from a multipart MIME body in an
initial INVITE reguest not being accepted, and when the handling of all the MIME bodiesin theinitial INVITE request
except for the SDP MIME body are optiona (Content-Disposition header parameter "handling" is set to optional), the
O-MGCF shall send an ACK request and send a new initial INVITE request with SDP as only MIME body in
accordance with clause 8.1.3.5 of IETF RFC 3261 [19].
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Table 18: 4xx/5xx/6xx Received on SIP side of O-MGCF

«—REL (cause value)

«—4xx/5xx/6xx SIP Message

Cause value No 111 (Protocol error, unspecified)

400 Bad Request

Cause value No 127 (Interworking, unspecified)

401 Unauthorized

Cause value No 127 (Interworking, unspecified)

402 Payment Required

Cause value No 79 (Service or option not implemented, unspecified)

403 Forbidden

Cause value No 1 (Unallocated (unassigned) number)

404 Not Found

Cause value No 127 (Interworking, unspecified)

405 Method Not Allowed

Cause value No 127 (Interworking, unspecified)

406 Not Acceptable

Cause value No 127 (Interworking, unspecified)

407 Proxy authentication required

Cause value No 102 (Recovery on timer expiry)

408 Request Timeout

Cause value No 22 (Number changed)

410 Gone

Cause value No 127 (Interworking, unspecified)

413 Request Entity too long

Cause value No 111 (Protocol error, unspecified)

414 Request-URI too long

Cause value No 127 (Interworking, unspecified)

415 Unsupported Media type

Cause value No 111 (Protocol error, unspecified)

416 Unsupported URI scheme

Cause value No 79 (Service or option not implemented, unspecified)

417 Unknown Resource-Priority

Cause value No 111 (Protocol error, unspecified)

420 Bad Extension

Cause value No 111 (Protocol error, unspecified)

421 Extension required

Cause value No 31 (Normal, unspecified)

422 Session Interval Too Small

Cause value No 127 (Interworking, unspecified)

423 Interval Too Brief

Cause value No 127 (Interworking, unspecified)

428 Use Identity Header (NOTE 5)

Cause value No 24 (Call rejected due to feature at the destination)

433 Anonymity Disallowed (NOTE 1)

Cause value No 127 (Interworking, unspecified)

436 Bad Identity Info (NOTE 5)

Cause value No 127 (Interworking, unspecified)

437 Unsupported Credential (NOTE 5)

Cause value No 127 (Interworking, unspecified)

438 Invalid Identity Header (NOTE 5)

Cause value No 127 (Interworking, unspecified)

440 Max-Breadth Exceeded

Cause value No 20 (Subscriber absent)

480 Temporarily Unavailable

Cause value No 127 (Interworking, unspecified)

481 Call/Transaction does not exist

Cause value No 127 (Interworking, unspecified)

482 Loop detected

Cause value No 25 (Exchange routing error)

483 Too many hops

Cause value No 28 (Invalid number format (address incomplete))

484 Address Incomplete

Cause value No 1 (Unallocated (unassigned) number)

485 Ambiguous

Cause value No 17 (User busy)

486 Busy Here

Cause value No 127 (Interworking, unspecified) or not interworked. (NOTE 2)

487 Request terminated

Cause value No 50 (Requested facility not subscribed)

488 Not acceptable here

Cause value No 127 (Interworking, unspecified)

493 Undecipherable

Cause value No 127 (Interworking, unspecified)

500 Server Internal error

Cause value No 79 (Service or option not implemented, unspecified)

501 Not implemented

Cause value No 27 (Destination out of order)

502 Bad Gateway

Cause value No 41 (Temporary failure)

503 Service Unavailable

Cause value No 102 (Recovery on timer expiry)

504 Server timeout

Cause value No 127 (Interworking, unspecified)

505 Version not supported

Cause value No 95 (Invalid message, unspecified)

513 Message too large

Cause value No 127 (Interworking, unspecified)

580 Precondition failure

Cause value No 17 (User busy)

600 Busy Everywhere

Cause value No 21 (Call rejected)

603 Decline

Cause value No 2 (No route to specified transit network)

604 Does not exist anywhere

Cause value No 88 (Incompatible destination)

606 Not Acceptable

Cause value No 21 (Call rejected)

607 Unwanted (NOTE 4)

NOTE 1:
NOTE 2:
NOTE 3:
NOTE 4:
NOTE 5:

Anonymity Disallowed, IETF RFC 5079 [77] refers.

No interworking if the O-MGCF previously issued a CANCEL request for the INVITE.
The 4xx/5xx/6xx SIP responses that are not covered in this table are not interworked.
The "607 Unwanted" SIP response code is defined in IETF RFC 8197 [154].

The 428, 436, 437 and 438 SIP response codes are defined in IETF RFC 8224 [153].

If the O-MGCF supportsthe PSTN XML body as a network option and if aPSTN XML body is received within the
Axx/5xx/6xx, the O-MGCF shall map the contained information into the Access Transport Parameter of the REL as

shownin clause 7.2.3.2.9.2.
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When a 4xx, 5xx or 6xx SIP responseto an INVITE request is received from the network containing an Error-Info
header field, the O-M GCF, supporting the capabilities associated with the Error-Info header field, may instruct the IM-
MGW to play out media available at the associated URL towards PSTN.

7.2.3.2.12.1 Special handling of 404 Not Found and 484 Address Incomplete responses after
sending of INVITE without determining the end of address signalling

This clause is only applicable when the network option of Sending of INVITE without determining the end of address
signalling is being used (see clause 7.2.3.2.1.3).

On receipt of a404 Not Found or 484 Address Incomplete response while Ti/w2 is running, the O-MGCF shall start
timer Ti/wg3, if there are no other pending INVITE transactions for the corresponding call.

At thereceipt of a SAM, a SIP 1xx provisional response or a SIP 200 OK (INVITE), the O-MGCF shall stop Ti/w2 and
Ti/w3.

The O-MGCF shall send a REL message with Cause Value 28 towards the BICC/ISUP network if Ti/w3 expires.
7.2.32.13 Receipt of a BYE

O-MGCF

BYE

A

REL

A

Figure 22: Receipt of BYE method

If a Reason header field with Q.850 Cause Vaueisincluded in the BY E request, then the Cause Value shall be mapped
to the ISUP Cause Vauefield in the ISUP REL as shown in table 8a (see clause 7.2.3.1.7). Otherwise, the O-MGCF
sends a REL message with Cause Code value 16 (Normal Call Clearing).

If, as a network option, the O-MGCF supports the location header field parameter as described in IETF draft-ietf-
sipcore-reason-q850-1oc [155], the O-MGCF shall derive the | SUP cause location from the | ocation parameter in the
SIP Reason header field as shown in table 8c (see clause 7.2.3.1.7).

If the O-MGCF supports the PSTN XML body as a network option and if aPSTN XML body is received within the
BYE, the O-MGCF shall map the contained information into the Access Transport Parameter of the REL as shownin
clause 7.2.3.2.9.2.

If a Reason header field with SIP status code "607 (Unwanted)" (defined in IETF RFC 8197 [154]) isincluded in the
BYE request, then the O-MGCEF shall send a REL message with the Cause Code value "21 (Call rejected)”.

7.2.3.2.14 Receipt of the Release Message

In the case that the REL message is received and afinal response (i.e. 200 OK (INVITE)) has aready been received the
O-MGCF shall send aBYE request. If the final response (i.e. 200 OK (INVITE)) has not already been received the O-
MGCEF shall send a CANCEL method.

A Reason header field containing the received (Q.850) Cause Vaue of the REL message shall be added to the
CANCEL or BY E request. The mapping of the Cause Indicators parameter to the Reason header is shown in table 9a
(seeclause 7.2.3.1.8).

If the O-MGCF supportsthe PSTN XML body as a network option, the O-M GCF shall map the contained information
into a PSTN XML body within the BY E or CANCEL as shown in table 9aa.

7.2.3.2.15 Receipt of RSC, GRS or CGB (H/W oriented)

Upon receipt of aRSC, GRS or CGB (H/W oriented) message the foll owing applies independently for each affected
circuit:
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NOTE: For the RSC message, the circuit identified by the CIC is affected.
For the GRS message, the affected circuits are identified by the CIC and the Range subfield of the Range
and Status parameter.
For the CGB message, the affected circuits are identified by the CIC and the Range and Status parameter.

If afinal response (i.e. 200 OK (INVITE) has aready been received, the O-MGCF shall send aBY E method. If afina
response (i.e. 200 OK (INVITE)) has not already been received, the O-MGCF shall send a CANCEL method.

A Reason header field containing the (Q.850) Cause Val ue of the REL message generated by the | SUP procedures shall
be added to the SIP message (BY E or CANCEL request) to be sent by the SIP side of the O-MGCF.

Editor's Note: It is FFS whether to indicate the cause value for internal error in the network to the user.
7.2.3.2.16 Autonomous Release at O-MGCF
If the O-MGCF determines due to internal procedures that the call shall be released then the MGCF shall send

- A BYE method if the ACK has been sent.

- A CANCEL method before 200 OK (INVITE) has been received.

NOTE: The MGCF shall send the ACK method before it sendsthe BYE, if 200 OK (INVITE) is received.

A Reason header field containing the (Q.850) Cause Vaue of the REL message sent by the O-IWU shall be added to
the SIP Message (BY E or CANCEL request) to be sent by the SIP side of the O-IWU.

Editor's Note: It is FFS whether to indicate the cause value for interna error in the network to the user.

Table 18a: Autonomous Release at O-MGCF

REL <« Trigger event - SIP
Cause parameter
As determined by BICC/ISUP COT received with the Continuity Indicators CANCEL or BYE according
procedure. parameter set to "continuity check failed" (ISUP | to the rules described in this
only) or the BICC/ISUP timer T8 expires. subclause.
REL with cause value 47 (resource Internal resource reservation unsuccessful As determined by SIP
unavailable, unspecified). procedure
As determined by BICC/ISUP BICC/ISUP procedures result in generation of CANCEL or BYE according
procedure. autonomous REL on BICC/ISUP side. to the rules described in this
subclause.
Depending on the SIP release SIP procedures result in a decision to release the As determined by SIP
reason. call. procedure.
7.2.3.2.17 Special handling of 580 precondition failure received in response to either an

INVITE or UPDATE
A 580 Precondition failure response may be received as a response either to an INVITE or to an UPDATE request.
7.2.3.2.17.1 580 Precondition failure response to an INVITE
Release with cause code asindicated in table 18 is sent immediately to the BICC/I SUP network.
7.2.3.2.17.2 580 Precondition failure response to an UPDATE within an early dialog
A BYE request is sent for the early dialog within which the UPDATE was sent.

If al the early dialogs that were generated from the INVITE request have answered the respective UPDATE request
with 580 Precondition failure response then the O-M GCF shall send the Release message with Cause Code '127
Interworking' to the ISUP network.
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7.2.3.2.18 Sending of CANCEL
O-MGCF

COT (failure)

CANCEL

Figure 23: Receipt of COT (failure)

CANCEL shal be sent if the Continuity message is received with the Continuity Indicators parameter set to "continuity
check failed" or the ISUP (or BICC) timer T8 expires.

A Reason header field containing the (Q.850) Cause Vaue 41 Temporary Failure shall be added to the CANCEL
reguest to be sent by the SIP side of the O-MGCF.

7.2.3.2.19 Receipt of SIP redirect (3xx) response
O-MGCF

REL
(Cause value 127)
) |

SIP response
code 3xx

Figure 24: Receipt of SIP response code 3xx

When receiving a SIP response with a response code 3xx, the default behaviour of the O-MGCEF isto release the call
with a cause code value 127 (Interworking unspecified).

NOTE: The O-MGCF may aso decide for example to redirect the call towards the URIsin the Contact header
field of the response as an operator option, but such handling is outside of the scope of the present
document.

7.2.3.2.20 Sending of INFO for overlap signalling using the in-dialog method
7.2.3.2.20.1 General

SIP INFO request ("legacy" mode of usage of the INFO method as defined in IETF RFC 6086 [133]) is used to carry
additional digits when overlap signalling is sent using the in-dialog method as described in clause 7.2.3.2.1a.2, which is
anetwork option. Clause 7.2.3.2.1a.2 a so describes when the O-M GCF sends a SIP INFO request.

7.2.3.2.20.2 Encoding of the INFO

Table 18b provides a summary of how the header fields within the outgoing INFO messages are populated when in-
dialog SIP INFO requests are used for overlap dialing.

Table 18b: Interworked contents of the INFO message

SAM— INFO—
Digits See TS 24.229 [9] clause 7.11.1.2
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7.2.3.3 Timers
Table 19: Timers for interworking
Symbol | Time-out value Cause for initiation Normal termination At expiry Reference
Ti/wl 4sto6s When last address At the receipt of fresh address | Send INVITE, |7.2.3.2.1
(default of 4 s) message is received and | information. send the 7.2.3.2.4
the minimum number of address (NOTE 1)
digits required for routing complete
the call have been message
received.
Tilw2 4st020s When INVITE is sent On reception of 180 Ringing, | Send ACM 7.2.3.2.4
(default of 4 s) unless the ACM has or 183 Session Progress and | (no indication) | 7.2.3.2.1
already been sent. P-Early-Media header (NOTE 2)
authorizing backward early
media, or 181 Call is Being
Forwarded, or 404 Not Found
or 484 Address Incomplete for
an INVITE transaction for
which Ti/w3 is running, or 200
OK (INVITE).
Ti/w3 4-6 seconds On receipt of 404 Not At the receipt of SAM Send REL 7.2.3.2.1A,
(default of 4 Found or 484 Address with Cause 7.2.3.2.12.1
seconds) Incomplete if there are no Value 28 to (NOTE 3)
other pending INVITE the
transactions for the BICC/ISUP
corresponding call. side.
NOTE 1: This timer is used when overlap signalling is received from BICC/ISUP network and converted to en-block
signalling at the MGCF.
NOTE 2: This timer is used to send an early ACM if a delay is encountered in receiving a response from the
subsequent SIP network.
NOTE 3: This timer is known as the "SIP dialog protection timer". This timer is only used where the O-MGCF is
configured to send INVITE before end of address signalling is determined.
7.3 Interworking between CS networks supporting BICC and

the IM CN subsystem

The control plane between CS networks supporting BICC and the IM CN subsystem supporting SIP, where the
underlying network is SS7 and | P respectively is as shown in figures 25, 26 and 27.

BICC < BICC » BICC P >

STC sTC SIP SIP

MTP3 MTP3 |M3UA M3UA | TCP/ TCP/
UDP/ UDP/

MTP2 MTP2 | SCTP SCTP SCTP SCTP

L1 <SS s |, P B—sp p [ P

SS7 signalling Signalling _gateway M edia gateway SIP signalling
function function control function function

Figure 25: Control Plane interworking between CS networks supporting BICC over MTP3 and the IM
CN subsystem
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BICC < BICC » BICC :S|P >

STC STC | SIP SIP

MTP3B MTP3B | M3UA M3UA | 1cp/ TCP/

UDP/ UDP/

SSCF SSCF | SCTP SCTP | oo1p SCTP

SSCOP SSCOP IP IP IP 1P
AALS 1P P
AALS > AALS «—> <& >
SS7 signalling Signalling gateway M edia gateway SIP signalling
function function control function function

Figure 26: Control Plane interworking between CS networks supporting BICC over MTP3B over AAL5
and the IM CN subsystem

BICC < BICC » BICC :SIP >
STCurte STCumtp SIP SIP
M3UA M3UA TCP/ TCP/
UDP/ UDP/
SCTP SCTP | sctp SCTP
\P <P s
IP < > P P € > IP
SS7 signalling M edia gateway SIPsiganIing
function control function function

Figure 27: Control Plane interworking between CS networks supporting BICC
over STC and M3UA and the IM CN subsystem

7.3.1 Services performed by network entities in the control plane
Services offered by the network entities in the control plane are as detailed in clause 7.2.1.

If ATM transport is applied between the SS7 Signalling function and the Signalling Gateway Function, they shall apply
MTP3B (ITU-T Recommendation Q.2210 [46]) over SSCF (ITU-T Recommendation Q.2140 [45]) over SSCOP (ITU-
T Recommendation Q.2110 [44]) over AALS5 (ITU-T Recommendation 1.363.5 [43]) as depicted in figure 26.

If IP transport is applied between the SS7 Signalling function and the MGCF, they shall support and apply M3UA,
SCTP and IP (either Ipv4, see RFC 791 [16], or Ipv6, see RFC 2460 [39]), as depicted in figure 27.

7.3.2 Signalling interactions between network entities in the control plane

7.3.2.1 Signalling between the SS7 signalling function and MGCF
Seeclause 7.2.2.1.

7.3.2.1.1 Signalling from MGCF to SS7 signalling function

Seeclause 7.2.2.1.1.

7.3.2.1.2 Signalling from SS7 signalling function to MGCF

Seeclause 7.2.2.1.2.

7.3.2.1.3 Services offered by STC, SCTP and M3UA

Seeclause 7.2.2.1.3.
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7.3.2.13.1 Services offer by SCTP
Seeclause 7.2.2.1.3.1.

7.3.2.1.3.2 Services offered by M3UA
Seeclause 7.2.2.1.3.2.

7.3.2.1.3.3 Services offered by STC

STC providesthe services for the transparent transfer of STC user information, e.g. BICC, between STC users, i.e. the
SS7 signdlling function and the MGCF (see 3GPP TS 29.205 [14]).

STC performs the functions of data transfer service availability reporting and congestion reporting to the STC user and
User part availability control. See ITU-T Recommendation Q.2150.1 [29].

7.3.2.2 Signalling between the MGCF and SIP signalling function
Seeclause 7.2.2.2.

7.3.3 SIP-BICC protocol interworking

7.3.3.1 Incoming call interworking from SIP to BICC at I-MGCF
7.3.31.1 Sending of IAM

Clause 7.2.3.1.1 is applicable with the clarification that the Continuity Check procedure applies.
Figure 28: Void

7.3.3.1.2 Coding of IAM
The description of the following ISDN user part parameters can be found in I TU-T Recommendation Q.763 [4].
7.3.3.1.2.1 Called party number
Seeclause 7.2.3.1.2.1.
7.3.3.1.2.2 Nature of connection indicators
bits BA Satellite indicator
00 no satellite circuit in the connection
bits DC Continuity indicator (BICC)
00 no COT to be expected, if the received SDP does not contain precondition information or

indicates that al preconditions are fulfilled, and al local resource reservation is completed.

10 COT to be expected, if the received SDP indicates that precondition is not fulfilled or any local
resource reservation is not completed.

Bit E Echo control device indicator
1 outgoing echo control device included

7.3.3.1.2.3 Forward call indicators
See clause 7.2.3.1.2.3.
7.3.3.1.2.4 Calling party's category
Seeclause 7.2.3.1.2.4.
7.3.3.1.2.4A Originating Line Information
See clause 7.2.3.1.2.4A
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7.3.3.1.25 Transmission medium requirement
Seeclause 7.2.3.1.2.5.

7.3.3.1.2.6 Calling party number

Seeclause 7.2.3.1.2.6.

7.3.3.1.2.7 Generic number

Seeclause 7.2.3.1.2.7.

7.3.3.1.2.8 User service information

Seeclause 7.2.3.1.2.8.

7.3.3.1.2.9 Hop counter (National option)

Seeclause 7.2.3.1.2.9.

7.3.3.1.2.10 Location Number

Seeclause 7.2.3.1.2.11.

7.3.3.1.2.11 Support of ICS call

See clause 7.2.3.1.2.12.

7.3.3.1.2.12 UID capability indicators (National option)
See clause 7.2.3.1.2.13.

7.3.3.1.2A Coding of the IAM when Number Portability is supported
See clause 7.2.3.1.2A.

7.3.3.1.2B Coding of the IAM for Carrier Routeing
See clause 7.2.3.1.2B.

7.3.3.1.2.13 Called IN number and original called IN humber (optional)
Seeclause 7.2.3.1.2.14.

7.3.3.1.3 Sending of COT

I-MGCF

SDP indicating
preconditionsmet and/or
active media

COT

v

Figure 29: Sending of COT

If the IAM has already been sent, then the Continuity message shall be sent indicating "continuity check successful”,
when all of the following conditions have been met.

- When the requested remote preconditions (if any) in the IMS have been met.
- The media stream previously set to inactive modeis set to active (as specified in IETF RFC 4566 [56]).

- Local preconditions have been fulfilled.
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7.3.3.1.3A Sending of SAM

Seeclause 7.2.3.1.3A.

7.3.3.1.4 Sending of 180 Ringing

Seeclause 7.2.3.1.4.

7.3.3.1.4A Sending of 183 Session Progress for early media scenarios
Seeclause 7.2.3.1.4A.

7.3.3.1.4B Sending of 181 Call is being forwarded

See clause 7.2.3.1.4B.

7.3.3.1.4C Sending of 183 Session Progress for overlap signalling using the in-dialog
method

Seeclause 7.2.3.1.4C.

NOTE: If the network option of overlap signalling using the in-dialog method is applied at the -MGCF in
combination with the optional codec negotiation interworking with BICC in clause B.2., in order to meet
the requirement in clause B.2.1 that the I-MGCF suspends the SDP answer procedure until it receives
backward codec information from BICC, the 183 session progress response will not contain the SDP
answer.

7.3.3.1.4D Sending of 183 Session Progress to carry ISUP Cause
See clause 7.2.3.1.4D.

7.3.3.1.4E Sending of 183 Session Progress for ICS call
See clause 7.2.3.1.4E.

7.3.3.15 Sending of the 200 OK (INVITE)

See clause 7.2.3.1.5.

7.3.3.1.6 Sending of the Release message (REL)

See clause 7.2.3.1.6.

7.3.3.1.7 Coding of the REL

Seeclause 7.2.3.1.7.

7.3.3.1.8 Receipt of the Release Message

Seeclause 7.2.3.1.8.

7.3.3.1.9 Receipt of RSC, GRS or CGB (H/W oriented)
Seeclause 7.2.3.1.9.

7.3.3.1.9a Receipt of REFER

Seeclause 7.2.3.1.9a

7.3.3.1.9b Autonomous Release at -MGCF

See clause 7.2.3.1.10.

7.3.3.1.10 Internal through connection of the bearer path

The through connection procedure is described in clauses 9.2.2.1.5 and 9.2.2.2.5.
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7.3.3.1.11 Out of Band DTMF

If aSIP UA sends DTMF tones to the IM-MGW, the IM-MGW may report thisinformation viathe Mn interface to the
MGCF. The MGCF shall send to the BICC network the APM message with the following values for the different
parameters:

- Action indicator in accordance with the requested DTMF transport function;
- Signd in accordance with which DTMF digit to send;
- Duration in accordance with the required duration of the DTMF digit.

If the BICC network sends an APM message with DTMF signal, duration and action indicator to the MGCF, the MGCF
may send this information to the IM-MGW viathe Mn interface. The IM-MGW shall send the corresponding DTMF
signal and duration information on the user plane of the IM CN subsystem according to RFC 4733 [105].

The interactions with the IM-MGW are shown in clause 9.2.8.
7.3.3.2 Outgoing Call Interworking from BICC to SIP at O-MGCF

7.3.3.2.1 Sending of INVITE

The following particularities apply for aBICC IAM received case, with regard to the already specified in
clause 7.2.3.2.1.

The O-MGCF should defer sending the INVITE request until the BICC bearer setup and any local resource reservation
is completed.

NOTE: If the O-MGCF sendsthe INVITE request before the BICC bearer setup and any local resource
reservation is completed, the following considerations apply: If the receiving terminal is not supporting
the SIP precondition, clipping may occur. Furthermore, if the MGCF sets the SDP "inactive" attributein
theinitial INVITE request and the receiving terminal is not supporting the SIP precondition and the SIP
UPDATE method, the interworking procedures within the present specification do not describe all
necessary signalling interactions required to set up acall, in particular with respect to the sending of the
re-INVITE that may also cause additional delay in the call setup. In addition, the interworking of the
ringing indication might not be possible if the peer sends the ringing indication only as responseto are-
INVITE.

The BICC bearer setup is completed when one of the following conditions is met:

- Theevent Bearer Set-up indication - for the forward bearer set-up case where the incoming Connect Typeis
"notification not required", which indicate successful completion of bearer set-up, isreceived by the Incoming
bearer set-up procedure (ITU-T Recommendation Q.1902.4 [30] clause 7.5);

- Bearer Set-up Connect indication for the backward call set-up case, which indicate successful completion of
bearer set-up, is received by the Incoming bearer set-up procedure (ITU-T Recommendation Q.1902.4 [30]
clause 7.5);

- BNC set-up success indication for cases using bearer control tunnelling which indicate successful completion of
bearer set-up, is received by the Incoming bearer set-up procedure (ITU-T Recommendation Q.1902.4 [30]

clause 7.5).
7.3.3.2.1a Sending of INVITE without determining the end of address signalling
Seeclause 7.2.3.2.1a
7.3.3.2.2 Coding of the INVITE
7.3.3.2.2.1 Request-URI and To header field
Seeclause 7.2.3.2.2.1
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7.3.3.2.2.2 SDP Media Description

If the O-MGCF sends the INVITE request without waiting for the BICC bearer setup and any local resource reservation
to complete, (which is not recommended according to clause 7.3.3.2.1) it shall indicate that SIP preconditions are not
met when theinitial INVITE request indicates support of the SIP preconditions.

The O-MGCF shall include the AMR codec transported according to IETF RFC 4867 [ 23] with the optionslisted in
clause 12.3.10f 3GPP TS 26.114 [104] in the SDP offer. Within the SDP offer, the O-MGCF should aso provide SDP
RR and RS bandwidth modifiers specified in IETF RFC 3556 [59] as detailed in clause 7.3.1 of 3GPP TS 26.114 [104].

7.3.3.2.2.3 P-Asserted-ldentity and privacy header fields
Seeclause 7.2.3.2.2.3

7.3.3.2.2.3A "cpc" URI Parameter in P-Asserted-ldentity Header
See clause 7.2.3.2.2.3A.

7.3.3.2.2.3B "oli" URI Parameter in P-Asserted-ldentity Header
See clause 7.2.3.2.2.3B.

7.3.3.2.24 Max Forwards header

Seeclause 7.2.3.2.2.4

7.3.3.2.25 IMS Communication Service Identifier

For speech and video calls, the O-MGCF shall insert an IMS Communication Service Identifier, indicating the IMS
Multimedia Telephony Communication Service.

The IMS Communication Service Identifier for the IMS Multimedia Telephony Communication Service is defined in
3GPP TS 24.173[88].

7.3.3.2.2.6 P-Access-Network-Info

Seeclause 7.2.3.2.2.9.

7.3.3.2.2A Coding of the INVITE when number portability is supported
Seeclause 7.2.3.2.2A.

7.3.3.2.2B Coding of the INVITE for Carrier Routeing

Seeclause 7.2.3.2.2B.

7.3.3.2.2C Coding of INVITE with instance-id in form of IMEI URN
Seeclause 7.2.3.2.2C.

7.3.3.2.2.7 PSAP Call-back indication

See clause 7.2.3.2.2.10.

7.3.3.2.2.8 History-Info header field (optional)

Seeclause 7.2.3.2.2.11.

7.3.3.2.3 Sending of UPDATE

This clause only appliesif the O-MGCF sends the INVITE request before SIP preconditions are met (see
clause 7.3.3.2.1).

ETSI



3GPP TS 29.163 version 14.7.0 Release 14 116 ETSI TS 129 163 V14.7.0 (2018-06)

O-MGCF

COT (success)

UPDATE

Figure 30: Receipt of COT (success)

The UPDATE request with anew SDP offer shall be sent for each early SIP dialogue for which the received provisional
response indicated support of preconditions confirming that all the required local preconditions have been met when all
the following conditions are met.

1. A Continuity message, with the Continuity Indicators parameter set to "continuity check successful” shall be
received.

2. Thereservation of requested local resources has been completed.
In addition, depending on which bearer set-up procedure used for the call one of the following condition shall be met:

- Theevent Bearer Set-up indication - for the forward bearer set-up case where the incoming Connect Typeis
"notification not required”, which indicate successful completion of bearer set-up, isreceived by the Incoming
bearer set-up procedure (ITU-T Recommendation Q.1902.4 [30] clause 7.5);

- Bearer Set-up Connect indication for the backward call set-up case, which indicate successful completion of
bearer set-up, isreceived by the Incoming bearer set-up procedure (ITU-T Recommendation Q.1902.4 [30]
clause 7.5);

- BNC set-up successindication for cases using bearer control tunnelling which indicate successful completion of
bearer set-up, is received by the Incoming bearer set-up procedure, (ITU-T Recommendation Q.1902.4 [30]
clause 7.5).

NOTE: This procedure applies regardless of whether the early SIP dialog existed prior to the preconditions being
fulfilled or is subsequently created.

7.3.3.24 Sending of ACM and Awaiting Answer indication
Seeclause 7.2.3.2.4

The sending of an awaiting answer indication is described in clause 9.2.3.1. and clause 9.2.3.2.

7.3.3.25 Coding of the ACM

7.3.3.25.1 Backward call indicators
Seeclause 7.2.3.25.1

7.3.3.2.6 Sending of the Call Progress message (CPG)
See clause 7.2.3.2.6.

7.3.3.2.7 Coding of the CPG

733271 Event information

Seeclause 7.2.3.2.7.1.

7.3.3.2.7.2 Optional Backward call indicators
Seeclause 7.2.3.2.7.5.

7.3.3.2.7a Receipt of 200 OK (INVITE)
Seeclause 7.2.3.2.7a
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7.3.3.2.7b Internal through connection of the bearer path

The through connection procedure is described in clauses 9.2.3.1.7 and 9.2.3.2.7.

7.3.3.2.8 Sending of the Answer Message (ANM)
Seeclause 7.2.3.2.8.

7.3.3.2.9 Coding of the ANM

Seeclause 7.2.3.2.9.

7.3.3.2.10 Sending of the Connect message (CON)
See clause 7.2.3.2.10.

7.3.3.2.11 Coding of the CON

See clause 7.2.3.2.11.

7.3.3.2.11.1 Void

7.3.3.2.11A Receipt of re-INVITE requests

Seeclause 7.2.3.2.11A.

7.3.3.2.12 Receipt of Status Codes 4xx, 5xx or 6xx
Seeclause 7.2.3.2.12.

7.33.2.13 Receipt of a BYE

Seeclause 7.2.3.2.13.

7.3.3.2.14 Receipt of the Release Message
Seeclause 7.2.3.2.14.

7.3.3.2.15 Receipt of RSC, GRS or CGB (H/W oriented)
Seeclause 7.2.3.2.15.

7.3.3.2.16 Out of Band DTMF

If aSIP UA sends DTMF tones to the IM-MGW, the IM-MGW may report thisinformation viathe Mn interface to the
MGCF. The MGCF shall send to the BICC network the APM message with the following values for the different
parameters:

- Action indicator in accordance with the requested DTMF transport function;
- Signd in accordance with which DTMF digit to send;
- Duration in accordance with the required duration of the DTMF digit.

If the BICC network sends an APM message with DTMF signal, duration and action indicator to the MGCF, the MGCF
may send this information to the IM-MGW viathe Mn interface. The IM-MGW shall send the corresponding DTMF
signal and duration information on the user plane of the IM CN subsystem according to 4733 [105].

Theinteraction with the IM-MGW is shown in clause 9.2.8.
7.3.3.2.17 Sending of CANCEL

Seeclause 7.2.3.2.18.

7.3.3.2.18 Autonomous Release at O-MGCF
Seeclause 7.2.3.2.16.
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7.3.3.2.19 Special handling of 580 precondition failure received in response to either an
INVITE or UPDATE

See clause 7.2.3.2.17.

7.3.3.2.20 Receipt of SIP redirect (3xx) response

See clause 7.2.3.2.19.

7.3.3.2.21 Sending of INFO for overlap signalling using the in-dialog method

See clause 7.2.3.2.20.

7.3.3.3 Timers

See clause 7.2.3.3.

7.4 Supplementary Services

The following clauses describe the MGCF behaviour related to supplementary services as defined in ITU-T
Recommendations Q.730 to ITU-T Q.737 [42] when interworking with an IMS which does not use a Multimedia
Telephony Application Server (MTAS) providing supplementary services according to 3GPP according to

3GPP TS 24.173 [88]. The support of these supplementary servicesis optional. If the supplementary services are
supported, the procedures described within this clause shall be applied.

7.4.1 Calling line identification presentation/restriction (CLIP/CLIR)

The inter working between the Calling Party Number parameter and the P-Asserted-1D header and vice versa used for
the CLIP-CLIR serviceis defined in the clauses 7.2.3.1.2.6 and 7.2.3.2.2.3. Thisinter working is essentially the same as
for basic call and differsonly inthat if the CLIR service isinvoked the " Address Presentation Restriction Indicator
(APRI)" (in the case of ISUP to SIP calls) or the "priv value" of the "calling" Privacy header field (in the case of SIPto
ISUP cadlls) is set to the appropriate "restriction/privacy” value.

In the specific case of ISUP originated cals, use of the CLIP service additionally requires the ability to determine
whether the number was network provided or provided by the access signalling system. Due to the possible SIP
indication of the P-Asserted-ldentity the Screening indicator is set to network provided as default. For the CLIP-CLIR
service the mapping of the APRI from privacy header at the O-MGCEF is described within table 16 in clause 7.2.3.2.2.3.

At the O-MGCF the presentation restricted indication shall be mapped to the Privacy header field values "id" and
"header". Thisis described in table 12 in clause 7.2.3.2.2.3.

7.4.2 Connected line presentation and restriction (COLP/COLR)
7.4.2.0 General

The COLP/COLR services are only to be interworked between trusted nodes - that is before passing any COLP/COLR
information over the SIP-BICC/ISUP boundary the MGCF shall satisfy itself that the nodes on the BICC/ISUP side to
which the information is to be passed are trusted.

The procedure within clause 7.5.2 for the generic number ("additional connected number") mapping shall apply.
7.4.2.1 Incoming Call Interworking from SIP to BICC/ISUP at the I-MGCF

74211 INVITE to IAM interworking (SIP to ISUP/BICC calls)

In the case of SIP to ISUP/BICC callsthe I-MGCF may invoke the COLP service as an operator option by setting the
"Connected Line Identity Request indicator" field of the "Optional forward call indicators" parameter of the lAM to
"reguested”.

NOTE: Thisimpliesthat al outgoing callswill invoke the COLP service.
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7.4.2.1.2 ANM/CON to 200 OK (INVITE)

Tables 20 and 21 specify the interworking required in the case when the COLP has been automatically requested on
behalf of the originating SIP node. The table also indicates the inter workings required if the COLP service has been
invoked and the called party has or has not invoked the COLR service.

Table 20: Mapping to P-Asserted-Identity and Privacy Header Fields

ETSI TS 129 163 V14.7.0 (2018-06)

SIP Component

Setting

P-Asserted-Identity

See table 21

Privacy

See table 22

Table 21: Mapping of connected number parameter to SIP P-Asserted-ldentity header fields

BICC/ISUP
parameter / field

Value

SIP component

Value

Connected Number

P-Asserted-Identity

"international number"

header field
Nature of Address "national (significant) number" Tel URI or SIP URI Add CC (of the country where
Indicator (NOTE 1) the MGCF is located) to

Connected PN address signals
to construct E.164 number in
URI. Prefix number with "+".

Map complete Connected
address signals to construct
E.164 number in URI. Prefix
number with "+".

Address signal

If NOA is "national (significant)
number" then the format of the
address signals is:

NDC + SN

If NOA is "international number"
then the format of the address
signals is:

CC + NDC + SN

Tel URI or SIP URI
(NOTE 1)

CC+NDC+SN as E.164 number
in URI. Prefix number with "+".

NOTE 1: A tel URI or a SIP URI with "user=phone" is used according to operator policy.

Table 22: Mapping of BICC/ISUP APRIs into SIP privacy header fields

BICC/ISUP Value SIP component Value
parameter / field
Connected Number Privacy header field | priv-value
APRI "presentation restricted" Priv-value "id"
(See to determine ("id" included only if the P-
which APRI to use Asserted-ldentity header is
for this mapping) included in the SIP INVITE)
"presentation allowed" Priv-value omit Privacy header

or Privacy header without "id"
and "header" if other privacy
service is needed

7.4.2.2
74221

IAM to INVITE interworking (ISUP to SIP calls)

Outgoing Call Interworking from BICC/ISUP to SIP at O-MGCF

The O-MGCF determines that the COLP service has been requested by the calling party by parsing the "Optional
Forward Call Indicators' field of the incoming IAM. If the " Connected Line Identity Request indicator” is set to
"requested” then the BICC/ISUP to SIP interworking node shall ensure that any backwards "connected party”
information is interworked to the appropriate parameters of the ISUP ANM or CON message sent backwards to the
calling party as detailed within this subclause.

The O-MGCF has to store the status of the "Connected Line Identity Request indicator".
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7.4.2.2.2 1XX to ANM or CON interworking

If the P-Asserted-Identity header field isincluded within a 1XX SIP response, the identity shall be stored within the O-
MGCEF together with information about the SIP dialogue of the 1XX SIP response and shall be included within the
ANM or CON message if required by the procedures described in clause 7.4.2.2.3. In accordance with ISUP
procedures, a connected number shall not be included within the ACM message. The mapping of the of the P-Asserted-
Identity and Privacy header fields is shown in tables 23 and 24.

7.4.2.2.3 200 OK (INVITE) to ANM/CON interworking

Tables 23 and 24 specify the interworking required in the case when the calling party has invoked the COLP service.
The tables also indicate the interworking procedures required if the calling party has invoked the COLP service and the
caled party has or has not invoked the COLR service.

If no P-Asserted-Identity header field is provided within the 200 OK (INVITE) message, the stored information
previously received in the last provisional 1xx response of the same SIP dialogue shall be used.

NOTE: Due to forking, other P-Asserted-ldentities might have been received in different SIP dial ogues.

If the Calling Party has requested the COLP service (asindicated by the stored request status) but the 200 OK (INVITE)
and previous 1XX provisional responses do not include a P-Asserted-ldentity header field, the O-MGCF shall set up a
network provided Connected Number with an Address not Available indication.

If the P-Asserted-Identity is avail able then the Connected number has to be setup with the screening indication network
provided. The mapping of the P-Asserted-Identity and Privacy (if available) is shown in table 24.
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Table 23: Connected number parameter mapping

< ANM/CON < 200 OK INVITE
Connected Number (Network Provided) P-Asserted-ID
Address Presentation Restricted Indicator Privacy Value Field

Table 24: Mapping of P-Asserted-Identity and privacy headers to the ISUP/BICC connected number
parameter

SIP component Value BICC/ISUP parameter / field Value
P-Asserted-Identity E.164 number | Connected Number
header field (NOTE)

Number incomplete indicator | "Complete"

Numbering Plan Indicator "ISDN/Telephony (E.164)"

Nature of Address Indicator If CC encoded in the URI is equal to the
CC of the country where MGCF is
located AND the next BICC/ISUP node
is located in the same country then

set to "national (significant) number"
else set to "international number"

Address Presentation Depends on priv-value in Privacy
Restricted Indicator (APRI) header.
Screening indicator Network Provided
Addr-spec "CC" "NDC" Address signal if NOA is "national (significant) number"
"SN" from the then set to "NDC" + "SN".
URI If NOA is "international number"
then set to "CC"+"NDC"+"SN".
Privacy header field is APRI Presentation allowed
not present
Privacy header field priv-value APRI "Address Presentation Restricted
Indicator"”
priv-value "header" APRI Presentation restricted
"user" APRI Presentation restricted
"none" APRI Presentation allowed
"id" APRI Presentation restricted

NOTE: Itis possible that a P-Asserted-Identity header field includes both a tel URI and a SIP URI. In this case,
either the tel URI or the SIP URI with user="phone" and a specific host portion, as selected by operator
policy, may be used.

7.4.3 Direct Dialling In (DDI)

A direct diallingin call isabasic call and no additional treatment is required by the MGCF.

7.4.4 Malicious call identification

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.731.7 [42] under the
clause "I nteractions with other networks".

7.4.5 Subaddressing (SUB)
7.45.1 General

The ISDN subaddressinformation in ISUP is transported within the Access Transport Parameter. The coding of the
subaddress parameter within the Access Transport Parameter is described within ETSI EN 300 403-1 [96]. The isdn-
subaddress parameter "isub" carried within atel or SIP URI is defined within RFC 3966 [97]. The isdn-subaddress
encoding type parameter "isub-encoding” carried within atel or SIP URI is defined within RFC 4715 [108].
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7.4.5.2 Interworking at I-MGCF

The mapping in table 24ba of the isdn-subaddress parameter received within atel or SIP URI of theinitial INVITE
request to the ISUP Access Transport Parameter encapsulating the subaddress information (calling party subaddress
and/or called party subaddress information elements) to be sent within the IAM message shall be applied.

The mapping in table 24bb of the subaddress information (connected subaddress information element) received within
an ANM message containing the ISUP Access Transport Parameter to the isdn-subaddress parameters "isub" and "isub-
encoding” of atel or SIP URI to be sent within 2200 OK (INVITE) shall be applied.

Table 24ba: Mapping of the isdn-subaddress received in an initial INVITE to the subaddress
information sent in the IAM

SIP Message INVITE ISUP Message IAM
Source SIP Source component value ISUP Derived value of parameter field
header field Parameter
and field
component
isub-encoding not
- . present Type of subaddress =
isub="1*uric == Access "NSAP" (000)
_ "uric e_ncoding=nsap-ia5" Transport called party
;%Izzﬁ]de[r?eeld containing the eﬁgg(—jin —nsao- Parameter subaddress | Type of subaddress =
. 9 subaddress . g P "NSAP" (000)
isdn-subaddress digits bcd
(NOTE) "isub- Type of subaddress =
encoding=nsap" "NSAP" (000)
"isub=" 1*uric ("uric" containing the
subaddress digits) and isub-encoding | No mapping
does not contain nsap value
isub-encoding not
- . present Type of subaddress =
;isub=" 1*uric "isub- Access calling "NSAP" (000)
P-Asserted- "uric" ﬁzﬁgfilng—nsap a5 ;[::gfﬁ;gr party
Identity header containing the encodina=nsan- subaddress | Type of subaddress =
Field subaddress bog- g=nsap "NSAP" (000)
including the digits
isdn-subaddress |sub-_ Type of subaddress =
encoding=nsap" "NSAP" (000)
"isub=" 1*uric ("uric" containing the
subaddress digits) and isub-encoding | No mapping
does not contain nsap value
NOTE: As an operator option, an isdn-subaddress within the Request-URI may also be mapped into the ISUP
Access Transport parameter.

Table 24bb: Mapping of the subaddress information received in an ANM to the isdn subaddress sent
in the 200 OK (INVITE)

ISUP Message ANM SIP Message 200 (OK)

ISUP Parameter field

Source component value

Source SIP header field
and component

Derived value of parameter
field

Access Transport
Parameter

connected subaddress and
Type of subaddress =

P-Asserted-ldentity
including the isdn-

"-isub=" 1*uric and "isub-
encoding=nsap-ia5"

The subaddress digits
included into the "uric" shall

NSAP" (000) subaddress be derived from the Access
Transport Parameter
connected subaddress
and Type of subaddress # No mapping

"NSAP" (000)
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The mapping in table 24bc of the subaddress information received in the Access Transport Parameter (calling party
subaddress and/or called party subaddress information elements) of the IAM message to the i sdn-subaddress parameters
"isub" and "isub-encoding” of atel or SIP URI to be sent within the initial INVITE request shall be applied.

The mapping in table 24bd of the isdn-subaddress information received within atel or SIP URI of a200 OK (INVITE)
to the subaddress information of the ISUP Access Transport Parameter (connected subaddress information element) to

be sent within the ANM message shall be applied.

Table 24bc: Mapping of the subaddress information received in an IAM to the isdn-subaddress sent

in the INVITE
ISUP IAM Message SIP INVITE Message
ISUP Parameter Source component value Source SIP header Derived value of parameter
field field and component field

To header field Jisubs uric and Tsub-

called party subaddress and including the isdn- g=nsap-ia>.
o N The subaddress digits

Type of subaddress = "NSAP subaddress, and, as an | . luded i he "uric” shall b
(00) operator option included into the "uric" shall be

R ' derived from the Access

equest URI

Transport Parameter

called party subaddress and

Access Transport Type of subaddress # "NSAP" | No mapping

Parameter (000)
";isub=" 1*uric and "isub-
calling party subaddress and P-Asserted-Identity encodlngznsap-la_S .
o " e ) The subaddress digits
Type of subaddress = "NSAP header field including included into the "uric" shall be
(000) the isdn-subaddress

derived from the Access
Transport Parameter

calling party Subaddress and
Type of Subaddress # "NSAP" | No mapping
(000)

Table 24bd: Mapping of the isdn subaddress received in a 2000K to the subaddress information sent

in the ANM
SIP Message 200 (OK) ISUP Message ANM
Source SIP ISUP
header field Source component value Parameter Derived value of parameter field
and component field
isub-encoding not
- . present Type of subaddress =
ISub=" 1*uric Mgy "NSAP" (000)
N encoding=nsap-ia5" | Access connected
P-Asserted- une- “isub- Transport subaddress ~
Identity header containing the encoding=nsan- Parameter Type of subaddress =
Field subaddress bed” g=nsap "NSAP" (000)
including the digits
isdn-subaddress isub- Type of subaddress =
encoding=nsap" "NSAP" (000)
"isub=" 1*uric ("uric" containing the
subaddress digits) and isub-encoding | No mapping
does not contain nsap value

7.4.6 Call Forwarding Busy (CFB)/ Call Forwarding No Reply (CFNR) /
Call Forwarding Unconditional (CFU) / Call Deflection (CD)

7.46.1 General

A MGCF within an IMS network applying the Communication Diversion service uses the procedures defined in

clause 7.5.4.

ETSI




3GPP TS 29.163 version 14.7.0 Release 14 124 ETSI TS 129 163 V14.7.0 (2018-06)

This clause describes additional interworking of call forwarding service information between a PSTN/PLMN network
and an IM S network. This can also be used when interworking between SIP networks (e.g., IMS network interworking
with enterprise networks making use of the History-Info header field with an escaped Reason header field as described
in [ETF RFC 7044 [91]). The procedures support the interworking of the diversion reason within the History-Info
header field using an escaped Reason header field defined by IETF RFC 3326 [116] as described in

IETF RFC 7044 [91] and al so support the diversion cause using the "cause" URI parameter as described by

IETF RFC 4458 [113].

If the MGCEF is supporting the interworking of Call Forwarding and also applying the Communication Diversion
services as defined by 3GPP TS 24.604 [60], it uses both IETF RFC 7044 [91] and IETF RFC 4458 [113] to signal the
diversion reason. An IMS network supporting the interworking of Call Forwarding and not applying the IMS
Communication Diversion supplementary service according to 3GPP TS 24.604 [60] uses IETF RFC 7044 [91] and can
also use IETF RFC 4458 [113] based on network option.

When interworking the SIP History-Info header field to ISUP, and both the diversion reason based on

IETF RFC 7044 [91] and IETF RFC 4458 [113] are present for the same diversion instance, the MGCF should use the
"cause" URI parameter per IETF RFC 4458 [113] for deriving the ISUP. When the "cause" URI parameter per

IETF RFC 4458 [113] is used, the corresponding interworking as described in clause 7.5.4 shall be applied for that
diversion instance. Otherwise, the interworking as defined in the present clause should be applied.

When interworking from ISUP to the History-Info header field, to signal the diversion reason the MGCF should use the
escaped Reason header field from IETF RFC 7044 [91] and apply the interworking proceduresin the present subclause.
The MGCF should aso apply the interworking procedures described in clause 7.5.4 to use the "cause" URI parameter
from IETF RFC 4458 [113] to signal the diversion reason.

In the event that the interworking procedures described in this clause as well as the interworking proceduresin

clause 7.5.4 are not applied, the actions of the MGCF at the ISUP/BICC side as described in ITU-T Recommendation
Q.732.2-5 [42] under the clause "Interactions with networks not providing any call diversion information" may be
applied as anetwork option.

7.4.6.2 Interworking at the O-MGCF
7.46.2.1 General

This clause describes the optional mapping of Call Forwarding information at the O-MGCF to the protocol-cause
specified in IETF RFC 3326 [116].

7.4.6.2.2 Interworking SIP to ISUP

Table 7.4.6.2.2.1: Mapping of SIP messages to ISUP messages

«<—Message sent to ISUP «<—Message Received from SIP
ACM indicating call forwarding 181 (Call Is Being Forwarded) response See table 7.4.6.2.2.6
CPG indicating call forwarding (see NOTE) |181 (Call Is Being Forwarded) response See table 7.4.6.2.2.7
ACM indicating ringing 180 (Ringing) response See table 7.4.6.2.2.8
CPG indicating alerting (see NOTE) 180 (Ringing) response See table 7.4.6.2.2.9
ANM 200 (OK) response See table 7.4.6.2.2.10
CON 200 (OK) response (Neither a 181 (Call Is  |See table 7.4.6.2.2.10
Being Forwarded) response nor a 180
(Ringing) response was received)
NOTE: A CPG will be sent if an ACM was already sent.
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Table 7.4.6.2.2.2: Mapping of History-Info header field to ISUP Redirection number

Source SIP header field
and component

hi-targeted-to-uri of the hi-
entry following the last hi-
entry containing a Reason
"headers" component as
defined in

IETF RFC 7044 [91] with
cause value as listed in
table 7.4.6.2.2.4.
Appropriate global number
portion of the hi-targeted-to-
uri, assumed to be in form
"+" CC + NDC + SN.
(NOTE)

Source Redirection number Derived value of parameter field
Component
value
CcC Nature of address indicator |If CC is equal to the country code of the
country where O-MGCEF is located AND
the next ISUP node is located in the
same country, then set to "national
(significant) number" else set to
"international number".
CC, NDC, SN |Address signals If NOA is "national (significant) number"

then set to

NDC + SN.

If NOA is "international number"
then set to CC + NDC + SN.

NOTE:

If the SIP URI doesn't contain "user=phone", mapping to redirection number is impossible, therefore no

need to generate Redirection number and Redirection number restriction parameter (per table
7.4.6.2.2.3), Notification subscription options can't be set as "presentation allowed with redirection

number".

Table 7.4.6.2.2.3: Mapping of History-Info header field to ISUP Redirection number restriction

Source SIP header field Source Redirection number Derived value of parameter field
and component Component restriction
value
Privacy header field, or/and |"history" or Presentation restricted "Presentation restricted"
Privacy "headers" "session" or indicator
component of the hi-entry  |"header"
following the last hi-entry  |Privacy "Presentation allowed" or absent
containing a Reason "headers"

"headers" component as
defined in

IETF RFC 7044 [91] with
cause value as listed in
table 7.4.6.2.2.4

component of
the hi-
targeted-to-uri
and Privacy
header field
absent or
"none"
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Table 7.4.6.2.2.4: Mapping of hi-targeted-to-uri to ISUP Call Diversion Information

Source SIP header field Source Component Call Diversion Derived value of parameter field
and component value Information
Privacy "headers" Notification If the priv-value "history" or "session" or
component of the hi- subscription "header" is received within the Privacy
targeted-to-uri or/and options header field or the priv-value "history" is
Privacy header field received within the "headers"

component of the hi-targeted-to-uri
representing the diverting URI(s) and
within the hi-targeted-to-uri representing
diverted-to URI then "presentation not
allowed" shall be set.

Otherwise, if the priv-value "history" is
received only within the "headers"
component of the hi-targeted-to-uri
representing the diverted-to URI then
"presentation allowed without redirection
number" shall be set.

(NOTE 1, NOTE 2)

Otherwise, "presentation allowed with
redirection number" shall be set.

hi-targeted-to-uri; Reason |Cause parameter Redirecting
"headers" component as value reason
defined in 302 Deflection immediate response
IETF RFC 7044 [91] with 486 User busy
cause parameter 208 No reply
503 Mobile subscriber not reachable
all other cause values Unknown

NOTE 1: diverting URI corresponds to the hi-targeted-to-uri of the hi-entry containing a hi-index value that match
the "mp" header field parameter value of the diverted-to URI. If the diverted-to URI does not contain the
"mp" header field parameter, the diverting URI corresponds to the hi-targeted-to-uri of the last hi-entry
containing a Reason "headers" component with cause parameter.

NOTE 2: diverted-to URI corresponds to the hi-targeted-to-uri of the hi-entry following the last hi-entry containing
a Reason "headers" component with cause parameter and is mapped to the Redirection number, see
table 7.4.6.2.2.2.

Table 7.4.6.2.2.5: Void

Table 7.4.6.2.2.6: Mapping of 181 (Call Is Being Forwarded) > ACM when ACM was not previously

sent
Source SIP header field Source Component ISUP Parameter Derived value of parameter
and component value field
181 (Call Is Being ACM
Forwarded)
Generic notification indicator [Call is diverting
Notification indicator
History-Info header field See table 7.4.6.2.2.2 Redirection number See table 7.4.6.2.2.2
Privacy "headers" See table 7.4.6.2.2.3 Redirection number See table 7.4.6.2.2.3
component of the hi- restriction

targeted-to-uri or/and
Privacy header field

Privacy "headers" See table 7.4.6.2.2.4  |Call diversion information See table 7.4.6.2.2.4
component of the hi- Notification subscription
targeted-to-uri or/and options

Privacy header field
hi-targeted-to-uri; Reason |See table 7.4.6.2.2.4 Call diversion information See table 7.4.6.2.2.4
"headers" component as Redirecting reason
defined in

IETF RFC 7044 [91] with
cause parameter
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Table 7.4.6.2.2.7: Mapping of 181 (Call Is Being Forwarded) - CPG if ACM was already sent

Source SIP header field
and component

Source Component
value

ISUP Parameter

Derived value of parameter
field

181 (Call Is Being
Forwarded) response

CPG

Generic notification indicator
Notification indicator

Call is diverting

hi-targeted-to-uri; Reason
"headers" component as

defined in

IETF RFC 7044 [91] with

cause parameter

486

408 (see NOTE)

all other values, or if
appropriate "national
use" value (CFB,
CFNR or CFU) is not
used in a network, or if
no hi-targeted-to-uri
"cause" URI parameter
is contained in the SIP
181 (Call Is Being
Forwarded) response.

Event information
Event indicator

CFB (national use)

CFNR (national use)

Progress

History-Info header field

See table 7.4.6.2.2.2

Redirection number

See table 7.4.6.2.2.2

Privacy "headers"
component of the hi-
targeted-to-uri or/and
Privacy header field

See table 7.4.6.2.2.3

Redirection number
restriction

See table 7.4.6.2.2.3

Privacy "headers"
component of the hi-
targeted-to-uri or/and
Privacy header field

See table 7.4.6.2.2.4

Call diversion information
Notification subscription
options

See table 7.4.6.2.2.4

hi-targeted-to-uri; Reason
"headers" component as

defined in

IETF RFC 7044 [91] with

cause parameter

See table 7.4.6.2.2.4

Call diversion information
Redirecting reason

See table 7.4.6.2.2.4

NOTE:

This appears in the cases of CFNR.

Table 7.4.6.2.2.8: Mapping of 180 (Ringing) > ACM when ACM was not previously sent

Source SIP header field
and component

Source Component
value

ISUP Parameter

Derived value of parameter
field

180 (Ringing) response

ACM

History-Info header field

If hi-targeted-to-uri of at
least one History-Info
hi-entry contains a
Reason "headers"
component as defined
in IETF RFC 7044 [91].

Generic notification indicator
Notification indicator

Call is diverting

History-Info header field

See table 7.4.6.2.2.2

Redirection number (NOTE)

See table 7.4.6.2.2.2

Privacy "headers"
component of the hi-
targeted-to-uri or/and
Privacy header field

See table 7.4.6.2.2.3

Redirection number
restriction (NOTE)

See table 7.4.6.2.2.3

Privacy "headers"
component of the hi-
targeted-to-uri or/and
Privacy header field

See table 7.4.6.2.2.4

Call diversion information
Notification subscription
options (NOTE)

See table 7.4.6.2.2.4

hi-targeted-to-uri; Reason
"headers" component as

defined in

IETF RFC 7044 [91] with

cause parameter

See table 7.4.6.2.2.4

Call diversion information
Redirecting reason (NOTE)

See table 7.4.6.2.2.4

NOTE:

Parameter shall only be supplied if hi-targeted-to-uri contains a Reason "headers" component, as
defined in IETF RFC 7044 [91] with cause value as listed in table 7.4.6.2.2.4.
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The mapping described within table 7.4.6.2.2.8 can only appear if the communication has already undergone a
Communications diversion in the IMS and the 180 (Ringing) isthe first provisional response sent in backward
direction.

The O-MGCF can indicate the call diversion information in the mapping of 180 (Ringing) provisional responseto a
CPG messagein fact if the response before was a 181 (Call Is Being Forwarded).

Table 7.4.6.2.2.9: Mapping of 180 (Ringing) > CPG if ACM was already sent

Source SIP header field Source Component ISUP Parameter Derived value of parameter
and component value field
180 (Ringing) response CPG

Generic notification indicator |Call is diverting
Notification indicator
History-Info header field Event information ALERTING
Event indicator
History-Info header field See table 7.4.6.2.2.2 Redirection number (NOTE) |See table 7.4.6.2.2.2
Privacy "headers" See table 7.4.6.2.2.3 Redirection number See table 7.4.6.2.2.3
component of the hi- restriction (NOTE)
targeted-to-uri or/and
Privacy header field

Privacy "headers" See table 7.4.6.2.2.4  |Call diversion information See table 7.4.6.2.2.4
component of the hi- Notification subscription
targeted-to-uri or/and options (NOTE)

Privacy header field
hi-targeted-to-uri; Reason |See table 7.4.6.2.2.4 Call diversion information See table 7.4.6.2.2.4
"headers" component as Redirecting reason (NOTE)
defined in

IETF RFC 7044 [91] with
cause parameter

NOTE: Parameter shall only be supplied if hi-targeted-to-uri contains a Reason "headers" component, as

defined in IETF RFC 7044 [91] with cause value as listed in table 7.4.6.2.2.4.

The mapping in table 7.4.6.2.2.9 appears when a 181 (Call Is Being Forwarded) provisional response previously was
mapped to an ACM. Therefore the state machine of the O-MGCF knowsthat a CDIV isin progress.

Table 7.4.6.2.2.10: Mapping of 200 (OK) response

Source SIP header field Source Component ISUP Parameter Derived value of parameter
and component value field
200 (OK) response ANM/CON (NOTE)
History-Info header field See table 7.4.6.2.2.2 Redirection number See table 7.4.6.2.2.2
Privacy "headers" See table 7.4.6.2.2.3 Redirection number See table 7.4.6.2.2.3
component of the hi- restriction
targeted-to-uri or/and
Privacy header field
NOTE:Redirection number shall only be supplied if 200 (OK) response is mapped to ANM message.

7.4.6.2.3 Interworking ISUP to SIP

For the interworking of 180 (Ringing) response and 200 (OK) response (to the INVITE request) to the regarding ISUP
messages and parameters no additional procedures beyond the basic call procedures are needed.

To interwork the redirecting number at the O-MGCF it can be needed to create placehol der History-Info hi-entries.
Such a History-Info hi-entry shall contain a hi-targeted-to-uri set to an "Unknown User Identity" (value
"sip:unknown@unknown.invalid" as defined in 3GPP TS 23.003 [ 74]), a Reason "headers' component with a cause
parameter, a hi-index and an "mp" header field parameter as described within table 7.4.6.2.3.1.
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Table 7.4.6.2.3.1: Mapping of IAM to SIP INVITE request

ISUP Parameter or IE

Derived value of
parameter field

SIP component

Value

IAM

INVITE request

Redirecting number

History-Info header field

IF Redirection counter
exceeds 1
hi-targeted-to-uri of the
penultimate created
hi-entry (NOTE 9)
IF Redirecting number is
available
set to the value of the
Redirecting number
ELSE
set to the
Unknown User
Identity (NOTE 10)
ELSE
no mapping (NOTE 8)

Nature of address indicator:

"national (significant)
number"

"international number"

hi-targeted-to-uri

Add CC (of the country where
the MGCEF is located) to
Redirecting number Address
Signals to construct E.164
number in URI.

Map complete Redirecting
number Address Signals to
E.164 number in URI.

Address Signals

If NOA is "national
(significant) number"
then the format of the
Address Signals is:
NDC + SN

If NOA is "international
number"

then the format of the
Address Signals is:
CC + NDC + SN

hi-targeted-to-uri

Addr-spec

"+" CC NDC SN mapped to
userinfo portion of SIP URI.
(NOTE 5)

Add "user=phone".

Redirecting number

APRI

"presentation
restricted"”

"presentation allowed"

Privacy "headers"
component of the
penultimate hi-targeted-to-uri
entry in the History-Info
header

Priv-value

"history"

Privacy header field absent
or "none" (NOTE 3)

Redirection Information

Redirecting indicator

Privacy "headers"

Call diverted

component of the

Call diverted, all
redirection information
presentation restricted

penultimate hi-targeted-to-uri
entry in the History-Info
header

Priv-value

"none" (NOTE 4)

"history"
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ISUP Parameter or IE

Derived value of
parameter field

SIP component

Value

Redirection Information

Redirection counter
1

hi-index and "mp" header
field parameter (NOTE 7)

Number of diversions is
shown to the number of
levels in hi-index.

Index for Original called
number = 1

Index for Called party number
= 1.1 and addition of "mp=1"

Index for Original called
number = 1

Index for Redirecting number
=1.1 and addition of "mp=1"
Index for Called party number
=1.1.1 and addition of
"mp=1.1"

Index for Original called
number = 1

Placeholder History-Info hi-
entry with Index = 1.1 and
addition of "mp=1"

Fill up

Index for Redirecting number
=1.[(N-1)* ".1"] and addition
of "mp" set to the hi-index
value of the hi-targeted-to-uri
that precede.

Index for Called party number
=1N*"1"(e.g. N=3 >
1.1.1.1) and addition of
"mp=1.[(N-1)*].1"

Redirection Information

Redirecting Reason
and

Original Redirection
Reason

(NOTE 1)

unknown/not available

unconditional

User Busy

No reply

Deflection during
alerting

Deflection immediate
response

Mobile subscriber not
reachable

hi-targeted-to-uri; Reason
"headers" component as
defined in

IETF RFC 7044 [91] with
cause parameter.

For a placeholder History-
Info hi-entry the value "404"
shall be taken (NOTE 2).
Cause parameter for
redirecting reason will be put
in the entry of redirecting
number, and cause
parameter for original
redirection reason will be put
in the entry of original called
number.

Cause parameter value

404

302

486

408

302

302

a0l

03
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ISUP Parameter or IE

Derived value of
parameter field

SIP component

Value

Called Party Number

See Redirecting
number

History-Info header field see
hi-targeted-to-uri

URI of the last hi-targeted-to-
uri entry of History-Info

Nature of address
indicator and Address
signal

Nature of address header field
indicator and Address (NOTE 6)
signal
Original called number See Redirecting History-Info header field see |URI of first hi-targeted-to-uri
number hi-targeted-to-uri entry of History-Info header

field (NOTE 5, NOTE 9)
IF the Original called number
is available:
set to the value of the
Original called number
ELSE
IF the Redirection counter
equals 1 AND the
Redirecting number is
available,
set to the value of
the Redirecting
number
ELSE
set to the
Unknown User
Identity (NOTE 10)

Original called number

APRI

"presentation
restricted”

"presentation allowed"

Privacy "headers"
component of the first hi-
targeted-to-uri entry of
History-Info header

Priv-value

"history"

"none"

NOTE 1:
NOTE 2:

NOTE 3:
NOTE 4:

be set.
NOTE 5:
NOTE 6:

NOTE 7:

NOTE 8:

NOTE 9:
be included.

Original Redirection Reason contains only the "unknown/not available " parameter

For all History-Info hi-entries except the last one a cause parameter in Reason "headers" component as
defined in IETF RFC 7044 [91] has to be included.
If the Redirecting indicator has the value "Call diverted, all redirection information presentation
restricted", the privacy value "history" shall be set.
If the redirecting number APRI has the value "presentation restricted", the privacy value "history" shall

Used URI scheme shall be SIP URI. The Reason "headers" component with a cause parameter cannot
be added if hi-targeted-to-uri is a tel URI.
The used URI scheme can be tel or SIP since the last hi-targeted-to-uri entry of the History-Info header
field does not contain the Reason "headers" component with a cause parameter.

The hi-target-param defined in IETF RFC 7044 [91] defines the mp-param "mp" as a header field
parameter that contains the value of the hi-index in the hi-entry with an hi-targeted-to-uri that reflects
the Request-URI that was retargeted, thus identifying the "mapped from" target. Since the hi-entries are
created based on the redirection counter to reflect the diverting/diverted-to entries, the hi-target-param
"mp" shall be present in each entry except the first one.
If the Original called number parameter is not available and if the value of the Redirecting counter is
equal to one, the Redirecting number parameter is used for the first hi-targeted-to-uri entry of the
History-Info header field.
If a further SIP to ISUP interworking occurs, parameters not present in the original message can then

NOTE 10: The "History-Info" header field may contain an "Unknown User Identity". An "Unknown User Identity"
includes information that does not point to the served user and indicates that the user's identity is
unknown. The encoding of the "Unknown User Identity" shall be as defined in 3GPP TS 23.003 [74].

7.4.6.3
7.4.6.3.1

General

Interworking at the I-MGCF

This clause describes the interworking of the Call Forwarding information at the I-MGCF.
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Table 7.4.6.3.2.1: Mapping of SIP to ISUP messages

->Message received from SIP

->Message send to BICC/ISUP

INVITE request

1AM

Table 7.4.6.3.2.2: Mapping of History-Info header field to ISUP Redirecting number

Source SIP header field Source Redirecting number Derived value of parameter field
and component Component
value
latest History-Info header Redirecting number
field entry containing a
Reason "headers"
component as defined in
IETF RFC 7044 [91] with
cause parameter (NOTE 1)
hi-targeted-to-uri CcC Nature of address indicator |If CC is equal to the country code of the
appropriate global number country where MGCF is located AND
portion of the URI, the next ISUP node is located in the
assumed to be in form same country, then set to "national
"+"CC + NDC + SN (significant) number" else set to
"international number"
CC, NDC, SN |Address signals If NOA is "national (significant) number"

then set to

NDC + SN.

If NOA is "international number"
then set to CC + NDC + SN

Privacy header field or/and
Privacy "headers"
component of the hi-entry
in History-Info header field
as specified in this table
(NOTE 2)

APRI

If the priv-value "history" or "session" or
"header" is received within the Privacy
header field or if the priv-value "history"
is received within the "headers"
component of the hi-targeted-to-uri in
the latest hi-entry containing a Reason
"headers" component as defined in

IETF RFC 7044 [91] with cause
parameter, then "presentation restricted"
shall be set.

Otherwise, "presentation allowed" shall
be set.

NOTE 1:

NOTE 2:

If the SIP URI doesn't contain "user=phone", mapping to redirecting number is impossible, therefore no
need to generate Redirecting number.
It is possible that an entry of the History-Info header field itself is marked as restricted or the whole
History-Info header.
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Table 7.4.6.3.2.3: Mapping of History-Info header to ISUP Redirection Information

Source SIP header field Source Component Redirection Derived value of parameter field
and component value Information
Privacy header field, and in |"history" or "session" or |Redirecting Call diverted, all redirection information
History-Info header field in  ["header" indicator presentation restricted
the Privacy "headers" for the Privacy SIP
component of the last hi- header or for the hi-
targeted-to-uri containing a |targeted-to-uri entry
Reason "headers" Privacy header field Call diverted
component as defined in and the privacy
IETF RFC 7044 [91] with component of the hi-
cause parameter value as  |targeted-to-uri entry
listed in the cause either absent
parameter row in this table |or
set to "none"
Original Unknown/not available
redirection reason
Cause parameter in the last (Cause parameter Redirecting
hi-targeted-to-uri containing |value Reason
a Reason "headers" 302 Deflection immediate response
component as defined in 486 User busy
IETF RFC 7044 [91] 408 No reply
503 Mobile subscriber not reachable
All other values unknown
History-Info header field Redirection number of History-Info hi-entry(ies)
counter containing a Reason "headers"
component with a cause parameter
(NOTE 1, NOTE 2)

NOTE 1:

If the determined number of redirection in SIP exceeds the ISUP maximum parameter value, the MGCF

shall set the Redirection counter to its maximum value. For instance, in ISUP ITU-T Q.763 [4], the
Redirection counter parameter cannot exceed 5.

NOTE 2:

The Redirection counter value will be incremented regardless of the SIP URI format.

Table 7.4.6.3.2.4: Mapping of History-Info header field to ISUP Original Called number

Source SIP header field Source Original called number Derived value of parameter field
and component Component
value
Numbering Plan Indicator |"ISDN (Telephony) numbering plan
(Recommendation E.164)"
hi-targeted-to-uri of 15t hi- [CC Nature of address indicator |If CC is equal to the country code of the
targeted-to-uri containing a country where MGCF is located AND
Reason "headers" the next ISUP node is located in the
component as defined in same country, then set to "national
IETF RFC 7044 [91] with (significant) number" else set to
cause parameter; "international number"
appropriate global number |CC, NDC, SN |Address signals If NOA is "national (significant) number"
portion of the URI, then set to
assumed to be in form NDC + SN.
"+"CC + NDC + SN If NOA is "international number"
(NOTE 1) then set to CC + NDC + SN
Privacy "headers" "history" or APRI "presentation restricted"
component "session" or
in History-Info header field |"header"
of the History-Info header  |Privacy "presentation allowed"
field entry as defined above |header field
in this table (NOTE 2) absent or
"none"

NOTE 1:

therefore no need to generate Original Called number.

NOTE 2:

History-Info header.

If itis SIP URI and doesn't contain "user=phone", mapping to Original Called number is impossible,

It is possible that an entry of the History-Info header field itself is marked as restricted or the whole
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Table 7.4.6.3.2.5: Mapping of INVITE to IAM

INVITE 1AM
History-Info header See table 7.4.6.3.2.2 Redirecting See table 7.4.6.3.2.2
field number
History-Info header See table 7.4.6.3.2.3 Redirection See table 7.4.6.3.2.3
field Information
History-Info header See table 7.4.6.3.2.4 Original Called See table 7.4.6.3.2.4
field Number

7.4.6.3.3 Interworking from ISUP to SIP

Table 7.4.6.3.3.1: Mapping of ISUP to SIP Messages

«<—Message sent to SIP «—Message Received from BICC/ISUP
181 (Call Is Being Forwarded) JACM no indication with Redirection number and Call See table 7.4.6.3.3.3
diversion information parameters (CFU, CFB, Cdi)
180 (Ringing) ACM indicating ringing, OBCI: "Call diversion may See clause 7.2.3.1.4
occur" (CENR, Cda)
181 (Call Is Being Forwarded) |CPG indicating progress or subsequent diversion See table 7.4.6.3.3.4

indicated in the CPG with Redirection number and Call
diversion information parameters (CFNR, Cda)

180 (Ringing) CPG indicating ringing and Redirection number See table 7.4.6.3.3.5
restriction parameter
200 (OK) ANM and Redirection number restriction parameter See table 7.4.6.3.3.6

Table 7.4.6.3.3.2: Mapping of ISUP Redirection Number Restriction to History-Info header field

Redirection Number Derived value of parameter field SIP component Value
Restriction

Presentation restricted "Presentation restricted" Privacy "headers" |"History"

indicator "Presentation allowed" or absent AND a component of the |Privacy header
previously received notification subscription hi-targeted-to-uri  |field absent
options was NOT "presentation not allowed" OR or
was NOT "presentation allowed without "none"
redirection number"
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Table 7.4.6.3.3.3: Mapping of ACM -> 181 (Call Is Being Forwarded) response

ISUP Parameter

Derived value of
parameter field

SIP component

Value

Generic notification
indicator
Notification indicator

Call is diverting

1t hi-entry of History-info
header having an index =
1 (NOTE 1)

Unknown User Identity (NOTE 4)

Redirection number

2" hi-entry of History-
Info header field having
anindex 1.1

hi-targeted-to-uri:

Nature of address
indicator:

"national (significant)
number"

hi-targeted-to-uri

Add CC (of the country where the
MGCEF is located) to Redirection
number Address Signals to construct
E.164 number in URI.

"international number"

Map complete Redirection number
Address Signals to E.164 number in
URI.

Address Signals

If NOA is "national
(significant) number"
then the format of the
Address Signals is:
NDC + SN

If NOA is "international
number"

then the format of the
Address Signals is:
CC + NDC + SN

hi-targeted-to-uri

Addr-spec

"+" CC NDC SN mapped to userinfo
portion of SIP URI

(NOTE 3)

Add "user=phone".

Call diversion

Redirecting Reason

Reason "headers"

Cause parameter value

NOTE 2:
NOTE 3:

NOTE 4:

information Unknown component as defined in |404
Unconditional IETF RFC 7044 [91] with |302
User busy cause parameter inthe [486
No reply penultimate hi-entry 2408
Deflection immediate (NOTE 2) 302
response
Deflection during alerting 302
Mobile subscriber not 503
reachable
Notification Privacy "headers"
subscription options component associated
unknown with Redirection number |Escaped Privacy value is set
hi-targeted-to-uri according to the rules of
(NOTE 2) TS 24.604 [60] clause 4.5.2.6.4 item ¢
presentation not allowed A 181 (Call Is Being Forwarded) shall
not be sent
presentation allowed with Escaped Privacy value is set
redirection number according to the rules of
TS 24.604 [60] clause 4.5.2.6.4 item ¢
presentation allowed Escaped Privacy value is set
without redirection according to the rules of
number TS 24.604 [60] clause 4.5.2.6.4 item ¢
NOTE 1: Itis necessary to create two History-Info header entries to carry both Redirection number and Call

diversion information. Since the original called number is not available from the ISUP message a hi-
targeted-to-uri set to an "Unknown User Identity" is included in the first entry. Only two entries are
provided because the number of diversions is not available.
Needs to be stored for a possible inclusion into subsequent messages.

Used URI scheme shall be SIP URI. The Reason "headers" component with a cause parameter cannot
be added if hi-targeted-to-uri is a tel URI.
The "History-Info" header field may contain an "Unknown User Identity". An "Unknown User Identity"
includes information that does not point to the served user and indicates that the user's identity is unknown. The
encoding of the "Unknown User Identity" shall be as defined in 3GPP TS 23.003 [74].
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Table 7.4.6.3.3.4: Mapping of CPG > 181 (Call Is Being Forwarded) response
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ISUP Derived value of parameter SIP component Value
Parameter field
Event Progress
information
Event Indicator
Generic Call is diverting
notification
indicator
Notification
indicator
18t hi-entry of History-Info Unknown User Identity
header having an index =1 (NOTE 4)
(NOTE 1)
Redirection 2"d hj-entry of History-Info hi-targeted-to-uri:
number header field having an index =
1.1
Nature of "national (significant) number"  |hi-targeted-to-uri Add CC (of the country where
address the MGCF is located) to
indicator Redirection number Address
Signals to construct E.164
number in URI.
"international number" hi-targeted-to-uri Map complete Redirection
number Address Signals to
E.164 number in URI.
Address If NOA is "national (significant) |hi-targeted-to-uri Addr-spec
Signals number" then the format of the "+" CC NDC SN mapped to
Address Signals is: userinfo portion of SIP URI
NDC + SN (NOTE 3)
If NOA is "international number" Add "user=phone".
then the format of the Address
Signals is:
CC + NDC + SN
Call diversion  [Redirecting Reason Reason "headers" component |Cause parameter value
information Unknown as defined in 404
Unconditional IETF RFC 7044 [91] with 302
User busy cause parameter in the 486
No reply penultimate hi-entry 408
Deflection immediate response (NOTE 2) 302
Deflection during alerting 302
Mobile subscriber not reachable 503
Notification subscription Privacy "headers" component
options associated with Redirection
unknown number hi-targeted-to-uri Escaped Privacy value is set
(NOTE 2) according to the rules of
TS 24.604 [60] clause 4.5.2.6.4
item ¢
presentation not allowed A 181 Call is Being Forwarded
shall not be sent
presentation allowed with Escaped Privacy value is set
redirection number according to the rules of
TS 24.604 [60] clause 4.5.2.6.4
item ¢
presentation allowed without Escaped Privacy value is set
redirection number according to the rules of
TS 24.604 [60] clause 4.5.2.6.4
item ¢
NOTE 1: Itis necessary to create two History-Info header entries to carry both Redirection number and Call
diversion information. Since the original called number is not available from the ISUP message a hi-
targeted-to-uri set to an "Unknown User Identity" is included in the first entry. Only two entries are
provided because the number of diversions is not available.
NOTE 2: Needs to be stored for a possible inclusion into subsequent messages.
NOTE 3: Used URI scheme shall be SIP URI. The Reason "headers" component with a cause parameter cannot
be added if hi-targeted-to-uri is a tel URI.
NOTE 4: The "History-Info" header field may contain an "Unknown User Identity”. An "Unknown User Identity"
includes information that does not point to the served user and indicates that the user's identity is unknown. The
encoding of the "Unknown User Identity" shall be as defined in 3GPP TS 23.003 [74].
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Table 7.4.6.3.3.5 addresses two separate conditions: the CPG message is received from the diverting exchange in which
case the Call diversion information parameter isincluded; and the CPG message is received from the diverted-to
exchange in which case the Call diversion information parameter is not included. Interworking for both conditionsis
shown.
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Table 7.4.6.3.3.5: Mapping of CPG > 180 (Ringing) response

ISUP Parameter Derived value of SIP component Value
parameter field
Event information Alerting
Event Indicator
15t hi-entry of History-Info Unknown User Identity
header having anindex=1 |(NOTE 3)
(NOTE 1)
Call diversion information Redirecting Reason |Reason "headers" Cause parameter value
Unknown component as defined in 404
Unconditional IETF RFC 7044 [91] with 302
User busy cause parameter in the 486
No reply penultimate hi-entry 2408
Deflection immediate (NOTE 2) 302
response
Deflection during 302
alerting
Mobile subscriber not 503
reachable
Notification Privacy "headers"
subscription options |component associated with
unknown Redirection number hi- Escaped Privacy value is set
targeted-to-uri according to the rules of
(NOTE 2) TS 24.604 [60]
clause 4.5.2.6.4 item c
presentation not The 180 (Ringing) response
allowed shall be sent without the the
History-Info header field
included
presentation allowed Escaped Privacy value is set
with redirection number according to the rules of
TS 24.604 [60]
clause 4.5.2.6.4 item c
presentation allowed Escaped Privacy value is set
without redirection according to the rules of
number TS 24.604 [60]
clause 4.5.2.6.4 item c
Redirection number 2" hi-entry of History-Info See table 7.4.6.3.3.3
header field having an index
=1.1
If no Call diversion Reason "headers" Value stored from a previous
information parameter is component as defined in received ACM or CPG. See
present IETF RFC 7044 [91] with tables 7.4.6.3.3.3 and
cause parameter in the 7.4.6.3.3.4
penultimate hi-entry
Privacy "headers" Value stored from a previous
component associated with  received ACM or CPG. See
Redirection number hi- tables 7.4.6.3.3.3 and
targeted-to-uri 7.4.6.3.3.4
Redirection number See table 7.4.6.3.3.2
restriction
NOTE 1: Itis necessary to create two History-Info header entries to carry both Redirection number and
Redirecting reason. Since the original called number is not available from the ISUP message a hi-
targeted-to-uri set to an "Unknown User Identity" is included in the first entry. Only two entries are
provided because the number of diversions is not available.
NOTE 2: Needs to be stored for a possible inclusion into subsequent messages.
NOTE 3: The "History-Info" header field may contain an "Unknown User Identity". An "Unknown User Identity"
includes information that does not point to the served user and indicates that the user's identity is
unknown. The encoding of the "Unknown User Identity" shall be as defined in 3GPP TS 23.003 [74].
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Table 7.4.6.3.3.6: Mapping of ANM > 200 (OK) response (to INVITE request)

Derived value of
parameter field

ISUP Parameter

SIP component

Value

15t hi-entry of History-Info
header having an index = 1
(NOTE 1)

Unknown User Identity
(NOTE 2)

Redirection number

24 hi-entry of History-Info
header field having an index
=11

See table 7.4.6.3.3.3

Reason "headers"
component as defined in
IETF RFC 7044 [91] with

Value stored from a
previously received ACM or
CPG. See tables 7.4.6.3.3.3

cause parameter in the and 7.4.6.3.3.4

penultimate hi-entry

Redirection number See table 7.4.6.3.3.2
restriction

NOTE 1:

It is necessary to create two hi-entries of History-Info header field to carry both Redirection number and
Redirecting reason. Since the original called number is not available from the ISUP message a hi-
targeted-to-uri set to an "Unknown User Identity" is included in the first entry. Only two entries are
provided because the number of diversions is not available.

NOTE 2: The "History-Info" header field may contain an "Unknown User Identity”. An "Unknown User Identity"
includes information that does not point to the served user and indicates that the user's identity is
unknown. The encoding of the "Unknown User Identity" shall be as defined in 3GPP TS 23.003 [74].
7.4.7 Void
7.4.8 Explicit Call Transfer (ECT)

When the MGCF receives a FAC message with Generic notification indicator coded as "Call transfer active" or "call
transfer derting" and a CPG with Generic notification indicator coded as "Remote hold" was received previously for the
current communication, the action described in table 24be applies. In al other cases the actions of the MGCF at the
ISUP/BICC side are described in ITU-T Recommendation Q.732.7 [42] under the clause "Interactions with other
networks'.

Table 24be: Mapping between ISUP and SIP for the Explicit Communication Transfer supplementary
service

ISUP message
FAC with a "call transfer, active" or "call
transfer, alerting" Generic notification
indicator

Mapping
As described for CPG message with a "remote retrieval" Generic notification
indicator in Clause 7.4.10.2

7.4.9 Call Waiting

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Q.733.1 [42] under the clause "Interactions
with other networks".

7.4.10 CallHold
The service isinterworked asindicated in 3GPP TS 23.228 [12].

7.4.10.1
The IMS network makes a hold request by sending an UPDATE or re-INVITE request containing an SDP offer with:

Session hold initiated from the IM CN subsystem side

- an'"a=inactive" SDP attribute if the stream was a"recvonly" media stream; or
- an"a=sendonly" SDP attribute if the stream was a "sendrecv' media stream.

Upon receipt of the hold request from the IMS network, the MGCF shall send a CPG message to the CS side with a
"remote hold" Generic notification indicator. Towards the IMS network the MGCF shall send a 200 OK final response
containing an SDP answer with:
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- an"a=inactive"' SDP attribute if the received SDP offer contained an "a=inactive" SDP attribute; or
- an"a=recvonly" SDP attribute if the received SDP offer contained an "a=sendonly" SDP attribute.

To resume the session, the IM S network sends an UPDATE or re-INVITE request containing an SDP offer with:
- an"a=recvonly" SDP attribute if the stream was an "inactive" media stream; or

- an"a=sendrecv' SDP attribute or without any direction SDP attribute (“a=sendrecv", "a=recvonly",
"a=sendonly", "a=inactive") if the stream was a"sendonly" media stream.

Upon receipt of the resume request from the IMS network, the MGCF shall send a CPG message to the CS side with a
"remove retrieval" Generic notification indicator. Towards the IMS network the MGCF shall send a 200 OK final
response containing an SDP answer with:

- an"a=sendonly" SDP attribute if the received SDP offer contained an "a=recvonly" SDP attribute; or

- an"a=sendrecv' SDP attribute or without any direction SDP attribute (“a=sendrecv", "a=recvonly",
"a=sendonly", "a=inactive") if the received SDP offer contained an "a=sendrecv"' SDP attribute.

However, the I-MGCF shall not send a CPG message upon reception of SDP offer containing "a=inactive" SDP
attribute within an initial INVITE request establishing a new SIP dial ogue and upon reception of the first subsequent
SDP offer activating those media.

The user plane interworking of the hold/resume request is described in the clause 9.2.9.

MGCF

1. SIP: UPDATE [SDP, a=sendonly/
inactive]

A

2. BICC/ISUP: CPG (Hold)

A

3. SIP: 200 OK [SDP]

v

4. SIP: UPDATE [SDP, a=sendrecv/
recvonly]

5. BICC/ISUP: CPG (Retrieve)

A

6. SIP: 200 OK [SDP]

A\ 4

Figure 30a: Session hold/resume initiated from the IM CN subsystem side

7.4.10.2 Session hold initiated from the CS network side

If an MGCEF receives a CPG message with a"remote hold" Generic notification indicator and thereis no dialog
established towards the IMS UE the MGCF shall send, when the first diadog is established, an UPDATE or re-INVITE
request containing an SDP offer with:

- an"a=sendonly" SDP attribute if the stream on this dialog was a "sendrecv' media stream; or

- an"a=inactive" SDP attribute if the stream on this dialog was a"recvonly" media stream,
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NOTE 1. If amediastream directionality towards the IMS UE was "sendonly" or "inactive" acall hold request is
not interworked.

as described in IETF RFC 3264 [36]. For an early dialog an UPDATE request shall be used.

When an MGCF receives a CPG message with a'"remote hold" Generic notification indicator and the media on the IMS
side are "sendrecv" or "recvonly”, the MGCF shall forward the hold request by sending an UPDATE request on the
early dialog which was last established containing an SDP offer with:

- an"a=sendonly" SDP attribute if the stream on this dialog was a "sendrecv' media stream;" or
- an"a=inactive" SDP attribute” if the stream on this dialog was a " recvonly" media stream,

NOTE 2: If amediastream directionality towards the IMS UE was "sendonly" or "inactive" acall hold request is
not interworked.

as described in IETF RFC 3264 [36].

If an additional early dialog is established during the "remote hold" condition the MGCF shall send on this new dialog
an UPDATE request containing an SDP offer with an "a=sendonly” or an "a=inactive" SDP attribute, depending on
media stream directionality on this dia og, as described above.

If an UPDATE request with an SDP offer is received on one of the early dialogs for acall in the "remote hold"
condition the MGCEF shall send an appropriate SDP answer. If the MGCF had not invoked a call hold service towards
the IMS on that dialog before, the MGCF shall then send a new UPDATE request including an SDP offer with an
"a=sendonly" or an "a=inactive" SDP attribute, depending on media stream directionality on this dial og, as described
above.

If an MGCEF receives a200 OK (INVITE) response on an early dialog for the call in a"remote hold" condition and if
the MGCF on the dialog where 200 OK (INVITE) response was received had not invoked acall hold service before, the
MGCEF shall send an UPDATE or re-INVITE request (according to implementation option) containing an SDP offer
with an "a=sendonly" or an "a=inactive" SDP attribute, depending on media stream directionality on this dialog, as
described above. If the Contact header field of the received 200 OK (INVITE) response contained an "isfocus' media
feature tag, defined in IETF RFC 3840 [135], the MGCF shall order the IM-MGW to disconnect the media towards the
IMS.

If the MGCEF receives a CPG with Generic Notification Indicator "remote hold" and there is a confirmed dialog on IMS
side then the MGCF shall send a SIP re-INVITE or UPDATE request (according to implementation option) containing
an SDP offer with an "a=sendonly" or an "a=inactive" SDP attribute, depending on media stream directionality on this
dialog, as described above.

If the MGCEF receives a CPG with a Generic Notification Indicator "remote retrieval” and thereis an early dialog on
IMS side then a SIP UPDATE request containing an SDP offer with:

- an"a=recvonly" SDP attribute if the stream was an "inactive" media stream; or

- an"a=sendrecv' SDP attribute or without any direction SDP attribute ("a=sendrecv", "a=recvonly”,
"a=sendonly", "a=inactive") if the stream was a"sendonly" media stream,

shall be sent if the call hold service had been invoked on this early dialog before. For each subsequent early dialog for
which the MGCEF receives an 18x response or an UPDATE request with an SDP offer, the MGCF shall send a SIP
UPDATE request with the SDP offer indicating call retrieval (as described above) after a possible SDP answer to the
SDP offer, if that dialog had received a call hold indication before.

If the MGCEF receives a CPG with Generic Notification Indicator "remote retrieval" and there is a confirmed dialog on
IMS side then a SIP re-INVITE or UPDATE request (according to implementation option) containing an SDP offer
with:

- an"a=recvonly" SDP attribute if the stream was an "inactive" media stream; or
- an"a=sendrecv' SDP attribute if the stream was a "sendonly" media stream,
shall be sent for this dialog only if the call hold service had been invoked for this dialog before.

If link alivenessinformation is required at the IM-MGW while the media are on hold, and RTCP was previousy
disabled the MGCF should provide modified SDP RR and RS bandwidth modifiers specified in IETF RFC 3556 [59]
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within the UPDATE or re-INVITE request holding and retrieving the media to temporarily enable RTCP while the
media are on hold, as detailed in clause 7.3.1 of 3GPP TS 26.114 [104]. If no link alivenessinformation is required at
the IM-MGW or RTCP was previously enabled, the MGCF should provide the SDP RR and RS bandwidth modifiers
previously used.

The interworking does not impact the user plane with the following exceptions:
- the MGCEF provides modified SDP RR and RS bandwidth modifiers within the UPDATE or re-INVITE request;
- the Contact header of the IMS remote party contains the "isfocus' media feature tag; or
- the MGCF hasidentified a speech call asan "ICS call" as specified in clause 7.2.3.1.2.12 or in clause 7.2.3.2.7a.

If the MGCF provides modified SDP RR and RS bandwidth modifiers to the IMS side, the MGCF shall aso provide
modified SDP RR and RS bandwidths to the IM-MGW, as described in the clause 9.2.10.

If thereis aconfirmed dialog on the IMS side for which the MGCF received the Contact header of the IMS remote
party (intheinitial INVITE request or in the 200 OK (INVITE) response) with the "isfocus' media feature tag, defined
in IETF RFC 3840 [135], then upon reception of the CPG message with:

- a'"remote hold" Generic notification indicator the MGCF shall request the IM-MGW to suspend sending media
towards the IMS side; or

- a"remoteretrieval" Generic notification indicator the MGCF shall request the IM-MGW to re-establish
communication towards the IMS network if the MGCF requested the IM-MGW to suspend sending media on the
"remote hold" request,

prior to sending of the UPDATE or re-INVITE regquest to the IMS side.

NOTE 3: If aparticipant of aconference invokes a hold request, it is not desirable to provide an announcement to
the conference.

For a speech call that isidentified asthe "ICS call", upon reception of the CPG message with:

- a'"remote hold" Generic notification indicator the MGCF shall request the IM-MGW to suspend sending media
towards the IMS side; or

- a'"remote retrieval" Generic notification indicator the MGCF shall request the IM-MGW to re-establish
communication towards the IMS network if the MGCF requested the IM-MGW to suspend sending media on the
"remote hold" request,

prior to sending of the UPDATE or re-INVITE request to the IMS side.
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MGCF

1. BICC/ISUP: CPG (Hold)

2. SIP: UPDATE [SDP, a=sendonly/
inactive]

v

3. SIP: 200 OK [SDP]

4. BICC/ISUP: CPG (Retrieve)

5. SIP: UPDATE [SDP, a=sendrecv/
recvonly]

A\ 4

6. SIP; 200 OK [SDP]

A

Figure 30b: Session hold/resume initiated from the CS network side

7.4.11 Call Completion on busy subscriber

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.733.3 [42] under the
clause "I nteractions with other networks".

7.4.12 Completion of Calls on No Reply (CCNR)

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.733.5 [42] under the
clause "Interactions with other networks'.

7.4.13 Terminal Portability (TP)
Terminal Portability is defined as an ISUP supplementary service within ITU-T Rec. Q.733.4. [42].

A Suspend message containing the Suspend/Resume indicators set to "ISDN subscriber initiated" shall be treated like a
CPG with "remote hold" in Clause 7.4.10 Resume message containing the Suspend/Resume indicators set to "1SDN
subscriber initiated" shall be treated like a CPG with "remote retrieval" in Clause 7.4.10.

7.4.14 Conference calling (CONF) / Three-Party Service (3PTY)

The default behaviour of the MGCF at the ISUP/BICC side is described in ITU-T Recommendation Q.734.1[42] under
the clause "Interactions with other networks". In addition, the MGCF may apply the interworking from ISUP to SIP
described in Table 24aa.

Alternatively, the MGCF may apply the interworking to the Conference supplementary service described in
clause 7.5.6.
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Table 24aa: Mapping between ISUP and SIP for the Conference Calling (CONF) and Three-Party
Service (3PTY) supplementary service

ISUP message Mapping

CPG with a "Conference established" As described for CPG message with a "remote retrieval" Generic
Generic notification indicator notification indicator in Clause 7.4.10.2

CPG with a "Conference disconnected" |As described for CPG message with a "remote retrieval" Generic
Generic notification indicator notification indicator in Clause 7.4.10.2

CPG with an "isolated" Generic As described for CPG message with a "remote hold" Generic notification
notification indicator indicator in Clause 7.4.10.2

CPG with a "reattached" Generic As described for CPG message with a "remote retrieval" Generic
natification indicator notification indicator in Clause 7.4.10.2
7.4.15 Void

7.4.16 Closed User Group (CUG)

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.735.1[42] under the
clause 1.5.2.4.2 "Exceptional procedures'.

7.4.17 Multi-Level Precedence and Pre-emption (MLPP)

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.735.3 [42] under the
clause "I nteractions with other networks".

7.4.18 Global Virtual Network Service (GVNS)

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.735.6 [42] under the
clause "Interactions with other networks'.

7.4.19 International telecommunication charge card (ITCC)

An International Telecommunication charge card call isabasic call and no additional treatment is required by the
MGCF.

7.4.20 Reverse charging (REV)

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.736.3 [42] under the
clause "I nteractions with other networks".

7.4.21 User-to-User Signalling (UUS)
7.4.21.0 General

Procedures for the ISDN supplementary service "User-to-user signaling” are specified in ITU-T
Recommendation Q.737.1 [42].

7.4.21.1 User-to-User Signalling (UUS) service 1 (implicit)
7.4.21.1.0 General

The coding of the User-user information element is described within ITU-T Recommendation Q.931 [149]. The User-
user information element is carried within the ISDN user part parameter user-to-user information, as defined in ITU-T
Recommendation Q.763 [4]. The User-to-User header field is defined within IETF RFC 7433 [99]. A package for
interworking user-to-user information with the ISDN is defined by IETF RFC 7434 [99A].

7.4.21.1.1 Void
7.4.21.1.2 User-to-user information Interworking from SIP to ISUP

On thereceipt of a User-to-User header field with the "purpose” header field parameter set to "isdn-uui*, or a User-to-
User header field without a " purpose” parameter, with "encoding" header field parameter set to "hex" or without an
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"encoding" parameter, with "content” header field parameter set to "isdn-uui" or without a "content” parameter, that is
valid as defined by IETF RFC 7434 [99A], the MGCF shall map the content of the "uui-data” field to the "protocol
discriminator" and "user information" parameters of the User-user information element.

The "length of user-user contents" parameter shall be set by the MGCF according to the normal procedures.

The MGCF maps the messages transporting the user-to-user information according to the normal interworking
procedures (see table 24ab).

Table 24ab: Mapping of the User-to-User header field to the ISUP user-to-user information parameter

SIP parameter 2> - ISUP parameter
SIP header field Source component ISUP ISUP parameter field
value parameter
name
User-to-User uui-data User-to-user Protocol discriminator and user
information
7.4.21.1.3 User-to-user information Interworking from ISUP to SIP

On the receipt of the user-to-user information parameter the MGCF shall map the protocol discriminator and user
information parameter fieldsto the uui-datafield of the User-to-User header field (see table 24ac).

If sent, the "purpose”, "content" and "encoding” header field parameters are not mapped and are set in accordance with
IETF RFC 7434 [99A]

The MGCF maps the messages transporting the user-to-user information parameters according to the normal
interworking procedures.

Table 24ac: Mapping of the ISUP user-to-user information parameter to the User-to-User header field

- ISUP parameter - SIP parameter
ISUP parameter ISUP parameter field SIP header field Source component
name value
User-to-user Protocol discriminator and user information | User-to-User uui-data (NOTE)
NOTE: The MGCF shall always send uui-data as a token (see IETF RFC 7433 [99]). The letters used for the hex
digits shall always be capital form.

7.4.21.2 User-to-User Signalling (UUS) service 1 (explicit)

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.737.1 [42] under the
clause "Interaction with other networks".

7.4.21.3 User-to-User Signalling (UUS) service 2 (explicit)

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.737.1 [42] under the
clause "Interaction with other networks".

7.4.21.4 User-to-User Signalling (UUS) service 3 (explicit)

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.737.1 [42] under the
clause "Interaction with other networks".

7.4.22 Multiple Subscriber Number (MSN)

A MSN call isabasic call and no additional treatment is required by the MGCF.
7.4.23 Anonymous Call rejection

7.4.23.0 General

The Anonymous Call rejection (ACR) supplementary service in the CS domain is described within
3GPP TS 23.088[134]. The ETSI ACR serviceis described within ETSI EN 300 356-21 [ 71].
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7.4.23.1 ISUP-SIP protocol interworking at the I-MGCF

If ISUP Cause Value field in the ISUP REL includes Cause Value 24 "call rejected due to feature at the destination”
the I-MGCF shall map thisto a433 (Anonymity Disallowed) SIP response code as described in RFC 5079 [77].

7.4.23.2 SIP-ISUP protocol interworking at the O-MGCF

SIP response code 433 (Anonymity Disallowed) shall be mapped to the ISUP Cause Value field 24 "call rejected due to
feature at the destination™ in the ISUP REL.

7.4.24 Customized Alerting Tones (CAT) in the 3GPP CS domain
The Customized Alerting Tones (CAT) in the 3GPP CS domain service is described in 3GPP TS 23.205 [27].

To pass CAT early media from the CS network towards the IM CN subsystem, no special interworking procedures
beyond basic call at the I-MGCF are reguired. The procedure to supply the "P-Early-Media" header field is described in
clause 7.2.3.1.4, clause 7.2.3.1.4A and clause 7.2.3.1.4B.

7.5 IMS Supplementary Services

The following clauses describe the MGCF behaviour related to supplementary services asdefined in ITU-T
Recommendations Q.730 to ITU-T Q.737 [42] when interworking with an IMS which uses a M ultimedia Telephony
Application Server (MTAS) providing supplementary services according to 3GPP TS 24.173[88]. The support of the
related proceduresis optional.

7.5.1 Originating Identification Presentation (OIP) and Originating
Identification Restriction (OIR)
The mapping of Originating |dentification Presentation (OIP) and Originating Identification Restriction (OIR);

supplementary service with the CLIP/CLIR PSTN/ISDN Supplementary Service is the same mapping as described in
clause 7.4.1. The Service itself is described within 3GPP TS 24.607 [63].

7.5.2 Terminating ldentification Presentation (TIP) and Terminating
Identification Restriction (TIR)

7521 General

The protocol specification of the Terminating Identification Presentation and Terminating Identification Restriction
supplementary servicesis described in 3GPP TS 24.608 [64].

The procedures for mapping of the connected number described within clause 7.4.2 shall apply.
7.5.2.2 Interworking at the O-MGCF
For the mapping of IAM to the INVITE request:

If an Optional forward call indicators parameter in the IAM is received where the bit H Connected line identity request
indicator is set to "requested”, then the option tag "from-change" shall be add to the Supported header field. See table
75221

Table 7.5.2.2.1: Mapping of ISUP IAM to SIP INVITE request

ISUP Parameter Derived value of parameter Source SIP header field | Source Component
field and component value
Optional forward call indicator Connected line identity request |Supported "from-change”
indicator is set to "requested"

NOTE: The presence of "from-change" enables the reception of Generic Number with Number qualifier
parameter field set to additional connected, if available. As per 3GPP TS 24.608 [64] the presence of
"from-change" tag is not a criterion for TIP service.

If aprovisiona or final response including the option tag "from-change" is received, then the O-MGCF shall:
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- if a200 (OK) response to the INVITE request is received, start timer Trir1; and

- store the 200 (OK) response, without interworking it.

Otherwise the 200 (OK) response (to the INVITE request) shall be mapped as described in clause 7.2.3.2.7a.

If an UPDATE request is received containing a changed From header field before the timer TTIR1 expired, then the

O-MGCEF shall:

- StOp timer TT|R1;

- map the From header field received in the UPDATE request to the Generic number in the ANM as shown in
table 7.5.2.2.2 and table 7.5.2.2.3;

- if the UPDATE request includes a P-Asserted-1dentity header field that is different from the one within the
stored 200 (OK) response, the latest received P-Asserted-1dentity header field shall be mapped to the connected
number as described table 24; and

- map the parameters needed to be mapped of the stored 200 (OK) responseto an ANM as described in
clause 7.4.2.2.3, modified by the changed mapping steps of the From and P-Asserted-Identity header fields.

When Trir1 expires, then the stored 200 (OK) response (to the INVITE request) response shall be mapped as described

inclause 7.4.2.2.3.

Table 7.5.2.2.2: Mapping of SIP UPDATE request to ISUP ANM/CON

ANM/CON

UPDATE

Generic number

From header field

Table 7.5.2.2.3: Mapping of SIP From header field to ISUP Generic Number
("additional connected number") parameter

Source SIP header
field and component

Source
component
value

Generic Number parameter

field

Derived value of parameter field

Number Qualifier Indicator

"additional connected number"

From, userinfo
component of URI
assumed to be in form
"+" CC + NDC + SN

CcC

Nature of Address Indicator

If CC is equal to the country code of the
country where I-MGCF is located AND
the next ISUP node is located in the
same country, then set to "national
(significant) number" else set to
"international number"

Number Incomplete Indicator

"complete"

Numbering Plan Indicator

"ISDN (Telephony) numbering plan
(Recommendation E.164)"

Privacy, priv-value

Privacy header

Address Presentation

"presentation allowed"

component assumed to
be in form
"+" CC + NDC + SN

component field absent Restricted Indicator (APRI)
"none" "presentation allowed"
"header" "presentation allowed"
"user" "presentation restricted"
"id" "presentation allowed"
- - Screening Indicator "user provided, not verified"
From, userinfo CC, NDC, SN Address Signals If NOA is "national (significant) number"

then set to

NDC + SN.

If NOA is "international number"
then set to CC + NDC + SN

7.5.2.3

For the mapping of INVITE request to |AM:

Interworking at the I-MGCF

- the bit H Connected line identity request indicator of the Optional forward call indicators parameter in the IAM
shall be set to "requested”.
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Table 7.5.2.3.1: Void

If areceived ISUP ANM includes an | SUP Generic Number (“additional connected number") parameter, then the
I-MGCF shall send a 200 (OK) response (to the INVITE request) including an option tag "from-change" If the initia
INVITE was received and the Supported header field contains the "from-change" tag, the 200 (OK) responseis
followed by an UPDATE reguest, containing the "additional connected number" copied into the From header field as
shown in table 7.5.2.3.2.

The To header field of the UPDATE request is derived from the P-Asserted-Identity header field received within the
initial INVITE request.

Table 7.5.2.3.2: Mapping of ANM Generic Number ("additional connected number")
to SIP From header field in a SIP UPDATE request

ISUP
Parameter/field

Value

SIP component

Value

Generic Number
Number Qualifier
Indicator

"additional connected
number"

From header field

display-name (optional) and addr-spec

Nature of Address
Indicator

"national (significant)
number"

Addr-spec

"international number"

Add "+" CC (of the country where the
IWU is located) to Generic Number
Address Signals then map to user
portion of URI scheme used

Map complete Generic Number Address
Signals used prefixed with a "+" to user
portion of URI scheme used

Address
Presentation
restriction indicator

"presentation allowed"

"presentation restricted"

No Privacy header field or not "user"
"user"

(APRI)

Address Signals if NOA is "national Display-name display-name shall be mapped from
(significant) number" then (optional) Address Signals, if network policy allows
the format of the address it
signals is: Addr-spec "+" CC NDC SN mapped to user portion
NDC + SN of URI scheme used
If NOA is "international
number"

then the format of the
address signals is:
CC + NDC + SN

A received connected number in an ANM shall be mapped to the P-Asserted-I dentity header field as shown in table 21
of the UPDATE request.

7.5.2.4 Timer
Table 7.5.2.4.1 TIR timer definition
Symbol Timeout Cause for initiation Normal At expiry
value termination
Trr1 100 - 2000 milliseconds On receipt of provisional or final |At the receipt of [map the received 2000K
(default 100 milliseconds) |response including the option an UPDATE to an ANM
tag "from-change"
7.5.3 void
7.5.4 Communication Diversion (CDIV)
7.54.1 General

The protocol specification of the Communication Diversion supplementary service is described in
3GPP TS 24.604 [60]. The mapping of Communication Diversion supplementary service with Call Diversion services
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PSTN/ISDN supplementary service including the mapping of the optional History-Info header field as defined in
IETF RFC 7044 [91] is described.

The hi-target-param "mp" header field parameter as defined in IETF RFC 7044 [91] indicates that the target of the

Request-URI was changed.

In case of interworking with networks which do not provide any notification of the communication diversion or

communication redirection information (e.g. redirection counter) in the signalling system, the communication continues

according to the basic call procedures.

In case of interworking with networks not supporting IETF RFC 7044 [91] the "mp" header field parameter may not

appear.
7.5.4.2

7.54.2.1

General

Interworking at the O-MGCF

For the mapping of IAM to the INVITE request no additional procedures beyond the basic call and interworking
procedures are needed unless Call Diversion services within the | SUP Network appeared as described in

clause 7.5.4.2.2.

With regard to the backward messages the following mapping is valid.

Table 7.5.4.2.1.1: Mapping of SIP messages to ISUP messages

<—Message sent to ISUP

«—Message Received from SIP

ACM indicating call forwarding

181 (Call Is Being Forwarded) response

See table 7.5.4.2.1.6

CPG indicating call forwarding (see NOTE)

181 (Call Is Being Forwarded) response

See table 7.5.4.2.1.7

ACM indicating ringing

180 (Ringing) response

See table 7.5.4.2.1.8

CPG indicating alerting (see NOTE)

180 (Ringing) response

See table 7.5.4.2.1.9

ANM 200 (OK) response See table 7.5.4.2.1.10
CON 200 (OK) response (Neither a 181 (Call |See table 7.5.4.2.1.10
Is Being Forwarded) response nor a 180
(Ringing) response was received)
NOTE: A CPG will be sent if an ACM was already sent.

Table 7.5.4.2.1.2: Mapping of History-Info header field to ISUP Redirection number

of the hi-targeted-to-uri is
assumed to be in form

Source SIP header field Source Redirection number Derived value of parameter field
and component Component
value
hi-targeted-to-uri of the last |CC Nature of address indicator |If CC is equal to the country code of the
History-Info hi-entry country where O-MGCF is located AND
containing a "cause" URI the next ISUP node is located in the
parameter, as defined in same country, then set to “national
IETF RFC 4458 [113)]. (significant) number” else set to
(NOTE 2) “international number”.
The global number portion [CC, NDC, SN |Address signals If NOA is “national (significant) number”

then set to NDC + SN.
If NOA is “international number”

number”.
NOTE 2:

“+" CC + NDC + then set to CC + NDC + SN.
SN.(NOTE 1)
NOTE 1: If the SIP URI doesn't contain “user=phone”, mapping to redirection number is impossible, therefore no

need to generate Redirection number and Redirection number restriction parameter (per table
7.5.4.2.1.3), Notification subscription options can’t be set as “presentation allowed with redirection

The hi-target-param parameter set to "mp" as defined in IETF RFC 7044 [91] indicates that the target of
the Request-URI was changed and appears in this hi-targeted-to-uri. In case of interworking with
networks not supporting IETF RFC 7044 [91] the "mp" header field parameter may not appear.
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Table 7.5.4.2.1.3: Mapping of History-Info header field to ISUP Redirection number restriction

Source SIP header field
and component

Source Component value

Redirection number
restriction

Derived value of
parameter field

Privacy "headers"
component of the hi-
targeted-to-uri or/and
Privacy header field

“history” or “session” or “header”

Privacy "headers" component of |indicator
the hi-targeted-to-uri and

Privacy header field absent

or “none”

Presentation restricted

“Presentation restricted”

“Presentation allowed” or
absent

Table 7.5.4.2.1.4: Mapping of hi-targeted-to-uri to ISUP Call diversion information

Source SIP header field Source Component Call diversion Derived value of parameter field
and component value information

Privacy "headers" Notification If the priv-value “history” or “session” or

component of the hi- subscription “header” is received within the Privacy

targeted-to-uri or/and options header field or the priv-value "history" is

Privacy header field received within the "headers"
component of the hi-targeted-to-uri
representing the diverting URI(s) and
within the hi-targeted-to-uri representing
diverted-to URI then “presentation not
allowed” shall be set.
Otherwise, if the priv-value “history” is
received only within the "headers"
component of the hi-targeted-to-uri
representing the diverted-to URI then
“presentation allowed without redirection
number” shall be set. (NOTE 1,
NOTE 2)
Otherwise, "presentation allowed with
redirection number" shall be set.

"cause" URI parameter, as |Cause value Redirecting

defined in IETF RFC 404 reason Unknown

4458 [113] of the last 302 Unconditional

HiStOry-lnfO hl-entl’y 486 User busy

containing hi-targeted-to-uri [zp0g No reply

with "cause” URI 480 Deflection immediate response

parameter. (NOTE 3) 503 Mobile subscriber not reachable

487 Deflection during alerting

NOTE 2:

NOTE 3:

NOTE 1: diverting URI corresponds to the hi-targeted-to-uri of the hi-entry containing a hi-index value that match
the "mp" header field parameter value of the diverted-to URI. If the diverted-to URI does not contain the
"mp" header field parameter, the diverting URI corresponds to the hi-targeted-to-uri of the hi-entry
before the last hi-entry containing "cause" URI parameter.
diverted-to URI corresponds to the hi-targeted-to-uri of the last hi-entry containing "cause" URI
parameter and is mapped to the Redirection number, see table 7.5.4.2.1.2.

The hi-target-param parameter set to "mp" as defined in IETF RFC 7044 [91] indicates that the target of
the Request-URI was changed and appears in this hi-targeted-to-uri. In case of interworking with
networks not supporting IETF RFC 7044 [91] the "mp" header field parameter may not appear.
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Table 7.5.4.2.1.5: Void

Table 7.5.4.2.1.6: Mapping of 181 (Call Is Being Forwarded) - ACM if no ACM was sent before

Source SIP header field Source Component ISUP Parameter Derived value of parameter
and component value field
181 (Call Is Being ACM
Forwarded)

Generic notification indicator |Call is diverting
Notification indicator

History-Info header field See table 7.5.4.2.1.2 Redirection number See table 7.5.4.2.1.2
Privacy "headers" See table 7.5.4.2.1.3 Redirection number See table 7.5.4.2.1.3
component of the hi- restriction

targeted-to-uri or/and
Privacy header field

Privacy "headers" See table 7.5.4.2.1.4  |Call diversion information See table 7.5.4.2.1.4
component of the hi- Notification subscription
targeted-to-uri or/and options

Privacy header field
hi-targeted-to-uri; "cause" |See table 7.5.4.2.1.4 Call diversion information See table 7.5.4.2.1.4
URI parameter as defined Redirecting reason
in IETF RFC 4458 [113] of
the last History-Info hi-entry
containing such "cause"
URI parameter. (NOTE)
NOTE: The hi-target-param parameter set to "mp" as defined in IETF RFC 7044 [91] indicates that the target of
the Request-URI was changed and appears in this hi-targeted-to-uri. In case of interworking with
networks not supporting IETF RFC 7044 [91] the "mp" header field parameter may not appear.
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Table 7.5.4.2.1.7: Mapping of 181 (Call Is Being Forwarded)-> CPG if ACM was already sent

Source SIP header field
and component

Source Component
value

ISUP Parameter

Derived value of parameter
field

181 (Call Is Being
Forwarded) response

CPG

Generic notification indicator
Notification indicator

Call is diverting

"cause" URI parameter, as
defined in

IETF RFC 4458 [113] of
the last History-Info hi-entry
containing hi-targeted-to-uri
with "cause" URI
parameter. (NOTE 2)

486

408 (see NOTE 1)

302

Any other value, or if
appropriate "national
use" value (CFB,
CFNR or CFU) is not
used in a network. or if
no agreement exists
between operators to
use these values, or if
no hi-targeted-to-uri
with "cause" URI
parameter is contained
in the SIP 181.

Event information
Event indicator

CFB (national use)

CFNR (national use)

CFU (national use)

PROGRESS

History-Info header field

See table 7.5.4.2.1.2

Redirection number

See table 7.5.4.2.1.2

Privacy "headers"
component of the hi-
targeted-to-uri or/and
Privacy header field

See table 7.5.4.2.1.3

Redirection number
restriction

See table 7.5.4.2.1.3

Privacy "headers"
component of the hi-
targeted-to-uri or/and
Privacy header field

See table 7.5.4.2.1.4

Call diversion information
Notification subscription
options

See table 7.5.4.2.1.4

hi-targeted-to-uri; "cause"
URI parameter, as defined
in IETF RFC 4458 [113] of
the last History-Info hi-entry
containing such "cause"
URI parameter. (NOTE 2)

See table 7.5.4.2.1.4

Call diversion information
Redirecting reason

See table 7.5.4.2.1.4

NOTE 1:
NOTE 2:

This appears in the cases of CFNR.
The hi-target-param parameter set to "mp" as defined in IETF RFC 7044 [91] indicates that the target of
the Request-URI was changed and appears in this hi-targeted-to-uri. In case of interworking with
networks not supporting IETF RFC 7044 [91] the "mp" header field parameter may not appear.
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Table 7.5.4.2.1.8: Mapping of 180 (Ringing) > ACM if no ACM was sent before

Source SIP header field
and component

Source Component
value

ISUP Parameter

Derived value of parameter
field

180 (Ringing) response

ACM

History-Info header field

If hi-targeted-to-uri of at
least one History-Info
hi-entry contains a
"cause" URI

parameter, as defined
in IETF RFC 4458
[113].

Generic notification indicator
Notification indicator

Call is diverting

History-Info header field

See table 7.5.4.2.1.2

Redirection number
(NOTE 1)

See table 7.5.4.2.1.2

Privacy "headers"
component of the hi-
targeted-to-uri or/and
Privacy header field

See table 7.5.4.2.1.3

Redirection number
restriction (NOTE 1)

See table 7.5.4.2.1.3

Privacy "headers"
component of the hi-
targeted-to-uri or/and
Privacy header field

See table 7.5.4.2.1.4

Call diversion information
Notification subscription
options (NOTE 1)

See table 7.5.4.2.1.4

hi-targeted-to-uri; "cause"
URI parameter, as defined
in IETF RFC 4458 [113] of
the last History-Info hi-entry
containing such "cause"
URI parameter. (NOTE 2)

See table 7.5.4.2.1.4

Call diversion information
Redirecting reason
(NOTE 1)

See table 7.5.4.2.1.4

NOTE 1:

NOTE 2:

Parameter shall only be supplied if hi-targeted-to-uri of at least one History-Info hi-entry contains a
"cause" URI parameter, as defined in IETF RFC 4458 [113].
The hi-target-param parameter set to "mp" as defined in IETF RFC 7044 [91] indicates that the target of
the Request-URI was changed and appears in this hi-targeted-to-uri. In case of interworking with
networks not supporting IETF RFC 7044 [91] the "mp" header field parameter may not appear.

The mapping described within table 7.5.4.2.1.8 can only appear if the communication has already undergone a
Communications diversion in the IMS and the 180 (Ringing) isthe first provisional response sent in backward

direction.

The O-MGCF can indicate the call diversion information in the mapping of the 180 (Ringing) provisional responseto a

CPG messagein fact if the response before was a 181 (Call Is Being Forwarded).
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Table 7.5.4.2.1.9: Mapping of 180 (Ringing) > CPG if ACM was already sent

Source SIP header field
and component

Source Component
value

ISUP Parameter

Derived value of parameter
field

180 (Ringing) response

CPG

History-Info header field

If hi-targeted-to-uri of at
least one History-Info
hi-entry contains a
"cause" URI

parameter, as defined
in IETF RFC 4458
[113].

Generic notification indicator
Notification indicator

Call is diverting

Event information
Event indicator

ALERTING

History-Info header field

See table 7.5.4.2.1.2

Redirection number
(NOTE 1)

See table 7.5.4.2.1.2

Privacy "headers"
component of the hi-
targeted-to-uri or/and
Privacy header field

See table 7.5.4.2.1.3

Redirection number
restriction (NOTE 1)

See table 7.5.4.2.1.3

Privacy "headers"
component of the hi-
targeted-to-uri or/and
Privacy header field

See table 7.5.4.2.1.4

Call diversion information
Notification subscription
options (NOTE 1)

See table 7.5.4.2.1.4

hi-targeted-to-uri; "cause"
URI parameter, as defined
in IETF RFC 4458 [113] of
the last History-Info hi-entry
containing such "cause"
URI parameter. (NOTE 2)

See table 7.5.4.2.1.4

Call diversion information
Redirecting reason
(NOTE 1)

See table 7.5.4.2.1.4

NOTE 1:

NOTE 2:

Parameter shall only be supplied if hi-targeted-to-uri of at least one History-Info hi-entry contains a
"cause" URI parameter, as defined in IETF RFC 4458 [113].
The hi-target-param parameter set to "mp" as defined in IETF RFC 7044 [91] indicates that the target of
the Request-URI was changed and appears in this hi-targeted-to-uri. In case of interworking with
networks not supporting IETF RFC 7044 [91] the "mp" header field parameter may not appear.

The mapping in table 7.5.4.2.1.9 appears when a 181 (Call Is Being Forwarded) provisional response previously was
mapped to an ACM. Therefore the state machine of the O-MGCF knowsthat a CDIV isin progress.

Table 7.5.4.2.1.10: Mapping of 200 (OK) response

Source SIP header field
and component

Source Component
value

ISUP Parameter

Derived value of parameter
field

200 (OK) response

ANM/CON

History-Info header field

See table 7.5.4.2.1.2

Redirection number(NOTE)

See table 7.5.4.2.1.2

Privacy "headers"
component of the hi-
targeted-to-uri or/and
Privacy header field

See table 7.5.4.2.1.3

Redirection number
restriction

See table 7.5.4.2.1.3

NOTE:

Redirection number shall only be supplied if 200 (OK) response is mapped to ANM message.

7.5.4.2.2

The following scenario shows if a Call Diversion service appear in the ISUP/PSTN and the diverted-to number iswithin

Call Diversion within the ISUP Network appeared

the SIP network. Table 7.5.4.2.2.1 should be seen as an example.

For the mapping of 180 (Ringing) response and 200 (OK) response (to the INVITE request) to the regarding ISUP
messages and parameters no additional procedures beyond the basic call procedures are needed.

To interwork the redirecting number at the O-MGCF it can be needed to create placeholder History-Info hi-entries.
Such aHistory-Info hi-entry shall contain a hi-targeted-to-uri set to an "Unknown User Identity" (value

"sip:unknown@unknown.invalid” as defined in 3GPP TS 23.003 [74]), a"cause" URI parameter a hi-index and an
"mp" header field parameter as described within table 7.5.4.2.2.1.
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Table 7.5.4.2.2.1: Mapping of IAM to SIP INVITE request

ISUP Derived value of SIP component Value
Parameter parameter field
or |IE
IAM INVITE request
Redirecting History-Info header field IF Redirection counter exceeds 1
number hi-targeted-to-uri of the
penultimate created hi-entry
(NOTE 9)
IF Redirecting number is
available
set to the value of the
Redirecting number
ELSE
set to the Unknown User
Identity (NOTE 10)ELSE
no mapping (NOTE 8)
Nature of “national (significant) hi-targeted-to-uri Add CC (of the country where the
address number” MGCEF is located) to Redirecting
indicator: number Address Signals to construct
E.164 number in URI.
“international number” Map complete Redirecting number
Address Signals to E.164 number in
URI.
Address If NOA is “national hi-targeted-to-uri Addr-spec
Signals (significant) number” then “+” CC NDC SN mapped to userinfo
the format of the Address portion of SIP URI. (NOTE 5)
Signals is: Add "user=phone".
NDC + SN
If NOA is “international
number”
then the format of the
Address Signals is:
CC + NDC + SN
Redirecting |APRI Privacy header field that Priv-value
number “presentation restricted” corresponds to the penultimate |“history”
“presentation allowed” hi-targeted-to-uri entry in the Privacy header field absent or
History-Info header “none” (NOTE 3)
Redirection |Redirecting indicator Privacy header field that Priv-value
information  [Call diverted corresponds to the penultimate |“none” (NOTE 4)
Call diverted, all hi-targeted-to-uri entry in the “history”
redirection information History-Info header
presentation restricted

ETSI




3GPP TS 29.163 version 14.7.0 Release 14

157

ETSI TS 129 163 V14.7.0 (2018-06)

ISUP Derived value of SIP component Value
Parameter parameter field
or IE
Redirection |Redirection counter hi-index and "mp" header field [Number of diversions is shown to
information 1 parameter (NOTE 7) the number of levels in hi-index
Index for Original called number = 1
Index for Called party number = 1.1
and addition "mp=1"
2 Index for Original called number = 1
Index for Redirecting number = 1.1
and addition of "mp=1"
Index for Called party number =
1.1.1 and addition of "mp=1.1"
N Index for Original called number = 1
Placeholder History entry with Index
= 1.1 and addition of "mp=1"
Fill up
Index for Redirecting number =
1.[(N-1)* ".1"] and addition of "mp"
header field parameter set to the hi-
index value of the hi-targeted-to-uri
that precede.
Index for Called party number = 1.N*
"1"(e.g. N=3 > 1.1.1.1) and
addition of mp=1.[(N-1)*].1
Redirection |Redirecting reason and |hi-targeted-to-uri; "cause" URI |cause value
information  |Original redirection parameter, as defined in IETF
reason RFC 4458 [113].
(NOTE 1) The Redirecting reason shall be
unknown/not available mapped to the last hi-targeted- (404
unconditional to-uri. 302
User Busy If the redirection counter is 2 or [486
No reply higher, the Original redirection  [z0g
Deflection during alerting _|Re@son shall be mapped to the 57
Deflection immediate second hi-targeted-to-uri. 480
response If.the redirection counter is 3or
Mobile subscriber not higher, for each hi-targeted-to- 503
reachable uri following a placeholder
History-Info hi-entry the value
“404” shall be taken (NOTE 2)
Called party [See Redirecting number History-Info header field see hi- |URI of the last hi-targeted-to-uri
number Nature of address indicator |targeted-to-uri entry of History-Info header field
and Address signal
Original See Redirecting number History-Info header field see hi- |URI of first hi-targeted-to-uri entry of
called Nature of address indicator |targeted-to-uri History-Info header field (NOTE 6,
number and Address signal NOTE 9)
IF the Original called number is
available:
set to the value of the Original
called number
ELSE
IF the Redirection counter equals
1 AND the Redirecting number is
available,
set to the value of the
Redirecting number
ELSE
set to the Unknown User
Identity (NOTE 10
Original APRI Privacy header field of the first  |Priv-value
called “presentation restricted” _|hi-targeted-to-uri entry of “history”
number “presentation allowed” History-Info header “none”
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ISUP Derived value of SIP component Value
Parameter parameter field
or IE

NOTE 1: Original redirection reason contains only the “unknown/not available” value

NOTE 2: For all History-Info hi-entries except the first one a "cause" URI parameter as defined in IETF RFC 4458
[113] has to be included.

NOTE 3: If the Redirecting indicator has the value “Call diverted, all redirection information presentation
restricted”, the privacy value “history” shall be set.

NOTE 4: If the Redirecting number APRI has the value “presentation restricted”, the privacy value “history” shall
be set.

NOTE 5: Used URI scheme shall be SIP URI. The "cause" URI parameter cannot be added if hi-targeted-to-uri is
atel URI.

NOTE 6: The used URI scheme can be tel URI or SIP URI since the first hi-targeted-to-uri entry of the History-
Info header field does not contain the "cause" URI parameter.

NOTE 7: The hi-target-param defined in IETF RFC 7044 [91] defines the "mp" as a header field parameter that
contains the value of the hi-index in the hi-entry with an hi-targeted-to-uri that reflects the Request-URI
that was retargeted, thus identifying the "mapped from" target. Since the hi-entries are created based
on the redirection counter to reflect the diverting/diverted-to entries, the hi-target-param "mp" header
field parameter shall be present in each entry except the first one.

NOTE 8: If the Original called number parameter is not available and if the value of the Redirecting counter is
equal to one, the Redirecting number parameter is used for the first hi-targeted-to-uri entry of the
History-Info header field.

NOTE 9: If a further SIP to ISUP interworking occurs, parameters not present in the original message can then
be included.

NOTE 10: The "History-Info" header field may contain an "Unknown User Identity". An "Unknown User Identity"
includes information that does not point to the served user and indicates that the user's identity is
unknown. The encoding of the "Unknown User Identity" shall be as defined in 3GPP TS 23.003 [74].

7.5.4.3 Interworking at the I-MGCF

Table 7.5.4.3.1: Mapping of SIP to ISUP messages

->Message received from SIP ->Message send to BICC/ISUP

INVITE request 1AM
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Table 7.5.4.3.2: Mapping of History-Info header field to ISUP Redirecting number

Source SIP header field
and component

Source
Component
value

Redirecting number

Derived value of parameter field

In History-Info SIP header
field, hi-targeted-to-uri in hi-
entry having a hi-index that
match the "mp" header field
parameter value of the last
hi-entry containing an "mp"
header field parameter and
a "cause" URI parameter,
as defined in IETF RFC
4458 [113]. (NOTE 1)
(NOTE 3)

Redirecting number

hi-targeted-to-uri
appropriate global number
portion of the URI,
assumed to be in form

“+" CC + NDC + SN

CcC

Nature of address indicator

If CC is equal to the country code of the
country where MGCF is located AND
the next ISUP node is located in the
same country, then set to “national
(significant) number” else set to
“international number”

CC, NDC, SN

Address signals

If NOA is “national (significant) number”
then set to

NDC + SN.

If NOA is “international number”

then set to CC + NDC + SN

Privacy header field or/and
priv-value component of the
hi-entry in History-Info
header field (NOTE 2)

APRI

If the priv-value "history" or "session" or
"header" is received within the Privacy
header field or if the priv-value "history"
is received within the "headers"
component of the hi-targeted-to-uri in hi-
entry before last hi-entry containing a
"cause" URI parameter then
"presentation restricted" shall be set.

Otherwise, "presentation allowed" shall
be set.

NOTE 1:

need to generate Redirecting number.

NOTE 2:

History-Info header.

NOTE 3:

If the SIP URI doesn’t contain "user=phone", mapping to redirecting number is impossible, therefore no
It is possible that an entry of the History-Info header field itself is marked as restricted or the whole

The hi-target-param parameter set to "mp" as defined in IETF RFC 7044 [91] indicates that the target of

the Request-URI was changed and appears in the hi-targeted-to-uri. In case of interworking with
networks not supporting IETF RFC 7044 [91] the "mp" header field parameter may not appear. If the
"mp" header field parameter is missing in the last hi-entry containing a "cause" URI parameter as
defined in IETF RFC 4458 [113], the hi-entry to use is the entry just before.
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Table 7.5.4.3.3: Mapping of History-Info header to ISUP Redirection information

Source SIP header field Source Component Redirection Derived value of parameter field
and component value information
Privacy header field and “history” or “session” or |Redirecting Call diverted, all redirection information
priv-value of hi-entry having |“header” indicator presentation restricted
a hi-index that match the for the Privacy header
"mp" header field parameter |(field or for the hi-
value of the last hi-entry targeted-to-uri entry
containing an "mp" header |Privacy header field Call diverted
field parameter and a and the privacy
"cause" URI parameter as  |component of the hi-
defined in IETF RFC 4458 |targeted-to-uri entry
[113] of the History-Info either absent
header field. (NOTE 3) or
“none”
Original Unknown/not available
redirection reason
Cause value in the last hi- [Cause parameter Redirecting Redirecting reason
targeted-to-uri containing a |value reason
"cause" URI parameter as  |404 Unknown/not available
defined in IETF RFC 4458 (302 Unconditional
[113] (NOTE 3) 486 User busy
408 No reply
480 Deflection immediate response
487 Deflection during alerting
503 Mobile subscriber not reachable
History-Info header field Redirection number of History-Info hi-entry(ies)
counter containing a "cause" URI parameter with

value as listed as cause parameter
value in this table (NOTE 1, NOTE 2)

NOTE 1:

NOTE 2:
NOTE 3:

If the determined number of redirection in SIP exceeds the ISUP maximum parameter value, the MGCF
shall set the Redirection counter to its maximum value. For instance, in ISUP ITU-T Q.763 [4], the
Redirection counter parameter cannot exceed 5.
The Redirection counter value will be incremented regardless of the SIP URI format.

The hi-target-param parameter set to "mp" as defined in IETF RFC 7044 [91] indicates that the target of
the Request-URI was changed and appears in the hi-targeted-to-uri. In case of interworking with
networks not supporting IETF RFC 7044 [91] the "mp" header field parameter may not appear. If the
"mp" header field parameter is missing in the last hi-entry containing a "cause" URI parameter as
defined in IETF RFC 4458 [113], the hi-entry to use is the entry just before.
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Table 7.5.4.3.4: Mapping of History-Info header field to ISUP Original called number

Source SIP header field Source Original called number Derived value of parameter field
and component Component
value
Numbering Plan Indicator |“ISDN (Telephony) numbering plan
(Recommendation E.164)"

hi-targeted-to-uri of hi-entry |CC Nature of address indicator |If CC is equal to the country code of the
having a hi-index that country where MGCF is located AND
match the "mp" header field the next ISUP node is located in the
parameter value of the 15 same country, then set to “national
hi-targeted-to-uri containing (significant) number” else set to

an "mp" header field “international number”

parameter and a "cause" CC, NDC, SN |Address signals If NOA is “national (significant) number”

URI parameter, as defined then set to

in IETF RFC 4458 [113]; NDC + SN.

the If NOA is “international number”

global number portion of then set to CC + NDC + SN

the URI, is assumed to be

in form

“+" CC + NDC + SN

(NOTE 1) (NOTE 3)

priv-value component “history” or APRI “presentation restricted”

in History-Info header field |“session” or

of the History-Info header  |“header”

field entry as defined above |Privacy “presentation allowed”

in this table (NOTE 2) header field

absent or
“none”

NOTE 1: Ifitis SIP URI and doesn’t contain "user=phone", mapping to Original called number is impossible,
therefore no need to generate Original called number.

NOTE 2: Itis possible that an entry of the History-Info header field itself is marked as restricted or the whole
History-Info header.

NOTE 3: The hi-target-param parameter set to "mp" as defined in IETF RFC 7044 [91] indicates that the target of
the Request-URI was changed and appears in the hi-targeted-to-uri. In case of interworking with
networks not supporting IETF RFC 7044 [91] the "mp" header field parameter may not appear. If the
"mp" header field parameter is missing in the last hi-entry containing a "cause" URI parameter as
defined in IETF RFC 4458 [113], the hi-entry to use is the entry just before.

Table 7.5.4.3.5: Mapping of INVITE to IAM
INVITE 1AM

History-Info header See table 7.5.4.3.2 Redirecting See table 7.5.4.3.2

field number

History-Info header See table 7.5.4.3.3 Redirection See table 7.5.4.3.3

field information

History-Info header See table 7.5.4.3.4 Original called See table 7.5.4.3.4

field number
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Table 7.5.4.3.6: Mapping of ISUP to SIP Messages

«<—Message sent to SIP

«—Message Received from BICC/ISUP

181 (Being forwarded)

ACM no indication with Redirection number and
Call diversion information parameters (CFU,
CFB, Cdi)

See table 7.5.4.3.8

180 (Ringing)

ACM indicating ringing, oBCi: "Call diversion
may occur" (CENR, Cda)

See clause 7.2.3.1.4

181 (Being forwarded)

CPG indicating progress or subsequent
diversion indicated in the CPG with Redirection
number and Call diversion information
parameters (CFNR, Cda)

See table 7.5.4.3.9

180 (Ringing)

CPG indicating ringing and Redirection number
restriction parameter

See table 7.5.4.3.10

200 (OK)

ANM and Redirection number restriction
parameter

See table 7.5.4.3.11

Table 7.5.4.3.7: Mapping of ISUP Redirection number restriction to History-Info header field

Redirection number Derived value of parameter field SIP component Value
restriction
Presentation restricted “Presentation restricted” privacy "headers" [“history”
indicator “presentation allowed” or absent AND any component of the |Privacy header
previously received notification subscription hi-targeted-to-uri  |field absent
options was NOT “presentation not allowed” or
AND was NOT “presentation allowed without “none”

redirection number”
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Table 7.5.4.3.8: Mapping of ACM > 181 (Call Is Being Forwarded) response

ISUP Parameter Derived value of SIP component Value
parameter field
Generic notification Call is diverting
indicator
Notification indicator
Redirection number History-Info header field with |hi-targeted-to-uri:

one hi-entry and the hi-
target-param "mp" header
field parameter

Nature of address “national (significant) hi-targeted-to-uri Add CC (of the country where
indicator: number” the MGCEF is located) to
Redirection number Address
Signals to construct E.164
number in URI.

“international number” Map complete Redirection
number Address Signals to
E.164 number in URI.

Address Signals If NOA is “national hi-targeted-to-uri Addr-spec
(significant) number” then “+” CC NDC SN mapped to
the format of the Address userinfo portion of SIP URI.
Signals is: (NOTE 2)
NDC + SN Add "user=phone".
If NOA is “international
number”

then the format of the
Address Signals is:
CC + NDC + SN

Call diversion Redirecting reason IETF RFC 4458 [113] cause value
information Unknown "cause" URI parameter in 404
Unconditional the hi-targeted-to-uri 302
User busy (NOTE 1) 486
No reply 408
Deflection immediate 480
response
Deflection during alerting 487
Mobile subscriber not 503
reachable
Notification subscription |privacy "headers"
options component of the hi-
unknown targeted-to-uri (NOTE 1) Escaped Privacy value is set

according to the rules of
3GPP TS 24.604 [60]
clause 4.5.2.6.4 item ¢

presentation not allowed A 181 Being Forwarded shall
not be sent

presentation allowed with Escaped Privacy value is set

redirection number according to the rules of

TS 24.604 [60]

clause 4.5.2.6.4 item c
presentation allowed Escaped Privacy value is set
without redirection number according to the rules of

TS 24.604 [60]

clause 4.5.2.6.4 item ¢

NOTE 1: Needs to be stored for a possible inclusion into subsequent messages.
NOTE 2: Used URI scheme shall be SIP URI. The "cause" URI parameter cannot be added if hi-targeted-to-uri is
atel URI.
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Table 7.5.4.3.9: Mapping of CPG > 181 (Call Is Being Forwarded) response

ISUP Parameter

Derived value of parameter
field

SIP component

Value

Event information
Event Indicator

PROGRESS

Generic notification
indicator
Noatification indicator

Call is diverting

Redirection number

History-Info header field with
one hi-entry and the hi-
target-param "mp" header
field parameter

hi-targeted-to-uri:

Nature of address
indicator

“national (significant) number”

hi-targeted-to-uri

Add CC (of the country where
the MGCEF is located) to
Redirection number Address
Signals to construct E.164
number in URI.

“international number”

hi-targeted-to-uri

Map complete Redirection
number Address Signals to
E.164 number in URI.

Address Signals

If NOA is “national (significant)
number” then the format of the
Address Signals is:

NDC + SN

If NOA is “international
number”

then the format of the Address
Signals is:

CC + NDC + SN

hi-targeted-to-uri

Addr-spec

“+” CC NDC SN mapped to
userinfo portion of SIP URI.
(NOTE 2)

Add "user=phone".

Call diversion
information

Redirecting reason IETF RFC 4458 [113] cause value
Unknown "cause" URI parameter in 404
Unconditional the hi-targeted-to-uri 302

User busy (NOTE 1) 486

No reply 408
Deflection immediate 480
response

Deflection during alerting 487

Mobile subscriber not 503
reachable

Notification subscription privacy "headers"

options component of the hi-

unknown targeted-to-uri (NOTE 1) Escaped Privacy value is set

presentation not allowed

presentation allowed with
redirection number

presentation allowed without
redirection number

according to the rules of
3GPP TS 24.604 [60]
clause 4.5.2.6.4 items ¢

A 181 Being Forwarded shall
not be sent

Escaped Privacy value is set
according to the rules of

TS 24.604 [60]

clause 4.5.2.6.4 items c

Escaped Privacy value is set
according to the rules of

TS 24.604 [60]

clause 4.5.2.6.4 items ¢

a tel URI.

NOTE 1: Needs to be stored for a possible inclusion into subsequent messages.
NOTE 2: Used URI scheme shall be SIP URI. The "cause" URI parameter cannot be added if hi-targeted-to-uri is

Table 7.5.4.3.10 addresses two separate conditions: the CPG is received from the diverting exchange in which case the

Call diversion information parameter isincluded; and the CPG is received from the diverted-to exchange in which case

the Call diversion information parameter is not included. Interworking for both conditionsis shown.
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Table 7.5.4.3.10: Mapping of CPG > 180 (Ringing) response

ISUP Parameter

Derived value of
parameter field

SIP component

Value

Event information
Event Indicator

ALERTING

Redirection number

History-Info header field with
one hi-entry and the hi-
target-param "mp" header
field parameter

See table 7.5.4.3.8

Call diversion information

Redirecting reason

Unknown

Unconditional

User busy

No reply

Deflection immediate
response

Deflection during
alerting

Mobile subscriber not
reachable

IETF RFC 4458 [113]
"cause" URI parameter in
the hi-targeted-to-uri
(NOTE 1)

cause value

404

302

486

408

480

487

503

Notification
subscription options

unknown

presentation not
allowed

presentation allowed
with redirection number

presentation allowed
without redirection
number

privacy "headers"
component of the hi-
targeted-to-uri (NOTE 1)

Escaped Privacy value is set
according to the rules of
3GPP TS 24.604 [60]

clause 4.5.2.6.4 item c

The 180 Ringing response
shall be sent without the
History-Info header field
included

Escaped Privacy value is set
according to the rules of

TS 24.604 [60]

clause 4.5.2.6.4 item c

Escaped Privacy value is set
according to the rules of

TS 24.604 [60] subclause
4.5.2.6.4itemc

If no Call diversion
information parameter is
present

IETF RFC 4458 [113]
"cause" URI parameter in
the hi-targeted-to-uri

Value stored from a
previously received ACM or
CPG. See tables 7.5.4.3.8
and 7.5.4.3.9.

privacy "headers"
component of the hi-
targeted-to-uri

Value stored from a
previously received ACM or
CPG. See tables 7.5.4.3.8
and 7.5.4.3.9.

Redirection number
restriction (NOTE 2)

See table 7.5.4.3.7

NOTE 1:
NOTE 2:

Needs to be stored for a possible inclusion into subsequent messages.
This parameter may appear without call diversion information parameter and redirection number. In

such cases, the O-MGCF shall send the previously sent and stored History-Info header field and set the
priv-value in the History-Info header field as described in Table 7.5.4.3.7.
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Table 7.5.4.3.11: Mapping of ANM > 200 (OK) response (to INVITE request)

ISUP Parameter Derived value of SIP component Value
parameter field
Redirection number History-Info header field with |See table 7.5.4.3.8
one hi-entry and the hi-
target-param "mp" header
field parameter

IETF RFC 4458 [113] Value stored from a previous
"cause" URI parameter in received ACM or CPG. See
the hi-targeted-to-uri tables 7.5.4.3.8 and
7.5.4.3.9.
Redirection number See table 7.5.4.3.7

restriction (NOTE)

NOTE: This parameter may appear without Call diversion information parameter and Redirection number. In
such cases, the O-MGCF shall send the previously sent and stored History-Info header field and set the
priv-value in the History-Info header field as described in table 7.5.4.3.7.

7.5.5 Communication Hold (HOLD)

The mapping of Communication Hold supplementary service with Call Hold PSTN/ISDN Supplementary Service isthe
same mapping as described in clause 7.4.10. The Service itself is described within 3GPP TS 24.610 [65].

7.5.6 Conference call (CONF)
7.5.6.1 General

The protocol description of the CONF supplementary service is described in 3GPP TS 24.605 [61]. In this clause the
interworking from the conference event package in accordance with IETF RFC 4575 [100] to the messages of the
PSTN/ISDN CONF supplementary service is described. Note that an interworking from the PSTN/ISDN to the IMSis
out of scope.

7.5.6.2 Subscribing for the conference event package

Based on local policy, the MGCF may subscribe for the conference event package on behalf of the PSTN/ISDN
participant after the participant joins or is added to a conference.

When the conference event package option isimplemented, and one of the following events occurs at the MGCF:

- a200 (OK) responseisreceived as aresponse to an initial INVITE request originated by the MGCF, where the
Contact header field contains an "isfocus" parameter; or

- an ACK messageis received which acknowledges a 200 (OK) response to the initial INVITE request, and the
initial INVITE request is originated by the conferencing AS and contains an "isfocus" parameter in the Contact
header field;

then the following steps shdl be performed:

1) aSUBSCRIBE request shall be created according to IETF RFC 4575 [100], using the updated procedures from
IETF RFC 6665 [138];

2) the Request URI is set to the Contact address of the conferencing AS;

3) the P-Asserted-1dentity header field, the From header field and the Privacy header field are set with the same
vaue as.

- the P-Asserted-1dentity header field, the From header field and the Privacy header field in the initial INVITE
request originated by the MGCF; or

- the P-Asserted-Identity header field, the To header field and the Privacy header field in a 1xx or 2xx response
sent by the MGCF to the initial INVITE reguest from the conferencing AS.
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7.5.6.3 Interworking the notification

NOTE: Thereisaneed to differentiate between the procedures of interworking for afull and a partial type of
notification.

When afull type of notification is received a check is made of the content. If the changes with respect a previous
version of the natification have not been sent on to the PSTN/ISDN for this session, the MGCF shall perform an ISUP
interaction towards the PSTN/ISDN. If the changes with respect a previous version of the notification have been sent to
the PSTN/ISDN for this session, the MGCF shall not perform an ISUP interaction towards the PSTN/ISDN.

When a partial notification is received then it is assumed that a value of areceived notification has changed, so the
MGCEF performs an ISUP interaction towards the PSTN/ISDN, as follows:

- Conference established:

Upon the receipt of a conference information document with the <conference-state-type> element active is set to
"true", the MGCF shall send a CPG message to the PSTN/ISDN with a notification "conference established".

- Participant added:

Upon the receipt of a conference information document with the <endpoint-type> and the element status of
endpoint-status-type is set to "connected" and it was not set to "on-hold" before and the Contact URI in the
element entity is not the address of the served PSTN/ISDN participant, the MGCF shall send a CPG message to
the PSTN/ISDN with a notification "other party added".

- Served PSTN/ISDN participant isolated:

Upon the receipt of a conference information document with the <endpoint-type> and the element status of
endpoint-status-type is set to "on-hold" and it was set to "connected” before and the Contact URI in the element
entity is the address of the served PSTN/ISDN participant, the MGCF shall send a CPG message to the
PSTN/ISDN with a notification "isolated".

- Other participant isolated:

Upon the receipt of a conference information document with the <endpoint-type> and the element status of
endpoint-status-type is set to "on-hold" and it was set to "connected” before and the Contact URI in the element
entity is not the address of the served PSTN/ISDN participant, the MGCF shall send a CPG message to the
PSTN/ISDN with a notification "other party isolated".

- Served PSTN/ISDN participant reattached:

Upon the receipt of a conference information document with the <endpoint-type> and the element status of
endpoint-status-type is set to "connected" and it was set to "on-hold" before and the Contact URI in the element
entity is the address of the served PSTN/ISDN participant, the MGCF shall send a CPG message to the
PSTN/ISDN with a notification "reattached".

- Other participant reattached:

Upon the receipt of a conference information document with the <endpoint-type> and the element status of
endpoint-status-type is set to "connected" and it was set to "on-hold" before and the Contact URI in the element
entity is not the address of the served PSTN/ISDN participant, the MGCF shall send a CPG message to the
PSTN/ISDN with a notification "other party reattached".

- Other party disconnected:

Upon the receipt of a conference information document with the <endpoint-type> and the element status of
endpoint-status-type is set to "disconnected” and the element joining-method of joining-type is not set to "focus-
owner", the MGCF shall send a CPG message to the PSTN/ISDN with a notification "other party disconnected”.

7.5.7  Anonymous Communication Rejection (ACR) and Communication
Barring (CB)

The Anonymous Communication rejection (ACR) and Communication Barring (CB) services are described within
3GPP TS 24.611[67].
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The mapping of Anonymus Communication Rejection supplementary service with Anonymus Call Rejection
PSTN/ISDN Supplementary Serviceis described in clause 7.4.23.

The mapping for Communication Barring is in accordance with the basic call procedures as described in clauses
7.2.31.8and 7.2.3.2.12.

7.5.8
The Message Waiting Indication supplementary service is described within 3GPP TS 24.606 [62].

7.5.9
7.5.9.0

Message Waiting Indication (MW]1)

Malicious Communication Identification (MCID)

General

The protocol specification of the Malicious Communication Identification supplementary service is described in
3GPP TS 24.616 [102]. The XML MCID body used in related SIP messagesis a so specified in 3GPP TS 24.616 [102].

7.59.1 Interworking at the O-MGCF

7.5.9.1.0 General

If the MGCF supports the interworking of the MCID service the O-MGCF shall map a SIP INFO request ("legacy”
mode of usage of the INFO method as defined in IETF RFC 6086 [133]) containing a XML mcid body with MCID
XML Request schemato an Identification Request (IDR) message and an Identification response (IRS) message to a
SIP INFO request containing a XML mcid body with MCID XML Response schema in accordance with table 7.5.9.1.1.

The IDR message shall be generated upon reception of the SIP INFO request containing a XML mcid body with MCID
XML Request schema.

The SIP INFO request containing a XML mcid body with MCID XML Response schema shall be generated upon
reception of the IRS message.

Table 7.5.9.1.1 Mapping between ISUP IDR and IRS and SIP messages

ISUP Message SIP Message

IDR INFO containing a XML mcid body with MCID XML Request schema
IRS INFO containing a XML mcid body with MCID XML Response schema
7.59.1.1 Interworking of the MCID XML Request schema with the ISUP MCID request

indicators

If the MGCF supports the interworking of the MCID service O-MGCF shall map the codesin the MCID XML elements
to MCID request indicator and holding indicator parameter fieldsin accordance with table 7.5.9.1.1.1.

Table 7.5.9.1.1.1 Mapping between ISUP MCID request and holding indicators and MCID XML

elements
ISUP Parameter XML Element

bit A: MCID request indicator McidRequestlndicator

0 MCID not requested type=0

1 MCID requested type=1
bit B: Holding indicator (national use) HoldingIndicator

0 holding not requested type=0

1 holding requested type=1

7.5.9.1.2 Interworking of the ISUP MCID response indicators with the MCID XML

Response schema

If the MGCF supports the interworking of the MCID service the O-MGCF shall map the codes in the MCID response
indicator and hold provided indicator parameter field to the MCID XML elementsin accordance with table 7.5.9.1.2.1.
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Table 7.5.9.1.2.1 Mapping between ISUP MCID response and hold provided indicators and MCID XML

elements
ISUP Parameter XML Element
bit A: MCID response indicator McidResponselndicator
0 MCID not included type=0
1 MCID included type=1
bit B: Hold provided indicator (national use) |HoldingProvidedindicator
0 holding not provided type=0
1 holding provided type=1
7.5.9.1.3 Interworking of the ISUP Calling Party Number in an Identification Response with

the OrigPartyldentity within the MCID XML Response schema

If the O-MGCF supports the interworking of the MCID service and receives an | SUP Identification Response
containing a Calling Party Number with the screening indicator set to "user provided, verified and passed” or "network
provided", the O-MGCF shall map the Calling Party Number to the MCID XML Response schema OrigPartyl dentity
element applying the same mapping procedures as described in table 14 for the mapping into the SIP P-Asserted-
Identity header and shall map the Calling Party Number APRI to the MCID XML Response schema
OrigPartyPresentationRestriction element. If the Calling Party Number APRI has a value of "presentation allowed" then
the MCID XML Response schema OrigPartyPresentationRestriction element shall be set to "false”, otherwise it shall be
set to "true”.

7.59.14 Interworking of the ISUP Generic Number in an Identification Response with the
GenericNumber within the MCID XML Response schema

If the O-MGCF supports the interworking of the MCID service and receives an | SUP | dentification Response
containing a Generic Number with the screening indicator set to "user provided, verified and passed", or "user
provided, not verified", or "network provided", the O-MGCF shall map the Generic Number to the MCID XML
Response schema GenericNumber element applying the same mapping procedures as described in table 13 for the
mapping into the SIP From header and shall map the Generic Number APRI to the MCID XML Response schema
GenericNumberPresentationRestriction element. If the Generic Number APRI has a val ue of " presentation allowed"
then the MCID XML Response schema GenericNumberPresentati onRestriction el ement shall be set to "false”,
otherwise it shall be set to "true”.

7.5.9.2 Interworking at the I-MGCF

7.5.9.2.1 General

If the MGCF supports the interworking of the MCID service the I-MGCF shall map an Identification Request (IDR)
message to a SIP INFO request ("legacy" mode of usage of the INFO method as defined in IETF RFC 6086 [133])
containing a XML mcid body with MCID XML Reguest schemaand a SIP INFO request containing a XML mcid body
with MCID XML Response schemato an Identification response (IRS) message in accordance with table 7.5.9.1.1.

7.5.9.2.2 Interworking of identification Request

The SIP INFO request containing a XML mcid body with MCID XML Regquest schema shall be generated upon
reception of the IDR message. The I-MGCF shall map the codes in the MCID request indicator and holding indicator
parameter fields to the MCID XML elementsin accordance with table 7.5.9.1.1.1.

7.5.9.2.3 Interworking of identification Response

The IRS message shall be generated upon reception of the SIP INFO request containing a XML mcid body with MCID
XML Response schema. The I-MGCF shall map the codes in the MCID XML elementsto the MCID response indicator
and hold provided indicator parameter fieldsin accordance with table 7.5.9.1.2.1.

If the received MCID XML Response schema contains an OrigPartyl dentity element, the I-MGCF shall map the
OrigPartyldentity to the Calling Party Number within the IRS applying the same mapping procedure as described in
table 5 for the mapping from the SIP P-Asserted-Identity header, with the exception that the I-MGCF shall map the
MCID XML Response schema OrigPartyPresentati onRestriction element to the Calling Party Number APRI. If the
MCID XML Response schema OrigPartyPresentationRestriction element has the value "true”, the Calling Party
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Number APRI shall be set to "presentation restricted", and otherwise the Calling Party Number APRI shall be set to
"presentation allowed".

If the received MCID XML Response schema contains an GenericNumber element, the I-MGCF shall map the
GenericNumber to the Generic Number within the IRS applying the same mapping procedure as described in table 6 for
the mapping from the From header, with the exception that the I-MGCF shall map the MCID XML Response schema
GenericNumber PresentationRestriction element to the Generic Number APRI. If the MCID XML Response schema
GenericNumberPresentationRestriction element has the value "true”, the Generic Number APRI shall be set to
"presentation restricted”, and otherwise the Generic Number APRI shall be set to " presentation allowed".

7.5.10 Closed User Group (CUG)
7.5.10.0 General
The protocol specification of the Closed User Group supplementary service is described in 3GPP TS 24.654 [101].

7.5.10.1 Interworking at the I-MGCF

If the I-M GCF supports the interworking of CUG supplementary service, the I-MGCF shall map between the SIP and
I SUP messages in accordance with table 7.5.10.1.1.

Table 7.5.10.1.1: Mapping of SIP messages to ISUP messages

SIP Message ISUP Message
INVITE request containing a XML cug body with CUG IAM containing the Closed user group interlock code
XML schema Parameter and the closed user group call indicator of the
Optional Forward Call Indicator Parameter

If the MGCF supports the interworking of CUG supplementary service, the I-MGCF shall interwork the CUG XML
schema with the ISUP Closed user group interlock code parameter and the Closed user group call indicator of the
optional forward call indicator parameter in accordance with tables 7.5.10.1.2 and 7.5.10.1.3.

Table 7.5.10.1.2: Mapping of the SIP XML CUG Element to the ISUP closed usergroup interlock code

parameter
CUG XML Element Source component ISUP Closed user group | derived value of parameter field
value interlock code Parameter

networkIndicator networkldentityType = 4 |"Network Identity" Octet 1 & Octet 2 including 4
hexbinary coded digits binary coded digits derived from
(NOTE) XML Network Identity

cuglinterlockBinaryCode |sixteenbitType = 16 bit  |"Binary Code" Octet 3 & Octet 4 including a 16 bit
coded value Binary Code derived from the XML

Binary Code

NOTE: ISUP Closed user group interlock code Parameter Octet 1 contains "Network Identity" (NI) digits 1 & 2 and
Octet 2 contains "Network Identity" digits 3 & 4.The networkidentityType is filled with "Octetl & Octet 2" =
"NI digit 1, NI digit 2, NI digit 3, NI digit 4". Example: Digit 1=0, Digit 2=4, Digit 3=9, Digit 4=0 so the
networkidentityType is encoded with "0490".

Table 7.5.10.1.3: Mapping of the SIP XML CUG Element to the ISUP closed user group call indicator
included in the optional Forward Call Indicator Parameter

CUG XML Element Source component | ISUP "Optional Forward Call derived value of parameter
value Indicator" Parameter field
cugCommunicationindicator |Type=00 "closed user group call" non-CUG call

Type=01 indicator spare

Type=10 closed user group call,
outgoing access allowed

Type=11 closed user group call,
outgoing access not allowed
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If the I-MGCF supports the interworking of CUG supplementary service, then if an INVITE reguest with the MIME
including acug XML element is received and the terminating network is not supporting CUG, the I-MGCF shall behave
asshownintable 7.5.10.1.4.

Table 7.5.10.1.4: Action at the I-MGCF with a PSTN/ISDN network without CUG capability

cugCommunicationIndicator in INVITE request Action at the I-MGCF
Type=11 (CUG without outgoing access) Release the communication with 403
[Type=10 (CUG with outgoing access) Treat the communication as an ordinary call (NOTE)
Non-CUG Treat the communication as an ordinary call

NOTE: The cugCommunicationindicator shall not be mapped or if appropriate the CUG call indicator of the optional
forward call indicator shall be set to non-CUG call.

7.5.10.2 Interworking at the O-MGCF

If the MGCF supports the interworking of CUG supplementary service, the O-MGCF shall map between the SIP and
I SUP messages in accordance with table 7.5.10.2.1

Table 7.5.10.2.1: Mapping of ISUP messages to SIP messages

ISUP Message SIP Message
IAM containing the Closed user group interlock code Parameter and the closed INVITE request containing a XML
user group call indicator of the Optional Forward Call Indicator Parameter cug body with CUG XML schema

If the MGCF supports the interworking of CUG supplementary service, the MGCF shall interwork the CUG XML
schema with the ISUP Closed user group interlock code parameter and the Closed user group call indicator of the
optional forward call indicator parameter in accordance with tables 7.5.10.2.2 and table 7.5.10.2.3.

Table 7.5.10.2.2: Mapping of the ISUP closed usergroup interloccode to SIP XML CUG element

ISUP Closed user group Source component value CUG XML Element derived value of
interlock code Parameter parameter field
"Network Identity" Octet 1 & Octet 2 including 4 networkIndicator networkldentityType = 4
binary coded digits hexbinary coded digits
derived from Network
Identity (NOTE)
"Binary Code" Octet 3 & Octet 4 including a 16 |cuglnterlockBinaryCode |sixteenbitType = 16 bit
bit Binary Code coded value derived from
Binary Code

NOTE: ISUP Closed user group interlock code Parameter Octet 1 contains "Network Identity" (NI) digits 1 & 2 and
Octet 2 contains "Network Identity" digits 3 & 4.The networkidentityType shall be filled with "Octetl & Octet 2"
="NI digit 1, NI digit 2, NI digit 3, NI digit 4". Example: Digit 1=0, Digit 2=4, Digit 3=9, Digit 4=0 so the
networkidentityType is encoded with "0490".

Table 7.5.10.2.3: Mapping of the ISUP Closed user group call indicator to SIP XML CUG element

ISUP Optional Forward Call Source component value CUG XML Element derived value of
Indicator Parameter parameter field
closed user group call indicator |non-CUG call cugCommunicationindicator |Type=00
spare Type=01
closed user group call, outgoing Type=10
access allowed
closed user group call, outgoing Type=11
access not allowed

If the MGCF supports the interworking of CUG supplementary service, but the IMSis not supporting CUG, the
procedures described in 1ITU Q.735.1 [42] shall apply if an INVITE request with the MIME body including a cug XML
element is sent and the O-MGCF supports CUG supplementary service.
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7.5.11 CCBS/CCNR
7.5.11.0 General

The protocol specification of the Completion of Communications to Busy Subscriber and Completion of
Communications by No Reply supplementary servicesis described in 3GPP TS 24.642 [112].

SIP SUBSCRIBE and NOTIFY methods shall be used in accordance with the procedures defined in
IETF RFC 6665 [138].

7.5.11.1 Interworking at the I-MGCF

If the I-MGCF supports the interworking of CCBS/CCNR supplementary services, the I-MGCF shall map between the
SIP and | SUP messages in accordance with table 7.5.11.1.1.

Table 7.5.11.1.1: Mapping of ISUP and SIP messages

SIP Message Parameter ISUP Message Parameter
Call-Info header field with purpose Called party's status indicator set to
« 180 Ringing header field parameter set to "call- "Subscriber free" and
completion" and "m" header field — ACM CCNR possible indicator set to "CCNR
parameter set to "NR" (no reply) possible"
(NOTE 1) (NOTE 2)

Call-Info header field with purpose

header field parameter set to "call- Event indicator set to "Alerting" and

«— 180 Ringing CCNR possible indicator set to "CCNR

completion and "m" header field «— CPG ossible"
parameter set to "NR" (no reply) ?NOTE 2)
(NOTE 1)

Call-Info header field with purpose

header field parameter set to "call- Cause Indicator

«— 486 Busy here cause #17 with Diagnostic (CCBS

completion” and "m" header field — REL S " o
parameter set to "BS" (busy subscriber) Zrllldg:_?ltzors)s et to "CCBS possible”)
(NOTE 1)

Request-URI contains "m" SIP URI
parameter or Call-Info header field
contains "purpose" header field
parameter set to "call-completion” and
"m" header field parameter.

(NOTE 1)

CCSS parameter set to "CCSS call"

— INVITE (NOTE 2) (NOTE 4)

— IAM

NOTE 1: The coding shall be in accordance with IETF RFC 6910 [106].

NOTE 2: The coding shall be in accordance with ITU-T recommendation Q.763 [4].

NOTE 3: The coding shall be in accordance with ITU-T recommendation Q.850 [38].

NOTE 4: CCSS parameter set to the value "CCSS call" is included in the IAM if Request-URI contains the SIP URI
parameter "m" i.e. creation of the CCSS parameter does not depend on the received value of the SIP URI
parameter "m".

If the I-MGCF supports the interworking of CCBS/CCNR supplementary services, the I-MGCF shall map between the
SIP and TCAP messages in accordance with table 7.5.11.1.2 and table 7.5.11.1.3.
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SIP Message Parameter TCAP Message Parameter
SUBSCRIBE with m-parameter in Request-URI set ?I\?OQ.LI{ESE)URI E:Nag(_ercling)rtyNumber
to "BS" or containing Call-Info header field with P-Asserted- TC-Begin CCBS CallingPartyNumber
"purpose" parameter set to "call-completion" and m- Identit REQUEST (invoke) | (NOTE 4)
parameter set to "BS" Y RetainSupported
(NOTE 1) (NOTE 2)
SUBSCRIBE with m-parameter in Request-URI set (Rl\?oq#?zsg)URI (CNageTcIiEPg)rtyNumber
to "NR" or containing Call-Info header field with P-Asserted- TC-Begin CCNR CallingPartyNumber
"purpose"” parameter set to "call-completion" and m- - -

Identity REQUEST (invoke) [ (NOTE 4)

parameter set to "NR"
(NOTE 1)

RetainSupported
(NOTE 2)

PUBLISH with m-parameter in Request-URI or m-
parameter in Call-Info header field set to "BS" and
body containing PIDF basic status set to "closed".

TC-Cont CCBS
SUSPEND

PUBLISH with m-parameter in Request-URI or m-
parameter in Call-Info header field set to "BS" and
body containing PIDF basic status set to "open".

TC-Cont CCBS
RESUME

PUBLISH with m-parameter in Request-URI or m-
parameter in Call-Info header field set to "NR" and
body containing PIDF basic status set to "closed".

TC-Cont CCBS
SUSPEND

PUBLISH with m-parameter in Request-URI or m-
parameter in Call-Info header field set to "NR" and

TC-Cont CCBS

body containing PIDF basic status set to "open". RESUME
SUBSCRIBE with m-parameter in Request-URI or m- .
parameter in Call-Info header field set to "BS" and Ei&ggECBS
with Expires header set to "zero".

SUBSCRIBE with m-parameter in Request-URI or m-

parameter in Call-Info header field set to "NR" and -éil\lEggECBs

with Expires header set to "zero".

NOTE 1:
NOTE 2:
NOTE 3:
NOTE 4:

clause 7.2.3.1.2.6.
NOTE 5:

Expires header defines subscription duration / CC service duration timer (CC-T3).
Parameter is set by default, as retention option is supported in IMS by default.

Mapping of the Request-URI to the CalledPartyNumber is done according to table 2 in clause 7.2.3.1.2.1.
Mapping of the P-Asserted-Identity header field to the CallingPartyNumber is done according to table 5 in

If URI of the MGCF was returned in the Call-Info header field in the 180 Ringing or 486 Busy Here

messages described in table 7.5.11.1.1, then the MGCF needs to remember the Request-URI of the original
INVITE for mapping to the CalledPartyNumber.

Table 7.5.11.1.3: Mapping of TCAP messages to SIP messages

TCAP Message Parameter

SIP Message

Parameter

TC-Cont CCBS REQUEST

(return result) RetainSupported

NOTIFY with cc-state parameter set to
"queued"

cc-service-retention

TC-End CCBS/CCNR REQUEST

ShortTermDenial
(error result)

480 Temporarily Unavailable

TC-End CCBS/CCNR REQUEST

(error result) LongTermDenial

403 Forbidden

TC-End CCBS CANCEL

NOTIFY with the "reason"
Subscription-State header field
parameter set to "noresource”

TC-Cont REMOTE USER FREE

NOTIFY with cc-state set to "ready"
(NOTE)

NOTE:

This does not terminate the subscribtion AS-AS.

7.5.11.2 Interworking at the O-MGCF

If the O-MGCF supports the interworking of CCBS/CCNR supplementary services, the O-MGCF shall map between
the ISUP and SIP messages in accordance with table 7.5.11.2.1.
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Table 7.5.11.2.1: Mapping of SIP and ISUP messages

ISUP Message Parameter SIP Message Parameter
Called party's status indicator set to
— ACM "Subscriber free" and
CCNR possible indicator set to "CCNR Call-Info header field with purpose
possible” 180 Ringin header field parameter set to "call-
(NOTE 2) - ging completion”
Event indicator set to "Alerting" and (NOTE 1)
«— CPG CCNR possible indicator set to "CCNR
possible”
(NOTE 2) (NOTE 4)
Cause Indicator Call-Info header field with purpose
«— REL cause #17 or #34 with Diagnostic (CCBS «— 486 Busy header field parameter set to "call-
indicator set to "CCBS possible") here completion"
(NOTE 3) (NOTE 1)
Request URI contains m-parameter
and a Call-Info header field field, with
CCSS parameter set to "CCSS call" purpose header field parameter set
— 1AM (NOTE 2) — INVITE to "call-completion”, and an m-
parameter
(NOTE 1) (NOTE 5)

NOTE 1: The coding shall be in accordance with IETF RFC 6910 [106].

NOTE 2: The coding shall be in accordance with ITU-T recommendation Q. 763 [4].

NOTE 3: The coding shall be in accordance with ITU-T recommendation Q. 850 [38].

NOTE 4: A CPG will be sent if an ACM was already sent.

NOTE 5: Based on the operator policy the "m" SIP URI parameter in the Request-URI and m-parameter in Call-Info
header field is set to the value "BS" or "NR".

If the O-MGCF supports the interworking of CCBS/CCNR supplementary services, the O-MGCF shall map between
the TCAP and SIP messages in accordance with table 7.5.11.2.2 and table 7.5.11.2.3.
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Table 7.5.11.2.2: Mapping of TCAP messages to SIP messages

TCAP Message Parameter SIP Message Parameter

To header (NOTE 2)

TC-Begin CCBS | CalledPartyNumber [ SUBSCRIBE with m-parameter in Request Request-URI (NOTE 2)

REQUEST URI and m-parameter in Call-Info header From header (NOTE 3)

(invoke) CallingPartyNumber | field set to "BS" (NOTE 1) P-Asserted-Identity (NOTE 4)

To header (NOTE 2)

TC-Begin CCNR | CalledPartyNumber | SUBSCRIBE with m-parameter in Request

REQUEST URI and m-parameter in Call-Info header Request-URI (NOTE 2)

From header (NOTE 3)

(invoke) CallingPartyNumber | field set to "NR" (NOTE 1) P-Asserted-Identity (NOTE 4)

PUBLISH with m-parameter in Request URI
and m-parameter in Call-Info header field
set to "BS" and body containing PIDF basic
TC-Cont CCBS status set to "closed".

SUSPEND PUBLISH with m-parameter in Request URI
and m-parameter in Call-Info header field
set to "NR" and body containing PIDF basic
status set to "closed".

PUBLISH with m-parameter in Request URI
and m-parameter in Call-Info header field
set to "BS" and body containing PIDF basic
TC-Cont CCBS status set to "open".

RESUME PUBLISH with m-parameter in Request URI
and m-parameter in Call-Info header field
set to "NR" and body containing PIDF basic
status set to "open".

SUBSCRIBE with m-parameter in Request
URI and m-parameter in Call-Info header
field set to "BS" and with Expires header set

TC-End CCBS to "0"

CANCEL

SUBSCRIBE with m-parameter in Request
URI and m-parameter in Call-Info header
field set to "NR" and with Expires header set
to "0"

NOTE 1: Expires header defines subscription duration / CC service duration timer (CC-T3).

NOTE 2: For the mapping of the CalledPartyNumber to the To header and Request-URI see table 10a in
clause 7.2.3.2.2.1.

NOTE 3: For the mapping of the CallingPartyNumber to the From header see table 15 in clause 7.2.3.2.2.3. If no
CallingPartyNumber is available, the From header shall be set to a SIP URI with addr-spec of Unavailable
User Identity as defined in TS 23.003 [74].

NOTE 4: For the mapping of the CallingPartyNumber to the P-Asserted-Identity header see table 14 in
clause 7.2.3.2.2.3. If no CallingPartyNumber is available, a P-Asserted-Identity header shall not be inserted.

Table 7.5.11.2.3: Mapping of SIP messages to TCAP messages

SIP Message Parameter TCAP Message Parameter
NOTIFY with cc-state parameter setto | .. o\ ..o oroiion | TC Cont CCBS/CCNR RetainSupported
"queued" REQUEST (return result) pp
480 Temporarily unavailable TC-End CCBS/CCNR ShortTermDenial

REQUEST (error result)

TC-End CCBS/CCNR

403 Forbidden REQUEST (error result)

LongTermDenial

NOTIFY with the Subscription-State

header field set to "terminated" and the TC-End CCBS CANCEL
"reason" parameter set to "noresource”

NOTIFY with cc-state set to "ready" TC-Cont REMOTE USER
(NOTE) FREE

NOTE: This does not terminate the subscription AS-AS.
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7.5.12 Communication Waiting (CW)
7.5.12.0 General
The protocol specification of the Communication Waiting supplementary serviceis described in 3GPP TS 24.615 [111].

7.5.12.1 Interworking at the I-MGCF

With regard to the backward messages of the Call Waiting PSTN/ISDN supplementary service, the following mapping
isvalid:

Table 7.5.12.1: Mapping of ISUP messages to SIP Massages

->Message Received from BICC/ISUP ->Message sent to SIP
ACM or CPG with generic notification indicator "Call is | 180 Ringing with an Alert-Info header field set to
a waiting call" (NOTE 1). "urn:alert:service:call-waiting" (NOTE 2).

NOTE 1: The coding shall be in accordance with ITU-T recommendation Q.733 [42].
NOTE 2: The coding shall be in accordance with IETF RFC 7462 [107].

7.5.12.2 Interworking at the O-MGCF
With regard to the backward messages of the Communication Waiting service, the following mapping is valid:

Table 7.5.12.2: Mapping of SIP messages to ISUP messages

<—Message sent to ISUP «<—Message Received from SIP
ACM or CPG with generic notification indicator "Call is | 180 Ringing with an Alert-Info header field set to
a waiting call" (NOTE 1). "urn:alert:service:call-waiting" (NOTE 2).

NOTE 1: The coding shall be in accordance with ITU-T recommendation Q733 [42].
NOTE 2: The coding shall be in accordance with IETF RFC 7462 [107].

7.5.13 Customized Alerting Tones (CAT)
7.5.13.1 General

The Customized Alerting Tones supplementary service is described in 3GPP TS 24.182 [132].

The interworking procedures in this clause enable the transport of customized aerting tones provided by an ASin the
IM CN subsystem towards a caller in a CS network.

Based on operator options, one of three different models described in 3GPP TS 24.182 [132].isused inan IM CN
subsystem to provide the CAT service. The CAT interworking procedures at the O-MGCF differ between these models
and are described 176isalignme for each model in the subsequent clauses. Support of the interworking procedures for
each of those modelsis optional.

I-MGCF procedures are not affected.
7.5.13.2 Early session model

7.5.13.2.1 Interworking at the O-MGCF

When CAT serviceis provided by using early session model as specificed in 3GPP TS 24.182 [132], and if the O-
MGCEF supports early-sesssion as a network option, then it shall include the option tag "early-session", as defined in
IETF RFC 3959 [131], in Supported header field in each outgoing initial SIP INVITE request.

After receiving the first SIP 18x response including an early-session SDP, then the O-MGCF shall send the address
complete message (ACM) or Call Progress message (CPG) with the Optional backward call indicators parameter set to
"in-band information or an appropriate pattern is now available". If the SIP 18x response is the SIP 180 Ringing
response, then additionally the Called party's status indicator in the ACM message shall be set to "subscriber free" or
the Event information in the CPG message shall be set to "ALERTING".
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If the O-MGCF applies codec interworking procedures according to Annex B, it shall interwork the "session”
disposition SDP (rather than the "early session” disposition SDP).

7.5.13.2.2 MGCF - IM-MGW Interaction for CAT service

7.5.13.2.2.1 General

When the IMS CAT is provided by using early session model as described in 3GPP TS 24.182 [132], the procedures
described in clauses 9.2.3.1 t0 9.2.3.3 shall be applied with the following additions.

7.5.13.2.2.2 IM CN subsystem side Early Session establishment

If the MGCF supports early-session as a network option, upon receipt of a SIP 18x response with an early-session SDP,
the MGCEF shall use the Configure IMS Resources procedure (signals 10 and 11 in figure 7.5.13.2.2.5-1, signals 7 and 8
in figure 7.5.13.2.2.5-2) to provide configuration data (derived from early session SDP received in signal 8 in figure
7.5.13.2.2.5-1 and local configuration data) to the IM-MGW as detailed below:

- The MGCF shdl indicate the remote | P address and UDP port, i.e. the destination | P address and UDP port for
data sent in the user plane towards the IM CN subsystem,

- The MGCF shall indicate the remote codec(s), i.e. the speech codec(s) for data sent in the user plane towards the
IM CN subsystem.

- The MGCF should select the same codec(s) for early-session SDP with the codec(s) used for normal session
SDP.

- The MGCF may indicate the local codec(s) and the local | P address and UDP port. The MGCF shall indicate the
local codec(s) if achangeisrequired.

- The MGCF may indicate that IP interface type is for Mbol P.

The IM-MGW shall reply with the selected remote codec(s) and reserve resources for these codec(s). If local codec(s)
were received, the IM-MGW shall a'so reply with the selected local codec(s) and reserve the corresponding resources.

The MCGF shall send the local codec(s), UDP port and |P address in the early-session SDP to the IMS in the PRACK
messages (signal 12 in figure 7.5.13.2.2.5-1 and 7.5.13.2.2.5-2).

7.5.13.2.2.3 IM CN subsystem side normal Session establishment

When the MGCF receives a SIP 200(OK) response to the SIP INVITE request (signal 14 in figure 7.5.13.2.2.5-1, signal
15infigure 7.5.13.2.2.5-2), it shall request the IM-MGW use the Configure IMS Resources procedure for normal
session SDP (signals 15 and 16 in figure 7.5.13.2.2.5-1, signal 16 and 17 in figure 7.5.13.2.2.5-2) to provide
configuration data (derived from SDP received in signal 8 in figure 7.5.13.2.2.5-1 and local configuration data) to the
IM-MGW as detailed below:

- The MGCF shall indicate the remote | P address and UDP port, i.e. the destination | P address and UDP port for
data sent in the user plane towards the IM CN subsystem,

- The MGCF shall indicate the remote codec(s), i.e. the speech codec(s) for data sent in the user plane towards the
IM CN subsystem.

- The MGCF may indicate the local codec(s) and the local | P address and UDP port. The MGCF shall indicate the
local codec(s) if achangeisrequired.

- The MGCF may indicate that IP interface type is for Mbol P.

The IM-MGW shall reply with the selected remote codec(s) and reserve resources for these codec(s). If local codec(s)
were received, the IM-MGW shall a'so reply with the selected local codec(s) and reserve the corresponding resources.

7.5.13.2.2.4 Called party alerting

If the MGCF supports early-session as a network option, upon receipt of a SIP 18x provisional response with an early-
session SDP, the MGCF shall not request the IM-MGW to provide an awaiting answer indication (ringing tone) to the
calling party.

Editor'sNote:  The interaction with other supplementary services are FFS.
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7.5.13.2.2.5 Message sequence chart

Figure 7.5.13.2.2.5-1 shows an example message sequence chart for an CS network originating Session Setup with
ISUP, where IMS CAT is provided by early session model.

M-
MGW MGCF

1. ISUP: IAM

Y

2. H.248: ADD.req [Context ID = ?, Termination ID = ?]

Reserve TDM Circuit,
Change Through-

X 3. H.248: ADD.resp [Context ID = C1, Termination ID = T2]
Connection = both P>

Reserve IMS Connection Point, [ 4, H,248: ADD.req [Context ID = C1, Termination ID=?]

Change IMS Through- 5. H.248; ADD.resp [Context ID = C1, Termination ID = T1,
Connection = backward P1,p1

-

Y

6. SIP: INVITE
(Session SDP(IP1,p1)

A\ 4

7. SIP: 100 Trying

A

8. SIP:180 Ringing
(Session SDP and Early
Session SDP)

A

9.ISUP: ACM

10. H.248: MOD.req [Context ID = C1,Termination ID = T1],
Early session SDP

A

Configure IMS Resources

11.H.248: MOD.resp [Context ID = C1, Termination ID = T1] 12. SIP: PRACK
»| (Early Session SDP(IP1,p1))

A

13. SIP :200 OK (PRACK)

14. SIP :200 OK (INVITE)

15. H.248. MOD.req [Context ID=C1, Termination ID =T1, [«
Configure IMS ‘esssion SDP]

Resources,
Change IMS Through-
Connection = both

16. H.248: MOD.resp [Context ID = C1, Termination ID = T1] |

17. ISUP: ANM

A

18. SIP: ACK

< CALL IN ACTIVE STATE >

\4

Figure 7.5.13.2.2.5-1: CS Network Originating Session with Early Session SDP, ISUP (message
sequence chart)

Figure 7.5.13.2.2.5-2 shows an example message sequence chart for an CS network originating Session Setup with
BICC, where IMS CAT is provided by early session model.
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M-
MGW MGCF

1. BICC: IAM

A 4

2. H.248: ADD.req [Context ID = ?, Termination ID=?] Reserve IMS Connection Point,

Change IMS Through-
Connection = backward

3. H.248: ADD.resp [Context ID = C1, Termination ID = T1] |

4. SIP: INVITE
(Session SDP offer)

A 4

5. SIP: 100 Trying

A

6. SIP:180 Ring
(Session SDP answer and
Early Session SDP offer)

7. H.248: MOD.req Context ID = C1,Termination ID = T1]
Configure IMS Resources (¢~ -~~~ - T T T T T T T T T T T T T T T T

9. H.248: ADD.req [Context ID = C1, Termination ID = ?]

Prepare Bearer,
Change Through-
Connection= both

10. H.248: ADD.resp [Context ID = C1, Termination ID = T2]

P 11. BICC: APM
12. SIP: PRACK
(Early Session SDP answer)
13. SIP :200 OK (PRACK)
14. BICC: ACM

A

< START CAT MEDIA >

15. SIP :200 OK (INVITE)

Configure IMS 16. H.248: MOD.req [Context ID=C1, Termination ID = T1]
Resources,

Change IMS Through-
Connection = both

17. H.248: MOD.resp [Context ID = C1, Termination ID = T1]

18. BICC: ANM

19. SIP: ACK

< CALL IN ACTIVE STATE >

Figure 7.5.13.2.2.5-2: CS Network Originating Session with Early Session SDP, BICC (message
sequence chart)
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7.5.13.3 Forking model

Interworking at O-MGCF follows the basic call interworking procedures using the P-Early-Media header field and
related procedures as described in clause 7.2.3.2.1, 7.2.3.2.2, 7.2.3.2.4,7.2.3.2.5,7.2.3.2.6, 7.2.3.2.7, 7.2.3.2.8, and
7.2.3.2.9.

The O-MGCF shall apply the proceduresin clause 9.2.3.4 and shall use the P-Early-Media header field that authorizes
early media as trigger to configure the IM-MGW as described in Clause 9.2.3.4.2.

7.5.13.4 Gateway model

Interworking at O-MGCF follow the basic call interworking procedures using the P-Early-Media header field and
related procedures as described in clause 7.2.3.2.1, 7.2.3.2.2, 7.2.3.2.4,7.2.3.2.5,7.2.3.2.6, 7.2.3.2.7, 7.2.3.2.8, and
7.2.3.2.9.

Example callflows are shown in annex J

8 User plane interworking

8.1 Interworking between IM CN subsystem and bearer
independent CS network

When the IM CN subsystem interworks with the bearer independent CS networks (e.g. CS domain of a PLMN,

3GPP TS 29.414 [25], 3GPP TS 29.415[26], 3GPP TS 23.205 [27]), then the Transport Network Layer (TNL) of the
bearer independent CS network can be based e.g. on IPPUDP/RTP, or IP/UDP/RTP/IuFP, or ATM/AAL2/ framing
protocol (e.g. lu framing) transport techniques. Figure 31 shows the user plane protocol stacksfor the IM CS subsystem
and bearer independent CS network interworking. If the same or TrFO-compatible codec configuration(s) is/are used on
the CS network side and on the IMS side, then transcoding is not required. However, there is still a need to interwork
between RTP/UDP/IP/L2/L1 to TNL/L1.

Interworking

voice voice
codec 1 | codec 2

RTP
UDP
P
L2
—+—1 L
Mb Nb

Figure 31/1: IM CN subsystem to bearer independent CS network user plane protocol stack

TNL
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8.1.1 Transcoder-less Mb to Nb Interworking

Transcoder-less
user plane
interworking
RTP
Nb FP
UDP
IP L3
L2 L2
—+ 11 L1 —t+—

Mb Nb

Figure 31/2: IM CN subsystem to bearer independent CS network user plane protocol stack (optional
in the event the codecs on both sides are the same)

If no transcoder isinserted, the IM-MGW shall interwork the following procedures between the Nb and Mb interfaces.

8.1.1.1 Initialisation

Thereis no need to interwork initialisation procedures between Nb and Mb interfaces see 3GPP TS 29.415 [ 26].

8.1.1.2 Time alignment

The purpose of the time alignment procedure on the Nb interface is to minimise the buffer delay in the RNC for
downlink transmissions by adjusting the vocoder time reference within the network. No such procedure exists on the
Mb interface, so the IM-MGW shall return NACK indication time alignment not supported according to

3GPP TS 29.415[26].

8.1.1.3 Rate control
8.1.1.3.1 General

Therate control procedure signals to the peer entity the maximum rate among the currently allowed rates at which it can
receive codec frames. Rate control only appliesto AMR, AMR-WB and EV S codec configurations with multiple active
modes. For the EV S codec, the rate control procedure also signals to the peer entity the maximum mode among the
currently allowed modes at which it can receive codec frames.

8.1.1.3.2 Rate control for AMR and AMR-WB codecs
For AMR and AMR-WB codecs:

- OntheNbinterface, luFP provides for rate control viathe exchange of RATE CONTROL and RATE
CONTROL ACK PDUs

- OntheMbinterface, IETF RFC 4867 [23] provides for in-band rate control viathe Codec Mode Request (CMR)
field of every codec frame (Speech or SID) and CMR-Only frames.

- Interworking of rate control procedures at an IM-MGW between an Mb interface and a corresponding Nb
interface only applies when the IM-MGW bridges compatible codec configurations between the interfaces
without applying atranscoding function.

- AnIM-MGW receiving a CMR from an Mb interface shall initiate the IuFP rate control procedure on the
corresponding Nb interface.
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An IM-MGW receiving arate control request on an Nb interface shall adjust the CMR field of outgoing speech
frames on the corresponding Mb interface.

8.1.1.3.3 Rate and Mode control for the EVS codec

For the EV S codec:

On the Nb interface, CMR for EVS (EVS-CMR) as specified in 3GPP TS 26.453 [152] subclause 4.5 provides
for in-band rate and mode control viathe Codec Mode Request (CMR) field of every codec frame (Speech or
SID) and CMR-Only frame.

On the Mb interface, EVS-CMR as specified in 3GPP TS 26.445 [147] subclause A.2.2.1.1 provides for in-band
rate and mode control viathe Codec Mode Request (CMR) field of the codec framein RTP. Alternatively
RTCP-APP packets may be used with corresponding control commands as specified in 3GPP TS 26.114 [104].
The rate and mode control on the Mb interface depends on the SDP offer/answer procedure. It may also be
disabled, in which case transcoding is mandatory.

Interworking of rate control procedures at an IM-MGW between an Mb interface and a corresponding Nb
interface only applies when the IM-MGW bridges compatible codec configurations between the interfaces
without applying a transcoding function.

An IM-MGW receiving an EVS-CMR from an Nb interface may filter and modify the EVS-CMR contents based
on configured policies and shall perform one of the following alternatives:

1)if CMR in RTPisrequired in every RTP packets on the Mb interface (cmr=1),include the resulting contents
into the EVS-CMR field of the corresponding outgoing frame or CMR-Only frame on the Mb interface;

2)if CMRin RTP isenabled "on demand" on the Mb interface (cmr=0 or omitted), include the resulting contents
into the EVS-CMR field of the outgoing codec frame or CMR-Only frame on the corresponding Mb interface
only if it is different from the previously sent EVS-CMR value, and send the new EVS-CMR value at least 3
times within the next 100 msto provide a minimum of error robustness, if necessary using also additional
CMR-Only framesin speech pauses;

3)if CMR in RTP is disabled on the Mb interface (cmr=-1) and if RTCP-APP is enabled on the Mb interface,
trand ate the resulting contents into a corresponding RTCP-APP command and send it at least 3 times within
the next 100 msto provide a minimum of error robustness, if the resulting RTCP-APP command is different
from the previously sent RTCP-APP command; or

4)if CMR in RTP is disabled on the Mb interface (cmr=-1) and if RTCP-APP is disabled on the Mb interface,
applying a transcoding function. In this case the rate and mode control on the Nb interfaceis terminated in the
IM-MGW.

An IM-MGW receiving an EVS-CMR on an Mb interface may filter and modify the EVS-CMR contents based
on configured policies and shall include the resulting contents into the EVS-CMR field of the outgoing codec
frame or CMR-Only frame on the corresponding Nb interface.

The rules by which the IM-MGW may filter and modify the EVS-CMR contents consist of the following:
1) ThelM-MGW shdl not modify the EVS-CMR to increase the maximum bit rate;

2) If the IM-MGW observes the incoming stream of speech frames or packets and determines that alower EVS
mode is more appropriate, the IM-MGW may modify the EVS-CMRs sent in the opposite direction of the
observed speech flow;

3) If the IM-MGW modifiesthe EVS-CMR to decrease the maximum bit rate and the resulting maximum bit
rate no longer support the originally requested maximum audio bandwidth, then the maximum audio
bandwidth may be reduced by the IM-MGW to the next lower one that fits to the reduced maximum bit rate;

4) The IM-MGW shall not modify the EVS-CMR in away that results in a change of the major operation mode
(EVS primary mode or EVS AMR-WB |0 mode);

NOTE: ThelIM-MGW can be forced to change the major operation mode of an incoming EVS-CMR when

interworking between EVS and AMR-WB, during handover or after handover.
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5) When channel-aware mode is used, if the IM-MGW observes the incoming stream of speech frames or
packets and determines that other channel-aware mode parameters are more appropriate, the IM-MGW may
modify the EVS-CMRs, flowing in the opposite direction of the observed speech flow to change the received
channel-aware offset to a bigger one (e.g. from 2 to 3) and the received channel-aware depth to alower, more
robust one;

6) When channel-aware mode is used, the IM-MGW shall not reduce the received channel-aware offset or
modify the received channel-aware depth aless robust one;

7) TheIM-MGW should not block the channel-aware mode;

8) The IM-MGW may modify the EVS primary mode in the received EVS-CMR to the EVS Variable Bit Rate
mode.

8.1.1.34 Interworking of rate control between compatible AMR-WB and EVS codec
configurations

The EVS codec includes the EVS AMR-WB 10 major operation mode and is therefore TrFO-compatible to the AMR-
WB codec, if the mode-set and mode-change-period parameters are TrFO-compatible. For example, AMR-WB on one
IM-MGW termination and EV S on the other IM-MGW termination are TrFO-compatible codecs, if the mode-set
parameters are TrFO-compatible and mode-change-period=2 on both sides.

If the IM-MGW bridges compatible EV'S codec configurations and AMR-WB codec configurations:

- If the codec of the incoming termination is EV S and the codec of the outgoing termination is AMR-WB, then the
rate control procedure for AMR-WB shall apply at the outgoing termination, with the maximum rate equal to or
lower than the maximum rate received in the EVS-CMR. The IM-MGW shall map received EVS-CMRsto the
selected mode-set of the outgoing AMR-WB termination.

- If the codec of the incoming termination is AMR-WB and the codec of the outgoing termination is EVS, then the
rate control procedure for AMR-WB shall apply on the incoming termination and shall determine the maximum
rate included in the EVS-CMR sent by the IM-MGW. The IM-MWG shall request the EVS AMR-WB |0 major
operation mode in the outgoing EVS-CMR.

- The IM-MGW may filter and modify the CMR contents according to the following rules:
1) The IM-MGW shall not modify the EVS-CMR to increase the maximum bit rate;

2) If the IM-MGW observes the incoming stream of speech frames or packets and determines that alower EVS
mode is more appropriate, the IM-MGW may modify the EVS-CMRs sent in the opposite direction of the
observed speech flow.

If the IM-MGW bridges EV S codec configurations and AMR-WB codec configurations which are not compatible, the
IM-MGW shall apply transcoding and shall handle the independent rate and mode control procedures towards the
incoming and the outgoing networks.

8.1.1.35 Interworking between rate control and RTCP-APP-CMR messages for MTSI

An IM-MGW may support the MTSI service defined in 3GPP TS 24.173 [88] and may then support codecs according
to 3GPP TS 26.114 [104].

NOTE 1. Alternative codec specificationsfor the MTSI service arelisted in 3GPP TS 24.173 [88].

If the IM-MGW supports the M TSI service with the codecs according to 3GPP TS 26.114 [104] the IM-MGW should
support reception of RTCP-APP-CMR messages as specified in the clause 10.2.1 of 3GPP TS 26.114 [104] which can
be sent by aMTSI client in the terminal. If the IM-MGW isin TrFO then RTCP-APP-CMR messages should be
translated to the appropriate rate control method on the CS side (e.g. luFP rate control or RTP based CMR) in the same
way as for an RTP based CMR, described in the preceding subclauses.

NOTE 2: When the IM-MGW istranscoding at the Mb interface then any RTCP-APP-CMR reguests received from
the MTSI client in the terminal when the IM-MGW is transcoding will result in a change to to DL codec
mode towards the M TS| client terminal.
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8.1.1.4 Frame quality indication

The Nb interface signals frame quality with the Frame Quality Classification (FQC) field of each speech frame PDU.
See 3GPP TS 26.102 [50] and 3GPP TS 29.415 [26] for details. The FQC may have possible values: O=frame_good,;
1=frame_bad; 2=frame_bad due to radio; and 3=spare. The Mb interface signals frame quality with the Q bit (frame
quality indicator) field of each speech frame, as defined in IETF RFC 4867 [23]. The Q bit may have values:
1=speech_good; and O=speech_bad or sid_bad.

Tables 24a and 24b provide the mapping between Mb and Nb interfaces.
Table 24a: Mapping of Mb (Q bit) onto Nb (FQC)

Mb - Qbit Mb - FT Nb - FQC
1 X 0
0 X 1

Table 24b: Mapping Nb onto Mb

Nb - FQC Mb - Qbit Mb - FT
0 1 NC
1 0 NO_DATA
2 0 NC

8.1.1.5 Framing

Even when the IM-MGW bridges compatible codec configurations between the Nb and Mb interfaces, the IM-MGW
shall perform translation between the frame formats defined for the two interfaces, since al codec configurations have
different framing procedures for the two interfaces. The framing details for Nb are defined in 3GPP TS 26.102 [50] and
3GPP TS 29.415 [ 26], although they do not describe the framing for ITU-T codecs other than G.711. The framing
detailsfor Mb are defined in IETF RFC 4867 [23], IETF RFC 3550 [51], IETF RFC 3551 [52] and

IETF RFC 3555 [53].

8.1.1.6 Transcoding

Transcoding at the IM-MGW is avoided when the IM-MGW bridges compatible codec configurations between the Nb
and Mb interfaces. Otherwise transcoding is necessary, which eliminates the need to interwork other user plane
procedures between the interfaces.

8.1.1.7 Discontinuous transmission

When the IM-MGW bridges compatible codec configurations between the Nb and Mb interfaces, the DTX procedures
are normally interworked transparently by trandlating between the framing formats on the interfaces. All the ITU-T,
AMR, AMR-WB and EV S codecs have configurations that are compatible between the Mb and Nb interfaces.

For the AMR, AMR-WB and EVS codecs, DTX is always enabled on the CS radio Interface in the uplink direction and
the transport channel for DTX in the downlink is always provided.

If the IMS side requires interworking without DTX inits media-receive direction, then the IM-MGW shall insert
transcoding in this direction. The IMS side may apply in its media-sending direction DTX or not, the CSsideis
prepared for both alternatives without transcoding.

8.1.1.8 Timing and sequence information

The IM-MGW shall always correct out-of-sequence delivery between Nb and Mb interfaces, either by re-ordering
frames, or by dropping frames that are out of sequence.

When the IuFP frame numbers are based on time and if the IM-MGW bridges compatible codec configurations between
the Nb and Mb interfaces, it shall either correct jitter before forwarding PDUs or interwork the RTP timestamp (see
RFC 3550 [51]) with the luFP Frame Number (see 3GPP TS 29.415 [26]) so that both the RTP timestamp and IuFP
frame number similarly reflect the nominal sampling instant of the user data in the packet.

NOTE: Correcting jitter may cause additional delay.
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The RTP sequence number (see RFC 3550 [51]) is handled independently on Mb, i.e. it is not interworked with the
IuFP Frame Number (see 3GPP TS 29.415[26]).

8.2 Interworking between IM CN subsystem and TDM-based
CS network

It shall be possible for the IM CN subsystem to interwork with the TDM based CS networks (e.g. PSTN, ISDN or CS
domain of aPLMN). Figure 32 describes the user plane protocol stack to provide the particular interworking.

Transcoding
G.711
AMR PCM
Coding
RTP DM
UDP CS
P Bearer
Channel
L2
—f+—{ 11 L1
Mb

Figure 32: IM CN subsystem to TDM-based CS network user plane protocol stack

8.3 Transcoding requirements

The IM CN subsystem supports the AMR codec as the native codec for basic voice services. For IM CN subsystem
terminations, the IM MGW shall support the transport of AMR over RTP according to IETF RFC 4867 [23]. The
MGCEF shall support the options of IETF RFC 4867 [23] listed within subclause 12.3.1 of 3GPP TS 26.114 [104].

It shall be possible for the IM CN subsystem to interwork with the CS networks (e.g. PSTN, ISDN or a CS domain of a
PLMN) by supporting AMR to G.711 transcoding (see I TU-T Recommendation G.711 [1]) in the IM-MGW. The IM-
MGW may also perform transcoding between AMR and other codec types supported by CS networks.

8.4 Diffserv code point requirements

The IM-MGW shall perform DiffServ Code Point (DSCP) markings (see RFC 2474 [21]) on the IP packets sent
towards the IM CN subsystem entity like UE or MRFP across the Mb interface to allow DiffServ compliant routers and
GGSNsto schedule the traffic accordingly.

The |ETF Differentiated Services architecture (see RFC 2475 [22]) shall be used to provide QoS for the external bearer
service.

The DSCP shall be operator configurable.

8.5 DTMF handling

When sending DTMF inband towards the CS network, the MGW shall com