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Intellectual Property Rights

IPRs essential or potentially essentia to the present document may have been declared to ETSI. The information
pertaining to these essential 1PRs, if any, is publicly available for ETSI member s and non-member s, and can be found
in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETS in
respect of ETS standards’, which isavailable from the ETS| Secretariat. Latest updates are available on the ETSI Web
server (http://www.etsi.org/ipr).

Pursuant to the ETSI IPR Policy, no investigation, including IPR searches, has been carried out by ETSI. No guarantee
can be given asto the existence of other IPRs not referenced in ETSI SR 000 314 (or the updates on the ETSI Web
server) which are, or may be, or may become, essential to the present document.

Foreword
This Technical Specification (TS) has been produced by ETSI Technical Committee Access and Terminals (AT).

The present document is part 11 of a multi-part deliverable supporting real-time multimedia services, asidentified
bel ow:

Part 1:  "Genera";

Part 2 "Architectural framework for the ddlivery of time critical services over cable Television networks using
cable modems’;

Part 3:  "Audio Codec Requirementsfor the Provision of Bi-Directional Audio Service over Cable Television
Networks using Cable Modems”;

Part 4:  "Network Call signalling Protocol";

Part5:  "Dynamic Quality of Service for the Provision of Real Time Services over Cable Television Networks
using Cable Modems";

Part6: "MediaTerminal Adapter (MTA) device provisioning";

Part 7:  "Management Information Base (MIB) Framework";

Part8: "Media Terminal Adapter (MTA) Management Information Base (MIB)";
Part9:  "Network Call Signalling (NCS) MIB Requirements’;

Part 10: "Event Message Requirements for the Provision of Real Time Services over Cable Television Networks
using Cable Modems";

Part 11: " Security";

Part 12:  "Internet Signalling Transport Protocol";
Part 13:  "Trunking Gateway Control Protocol";
Part 14: "Operation System Support".

NOTE 1: Theabove list is complete for thefirst version of this Technical Specification (TS) (V1.1.1 2001-07).
Additional parts are being proposed and these will be added to thelist in future versions.

The present part is part 11 of the above-mentioned series of ETSI deliverables and describes the | PCablecom Security
architecture, protocols, algorithms, associated functional requirements and any technological requirementsthat can
provide for the security of the system for the IPCablecom network. Authentication, access control, message and bearer
content integrity, confidentiality and non-repudiation security services must be provided as defined herein for each of
the network element interfaces. The present set of documents specify 1PCablecom, a set of protocol s and associated
element functional requirements. These have been developed to deliver Quality-of-Service (QoS), enhanced secure IP
multimediatime critical communication services, using packetized data transmission technology to a consumer's home
over acable television Hybrid Fibre/Coaxial (HFC) data network.
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NOTE 2: The choice of a multi-part format for this ddiverableis to facilitate maintenance and future
enhancements.

NOTE 3: Theteem MUST or MUST NOT isused as a convention in the present document part to denote an
absolutely mandatory aspect of the specification.

NOTE 4: The provisions of this part of the specification have a potential impact on the provisions and operation of
alater part detailing Lawful Interception. It istherefore possible that this part may need to be revised as
work progress on the latter part. Thisisin order to align both parts of this specification to facilitate
compliance with the requirements of both parts.

Introduction

The cable indugtry in Europe and across other Global regions have already deployed broadband cable television hybrid
fibre coax (HFC) data networks running the Cable Modem Protocol. The cable industry isin the rapid stages of
deploying IP Voice and other time critical multimedia services over these broadband cabl e television networks.

The cable indugtry has recognized the urgent need to develop ETSI Technical Specifications aimed at devel oping
interoperabl e interface specifications and mechanisms for the delivery of end to end advanced real time IP multimedia
timecritical services over bi-directional broadband cable networks.

IPCablecom isaset of protocols and associated el ement functional requirements developed to deliver
Quality-of-Service (QoS) enhanced secure |P multimedia time critical communi cations services using packetized data
transmission technology to a consumer's home over the broadband cable television Hybrid Fibre/Coaxial (HFC) data
network running the Cable Modem protocol. 1PCablecom utilizes a network superstructure that overlays the two-way
data-ready cable television network. While theinitial service offeringsin the IPCablecom product line are anticipated to
be Packet Voice, thelong-term project vision encompasses packet video and alarge family of other packet-based
Services.

The cable industry is aglobal market and therefore the ETSI standards are developed to align with standards either
already developed or under development in other regions. The ETSI Specifications are consistent with the

Cabl el abs/PacketCable set of specifications as published by the SCTE. An agreement has been established between
ETSI and SCTE in the US to ensure, where appropriate, that the rel ease of PacketCable and 1PCablecom set of
specifications are aligned and to avoid unnecessary duplication. The set of IPCablecom ETSI specifications also refers
to ITU-SG9 draft and published recommendations relating to | P Cable Communi cation.

The whole set of multi-part ETSI deliverables to which the present document bel ongs specify a Cable Communication
Servicefor the delivery of P Multimedia Time Critical Services over a HFC Broadband Cable Network to the
consumers home cable telecom terminal. 'I PCablecom’ also refers to the ETSI working group program that shall define
and develop these ETS| deliverables.

IPCablecom isaset of protocols and associated el ement functional requirements developed to deliver Quality of

Service (QoS) enhanced secure communications services using packetized data transmission technol ogy to a consumer's
home over the cable television Hybrid Fibre/Coaxial (HFC) data network. 1PCablecom utilizes a network superstructure
that overlays the two-way data-ready cable television network. While the initial service offerings in the |PCablecom
product line are anticipated to be Packet VVoice and Packet Video, the long-term project vision encompasses alarge
family of packet-based services.

The purpose of any security technology isto protect value, whether arevenue stream, or a purchasable information
asset of sometype. Threatsto thisrevenue stream exist when auser of the network perceives the value, expends effort
and money, and invents a technique to get around the necessary payments. Some network userswill go to extreme
lengths to steal when they perceive extreme value. The addition of security technology to protect value has an
associated cost; the more expended, the more secure one can be. The proper engineering task isto employ areasonable
costing security technology to force any user with the intent to steal or disrupt network services to spend an
unreasonable amount of money to circumvent it. Security effectivenessis thus basic economics.

In addition, a IPCablecom network used to offer voice communications must be at least as secure as the Public
Switched Telephone Network (PSTN) networks are today. Much of the PSTN security depends on the fact that each
telephoneis connected to a dedicated line. In order to provide the same level of privacy and resistance to denial of
service attacks when a I PCablecom network is used for voice communications, where both voice and signalling datais
transmitted over a shared HFC network and over a shared Internet Protocol (1P) backbone, appropriate
cryptography-based security mechanisms have been specified.
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I PCablecom security spansall of the |PCablecom specifications. The IPCablecom Architecture Specification defines
the overall |PCablecom architecture, the system elements, interfaces, and functional requirements for the entire
I PCablecom network.

The present document describes the security rel ationships between all of the above listed specifications. The general
goals of the IPCablecom network security Specification and any implementations that encompass the requirements
defined herein should be:

Secur e networ k communications. The |PCablecom network security must define a security architecture,
methods, algorithms and protocol s that meet the stated security service requirement. All media packets and all
sensitive signalling communi cation across the network must be safe from eavesdropping. Unauthorized message
modification, insertion, deletion and replays anywhere in the network must be easily detectable and must not
affect proper network operation.

Reasonable cost. The IPCablecom network security must define security methods, algorithms and protocol s that
meet the stated security service requirements such that areasonable implementation can be manifested with
reasonable cost and implementation compl exity.

Networ k element inter oper ability. All of the security services for any of the |PCablecom network el ements
must inter-operate with the security services for al of the other IPCablecom network elements. Multiple vendors
may implement each of the | PCablecom network elements aswell as multiple vendorsfor asingle |PCablecom
network e ement.

Extengbility. The IPCablecom security architecture, methods, agorithms and protocols must provide a
framework into which new security methods and algorithms may be incorporated as necessary.

The following assumptions are made relative to the scope of the IPCablecom Security Specification:

Embedded MTAs are within the scope of 1PCablecom. Standalone MTAs will be addressed in later phases and
security issues for Standalone MTAs are outside the scope of the present document.

All MTAs must use J.112 compliant CMs and must implement MAC layer security.
NCSv2 isthe only call sgnalling method addressed in the present document.

I PCablecom specifies requirements for a single administrative domain. CMS to CM S communication is
proprietary in 1.0, therefore security mechanisms for inter-CM S communication are also assumed to be
proprietary and are not specified in the present document.

A single Certificate Authority hierarchy is assumed for the purposes of the present document since | PCablecom
isrestricted to a single administrative domain. Cross-adminigtrative domain security is outside the scope of the
present document.

Anonymity of IP addressesis out of scope of IPCablecom and therefore outside the scope of the present
document.

Security for chained Radius serversis outside the scope of the IPCablecom Security Specification.
A subset of DQoS may be included in 1PCablecom.

Exportability of encryption algorithmsis not addressed in the present document.

The present document al so does not include requirements for associated security operational issues (e.g. Site security),
back office or inter/intra back office security, service authorization policies or secure database handing. Record Keeping
Servers (RKS), Network Management Systems, File Transfer Protocol (FTP) servers and Dynamic Host Control
Protocol (DHCP) servers are all considered to be unique to any service providers implementation and are beyond the
scope of the present document.
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Document Overview

The present document covers security for the entire IPCablecom architecture. The present document describes the
I PCablecom architecture, identifies security risks and specifies mechanismsto secure the architecture. The document is
structured as follows:

Architectural Overview of |PCablecom

— Theinitid clause describes the IPCablecom architecture as a point of reference for the remainder of the
document. Refer to the Architecture Framework Document TS 101 909-2 and each individual Specification
for full details.

Security Threats are described in the context of the reference architecture.
The overall security architecture and security assumptions are described.

Security Mechanisms - This clause specifies how public domain security mechanisms are to be implemented in
I PCablecom including Internet Protocol Security (IPSec), Internet Key Exchange (IKE), Kerberos with PKINIT,
media stream security, MAC layer security and Radius.

Security Profile - This clause profiles the security for each major area of the |PCablecom architecture. The
profile includes a description of the security requirements aswell as the Specifications for securing at-risk
interfaces. Refer to theindividual Specifications for detail s about each |PCablecom area. Security Specifications
are provided for each of the following areas

— Device and Service Provisioning.
— Quality of Service Signalling.

— OSS Interfaces.

— Billing System Interfaces.

— Cadll Signalling.

— PSTN Gateway Interfaces.

— Media Stream.

IPCablecom X.509 Certificate Profile and Management - X.509 Certificates are specified for anumber of
devices and functions within the IPCablecom architecture. This clause describes the format of the Certificates as
well asthetrust hierarchy for Certificate management within IPCablecom.

Cryptographic Algorithms - This clause specifies the details of cryptographic algorithms specified in the
I PCablecom security architecture.

Physical Security - This clause documents assumptions about the physical security of the Media Terminal
Adapter (MTA keys).

Secure Software Upgrade - This clause specifies the secure loading and upgrading of software to the MTAS.
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1 Scope

The present set of documents specify |PCablecom, a set of protocols and associated element functiona requirements.
These have been developed to deliver Quality-of-Service (QoS), enhanced secure IP multimedia time critical
communication services, using packetized data transmission technology to a consumer'shome over a cable television
Hybrid Fibre/Coaxial (HFC) data network.

NOTE 1: IPCablecom set of documents utilize a network superstructure that overlays the two-way data-ready cable
television network, e.g. as specified within ES 201 488 and ES 200 800.

Whiletheinitial service offeringsin the |PCablecom product line are anticipated to be Packet V oice and Packet Video,
the long-term project vision encompasses alarge family of packet-based services. Thismay require in the future, not
only careful maintenance control, but also an extension of the present set of documents.

NOTE 2: The present set of documents aims for global acceptance and applicability. It istherefore developed in
alignment with standards either already existing or under development in other regionsand in
International Telecommunications Union (ITU).

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

» References are either specific (identified by date of publication and/or edition number or version number) or
non-specific.

» For aspecific reference, subsegquent revisions do not apply.
» For anon-specific reference, the latest version applies.
FIPS-81, Federal Information Processing Standards Publication (FIPS PUB) 81 (1980): "DES Modes of Operation".
RFC 1750: "Randomness Recommendations for Security”.
RFC 1889 (1996): "RTP: A Transport Protocol for Real-Time Applications’.
RFC 1890: "RTP Profile for Audio and Video Conferences with Minimal Control”.
RFC 2104 (1996): "HMAC: Keyed-Hashing for Message Authentication”.
RFC 2139 (1997): "RADIUS Accounting".
RFC 2367 (1998): "PF_KEY Key Management API, Version 2"
RFC 2401 (1998): " Security Architecture for the Internet Protocol".
RFC 2406 (1998): "IP Encapsulating Security Payload (ESP)".
RFC 2407 (1998): "The Internet IP Security Domain of Interpretation for ISAKMP".
RFC 2409 (1998): "The Internet Key Exchange (IKE)".
RFC 2451 (1998): "The ESP CBC-Mode Cipher Algorithms'.

RFC 2574 (1999): "User-based Security Model (USM) for version 3 of the Simple Network Management Protocol
(SNMPV3)".

IETF draft (March 2001): "The Kerberos Network Authentication Service (V5)",
http://www.ietf.org/internet-drafts/draft-i etf-cat-kerberos-revisions-08.txt.

ETSI ES 201 488: "Data-Over-Cable Service Interface Specifications Radio Frequency Interface Specification”.
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ETSI ES 200 800: "Digital Video Broadcasting (DVB); DVB interaction channd for Cable TV digtribution systems
(CATV)".

ETSI TS 101 909-2: "Access and Terminals (AT); Digital Broadband Cable Access to the Public Telecommunications
Network; 1P Multimedia Time Critical Services; Part 2: Architectura framework for the delivery of time critical
services over cable Television networks using cable modems”.

ETSI TS 101 909-4: "Access and Terminals (AT); Digital Broadband Cable Access to the Public Telecommunications
Network; 1P Multimedia Time Critical Services; Part 4: Network-Based Call Signalling Protocol”.

ETSI TS 101 909-5: "Access and Terminals (AT); Digital Broadband Cable Access to the Public Telecommunications
Network; IP Multimedia Time Critical Services, Part 5: Dynamic Quality of Service for the Provision of Real Time
Services over Cable Television Networks using Cable Modems'.

ETSI TS 101 909-6: "Access and Terminals (AT); Digital Broadband Cable Access to the Public Telecommunications
Network; 1P Multimedia Time Critical Services, Part 6: Media Terminal Adapter (MTA) device provisioning”.

ETSI TS 101 909-7: "Access and Terminals (AT); Digital Broadband Cable Access to the Public Telecommunications
Network; 1P Multimedia Time Critical Services, Part 7: Management Information Base (MIB) Framework".

ITU-T Recommendation J.112: "Transmission systems for interactive television services'.

ITU-T Recommendation X.500: "Information technology - Open Systems Interconnection - The Directory: Overview of
concepts, models and services'.

ITU-T Recommendation X.509: "Information technology - Open Systems Interconnection - The Directory: Public-key
and attribute certificate frameworks'.

ITU-T Recommendation X.520: "Information technology - Open Systems Interconnection - The directory: Selected
attribute types'.

PKCS #1 (1993): "RSA Encryption Standard", Version 1.5, RSA Laboratories.
PKCS#1 (1998): "RSA Cryptography Standard”, Version 2.0, RSA Laboratories.
PKCS#7 (1993): "Cryptographic Message Syntax Standard”, RSA Laboratories.
PKCS #9 (1993): "Selected Attribute Types', Version 1.1, RSA Laboratories.
Secure Hash Standard, Department of Commerce, NIST, FIPS 180-1, April, 1995.

3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the following terms and definitions apply:

Access Control: limiting the flow of information from the resources of a system only to authorized persons, programs,
processes or other system resources on anetwork

Access Node: layer two termination device that terminates the network end of the ITU-T Recommendation J.112
connection

NOTE 1: Itistechnology specific. In ITU-T Recommendation J.112, annex A, it is called the INA whilein annex B
itisthe CMTS.

active: J.112 Flow is said to be "active" when it is permitted to forward data packets
NOTE 2: A J.112 How must first be admitted beforeit is active.

authentication: process of verifying the claimed identity of an entity to another entity
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authenticity: ability to ensure that the given information iswithout modification or forgery and was in fact produced by
the entity who claimsto have given the information
authorization: act of giving access to a service or device if one has the permission to have the access
Cable M odem: cable modem isalayer two termination device that terminates the customer end of the J.112 connection
cipher: algorithm that transforms data between plaintext and ciphertext

ciphersuite: set which must contain both an encryption agorithm and a message authentication algorithm (e.g. aMAC
or an HMAC)

NOTE 3: In general, it may also contain a key management algorithm, which does not apply in the context of
| PCablecom.

confidentiality: way to ensure that information isnot disclosed to any one other then the intended parties
NOTE 4: Information is encrypted to provide confidentiality. Also known as privacy.

downstream: direction from the headend toward the subscriber location

encryption: method used to trandate information in plaintext into ciphertext

endpoint: Terminal, Gateway or MCU

| PCablecom: ETSI working group project that includes an architecture and a series of Specificationsthat enable the
delivery of real time services (such astelephony) over the cable television networks using cable modems

Event M essage: message capturing a single portion of a connection
gateway: devices bridging between the |PCablecom 1P Voice Communication world and the PSTN

NOTE 5: Examplesare the Media Gateway which provides the bearer circuit interfaces to the PSTN and transcodes
the media stream, and the Signalling Gateway which sends and receives circuit switched network
signalling to the edge of the |PCablecom network.

header: protocol control information located at the beginning of a protocol data unit
integrity: way to ensure that information is not modified except by those who are authorized to do so

Kerberos: secret-key network authentication protocol that uses a choice of cryptographic algorithms for encryption and
a centralized key database for authentication

key: mathematical value input into the selected cryptographic algorithm
K ey Exchange: swapping of public keys between entities to be used to encrypt communication between the entities
Key Management: process of distributing shared symmetric keys needed to run a security protocol
non-repudiation: ability to prevent a sender from denying later that he or she sent a message or performed an action
privacy: way to ensure that information isnot disclosed to any one other than the intended parties

NOTE 6: Information isusually encrypted to provide confidentiality. Also known as confidentiality.
Private Key: key used in public key cryptography that belongs to an individual entity and must be kept secret

proxy: facility that indirectly provides some service or acts as arepresentative in delivering information there by
eliminating ahost from having to support the services themselves

Public Key: key used in public key cryptography that belongs to an individual entity and is distributed publicly
NOTE 7: Other entities use this key to encrypt data to be sent to the owner of the key.

Public Key Certificate: binding between an entity's public key and one or more attributes relating to itsidentity, also
known asa digital certificate
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Public Key Cryptography: procedurethat usesa pair of keys, a public key and a private key for encryption and
decryption, also known as asymmetric agorithm

NOTE 8: A user'spublic key is publicly available for othersto use to send a message to the owner of the key. A
user's private key is kept secret and is the only key which can decrypt messages sent encrypted by the
users public key.

Root Private Key: private signing key of the highest level Certification Authority

NOTE 9: Itisnormally used to sign public key certificates for lower-level Certification Authorities or other
entities.

Root Public Key: public key of the highest level Certification Authority, normally used to verify digital signaturesthat
it generated with the corresponding root private key

X.509 certificate: public key certificate specification developed as part of the ITU-T Recommendation X.500 standards
directory

3.2 Abbreviations

For the purposes of the present document, the following abbreviations apply:

AH Authentication Header

AN Access Node

BPI+ Basdline Privacy Interface Plus

C7 Signalling System Number 7

CBC Cipher Block Chaining Mode

CM Cable Modem

CMS Cryptographic Message Syntax

CMS Call Management Server

DNS Domain Name Server

DQoS Dynamic Quality of Service

ESP I PSec Encapsulation Security

FQDN Fully Qualified Domain Name

HFC Hybrid Fibre/Coaxial [cabl€]

HMAC Hashed Message Authentication Code

INA Interactive Network Adapter

IETF Internet Engineering Task Force

IKE Internet Key Exchange

IP Internet Protocol

IPSec Internet Protocol Security

LNP Local Number Portability

MAC Message Authentication Code

MAC Media Access Control

MD5 Message Digest 5

MG Media Gateway

MGC Media Gateway Controller

MIB Management Information Base

MTA Media Terminal Adapter

NCS Network Call Signalling

PKI Public Key Infragtructure

PKINIT Public Key Cryptography Initial Authentication

PSTN Public Switched Telephone Network

QoS Quality of Service

RADIUS Remote Access Dial-In User Service

RC4 avariable key length stream cipher offered in the ciphersuite, used to encrypt the mediatraffic in
IPCablecom

RFC Request for Comments

RKS Record Keeping Server

RSVP Resource Reservation Protocol

RTCP Real Time Control Protocol

RTP Real Time Protocol
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SA Security Association
SDP Session Description Protocol
SG Signalling Gateway
SHA-1 Secure Hash Algorithm 1
SIP Session Initiation Protocol
SIP+ Session Initiation Protocol Plus
SNMP Simple Network Management Protocol
SPI Security Parameters Index.
TCAP Transaction Capabilities Application Protocol
TFTP Trivial File Transfer Protocol
TGS Ticket Granting Server
UDP User Datagram Protocol
VolP Voice Over IP
4 Void
5 Void
6 Architectural overview of IPCablecom security
6.1 IPCablecom Reference Architecture

Security requirements had been defined for every signalling and media link within the IPCablecom IP network. Thus, in
order to understand the security requirements and Specifications for 1PCablecom, one must first understand the overall
architecture. This clause presents a brief overview of the IPCablecom architecture. For a more detailed Specification,
refer to the |PCablecom Architecture Framework.
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Figure 1, taken from the Architecture Framework, describes the IPCablecom system architecture:

Call Management Announcement
Server Server
Embedded MTA (CMS)
Client Announcement
Cable HEC V Controller
access
MTA Modem network AN (ANC)

Announcement
Player
(ANP)

Managed |P Network Media Gateway
Controller

(MGC)

Embedded MTA Media Gateway
Client (MG)

MTA Cable HFC access Signdling Gateway
Modem network (SG)

0SS — Ticket Granting Server (TGS)
Back Office — DHCP Servers
Servers and —DNS Servers
Applications —TFTPor HTTP Servers
—SYSLOG Server
Rrirriing — Record Keeping Server (RKS)
— Provisioning Server

Figure 1: IPCablecom Network Component Reference Model (partial)

6.1.1 HFC Network

Infigure 1, the Access Network between the MTAs and the AN isan HFC network, which employs J.112 physical layer
and Media Access Control (MAC) layer protocols. J.112 MAC layer security and QoS protocols are enabled over this
link.

Thereis signalling between the MTA and the AN, for the purpose of Dynamic QoS. Thisincludes both custom User
Datagram Protocol (UDP) messages defined specifically for IPCablecom DQoS, aswell as standard Resource
Reservation Protocol (RSVP) messages, which run directly over the IP layer in the protocol stack (see note).

NOTE: RSVPisnot part of |PCablecom.

Since MAC layer security runs between the CM and the AN, it does not help in authenticating the identity of the MTA.
Therefore, al protocols that run between the MTA and the AN have additional security requirementsthat cannot be met
by MAC layer security.

6.1.2 Call Management Server

In the context of voice communications applications, a central component of the system isthe Call Management Server
(CMYS). Itisinvolved in both call signalling and the Dynamic Quality of Service (DQOoS) establishment. The CMS also
performs queries at the PSTN Gateway for LNP (Local Number Portability) and other services necessary for voice
communications, including interface with the PSTN.

As described in the |PCablecom Architecture Framework J.160, the CM Sisdivided into the following functional
components:

e Call Agent (CA) - The Call Agent maintains network intelligence and call state and controls the media gateway.
Most of thetime Call Agent is synonymous for Call Management Server.
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* Gate Controller (GC) - The Gate Controller isalogica QoS management component that istypically part of the
CMS. The GC coordinates all quality of service authorization and control on behalf of the application service -
€.g. voice communications.

« Announcement Controller (ANC) - The ANC initiates and manages all announcement services provided by the
Announcement Player. The ANC accepts requests from the CM S and arranges for the ANP to provide the
announcement in the appropriate stream so that the user hears the announcement.

* Media Gateway Controller (MGC) - The Media Gateway Controller maintains the gateway's portion of call state
for communications traversing the Gateway. A particular CM S can contain any subset of the above listed
functional components.

6.1.3 Functional Categories

The IPCablecom Architecture Framework identifies two functiona layers, a core service layer and an application layer,
and the functional categories within each of these two layers.

Core Service Layer:
» Device and service provisioning.
* Quality of service (HFC access network and managed | P backbone).
e Security (specified herein).
» OSS functions and interfaces.
* Billing system interfaces.
Application Layer:
» Network call signalling (NCS).
* PSTN interconnectivity.
* CODEC functionality and media stream mapping.
* Announcement Servers.

In most cases, each functional category correspondsto a particular | PCablecom Specification document.
6.1.3.1 Core Service Layer

6.1.3.1.1 Device and Service Provisioning

During MTA provisioning and service provisioning (also called customer enrolment), the MTA getsits configuration
with the help of the DHCP and Trivial File Transfer Protocol (TFTP) servers, aswell asthe OSS.

Provisioning interfaces need to be secured and have to configure the MTA with the appropriate security parameters (e.g.
customer X.509 certificate signed by the Service Provider). The present document specifies the stepsin both the MTA
provisioning and customer enrolment, with the detailed Specifications given only to the security parameters. For afull
Specification on MTA provisioning and customer enrolment, refer to TS 101 909-6.

6.1.3.1.2 Quality of Service

I PCablecom provides a guaranteed Quality of Service (QoS) for each voice communication with Dynamic QoS or
DQoS.

DQoS is controlled by the Gate Controller function within the CM S and can guarantee Quality of Service end-to-end.
The Gate Controller utilizes the COPS protocol to download QoS palicy into the AN. After that, the QoS reservation is
established vialayer 2 signalling or J.112 QoS between the MTA and the AN on both sides of the connection. QoS
reservations are also forwarded to the | P Backbone between the ANS, but the Specifications of the Backbone
reservations are outside of the scope of |PCablecom. Therefore, the corresponding security Specifications are a so out
of scope.
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6.1.3.1.3 OSS Functions and Interfaces

The OSS system is used to provision and configure each MTA and the corresponding subscriber. The dynamic
configuration of an MTA occurs viathe SNMPv3 protocol.

During the MTA and subscriber provisioning, the MTA getsits configuration from the DHCP and TFTP servers.

Interfaces between the MTA and the OSS, Provisioning and TFTP servers al need to be protected and the
corresponding security requirements and Specifications are defined in the present document.

There are additional interfaces between the OSS system and the DHCP and TFTP servers, as well asthe CMS.
I PCablecom currently considersthese interfaces out of scope. The present document defines security requirements and
some recommended solutions for these links, but considers the corresponding security Specifications out of scope.

6.1.3.1.4 Billing System Interfaces

The CMS, AN and the PSTN Gateway are all required to send out billing event messages to the RKS - Record Keeping
Server. Thisinterfaceis currently specified to be Radius. Billing information should be checked for integrity and
authenticity as well as kept private. The present document defines security requirements and Specifications for the
communication with RKS.

6.1.3.2 Application Layer

6.1.3.2.1 Call Signalling

The call signalling architecture defined within 1PCablecom is Network Call Signaling (NCS). The Call Management
Server (CMS) isused to control cal set-up, termination and most other call signalling functions. In the NCS
architecture (J.162), the Call Agent function within the CMSisused in call signalling, and it utilizesthe MGCP
protocol.

6.1.3.2.2 PSTN Interconnectivity

The PSTN interface to the voi ce communications capabilities of the |PCablecom network is through the Signalling and
Media Gateways (SG and MG). Both of these gateways are controlled with the MGC (Media Gateway Controller). The
MGC may be standalone or combined with aCMS,

All communications between the MGC and the SG and MG may be over the same shared |P network and is subject to
similar threats (e.g. privacy, masquerade, denial of service) that are encountered in other linksin the same network. The
present document defines both security requirements and Specifications for the PSTN Gateway links.

When communications from an MTA to a PSTN phone is made, bearer channel traffic is passed directly between an
MTA and aMG. The protocols used in this case are Real Time Protocol (RTP) and Real Time Control Protocol
(RTCP), the same asin the MTA-to-MTA case. Both security requirements and Specifications are very similar to the
MTA-to-MTA bearer requirements and are fully defined in the present document. After a voice communication enters
the PSTN, the security requirements as well as Specifications are based on existing PSTN standards and are out of
scope of the present document.

6.1.3.2.3 CODEC Functionality and Media Stream Mapping

The media stream between two MTAS or between an MTA and a PSTN Gateway utilizes the RTP protocol. Although
MAC layer security provides privacy over the HFC network, the potentia threats within the rest of the voice
communications network require that the RTP packets be encrypted end-to-end (see note).

In addition to RTP, thereisan accompanying RTCP protocol, primarily used for reporting of RTCP statistics. In
addition, RTCP packets may carry CNAME - a unique identifier of the sender of RTP packets. RTCP also defines a
BY E message (see note) that can be used to terminate an RTP session. These two additional RTCP functionsraise
privacy and denial of service threats. Due to these threats, RTCP security requirements are the same as the requirements
for all other end-to-end Session Initiation Protocol Plus (SIP+) signalling and are addressed in the same manner.
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NOTE: Ingenerd, itispossiblefor an MTA-to-MTA or MTA-to-PSTN connection to cross networks of several
different Service Providers. In the process, this path may cross a PSTN network. Thisis an exception to
therule, where all RTP packets are encrypted end-to-end. The media traffic insde an PSTN network does
not utilize RTP and hasits own security requirements. Thus, in this case the encryption would not be
end-to-end and would terminate at the PSTN Gateway on both sides of the intermediate PSTN network.

In addition to MTAs and PSTN Gateways, Media Servers may also participate in the media stream flows. Media
Servers represent network-based components that operate on media flows to support various voi ce communications
service options. Media servers perform audio bridging, play

terminating announcements, provide interactive voice response services, etc. Both media stream and signalling
interfacesto a Media Server arethe same asthe interfaces to an MTA (both in the cases of DCS and NCS signalling).

6.1.3.2.4 Announcement Server Interfaces

For future study.

6.2 Threats

Figure 2 contains the interfaces that were analysed for security in |PCablecom.

There are additional interfaces that are identified in 1PCablecom but for which protocols are not specified. In those
cases, the corresponding security protocols are also not specified, and those interfaces are not listed in figure 2.

There are also interfaces to the DHCP and Domain Name Server (DNS) serversfor which security isnot required in
| PCablecom. Those interfaces are also not listed in figure 2.
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Figure 2: Subset of IPCablecom Interfaces

Beow isasummary of general threats and the corresponding attacks that are relevant in the context of IP voice
communications. Thislist of threatsis not based on the knowledge of the specific protocols or security mechanisms
employed in the network. A more specific summary of threats that are based on the functionality of each network

dement islisted in clause 6.2.6.

Some of the outlined threats cannot be addressed purely by cryptographic means - physical security and/or fraud
management should also be used. These threats may be important, but cannot be fully addressed within the scope of

I PCablecom. How each vendor and each operator implement fraud management and physical security will differ and in
this case a Specification isnot required for interoperability.
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6.2.1 Theft of Service

6.2.1.1 Theft of Network Services
In the context of voice communications, the main services that may be stolen are:
— Long-distance service.
— Local (subscription) voice communications service.
— Videoconferencing.
— Network-based three-way calling.
— Quality of Service.

6.2.1.1.1 Attacks

6.21.1.11 MTA Clones

One or more MTASs can masquerade as another MTA by duplicating its permanent identity and keys. The secret
cryptographic keys may be obtained by either breaking the physical security of the MTA or by employing
cryptoanalysis.

When an MTA is broken into by someone other than the owner, the perpetrator can steal voice communications service
and chargeit all to the original owner. The feasibility of such an attack depends on where an MTA islocated. This
attack must be seriously considered in the cases when an MTA islocated in an office or apartment building, or on a
street corner.

An owner might break into his or her own MTA in at least one instance - after a fal se account with the operator
providing the voice communications service had been set up. The customer name, address, or account number may all
beinvalid or belong to someone e se. The provided Credit Card Number may be stolen. In that case, the owner of the
MTA would not mind giving out the MTA cryptographic identity to others - he or she would not have to pay for service

anyway.

In addition to cloning of the permanent cryptographic keys, temporary (usually symmetric) keys may also be cloned.
Such an attack is more complex, since the temporary keys expire more often and have to be frequently redistributed.
The only reason why someone would attempt this attack isif the permanent cryptographic keys are protected much
better than the temporary ones, or if the temporary keys are particular easy to steal or discover with cryptoanalysis.

6.2.1.1.1.2 Other Clones

Itis conceivable, that the cryptographic identity of another network element, such asa AN or a CMS may be cloned.
Such an attack is most likely to be mounted by an insider - a corrupt or disgruntled employee.

6.2.1.1.1.3 Subscription Fraud

A customer sets up an account under falseinformation.

6.2.1.1.1.4 Non-Payment for Voice Communications Services

A customer stops paying his or her bill, but continues to use the MTA for voice communications service. This can
happen if the network does not have an automated way to revoke customer's access to the network.

6.2.1.1.15 Protocol Attacks against an MTA

A weakness in the protocol can be manipulated to alow an MTA to authenticate to anetwork server with afalse
identity or hijack an existing voice communication. This includes replay and man-in-the-middl e attacks.

ETSI



24 ETSI TS 101 909-11 V1.1.1 (2001-07)

6.2.1.1.1.6 Protocol Attacks against Other Network Elements

A perpetrator might employ similar protocol attacks to masquerade as a different Network Element, such asa AN or a
CMS. Such an attack may be used in collaboration with the cooperating MTASto steal service.

6.2.1.2 Theft of Services Provided by the MTA

Services such as the support for multiple MTA ports, three-way calling and call waiting may be implemented entirely in
the MTA, without any required interaction with the network.

6.2.1.2.1 Attacks

MTA code to support these services may be downloaded illegally by an MTA clone, in which case the clone hasto
interact with the network to get the download. In that case, this threat is no different from the network service theft
described in the previous clause.

Alternatively, downloading an illegal code image using someillegal out-of-band means can also enable these services.
Such service theft is much harder to prevent (a secure software environment within the MTA may be required). On the
other hand, in order for an adversary to go through thistrouble, the price for these MTA-based services has to make the
theft worthwhile.

An implication of thisthreat isthat valuable services cannot be implemented entirely indde the MTA without a secure
software environment in addition to tamperproof protection for the cryptographic keys.

NOTE: While asecure software environment within an MTA adds significant complexity, it isan achievable task.

6.2.1.3 MTA Moved to Another Network

A leased MTA may be reconfigured and registered with another network, contrary to the intent and property rights of
the leasing company.

6.2.2 Bearer Channel Information Threats

Thisclass of threats is concerned with the breaking of privacy of voice communications over the IP bearer channdl.
Threats againgt non-V ol P communications are not considered here and assumed to require additional security at the
application layer.

6.2.2.1 Attacks

Clones of MTAs and other Network Elements, aswell as protocol manipul ation attacks, also apply in the case of the
Bearer Channd Information threats. These attacks were aready described under the Service Theft thresats.

MTA cloning attacks mounted by the actual owner of the MTA are lesslikely in this case, but not completely
inapplicable. An owner of an MTA may distribute clones to the unsuspecting victims, so that he or she can later spy on
them.

6.2.2.1.1 Off-line Cryptanalysis

Bearer channd information may be recorded and then analysed over aperiod of time, until the encryption keys are
discovered with cryptoanalysis. The discovered information may be of value even after arelatively long time has
passed.

6.2.3 Signalling Channel Information Threats

Signaling information, such as the caller identity and the services to which each customer subscribes may be collected
for marketing purposes. The caller identity may also be used illegally to locate a customer that wishes to keep his or her
location private.
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6.2.3.1 Attacks

Clones of MTAs and other Network Elements, aswell as protocol manipul ation attacks, also apply in the case of the
Signalling Channel Information threats. These attacks were aready described under the Service Theft threats.

MTA cloning attacks mounted by the actual owner of the MTA are theoretically possible in this case. An owner of an
MTA may distribute clonesto the unsuspecting victims, so that he or she can monitor their signalling messages (e.g. for
information with marketing value). The potential benefits of such an attack seem unjustified, however.

6.2.3.1.1 Caller ID

A number of a party initiating a voice communication isrevealed, even though anumber isnot generally available (i.e.
is"unlisted") and the owner of that number enabled ID blocking.

6.2.3.1.2 Information with Marketing Value

Dialled numbers and the type of service customers use may be gathered for marketing purposes by other corporations.

6.2.4 Service Disruption Threats

Thisclass of threatsisaimed at disrupting the normal operation of the voice communications. The motives for denial of
service attacks may be malicious intent against a particular individua or against the service provider. Or, perhaps a
competitor wishesto degrade the performance of another service provider and use the resulting problemsin an
advertising campaign.

6.2.4.1 Attacks

6.2.4.1.1 Remote Interference

A perpetrator is able to manipulate the protocol to close down ongoing voice communications. This might be achieved
by masquerading asan MTA that isinvolved in such an ongoing communication. The same effect may be achieved if

the perpetrator impersonates another Network Element, such as a Gate Controller or an Edge Router during either call

set-up or voice packet routing.

Depending on the signalling protocol security, it might be possible for the perpetrator to mount this attack from the
MTA, in the privacy of hisor her own home.

Clones of MTAs and other Network Elements, aswell as protocol manipul ation attacks, also apply in the case of the
Service Disruption threats. These attacks were aready described under the Service Theft threats.

MTA cloning attacks mounted by the actual owner of the MTA can be theoretically used in service disruption against
unsuspecting clone owners. However, since there are so many other ways to cause service disruption, such an attack
cannot be taken seriously in this context.

6.2.5 Repudiation

In anetwork where masquerade (using the above-mentioned cloning and protocol manipulation techniques) is common
or iseasily achievable, a customer may repudiate a particular communication (and, e.g. deny responsibility for paying
for it) on that basis.

In addition, unless public key-based digital signatures are employed on each message, the source of each message
cannot be absolutely proven. If asignature over amessage that originated at an MTA is based on a symmetric key that
is shared between that MTA and a network server (e.g. the CMS), it isunclear if the owner of the MTA can claim that
the Service Provider somehow falsified the message.
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However, even if each message were to carry a public key-based digital signature and if each MTA were to employ
stringent physical security, the customer can still claim in court that someone else initiated that communication without
his or her knowledge, just as a customer of a telecommunications carrier on the PSTN can claim, e.g. that particular
long-distance calls made from the customer's tel ephone were not authorized by the customer. Such telecommuni cations
carriers commonly address this situation by establishing contractua and/or tariffed relationships with customersin
which customers assume liability for unauthorized use of the customer's service. These same contractual principles are
typically implemented in service contracts between information services providers such as | SPs and their subscribers.
For these reasons, the benefits of non-repudiation seem dubious at best and do not appear to justify the performance
penalty of carrying a public key-based digital signature on every message.

6.2.6 Threat Summary
This clause provides a summary of the above of threats and attacks and a brief assessment of their relative importance.
e Primary Threats
— Theft of Service. Attacksare:

» Subscription Fraud. Thisattack is prevalent today's telephony systems (i.e. the PSTN) and requires little
economic investment. It can only be addressed with a Fraud Management system.

» Non-payment for services. Within the PSTN, telecommunications carriers usually do not prosecute the
offenders, but smply shut down their accounts. Because prosecution is expensive and not always
successful, it isapoor counter to this attack. Methods such as debit-based billing and device authorization
(pay as you play), increasingly common in the wirel ess sector of the PSTN, might be a possible solution
for this attack in the IPCablecom context. Thisthreat can aso be minimized with effective Fraud
Management systems.

* MTA clones. Thisthreat requires more technical knowledge than the previous two thrests. A technically
knowledgeable adversary or underground organization might offer cloning services for profit. Thisthreat
ismost effective, when combined with subscription fraud, where an MTA registered under a fraudulent
account iscloned. Thisthreat can be addressed with both Fraud Management and physical security inside
the MTA, or a combination of both.

* Impersonate a network server. With proper cryptographic mechanisms, authorization and procedural
security in place, this attack isunlikely, but has a potentia for great damage.

* Protocol manipulation. Can occur only when security protocols are flawed or when not enough
cryptographic strength isin place.

— Bearer Channd Information Disclosure. Attacks are:

» Simple Snooping. Thiswould happen if voice packets were sent in the clear over some segment of the
network. Even if that segment appearsto be protected, it may still be compromised by an insder. Thisis
the only major attack on privacy. The bearer channd privacy attackslisted below are possible but are all
of secondary importance.

* MTA clones. Again, thisthreat requires more technical knowledge but can be offered as a service by an
underground organization. A most likely variation of this attack, is when apublicly accessble MTA (e.g.
in an office or apartment building) is cloned.

* Protocol manipulation. A flawed protocol may somehow be exploited to discover bearer channel
encryption keys.

» Off-line cryptoanalysis. Even when media packets are protected with encryption, they can be stored and
andysed for long periods of time, until the decryption key isfinally discovered. Such an attack is not
likely to be prevalent, sinceit isjustified only for particularly valuable customer-provided information
(IPCablecom security is not required to protect data). This attack ismore difficult to perform on voice
packets (as opposed to data). Still, customers are very sensitive to thisthreat and it can serve as the basis
for anegative publicity campaign by competitors.
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— Signalling Information Disclosure. Thisthreat islisted as primary only due to potentia for bad publicity
and customer sensitivity to keeping their numbers and location private. All of the attacks listed below are
similar to the ones for bearer channel privacy and are not described here:

Simple snooping.

MTA clones.

Protocol manipulation.
Off-line cryptoanalysis.
Service disruption.

Secondary Threats

— Theft of MTA-based services. Based on the voice communications services that are planned for the near
future, thisthreat does not appear to have potential for significant economic damage. This could possibly
change with the introduction of new value-added services in the future.

— lllegally registering aleased MTA with a different Service Provider. Leased MTAs can normally be
tracked. Most likdly, thisthreat is combined with the actual theft of aleased MTA. Thus, this threat does not
appear to have potential for widespread damage.

6.3

6.3.1

Security Architecture

Overview of Security Interfaces

Figure 3 summarizes all of the |PCablecom security interfaces, including key management.

ETSI



28 ETSI TS 101 909-11 V1.1.1 (2001-07)

TFTP
Server

3%
~
~Y

2
S

T0912090-01
(118832)

Figure 3: IPCablecom Security Interfaces

In figure 3, each interface label looks like:
<label>: <protocol> { <security protocol>/<key management protocol> }

If the key management protocol is missing, that meansit is not needed for that interface. IPCablecom interfaces that do
not require security are not shown on this figure.

The following abbreviations were used in the above figure:

IKE- IKE with pre-shared keys.
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IKE requires public key certificates.

CMS-based KM Keys randomly generated and distributed by CMS.

Hereisatablethat briefly describes each of theinterfaces shown in figure 3.

NOTE: Thenumber isnot consecutive because interfaces that are out of scope for IPCablecom are not included

here.

Table 1: Summary of Security Interfaces

Interface

Description

pkt-sO

SNMPv3 INFORM from the MTA to the Simple Network Management Protocol (SNMP)
Manager, followed by optional SNMP GET(s) by the SNMP Manager are used to query
MTA device capabilities. This occurs at the time where SNMPV3 keys may not be
available, and security is provided with an RSA signature, formatted according to CMS
(Cryptographic Message Syntax).

pkt-s1

MTA Configuration file download. The MTA downloads a configuration file (with
TFTP-get) that is signed by the TFTP server and sealed with the MTA public key, with a
CMS (Cryptographic Message Syntax) wrapper. This flow occurs right after an SNMPv3
INFORM followed by an optional SNMP GET(s) - see flow pkt-s0.

pkt-s2

Standard SNMPv3 security. The SNMPv3 keys are downloaded with the MTA
configuration file, using interface pkt-s1.

pkt-s3

MAC layer security on the HFC link. Both security and key management are defined by
J.112.

pkt-s6

End-to-end media packets between two MTAs, or between MTA and MG. RTP packets
are encrypted directly with RC4, without any additional security layers. Message integrity
is optionally provided by an MMH-based MAC (Message Authentication Code). Keys are
distributed by the CMS to the two endpoints.

pkt-s7

RTCP control protocol for RTP, defined above. Message integrity and encryption
provided with IPSEC. Key management is same as for RTP - keys are distributed by
CMS.

pkt-s10

MTA-CMS signalling for NCS. Message integrity and privacy via IPSEC. Key
management is with Kerberos with PKINIT (public key initial authentication) extension.

pkt-s12

Radius hilling events sent by the CMS to the RKS. Radius authentication keys are
hardcoded to 0. Instead, IPSEC is used for message integrity, as well as privacy. Key
management is IKE.

pkt-s13

Radius events sent by the AN to the RKS. Radius authentication keys are hardcoded to
0. Instead, IPSEC is used for message integrity, as well as privacy. Key management is
IKE.

pkt-s14

COPS protocol between the GC and the AN, used to download QoS authorization to the
AN. Message integrity and privacy provided with IPSEC. Key management is IKE.

pkt-s15

Gate Coordination messages for DQoS. Message integrity is provided with an
application-layer (Radius) authenticator. Keys are distributed by local CMS over COPS.

pkt-s17

IPCablecom interface to the PSTN Media Gateway. IPSEC is used for both message
integrity and privacy. Key management is IKE.

pkt-s18

IPCablecom interface to the PSTN Signalling Gateway. IPSEC is used for both message
integrity and privacy. Key management is IKE.

pkt-s19

Kerberos/PKINIT key management protocol, where the TGS issues CMS tickets to the
MTAs.

pkt-s20

CMS queries the PSTN Gateway for LNP (Local Number Portability) and other voice
communications services. IPSEC is used for both message integrity and privacy. Key
management is IKE.

6.3.2 Security Assumptions

6.3.2.1 AN Downstream Messages Are Trusted

Asmentioned previoudy, it isassumed that AN downstream messages cannot be easily modified in transit and an AN

can be impersonated only at a great expense.

Most messages secured in the present document either transit over the shared I P network in addition to the J.112 path,

or donot go over J.112 at all. In those cases, this assumption does not apply.
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6.3.2.2 Non-Repudiation Not Supported

Non-repudiation service means that a sender of a message cannot deny that he or she sent that message. Public key
cryptography and digital signatures make non-repudiation possible, but at the expense of significant overhead.

In this voice communications architecture addressed in the present document, non-repudiation is not supported for most
messages, with the exception of the top key management layer and the MTA code download. This decision was based
on the performance penalty that isincurred with each public key operation. The most important use for non-repudiation
would have been during communications set-up - to prove that a particular party had initiated that particul ar
communication. However, due to very strict requirements on the set-up time, it isnot possible to perform public key
operations for each communication.

6.3.2.3 Root Private Key Will Not Be Compromised

The cryptographic mechanisms defined in the present document are based on a Public Key Infrastructure (PK1). Asis
the case with most other architectures that are based on a PKI, there is no automated recovery path from a compromise
of a Root Private Key.

The corresponding Root Public Key is stored as aread-only parameter in many components of this architecture. Once
the corresponding Root Private Key is compromised, each element must be manually reconfigured.

Dueto thislimitation of a PK1, the Root Private Key must be very carefully guarded with procedura and physical
security. And, it must be sufficiently long, so that its value cannot be discovered with cryptographic attacks within the
expected lifetime of the system.

6.3.2.4 Root Public Keys Will Not Be Compromised

ThisPKI limitation is closdly related to the onein the previous clause. As aready mentioned, most componentsin the
system include a Root Public Key as aread-only parameter. The security of the public key is al'so very important. While
itsvalueiswell known, it must be very carefully guarded (with physical and procedural security) againg modification.

Once the value of a Root Public Key in aparticular network element isillegitimately modified, it cannot reliably
authenti cate any other element, and there isno automated way to recover. The compromised Network Element must be
reconfigured again with a proper Root Public Key through some manual means.

6.3.2.5 Limited Prevention of Denial of Service Attacks

The present document does not attempt to address all or even most of denial of service attacks. The cryptographic
mechanisms defined in the present document prevent some denial of service attacks that are particul arly easy to mount
and are hard to detect. For example, they will prevent acompromised MTA from masquerading as other MTAsin the
same upstream HFC segment and interrupting ongoing communications with illicit HANGUP messages.

The present document will also prevent more serious denial of service attacks, such asan MTA masgquerading asa CMS
in a different network domain that causes all communications set-up requeststo fail.

On the other hand, denid of service attacks where arouter istaken out of service or is bombarded with bad | P packets
arenot addressed. In general, denial of service attacks that are based on damaging one of the network components can
only be solved with procedural and physical security, which is out of scope of the present document.

Denial of service attacks where network traffic is overburdened with bad packets cannot be prevented in alarge
network (although procedura and physical security helps), but can usually be detected. Detection of such an attack and
of its causeis out of scope of the present document.

For example, denial of service attacks where arouter istaken out of order or is bombarded with bogus I P packets
cannot be prevented.
6.3.3 Susceptibility of Network Elements to Attack

This clause describes the amount and the type of trust that can be assumed for each element of the voice

communi cations network. It also describes specific threats that are possible if each network component is compromised.
These threats are based on the functionality specified for each component. The general categories of threats were
described in clause 6.2.
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Both the trust and the specific threats are described with the assumption that no cryptographic or physical security has
been employed in the system, with the exception of the MAC layer security that is assumed on the J.112 links. The goal
of this security Specification isto address thregts that are relevant to this voice communications system.

6.3.3.1 Managed IP Network

It is assumed that the same IP network may be shared between multiple, possibly competing service providers. Itisaso
assumed that the service provider may provide multiple services on the same | P network, e.g. Internet connectivity. No
assumptions can be made about the physical security of each link in this IP network. An intruder can pop up at any
location with the ability to monitor traffic, perform message modification and to reroute messages.

6.3.3.2 MTA

The MTA isconsidered to be an untrusted network element. It is operating inside customer premises, considered to be a
hostile environment. It is assumed that a hostile adversary has the ability to open up the MTA and make software and
even hardware modifications to fit his or her needs, and this would be done in the privacy of the customer's home.

The MTA communicates with the AN over the shared J.112 path and has access to downstream and upstream messages
from other MTAs within the same HFC segment.

An MTA isresponsblefor:
* Initiating and receiving communications to/from another MTA or the PSTN.
» Negotiating QoS.

A compromise of an MTA can result in:
* MTA clonesthat are capable of:

charging services to someone else's account;

violating privacy;

identity fraud;
illegally downloading a code image that enables enhanced features within the MTA.

*  MTA running a bad code image that disrupts communications made by other MTASs or degrades network
performance.
6.3.3.3 AN

The AN communi cates both over the J.112 path and over the shared IP network. When the AN sends downstream
messages over the J.112 path, it is assumed that a perpetrator cannot modify them or impersonate the AN. And, MAC
layer security over that path provides privacy.

However, when the AN is communicating over the shared IP network (e.g. with the CMS or another AN), no such
assumptions can be made.

While the AN, as well as voice communications network servers are more trusted than the MTAS, they cannot be
trusted completely. There isalways a possibility of an insider attack.

Insder attacks at the AN should be addressed by cryptographic authentication and authorization of the AN operators, as
well asby physical and procedural security, which are all out of scope of the |PCablecom Specifications.

An AN isresponsiblefor:
* Reporting billing related statistics to the RKS.
* QoS allocation for MTAs over the J.112 path.

e Implementation of MAC layer security and corresponding key management.
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A compromise of an AN may result in:
* Servicetheft by reporting invalid information to the RKS.
» Unauthorized levels of QoS.

» Lossof privacy, since the AN holds MAC layer security keys. This may not happen, if additional encryptionis
provided above the MAC layer.

» Degraded performance of some or all MTAs in that HFC segment.

* Someor al of the MTAs in one HFC segment completely taken out of service.

6.3.3.4 Voice Communications Network Servers

Servers used for voice communications (e.g. CMS, RKS, Provisioning, OSS, DHCP and TFTP Servers) reside on the
network and can potentially be impersonated or subjected to insider attacks. The main difference would bein the
damage that can beincurred in the case a particular server isimpersonated or compromised.

Threats that are associated with each network element are discussed in the following clauses. To summarize those
threats, a compromise or impersonation of each of these servers can result in a wide-scale service theft, loss of privacy,
and in highly damaging denial of service attacks.

In addition to authentication of all messages to and from these servers (specified in the present document), care should
be taken to minimize the likelihood of insider attacks. They should be addressed by cryptographic authentication and
authorization of the operators, as well as by stringent physical and procedural security, which areal out of scope of the
I PCablecom Specifications.

6.3.34.1 CMS

The Call Management Server isresponsible for:
* Authorizing individual voice communications by subscribers.
e QoSalocation.
 Initidizing the billing information in the AN.

» Distributing per communication keys for MTA-MTA signalling, bearer channd, and DQOoS messages on the
MTA-AN and AN-AN links.

* Interfaceto PTSN gateway.
A compromised CMS can result in:

* Free voice communications service to all of the MTAsthat arelocated in the same network domain (up to
100 000). Thismay be accomplished by:

— alowing unauthorized MTAS to create communications;
— downloading invalid or wrong billing information to the AN;
— combination of both of the above.
e Lossof privacy, since the CMS distributes a bearer channel keys.
e Unauthorized allocation of QoS.

* Unauthorized disclosure of customer identities, location (e.g. |P address), communication patterns and alist of
services to which the customer subscribes.

ETSI



33 ETSI TS 101 909-11 V1.1.1 (2001-07)

6.3.3.4.2 RKS

The RKS isresponsible for collecting billing events and reporting them to the billing system. A compromised RKS may
resultin:

» Freeor reduced-rate service due to improper reporting of statistics.
 Billing to awrong account.
 Billing customersfor communications that were never made, i.e. fabricating communications.

» Unauthorized disclosure of customer identities, personal information, service usage patterns and alist of services
to which the customer subscribes.

6.3.3.4.3 OSS, DHCP & TFTP Servers
The OSS system isresponsible for:
* MTA and service provisioning.
* MTA code downloads and upgrades.
» Handling service change requests and dynamic reconfiguration of MTAS.
A compromise of the OSS, DHCP or TFTP server can resultin:
* MTAsrunning illega code, which may:
— intentionally introduce bugs or render MTA completely inoperable;
— degrade voice communications performance on the | PCablecom network or on the HFC network;
— enablethe MTA with features to which the customer is not entitled.
e MTASs configured with an identity and keys of another customer.
*  MTAs configured with service options for which the customer did not pay.

* MTAsprovisioned with a bad set of parameters that would make them perform badly or not perform at all.
6.3.3.5 PSTN Gateways

6.3.3.5.1 Media Gateway

The MG isresponsiblefor:
» Passing media packets between the |PCablecom network and the PSTN.
* Reporting statistics to the RKS.

A compromise of the MG may result in:
* Servicetheft by reporting invalid information to the RKS.

» Lossof privacy on communications to/from the PSTN.

6.3.3.5.2 Signalling Gateway
The SGisresponsible for:

* Trandating call sgnalling between the | PCablecom network and the PSTN.
A compromise of the SG may result in:

e Incorrect MTA identity reported to the PSTN.
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* Unauthorized services enabled within the PSTN.
* Lossof PSTN connectivity.

» Unauthorized disclosure of customer identities, location (e.g. |P address), usage patternsand alist of servicesto
which the customer subscribes.

7 Security Mechanisms

7.1 IPSec

7.1.1 Overview

IPSEC provides network layer security that runsimmediately above the IP layer in the protocol stack. It provides
security for the TCP or UDP layer and above. It consigs of two protocols: Internet Protocol Security Encapsulation
Security Payload (IPSEC ESP) and Internet Protocol Security Authentication Header (IPSEC AH), as specified in
RFC 2401.

IPSEC ESP provides both confidentiality and message integrity, |P header not included. IPSEC AH provides only
message integrity, but that includes most of the I P header (with the exception of some |P header parameters that can
change with each hop). 1PCablecom utilizes only the IPSEC ESP protocol (RFC 2406) since authentication of the IP
header does significantly improve security within the |PCablecom architecture.

In general, IPSEC ESP may run in tunnel mode, whereit is applied to all traffic that traverses a particular path between
two hosts. In this mode, security isnot applied end-to-end. It can aso run in transport mode, where a Security
Association (SA) is established end-to-end. 1PCablecom security architecture utilizes only end-to-end Security
Associations and thus only the IPSEC ESP transport mode. For more details on the two |PSEC ESP modes, refer to
RFC 2406.

7.1.2 IPCablecom Profile for IPSEC ESP (Transport Mode)

7.1.2.1 IPSEC ESP Transform ldentifiers

IPSEC Transform Identifier (1 byte) isused by IKE to negotiate an encryption algorithm that is used by IPSEC. A lig
of available IPSEC Transform Identifiersis specified in RFC 2407. Within 1PCablecom, the same Transform Identifiers
are used by all IPSEC key management protocols: IKE, Kerberos and application layer (embedded in 1P signalling

messages).
For 1PCablecom, the following IPSEC Transform Identifiers are supported (all of which are specified in RFC 2451):

Table 2: IPSEC ESP Transform Identifiers

Transform ID Value | Key Size (in Support Description
bits) REQUIRED

ESP_3DES 3 192 yes 3-DES in CBC mode.
ESP_RC5 4 128 no RC5 in CBC mode.
ESP_IDEA 5 128 no IDEA in CBC mode.
ESP_CAST 6 128 no CAST in CBC mode.
ESP_BLOWFISH 7 128 no BLOWFISH in CBC mode.
ESP_NULL 11 0 yes Encryption turned off.

The ESP_3DES and ESP_NULL Transform 1ds MUST be supported. For al of the above transforms, the cipher block
chaining (CBC) Initialization Vector (1V) is carried in the clear inside each ESP packet payl oad.

IKE allows the negotiation of the encryption key size. Other IPSEC Key Management protocols used by | PCablecom
do not allow key size negotiation, and so for consistency a single key sizeislisted for each Transform ID. If in the
futureit isdesired to increase the key size for one of the above algorithms, IKE will use the built in key size
negotiation, while other key management protocols will utilize anew Transform ID for the larger key size.
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Security Specification for each |PCablecom interface lists whether or not encryption (confidentiality) isrequired. On
each interface that requires confidentiality, the ESP_NULL transform MUST NOT be used.

7.1.2.2 IPSEC ESP Authentication Algorithms

IPSEC Authentication Algorithm (1 byte) is used by IKE to negotiate a packet authentication algorithm that is used by
IPSEC. A list of available IPSEC Authentication Algorithmsis specified in RFC 2407. Within |PCablecom, the same
Authentication Algorithms are used by all IPSEC key management protocols: IKE, Kerberos and application layer
(embedded in IP signalling messages).

For 1PCablecom, the following IPSEC Authentication Algorithms are supported (all of which are specified in
RFC 2451):

Table 3: IPSEC Authentication Algorithms

Authentication Value Key Size | Support REQUIRED Description
Algorithm (in bits)
HMAC-MD5 1 128 yes (also required by |MD5 HMAC
RFC 2407)
HMAC-SHA 2 160 yes SHA-1 HMAC

Security Specification for each |PCablecom interface lists whether or not message integrity isrequired. The Hashed
Message Authentication Code Message Digest 5 (HMAC-MD?5) and Hashed Message Authentication Code Secure
Hash Algorithm (HMAC-SHA) authentication algorithms MUST be supported.

7.1.2.3 Replay Protection

In general, IPSEC provides an optional service of replay protection (anti-replay service). An IPSEC sequence number
outside of the current anti-replay window is flagged as areplay and the packet is rejected. When anti-replay serviceis
turned on, an IPSEC sequence number cannot overflow and roll over to 0. Before that happens, anew IPSEC Security
Association must be created, as specified in RFC 2406.

Within |PCablecom Security Specification, the IPSEC anti-replay service MUST beturned on at all times. Thisis
regardless of which key management mechanism is used with the particular IPSEC interface.

7.1.24 Key Management Requirements

Because within 1PCablecom, IPSEC is used on a number of different interfaces with different security and performance
requirements, several different key management protocols have been chosen for different |PCablecom interfaces. On
someinterfacesit is IKE (see clause 7.2), on other interfacesit is Kerberos/PKINIT (see clause 7.3), and in some cases
IPSEC keys are distributed over protected signalling interfaces (see clause 8.7.3).

When IKE isnot used for key management, an aternative key management protocol needs an interface to the IPSEC
layer, in order to create/update/delete IPSEC Security Associations. The IPSEC layer also needs a way to signal akey
management application when anew Security Association needs to be set up (e.g. the old oneis about to expire or there
isnot oneon aparticular interface).

In addition, some network elements are required to run multiple key management protocols. In particular, the CMS and
the MTA MUST support multiple key management protocols. The MTA hasto support Kerberos/PKINIT on the
MTA-CMS signdling interface, in addition to IKE on the CMS-AN and CMS-RKS interfaces. The MTA has to support
Kerberos/PKINIT on the MTA-CMS signalling interface, aswell get its IPSEC keys for RTCP packets from NCS

signalling messages.

The PF_KEY interface (see RFC 2367) SHOULD be used for IPSEC key management within IPCablecom and would
satisfy the above listed requirements. For example, PF_KEY permits multiple key management applications to register
for rekeying events. When the IPSEC layer detects a missing Security Association, it would signal the event to all
registered key management applications. Based on the Identity Extension associated with that Security Association,
each key management application would decideiif it should handle the event.
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7.2 Internet Key Exchange (IKE)

7.2.1 Overview

I PCablecom utilizes IKE as one of the key management protocols for IPSEC (RFC 2409). It is utilized on the interfaces,
where:

* Thereisnot avery large number of connections (in the order of 100 000 or above).
* Theendpoints on each connection know about each other in advance.

Within |PCablecom, IKE key management is completely asynchronous to call signalling messages and does not
contribute to any delays during communi cations set-up. The only exception would be some unexpected error, where
IPSEC SA is unexpectedly lost by one of the endpoints,

IKE is a peer-to-peer key management protocol. It consists of two phases. In the 1st phase, a shared secret is negotiated
via a Diffie-Hellman key exchange. It isthen used to authenticate the 2nd IKE phase. The 2nd IKE phase negotiates
another secret, used to derive keys for the IPSEC ESP or IPSEC AH protocol.

7.2.2 IPCablecom Profile for IKE

7.2.2.1 1st IKE Phase

There are multiple modes defined for authentication during the 1t IKE phase.

7.2.2.1.1 IKE Authentication with Signatures

In this mode, both peers are authenticated with X.509 certificates and digital signatures. |PCablecom utilizes this IKE
authentication mode on some IPSEC interfaces. Whenever this mode is utilized, both sdes MUST exchange X.509
certificates (although thisis optional in RFC 2409).

7.22.1.2 IKE Authentication with Public Key Encryption

In this mode, both peers are authenticated with encrypted nonces. Each party's ability to reconstruct a hash (proving that
the other party decrypted the nonce) authenticates the exchange. In order to perform the public key encryption, the
initiator must already have the responder’s public key. For this reason, 1PCablecom does not utilize this IKE
authentication mode.

7.2.2.1.3 IKE Authentication with Pre-Shared Keys

A key derived by some out-of-band (e.g. manual) mechanism is used to authenticate the exchange. 1PCablecom utilizes
this IKE authentication mode on some IPSEC interfaces. |PCablecom does not specify the out-of-band method for
deriving pre-shared keys.

7.2.2.2 2nd IKE Phase

In the 2nd IKE phase, an IPSEC ESP SA is established, including the IPSEC ESP keys and ciphersuites. It isaso
possible to establish multiple IPSEC SAs with asingle 2nd phase IKE exchange.

Firg, a shared 2nd phase secret is established, and then all the IPSEC keying material is derived from it using a one-way
function, specified in RFC 2409.

The 2nd phase secret is built from encrypted nonces that are exchanged by the two parties. Another Diffie-Hellman
exchange may be used in addition to the encrypted nonces. Within IPCablecom, IKE MUST NOT perform a
Diffie-Hellman exchangein the 2nd IKE phase (in order to avoid the associated performance penalties).

The 2nd IKE phase is authenticated using a shared secret that was established in the 1st phase. Supported authentication
algorithms are the same as the ones specified for IPSEC in clause 7.1.2.2.
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7.2.2.3 Encryption Algorithms for IKE Exchanges

Both phase 1 and 2 IKE exchanges include some symmetrically encrypted messages. The corresponding encryption
algorithms supported within 1PCablecom are the same as the ones specified for IPSEC in clause 7.1.2.1.

7.2.2.4 Diffie-Hellman Groups

IKE defines specific sets of Diffie-Hellman parameters (i.e. prime and generator) that may be used for the phase 1 IKE
exchanges. These are called groups in RFC 2409. The use of Diffie-Hellman groups within 1PCablecom is exactly how
itis specified in RFC 2409.

7.3 Kerberos/PKINIT

7.3.1 Overview

The Kerberos protocal with the public key PKINIT extenson (draft RFC: "The Kerberos Network Authentication
Service (V5)") isutilized for key management on the MTA-CMS interface (see note). Here isa summary of PKINIT
and Kerberos:

» Thisprotocol is based on Kerberos tickets, which are cookies, encrypted with the particular server'skey. A
Kerberos ticket isused to both authenticate a client to a server and to establish a session key, which is contained
in the ticket.

» Two-way authentication with public key certificates (with PKINIT) is used by the MTA to obtain a CMS Ticket
from the TGS (Ticket Granting Service). (The authentication in each direction isaccomplished with adigital
signature over some known information (that includes a nonce for replay protection) and with a public key
certificate chain. The digital signatureisa proof that each party possesses its private key, while the certificate
chain authenticates the corresponding public key and associates it with aknown identity.)

* The corresponding session key is delivered to the MTA sealed with either the MTA's RSA public key or with a
secret derived from a Diffie-Hellman exchange.

* TheCMSticket iskept for arelatively long period of time, days or weeks. The length of this period can be
adjusted, based on the performance requirements and based on the clock skew rate at the MTAS. (PKINIT
exchange provides a mechanism to synchronize clocks.)

* The CMSticket contains a symmetric session key, which isin turn used to establish a set of keysfor use with the
IPSEC ESP mode. The keys used by IPSEC will time out after some configurable time-out period (e.g.
10 minutes). Normally, the same CM Sticket is used to automatically establish anew IPSEC SA. However, there
areingances whereit isdesirable to drop IPSEC sessions after a SA time out and establish them on-demand
later. Thisalows for improved system scalability, wherea CM S does not need to maintain a SA for every MTA
that it controls. It also is possible that a group (e.g. NCS clugter) of CM Ss controls the same subset of MTAs for
load balancing. In this case, the MTA does not need to maintain a SA with each CMSin that group. This clause
provides Specifications for how to automatically establish anew IPSEC SA right before atime out of the old one
and how to establish IPSEC SA on-demand, when a signalling message needs to be sent.

* ThelPSEC keys are not derived from the session key itself. Rather, another random key - a subkey - is generated
and then used to derive the IPSEC keys.

NOTE: Inthe present document, we use theterm TGS (Ticket Granting Service) for a Kerberos server. The
referenced PKINIT and Kerberos specifications often refer to it asthe KDC (Key Distribution Centre). A
KDC isusually a combination of both the TGS and the Authentication Server. The Authentication Server
authenticates the clients and grantsthem a TGT - Ticket Granting Ticket that can later be used to obtain
tickets for specific servers (from the TGS). Since we do not use TGTs within |PCablecom, we do not use
theterm KDC.

7.3.2 PKINIT Exchange

Figure 4 illustrates how the MTA uses PKINIT to obtain a Kerberos ticket for the CMS. The Kerberos ticket islater
used by the MTA to set up an IPSEC security association with the CM S, described in the following clause.
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Figure 4: PKINIT Exchange

ligts several important parametersin the PKINIT Request and Reply messages. These parameters arel

* PKINIT Request:

MTA (Kerberos principal) name - found in the KDC-REQ-BODY Kerberos structure. Itsformat is based on
the MTA's X.500 name in the certificate, as specified in draft RFC: "The Kerberos Network Authentication
Service (V5)".

CMS (Kerberos principal) name - found in the KDC-REQ-BODY Kerberaos structure. For the format used in
I PCablecom, see clause 7.3.8.

time - found in the PK Authenticator structure.

nonce - found in the PK Authenticator structure. Thereisalso a 2nd nonce in the KDC-REQ-BODY Kerberos
structure.

Diffie-Hdllman parameters, signature and MTA certificate - these are all specified by PKINIT (draft RFC:
"The Kerberos Network Authentication Service (V5)") and their use in |PCablecom is specified in
clause 7.3.2.1.1.

«  PKINIT Reply:

CMS Ticket - found in the KDC-REP Kerberos structure.

TGS Certificate, Diffie-Hellman parameters, sgnature - these are al specified by PKINIT and their usein
IPCablecom is specified in clause 7.3.2.1.2.

nonce - found in the KdcDHK eyInfo structure, specified by PKINIT. This nonce must be the same as the one
found in the PK Authenticator structure of the PKINIT Request. Thereis another nonce in EncK DCRepPart
Kerberos structure. Thisnonce must be the same as the one found in the KDC-REQ-BODY of the PKINIT
Request.

session key, key validity period - found in the EncKDCRepPart Kerberos structure.

In thisfigure, the PKINIT exchangeis performed at long intervals, in order to obtain an (intermediate) symmetric
session key. Thissession key is shared between the MTA and the CMS (viathe CMS Ticket).
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This exchange occurs independent of the signalling protocol, based on the current Ticket Expiration Time Ticketexp
and on the PKINIT Grace Period PKINITgp. The MTA initiates the PKINIT exchange at the time: Ticketexp -
PKINIT gp.

The use of the grace period accounts for a possible clock skew between the MTA and the CMS - if the MTA islatewith
the PKINIT exchange, it still has until Ticketexp before the CMS starts rgjecting the ticket.

The PKINIT exchange stops after the MTA obtains a new ticket and therefore does not affect an existing IPSEC
Security Association between the MTA and the CMS. We a'so do not have to worry about synchronizing the PKINIT
exchange with the AP Request/Reply exchange, as long as the AP Request/AP Reply exchange is guaranteed a valid,
non-expired Kerberos ticket.

The PKINIT Request/Reply messages contain public key certificates, which makesthem longer than anormal size of a
UDP packet. They will be sent over large UDP packets, requiring fragmentation.
7.3.2.1 PKINIT Profile for IPCablecom

The PKINIT Request isactualy carried as a Kerberos pre-authenticator field ingde an AS Request and the PKINIT
Reply is a pre-authenticator ingde the AS Reply. The syntax of the Kerberos AS Request/Reply messages and how
pre-authenticators would plug in is specified in draft RFC: "The Kerberos Network Authentication Service (V5)".

Once an MTA receives an AS Reply (with the PKINIT Reply in it), it SHOULD save both the CM S ticket and the
session key information (found in the enc-part member of the reply) in non-volatile memory (which is usually the case
with existing Kerberos implementations). Thus, the MTA will be able to re-use the same Kerberos ticket after areboot,
avoiding the need to perform PKINIT again, with the associated overhead of public key operations.

Sincean MTA isnot required to save the CMSticket, the MTAs that do not follow the above Specification should not
adversely affect the performance of call signalling. Therefore, a TGS server SHOULD be implemented on a separate
host, independent of the CMS. This would mean, that frequent PKINIT operations from some MTAs will not affect the
performance of the CMS or the performance of those MTAsthat do not require frequent PKINIT exchanges.

Kerberos Tickets MUST NOT beissued for a period of timethat islonger than 7 days. The MTA clock MUST NOT
drift more than 2,5 minutes within that period (7 days). The PKINIT Grace Period PKINITgp MUST be at least
15 minutes.

7.3.2.1.1 PKINIT Request

The PKINIT Request message (PA-PK-AS-REQ) is defined as:
PA-PK-AS-REQ ::= SEQUENCE {
signedAuthPack [0] SignedData
trusedCertifiers [1] SEQUENCE OF TrustedCas OPTIONAL,
kdcCert [2] IssuerAndSerial Number OPTIONAL
encryptionCert  [3] IssuerAndSerial Number OPTIONAL

}

Thefollowing fields MUST be present in PA-PK-AS-REQ for |PCablecom (and all other fields MUST NOT be
present):

» sgnedAuthPack - asigned authenticator field, needed to authenticate the client. This structure usesaCMS
(Cryptographic Message Syntax) data type SignedData, specified in RFC 2630 and is defined as:

SignedData ::= SEQUENCE {
verson CMSVerson,
digestAlgorithms DigestAlgorithmldentifiers,

encapContentinfo EncapsulatedContentinfo,

ETSI



40 ETSI TS 101 909-11 V1.1.1 (2001-07)

certificates [0] IMPLICIT CertificateSet OPTIONAL,
crls[1] IMPLICIT CertificateRevocationLists OPTIONAL,
signerinfos Signerinfos }

In this structure:

» digestAlgorithms - for now MUST contain an agorithm identifier for SHA-1. Other digest algorithms may
optionally be supported in the future.

» encapContentinfo - is of type EncapsulatedContentl nfo that is defined by CM S (Cryptographic Message
Syntax) as.

EncapsulatedContentinfo ::= SEQUENCE {
eContentType ContentType,
eContent [0] EXPLICIT OCTET STRING OPTIONAL

}

Here eContentType indicates the type of dataand MUST be set to id-data for |PCablecom. eContent is adata
structure of type PK Authenticator (defined by PKINIT) encoded inside an OCTET STRING. There are no optional
parametersin this sructure.

» certificates - required by |PCablecom. Thisfield MUST contain asingle MTA Telephony certificate. If the
MTA Telephony certificate wasissued by a Local System CA, then the corresponding Local System Certificate
MUST also be present. Thisfield MUST NOT contain any other certificates. All |PCablecom certificates are
X.509 certificates for RSA Public keys.

» crls- MUST NOT befilled in by the MTA.

* dggnerinfos - must be a sequence with exactly one member that holds the MTA signature. Thissignatureisa
part of a Signer Info data structure defined within the CM S (Cryptographic Message Syntax). All optional fields
in this data structure are not used by |PCablecom and the signature algorithm for now MUST be RSA over a
SHA-1 digest.

PKINIT allows an Ephemera -Ephemeral Diffie-Hellman exchange as part of the PKINIT Request/Reply sequence.
(Ephemeral-Ephemeral means that both parties during each exchange randomly generate the Diffie-Hellman private
exponents.) The Kerberos session key isreturned to the MTA in the PKINIT Reply, encrypted with a secret that is
derived from the Diffie-Hellman exchange. Within |PCablecom, the Ephemeral-Ephemeral Diffie-Hellman MUST be
supported. 1PCablecom requirements for the Diffie-Hellman parameters (i.e. prime and generator) MUST follow the
IKE Recommendation in RFC 2409.

Additionally, PKINIT supports a Static-Ephemeral Diffie-Hellman exchange, wherethe client isrequired to possess a
Diffie-Hellman certificate in addition to an RSA certificate. Thismode is not currently used by | PCablecom.

PKINIT also allows a single client RSA key to be used both for digital signatures and for encryption - wrapping the
Kerberos session key in the PKINIT Reply. Thismodeis currently not used by 1PCablecom.

PKINIT has an additiona option for a client to use two separate RSA keys - one for digital signatures and one for
encryption. This mode isnot currently used by 1PCablecom.

7.3.2.1.2 PKINIT Reply
The PKINIT Reply message (PA-PK-AS-REP) is defined asfollows:
PA-PK-AS-REP ::= CHOICE {
dhSignedData [0] SignedData,
encKeyPack [1] EnvelopedData,
}
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I PCablecom utilizes only the dhSignedData choice, which is needed for a Diffie-Hellman exchange.

The value of the Kerberos session key is not present in PA-PK-AS-REP. It isfound in the encrypted portion of the AS
Reply message that is specified in draft RFC: "The Kerberos Network Authentication Service (V5)". AS Reply MUST
be encrypted with 3-DES CBC, where the corresponding Kerberos etype value MUST be 3des-cbc-md5. Other
encryption types may be supported in the future.

The client MUST use PA-PK-AS-REP to determine the encryption key used on the AS Reply.
dhSignedData is of type SignedData, specified in clause 7.3.2.1.1. Within SgnedData:

» digestAlgorithms - for now MUST contain an agorithm identifier for SHA-1. Other digest algorithms may
optionally be supported in the future.

« encapContentlnfo - is of type id-data and contains the following data structure:
KdcDHKeyInfo ::= SEQUENCE {
nonce [0] INTEGER,
subjectPublicKey [2] BIT STRING

}

Where the nonce MUST be the same nonce that was passed in by the client in the PKINIT Reguest and
subjectPublicK ey is the Diffie-Hellman public value generated by the TGS. The Diffie-Hellman-derived key is used to
directly encrypt part of the ASReply.

» certificates - required by IPCablecom. Thisfield MUST contain a TGS certificate. If the TGS certificate was
issued by a Local System CA, then the corresponding Local System Certificate MUST also be present. Thisfield
MUST NOT contain any other certificates.

» crls-thisoptional field MAY befilled in by the TGS.

» dggnerinfos - must be a sequence with exactly one member that holds the TGS signature. Thissignatureis a part
of a Signer Info data structure defined within the CMS. All optional fieldsin this data structure MUST NOT be
used by IPCablecom and the signature algorithm for now MUST be RSA over a SHA-1 digest.

7.3.2.1.2.1 PKINIT Error Messages

In the case that a PKINIT Request isrejected, instead of a PKINIT Reply the TGS MUST return a Kerberos error
message of type the KRB-ERROR, as defined in draft RFC: "The Kerberos Network Authentication Service (V5)".
Any eror code that isdefined for PKINIT MAY bereturned.

Thiserror message MUST NOT include the optional e-cksum member that would contain a keyed checksum of the
error reply. The use of thisfield is not possible during the PKINIT exchange, sincethe client and the TGS do not share
a symmetric key.

7.3.2.1.2.1.1 Clock Skew Error

When the TGS server clock and the client clock are off by more than the limit for a clock skew (usually 5 minutes), an
error code KRB_AP_ERR_SKEW MUST be returned along with the difference (in seconds) between the two clocks.
The client SHOULD store this clock difference in non-volatile memory and use it to adjust its clock in subsequent
PKINIT and AP Request messages.

In the case that a PKINIT request failed dueto a clock skew error, an MTA MUST immediately retry after adjusting its
clock.

In addition, the MTA MUST validate the time offset returned in the clock skew error, to make sure that it does not
exceed a maximum allowable amount. This maximum time offset MUST not exceed 1 hour. ThisMTA check against a
maximum time offset protects againg an attack, where arogue TGS attemptsto fool an MTA into accepting an expired
TGS certificate.
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7.3.2.2 Profile for the Kerberos AS Request/AS Reply Messages

As mentioned earlier, the PKINIT Request and Reply areredlly pre-authenticator fields, embedded into the AS
Request/AS Reply messages.

The client's Kerberos principal name and realm in these messages MUST be formed based on the client's X.500 name
and on the client certificate issuer's name respectively.

The optional fields enc-authorization-data, additional-ticketsand rtime in the KDC-REQ-BODY MUST NOT be
present in the AS Request. All other optional fieldsin the AS Request MAY be present for 1PCablecom. None of the
Kerberos ticket flags are currently supported within | PCablecom.

In the AS Reply, key-expiration, starttime, renew-till and caddr optional fields MUST NOT be present.

The encrypted part of the AS Reply MUST be encrypted with the encryption type set to 3des-cbc-md>b. The following
data MUST be concatenated and in that order before being encrypted with 3-DES CBC, 1V=0:

1) 8-byterandom byte sequence, called aconfounder;

2) and MD5 checksum, calculated as specified in draft RFC: "The Kerberos Network Authentication Service (V5)";
3) ASReply part that isto be encrypted;

4) random padding up to amultiple of 8.

7.3.2.3 Profile for Kerberos Tickets

The following optional fields MUST NOT be present in the tickets: caddr, authorization-data, star ttime and
renew-till. None of the Kerberos ticket flags are currently supported within |PCablecom.

The encrypted part of the Kerberos ticket MUST be encrypted with the encryption type set to des3-cbc-md5, using the
same procedure as described in the above clause 7.3.2.2.

7.3.3 Kerberos AP Request/AP Reply Exchange

The Kerberos session key MUST be used in the AP Request and AP Reply messages that are exchanged in order tore-
establish IPSEC keys. This subkey is used to derive all of the IPSEC ESP keys used for both directions. The AP
Request and AP Reply messages are small enough to fit into a standard UDP packet, not requiring fragmentation.

A Kerberos AP Request/Reply exchange MAY occur periodically, to insurethat there isalways avalid IPSEC SA
between the MTA and the CMS. It MAY also occur on-demand, where IPSEC SAs are alowed to time out and arere-
established the next time that a signalling message needs to be sent.

The following figureillustrates an AP Request/AP Reply exchange.
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Re-establish flag
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NOTE 1: This message is sent whenever key management is initiated by the CMS.
NOTE 2: This message is optional, sent whenever the ACK-required flag is set in the preceeding AP Reply.

Figure 5: Kerberos AP Request/AP Reply Exchange

1) Wake Up - thismessageis utilized when thereisno IPSEC SA between that MTA and the CMS and the CMS
decidesto re-establish it.

To prevent denial of service attacks, this message includes a CMS-nonce field - arandom value generated by the CMS.
The MTA MUST include the exact value of this CM S-nonce in the subsequent AP Request.

This message also contains the CM S Kerberos principal name, used by the MTA to find or to obtain a correct Kerberos
ticket for that CMS.

The Wake Up message MUST be formatted as the concatenation of the following fields:
* Key Management Message ID - 1 byte value. Always set to Ox01.
* CMS-nonce - a4-byte random binary string. Itsvalue MUST NOT be all Os.

* CMSKerberosprincipal name - aprintable, null-terminated ASCI| string, representing afully qualified
Kerberos Principal Name of the CM S, as specified in draft RFC: "The Kerberos Network Authentication Service
(V5)".

Once the CMS has sent a Wake Up, it MUST save the CMS-nonce. The CMS MUST keep this nonce for
pktcCmsKeyMgmtTimeoutl in order to validate a matching AP Request. After pktcCmsKeyMgmtTimeoutl the CMS
MUST discard this CM S-nonce, after which it will no longer accept a matching AP Request.

2) AP Request - MUST be sent by the MTA in order to establish anew IPSEC SA. Any timethat the MTA receives a
Wake Up message, it MUST respond with this AP Request.
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In addition, the present document specifies the use of this message by the MTA to periodically establish anew IPSEC
SA with the CMS - see clause 7.3.3.4. It also specifies the use of this message by the MTA to establish anew IPSEC
SA with the CMS, when the MTA somehow lost the SA (e.g. after areboot) - see clause 7.3.5.1.

The MTA starts out with a valid Kerberos ticket, previoudy obtained during a PKINIT exchange. The CM S garts out
with its Service Key that it can use to decrypt and validate Kerberos tickets.

The MTA sendsan AP Request that includes aticket and an authenticator, encrypted with the session key. The CMS
gets the session key out of the ticket and usesiit to decrypt and then validate the authenticator.

The AP Request includes the Kerberos KRB_AP_REQ message along with some additional information, specific to
IPCablecom. It MUST consist of the concatenation of the following fields:

* Key Management Message ID - 1 byte value. Always set to 0x02.

+ KRB_AP_REQ - DER encoding of the KRB_AP_REQ Kerberos message, as specified in draft RFC: "The
Kerberos Network Authentication Service (V5)".

* CMS-nonce - a4-byte random binary string. If this AP Request isin response to a Wake Up, then the value
MUST beidentical to that of the CMS-nonce field in the Wake Up message. If this AP Request isin response to
a Rekey, then the value MUST be identical to that of the CMS-nonce field in the Rekey message (see
clause 3.3.3.1). Otherwise, the value MUST be all Os.

e SPI - Security Parameters Index that uniquely identifies anew IPSEC SA for messages sent from the CMSto
thisMTA. It isa4-byte integer value, MSB fird.

» List of ciphersuites available for IPSEC:
- number of entriesin thislist (1 byte);

- each entry has the following format:

Authentication Algorithm Encryption Transform ID
(1 byte) (1 byte)

For thelist of available transforms and their values, refer to cdause 7.1 for IPSEC, and to clause 7.3.4 for the bearer
channdl security.

* Re-establish flag - a 1-byte Boolean value. When the valueis TRUE (1), the MTA is making an attempt to
automatically establish anew IPSEC SA before the old one expires (see clause 7.3.3.4). Otherwise thevalueis
FALSE (0).

* SHA-1HMAC (20 bytes) over the contents of this message, not including thisfield. The 20-byte key for this
HMAC is determined by taking a SHA-1 hash of the session key.

Whenever the AP Request isreceived (by the CMS), it MUST verify the value of thisHMAC. If thisintegrity check
fails, the CMS MUST immediately discard the AP Request and proceed as if the message had never been received (e.g.
if the CMS was waiting for avalid AP Request it should continue to do so).

Oncethe MTA has sent an AP Request, it MUST save the nonce value that was contained in the seq-number field (a
different nonce from the CM S-nonce specified above) along with the CMS Kerberos principa name. If the MTA
generated this AP Reguest on its own, it MUST keep this nonce and CM S Kerberos principa name for

pktcMtaDevK eyM gmtTimeout1 (avariable in the Media Termina Adapter Management Information Base (MTA
MIB) in order to validate a matching AP Reply. If the AP Request was generated in response to a message sent by the
CMS (Wake Up or Rekey), then the MTA MUST keep the nonce and CMS Kerberos principa name for

pktcM taDevK eyM gmtTimeout2 (a variable in the MTA MIB). After atimeout, the MTA MUST discard this (nonce,
CMS Kerberos principal name) pair, after which it will no longer accept a matching AP Reply.

In the case that the CMS-nonce is O (not filled in), the CMS MUST verify that this AP Request isnot areplay using the
procedure specified in the Kerberos standard:

* If thetimestamp in the AP Request differs from the current CM S time by more than
pktcCmsT oM taM axClock Skew then CMS MUST reply with an error message specified in the clock skew
clause.
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* If therealm, CMS name, along with the MTA name, time and microsecond fields from the Kerberos
Authenticator (in the AP Request) match any recently-seen such tuples, the KRB_AP_ERR _REPEAT earor is
returned. The CMS MUST remember any authenticator presented within pktcCmsToMtaMaxClockSkew, so that
areplay attempt is guaranteed to fail.

* If the CMSlosestrack of any authenticator presented within pktcCmsToMtaMaxClockSkew, it MUST regject all
requests until the clock skew interval has passed.

In the case that the CM S-nonce isnot 0, the CMS MAY faollow the above procedure in order to fully conform with the
Kerberos Recommendation draft RFC: "The Kerberos Network Authentication Service (V5)". In this case, the above
procedure isnot required because matching the CM S-nonce in the Wake Up or Rekey message against the CM S-nonce
in the AP Request aso prevents replays.

3) AP Reply - Sent by the CMS in response to AP Request.

The AP Reply MUST include arandomly generated subkey, encrypted with the same session key. For |PCablecom, the
subkey is the 46-byte M TA-CM S Secr et - used to derive all the necessary IPSEC keys for both the MTA and the CMS.

The AP Reply includes the Kerberos KRB_AP_REP message along with some additional information, specific to
IPCablecom. It MUST consist of the concatenation of the following fields:

* Key Management Message ID - 1 byte value. Always set to 0x03.

« KRB_AP_REP - DER encoding of the KRB_AP_REP Kerberos message, as specified in draft RFC: "The
Kerberos Network Authentication Service (V5)".

e SPI - Security Parameters Index that uniquely identifies anew IPSEC SA for messages sent to the CM S from the
MTA. It isa4-byte integer value, MSB first.

» selected ciphersuite for IPSEC, using the same format as defined for AP Request.

» SA lifetime - a4-byte value, MSB first, indicating the number of seconds from now, when this IPSEC SA isdue
to expire.

* |PSEC grace period - a4-byte value in seconds, MSB first. Thisindicates to the MTA to start creating a new
IPSEC ESP association (with anew AP Request/AP Reply exchange) when the timer getsto within this period
of the IPSEC SA expiration time.

* Re-establish flag - a 1-byte Boolean value. When the value is TRUE (1), anew IPSEC SA MUST be
established before the old one expires as specified in clause 7.3.3.5. When the value is FALSE (0), the old
IPSEC SA MUST expire as specified in clause 7.3.3.5.

* ACK-required flag - a 1-byte Boolean value. When the value is TRUE (1), the AP Reply message requires an
acknowledgement, in the form of the SA Recover ed message.

* SHA-1HMAC (20 bytes) over the contents of this message, not including thisfield. The 20-byte key for this
HMAC is determined by taking a SHA-1 hash of the session key.

Whenever the AP Reply is received (by the MTA), it MUST verify the value of thisHMAC. If thisintegrity check fails,
the MTA MUST immediately discard the AP Reply and proceed as if the message had never been received (e.g. if the
MTA was waiting for avalid AP Reply it should continue to do o).

Once the CMS has sent an AP Reply with the ACK-required flag set, it MUST compute the expected value in the SA
Recovered message and save it for pktcCmsK eyM gmtTimeout3 in order to validate an SA Recovered response from
the MTA. After pktcCmskKeyMgmtTimeout3 the CMS MUST discard this value, after which it will no longer accept a
matching SA Recovered.

4) SA Recovered - Sent by the MTA to the CMSto acknowledge that it received an AP Reply and successfully set up
new IPSEC SAs. Thismessage isonly sent during some error recovery scenarios, when ACK-required flag is set in the
AP Reply - seeclause 7.3.4.

Thismessage MUST consist of the concatenation of the following:

* Key Management Message ID - 1 byte value. Always set to 0x04.
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* HMAC - a20-byte SHA-1 HMAC of the preceding AP Reply message. The key used for the hash isthe same
key that is used to authenticate IPSEC packets on the outgoing |PSEC SA that was just established.

If thereceiver (CMYS) gets a bad SA Recovered message that does not match an AP Reply, the CMS MUST discard it
and proceed asif this SA Recovered message was never received.

7.3.3.1 Rekey Messages

The Rekey message replaces the Wake Up message and provides better performance, whenever CM S wantsto trigger
the establishment of a Security Association with a specified MTA. Rekey message requires the avail ability of the
shared Server Authentication Key, which isnot always available. Thus, support for the Wake Up message is till
required.

The Rekey message was added specifically for use with the NCS-based clustered Call Agents, potentially consisting of
multiple | P addresses and multiple hosts. Any I P address or host within one cluster needs the ability to quickly establish
anew |PSEC Security Association with an MTA, without a g gnificant impact to the ongoing voice communication. For
more details, see clause 8.5.1.

The use of the Rekey message eiminates the need for the AP Reply message, thusreducing the IPSEC SA
establishment delay to a single roundtrip. Thisisillustrated in figure 6:

MTA CMS

Ticket _
ion Service Key
Session Key
{ Server Auth Key } { Server Auth Key J

(1) Rekey
CMS nonce
CMS Kerberos principal name
timestamp
SPI
list of available ciphersuites
SA lifetime
IPSEC grace period
Re-establish flag
SHA-1 HMAC

A

(2) APReg
CMS Ticket,
MTA name+time+subkey+hash,
encrypted with the session key
CMS nonce
IPSEC parameters:
SPI
selected ciphersuite
SHA-1 HMAC

v

l sub-key -> IPSEC ESP K eys } { sub-key -> IPSEC ESP K eys }

T0912120-01
< IPSEC ESP > | s

Figure 6: Rekey Message to establish an IPSEC SA

The messages listed in this figure are defined as follows:
1) Rekey - sent by the CMSto establish anew IPSEC SA. It isa concatenation of the following:

* Key Management Message ID - 1 byte value. Always set to 0x05.

ETSI



47 ETSI TS 101 909-11 V1.1.1 (2001-07)

e CMS-nonce - a4-byte random binary string. Itsvalue MUST NOT be all Os.

* CMSKerberosPrincipal Name - aprintable, null-terminated ASCII string, representing a fully qualified
Kerberos Principal Name of the CMS, as specified in draft RFC: "The Kerberos Network Authentication Service
(V5)". Thisallowsthe MTA to both find the right Server Authentication Key and to pick the right Kerberos
ticket for the subsequent AP Request message.

* timestamp - astring of the format YY MMDDhhmmssZ, representing UTC time. This string is not
NULL-terminated.

e SPI - Security Parameters Index that uniquely identifies anew IPSEC SA for messages sent to the CM S from the
MTA. It isa4-byte integer value, MSB first.

e List of ciphersuites available for IPSEC - see above Recommendation for the AP Request message.

» SA lifetime - a4-byte value, MSB first, indicating the number of seconds from now, when this IPSEC SA isdue
to expire.

e |PSEC grace period - a4-byte value in seconds, MSB first. Thisindicates to the MTA to start creating a new
IPSEC ESP association (with anew AP Request/AP Reply exchange) when the timer gets to within this period
of the IPSEC SA expiration time.

* Re-establish flag - a 1-byte Boolean value. When the value is TRUE (1), anew IPSEC SA MUST be
established before the old one expires, as specified in clause 7.3.3.4. When the value if FALSE (0), the old
IPSEC SA MUST expire as specified in clause 7.3.3.5.

e« SHA-1HMAC over the concatenation of all of the above listed fields. The Server Authentication Key used for
thisHMAC isuniquely identified by atriple (Kerberos reslm, Media Terminal Adapter Fully Qualified Domain
Name [MTA FQDN], CMS principal name).

» Thiskey isupdated at the CMSright after it sends an AP Reply message. It is set to a (20-byte) SHA-1 HMAC
of the Kerberos session key used in that AP Reply. The MTA also updatesthiskey as soon asit receives the AP
Reply. (Note that multiple AP Replies will continue using the same Kerberos session key, until it expires. That
meansthat the derived Server Authentication Key may have the same value as the old one.) (see note)

NOTE: Itispossible that the CMS sends a Rekey message as soon as it sends an AP Reply (from another 1P
address), and before the MTA isable to derive the new Server Authentication Key. In that case, the MTA
will not authenticate the Rekey message and the CMSwill have to retry. Similarly, after sending an AP
Reply the CM'S might immediately send an IP packet using the just established IPSEC Security
Association, when the MTA isnot yet ready to receiveit. In this case, the MTA will reject the packet and
the CMS will have to retransmit. Both of these error cases could be completely avoided with a 3-way
handshake (an MTA acknowledging and AP Reply with an SA Recovered message), which isnot used in
this case for performance reasons - to avoid an extra upstream message.

*  Whenever the Rekey message isreceived (by the MTA), it MUST verify the value of this HMAC. If this
integrity check fails, the MTA MUST immediately discard this message and proceed as if the message had never
been received.

Once the CMS has sent a Rekey, it MUST save the CMS-nonce. The CMS MUST keep this nonce for
pktcCmsKeyMgmtTimeout2 in order to validate a matching AP Request. After pktcCmsKeyMgmtTimeout2
the CMS MUST discard this CMS-nonce, after which it will no longer accept a matching AP Request.

When this Rekey message is received and validated by the MTA, if this MTA previously had any outgoing
IPSEC SAswith this CMS | P address, they MUST beremoved at thistime. If the MTA previoudly had atimer
set for automatic refresh of IPSEC SAs with this CMS | P address, that automatic refresh MUST be disabled.

2) AP Request - sent by the MTA asaresponse to a Rekey message. Unlike the AP Request message described above,
this one aso includes the subkey (insside KRB_AP_REQ ASN.1 structure). KRB_AP_REQ will have a Kerberos flag
s, indicating that an AP Reply must not follow.

There are additional, IPSEC-specific fields appended to the AP Request, as specified abovein clause 7.3.2.1.2.1.
The only differenceisthat thelist of ciphersuites here must contain exactly one entry - the ciphersuite selected
by the MTA from the list provided in the Rekey message.
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Right before this AP Request is sent out by the MTA, it MUST establish both incoming and outgoing IPSEC
SAswith the corresponding CM S I P address. If the corresponding Rekey message had the Re-establish flag set,
the MTA MUST be prepared to automatically re-establish new IPSEC SAs, as specified in clause 7.3.3.4.

Oncethis AP Request isreceived and verified by the CMS, the CMS MUST establish both incoming and
outgoing IPSEC SAswith the MTA.

7.3.3.2 IPCablecom Profile for KRB_AP_REQ/KRB_AP_REP Messages

Inthe KRB_AP_REQ, the following options are supported:

* MUTUAL-REQUIRED - mutua authentication required. When this option is used, the server must respond with
an AP Reply message. When this option isnot set, the AP Reply must not follow.

All other options are not supported.

When MUTUAL-REQUIRED is set, the encrypted authenticator in the KRB_AP_REQ contains the following fields,
which are optional in Kerberos:

e seg-number: random value generated by the CMS.

When MUTUAL-REQUIRED isnot set, the encrypted authenticator contains the following fields which are optional in
Kerberos:

e subkey - a46-byte value of the MTA-CMS Secret.

All other optional fields within the encrypted authenticator are not supported within IPCablecom. The authenticator
itself MUST be encrypted using 3-DES CBC with the following possible Kerberos etype values: des3-cbce. Other
encryption types may be supported in the future, as they are added to future versions of Kerberos. Combined etypes that
specify an encryption algorithm and a checksum are not used by IPCablecom, since a keyed HMAC (outside of the
KRB_AP_REP) is used ingtead.

In the encrypted part of the KRB_AP_REP, the optiona subkey field is REQUIRED for |PCablecom. It MUST bethe
46-byte MTA-CM S Secret - used to derive all the necessary IPSEC keys for both the MTA and the CMS.

The optional seq-number MUST be present, and will echo the value that was sent by the client in the KRB_AP_REQ.
In this context, the seq-number field is used as arandom nonce. The encrypted part of the KRB_AP_REP MAY be
encrypted with 3-DES CBC, using the following possible Kerberos etype values: des3-cbc.

7.3.3.2.1 Error Reply

If the CMSis able to successfully parse the AP Request and theticket that isinside of it, but the AP Request isrejected,
it MUST return a Kerberos error message of type KRB-ERROR, as defined in draft RFC: "The Kerberos Network
Authentication Service (V5)". The error message MUST include the optional e-cksum member,

which isthe keyed hash over the KRB-ERROR message. The checksum type MUST be rsa-md5-des3, asitis
specified in draft RFC: "The Kerberos Network Authentication Service (V5)". This keyed checksum is calculated by:

1) takean MD5 hash of the KRB-ERROR message;
2) prepend the hash with an 8-byte random byte sequence, called a confounder;
3) takethe 3-DES session key from the ticket and XOR each byte with FO;

4) use 3-DESin CBC mode to encrypt the result of step (2), using the key in step (3) and with 1V (initialization
vector) = 0.

For 1PCablecom, thefirgt 4 bytes of the confounder MUST be set to the value of the seg-number field from the AP
Request.

Upon receiving this error reply, the MTA MUST verify both the keyed checksum and the first four bytes of the
confounder, to make sure that it matches the seg-number field from the AP Request.

If the CMSisnot able to successfully parse the AP Request and theticket, it MUST drop the request and it MUST NOT
return any response to the MTA. In case of alineerror, the MTA will time out and re-send its AP Request.
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7.3.3.2.2 Clock Skew Error

When the CMS clock and the client clock are off by more than the limit for aclock skew (usually five minutes), an
error code KRB_AP_ERR_SKEW MUST be returned along with the difference (in seconds) between the two clocks.
The client SHOULD store this clock difference in non-volatile memory and use it to adjust its clock in subsequent
PKINIT and AP Request messages.

In the case that an AP Request failed due to aclock skew error, an MTA MUST immediately retry after adjusting its
clock.

In addition, the MTA MUST validate the time offset returned in the clock skew error, to make sure that it does not
exceed a maximum allowable amount. This maximum time offset MUST not exceed one hour. ThisMTA check against
amaximum time offset protects againg an attack, where arogue TGS attempts to fool an MTA into accepting an
expired TGS certificate (later, during the next PKINIT exchange).

7.3.3.3 Derivation of MTA-CMS Keys

After the CMS sends out an AP Reply message, it isready to derive anew set of IPSEC keys. Similarly, after the MTA
receives this AP Reply, it isready to derive the same set of keys for IPSEC. This clause specifies how the IPSEC keys
are derived from the MTA-CMS Secret (Kerberos subkey).

The size of the MTA-CMS Secret is 46 bytes (the same as with the SSL or TLS pre-master secret).
The derived IPSEC ESP keys are as follows, in the specified order:
a) message authentication key for MTA->CMS messages,
b) encryption key for MTA->CM S messages,
€) message authentication key for CMS->MTA messages,
d) encryption key for CMS->MTA messages.
For specific authentication and encryption algorithms that may be used by IPCablecom for IPSEC, refer to clause 7.1.

The derivation of the required keying materia consists of running a one-way pseudo-random function F(S,
"MTA-CM S Signalling Security Association™) recursively until the right number of bits has been generated. Here, S
isthe MTA-CMS Secret and the string "MTA-CMS Signalling Security Association” is taken without quotes and
without a terminating null character. Fisdefined in clause 10.6.

7.3.3.4 Periodic Re-establishment of IPSEC Security Associations

An IPSEC SA is defined with an expiration time Texp and a grace period GPpsec. The clauses bel ow specify how both
the MTA and the CM S handle the re-establishment of IPSEC Security Associations (renew SA flag was TRUE in the
AP Reply). This must be done in such away that thereis always at |east one SA available for each direction and that
thereisno interruption to call signalling.

7.3.34.1 Periodic Re-establishment of IPSEC SAs at the MTA

If there-establish flag is set, the MTA MUST attempt to establish anew set of IPSEC SAs (one for each direction)
starting at the time Texp - GPipsge. At thistime, the MTA MUST send an AP Request as specified earlier in this clause.
After the MTA receives an AP Reply, it MUST perform the following steps:

1) Createnew IPSEC SAs, based on the negotiated ciphersuite, SPIs and on the established MTA-CMSS Secret,
from which the IPSEC keys are derived as specified in clause 7.3.3.2.1. The expiration time for the outgoing SA
MUST be set to Texp, while the expiration time for the incoming SA MUST be set to Teyp + GPipsec.

2) From this point forward, the new SA MUST be used for sending messages to the CMS. The old SA that the
MTA used for sending signaling messagesto the CMS MAY be explicitly removed at thistime, or it MAY be
allowed to expire (using an IPSEC timer) at the time Texp.
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3) Continue accepting incoming signalling messages from the CM S on both the old and the new incoming SAs,
until the time Texp + GPpsec. After thistime, the old incoming SA MUST expire. If an MTA receives a
signalling message from the CM S using anew incoming SA at an earlier time, it MAY at that time remove the
old incoming SA.

7.3.34.2 Periodic Re-establishment of IPSEC SAs at the CMS

1) When an AP Request message is received and right before an AP Reply is returned, create new IPSEC SAs,
based on the negotiated ciphersuite, SPIs and on the established MTA-CMS Secret, from which the IPSEC keys
are derived as specified in clause 7.3.3.2.1.

2) Send back an AP Reply.

3) Continue sending signalling messages to the MTA using an old outgoing SA until the time Texp. During the
same period, accept incoming messages from either the old or the new incoming SA.

4) At thetime Texp both the old incoming and the old outgoing SAs MUST expire. Switch to the new SA for
outgoing signalling messages to the MTA. If for some reason the new SAs were not established successfully,
there would not be any IPSEC SAsthat are available after thistime.

7.3.3.5 Expiration of IPSEC SAs

An IPSEC SA is defined with an expiration time Texp and a grace period GPpsec. The clause specifies how both the
MTA and the CM S handle the expiration of IPSEC Security Associations (renew SA flag was FALSE in the AP

Reply).
At the MTA:

e outgoing SA expiresat Texp;

e incoming SA expiresat Texp + GPipsec.
At theCMS:

e outgoing SA expiresat Texp;

e incoming SA expiresat Texp + GPipsec.

After an IPSEC SA had expired and a signalling message needs to be sent by either the MTA or the CMS, an IPSEC
layer signalsthe key management layer to establish anew IPSEC SA. It is established using the same procedures asthe
ones specified in clause 7.3.5.

7.3.4 Initial Establishment of IPSEC SAs

When an MTA isrebooted, it does not have any current IPSEC SAs established with the CMS, since IPSEC SAsare not
saved in non-volatile memory. In order to re-establish them, it goes through the recovery procedure that is described in
clause 7.3.5.1.

7.3.5 Error Recovery

This clause describes the recovery steps that must be taken in the case that an IPSEC Security Association is somehow
lost and needs to be re-established.

7.35.1 MTA Loses an Outgoing IPSEC SA

An MTA attemptsto send a signalling message to the CMS. At that time, the IPSEC layer in the MTA redlizes the SA
ismissing and returnsan error back to the signalling application (see note). In this case, the following recovery steps
MUST be taken at the key management layer:

1) The MTA first makes surethat it hasavalid Kerberos ticket for the CMS. If not, it must first perform a PKINIT
exchange as specified in clause 7.3.2.

2) MTA sendsanew AP Request to the CM S and gets back an AP Reply, as specified in clause 7.3.3.4.
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After thereceipt of the AP Reply the MTA is prepared to use both of the newly created IPSEC SAs.

The CMS may set an ACK-required flag in the AP Reply. In that case, right after sending out an AP Reply, the
CMSis prepared to receive messages on the incoming SA but cannot yet start using an outgoing SA for sending
messages to the MTA. In this case, the IPSEC SA setup continues with the following steps 3 and 4.

The CMS may also not set the ACK-required flag in the AP Reply. In that case, right after sending out an AP
Reply, the CMS s prepared to both send and receive messages on the newly created SAs. In this case, steps 3
and 4 below are skipped.

Also, after receiving this AP Request (with Re-establish flag = FALSE), the CMS MUST remove any existing
outgoing IPSEC SAsthat it might already have for thisMTA.

3) Immediately after the MTA establishesthe new IPSEC SAs, it sends an SA Recover ed message to the CMS.

4) Upon receipt of this message, the CMSwill immediately activate the new outgoing SA for sending signalling
messages to the MTA.

NOTE: Inthiscasg, there are no actual messages exchanged between the MTA and the CMS.

The signalling application a the MTA MAY either retry a send after some period of time or get an explicit signal from
the key management application running on the same MTA, when it compl etes the establishment of IPSEC SAs.

7.3.5.2 MTA Loses an Incoming IPSEC SA

The MTA receives an |P packet from a CM S on an unrecognized IPSEC SA. Thiserror MUST be ignored by the MTA
and the packet MUST be dropped. In this case, any attempt at recovery (e.g. establishing anew IPSEC SA) isproneto
denial of service attacks.

7.3.5.3 CMS Loses an Outgoing IPSEC SA

A CMS attempts to send a signalling message to the MTA. At that time, the IPSEC layer in the CMSrealizesthe SA is
missing and returns an error back to the signalling application (see note). In this case, the following recovery steps
MUST be taken at the key management layer:

1) CMS sendsaWake Up messagetothe MTA.

2) The MTA makes surethat it hasavalid Kerberos ticket for the CMS. If not, it must first perform a PKINIT
exchange as specified in clause 7.3.2.

3) MTA sendsanew AP Request to the CMS, as specified in clause 7.3.3.4. For each AP Request, the MTA
generates anonce and putsit into the seq-number field. As specified in clause 7.3.3.4, the MTA will save this
nonce for a short period of time and wait for amatching AP Reply (thisis not the same nonce as the CM S-nonce
received in the Wake Up). However, after thistimeout, the MTA MUST NOT retry and MUST abort an attempt
to establish an IPSEC SA in response to areceived Wake Up.

Oncethe MTA gets back amatching AP Reply, it will bein the format specified in clause 7.3.3.4. The
ACK-required flag in the AP Reply is s&t, to insure that the MTA replies with the SA Recovered message in the
following step.

If thisMTA previously had any outgoing IPSEC SAswith this CMS P address, they MUST be removed at this
time. If the MTA previously had atimer set for automatic refresh of IPSEC SAswith this CMS P address, that
automatic refresh MUST be disabled.

The MTA can start using both of the newly created SAs. If the AP Reply had the Re-establish flag s&t, the MTA
MUST be prepared to automatically re-establish new IPSEC SAs, as specified in clause 7.3.3.4.

The CMS can receive signalling messages from the MTA on the new incoming SA but cannot yet start using an
outgoing SA for sending messages to the MTA.

4) Immediately after the MTA establishesthe new IPSEC SAs, it sendsan SA Recover ed message to the CMS.

5) Upon receipt of this message, the CMSwill immediately activate the new outgoing SA for sending signalling
messages to the MTA.
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NOTE: Inthiscase, there are no actual messages exchanged between the MTA and the CMS.

The signalling application a the CMS MAY either retry a send after some period of time or get an explicit signal from
the key management application running on the same CMS.

7.3.5.4 CMS Loses an Incoming IPSEC SA

7.3.6 The CMS receives an IP packet from a MTA on an unrecognized
IPSEC SA

Thiserror must be ignored by the CM S and the packet must be dropped. In this case, any attempt at recovery (e.g.
establishing anew IPSEC SA) is prone to denial of service attacks.

Kerberos Server Locations and Naming Conventions

7.3.6.1 Kerberos Realms

In IPCablecom, a Kerberos Realm has a one-to-one correspondence with a zone. Each MTA MUST be configured with
asingle Kerberos realm name. A realm name MAY use the same syntax as a domain name. For a full Recommendation
of Kerberos realms, refer to draft RFC: "The Kerberos Network Authentication Service (V5)".

7.3.7 TGS

An MTA MUST be configured with DNS names or | P addresses of each of the TGS serversthat are availabletoit. All
of the available TGS servers MUST belong to the same Kerberos ream. Regardless of the DNS name for a particular
TGS server, its Kerberos principal nameis always. krbtgt@<realm>, where <realm> is the Kerberosrealm
corresponding to the particular 1PCablecom zone.

Thisorder in which TGS serversarelisted in the MTA configuration isthe order in which the MTA MUST contact
them. The MTA MUST aways attempt to contact the first TGS in thelist. If itisnot available, it MUST try the next
one, and so on.

Kerberos implementations usually require that a master (primary) Kerberos server is specified. When clientsrequest a
password change or any other updates to the Kerberos database, they must contact the primary Kerberos server. For

I PCablecom, the TGS does not perform updates to the Kerberos database. Therefore, for |PCablecom there MUST NOT
be a TGS marked as primary or madter.

7.3.8 CMS

MTA configuration includes alist of CMS DNS names or |P addresses. In addition, each CMS entry MUST include a
CMS Kerberos Principal Name, with the realm name not specified (since adl CMS entries for one MTA arein the same
realm).

Kerberos Recommendation in general alows for principal names to contain an unlimited number of components, of the
form <compl>/<comp2>/<comp3>@<realm>. For |PCablecom, each principal name MUST contain only asingle
component.

A Kerberos principal name for aCMS might be CM S1@sandiego.companyl.com. In thisexample, therealmis
sandiego.companyl.com and it will be a separate MTA configuration parameter. The CMS name will be listed as
CMSL.

In IPCablecom, a single CMS Kerberos principal name MAY be shared between multiple CMSsthat MAY be located
on different hosts. In that case, several CMS entriesin an MTA configuration file will all have different DNS names or
I P addresses but the same Kerberos principal name.

For full syntax of Kerberos principal names, refer to draft RFC: "The Kerberos Network Authentication Service (V5)".
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7.3.8.1 Service Key Versioning

The CMS service key that is shared between a TGS and CMS, to encrypt/decrypt CM S tickets, isa versioned key (refer
to [17]). Thiskey may be changed either due to aroutine key refresh, or because it was compromised. When the CMS
service key is changed, the CMS MUST retain the older key for a period of time that is at least aslong asthe ticket
lifetime used when issuing CM Stickets (i.e. up to 7 days).

In the case of aroutine service key change, the CMS MUST accept any ticket that is encrypted with an older key that it
hasretained and is still valid (not compromised). Thiskey versioning on the CMS will prevent againg many MTAS
from suddenly flooding a TGS with PKINIT Requests for new tickets.

If a CMS service key is changed because it has been compromised, the CMS MUST flag al older key versionsit has
retained asinvalid and rgject any AP Request that contains aticket that is encrypted with one of these invalid keys.
When rejecting the AP Request, the CMS MUST respond as specified in [17] withaKRB_AP_ERR_BADKEYVER
error. The CMS MUST till decrypt the rejected ticket, using theinvalid service key, in order to extract the session key.
Thissession key is needed to securdly bind the KRB_ERROR reply message to the AP Request message using a keyed
checksum (see clause 3.3.3.2.1). Note that this step isnecessary in order to prevent denial of service attacks which
could otherwise occur if the MTA was unable to verify the authenticity of the KRB_ERROR message.

Upon receiving this error reply, the MTA MUST discard the CM S ticket which isno longer valid and fetch a new one
fromits TGS.

The Kerberos Set/Change Password protocol (see [See Kerberos Set/Change Password]) SHOULD be used for setting
and changing the CM S service keys. This protocol will provide for greater vendor inter-operability and facilitate key
and password administration between the TGS and its principals. Routine CM S service key changes SHOULD be
scheduled to occur autonomoudly using this protocol. Refer to annex D for Specifications on key refresh schedules.

7.4 End-to-End Security for RTP

RTP security is currently fully specified in clause 8.7. Key Management for RTP requires that both the (encryption)
Transform ID and the Authentication Algorithm are specified, analogous to the |PSEC key management. This clause
liststhe Transform IDs and Authentication Algorithms that are available for RTP security.

Table 4: RTP Packet Transform Identifiers (SEC-N-00028v2)

Transform ID Value Key Size Support Description
(in bits) REQUIRED

Reserved 0x50 - -
RTP_RC4 0x51 128 Yes RC4 stream cipher
XDESX-ECB 0x52 192 No DESX-XEX-ECB
XDESX-CBC 0x53 192 No DESX-XEX-CBC
DES-CBC-PAD 0x54 128 No DES-CBC-PAD
3DES-ECB 0x55 128 No 3DES-EDE-ECB
3DES-CBC 0x56 128 No 3DES-EDE-CBC
Reserved 0x57-59 - -

The RTP_RC4 Transform ID MUST be supported.

Table 5: RTP Packet Authentication Algorithms (SEC-N-00028v2)

Authentication Value Key Size (in Support Description
Algorithm bits) REQUIRED

AUTH_NULL 0x60 0 Yes Authentication turned off

Reserved 0x61 - -

RTP_MMH_2 0x62 Variable (see Yes 2-byte MMH MAC
clause 8.7)

Reserved 0x63 - -

RTP_MMH_4 0x64 Variable (see Yes 4-byte MMH MAC
clause 8.7)

Reserved 0x65 - -

The Authentication Algorithms AUTH_NULL, RTP_MMH_2 and RTP_MMH_4 MUST be supported.
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7.5 MAC layer security

All MTAs MUST use CMs compliant with J.112 and its associated security mechanism.

7.5.1 The role of MAC layer security within the IPCablecom Security
Architecture

The MAC layer security does not provide any security services beyond the J.112 cable access network. The mgjority of

I PCablecom'’s signalling and media traffic flows, however, take paths that traverse the managed I P "back haul"
networks, which lie behind ANs. Since J.112 and | PCablecom service providers typically will not guarantee the security
of their managed | P back haul networks, the |PCablecom security architecture defines end-to-end security mechanisms
for all these flows. End-to-end security is provided at the Network layer through 1PSec, or, in the case of MTA media
flows, at the application/transport layer through RTP application layer security. Thus, IPCablecom does not rely on
MAC layer security to provide security services to its component protocol interfaces.

7.6 Radius

Radius protocol requires an authenticator field for all messages, which provides message integrity. No other security
services or key management are defined within the Radius standard RFC 2139.

A 16-byte Authenticator field is cal culated as follows:

* Request Authenticator: MD5 hash calculated over a stream of octets consisting of the Request Code +
Identifier + Length + 16 zero octets + request attributes + shared secret (where + indicates concatenation).

* Response Authenticator: MD5 hash calculated over a stream of octets consisting of the Response Code +
Identifier + Length + Request Authenticator field from the Accounting-Request packet being replied to + the
response attributes if any + shared secret.

The shared secrets for the Response and Request Authenticator fields do not have to be the same.

I PCablecom interfaces that utilize Radius require that the authentication algorithm (ciphersuite) be specified (see
clause 7.1.2.2). Currently, only the standard Radius authentication mechanism (as described above) is supported and the
ID for thisauthentication agorithm is 100 (decimal).

7.7 DNSSEC

This clause will in the future define a |PCablecom profile for DNSSEC - a specific subset of functionality that is
specified in RFC 2137.

8 Security Profile

The IPCablecom architecture defines over half a dozen networked components and the protocol interfaces between
them. These networked components include the media terminal adapter (MTA), call management server (CMS),
signalling gateway (SG), media gateway (MG) and avariety of OSS systems (DHCP, TFTP and DNS servers, network
management systems, provisioning servers, etc.). | PCablecom security addresses the security requirements of each
constituent protocol interface by:

* ldentifying the threat model specific to each constituent protocol interface.

* ldentifying the security services (authentication, authorization, confidentiality, integrity, non-repudiation)
required to address the identified threats.

» For each constituent protocol interface, specifying the particular security mechanism providing therequired
Security services.

Clause 6.2 describes the threat model s applicable to | PCablecom's protocol interfaces. In this clause, we identify the
security service requirements of each protocol interface and security mechanisms providing those services.
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The security mechanisms include both the security protocol (e.g. IPSec, RTP-layer security, SNMPv3 security) and the
supporting key management protocol (e.g. IKE, PKINIT/Kerberos).

The per-protocol security analysisis organized by functiona categories (see clause 6.1.3). For each functiona category,
we identify the constituent protocol interfaces, the security services required by each interface, and the particular
security mechanism employed to ddliver those security services. Each per-protocol security description includes the
detailed information sufficient to ensure interoperability. Thisincludes cryptographic algorithms and cryptographic
parameters (e.g. key lengths).

As a convenient reference, each functional category's security analysis includes a summary security profile matrix of the
following form (Media security profile matrix shown):

RTP (MTA-MTA, RTCP (MTA-MTA,
MTA-PSTN GW) MTA-MG, MG-MG)
Authentication Optional (indirect) Optional (indirect)
Access control Optional Optional
Integrity Optional Yes
Confidentiality Yes Yes
Non-repudiation No No
Security Application Layer Security via RTP IPSec ESP in transport mode with both
mechanisms IPCablecom Security Profile. encryption and message integrity
Keys distributed over secured enabled. The UDP checksum may need
MTA-CMS links. to be turned off (set to 0), depending on
RC4-128 encryption algorithm. how NAT is implemented.
Optional 2-byte or 4-byte MAC based |Keys derived from bearer channel RTP
on MMH algorithm. SA.
IPCablecom requires support for
ciphersuite negotiation.

Each matrix column corresponds to a particular protocol interface. All but the last row correspondsto a particular
security service; the cell contents in these rows indicate whether the a protocol interface requires the corresponding
security service. Thefinal row summarizes the security mechanisms selected to provide the required services.

NOTE: The protocol interface column headingsnot only identify the protocol, but also indicate the network
components the protocol s run between. Since a CM S can perform multiple functions, the security profile
matrices indicate which of the CMS functional componentsis participating in the identified protocol
interface.

8.1 Device and Service Provisioning

Device provisioning isthe process by which an MTA is configured to support voice communications service. The MTA
provisioning process is specified in J.mtadpv.

Figure 7 illustrates the flows invol ved with the provisioning processes. The provisioning Specification lays these flows
out in detail. The flows involving security mechanisms are described in this clause of the document.
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Figure 7: Illustration of Provisioning Call Flows

8.1.1 Device Provisioning

Device provisioning occurs when an MTA deviceisinserted into the network. A provisioned MTA device that isnot
yet associated with a billing record MAY have minimal voice communications service available.

Device provisioning involves the MTA making itself visible to the network, obtaining its IP configuration and
downloading its configuration data.

8.1.1.1 Security Services

81111 MTA-DHCP Server

Authentication and Message Integrity is desirable on thisinterface, in order to prevent denial of service attacks, where
an MTA isimproperly configured. However, current version of this Specification does not support any security services
on thisinterface.

8.1.1.1.2 MTA-SNMP Manager

This clause applies only to commands that precede the establishment of SNMPv3 security. SNMPv3 is turned on after
flow MTA-13.

Authentication: theidentity of the MTA that is sending configuration parameters to the SNMP manager must be
authenticated, to prevent denial of service attacks, wherethe OSS istricked into continuously creating bogus
configuration files. Or, where the SNMP Manager creates an MTA configuration file based on incorrect MTA
capabilities, thus disabling that MTA.

Thisallows for the possibility of denial of service attacks, wherethe MTA istold to FTP the wrong configuration file.
(The contents of the configuration file will still fail an authentication check - see next clause.) Also, anyoneis able to
read the MTA configuration parameters - confidentiality isnot possible.

Message Integrity: isrequired to prevent denial of service attacks at the OSS and at the MTA - see the above description
of thedenial of service attacks under authentication.

Confidentiality: since confidentiality isnot possible on SNMP GET commands prior to distribution of the SNMPv3
keys, the MTA will not respond to queries of sensitive MTA parameters during the device provisioning phase.

Access Control: access to the MTA configuration parametersis allowed only for the SNMP Manager that is specified
with DHCP. Access Control cannot always be enforced, since DHCP is currently not authenti cated.
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Non-Repudiation: is supported for the identity of the MTA through the use of digital signatures, even though thereisno
clear need for this security service.

8.1.1.1.3 MTA-Provisioning Server, via TFTP Server

Authentication: theidentity of the OSS that generated the MTA configuration file is authenticated with a digital
signature on that file. Thisisrequired to prevent denial of service attacks, wherean MTA isimproperly configured.

The identity of the MTA reguesting the fileis not authenticated. Authentication of the MTA isnot required, since the
configuration fileis sealed with the MTA's public key and no one else will be able to useit.

Message Integrity: isrequired to prevent denial of service attacks wherean MTA is either improperly configured or
configured with old configuration data that was replayed.

Confidentiality: isrequired, because the configuration file contains SNMPv3 secret keys for that MTA.
Access Control: not required at the TFTP Server, since each MTA configuration fileis encrypted with its public key.

Non-Repudiation: is supported for the identity of the OSS through the use of digital signatures, even though thereisno
clear need for this security service.

8.1.1.2 Cryptographic Mechanisms

81121 Call Flow MTA-5: MTA-SNMP Manager: SNMP INFORM

The SNMP INFORM message contains MTA device attributes and MUST be signed with the private RSA key of the
MTA. The sgnature MUST be performed over the concatenation of the values of the SNMP variables (signature not
included), in the order that they appear in the message. Thereason this signature isincluded, is because the SNMPv3
security is not guaranteed until after the TFTP-get is completed and the SNMPv3 keys are established as described in
clause 8.3.

The signature itself is included in the SNMP INFORM message as a MIB variable pktcM taDevSignatur e. The format
of the signature uses the ASN.1 DER encoding of SignedData, asit is defined by the CMS (Cryptographic Message
Syntax) standard in the following table. The SNMP Manager MUST verify the MTA signature before taking any further
action based on the SNMP INFORM message. It needs both the MTA Device certificate and the MTA Manufacturer
certificatein order to verify thissignature. If it does not aready have them, it MAY issue subsequent SNMP GETsto
query the information from the MTA (further described in the following clause).

The MTA MAC addressand MTA Hardware Verson reported in the SNMP INFORM message MUST match the MTA
MAC address and MTA Hardware Version insde the MTA device certificate (see clause 9.2.4). Responses to any
additional queries from the SNMP manager that include theMTA MAC address or the MTA Hardware Version MUST
also match the MTA MAC addressand MTA Hardware Version insidethe MTA device certificate.

PktcDevMtaSignature in the SNMP INFORM includes a timestamp, that is used by the SNMP Manager to detect
replays. SNMP messages that are too old MUST be rejected by the SNMP Manager. The SNMP Manager makes this
determination based on the maximum allowable clock skew between it and an MTA (a parameter that islocally
configured at the SNMP Manager).

8.1.1.2.2 Call Flows MTA-6, 7: MTA-SNMP Mgr: SNMP GET Requests/Responses

Right after the SNMP INFORM, the SNMP Manager MAY follow up with one or more SNMP GET requeststo the
MTA, in order to query some additional device attributes. Each of these SNMP GETs MUST include the variable
pktcM taDevSignatur e, which will befilled in with a signature, cal culated using the same procedure as for the SNMP
INFORM. The SNMP Manager MUST verify the MTA signature before taking any further action based on the SNMP
GET Reply.

Each of the SNMP GET Replies MUST contain arandom nonce value (as part of the signature) that isidentical to the
onein the SNMP INFORM. The SNMP Manager MUST verify that thisnonce valueisthe same asin the SNMP
INFORM, to prevent replays of responses to old SNMP GETSs.
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As mentioned in the above clause, the SNMP Manager may need to issue SNMP Get commands for the MTA Device
and Manufacturer certificates. Due to the large size of the certificates, each such SNMP GET command MUST be
issued for just one certificate and with no other SNMP variables requested. This meansthat as an exception, the
PKCS#7 signaturein the pktcMtaDevSignatur e variable MUST not be requested. (Certificates dready include a
signature which MUST be verified by the SNMP Manager.)

Note that the while the SNMP GET Responses are verified, the SNMP GET Requests are not. This means that the
SNMP GET Requests received by the MTA at this stage can come from anybody and thus confidentidity of the MTA
configuration parametersisnot possible. If the MTA contains any sensitive parameters that it does not want publicly
disclosed, at this stage it MUST ignore any SNMP GET Requests that attempt to query those sensitive parameters. For a
possible list of such parameters, refer tothe MTA MIB Jmtamib.

Table 6: MP signature (pktcMtaDevSignature variable) format using Cryptographic Message Syntax

CMS SignedData type Fields Subfields Value (Description)
Version version = 1 (indicates syntax).
DigestAlgorithmldentifiers SHA-1 (collection of message-digest algorithm

identifiers identifying the message-digest algorithm
under which the content is digested for a signer).

EncapsulatedContentinfo This data structure contains the content that is signed.
The format of this content is specified in the
IPCablecom provisioning Specification.

ContentType data.
Content file-with-mac-address-name with contents as specified
in the Provisioning Specification.
Certificates Not used (optional in Cryptographic Message Syntax).

Because this structure is returned as a value of an
SNMP variable, the size limitations do not allow for
having certificates here. MTA Device and Manufacturer
certificates may be queried separately via SNMP GET

commands.

(A set of certificate-revocation lists not used in
CRLs IPCablecom.)
Signerinfo This is a collection of per-signer information. In this

case there is a single signer, the MTA that originates
the message.

Version version = 1 (syntax version number).

IssuerAndSerialNumber MTA Certificate information (specifies the signer's
certificate by issuer distinguished name and
issuer-specific serial number).

DigestAlgorithm SHA-1 (message-digest algorithm under which the
content and authenticated attributes (if present) are
digested).

SignedAttributes SigningTime - a standard PKCS#9 attribute that holds

the time that the digital signature was generated. See
PKCS#9 for the exact format of this attribute.
Uniqueldentifier - an X.520 attribute, containing a
4-byte integer value, MSB first. It is used as a nonce - a
random value that will later be echoed in the file
retrieved with TFTP get. It will be used to prevent
replays during TFTP get.

ContentType - data; content type of Contentinfo field.
MessageDigest - digest of the content plus
authenticated attributes.

SignatureAlgorithm PKCS#1v1.5 RSA (Algorithm used to sign the digest
and produce the signature).

Signature The signature.

UnsignedAttrs Not used (Optional in Cryptographic Message Syntax).
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8.1.1.2.3 Call Flow MTA-8: Provisioning Server-TFTP Server: Create MTA Config File

In this flow, the Provisioning Server builds an MTA device configuration file. Thisfile MUST contain SNMPv3
authentication and privacy keys for the MTA and MUST contain the following configuration info for each endpoint
(port) inthe MTA:

e CMSname (FQDN format).

* Kerberos Realm for this CMS (see clause 7.3.6.1).

» Kerberos Principal name for thisCMS (see clause 7.3.8).
* Tdephony Service Provider Certificate (see clause 9.3.2).

*  MTA Teephony Certificate, containing the MTA's FQDN (see clause 9.3.4). When the MTA Telephony
Certificateissigned by a Local System CA, the corresponding Local System Certificate MUST also be present.

e List of one or more TGS names (FQDN format) for requesting Kerberos tickets for this CMS (see clause 7.3.7).
e PKINIT Grace Period.

Thisfileis sgned with the Provisioning Server's private RSA key and sealed with the MTA's public RSA key. Thefile
uses the ASN.1 encoding of EnvelopedData (applied to SignedData), asit is defined by the Cryptographic Message
Syntax standard.

SignedData includes a certificate chain that is needed to verify the Provisioning Server's signature. This certificate chain
starts with the Provisioning Server certificate, (optionally) followed by Local System Certificate, followed by the
Telephony Service Provider. Telephony Service Provider issigned by the private key of the IP Telephony Root CA.
Each MTA MUST be loaded with the public key of the IP Telephony Root CA at manufacture time (which allows the
MTA to verify the signature on the Telephony Service Provider). For the Specification of this public key, refer to
clause 5.3.1.

The EnvelopedData content type consists of encrypted content of any type and content-encryption keys encrypted with
therecipient's public key.

Note that the MTA Teephony Certificate MUST accompany the CM S name, regardless of whether or not that MTA is
associated with an enrolled subscriber. The MTA Telephony Certificate smply meansthat the MTA has registered with
this network. In order to determineif the MTA isauthorized for voice communications service (or isauthorized on to
communicate to the CSR, 911, etc.), the CMS MUST consult its authorization database that is updated base on the
information received from the Back Office.

8.1.1.24 Call Flows MTA-9, 10 and 11: Establish TFTP Server Location

This unauthenticated set of call flowsis used to establish the | P address of the TFTP server from wherethe MTA will
retrieve its configuration file.

Thisflow isnot authenticated and thus allows for denial of attacks, wherethe MTA is pointed to awrong fileor TFTP
server. The MTA cannot be fooled in accepting the wrong configuration file due to the signature on thefile - this denial
of service attack will result in failed MTA provisioning.

Thisthreat isnot currently addressed, because it is very similar to the denial of service threat, wherethe MTA is pointed
to the wrong SNMP Manager during the DHCP exchanges. DHCP protocal is currently not authenticated within

I PCablecom athough there are current implementations (based on an Internet Engineering Task Force (IETF) draft) that
support it. Thisthreat may be addressed in the future versions of this security Specification.

8.1.1.25 Call Flows MTA-12, 13: MTA-TFTP Server: TFTP Get/Get Response

The TFTP get request is not authenticated and thus anyone can request an MTA configuration file. Since thisfileis
encrypted with the MTA'skey, no one el se can make use of thisfile.

Thisflow is open for adenial of service attack, where the TFTP server is made busy with useless TFTP-get requests.
Thisdenial of service attack isnot addressed at thistime.
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The TFTP get responseretrieves a configuration file from the TFTP server. The configuration file format is described in
clause 8.1.1.2.3 above. After step MTA-14 (seefigure 7), the SNMPv3 keys contained in the configuration file MUST
be used to enable SNMPv3 security (authentication and privacy) on all SNMP messages.

8.1.1.2.6 Notify Completion of Telephony Provisioning - MTA-15

Thisisan SNMP INFORM message from the MTA to the SNMP Manager that notifies it of the completion of the MTA
provisioning process for this MTA. Thismessage isnot yet secured with the SNMPv3 keys, since the validation of the
MTA configuration filein the previous step might have failed.

Thismessage is protected with adigital signature indgde the MIB variable pktcMtaDevSignature. For the format of the
value of thisvariable, refer to table 6. The SNMP Manager MUST validate this signature with the MTA Device
Certificate - see clause 8.1.1.2.2.

8.1.1.2.7 Call Flows SEC-1, 2: Get a Kerberos Ticket for the CMS

The MTA uses PKINIT protocol to get a Kerberos Ticket for the specified CM S (see clause 7.3.2). The Kerberos Ticket
isissued by the TGS for agroup of one or more CMSs, uniqudly identified with the pair (Kerberos Realm, CMS
Principal Name).

In the event that different MTA ports are configured for a different group of CMSs, the MTA MUST obtain multiple
Kerberos Tickets by repeating these call flows for each ticket. It isalso possible, that the MTA is configured to request
Kerberos Tickets from different TGS servers, depending on the CM S group.

Table 7: EnvelopedData for TFTP-get file

Cryptographic Message Subfields Value (Description)
Syntax EnvelopedData
type Fields
Version Version = 0 (indicates syntax).
Originatorinfo Not used (optional in Cryptographic
Message Syntax).
Recipientinfo (Collection of per-recipient information).

There will be only one recipient - the
MTA. Each Recipientinfo is of ASN.1 type
CHOICE, from which ktri of type
KeyTransRecepientinfo is selected.
Version Version = 0 (indicates syntax).
issuerAndSerialNumber Identifies the certificate used to encrypt
the content encryption key. In this case it
is the MTA's device certificate. This
identifier is the X.500 issuer name and
Serial Number of the certificate.

keyEncryptionAlgorithm PKCS1v.2 RSA (algorithm under which
the content encryption key is encrypted).

encryptedKey The content encryption key.

EncryptedContentinfo This data structure contains the

encrypted content.

ContentType SignedData - format is specified in the
following table.

EncryptionAlgorithmIdentifier 3-key 3-DES. (Content encryption

algorithm and the associated
parameters.)

EncryptedContent TFTP-get file contents as specified in the
provisioning spec J.mtadpv.
UnprotectedAttributes Not used (Optional in Cryptographic
Message Syntax).
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Table 8: SignedData embedded inside Enveloped Data for TFTP-get

Cryptographic Message Subfields Value (Description)
Syntax SignedData type
Fields
Version Version = 1 (indicates syntax).
DigestAlgorithmldentifier SHA-1 (collection of message-digest algorithm identifiers

identifying the message-digest algorithm under which the
content is digested for a signer).

EncapsulatedContentinfo This data structure contains the signed content.
ContentType data.
Content TFTP-get file contents as specified in J.mtadpv.
Certificates Provisioning Server Certificate (used to verify the

signature inside Signerinfos).

Local System Certificate - optional (used to verify the
Provisioning Server Certificate).

Telephony Service Provider Certificate (used to verify
either the optional Local System certificate or the
Provisioning Server Certificate) (see note).

CRLS (A set of certificate-revocation lists, not used in
IPCablecom.)

Slgnerinfos This is a collection of per-signer information. In this case
there is a single signer, the Provisioning Server.

Version Version = 1 (syntax version number).

issuerAndSerialNumber Provisioning Server certificate information (specifies
the signer's certificate by issuer distinguished name and
issuer-specific serial number).

DigestAlgorithm SHA-1 (Message-digest algorithm under which the
content and authenticated attributes (if present) are
digested.)

SignedAttrs Uniqueldentifier - an X.520 attribute, containing a 4-byte

integer value, MSB first. This is the same nonce that was
in the preceding TFTP put.

ContentType - data: content type of the ContentlInfo field.
MessageDigest - digest of the content plus authenticated

attributes.

SignatureAlgorithm PKCS#1v1.5 RSA (Algorithm used to sign the digest and
produce the signature.)

Signature The Signature.

UnsignedAttrs Not used (optional in Cryptographic Message Syntax).

NOTE: This certificate MAY be different to the Telephony Service Provider certificate used in authenticating the TGS
in the PKINIT Reply. That is, a different Service Provider may operate the provisioning system. In order to
activate a particular MTA port, a separate Telephony Service Provider Certificate for telephony signalling
MUST be present in the MTA configuration file or set later via SNMP.

8.1.1.2.8 Call Flows SEC-3, 4, 5: Establish IPSEC SAs with the CMS

The MTA uses the Kerberos Ticket to establish apair of smplex IPSEC Security Associations with the given CMS. In
the event that different MTA ports are configured with different CM S (FQDN) names, multiple sets of SAswill be
established (one set for each CMS).

Since a Kerberos Ticket isissued for agroup of CMSs, it is possible that asingle Kerberos Ticket is used to establish
more than one set of IPSEC SAs.

In IPCablecom, a CMS FQDN may translate into alist of multiple |P addresses, as would be the case with the NCS
clustered Call Agents. In those cases, the MTA MUST initially establish SAswith one of the | P addresses returned by
the DNS Server. The MTA MAY also establish SAswith the additional CMS | P addresses.

Additional IPSEC SAs with the other | P addresses may be established later, as needed (e.g. the current CMS | P address
does not respond).
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8.1.1.29 Expiration of MTA Telephony Certificates

When an MTA sendsa PKINIT request with an expired certificate, it will get a PKINIT error code
KDC_ERR_INVALID_CERTIFICATE from the TGS. In this case, the MTA MUST issue an SNMP INFORM
message to the SNMP Manager containing the expired MTA Telephony certificate.

Thisisasgna for the SNMP Manager to re-issue anew MTA Telephony Certificate and send it to the MTA with the
SNMP SET command. (If this subscriber had not paid the bills, the SNMP Manager might purposely refuse the request.
In that case, the SNMP SET command with the new certificate would not be sent out.)

Figure 8aillustrates how anew MTA Telephony Certificate is issued.

Flow MTA DHCP SNMP Mgr TFTP TGS CMS Prov Srv Phone
1 Kerberos PKINIT REQ (Expired MTA Telephony (ert)
2 < KDC_ERR_INVALID_CERT|FICATE Hrror q
3 SNMP INFORM|(contains gxpired MTA Telephony Cert)
4 < SNMP SET (new MTA Tegohony Cert)
5 Kerberos PKINITREQ (New MTA Telephony Ce
6 P PKINIT Reply
<

Figure 8a: Provisioning Server Re-Issues a New MTA Telephony Certificate

8.1.1.3 MTA Embedded Keys

The MTA device will be manufactured with a public/private RSA key pair and an X.509 device certificate that MUST
be different from the CM device certificate.

8.1.14 Summary Security Profile Matrix - Device Provisioning

Table 9: SMNP & TFTP Security Profile Matrix

SNMP TFTP (MTA-TFTP server)
Authentication Yes for the MTA, no for the Yes: authentication of source of configuration
SNMP Manager. data.
Access control Yes: access limited to a default  [No.
MIB view until SNMPv3 security
is set up.
Integrity Yes for messages initiated by the |Yes:
MTA. Integrity of configuration data received from
No for the SNMP Manager. authenticated source.
Confidentiality No. Yes:
Of MTA configuration information during the
TFTP-get.
Non-repudiation No. Yes.
Security MTA parameters reported with All MTA configuration data is signed by the
mechanisms the SNMP INFORM and SNMP  |OSS provisioning server and sealed in
Get Response messages are Cryptographic Message Syntax digital
signed by the MTA using envelope with the MTA's public key.
Cryptographic Message Syntax
format (see note).
NOTE: Cryptographic Message Syntax.

8.1.2 Subscriber Enrolment
The subscriber enrolment process establishes a permanent customer billing account that uniquely identifiesthe MTA to

the CMSviathe MTA's MAC address. The hilling account is also used to identify the services subscribed to by the
customer for the MTA.
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Subscriber enrolment MAY occur in-band or out-of-band. The actual Specification of the subscriber enrolment process
isout of scope for IPCablecom and may be different for each Service Provider. The device provisioning procedure
described in the previous clause allows the MTA to establish IPSEC Security Associations with one or more Call
Agents, regardless of whether or not the corresponding subscriber had been enrolled.

As aresult, when subscriber enrolment is performed in-band, a communication to a CSR (or to an automated subscriber
enrolment system) is protected using the same security mechanisms that are used to secure all other voice
communication.

During each communication setup (protected with IPSEC ESP), the CMS MUST check the identity of an MTA againgt
its authorization database to see which voice communications services are permitted. If that MTA does not yet
correspond to an enrolled subscriber, it will berestricted to permitting a customer to contact the service provider to
establish service ("customer enrolment™). Some additiona services, such as communications with emergency response
organizations (e.g. 911, 112), may also be permitted in this case.

Since in-band customer enrolment is based on standard security provided for call signalling and media streams, no
further details are provided in this clause. Refer to clause 8.5 and to clause 8.7 on media streams.

8.2 Quality of Service (QoS) Signalling

8.2.1 Dynamic Quality of Service (DQoS)

8.2.1.1 Reference architecture for embedded MTAs

Figure 8b shows DQOoS connections for embedded MTAS, using an option that does not require RSVP (see note). This
version of DQoS does not work for stand-alone MTAS.

NOTE: RSVPisout of scope for IPCablecom.

Figure 8bis also NCS-specific. There are additional DQOS interfaces required for DCS that are not shown on that
figure, asthey are out of scope for |PCablecom.
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Figure 8b: QoS Signalling Interfaces in IPCableCom Network
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8.2.1.2 Security Services

8.2.1.2.1 CM-AN J.112 QoS Messages

Refer t0 J.112.

8.21.22 AN-CMS Gate Coordination Messages (over UDP)

The AN-CM S Gate Coordination messages are required in order to prevent some theft of service scenarios, described in
TS 101 909-5.

Authentication: required to prevent theft of service and denial of service attacks. Direct authentication is not possible
due to the large number of associations and performance requirements (for post-dial and post-pickup delays). Each end
isindirectly authenticated, viaatrusted third party - the CMS.

Message Integrity: required on thisinterface. Without it, the same service theft scenarios are still possible, dong with
the denial of service attacks.

Per-Communication Security Associations; although for |PCablecom, these messages are always between thelocal AN
and CMS, thiswill not be the case in future | PCablecom versions, when DCSisintroduced. In the future, the same
messages may be exchanged between two AN, or between a AN and aremote CMS or MGC. Thus, a potentialy large
and dynamic number of security associationsis anticipated for the Gate Coordination messages, requiring that they are
established on a per-communication basis.

8.2.1.2.3 Gate Controller - AN COPS Messages
Authentication, Access Control and Message Integrity: required to prevent QoS theft and denial of service attacks.

Confidentiality: required to keep customer information private.
8.2.1.3 Cryptographic Mechanisms

8.2.1.3.1 CM-AN J.112 QoS Messages
The J.112 QoS messages are specified in the annex A of J.112.

8.2.1.3.1.1 QoS for the J.112 Flow

A J112 flow isa J.112 MAC-layer transport service that provides transport of packets between the CM and the AN. A
J.112 How is characterized by a set of QoS Parameters such as latency, jitter, and throughput assurances. In order to
standar dize operation between the CM and AN, these attributes include details of how the CM reguests dots and the
expected behaviour of the AN upstream scheduler.

Applied to each packet entering the cable network isa set of matching criteria called a Classifier. A classifier consists of
some packet matching criteria (IP source address, for example), a classifier priority, and areferenceto aJ. 112 How. If a
packet matches the specified packet matching criteria, it isthen delivered on the referenced J.112 Flow.

Downstream Classifiers are applied by the AN to packetsit is transmitting, and Upstream Classifiers are applied at the
CM and may be applied at the AN to police the classification of upstream packets.

The network can be vulnerable to IP packet attacks; i.e. attacks stemming from an attacker using another MTA'sIP
source address and flooding the network with the packets intended for another MTA's destination address. An AN
controlling downstream J.112 Hows will limit an MTA's downstream bandwidth according to QoS allocations. If the
AN isflooded from the backbone network with extra packets intended for one of its MTAS, packets for that MTA may
be dropped to limit the downstream packet rate to its QoS alocation. Theinflux of the attacker's packets may result in
the dropping of good packets intended for the destination MTA.

To thwart thistype of network attack, access to the backbone network should be controlled at the entry point. This can
be accomplished using a variety of QoS classifiers, but is most effective when the packet sourceis verified by its source
IP address. Thiswill limit the ability of arogue source from flooding the network with unauthorized | P packets.
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To address this situation where an AN accesses the network, the AN SHOULD apply upstream classifiersto police
upstream packets from its network; including the verification of the source I P address.

For more information regarding the use of packet classifiers, refer to J.112.

8.2.1.3.2 AN-CMS Gate Coordination Messages (over UDP)

These are DQOS handshake messages between the two sides of the communication, to make sure that the QoS resources
had been reserved on both sdes. These messages MUST be formatted as Radius messages, which include an
authenticator field. Security for thisinterface is provided soldly by the Radius-specific authenticator, based on an MD5
hash, as defined by RFC 2139. This provides message integrity, but not privacy. The key for the Radius authenticator
MUST be exactly 16 byteslong, and there will be a separate key used for each direction.

8.2.1.3.3 Gate Controller - AN COPS Messages

The Gate Controller function in the CMS MUST send COPS messages to the AN, to download a QoS palicy for a
particular communications connection. These messages MUST be both authenticated and encrypted with IPSEC ESP.
Refer to clause 7.1 on the detail s of how IPSEC ESPis used within IPCablecom and for thelist of available
ciphersuites.

8.2.1.4 Key Management

8.2141 AN-CMS Gate Coordination Messages (over UDP)

The keysfor thisinterface are securely distributed by the local CM S over the existing IPSEC links. The key isincluded
in the Gate Authorization message Common Open Policy Service Protocol (COPS) sent from thelocal CM Sto the AN.
For the on-net to on-net communications, the keys for Gate Coordination messages on each side of the communication
arediginct (which will not be the case for DCS).

Thereis only one message that isinvolved in the key management for thisinterface: the Gate-Set Authorization
message sent to the AN by the local CMS which MUST include the following parameters:

» Transaction ID (associates request an response together).

* GatelD.

» Authentication algorithm (1 byte) - only Radius, MD5-based MAC is currently supported. See clause 7.6.
* RadiusKey (16 bytes).

* |Paddress of thelocal CMS (listed asthe | P address of the remote gatein the Gate-Set messages).

For the gate coordination exchange to proceed, the AN must accept this Radius Key and ciphersuite and use it to
authenti cate Gate Coordination messages in both directions for the specified Gate ID.

Per-communication keying provides replay protection. The same Radius key is used to authenticate only a few
messages, consisting of the Gate-Open/Gate-Open-Ack and the Gate-Close/Gate-Close-Ack exchanges. Each message
typeis clearly identified and appears exactly once for each communication.

8.2.14.2 Gate Controller - AN COPS Messages

Key management for this COPS interface MUST be implemented via IKE. IKE must used pre-shared keys. For more
information on the | PCablecom use of IKE, refer to clause 7.2.2.
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8.2.15 Summary Security Profile Matrix

Table 10: COPS & Gate Coordination Security Profile Matrix

COPS Gate Coordination
(AN-CMS) (AN-CMS)
Authentication Yes Yes (through a third party)
Access control Yes No
Integrity Yes Yes
Confidentiality Yes No
Non-repudiation No No
Security IPSec with encryption and [Radius authentication
Mechanisms message integrity. (MD5-based MAC).
IKE w/ pre-shared keys. CMS distributes key per
communication.

8.3 OSS Interfaces

This clause describes the use of SNMPv3 for querying the status of the MTAs and other network devices, as well as for
their dynamic configuration. Standard SNMPv3 security is used.

Additionally, during the MTA device provisioning, SNMPv3 keys are not yet established and authentication is
accomplished with a digital signaturein one of the SNMP variables. For details of the use of SNMPv3 during device
provisioning, refer to clause 8.1.1.

8.3.1 Security Services

Authentication: required for both the MTA and the SNMP Manager, to prevent denial of service attacks and disclosure
of sensitive MTA parameters.

Access Control: required, to prevent unauthorized SNMP Manager from reading or updating MTA parameters.

Message integrity: required on thisinterface. It is needed to prevent denia of service attacks, wherean MTA is
misconfigured or the SNMP Manager is given wrong MTA status or configuration information.

Confidentiality: may be required for some sensitive MTA parameters. For alist of such MTA parameters, refer to the
MTA MIB in Jmtamib.

8.3.2 Cryptographic Mechanisms

SNMPv3 supports HMAC MD5 and HMAC SHA-1 algorithms for authentication. As specified in RFC 2574, HMAC
MD5 MUST be supported. In addition, HMAC SHA-1 authentication SHOULD also be supported.

If an SNMP command contains a value of a sensitive SNMP parameter, it MUST be encrypted. The encryption
algorithm is DES-CBC, as specified in RFC 2574. However, SNMP implementations are encouraged to support
stronger encryption algorithms in addition to DES, such as 3-DES CBC (see note).

NOTE: Itisdesirableto track the progress of the SNMPv3 standard. It appears that there will soon be anew RFC
that provides stronger (than DES) encryption with SNMPv3. At that time, this part should be updated to
require anew, stronger encryption with SNMPv3.

8.3.3 Key Management

SNMPv3 security Recommendation in RFC 2574 defines key change messages which are protected with the old value
of the key. These key change messages MUST be supported as part of SNMPv3.

However, if an SNMPv3 authentication or privacy key is known to be compromised, this key change mechanism
SHOULD NOT be used. During device provisioning (clause 8.1.1), the MTA receives its authentication and privacy
keysin an encrypted configuration file. Thisisthe method that SHOULD be used when an SNMPv3 is known or
suspected to be compromised.
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the SNMP Engine ID. The procedure for SNMP key localization is specified in RFC 2574.

8.3.4

Summary Security Profile Matrix

Table 11: SNMP Security Profile Matrix

SNMP (SNMP Mgr-MTA)

SNMP (SNMP
Mgr-network devices)

Authentication Yes Yes
Access control Yes Yes
Integrity Yes Yes
Confidentiality Yes Yes
Non-repudiation No No

Security
mechanisms

SNMPV3 security.

USM for SNMPv3.

IPCablecom VACM profile.
Obtain auth and priv keys in CMS

SNMPV3 security.
USM for SNMPvV3.
VACM for SNMPV3.
Pre-shared keys.

sealed object (config file).

8.4 Billing System Interfaces

8.4.1 Security Services

84.1.1 CMS-RKS Interface

Authentication, Access Control and Message Integrity: required to prevent service theft and denial of service attacks.
Want to insure that the billing events reported to the RKS are not falsified.

Confidentiality: required to protect subscriber information and communication patterns.

8.4.1.2 AN-RKS Interface

Authentication, Access Control and Message Integrity: required to prevent service theft and denial of service attacks.
Want to insure that the billing events reported to the RKS are not falsified.

Confidentiality: required to protect subscriber information and communication patterns. Also, effective QoS
information and network performance is kept secret from competitors.

8.4.2

Both message integrity and privacy MUST be provided by IPSEC ESP, using any of the ciphersuitesthat arelisted in
clause 7.1.

Cryptographic Mechanisms

RADIUS itself defines MD5-based keyed MAC for message integrity at the application layer. And, there does not
appear to be away to turn off this additional integrity check at the application layer. For |PCablecom, the key for this
RADIUS MAC MUST always be hardcoded to the value of 10 ASCII Os. That is, the shared secret is
"0000000000000000". Thisin effect turnsthe RADIUS keyed MAC into an MD5 hash that can be used to protect
against transmission errors but does not provide message integrity. No key management is needed for RADIUS MACs.

Billing event messages contain an 8-octet binary Element 1D of the CMS or the AN. The RKS MUST verify for each
billing event that the specified Element ID correctly corresponds to the | P address. This check is done viaalookup into
amap of |P addresses to Element 1Ds. Refer to clause 8.4.3 on how this map is maintained.

8.4.2.1 RADIUS Server Chaining

RADIUS servers may be chained. This meansthat when thelocal RADIUS server that isdirectly talking to the CMS or
AN client isnot able to process a message, it forwardsit to the next server in the chain.
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I PCablecom specifies security mechanisms only on the linksto the local RADIUS server. |PCablecom also requires
authenti cation, access control, message integrity and privacy on the interfaces between the chained RADIUS servers,
but the corresponding Specifications are outside of the scope of IPCablecom 1.0.

Key Management (in the following clause) applies to the local RADIUS Server/RKS only.

8.4.3 Key Management

8.4.3.1 CMS-RKS Interface

CMS and RKS will negotiate a shared secret (CMS-RK'S Secret) using IKE. IKE may use one of the modes with
pre-shared keys. Certificates may be used in future versions of |PCablecom. For details, refer to clause 7.1.2.3.

IKE will be running asynchronous to the billing event generation and will guarantee that thereis always a valid,
non-expired CMS-RK S Secret. This shared secret MUST be unique to this particular CMS and RKS.

At the RKS, CM S Element IDs MUST somehow be associated with the corresponding 1P addresses. One possihility is
to associate each pre-shared key directly with the Element ID. IKE negotiations will use an ISAKMP identity payl oad
of type ID_KEY _ID to identify the pre-shared key. The valuein that identity payl oad will be the Element ID used in
billing event messages. For more detailsrefer to RFC 2407.

Later, when a billing event arrives at the RKS; it will be able to query the database of IPSEC SAs and retrieve a source
IP address, based on the Element ID. The RKS will make sure that it isthe same as the source |P addressin the IP
packet header. One way to query this database isthrough SNMP, using an IPSEC Monitoring MIB.

8.4.3.2

AN and RKS will negotiate a shared secret (AN-RKS Secret) using IKE. IKE may use one of the modes with
pre-shared keys. For details, refer to clause 7.1.2.3.

AN-RKS Interface

IKE will be running asynchronous to the billing event generation and will guarantee that thereis always a valid,
non-expired AN-RK'S Secret. This shared secret SHOULD be unique to this particular AN and RKS.

At the RKS, AN Element IDs MUST somehow be associated with the corresponding | P addresses. One possibility isto
associ ate each pre-shared key directly with the Element ID. IKE negotiations will use an ISAKMP identity payload of
type ID_KEY_ID to identify the pre-shared key. The valuein that identity payload will be the Element ID used in
billing event messages. For more detailsrefer to RFC 2407.

Later, when a billing event arrives at the RKS; it will be able to query the database of IPSEC SAs and retrieve a source
IP address, based on the Element ID. The RKS will make sure that it isthe same as the source |P addressin the IP
packet header. One way to query this database isthrough SNMP, using an IPSEC Monitoring MIB.

8.4.4 Summary Security Profile Matrix

Table 12: Radius Security Profile Matrix

RADIUS Accounting
(CMS-Radius Server/RKS)

RADIUS Accounting
(AN-Radius Server/RKS)

mechanisms.

message integrity enabled.
Key management using IKE with
pre-shared keys or certificates.

Authentication Yes Yes

Access control Yes Yes

Integrity Yes Yes

Confidentiality Yes Yes

Non-repudiation No No

Security IPSEC ESP with encryption and IPSEC ESP with encryption and

message integrity enabled.
Key management using IKE with
pre-shared keys or certificates.
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8.5 Call Signalling

8.5.1 Network Call Signalling (NCSv2)

85.1.1 Reference Architecture

Figure 9 shows the network components and the various interfaces to be discussed in this clause.

CMSh CMSa
Remote CS
MGCa
%kt-slo : NCSV2
pkt-s6: RTP
MTA Remote
MTA
pkt-s7:RTCP

T0912130-01
(118832)

Figure 9: NCSv2 Reference Architecture

The figure shows the CM Ss as being a cluster of several MGCs. It also shows, even though thisisnot alikely scenario
in early deployments, that different CM Ss could potentially manage different endpointsin asingle MTA.

The security aspects of interfaces pkt-s6 and pkt-s7 (RTP bearer channel and RTCP) are described in clause 8.7 of the
present document. The protocal interface pkt-s16 (CMS to CMS) has not been defined for |PCablecom and thusit is
outside the scope of the present document.

Therest of this clause is concerned with interface pkt-s10.

8.5.1.2 Security Services

The same set of requirements applies to both CMS-MTA and CMS-CMS sgnalling interfaces. CMS-CMS signalling
interface is not specified in the current version of NCSv2, so the implementation of the CMS-CMSS security
requirementsis out of scope for 1PCablecom.

Authentication: signalling messages must be authenticated, in order to prevent a third party masgquerading as either an
authorized MTA or CMS.

Confidentiality: NCS messages carry dialled numbers and other customer information, which must not be disclosed to a
third party. Thus confidentiality of signalling messages isrequired.

Message integrity: must be assured in order to prevent tampering with signalling messages - e.g. changing the dialed
phone numbers.

Access control: Services enabled by the NCS signalling should be made available only to authorized users - thus access
control isrequired at the CMS.

8.5.1.3 Cryptographic Mechanisms

IPSEC ESP MUST be used to secure thisinterface. IPSEC keys MUST be derived using mechanism described in
clause 7.3.3.3.

Each signalling message coming from the MTA and containing the MTA domain name (included in the NCSv2

endpoint 1D field) must be authenticated by the CMS. This domain name is an application-level NCSv2 identifier that
will be used by the Call Agent to associate the communication with a paying subscriber.
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In order to perform this authentication, the CMS MUST maintain an | P address <-> domain name map for each MTA
IP addressthat has a current SA. Thismap is built during key management described in the following clause and does
not need to reside in permanent storage.

8.5.1.4 Key Management

Kerberos with PKINIT MUST be used asthe key distribution mechanism on the pkt-s10 interface. It has been described
in detail in clause 7.3 of the present document. That clause aso describes the mechanism to be deployed to handle
timed-out IPSEC keys and Kerberos tickets. The mechanism for transparently handling key switchover from one key
lifetime to another key lifetime is also defined.

The key distribution and timeout mechanism is not linked to any specific NCSv2 message. Rather, the MTA will obtain
the Kerberos ticket from the TGS when started and will refresh it based on the timeout parameter. The MTA will also
obtain sub-key (and thus IPSEC ESP keys) based on timeout parameters. The MTA will also obtain the IPSEC ESP
keys when they aretimed out and the MTA needsto tranamit data to the CMS.

The IPSec Error Recovery Section also describes the technique to be deployed by the CMS in the case the IPSEC keys
are timed out and the CM S needs to send datato the MTA.

For NCSv2, at thetime that the CM S receives a Kerberos ticket for the purpose of establishing an IPSEC SA, it MUST
extract the MTA domain name from the ticket and map it to the IP address. This map is later used to authenticate the
MTA endpoint ID in the NCSv2 signalling messages.

The MTA Kerberos principal namein theticket is a representation of the subject (X.500) name from the MTA
Telephony Certificate. Within that MTA Telephony Certificate, the value of the CN (CommonName) attribute will
contain the DNS name that needs to be saved.

85141 Call Agent Clustering

Inthecase aCMSis constructed as a cluster of Call Agentswith different |P addresses, dl Call Agents should share the
same service key for decrypting a Kerberos ticket. Thusthe MTA will need to execute single PKINIT Request/Reply
sequence with the TGS and multiple AP Request/Reply sequence for each Call Agent in the cluster. The Kerberos
messages are specified in clause 7.3.

Optimized key management is specified for the case when in the middle of a communication, a clustered Call Agent
sends amessage to an MTA from anew |P address, whereit does not yet have an IPSEC SA with that MTA (see
clause 7.3.3.2).

In this optimized approach, the CM S sends a Rekey message instead of the Wake Up. This Rekey messageis
authenticated with a SHA-1 HMAC, using a Server Authentication K ey, derived from a session key used to encrypt
the last AP Reply sent from the same CM S (or another CM S with the same Kerberos Principal Name).

Additionally, the Rekey message includes IPSEC parameters, to avoid the need for the AP Reply message. The MTA
responds with a different version of the AP Request that includesthe MTA-CMS Secret, normally sent by the CMS in
the AP Reply. As aresult, after the MTA responds with the AP Request, anew IPSEC SA can be established with no
further messages. Thetotal price for establishing a new IPSEC SA with this optimized approach isasingle roundtrip
time Thisisillustrated in the following figure:
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Figure 10: Key Management for NCS Clusters

In thisfigure, an NCS clustered Call Agent suddenly decides to send an NCS message from anew IP address that did
not previoudy have any SA established with that MTA.

The firgt security association SA; with CMS at | P, was established with a basic AP Request/AP Reply exchange.
HMAC key K for authenticating Rekey message from the CM S was derived from the session key used to encrypt the
AP Reply.

When anew SA; needs to be established between the MTA and CM S at | P;, the key management is as follows:

1) TheCMSat IP3 sendsa REKEY message, similar in functionality to the Wake Up message, but with a
significantly different content. It contains:

* |PSEC parameters (also found in the AP Reply): SPI, sdected ciphersuite, SA lifetime, grace period,
re-establish flag. The purpose of adding these IPSEC parametersto REKEY isto eliminate the need for the

subsequent AP Reply message.
¢ SHA-1 HMAC using Kgra.

2) AP Reguest that includes the MTA-CMS secret, normally sent in the AP Reply message. Thisisalegal Kerberos
mode, wherethe key is contained in the AP Request and AP Reply isnot used at al.

For more details, refer to clause 7.3.3.1.

8.5.14.2 MTA Controlled by Multiple CMSs

In the caseasingle MTA is controlled by multiple CMSs and each CMSis associated with adifferent TGS, the MTA
will need to execute multiple PKINIT Request/Reply, one for each CM S and then multiple AP Request/Reply in order
to create the security association with the individual MGCs.
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8.5.1.5 Summary Security Profile Matrix

The CMSto CMS protocol isnot defined in IPCablecom in the case NCSv2 signalling is used and thus is outside the
scope of the present document. The corresponding column in the following matrix provides only the security
requirements on that interface. Security Specifications on that interface will be added in future revisions of the present
document.

Table 13: NCS & CMS-CMS Security Profile Matrix

MGCP (MTA-CMS) CMS-CMS Interface Security
Requirements (see note)
Authentication Yes: Yes
Two-way authentication of MTA and call
agent.
Access control Yes: Yes

Services should only be made available to
authenticated subscribers.

Integrity Yes: Yes
To prevent man-in-the-middle attacks.

Confidentiality Yes: Yes
Privacy of call signalling.

Non-repudiation No. No

Security IPSec ESP in transport mode, encryption

mechanisms and message integrity both enabled.

Kerberos with PKINIT Key management.
NOTE:  Although (CMS-CMS) is a proprietary interface in 1.0, the following are security
requirements for the CMS-CMS interface.

8.6 PSTN Gateway Interface

8.6.1 Reference Architecture

An |PCablecom PSTN Gateway consists of three functional components:
* aMedia Gateway Controller (MGC) which may or may not be part of the CMS;
e aMedia Gateway (MG); and
* aSignaling Gateway (SG).

8.6.1.1 Media Gateway Controller

The Media Gateway Controller (MGC) isthe PSTN gateway's overall controller. The MGC receives and mediates
call-signalling information between the IPCablecom and the PSTN domains (from the SG), and it maintains and
controlsthe overall state for all communications.

8.6.1.2 Media Gateway

Media Gateways (MG) provide the bearer connectivity between the PSTN and the IPCablecom IP network. The MG
also interfaces with MTA directly using pkt-s6, pkt-s7, and pkt-s8 |PCablecom security interfaces. These MG to MTA
interfaces are discussed in clauses 4.6 and 4.8 of the present document and will not be described here.

8.6.1.3 Signalling Gateway

I PCablecom provides support for C7 signalling gateways. The SG containsthe SG to MGC interface. Refer to J.tgcp for
more detail on signalling gateways.

The following security-related functions are performed by the C7 Signalling Gateway:

* Isolatesthe C7 network from the IP network. Guardsthe C7 network from threats such as Information Leakage,
integrity violation, denial of service, and illegitimate use.
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* Provides mechanism for certain trusted entities (Transaction Capabilities Application Protocol [TCAP] Users)
within the |PCablecom network, such as Call Agents, to query external PSTN databases via TCAP messages sent
over the C7 network.

8.6.2 Security Services

8.6.2.1 MGC-MG Interface

Authentication: Both the MG and the MGC must be authenticated, in order to prevent athird party masquerading as
either an authorized MGC or MG.

Access Control: MG resources should be made available only to authorized users - thus access control isrequired at the
MG.

Integrity: must be assured in order to prevent tampering with the TGCP signalling messages - e.g. changing the dialled
phone numbers.

Confidentiality: TGCP signalling messages carry dialled numbers and other customer information, which must not be
disclosed to a third party. Thus confidentiality of the TGCP sgnalling messages isrequired.

8.6.2.2 MGC-SG Interface

Authentication: signalling messages must be authenticated, in order to prevent a third party masgquerading as either an
authorized MGC or SG.

Access Control: Services enable by the NCS signalling should be made available only to authorized users - thus access
control isrequired at the MGC.

Integrity: must be assured in order to prevent tampering with the signalling messages - e.g. changing the dialled phone
numbers.

Confidentiality: NCS messages carry dialled numbers and other customer information, which must not be disclosed to a
third party. Thus confidentiality of signalling messages isrequired.

8.6.2.3 CMS-SG Interface

Thisinterfaceis used for TCAP queriesfor LNP (Local Number Portability) and other voice communications services.

Authentication: TCAP queries must be authenticated, in order to prevent release of information to an unauthorized
party.

Access Control: required along with the authentication, in order to prevent release of information to an unauthorized
party.

Integrity: must be assured in order to prevent tampering with the TCAP queries, to prevent a class of denia of service
attacks.

Confidentiality: TCAP queries contain phone numbers and other subscriber information that MUST be kept private.
Thus, confidentiality is required.
8.6.3 Cryptographic Mechanisms

8.6.3.1 MGC-MG Interface

IPSEC ESP MUST be used to both authenticate and encrypt the messages from MGC to MG and vice versa. Refer to
clause 7.1 for details of how IPSEC ESP is used within I|PCablecom and for thelist of available ciphersuites.

The ISTP protocal allows multiple redundant connections between the SG and the MGC. Multiple connections mean
multiple security associations. The assumption isthat the number of multiple connectionsis manageably small, where
ahead of time we would set up a security association for each one, using IKE with pre-shared keys.
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8.6.3.2 MGC-SG Interface

IPSEC ESP MUST be used to both authenticate and encrypt the messages from MGC to SG and vice versa. Refer to
clause 7.1 for details of how IPSEC ESPis used within I|PCablecom and for thelist of available ciphersuites.

8.6.3.3 CMS-SG Interface

Thisinterfaceis used for TCAP queriesfor LNP (Local Number Portability) and other voice communications services.
IPSEC ESP MUST be used to both authenticate and encrypt the messages from CMSto SG and vice versa. Refer to
clause 7.1 for details of how IPSEC ESPis used within IPCablecom and for thelist of available ciphersuites.

8.6.4 Key Management

8.6.4.1

Key management for MGC-MG interface MUST beimplemented via IKE. IKE MUST use pre-shared key mode for
IPCablecom. For later versions, it may use either public key certificates mode or the pre-shared keys mode. Refer to
clause 7.2 of the present document for details on the |PCablecom use of IKE.

MGC-MG Interface

IKE will guarantee that thereis always a valid, non-expired MGC-MG Secret. This shared secret MUST be unique to
this particular interface.

8.6.4.2 MGC-SG Interface

Key management for MGC-SG interface MUST be implemented via IKE. IKE MUST use pre-shared key mode for
IPCablecom 1.0. For later versions, it may use either public key certificates mode or the pre-shared keys mode. Refer to
clause 7.2 of the present document for details on the |PCablecom use of IKE.

IKE will guarantee that thereis always a valid, non-expired MGC-SG Secret. This shared secret MUST be unique to
this particular interface.

8.6.4.3 CMS-SG Interface

Key management for CMS-SG interface MUST be implemented via IKE. IKE MUST use pre-shared key mode for
IPCablecom. For later versions, it may use either public key certificates mode or the pre-shared keys mode. Refer to
clause 7.2 of the present document for details on the |PCablecom use of IKE.

IKE will guarantee that thereis always a valid, non-expired CMS-SG Secret. This shared secret MUST be unique to this
particular interface.

8.6.5 Summary Security Profile Matrix
Table 14: TCAP, ISUP, TGCP Security Profile Matrix
TCAP-IP, ISUP-IP TGCP (MG-MGC) TCAP-IP (CMS-SG)
(MGC-SG)
Authentication Yes Yes Yes
Access control Yes Yes Yes
Integrity Yes Yes Yes
Confidentiality Yes Yes Yes
Non-repudiation No No No
Security * |IPSec. e [IPSec. * |IPSec.
mechanisms e IKE with pre-shared key |» IKE with pre-shared key * IKE with pre-shared key
for IPCablecom. for IPCablecom. for IPCablecom.
e IKE with pre-shared keys |» IKE with pre-shared keys |* IKE with pre-shared keys
or certificates for later or certificates for later or certificates for later
versions. versions. versions.
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8.7 Media Stream

This security Specification allows for end-to-end ciphersuite negotiation, so that the communicating parties can choose
their preferred encryption and authentication algorithms for the particular communication.

8.7.1 Security Services

8.7.1.1 RTP

Authentication: end-to-end authentication cannot be required, because the initiating party may want to keep their
identity private. Optional end-to-end exchanges for both authentication and additional key negotiation are possible but
are outside of the scope for |PCablecom.

Encryption: the media stream between MTAs must be encrypted for privacy. Without encryption, the streamis
vulnerable to eavesdropping at any point in the network.

Key Distribution viathe CMS, atrusted third party, assuresthe MTA (or MG) that the communication was established
through valid signaling procedures, and with avalid subscriber. All this guarantees confidentiality (but not
authentication).

Message Integrity: it is desirable to provide each packet of the media stream with a message authentication code
(MAC). A MAC ensures thereceiver that the packet came from the legitimate sender and that it has not been tampered
with en route. A MAC defends againg a variety of potential known attacks, such asreplay, clogging, etc. It also may
defend against as-yet-undiscovered attacks. Typically, aMAC consists of eight or more octets appended to the message
being protected. In some situations, where data bandwidth islimited, a MAC of this sizeisinappropriate. As a tradeoff
between security and bandwidth utilization, a short MAC consisting or two or four octetsis specified and selectable as
an option to protect media stream packets. Use of the MAC during an end-to-end connection is optional; whether it is
used or not is decided during the end-to-end ciphersuite negotiation (see clause 4.7.1.3).

Low complexity: media stream security must be easy to implement. Of particular concern isa PSTN gateway, which
may have to apply security to thousands of media streams simultaneously. The encryption and MAC algorithms used
with the PSTN gateway must be of low complexity so that it is practical to implement them on such a scale.

8.7.1.2 RTCP
Authentication: see the above clause.

Encryption: some RTCP messages (e.g. CNAME) contain the identity of the endpoint. The requirement isto keep all
RTCP messages private, so that for simplicity encryption can be done below the application layer (with IPSEC).

Message Integrity: RTCP signalling messages (e.g. BY E) can be manipulated to cause denial of service attacks. To
prevent these attacks, message integrity is required for RTCP.
8.7.2 Cryptographic Mechanisms for RPT

Each media RTP packet MUST be encrypted for privacy. The MTAs have an ability to negotiate a particular encryption
algorithm. Encryption MUST be applied to the packet's payload. Encryption MUST NOT be applied to its header.

Each RTP packet MAY include an optional message authentication code (MAC). The MAC agorithm can also be
negotiated. The MAC computation MUST span the packet's unencrypted header and encrypted payl oad. The receiver
MUST perform the same computation as the sender and it MUST discard the received packet if the valuein the MAC
field does not match the computed value.

Keysfor the encryption and MAC calculation MUST be derived from the End-End secret, which is exchanged between
sending and receiving MTA as described in clause 8.7.3.

8.7.2.1 RTP Packet Format

Figure 12 shows the format of an encoded RTP packet. |PCablecom MUST adhere to the RTP packet format as defined
by RFC 1889 and RFC 1890.
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The packet's header consists of 12 or more octets, as described in RFC 1889. The only field of the header that is
relevant to the encoding processis the timestamp field.

The RTP header has the following format (RFC 1889):

0 1 2 3

01234567890123456789012345678901
+t-F+ -+ -+ -+t -+ -+t -+t -+t -+t -+t -+t —F—F+-—F -+t -+ -+t -+ -t -+ -+ -+t -+t —F—+ -+ -+t -+ -+ -+ -+
[v=2]P[x] cc [M] PT | sequence number |
+t-F+ -+ -+ -+t -+ -+t -+t -+t -+t -+t -+t —F—F+-—F -+t -+ -+t -+ -t -+ -+ -+t -+t —F—+ -+ -+t -+ -+ -+ -+
| timestamp |
+t-F+ -+ -+ -+t -+ -+t -+t -+t -+t -+t -+t —F—F+-—F -+t -+ -+t -+ -t -+ -+ -+t -+t —F—+ -+ -+t -+ -+ -+ -+
| synchronization source (SSRC) identifier |
+t-F+ -+ -+ -+t -+ -+t -+t -+t -+t -+t -+t —F—F+-—F -+t -+ -+t -+ -t -+ -+ -+t -+t —F—+ -+ -+t -+ -+ -+ -+

contributing source (CSRC) identifiers

B e et T e e e A e e e e e e e e S i

T0912150-01
(118832)

Figure 11: RTP Header Format

Thefirs twelve octets are present in every RTP packet, while the list of CSRC identifiersis present only when inserted
by amixer.

(4 octets)

timestamp

header (4 octets)

(4 or more octets)
authenticated

payload
(0 or more octets)

encrypted

optional MAC
(4 octets)

T0912160-01
(118832)

Figure 12: Format of Encoded RTP Packet

In IPCablecom, an RTP packet will carry compressed audio from the sender's voice codec, or it will carry a message
describing one or more events such asa DTMF tone, trunk or line signalling, etc. For simplicity, the former isreferred
to asa"voice packet" and the latter as an "event packet".

A voice packet's payl oad consists of compressed audio from the sender's voice codec. The length of the payload is
variable and depends on the voice codec as well as the number of codec frames carried by the packet.
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An event packet's payl oad consists of a message describing the relevant event or events. Theformat of the message is
outside the scope of the present document. The length of the payload is variable, but it will not exceed a known,
maximum value.

For either type of packet, the payload MUST be encrypted.
If the optional MAC is selected, the MAC field is appended to the end of the packet after the payl oad.
Parametersrepresenting RTP packet characteristics are defined as follows:

* N, thenumber of octetsin one frame of compressed audio. Each codec has a well-defined value of N.. Inthe
case of a codec that encodes silence using short frames, N, refers to the number of octets in anonslent frame.

* Ny, the number of speech samplesin one frame of uncompressed audio. The number of speech samples
represented by a voice packet isan integral multiple of N,

* Ny, theframe number. The first frame of the sender's codec has a value of zero for N;. Subsequent frames
increment N; by one. N; incrementsregardless of whether aframeisactualy transmitted or discarded as silent.

e My, the maximum number of frames per packet. M; is determined by the codec's frame rate and by the sender's
packetization rate. The packetization rate is specified during communications setup. For NCSsignalling, itisa
parameter in the Local ConnectionOptions - see ITU-T Recommendation J.162.

For example, suppose the speech samplerate is 8 000 samples/sec, the framerateis 10 ms, the packetization rateis
30 ms, and the compressed audio rate is 16 000 bits/s. Then N.= 20, N, = 80, M¢ = 3, and N; counts the sequence 0, 1,
2.

* Ng, the maximum number of bytes that might be sent in an event packet within the duration of one codec frame.
The maximum size of the payload of an event packet is M¢* Ne.

NOTE: IPCablecom will use Ne = N, i.e. an event packet can have a payload aslarge asthat of a voice packet,
but no longer. Future versions of 1PCablecom may provide a means for N, to be determined in other
ways.

* N, the number of MAC octets. Thisvalueis0, if the optional MAC isnot selected; or 2 or 4, representing the
MAC sizeif the optional MAC is selected.

Itis possible for the RTP time stamps to wrap around on along communication. This causes the RC4 state machine also
towrap around. Asaresult, the same key stream bytes may be used more than once within a sngle communication.

Nm

<«—(bytes)—»

Header | Timestamp | cCsCl | Payload | MVH VAC |
<« M (frames/packet)
|Frame N(1.1)| Frame N(1) [ Frame N(1+1)|

Compressed Frame |octet | octet | octet | ... | octet | octet |
ﬁ\yiNc (odets/frane)%\
Uncompressed Frame  [S|S[S|s|s[s]s[s[s]| ... [S[S[S|S[S]S] wa
< N, (samples) p (118832)

Figure 13: RTP Packet Profile Characteristics
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8.7.2.2 RTP Timestamp

According to RFC 1889, thetimestamp field isa 32-bit valueinitially chosen at random. According to IPCablecom, the
timestamp MUST increment according to the codec sampling frequency. The timestamp in the RTP header MUST
reflect the sampling ingtant of the first octet in each RTP packet presented as offset from theinitial random timestamp
value. The timestamp field MAY be used by thereceiver to synchronizeits decryption process to the encryption process
of the sender.

Based on the definition of the timestamp and the packet parameters described in the previous clause, the timestamp
MUST equate to the value:

((Nf*Ny) + (RTP Initial Timestamp)) modulo 232, where Ny is the frame number of the first frame included in the
packet.
8.7.2.3 Packet Encoding Requirements

Prior to encoding the packets of an RTP stream, the sending MTA MUST derive the keys and parameters from the
End-End Secret it shares with thereceiving MTA, as specified in the Derivation of the End-to-End Keys clause.

An MTA MUST derive two distinct sets of these quantities, one set for processing outgoing packets and another set for
processing incoming packets.

8.7.23.1 Deriving an MMH MAC Key

Key sizeis (Np + Ng + Ny — 1), where: Np is the maximum number of octetsin the RTP header; Ng is maximum

number of octetsin an event packet's payload, as defined in clause 4.7.2.1; and Ny, is the number of octetsin the MAC.
The number of octetsin the RTP header ranges from 12 to 72,

inclusive, depending on the number of CSRC identifiersthat are included. An implementation MUST choose N, at least
as large as required to accommodate the maximum number of CSRC identifiersthat may occur during a session. An

implementation MUST set Np, to 72 if the maximum number of CSRC identifiersis otherwise unknown.

8.7.2.3.2 Initializing the RC4 Encryption Process
The following additional parameter is defined for use with RC4:

* Nk, the state of the RC4 encryption process. "State" means the number of keystream octets that have been

previously generated by the process, whether used or discarded. Nk has value O immediately after the RC4
processisinitialized with anew key and increments with each generated octet of keystream.

Prior to encoding the first packet, the following procedure MUST be used:
e Thenew RTP Privacy Key is used to initialize the RC4 encryption process.
* Ngisinitiaizedto 0.

* Nisinitializedto 0.

8.7.2.3.3 Packet Encoding
Each packet MUST be encoded using the following procedure:

» Thetimestamp iswritten into the timestamp field of the header. The timestamp MUST equate to the value:
((Nf*Ny) + (RTP Initial Timestamp)) modulo 2732, where N is the frame number of the first frameincluded in
the packet.

» All other fidds of the header are set to values prescribed in RFC 1889.

e TheRC4 encryption state Ny is set to the value N¢* (Ne + Niy).
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* The octets of the packet's payl oad are encrypted using the RC4 encryption process and inserted into the payload
field. If there are B octets to be encrypted, then they are encrypted using octets N + Ny, to N+ N+ B — 1,
inclusive and in order in the RC4 keystream.

» If the MAC option is enabled, the MAC digest is computed using the MMH algorithm with the RTP MAC Key.
The digest calculation beginswith the first octet of the unencrypted header and ends with the last octet of the

encrypted payload. The computed digest isinserted into the MAC field. The digest calculation requires Nm
octets of keystream from the RC4 process. These Ny, octets are taken from the octets Ny to N + N, — 1, inclusive
and in order in the RC4 keystream.

Not all of the keystream octets generated by the RC4 process are necessarily used. If a packet contains m frames, then
the RC4 state is advanced by m* (Ne + Ny,) prior to encoding the next packet. However, only m*N; + Ny, keystream
octets are actually used to encode the current packet; the remaining (m — 1)*Np,, + m* (N — N.) keystream octets are
unused. The RC4 encryption process is advanced for silent codec framesthat are not actually tranamitted, since the
value of Nt increments even for silent frames. For each dropped silent frame, (N + N,,) keystream octets are unused.
Instead of dropping a silent frame, a codec might encode it using a short frame containing s octets, where s< N.. For
such a short frame, (N, — S) keystream octets are unused.

8.7.2.34 Codec change

If the codec is changed without changing the keying material, the sender must continue its RC4 encryption process from
its state prior to the codec change. It cannot reset the state to 0, since a stream cipher such as RC4 may not reuse
keystream without exposing plaintext. The sender a so needs to preserve continuity of the timestamp across the codec
change, since the timestamp reflectsreal time.

Changing the codec is likely to change the frame parameters. This changes the proportionality constant that relates the
RC4 state to the timestamp. To preserve continuity of the RC4 state and the timestamp across the codec change, the
sender MUST compute a new frame number. The new frame number is applied to thefirst frame generated by the new
codec.

The new frame number MUST be cal culated as follows:
Nf,new = roof ((Nf,old + 1)* (Ne,old + Nm)/(Ne,new + Nm))

where: Ntnew isthe new frame number; Nroldis the frame number of thelast frame generated by the old codec, whether
transmitted or dropped as silent; Neddand Nenew are the values of Neunder the old and new codecs, respectively; and
roof(x) isthe function that returns the smallest integer no less than x. The new frame number is applied to the first
frame generated by the new codec; thereafter, the frame number isincremented by 1.

To encode the first packet containing frames of the new codec, the sender will, in general, need to advance its RC4 state
dightly from its state after processing the last packet under the old codec. Thisis because of rounding error introduced
by requiring the frame number to be an integer value. The amount by which the RC4 state needs to be advanced isless
than (Ne,nEN"' Nm)

8.7.2.3.5 Change in the MAC Size

The MTA that initiated a call hasto be prepared to receive RTP packets before ciphersuite negotiation has been
completed. Once the negotiation is complete, it may turn out that the negotiated ciphersuite uses a MAC of a different
size than what the initiating MTA assumed previously. At that point, the MTA will have to re-adjust the frame number
based on the new MAC size.

This procedure of re-adjusting the frame number is almost identical to the one described in clause above for codec
changes. The only difference, isthat it isthe MAC size Nmand not the codec that changes:

Nf.new = roof ((Nr.eid+ 1)* (Ne+ Nmold)/(Ne+ Nmnew))

Here, Nmold and Nmrew are the old and new MAC sizes respectively.

8.7.2.3.6 Block Cipher Encryption of RTP Packets

If an implementation supports block ciphers, the residual block termination (RBT) MUST be used to terminate streams
that end with lessthan a full block of datato encrypt (see clause on Block Termination).
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8.7.2.3.7 Block Cipher Initialization Vector

An 8-byteinitiaization value (1V) isrequired when using 8-byte block ciphersin CBC mode to encrypt RTP packet
payloads. The IV MUST be calculated new for each RTP packet using the ECB mode of the same block encryption
algorithm defined for encrypting the payload. Thefirst 64 bits

of each RTP packet header (including sequence-number and timestamp) are first X-OR'ed with a 64-bit secret value.
The secret valueis calculated from the End-to-End secret. The result of the X-OR is encrypted by the block cipher using
the same key(s) that will be used to encrypt the RTP payload. The resulting ciphertext will be the 64-bit IV.

8.7.2.3.8 MMH-MAC Pad Derivation When Using a Block Cipher

A method for deriving the MMH-MAC pad when using RC4 was explained in an earlier clause. When using a block
cipher, the pad is cal culated using the block cipher. When the block cipher requiresan IV, the 1V valueis calcul ated
according to the clause on theinitialization vector. This value will serve asthe basis of the MMH-MAC pad when using
ablock cipher. If the MMH-MAC is used with ablock cipher that does not require an 1V, a corresponding value MUST
be cal culated according to the clause on the initialization vector and used asthe basis of the MMH-MAC pad according
to thisclause.

The pad is subsequently calculated by performing the MMH digest function on theresulting IV and then using the
appropriate number of most-significant-bytes for the MMH-MAC pad.

Additional keying material needed to calculate the digest for the pad is derived with the MMH-MAC key from the
shared secret as specified in clause on the derivation of end-to-end keys.
8.7.2.4 Packet Decoding Requirements

Prior to decoding the packets of an RTP stream, thereceiving MTA MUST derive the keys and parameters from the
End-End Secret it shares with the sending MTA, as specified in clause on the derivation of end-to-end keys.

The derived quantities MUST match the corresponding quantities at the sending MTA.

8.7.24.1 Timestamp Tolerance Check

Before processing areceived packet, the receiver SHOULD perform a sanity check on the timestamp value in the RTP
header, consisting of the items 1) through 4) below:

1) Beginning with the RTP timestamp in the first packet received from a sender, thereceiver cdculates an expected
value for the timestamp of the sender's next RTP packet based on timestamps received in the sender's previous
packets for the session.

2) Thenext packet isrejected without being processed if itstimestamp value is outside a reasonabl e tolerance of the
expected value. (Timestamps from rgected packets are not to be used to predict future packets). The tolerance
value is defined to be:

a) sufficiently tight to ensure that an invalid timestamp value cannot derail the receiver's state so much that it
cannot quickly recover to decrypting valid packets; and

b) able to account for known differences in the expected and received timestamp values, such as might occur at
call startup, codec switch over and due to sender/receiver clock drift.

3) If thetimestamp value in the RTP headers from a sender never comes back within the acceptable range, the
receiver discontinues the session.

4) At thereceipt of each packet, the receiver adjustsitstime relationship with the sender within the acceptable
tolerance range of estimated val ues.

8.7.2.4.2 Packet Authentication

If authentication is used on an RTP packet stream, verification of the MAC MUST be the first step in the packet
decoding process. When the timestamp tolerance check is performed, the MAC MAY be verified on packets with valid
RTP timestamps immediately after the check is completed.
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If the MAC does not verify, the packet MUST be rejected.

8.7.2.4.3 RC4 Decryption and MMH MAC
Prior to decoding the first packet, the RTP Privacy Key is used to initialize the RC4 decryption process state Ny to zero.
Each packet MUST be decoded using the following procedure:

* Theframenumber for thefirst framein the packet, N, is computed from the value of the timestamp field in the
header as follows:

— if thevalue of the timestamp is greater than or equal to the value of RTP Initial Timestamp, then
N = (timestamp — (RTP Initial Timestamp))/N,;

- otherwise, N; = (timestamp + 2°2 — (RTP Initial Timestamp)/N,.
» If the computed value of N¢ isnot an integer value, the packet is discarded; thisindicates an invalid timestamp.
* TheRCA4 decryption state Ny is set to the value N¢* (Ne + Niy).

* If the MAC option isenabled, aMAC digest is computed using the MMH algorithm with the RTP MAC key.
The digest calculation beginswith the first octet of the unencrypted header and ends with the last octet of the
encrypted payload. The digest calculation requires N, octets of keystream from the RC4 process. These Ny,
octets are taken from the octets Ny to Nx + N, — 1, inclusive and in order in the RC4 keystream. The computed
digest is compared to the value in the MAC field. If the computed digest does not match the valuein the MAC
field, the packet is discarded.

* The octets of the packet's payl oad are decrypted using the RC4 decryption process. If there are B octets to be
decrypted, then they are decrypted using octets N + N, to N+ N+ B — 1, inclusive and in order in the RC4
keystream.

* All other fidlds of the header are processed as prescribed in RFC 1889.

Note that the state of the RC4 decryption processis adjusted to match the state of the sender's RC4 encryption process
prior to decrypting the packet's payload or verifying its MAC digest. If packets arrive out of order, the receiver must, in
principle, push the RC4 process backwards aswell as forwards in order to match the state of the sender's RC4 process.
In practice, this can be accomplished by having the receiver run its RC4 process in the forward direction only and
synchronized to real time, thus making keystream available to decode packets in whatever order they arrive.

8.7.3 Key Management

The key management specified here for end-to-end communication isidentical in the cases of the MTA-to-PSTN and
MTA-to-MTA communications. In the case of the MTA-to-PSTN communications, smply one of the MTAs s replaced
by aMG (Media Gateway).

The descriptions below refer to MTA-to-MTA communications only for simplicity. In this context, an MTA actually
means a communication end point, which can bean MTA or a MG. In the case that theend pointisa MG, itis
controlled by an MGC instead of a CMS.

At the start of each voice communication, the CMSin the source MTA's domain shall securely distribute a secret to
both MTAs. This secret may be used by both MTAs to derive the keying materid for both the bearer channel and the
MTA-MTA signalling messages (for both DCS and RTCP).

The MTAs may choose to ignore this secret distributed by the CMS and negotiate their own keys. However, direct
MTA-MTA key negotiation is outside of the scope of 1PCablecom

The digtribution of End-End Secret is specific to the call signalling described in the following clauses.

8.7.3.1 Key Management over NCS

Figure 14 shows the actual NCS messages that are used to carry out the distribution of end-to-end keys. Each NCS
message that isinvolved in the end-to-end key management is labelled with anumber of the corresponding key
management interface.
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The name of each NCS messageisin bold. Below the NCS message name is the information needed in the NCS
message, in order to perform end-to-end key distribution. Messages between the CMSs are labelled as SI P+ messages.
However, NCS has not yet defined the CMS-CMSS protocol and SIP+ is only one possible choice.

Source Source Dest Dest
MTA or MG CMSor MGC CMSor MGC MTA or MG
(MTAOQ) (CMS0) (CMSY (MTAL)
IPSEC ESP IPSEC ESP IPSEC ESP
" TGl e T

NTFY (digits)— »

(1) CRCX
End-End Secret
list of RTP ciphersuites
list of IPSEC ciphersuites

(2) ACK
Endpoint (3) INVITE (no-ring)
ConnectionID | IPSEC SPI, (4) CRCX
IPSEC SPI, L End-End Secret = —» IPSEC SPI,
End-End Secret list of RTPciphersuites ~ ——  End-End Secret ~ —>
list of RTP ciphersuites list of IPSEC ciphersuites list of RTP ciphersuites
list of IPSEC ciphersuites list of IPSEC ciphersuites
(5) ACK
Endpoint
(?E)n'\élplzi(r:\:( (6) 200 OK Connection ID
; IPSEC SPI <« I
Connection ID 1 IPSEC SPI
<+—  End-End Secret =~ End-End Secret
- IPSEC SPI, list of RTP ciphersuites i ; i
End-End Secret list of IPSEC ciphersuites ist of RTP ciphersuites
list of RTP ciphersuites list of IPSEC ciphersuites

list of IPSEC ciphersuites

ACK >
> RQNT (ring)———
) < NTFY
“« MDCX ) MDCX >
ACK > : < ACK

v v v v

T0912180-01
(118832)

Figure 14: End-End Secret Distribution over NCS

Thisfigure shows that before the start of this scenario, both the source and destination MTAs had already established an
IPSEC ESP session with their local CMS. Similarly, thereisa pre-existing IPSEC ESP session between the pair of
CMSs. Thisallows the End-End Secret to be distributed securely, with privacy, integrity and anti-replay mechanisms
aready in place. Each of the numbered flows in figure 14 is described bel ow:

1) CMS0->MTAO

CMS0 sendsto the MTAO the allowabl e lists of ciphersuites for the new communication - onelist for RTP security
and one for RTCP (over IPSEC ESP). It SHOULD also generate an End-End Secret to be used for this communication
and send it to the MTAO along with the ciphersuites. If CM SO chooses not to generate the secret, it will be up to MTAO
to doit in the subsequent step. Thisinformation is sent with a CreateConnection (CRCX) command, ingdethe
L ocal ConnectionOptions parameter.
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2) MTAO0->CMS0

MTAO generates Connection ID for this particular connection. Thus, the End-End Secret isnow associated with a
Connection ID. The pair (Connection 1D, Endpoint) uniquely identifies this connection, where the Endpoint is an
NCSv2 identifier for MTAO.

From the list of ciphersuitesin the L ocal ConnectionOptions, MTAO MUST sdlect a (non-empty) subset for RTP
and a (non-empty) subset for RTCP and returns them in the subsequent ACK message, in the
L ocal ConnectionDescriptor, in the form of Session Description Protocol (SDP) attributes. Theresulting lists of
ciphersuites arein aprioritized order - the preferred ciphersuites MUST be listed first.

MTAO SHOULD take the End-End Secret from the L ocal ConnectionOptions and return it ong with the
ciphersuites in the L ocal ConnectionDescriptor. MTAO MAY also generate anew End-End Secret and includeit in the
L ocalConnectionDescriptor instead. In the case that CM SO did not send the End-End Secret, MTAOQ itself MUST
generate the secret.

The ACK also includes the Connection I1D and the Endpoint for MTAO.

In order to receive RTCP packets over IPSEC, MTAO generates alocally unique 4-byte identifier, called SPI
(Security Parameters Index). This SPI (SPlg) MUST also be included in the L ocal ConnectionDescriptor, used to
identify the IPSEC Security Association for theincoming RTCP packets.

Right after sending this message, MTAO SHOULD establish itsinbound RTP and RTCP (IPSEC ESP) SAs, based
on thefirst (preferred) ciphersuitein the RTP and RTCP lists MTAO SHOULD be ready to receive RTP and RTCP
messages, which may arrive any time after this message isreceived by the CMS.

If later MTA1 decides to use alternate ciphersuiteslisted by MTAO, MTAO will later have to update its RTP and
RTCP Security Associations. If MTA1 also decides to send MTAOQ packets before ciphersuite negotiation had
completed, processing on those packetsat MTAO will fail (sinceit assumed a different ciphersuite).

3) CMS0-> CMSL

The CMS0 MUST send the End-End Secret and alist of ciphersuites selected by MTAO to MTA1'slocal CMS
(CMSL). CMS1 will later forward thisinformation to MTAL. Although this messageis shown in thefigureasa
SIP+ INVITE, the CMS-CMS protocol has not yet been specified by NCS.

4) CMSL->MTA1

CMS1 MUST relay the same End-End Secret (generated by CM S0 or MTAO) for the incoming communication to
MTA1 along with thelists of ciphersuites selected by MTAO - onelist for RTP security and one for RTCP (over IPSEC
ESP). Thisinformation MUST be sent with a CreateConnection (CRCX) command, inside the
L ocal ConnectionOptions parameter. (It MAY also be present in the RemoteConnectionDescriptor parameter in the
form of SDP attributes).

5 MTA1->CMS1

MTA1 MUST generate Connection 1D for this particular connection. Thus, the End-End Secret is now associated
with apair (Endpoint, Connection ID).

From thelist of ciphersuitesin the L ocal ConnectionOption, MTA1 SHOULD sdect thefirst listed ciphersuite for
RTP and the first one for RTCP. Thisalows MTAL to immediately start sending RTP and RTCP packetsto MTAO.
MTA1 MAY also sdect aternate ciphersuites specified by MTAO. In that case, MTA1 SHOULD not try to send any
packetsto MTAO until it is certain that MTAO had been informed of the selected ciphersuites - after receiving a
message labelled RONT (ring) in figure 14.

MTA1 MUST send back an ACK message, which includes lists of the selected ciphersuitesinside the
L ocal ConnectionDescriptor, in the form of SDP attributes. The 1st ciphersuite in each list (one for RTP and one for
RTCP) MUST be the one that was aready selected by MTA1. Additional ciphersuitesin each list are alternatives. If at
any time, MTAO wants to switch to one of the alternatives that were selected by MTAL, it would have to go through a
new key negotiation. The ACK MUST include the Connection ID.

In order to receive RTCP packets over IPSEC, MTA1 generates alocally unique 4-byte identifier, SPl;, used to
identify the IPSEC Security Association for theincoming RTCP packets, and MUST includeit in the
L ocal ConnectionDescriptor.
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The SDP attributes MUST also include the End-End Secret, even though the MTA1 does not have an option of
changing it. The End-End Secret is sent for consistency and to verify that MTA1 is using theright key.

At thistime, MTA1 creates both RTP and RTCP (IPSEC ESP) Security Associations, for both inbound and
outbound messages, and isready to send and receive RTP and RTCP messages for this communication.

6) CMS1->CMS0
CMS1 MUST forward the acknowl edgement and the sel ected ciphersuites from MTAL to CMS0.
7) CMS0->MTAO

CM S0 MUST now send a M odifyConnection command to MTAO. If MTA1 chose aciphersuite that is different
from MTAQ's preferred choice (sent in step 2), the ciphersuites (and alternatives) MUST beincluded in the
L ocal ConnectionOptions.

MTAO MUST check if the first RTP and RTCP ciphersuites in the L ocal ConnectionOptions differ from the ones
that it selected in step 2). If either ciphersuite had been changed, MTAO MUST update the corresponding inbound
Security Association. For updating RTP key stream when the MAC size had changed see clause labelled changein the
MAC size.

RemoteConnectionDescriptor MAY also include the ciphersuites (and alternatives) selected by MTA1L, aswell as
the End-End Secret, which MAY be used to verify that MTAL isusing theright key.

At thistime, MTAO MUST also establish its outbound RTP and RTCP (IPSEC ESP) SAs. MTAO isnow ready to
send (in addition to receiving) RTP and RTCP messagesto MTAL

For full syntax of the NCS messages, including the End-End Secret, list of ciphersuites, and other related
information, pleaserefer tothe NCSv2 signalling TS 101 909-4.

8.7.31.1 Ciphersuite Format
Each ciphersuite for both bearer channd and signalling security (via IPSEC) MUST be represented as follows:

Authentication Algorithm Encryption Transform 1D
(1 byte) (1 byte)
represented by 2 ASCII hex characters (using represented by 2 ASCII hex characters (using
characters 0-9, A-F). characters 0-9, A-F).

For thelist of available transforms and their values, refer to dause 7.1 for IPSEC, and to clause 7.3.4 for the RTP
security. For the exact syntax of how the Authentication Algorithm and the Encryption Transform ID areincluded in the
signalling messages, refer to J.162.

8.7.3.1.2 Initial End-End Key Derivation

After thereceipt of the End-End Secret, each MTA MUST independently derive the keysit needs to secure al
MTA-MTA communication. The sze of the End-End Secret is 46 bytes (the same as with the SSL or TLS pre-master
secret).

All keys are derived in pairs, snce each individua authentication or encryption key is applied to a unidirectiona flow.
The keys MUST be derived as follows, in the specified order:

1) RTP (bearer channel security). Derive two sets of the following keys, one for sending packets and one for
receiving. The derivation function is F(S, " End-End RTP Security Association"). Here, Sisthe End-End
Secret and the string "End-End RTP Security Association” istaken without quotes and without a terminating null
character. F isdefined in clause 10.6.

a) RTP privacy key. The only RTP encryption agorithm currently defined is RC4 with 128-bit keys.
b) RTPInitia Timestamp (integer value, 4 octets, Big Endian byte order).

¢) RTPInitiaization Key (required when using ablock cipher to encrypt the RTP payl oad) a 64-hbit value used
to derive the 64-hit IV according to initialization vector, clause 8.7. Theresulting 1V is used for the block
cipher in CBC mode (if applicable) and for the random pad used to cal culate the MMH-MAC.
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d) RTP packet MAC key (if MAC option is selected). The requirementsfor the MMH MAC key can be found
in clause 10.7 labelled MMH-MAC Pad Derivation Using a Block Cipher.

2) IPSEC ESP (for RTCP SAs). Derive two sets of the following keys, one for sending packets and one for
receiving. The derivation function is F(S, "End-End RTP Control Protocol Security Association”).

a) Message authentication key.
b) Encryption key.

For possible message authentication and encryption agorithms that can be used with IPSEC, and for the corresponding
key sizes, refer to clause 7.1.

For each set of keys and security parameters specified above, the MTA (or MG) that initiated the communication
MUST derive send parameters first and receive parameters second. Thetarget MTA (or MG) that receives the
communication MUST derive receive parameters first and send parameters second.

Itisaso possiblethat aMTA is communicating to aregular phone, viaa POTS Signalling Gateway. In that case, the
scenario isamost identical, except that the destination MTA isreplaced with the POTS Signalling Gateway.

Similarly, it ispossible for aregular phoneto call upaMTA, viaa POTS Signalling Gateway. Again, the scenariois
almost identical, except that the source MTA isreplaced with the POTS Signalling Gateway.

8.7.3.1.3 End-to-End Rekey Derivation

When key parameters need to be changed for a current RTP session, they MUST be generated independently by the two
endpoints. The derivation function is (S, "End-End RTP Key Change <N>"). Here, Sisthe same End-End Secret used
to derivethe origina set of keysfor this RTP connection. "End-End RTP Key Change <N>" is taken without quotes and
without aterminating NULL character.

The value <N> stands for a counter which will have avalue 1 for the 1st key change, then 2, 3, etc. The function Fis
defined in clause 6.6.

The RTCP keys are not derived during this key change.

The key change derivation MUST occur before the timestamp value ralls-over to avalue equal-to or past itsinitia vaue
from the previous key derivation. The new key parameters MUST be ready ahead of the time they are needed, and not
used until the timestamp valueralls-over to a value equal-to or past itsinitial value. Both the sender and the received
MUST maintain both old and new sets of parameters during theroll-over transition of the timestamp. Once a sender
begins using the new key set, it MUST NOT use the old keys again for outgoing packets. Once the timestamp value
requiring the old key parameter set is outside the acceptabl e tolerance for incoming timestamps, the receiver MUST
ddeteits old key parameters.
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8.7.4 Summary Security Profile Matrix
Table 15: RTP/RTCP Security Profile Matrix
RTP (MTA-MTA, RTCP (MTA-MTA,
MTA-MG) MTA-MG, MG-MG)
Authentication Yes (indirect) (see note) Yes (indirect)
Access control Optional Optional
Integrity Optional Yes
Confidentiality Yes Yes
Non-repudiation No No
Security Application Layer Security via RTP IPSec ESP in transport mode with both
mechanisms IPCablecom Security Profile. encryption and message integrity enabled.
End-to-End Secret distributed over The UDP check sum may need to be
secured MTA-CMS links. Final keys turned off (set to 0), depending on how
derived from this secret. NAT is implemented.
RC4-128 encryption algorithm. Keys derived from the same End-to-End
Optional 2-byte or 4-byte MAC based on  |Secret as the one used to derive RTP
MMH algorithm. keys.
IPCablecom requires support for
ciphersuite negotiation. Currently,
RC4-128 is required for encryption and
MMH-based MACs of various sizes for
message authentication are optional.
NOTE: MTAs do not authenticate directly. Authentication refers to the authentication of identity.
8.8 Announcement Services
8.8.1 Reference Architecture

Figure 15 shows the network components and the various interfaces to be discussed in this clause.

MTA

—Ann-1— CMS

Announcement Server (ANS)

Announcement

—Ann-3

Ann-4

Controller
(ANC)

Ann-2

Announcement
Player
(ANP)

T0912190-01
(118832)

Figure 15: Announcement Services Reference Architecture

The figure shows a network-based Announcement Player (ANP). It has an optional TGCP interface (Ann-2) to the
Announcement Controller (ANC), in the case that ANC and ANP are not integrated into a single physical entity.
Security on thisinterface is specified in this clause.
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Thereisaso an NCSsignalling interface (Ann-1) between the MTA and CMS. Refer to clause 8.5.1 for NCS signaling
security. Thereisalso asignalling interface (Ann-3) between the CMS and the ANC. Thisinterface is proprietary for

I PCablecom, and thus the corresponding security interface isnot specified (although this clause lists recommended
security services for Ann-3).

Finally, thereisamedia stream (RTP and RTCP) interface between the MTA and the ANP. Thisisastandard media
stream interface, for which security is defined in clause 8.7 of the present document.

The Announcement Services Specification will aso allows local playout of announcements at the MTA. In those cases,
an announcement isinitiated with NCS signalling between the MTA and the CMS (interface Ann-1). No other
interfaces are needed for MTA-based announcement services.

8.8.2 Security Services

8.8.2.1 MTA-CMS NCS Signalling (Ann-1)

Refer to the security servicesin the NCS sgnalling clause 8.5.1.2.

8.8.2.2 ANC-ANP Signalling (Ann-2)

Authentication: al signalling messages must be authenticated, in order to prevent athird party masquerading as either
an authorized ANC or ANP. A rogue ANC could configure the ANP to play obscene or inappropriate messages. A
rogue ANP could likewise play obscene or inappropriate messages that the ANC did not intend it to play. If ANPis
unable to authenticate to the ANC, the ANC should not passit the key for media packets, preventing unauthorized
announcement playout.

Confidentiality: if a snooper isable to monitor TGCP signalling messages on thisinterface, he or she might determine
which services are used by a particular subscriber or which destinations a subscriber is communicating to. This
information could then be sold for marketing purposes or smply used to spy on other subscribers. Thus, confidentiaity
isrequired on thisinterface.

Message integrity: must be assured in order to prevent tampering with signalling messages. This could lead to playout
of obscene or inappropriate messages - see authentication above.

Access control: an ANC should keep alist of valid Announcement Players and which announcements are supported by
each. Along with authentication, thisinsures that wrong announcements are not played out.

8.8.2.3 MTA-ANP (Ann-4)

Security services on this media packet interface arelisted in clause 8.7.1.
8.8.3 Cryptographic Mechanisms

8.8.3.1 MTA-CMS NCS Signalling (Ann-1)

Refer to the cryptographic mechanismsin the NCS signdling clause 8.5.1.3.

8.8.3.2 ANC-ANP Signalling (Ann-2)

IPSEC ESP MUST be used to both authenticate and encrypt the messages from ANC to ANP and vice versa. Refer to
clause 7.1 for details of how IPSEC ESP is used within |PCablecom and for thelist of available ciphersuites.

The ANC MUST verify for each signalling message received from the ANP, that the ANP domain name (included in
the Endpoint 1D) correctly correspondsto its | P address. This check is done viaalookup into a map of 1P addresses to
ANP domain names. Also, in reverse, when the ANC performs alookup of the ANP I P address based on its domain
name (in order to send a message to the ANP), it consults this same map instead of performing a DNS query. Refer to
clause 8.4.3 on how this map is maintained.
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8.8.3.3 MTA-ANP (Ann-4)

Cryptographic mechanisms on this media packet interface are specified in clause 8.7.2.
8.8.4 Key Management

8.84.1 MTA-CMS NCS Signalling (Ann-1)

Refer to the key management in the NCS signalling clause 8.5.1.4.

8.8.4.2 ANC-ANP Signalling (Ann-2)

ANC and ANP will negotiate a shared secret (ANC-ANP Secret) using IKE. IKE may use one of the modes with
pre-shared keys. Certificates may be used in future versions of |PCablecom. For details, refer to clause 7.1.2.3.

IKE will be running asynchronous to the signalling messages and will guarantee that thereisaways avalid,
non-expired ANC-ANP Secret. This shared secret MUST be uniqueto this particular ANC and ANP.

At the ANC, ANP domain names MUST somehow be associated with the corresponding | P addresses. One possibility
iSto associate each pre-shared key directly with the domain name. IKE

negotiations will use an ISAKMP identity payload of type ID_KEY_ID to identify the pre-shared key. The valuein that
identity payload will be the ANP domain name. For more detailsrefer to RFC 24009.

Later, when a TGCP signalling message arrives at the ANC, it will be able to query the database of IPSEC SAs and
retrieve a source | P address, based on the ANP domain name. The ANC will make surethat it isthe same asthe source
IP addressin the | P packet header. One way to query this database is through SNMP, using an IPSEC Monitoring MIB.

Similarly, rather than doing a DNS query to find an | P address of the correct ANP, ANC will ook it up in the database
of IPSEC SAs. Since we are not requiring the use of DNSSEC on this interface, responses to DNS queries can be
spoofed.

8.8.4.3 MTA-ANP (Ann-4)

Key Management on the media packet interface is specified in clause 8.7.3. Thiscaseis very similar to the key
management for the MTA-MG mediainterface. The flow of signalling messages and the syntax of carrying keys and
ciphersuitesisthe same, except that here MG isreplaced with the ANP and MGC (which ddliversthe key to MG) is
replaced with ANC (and delivers the key to ANP).

8.8.5 Summary Security Profile Matrix
The CMSto ANC protocol isnot defined in IPCablecom and thusis outside the scope of the present document. The

corresponding column in the following matrix provides only the security requirements on that interface. Security
Specifications on that interface will be added in future revisions of the present document.
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Table 16: Announcement Services Security Profile Matrix

Ann-1: NCS Ann-2: TGCP Ann-3: Ann-4: RTP Ann-4: RTCP
(MTA-CMS) (ANC-ANP) unspecified (MTA-ANP) (MTA-ANP)
(CMS-ANC)
Interface
Security
Requirements
(see note)
Authentication Yes Yes Yes Yes (indirect) Yes (indirect)
Access control Yes Yes Yes Optional Optional
Integrity Yes Yes Yes Optional Yes
Confidentiality Yes Yes Yes Yes Yes
Non-repudiation No No No No No
Security IPSec ESP in IPSec. Application Layer |IPSec ESP in
mechanisms transport mode, IKE with Security via RTP  [transport mode
encryption and pre-shared keys IPCablecom with both.
message integrity [for IPCablecom. Security Profile. encryption and
both enabled. IKE with pre- keys distributed message integrity
Kerberos with shared keys or over secured enabled.
PKINIT Key certificates for MTA-CMS and Keys derived from
management. later versions. ANP-ANC links. bearer channel
RC4-128 RTP SA.
encryption
algorithm.
Optional 2-byte or
4-byte MAC based
on MMH
algorithm.
NOTE Although (CMS-ANC) is a proprietary interface in 1.0, the following are security requirements for the CMS-ANC
interface.
8.9 Electronic Surveillance Interfaces
8.9.1 Reference Architecture

The IPCablecom system for Electronic Surveillance consists of the following elements and interfaces:

AN

Signali
cMS 9nang | cmsMaGe
COPS TGCP
Events Events
Events Events
DF DF
Content Content Content

MG

Figure 16: Electronic Surveillance Security Interfaces

T0912200-01
(118832)

THE DF (DELIVERY FUNCTION) IN THIS FIGURE |S RESPONSIBLE FOR REDIRECTING DUPLICATED
MEDIA PACKETSTO LAW ENFORCEMENT, FOR THE PURPOSE OF WIRETAPPING.

The event interface between the CM S and the DF provides descriptions of calls, necessary to perform wiretapping. That
information includes the media stream encryption key and the corresponding encryption agorithm. This event interface
uses Radius and is similar to the CMS-RK S interface.
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The COPS interface between the CM S and the AN is used to signal the AN to start/stop duplicating media packets to
the DF for a particular phone call. Thisisthe same COPS interface that is used for (DQoS) Gate Authorization
messages. For the corresponding security services, refer to clauses 4.2.1.2.3,4.2.1.3.3and 4.2.1.4.2.

The TGCP signalling interface between the CMSMGC and MG is used to signal the MG to start/stop duplicating
media packets to the DF for aparticular phone call. Thisis the same TGCP signdling interface that is used during call
set-up on the PSTN Gateway side. For the corresponding security services, refer to clauses 4.6.2.1, 4.6.3.1 and 4.6.4.1.

The event interface between the AN and DF isneeded to tell the DF when the actua call begins and when it ends. In
I PCablecom, the start and end of the actual cdll is signalled with Radius event messages generated by the AN.

The interface between the AN and DF for call content iswhere the AN encapsul ates copies of the RTP media packets -
including the original |P header - indde UDP and forwards them to the DF. Since the original media packets are already
encrypted (and optionally authenticated), no additional security is defined on thisinterface.

The Specification of the signalling interface between the two CM Ssis out of scope for |PCablecom. The Specification
of the corresponding security interface is also out of scope.

The event interface between the two DFsis used to forward call information in the case where awiretapped call is
forwarded to another location that iswiretapped using a different DF. Thisinterface utilizes the Radius protocal - the
same as al other event message interfaces.

The interface between the two DFs for call content is used to forward media packets (including the original IP header)
in the case where awiretapped cdll is forwarded to another location that is wiretapped using a different DF. Since the
original media packets are already encrypted (and optionally authenticated), no additional security is defined on this
interface.

8.9.2 Security Services

8.9.2.1 Event Interfaces CMS-DF, AN-DF and DF-DF

Authentication, Access Control and Message Integrity: required to prevent service theft and denia of service attacks.
Want to insure that the DF (law enforcement) has theright parameters for wiretapping (prevent denial of service). Also,
want to authenticate the DF, to make sure that the copy of the media stream is directed to theright place (protect
privacy).

Confidentiality: required to protect subscriber information and communication patterns.

8.9.2.2 Call Content Interfaces AN-DF and DF-DF

Authentication and Access Control: already performed during the phase of key management for protection of event
messages - see the above clause. In order to protect privacy, a party that isnot properly authorized should not receive
the call content decryption key.

Message Integrity: optional for voice packets, sinceit is generally hard to make undetected changes to voice packets.
No additional security is required here - an optional integrity check would be placed into the media packets by the
source (MTA or MG).

Confidentiality: required to protect call content from unauthorized snooping.

However, no additiona security isrequired in this case - the packets had been previously encrypted by the source
(MTA or MG).

8.9.3 Cryptographic Mechanisms

8.9.3.1 Interface between CMS and DF

Thisinterface MUST be protected with |PSec ESP in transport mode, where each packet is both encrypted and
authenticated - identical to the security for the CMS-RK S interface specified in clause 4.4.2.

Also the same as with the CMS-RKS interface, the MAC value normally used to authenticate Radius messagesis not
used (message integrity is provided with | PSec).
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The key for this Radius MAC MUST always be hardcoded to 160-bytes.

8.9.3.2 Interface between AN and DF for Event Messages

Thisinterface MUST be protected with I1PSec ESP in transport mode, where each packet is both encrypted and
authenticated - identical to the security for the AN-RKS interface specified in clause 4.4.2.

Also the same as with the AN-RK S interface, the MAC value normally used to authenticate Radius messagesis not
used (message integrity is provided with IPSec).

The key for this Radius MAC MUST always be hardcoded to 160-bytes.

8.9.3.3 Interface between DF and DF for Event Messages

Thisinterface MUST be protected with I1PSec ESP in transport mode, where each packet is both encrypted and
authenticated - identical to the security for the CMS-RK S interface specified in clause 4.4.2.

Also the same as with the CMS-RK S interface, the MAC value normally used to authenticate Radius messages is not
used (message integrity is provided with IPSec).

The key for this Radius MAC MUST always be hardcoded to 160-bytes.
8.9.4 Key Management

8.94.1 Interface between CMS and DF

CMS and DF MUST negotiate a pair of IPSec Security Associations (inbound and outbound) using IKE with pre-shared
keys.

IKE will be running asynchronous to the event message generation and will guarantee that thereis always a valid,
non-expired pair of SAs. The corresponding IPSec keys MUST be uniqueto this particular CMS and DF.

At the DF, CMS Element IDs MUST somehow be associated with the corresponding | P addresses. One possibility isto
associate each pre-shared key directly with the Element ID. IKE negotiations will use an ISAKMP identity payload of
type ID_KEY_ID to identify the pre-shared key. The valuein that identity payload will be the Element ID used in event

Messages.

Later, when an event message arrives at the DF, it will be able to query the database of IPSEC SAsand retrieve a source
| P address, based on the Element ID. The DF will make surethat it is the same as the source |P address in the | P packet
header.

8.9.4.2 Interface between AN and DF

AN and DF MUST negotiate a pair of |PSec Security Associations (inbound and outbound) using IKE with pre-shared
keys. Certificates may be used in future versions of |PCablecom.

IKE will be running asynchronous to the event message generation and will guarantee that thereis always a valid,
non-expired pair of SAs. The corresponding | PSec keys MUST be uniqueto this particular AN and DF.

At the DF, AN Element IDs MUST somehow be associated with the corresponding | P addresses. One possibility isto
associate each pre-shared key directly with the Element ID. IKE negotiations will use an ISAKMP identity payload of
type ID_KEY_ID to identify the pre-shared key. The valuein that identity payload will be the Element ID used in event

messages.

Later, when an event message arrives at the DF, it will be able to query the database of IPSEC SAs and retrieve a source
I P address, based on the Element ID. The DF will make surethat it isthe same as the source | P address in the | P packet
header.

8.9.4.3 Interface between DF and DF

AN and DF MUST negotiate a shared secret (AN-DF Secret) using IKE with certificates. The |PCablecom profile for
IKE with certificates is specified in clause 7.2. IKE will be running asynchronous to the event message generation. In
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the case where an event message needs to be sent to a DF with which thereisnot avalid 1PSec Security Association,
the IPSec layer MUST automatically signal IKE to proceed with the key management exchanges and build a pair of
IPSec SAs (inbound and outbound).

Not all interfaces between the same pair of DFs will require IPSec. For example, the call content interface does not run
over |PSec. In order for the IPSec Security Associations to be established only for the DF-DF event message interface,
each DF MUST allocate a set of UDP ports on which it will both send and receive DF-DF event messages. 1PSec policy
database for each DF MUST specify either an enumeration or arange of local UDP ports for which IPSec is enabled
and which will be used exclusively for DF-DF event messages. If there are multiple callsthat are smultaneoudy
wiretapped and forwarded between the same pair of DFs (on different UDP ports) - they MUST all be protected with a
single pair of 1PSec Security Associations (inbound+outbound). Whenever a DF attemptsto send on one of those UDP
ports, it will either use an existing 1PSec SA for a particular destination DF, or it will trigger IKE to establish apair of
SAss (inbound+outbound) for the specific target DF.

When the CMStells a DF to forward event messages to another DF, it specifies the destination DF with an |P address.
Thismeans that the DF identity that needs authentication during an IKE exchangeisthe IP address. An IKE certificate
for a DF containsthe |P address of that DF. This|P addressin the certificate MUST be used by IKE to validate the DF's
IP address - to prevent | P address spoofing attacks.

After apair of DF-DF Security Associations has been idle for some period of time, aDF MAY decidetoremoveit. In
this case, the DF MUST send an ISAKMP Del ete message to the other DF - to notify the other side of the SA deletion.
Upon receiving a Delete message, the other DF MUST also remove that pair of Security Associations.

It will still be possible (with very small probability) that a DF uses an IPSec SA to send an event message to another
DF; but when the event message arrives the target DF has already deleted the corresponding SA and has to drop the
message. If thereis still a problem after several timeouts and retries (e.g. ISAKMP Delete message was lost in transit),
the sending DF MUST remove all of the corresponding 1PSec SAs and re-run IKE to set up new Security Associations.

9 IPCablecom X.509 Certificate profile and
management

9.1 Certificate Trust Hierarchy

There aretwo distinct certificate hierarchies used in |PCablecom. The first isthe device or manufacturer's hierarchy.
The second is the operator's hierarchy.

MTA Root |P Telephony
Root
MTA
Manufacturer Service
| Provider ]
MTA
| ] Locd System
Operator
‘ |
MTA TGS Provisioning
Telephony ] Server

T0912210-01
(118832)

Figure 17: IPCablecom Certificate Trust Hierarchy
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9.2 Device Certificate Hierarchy

The device certificate hierarchy isrooted at a (to be defined) issued 1PCablecom root certificate. That certificate is used
astheissuing certificate of a set of manufacturer's certificate. The manufacturer's certificates are used to sign the
individual device certificates.

9.2.1 MTA Root Certificate

Theroot certificate hasidentical Subject and Issuer name forms of:
C=UN??,
O=ITU??,
OU=IPCablecom,
CN=IPCablecom Root Device Certificate Authority
The certificate is self-signed. Its lifetime shall exceed the lifetime of the MTA Manufacturer certificates that it issues.
This certificate MUST contain the following critical X.509 v.3 certificate extensions:
keyUsage with the keyCertSign bit (only) set
It MAY also contain the following critical X.509 v.3 certificate extensions
basi cConstraints with the cA=TRUE, and pathL enConstraint=0

Any other certificate extensons MAY also be included asnon-critical. If the following certificate extensions are
present, they are used asfollows:

subjectK eyl dentifier as the 20 octet SHA-1 hash of the subjectPublicKey
The RSA modulus of theroot public key MUST be 2 048 hits long.

9.2.2 MTA Manufacturer Certificate
A manufacturer's certificate is signed by the IPCablecom MTA Root Certificate. Its Subject name formis

C=<country>,
O=<CompanyName>,
[S=<state/province>],

[L=<city>],

OU=IPCablecom,
[OU=<Manufacturer's Facility>],
CN=<CompanyName> | PCablecom CA

In the above, state/province, city and manufacturer's facility are optional attributes. A manufacturer may have more than
one manufacturer's certificate - in general therewill be one or more certificates per manufacturer.

MTA Manufacturer certificate's validity period SHOULD exceed the validity period of the MTA device certificates that
it issues.

This certificate MUST contain the following critical X.509 v.3 certificate extensions:
keyUsage with the keyCertSign bit (only) set

It MAY also contain the following critical X.509 v.3 certificate extensions
bas cConstraints with the cA=TRUE and the pathLenConstraint=0

Any other certificate extensons MAY also be included as non-critical. If the following certificate extensions are
present, they are used asfollows:

subjectK eyl dentifier as the 20 octet SHA-1 hash of the SubjectPublicK ey
authorityKeyldentifier with only the keyldentifier field set (from the subjectKeyldentifier of the issuer)
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The RSA modulus of the manufacturer public key MUST be 1 024, 1 536 or 2 048 bitslong.

9.2.3 MTA Manufacturer Code Verification Certificate

Code Verification Certificate (CVC) Specification for embedded MTAsisidentica to the J.112.

9.2.4 MTA Device Certificate

An MTA device certificate is always signed by a manufacturer's certificate. 1ts Subject name formis:

C=<country>,
O=<Company Name>,
[S=<state/province>],
[L=<city>],
OU=I|PCablecom,
OU=<Product Name>,
[OU=<Manufacturer's Facility>],
CN=<MAC Address>,
CN=<MTA Hardware Version>

In the above, state/province, city and manufacturer's facility are optional attributes.

The MAC addressis expressed as six pairs of hexadecimal digits separated by colons, e.g."00:60:21:A5:0A:23". The
AlphaHEX characters (A-F) MUST be expressed as uppercase letters.

The characters employed in therepresentation of MTA Hardware Version MUST be restricted to:
+ A-Z (0x41-0x5A)
*  az(0x61-0x7A)
* 0-9 (0x30-0x39)
« (space) (0x20), "-" (0x2D), "." (Ox2E)

ThisMUST be the same MTA Hardware Version as the one reported via SNMP, inside the MIB variable
pktcM taDevHar dwar eVersion.

An MTA device certificate will not be renewable and thus must have a validity period greater than the operationa
lifetime of the MTA. Thisvalidity period SHOULD extend at |east 20 years after the manufacture date.

Any X.509 v.3 certificate extensions MAY be included as non-criticd . If the following certificate extensions are
present, they are used asfollows:

keyUsage with the digital Signature, keyEncipherment, and keyAgreement bits setauthorityK eyl dentifier with
only the keyldentifier field set (from the subjectKeyldentifier of the issuer)

The RSA modulus of the MTA public key MUST be 1 024 bitslong.

9.3 Operator Certificate Hierarchy

The general theory of operation isthat, as part of the customer enrollment process, either the Local System CA or a
central Service Provider CA issues a system-specific certificate to the MTA. The public key bound into this certificate
isthe same key that is bound into the device certificate. This certificateis rooted at aglobal System Operator Root,
which issues a certificate for each System Operator.

Each MTA MUST be manufactured with a copy of the System Operator Root public key.
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9.3.1 IP Telephony Root Certificate

Theroot certificate hasidentical Subject and Issuer name forms of:
C=UN??,

O=ITU??,

OU=I|PCablecom,

CN=IPCablecom Root IP Telephony Certificate Authority

The certificate is self-signed. Its lifetime shall exceed the lifetime of the Telephony Service Provider certificatesthat it
issues.

This certificate MUST contain the following critical X.509 v.3 certificate extensions:
keyUsage with the keyCertSign bit (only) set

It MAY also contain the following critical X.509 v.3 certificate extensions
bas cConstraints with the cA=TRUE, and pathLenConstraint=0

Any other certificate extensons MAY also be included asnon-critical. If the following certificate extensions are
present, they are used asfollows:

subjectK eyl dentifier as the 20 octet SHA-1 hash of the subjectPublicKey
The RSA modulus of theroot public key MUST be 2 048 hits long.

9.3.2 Telephony Service Provider Certificate

Thisisthe certificate held by the overall system operator, signed by the IP Telephony Root CA. This certificate hasa
name form:

C=<country>,
O=<Company>,
OU=IPCablecom,
CN=<Company> | PCablecom System Operator CA

Thelifetime of this certificate shall exceed the lifetime of all of the certificates that it issues. Generdly, thislifetimeis
at least ten years.

This certificate MUST contain the following critical X.509 v.3 certificate extensions:
keyUsage with the keyCertSign and keyCrlSign bits (only) set

It MAY aso contain the following critical X.509 v.3 certificate extensions:
basi cCongtraints with the cA=TRUE and the pathLenCongtraint=0

Any other certificate extensions MAY also beincluded asnon-critical. If the following certificate extensions are
present, they are used asfollows:

subjectK eyl dentifier as the 20 octet SHA-1 hash of the SubjectPublicKey
authorityKeyldentifier with only the keyldentifier field set (from the subjectKeyldentifier of the issuer)

The RSA modulus of the System Operator public key MUST be 2 048 hitslong.

9.3.3 Local System Certificate

Thisisthe certificate held by the local system. The private key for this certificate isheld by the local provisioning
server and is used to issue network-specific MTA certificates. The existence of this certificate is optional, asthe System
Operator CA may be used to directly sign all MTA and network server certificates.
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It is signed by the operator certificate and has the name form of:

C=<Country>,
O=<Company>,
OU=IPCablecom,
OU=<Local System Name>,
CN=<Company> |PCablecom Local System CA

Its lifetime shall exceed thelifetime of all of the certificates that it issues. It is generally issued with a validity period of
not less than a year and not more than five years.

This certificate MUST contain the following critical X.509 v.3 certificate extensions:
keyUsage with the keyCertSign and keyCrlSign bits (only) set

It MAY also contain the following critical X.509 v.3 certificate extensions
bas cConstraints with the cA=TRUE and the pathLenConstraint=0

Any other certificate extensons MAY also be included asnon-critical. If the following certificate extensions are
present, they are used asfollows:

subjectK eyl dentifier as the 20 octet SHA-1 hash of the SubjectPublicKey
authorityKeyldentifier with only the keyldentifier field set (from the subjectKeyldentifier of the issuer)

The RSA modulus of the Local System public key MUST be 1 024, 1 536 or 2 048 hits long.

9.3.4 MTA Telephony Certificate

Thisisthe certificateissued to each MTA for service in a specific network. It authenticates the call signalling identity of
that MTA - its FQDN (see note 1). The public key for this certificate is the same as that embedded in the device
certificate. This certificateis signed by the either the Local System CA or the System Operator CA. It hasaname form
of:

C=<Country>,
O=<Company>,
OU=IPCablecom,
[OU=<Local System Name>],
CN=<Subscriber D>, where the Subscriber ID isa DNS name (see note 2).

NOTE 1: Call Signalling identity also includes the port number, which isnot in the MTA Telephony certificate. It
was determined that it is not worthwhile to cryptographi cally authenticate the port number. In order for
the port number to be forged, an adversary hasto hack the MTA or somehow modify the message stream.
If in addition toillegally using a false port number, an adversary also has to use a certificate for awrong
port, that is not a serious obstacle to this attack.

NOTE 2: The X.500 CN (CommonName) attributeis of ASN.1 type PrintableString, which restrictsit to a subset
of al printable characters. Thisrestriction can be met by using the preferred name syntax for DNS names,
asit isdefined in RFC 1035.

Although Local System Nameisoptional, it is REQUIRED when the Local System CA signsthis certificate.

This certificateis generaly issued with avalidity period of not less than 45 days and for no more than one year. The
validity period generdly coincides with the billing cycle. The certificateis automatically re-issued by the provisioning -
seeclause 8.1.1.2.9.

Any X.509 v.3 certificate extensions MAY be included as non-criticd . If the following certificate extensions are
present, they are used asfollows:

keyUsage with the digital Signature, keyEncipherment, and keyAgreement bits set
authorityKeyldentifier with only the keyldentifier field set (from the subjectKeyldentifier of the issuer)

The public key isidentical to the MTA public key with the RSA modulus that MUST be 1 024 bitslong.
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9.3.5 Operational Ancillary Certificates
All of these are signed by the either the Local System CA or by the Service Provider CA.

9.351 Ticket Granting Server
Thisisthe certificate used by the Kerberos Ticket Granting Server (TGS). This certificate has aname form of:

C=<Country>,
O=<Company>,
OU=IPCablecom,
OU=[<Local System Name>],
CN= IPCablecom Ticket Granting Server,
CN=<DNS Name>

Although Local System Nameisoptional, it is REQUIRED when the Local System CA signsthis certificate.
This certificate is generally issued with avalidity period of not |less than a year and not more than five years.

Any X.509 v.3 certificate extensons MAY be included as non-critical. If the following certificate extensions are
present, they are used asfollows:

keyUsage with the digital Signature (only) bit set
authorityKeyldentifier with only the keyldentifier field set (from the subjectKeyldentifier of the issuer)

In addition, the PKINIT Specification requires the TGS certificate to include the subjectAltName v.3 certificate
extension, the value of which must be the Kerberos principa name of the TGS (TGSisreferred to asthe KDC in the
PKINIT spec). Refer to draft RFC: "The Kerberos Network Authentication Service (V5)", for the exact syntax of
subjectAltName.

The RSA modulus of the TGS public key MUST be 1 024 bits long.

9.3.5.2 Provisioning Server
This certificate is used to sign the configuration file sent to the MTA. This certificate has aname form of:

C=<Country>,
O=<Company>,
OU=IPCablecom,
OU=[<Loca System Name>],
CN=IPCablecom Provisioning Server
CN=<DNS Name>

Although Local System Nameisoptional, it isREQUIRED when the Local System CA signsthis certificate.
This certificateis generaly issued with a validity period of not less than a year and not more than five years.

Any X.509 v.3 certificate extensions MAY be included as non-criticd . If the following certificate extensions are
present, they are used asfollows:

keyUsage with the digital Signature (only) bit set
authorityKeyldentifier with only the keyldentifier field set (from the subjectKeyldentifier of the issuer)

In addition, the CM S certificate MUST include the subjectAltName v.3 certificate extension, the value of which must
be the Kerberos principal name of the CMS. Refer to draft RFC: "The Kerberos Network Authentication Service (V5)",
for the exact syntax of encoding the Kerberos principal names inside subjectAltName.

The RSA modulus of the Provisioning Server public key MUST be 1 024 bitslong.

9.3.6 Operator Code Verification Certificate

Code Veification Certificate (CVC) Specification for embedded MTAs isidentica to the J.112.
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94 Certificate Revocation

Out of scope for this current Specification of 1PCablecom security.

10 Cryptographic Algorithms

This clause describes the cryptographic algorithms used in the IPCablecom security Specification. When a particular
algorithm is used, the algorithm MUST follow the corresponding Specification.

10.1 DES

The Data Encryption Standard (DES) is specified in PK CSHO.

10.1.1 XDESX

An option for the encryption of RTP packets is DESX-XEX. XDESX, or DESX, has been proven as a viable method for
overcoming the weaknesses in DES while not gresatly adding to the implementation complexity. The strength of DESX
against key search attacksis presented in RFC 1750. The CBC mode of DESX-XEX isshown in figure 18, where
DESX-XEX is executed within the block called "block cipher.” Insde the block, DESX-XEX is performed as shown in
figure 20 using a 192-bit key. K1 isthe first 8-bytes of the key, and K2 represents the second 8-bytes of key, and K3 the
third 8-bytes of key.

10.1.2 DES-CBC-PAD

Thisvariant of DESis also based on the analysis of DESX presented in RFC 1750. When using DESX in CBC mode,
an optimized architectureis possible. It can be described in terms of the DES-CBC configuration plus the application of
arandom pad on the final DES-CBC output blocks. This configuration uses 128 bits of keying material, where 64 bits
are applied to the DES block according to PKCS#9, and an additional 64 bits of keying material isapplied asthe
random pad on the final DES-CBC output blocks.

In this case, the same |V used to initialize the CBC mode is used as keying materia for the random pad. Each block of
DES-CBC encrypted output is XOR-ed with the 64-bit Initialization Vector that was used to start the CBC operation. If
ashort block results from using Residual Block Termination (see clause 6.1.5), the left-most-bits of the IV areused in
the final XOR padding operation. This mode of DES-CBC is shown in figure 19, where DES is executed in the block
called "block cipher." A 64-bit key value is used.

10.1.3 3DES-EDE

Anocther option for the encryption of RTP packets for |PCablecom, is SDES-EDE-CBC. The CBC mode of 3DES-EDE
is shown in figure 18, where 3DES-EDE is executed within the block called "block cipher.” Inside the block,
3DES-EDE is performed as shown in figure 21 using a 128-hit key. K1 isthefirst 8 bytes of the key, and K2 represents
the second 8 bytes of key; and K3=K1.

10.1.4 Block Termination

If block ciphers are supported, a short block (p-bits < 64-bits) MUST be terminated by residual block termination as
shown in figure 22. Residual block termination (RBT) is executed as follows:

Given afina block having n bits, where n isless than 64, then bits are padded up to a block of 64 bits by appending
(64 —n) bites of arbitrary value to theright of the n-bits. Theresulting block is DES encrypted using CFB64 mode, with
the next-to-last ciphertext block serving astheinitialization vector for the CFB64 operation (see FIPS-81 for a
description of the CFB64 mode of DES). The leftmost n bits of theresulting ciphertext are used as the short cipher
block. In the specid case where the compl ete payload is less than 64 bits, the procedure isthe same asfor ashort find
block, with the provided initialization vector serving asthe initialization vector for the DES-FB64 operation. Residual
block termination isillustrated in figure 22 for both encryption and decryption operations.
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Figure 18: CBC Mode
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CBC-PAD Encryption Architecture
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ETSI



101 ETSI TS 101 909-11 V1.1.1 (2001-07)

Encryption K1 @
l —
Block
DES

Cipher K2

l > Encrypt

= @
—
Decryption l
yp K3 @
l —>
Block
DES

Cipher K2

l > Decrypt

K1
— >
T0912240-01
l (118832)

Figure 20: DESX-XEX as Block Cipher

ETSI



102 ETSI TS 101 909-11 V1.1.1 (2001-07)

A4
Encryption K1 DES
l > Encrypt
Block l
Cipher K2 DES
l > Decrypt
K3 | | DES
"|  Encrypt
v
A4
Decryption K3 DES
l > Decrypt
Block l
Cipher K2 DES
l > Encrypt
K1| | DES
"| Decrypt
T0912250-01
(118832)

v

Figure 21: 3DES-EDE as Block Cipher

ETSI



103 ETSI TS 101 909-11 V1.1.1 (2001-07)

Encryption
CBC w/ Residual Block Termination

P l P +1l P

O Y

Block Block Block
Cipher Cipher Cipher
v
Sefect
Leftmost —» -+
j-bits
v C v Gy Ciso
Decryption

CBC w/ Residual Block Termination

Ci Ci +1 Ci +2
A\ 4 A4 l
Block Block Block
Cipher Cipher Cipher
v

L ¢ Select
Leftmost +
v —» L j-bits
I:>I Pi+l Pi+2 T0912260-01
v (118832)

Figure 22: CBC with Residual Block Termination

10.2 RCA4

RC4 isavery efficient symmetric cipher. RC4 isused in clause 8.8 to encrypt media flows. Key management is
described in clause 8.8.4. The algorithm uses variable length keys. For |PCablecom the key length is set to 128 hits. The
generation of this 128-bit key from the session key is described in clause 10.6.

RC4 is a pseudo-random number generator in output feedback mode. A stream is generated from the key and xored
with the plaintext. There isno integrity protections on the data. RC4 uses a 256 entry substitution box (Sbox), which
must beinitialized. The entriesin the Sbox arerepresented asbytes &, Sy, ..., Sss. Toinitialize the Sbox, it isfirst
filled with each entry matching itsindex. So,

$=0,5=1, ... Ss5=255.

Anocther 256-byte array is filled with the key, repeating as necessary tofill the array, Ko, Ky, ... , Kass. Anindex, j, isset
to 0. Then, the Sbox isfilled as follows:

fori=0to0 255
j=( + S + Ki) mod 256
swap Sl and §.

After theloop completes, the Sbox isinitialized. The Sbox is dependent on the key, so a new one must be initialized for
each key. The Sbox can now be used to generate a pseudo-random stream. i and j areinitialized to O, and arandom byte
is produced as follows:

i = (i + 1) mod 256
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j =( +S) mod 256
swap § and §
t=(S+S) mod 256
random_byte = S.

To generate more bytes, the processis repeated using the values for i and j that result from the previous iteration.

10.3 RSA Signature

All public key signatures for |PCablecom are generated and verified using the RSA signature algorithm PKCS#1v1.5.
The format for all IPCablecom signatures isthe RSA Cryptographic Message Syntax (CMS).

Seeclause 8.2.1.2.1 for the CM S format Specification of the signed SNMP messages sent during device provisioning.
Seeclause 8.2.1.2.2 for the CM S format Specification of the TFTP-Get performed during device provisioning.

10.4 RSA Encryption

The RSA encryption agorithm used in IPCablecom is specified in PK CS#1v2.

PKCS#1v2 encryption is used in the EnvelopedData format as defined by CMS. The TFTP-Get of clause 8.2.1.2 uses
the CMS EnvelopedData format. In this cases the PK CS#1v2 encryption is used to encrypt a 3-key 3-DES key.

10.5 HMAC-SHA-1

The keyed hash employed by the HMAC-Digest Attribute MUST use the HMAC message authentication method
(RFC 2104) with the SHA-1 hash algorithm FIPS 180-1.

HMAC-SHA-1 is used to authenticate AN-AN UDP messages for DQOS, as described in clause 8.2.1.2.2. Thekey is
160 hitslong. The key management for the HMAC keys is described in clause 8.2.1.4.1.

10.6  Key Derivation

Key derivation clausesin the present document refer to afunction F(S, seed), where Sisa shared secret from which
keying material is derived, and seed isa constant string of bytes. Below is the Specification of F(S, seed), borrowed
from TLS (RFC 2246).

F(S, seed) = HMAC_SHA-1(S, A(1) + seed) +
HMAC_SHA-1(S, A(2) + seed) +
HMAC_SHA-1(S, A(3) + seed) + ...

where + indicates concatenation.

A() isdefinedas:  A(0) = seed

A(i) = HMAC_SHA-1(S, A(i-1))

F(S, seed) isiterated as many times asis necessary to produce required quantity of data. Unused bytes at the end of the
last iteration will be discarded.

10.7  The MMH-MAC

In this clause the MMH Function and the MMH Message A uthentication Code (MAC) are described. The MMH-MAC
is the message authentication code option for the media flows. As discussed in clause 8.7.2, the MMH-MAC is
computed over the RTP header and the payload is generated by the codec. The MMH Function will be described next,
followed by a description of the MMH-MAC.
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10.7.1 The MMH Function

The Multilinear Modular Hash (MMH) Function described below is a variant of the MMH Function described in the
Halevi and Krawczyk MMH reference. Some of the computations described bel ow use signed arithmetic whereas the
computationsin the Halevi and Krawczyk MMH reference use unsigned arithmetic. The signed arithmetic variant
described here was selected for its computational efficiency when implemented on DSPs. All of the properties shown
for the MMH function in the Halevi and Krawczyk MMH reference continue to hold for the signed variant.

The MMH Function has three parameters: the word size, the number of words of input, and the number of words of
output. MMHI [, s, t] specifies the hash function with word size [1, sinput words and t output words. For 1PCablecom
theword sizeisfixed to 16 bits O = 16. The number of output wordswill be either 1 or 2: t 0{ 1, 2}. The MMH Hash
Function will first be described for t = 1, i.e. one output word.

10.7.1.1  MMH[16, s, 1]

For the remainder of this clause 10.7, MMH[16, s, 1] is denoted by H. In addition to s words of input, H also takes as
input akey of swords. When H isused in computing the MMH-MAC, the key is randomly generated and remains fixed
for several inputs as described in clause 10.7.2. The key is denoted by k and theith word of the key by

ki: k=kg, ks, ..., ks. Likewise the input message is denoted by m and theith word of the input message by

m: m=my, m, ..., M

To describe H, the following definitions are needed. For any even positive integer n, §, is defined to be the following
set of nintegers: {-n/2, ..., 0, ..., (V2)-1}. For example, S ={-2", ..., 0, ..., 2°°-1} isthe set of signed 16-hit

integers. For any integer z, zsmod nisthe unique element [ of S, such that z= 0 (mod n). For example, if zisa 32-bit
signed integer in 32-hit twos complement representation, then z smod 2™ can be computed by taking the 16 least
significant bits of z and interpreting those bitsin 16-bit twos complement representation.

For any positive integer q, Z, denotes the following set of g integers: {0, 1, ..., q-1}.

As described above H takes as input akey of s words. Each of the swords isinterpreted asa 16-bit signed integer, i.e.
an element of 8216 . H al'so takes as input amessage of swords. Each of the swordsisinterpreted asa 16-bit sgned

integer, i.e. an element of 8216 . The output of H isan unsigned 16-hit integer, i.e. an element of 2216 . Alternatively,

therange of His S, X S}, and thedomainis Z ; .

S

H is defined by a series of steps. For km O 8216 ,

1) DefineH; asHy(k m)= > ki [ smod 2%,

2) Define H, as Hy(k, m) = Hy(k, m) mod p where p isthe prime number p = 2'°+1.
3) Define H asH(k, m) = Ha(k, m) mod 2°.

Equivalently,

S
H (k,m) = {Zki Ijm]smodzsz mod p |mod 216
i=1

Each sep isdiscussed in detail below.

Step 1. Hy(k, m) istheinner product of two vectors each of s16-bit signed integers. Theresult of the inner product is
taken smod 2% to yield an element of 5232 (seenote). That is, if theinner product isin twos complement representation
of 32 or more hits, the 32 least significant bits are retained and the resulting integer is interpreted in 32-hit twos
complement representation.

NOTE: Theentire sum need not be computed before performing the smod 2°2 operation. The smod 2°? operation
can be computed on partia sums since (x +y) smod 2% = (x smod 2*? + y smod 2%) smod 2%,
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Step 2. This step consists of taking an element x of 8232 and reducing it mod p to yield an element of Z,,. If xis

represented in 32-bit twos complement notation then this reduction can be accomplished very smply asfollows. Let a
be the unsigned integer given by the 16 most significant bits of x. Let b be the unsigned integer given by the 16 least
significant bits of x. There are two cases depending upon whether x is negative.

Case 1. If xisnon-negative then x = a2'°+ bwherea ({0, ..., 2°°-1} and b 0 {0, ..., 2'°-1}. From the modular
equation:

a2'®+b=a2'"° +b-a(2'®+ 1) (mod (2'° + 1))

it follows that x = b — a (mod p). The quantity b — aisin therange {-2"+ 1, ..., 2'®-1}. Thereforeif b - ais
non-negativethenxmod p=b —a If b—aisnegativethenxmodp=b—-a+ p.

Case 2. If xisnegative then x = a2'°+ b - 22 wherea { 2%, ..., 2'°~1}and b [){0, ..., 2'°~ 1}. From the modular
equation:

a2®+b-2%2=b+a2®—a(2+ 1) - 2%+ 292"+ 1) (mod (2°+ 1))
it follows that x = b —a + 2'° (mod p). The quantity b —a + 2'®isin therange {2+ 1, ..., 2" - 1}. Therefore, if
b-a<pthenxmodp=b-a lfb-a=>pthenxmodp=b-a-p.

Step 3. This step takes an element of Z, and reduces it mod 2'°. Thisis equivalent to taking the 16 least significant bits.

10.7.1.2  MMH[16, s, 2]

This clause describes the MMH Function with an output length of two words which in this caseis 32 bits. For
convenience, let H' = MMH[16, s, 2]. H' takesa key of s+ 1 words. Let k=K, ..., k1. Furthermore, define k® to be
the swords of k starting with ky, i.e. kP =k, ..., ke Definek® to be the swords of k, starting with ky, i.e. k? = ks, ...,

Ks1. For any k [ S;*Gl andany MO S5 m, H'(k, m) is computed by first computing H(k™, m) and then H(k®, m) and
concatenating the results. That is, H'(k, m) = H(K®, m) o H(K?, m).

10.7.2 The MMH-MAC

This clause describes the MMH-MAC. The MMH-MAC has three parameters; the word size, the number of words of
input, and the number of words of output. MMH-MAC]w, s, t] specifies the message authentication code with word size
w, sinput words and t output words. For | PCablecom the wordsize is fixed to 16 bits: w = 16. The number of output
wordswill beeither 1 or 2: t [{ 1, 2}.

For convenience, let M = MMH-MAC[ 16, s, t]. When using M, asender and receiver shareakey k of s+ t —1 words.
In addition, they share a sequence of key streams of t words each, one one-time pad for each message sent. Let r® be
the key stream used for the ith message sent and received. For the ith message, m"), the message authentication code is
computed as.

Mk, r®, m®) = Hek, m? ) + 0,

HereH = MMH[16, s, ], ¥ isin Z ; and addition ismod 2'°.

10.7.2.1 MMH-MAC When Using RC-4

When cal culating the MM H-MAC when using RC4, the sequence of key streamsis generated by an RC4 key stream as
described in clause 8.7.2. The 2(s + t — 1)-byte key for MMH-MAC[ 16, s, t] arerandomly generated as described in
clause 8.7.2 from a session key for the media flows which is generated by the key agreement protocol givein

clause 8.7.3.

10.7.2.2 MMH-MAC When Using a Block Cipher

When calculating the MMH-MAC when encryption is performed by one of the available block ciphers, the block cipher
isused to calculate thet words of r (i) key stream (pad) as defined in clause 8.7.2.3.8.
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10.7.2.3 0Odd Payload Sizes

If amessage misnot of length swords, but rather of length v < swords, then the input to M isanew message m' given
by m =my, ...m, €uy,...6&sWheree,.; = ... = gsistheall zeroes word.

10.8 Random Number Generation

Good random number generation is vital to most cryptographic mechanisms. Implementations SHOULD do their best
to produce true-random seeds; they should also use cryptographically strong pseudo-random number generation
algorithms. RFC 1750 gives some suggestions; other possibilitiesinclude use of a per-MTA secret installed at
manufacture time and used in the random number generation process.

11 Physical security

11.1  Protection for MTA Key Storage

The IPCablecom security Specification requires that an embedded MTA (MTA-E) and astandalone MTA (MTA-S)
maintain persistent IPSEC encryption and authentication keys and Kerberos session keys. An MTA MUST also
maintain in permanent write-once memory an RSA key pair. An MTA SHOULD deter unauthorized physical accessto
this keying material.

Thelevel of physical protection of keying material required by the |PCablecom security Specification for an MTA is
specified in terms of the security levels defined in the FIPS PUBS 140-1, Security Requirements for Cryptographic
Modules, standard. An MTA-E or MTA-S SHOULD, at aminimum meet FIPS PUBS 140-1 Security Level 1
requirements.

The IPCablecom Security Specification's minimal physical security requirements for an MTA will not, in normal
practice, jeopardize a customer's data privacy. Assuming the subscriber controls the access to the MTA with the same
diligence they would protect a cellular phone, physical attacks on that MTA to extract keying data are likely to be
detected by the subscriber.

An MTA'sweak physical security requirements, however, could undermine the cryptographic protocal's ability to meet
its main security objective: to provide a service operator with strong protection from theft of high value network.

The IPCablecom Security Specification requirements protect againgt unauthorized access to these network services by
enforcing an end-to-end message integrity and encryption of signalling flows across the network and by employing an
authenticated key management protocol. If an attacker is able to legitimately subscribe to a set of services and also gain
physical accessto an MTA containing keying material, then in the absence of strong physical protection of this
information, the attacker can extract keying materid from the MTA. And redistribute the keys to other users running
modified illegitimate MTAS, effectively allowing theft of network services.

There aretwo distinct variations of "active attacks' involving the extraction and redistribution of cryptographic keys.
These include the following:

1) An"RSA active clone" would actively participate in |PCablecom key exchanges. An attacker must have some
means by which to remove the cryptographic keys that enable services, from the clone master, and install these
keysintoaclone MTA. An active clone would work in conjunction with an active clone master to passively
obtain the clone master's keying material and then actively impersonate the clone master. A single active clone
may have numerous active clone master identities from which to select to obtain access to network services. This
attack allows, for example, the theft of non-local voice communications.

2) A DH active clone would dso actively participate in the |PCablecom key exchanges and like the RSA active
clone, would require an attacker to extract the cryptographic keys that enable the service from the clone master
and ingtall these keysinto a clone MTA. However, unlike the RSA active clone, the DH active clone must obtain
the clone masters random number through alternate means or perform the key exchange and risk detection. Like
an RSA active clone, an DH active clone may have numerous clone master identities from which to sdect to
obtain access to the network services.
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3) An "active black box" MTA, holding another MTA's session or |PSEC keys, would use the keys to obtain access
to network-based services or traffic flows similar to the RSA active clone. Since both session keys and IPSEC
keys change frequently, such clones have to be periodically updated with the new keying material, using some
out-of-band means.

An active RSA clone, for example, could operate on a cable access network within whatever geographic region the
cloned parent MTA was authorized to operate in. Depending upon the degree to which a service operator's subscriber
authorization system restricted the location from which the MTA could operate, the clon€'s scope of operation could
extend well beyond asingle J.112 MAC domain.

An active clone attack may be detectable by implementing the appropriate network controlsin the system infrastructure.
Depending on the access fraud detection methods that arein place, a service operator has agood probability of
detecting a clone's operation should it attempt to operate within

the network. The service operator could then take defensive measures againg the detected clone. For example, in the
case of an active RSA clone, it could block the device's future network access by including the device certificate on the
certificate hot ligt. Also the service operator's subscriber authorization system could limit the geographic region over
which a subscriber, identified by its cryptographic credentials, could operate. Additionally the edge router functionality
in the AN could limit any access based upon | P address. These methods would limit the region over which an active
RSA clone could operate and reduce the financid incentive for such an attack.

The architectura guidelines for 1PCablecom security are determined by balancing the revenues that could be lost dueto
the classes of active attacks againg the cost of the methods to prevent the attack. At the extreme side of preventive
methods available to thwart attacks, both physical security equivalent to FIPS PUB 140-1 Level 3 and network based
fraud detection methods could be used to limit the access fraud that allows theft of network based services. The network
based intrusion detection of active attacks allows operatorsto consider operationa defenses as an alternative to
increased physical security. If the revenues threatened by the active attacks increase significantly to the point where
additional protective mechanisms are necessary, the long term costs of operational defenses would need to be compared
with the costs of migrating to MTAs with stronger physical security. Theinclusion of physical security should be an
implementation and product differentiation specific decision.

Although the scope of the current IPCablecom Specifications do not specifically define requirements for MTAs to
support any requirements other than voice communications, the goal of the IPCablecom effort isto provide for the
eventual inclusion of integrated services. Part of these integrated services may include the "multicast” of high value
content or extremely secure multicast corporate videoconference sessions.

Two additiona attacks enabling a compromise of these types of services are defined:

1) An"RSA passive clon€" passively monitorsthe parent MTA's key exchanges and, having a copy of the parent
MTA's RSA private key, is able to obtain the same traffic keying material the parent MTA has access to. The clone then
uses the keying material to decrypt downstream traffic flows it receives across the shared medium. This attack islimited
in that it only allows snooping, but if the traffic were of high value, the attack could facilitate the theft of high value
multicast traffic.

2) A "Passive black box" MTA, holding another MTA's short term (relative to the RSA key) keys, uses the keying
material to gain access to encrypted traffic flows similar to the RSA passive clone.

The passive attacks, unlike the active attacks, are not detectable using network based intrusion detection techniques
since these units never make themselves known to the network while performing the attack. However, thistype of
service theft has unlimited scal e since the passive clones and black boxes, even though they operate on different cable
access networks (sometimes referred to as the same J.112 MAC domain) as the parent MTA from whom the keys were
extracted, gain access to the protected data the parent MTA is currently receiving since the encryption of the data most
likely occurred at the source. (These are general 1P multicast services, not to be confused with the specific J.112
multicast implementation, where passive clones would be restricted to a single downstream AN segment.) The snooping
of the point-to-point dataislimited to the CM MAC domain of the parent MTA. Passive attacks may be prevented by
ensuring that the cryptographic keys that are used to enable the services cannot be tampered with in any manner.
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In setting goals and guiddines for the | PCablecom security architecture, an assessment has to be made of the value of
the services and content that can be stolen or monitored by key extraction and redistribution to passive MTAS. The cost
of the solution should not be greater that the lost revenue due to theft of the service or subscribersterminating the
service dueto lack of privacy. However at thistime, thereisno clear cost that can be attributed to either the lost revenue
from high value multicast services or the loss of subscribers due to privacy issues unique to this type of network.
Therefore, it was concluded that passive key extraction and redistribution attacks would pose an indeterminate financial
risk to service operators; and that the cost of protection (i.e. incorporation of stronger physical security into the MTA)
should be balanced against the value of therisk. Aswith the active attacks, the decision to include additional
functionality to implement physical security in the MTA should be left as an implementation and product differentiation
issue and not be mandated as arequirement of the IPCablecom security Specification.

11.2 MTA Key Encapsulation

As stated in the previous clause, FIPS PUB 140-1 Security Level 1 specifies very little actual physical security and that
an MTA MUST deter unauthorized "physical” accessto its keying materia. This restricted access also includes any
ability to directly read the keying material using any of the MTA interfaces.

Two of the (many) requirements of FIPS PUB 140-1 Security Level 3 recommends "data ports for critical security
parameters be physically separated from other data ports' and, entry/exit of keysin encrypted form or direct entry/exit
with split knowledge procedures’. As also mentioned in the previous clause, the |PCablecom security Specification is
not requiring compliance with any of the FIPS PUB 140-1 Security Level 3 requirements.

However, it is strongly recommended that any persistent keying material SHOULD be encapsulated such that thereis
no way to extract the keying material from the MTA using any of the MTA interfaces (either required in the
I PCablecom Specifications or proprietary provided by the vendor) without modifications to the MTA.

In particular, an MTA subscriber may also be connected to the Internet viaa CM (which may be embedded in the same
MTA). In that case, hackers may potentially exploit any weakness in the configuration of the subscriber'slocal network
and steal MTA's secret and private keys over the network. If instead, the MTA subscriber is connected to a company
Intranet, the ssmethreat still exists, although from a smaller group of people.
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Annex A (normative):
Additional requirements for J.112 annex A

A.l Overview

The access network employs J.112 annex A based CMs. When J.112 annex A based CMs are used in the access
network , the requirements described in this annex must be adhered to.

A.2  Requirements

All MTAS MUST use J.112 annex A compliant CMs and MUST implement the security option described in J.112
annex A. The security option provides security services to the data link layer traffic streams running across the cable
access network, i.e. between CM and INA. These services are message confidentiality and access control which provide
CM userswith data privacy across the cable network and protect cable operators from theft of service.

The INA MUST encrypt all packet cable traffic in the downstream direction.
The CM MUST encrypt all packet cable traffic in the upstream direction.

A.3  Security Mechanisms Provided

The protected J.112 annex A data communications services fall into three categories:
» best-effort, high-speed, | P data services;
e QoS (e.g. constant bit-rate) data services; and
e IPmulticast group services.

Employing the J.112 annex A security option which meets the above requirements, the INA protects againgt
unauthorized access to these data transport services by enforcing encryption of the associated traffic flows across the
cable network. Key management is performed using an extended set of MAC messages. For unicast streams, the keys
are derived using Diffie-Hellman between the INA and CM. For mulitcast streams, a client/server approach is adopted
with the INA contralling the distribution of the keys to the CMs. During the key exchange for both unicast and
multicast streams the CM is authenticated by the INA.

A.4  Packet Data Encryption

J 112 annex A encryption services are defined as a set of optional services within the MAC. Encryption can be
selectively applied to the various payl oad data streams. For each secure stream two session keys can be used for
encrypting and decrypting it of which only one of the keysis used to process any particular payl oad unit. Each key can
be used for processing both upstream and downstream payload data.

Having two keys allows negatiation of a new key to take place while payload data is processed using the old one, and
then an immediate switch-over can be performed once the new key is agreed upon, without interrupting payl oad traffic.
The INA initiates the key exchanges, and can start using a session key for downstream traffic encryption once the key
exchangeis complete. For upstream traffic encryption, the NIU should use whichever key was used by the INA in the
most recent payload unit.

A payload stream isidentified by either of:

e A 24-bit (UNI) ATM virtua circuit VPI/VCI: thisisused for ATM-based IB downstream, OOB downstream,
and upstream payload data. The ATM circuit can be one-to-one, or one end-point of a multicast circuit.
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e A 48-bit MAC-address: thisisused for Multiprotocol Encapsulation downstream payload data. The
MAC-address can be the physical address of the STB or a pseudo address used for MAC-address based
multicasting.

For ATM-based payl oad streams, the unit of encryption isasingle ATM cdll. The 48-byte cell payload is encrypted
using the security context implied by the 24-bit VPI/VCI of the cell header. For Multiprotocol Encapsulation payload
streams, the unit of encryption isasingle Multiprotocol Encapsulation section. The datagram_data._bytes (between the
MAC-address and the CRC/checksum) are encrypted using the security context implied by the 48-bit MAC addressin
the section header.

Bitsin the ATM header (GFC field) and in the MPE section (scrambling field) are used to identify whether the payload
is encrypted and the session key it was encrypted with.

The currently supported algorithms are 40 and 56-bit DES in CBC mode. Additional agorithms may be support in later
revisions of ES 200 800.

A.5 Key Management

Thisisachieved by using Diffie-Hellman, which requires no up-front shared secret, or asimpler protocol based on a
long-term shared secret between INA and CM called a cookie. The cookie is also used for authenticating the CM to the
INA during the key exchanges. Three mechanisms exist for establishing a shared key between the INA and the CM and
al threeareinitiated by the INA, these are:

Main Key Exchange: This uses Diffie-Hellman to derive a shared secret between the INA and CM, which is
independent of the cookie value. It can also be used to update the cookie value held in the CM.

Quick Key Exchange: This uses the existing cookie value to derive a shared secret key.

Explicit Key Exchange: Thisis used by the INA to ddiver a pre-determined session key to the CM. The session key is
encrypted under atemporary key derived from the cookie value.

As stated earlier, two session keys can be in place for a given stream, therefore during the key exchange the particular
session key being generated isidentified by the INA. The above mechanisms are d so used to update the keys for an
active stream. See ES 200 800 for further information about key management.
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Annex B (normative):
Additional requirements for J.112 annex B

All MTAs MUST use J.112 compliant CMs and MUST implement BPI+. Basdine Privacy Plus (BPI+) provides
security services to the J.112 data link layer traffic flows running across the cable access network, i.e. between CM and
AN. These services are message confidentiality and access control. The BPI+ security services operating in conjunction
with J.112 provide CM users with data privacy across the cable network and protect cable operators from theft of
service.

The protected J.112 MAC data communications services fall into three categories:
» best-effort, high-speed, |P data services,
e QoS (e.g. constant bit-rate) data services, and
* IPmulticast group services.

Employing BPI+, the AN protects against unauthorized access to these data transport services by (1) enforcing
encryption of the associated traffic flows across the cable network and (2) authenticating the CM MAC management
messages that CM's use to establish QoS service flows. BPI+ employs a client/server key management protocol in which
the AN (the server) controls distribution of keying material to client CMs. The key management protocol ensures that
only authorized CMs receive the encryption and authentication keys needed to access the protected services.

Basealine Privacy Plus has two component protocols:

* An encapsulation protocol for encrypting packet data across the cable network. This protocol defines (1) the
frame format for carrying encrypted packet data within CM MAC frames, (2) a set of supported cryptographic
suites, i.e. pairings of data encryption and authentication agorithms, and (3) the rules for applying those
algorithmsto a CM MAC frame's packet data.

» A key management protocol (Baseline Privacy Key Management, or "BPKM") provides the secure distribution
of keying data from AN to CMs. Through this key management protocol, CM and AN synchronize keying data;
in addition, the AN uses the protocol to enforce conditional access to network services.

B.1  BPI+ Packet Data Encryption

BPI+ encryption services are defined as a set of extended services within the CM MAC sublayer. Packet Header
information specific to BPI+ is placed in a Basdline Privacy Extended Header e ement within the MAC Extended
Header. BPI+ encryptsaCM MAC Frame's packet data; the CM MAC Frame's Header is not encrypted.

Currently, BPI+ supports a single packet date encryption agorithm: the Cipher Block Chaining (CBC) mode of the US
Data Encryption Standard (DES). BPI+ does not pair DES CBC with any packet data authentication agorithm.
Additional data encryption agorithms may be supported in future enhancements to the BPI+ protocol Specification, and
these algorithms may be paired with data authentication algorithms.

B.2 BPI+ Key Management Protocol

CMs use the Basdline Privacy Key Management (BPKM) protocal to obtain traffic keying material from the AN. The
key management protocol uses X.509 digital certificates, RSA public key encryption and two-key triple DES to secure
key exchanges between CM and AN.

The Basdline Privacy Key Management protocol adheresto a client/server model, wherethe CM, a BPKM "client",
requests keying materid, and the AN, a BPKM "server", responds to those requests, ensuring individual CM clients
only receive keying material they are authorized for. The BPKM protocol uses CM MAC management messaging.
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BPI+ uses public-key cryptography to establish a shared secret (i.e. an Authorization Key) between CM and AN. The
shared secret isthen used to secure subsequent BPKM exchanges of traffic encryption keys. This two-tiered mechanism
for key distribution permitsrefreshing of traffic encryption keys without incurring the overhead of
computation-intensive public-key operations.

Each CM carries aunique X.509 digital certificate issued by the CM's manufacturer. The digital certificate containsthe
CM's Public Key along with other identifying information; i.e. CM MAC address, manufacturer 1D and seria number.
When requesting an Authorization Key, a CM presentsitsdigital certificateto a AN. The AN verifiesthedigital
certificate, and then uses the verified Public Key to encrypt an Authorization Key, which the AN then sends back to the
reguesting CM.

The AN indirectly authenticates the client CM during the subsequent requests and responses for the CM's traffic
encryption keys. Access to the authorization key is required to successfully compl ete these exchanges and the CM
requires the private key paired with the verified digita certificate's subject public key in order to gain access to that
authorization key.

The AN associates a CM's authenticated identity to a paying subscriber, and hence to the data services that subscriber is
authorized to access. Thus, with the Authorization Key exchange, the AN establishes an authenticated identity of a
client CM, and the services (i.e. specific traffic encryption keys) the CM is authorized to access.

Since the AN authenticates CMs, it can protect againg an attacker employing a cloned modem, masguerading asa
legitimate subscriber's modem. The use of the X.509 certificates prevents cloned modems from passing fake credentials
onto an AN.

Authentication is one-way; CMs do not authenticate the AN they exchange BPKM messages with. CM designers did
not view AN spoofing as a significant threat due to the high cost and limited scope of such an attack.

B.3  Secure Software upgrade

The scope of 1PCablecom includes only Embedded MTAs. Therefore IPCablecom MTAs MUST be embedded with the
J112 CM which MUST implement BPI+. | PCablecom Embedded MTAs will have their software upgraded according
to the J.112 requirements. The CM will verify the code file using CM parameters that include the CM root key and the
Code Verification Certificate (CVC).

The future implementation of secure software upgrades for Standalone MTASs s expected to utilize asimilar method for
secure software upgrades. The details of these requirementswill be defined in a subsequent version of the present
document.

ETSI



114 ETSI TS 101 909-11 V1.1.1 (2001-07)

Annex C (informative):
Example of MMH Algorithm Implementation

Thisannex gives an example implementation of the MMH MAC agorithm. There may be other implementations that
have advantages over this example in particular operating environments. This example isfor informationa purposes
only and is meant to clarify the specification.

The exampleimplementation uses the teerm "MMH16" for the case where the MAC length is 2 octets and "MMH32" for
the case where the length is 4 octets.

A main program isincluded for exercising the example implementation. The output produced by the program is
included.

/*

*/

Denmo of | PCabl ecom MVH16 and MvH32 MAC al gorithns.

This program has been tested using Mcrosoft C/ C++ Version 5.0.
It is believed to port easily to other conpilers, but this has
not been tested. \When porting, be sure to pick the definitions
for intl6, int32, uintl6, and uint32 carefully.

#i ncl ude <stdi o. h>

/*

Define signed and unsigned integers having 16 and 32 bits.
This is nmachi ne/ conpil er dependent, so pick carefully.

*/

typedef short int16;
typedef unsigned short uint16;
typedef int int32;

typedef unsigned int ui nt 32;

/*

Define this synbol to see internedi ate val ues.
Comment it out for clean display.

*/

#def i ne VERBOSE

int32 reduceMdF4(int32 x) {

/~k

Routine to reduce an int32 val ue nodul o F4, where F4 = 0x10001.
Result is in range [0, 0x10000].

*/

int32 xH, xLo;

/* Range of x is [0x80000000, Ox7fffffff]. */

/~k

If x is negative, add a nultiple of F4 to make it non-negative.
This | oop executes no nore than two times.

*/

while (x < 0) x += Ox7fff7fff;

/* Range of x is [0, Ox7fffffff]. */

/* Subtract high 16 bits of x fromlow 16 bits. */
XxH = x >> 16;

XxLo = x & Oxffff;

X = xLo - xHi;

/* Range of x is [Oxffff8001, Ox0000ffff]. */

/* 1f x is negative, add F4. */
if (x <0) x += 0x10001;

/* Range of x is [0, 0x10000]. */
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return x;

}

ui nt 16 mrh16(
unsi gned char *nessage,
unsi gned char *key,
unsi gned char *pad,

int msglLen
) |
/*
Conmpute and return the MVHL6 MAC of the nmessage using the
indi cated key and pad.
The length of the message is msgLen bytes; msgLen nust be even.
The Il ength of the key nust be at |east nmsgLen bytes.
The length of the pad is two bytes. The pad nust be freshly
pi cked from a secure random source.
*/
intlé x, vy;
uint16 u, v;
int32 sum
int i;
sum = 0;
for (i=0; i<msglLen; i+=2) {
/* Build a 16-bit factor fromthe next two nmessage bytes. */
X = *messaget+;
X <<= 8;
X | = *message++;
/* Build a 16-bit factor fromthe next two key bytes. */
y = *key++;
y <<= 8;
y | = *key++
/* Accunul ate product of the factors into 32-bit sum */
sum += (int32)x * (int32)y;
#i f def VERBOSE
printf(" x %94x y %4x sum %08x\n", x & Oxffff, y & Oxffff, sum;
#endi f
}
/* Reduce sum nodul o F4 and truncate to 16 bits. */
u = (uintl6) reduceMdF4(sum;
#i f def VERBOSE
printf(" sumnod F4, truncated to 16 bits: %04x\n", u & Oxffff);
#endi f
/* Build the pad variable fromthe two pad bytes */
vV = *pad++;
Vv <<= 8;
v | = *pad
#i f def VERBOSE
printf(" pad variable: 9%94x\n", v & Oxffff);
#endi f
/* Accunul ate pad variable, truncate to 16 bhits */
u = (uintl6)(u + v);
#i f def VERBOSE
printf(" mhl6 value: %4x\n", u & Oxffff);
#endi f
return u;
}

ui nt 32 mmh32(
unsi gned char *nessage,

ETSI



116

unsi gned char *key,
unsi gned char *pad,
int msglLen

/*
Conpute and return the MVH32 MAC of the message using the
i ndi cated key and pad.

The length of the message is msgLen bytes; msgLen nust be even.

The |l ength of the key nust be at |east (nsgLen + 2) bytes.

The length of the pad is four bytes. The pad nust be freshly
pi cked from a secure random source.
*/

uint1l6 x, vy;
uint 32 sum

X mrhl6( nessage, key, pad, nsglLen);
y mrhl16( nessage, key+2, pad+2, msglLen);
sum = X;

sum <<= 16;

sum| = vy;

return sum

voi d show(char *name, unsigned char *src, int nbytes) {

int

/~k
Routine to display a byte array, in normal or reverse order
*/

int i;

enum {
BYTES_PER LI NE = 16

b

if (name) printf("%", nane);

for (i=0; i<nbytes; i++)
if ((i %BYTES_PER LINE) == 0) printf("\n");
printf("%2x ", srcl[i]);

printf("\n");

mai n() {

uint16 nmacl6;
ui nt 32 mac32;

unsi gned char message[] = {
Ox4e, O0x6f, 0x77, 0x20, 0x69, 0x73, 0x20, 0x74, 0x68,
0x65, 0x20, 0x74, 0x69, O0x6d, 0x65, Ox2e,

b
unsi gned char key[] = {
0x35, 0x2c, Oxcf, 0x84, 0x95, Oxef, 0xd7, Oxdf, Oxb8,
Oxf5, 0x74, 0x05, 0x95, Oxeb, 0x98, 0xd6, Oxeb, 0x98,
b
unsi gned char padl6[] = {
Oxae, 0x07,
b
unsi gned char pad32[] = {
Oxbd, Oxel, 0x89, O0x7b,
b

unsi gned char macBuf[4];

printf("Exanpl e of MVH16 conputation\n");
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show( "message", nessage, sizeof (nmessage));
show("key", key, sizeof(nessage));
show( " pad", padl6, 2);

macl6é = mrhl6(message, key, padl6, sizeof (nmessage));
macBuf[ 1] = (unsigned char)nacl6; nacl6é >>= 8;
macBuf [ 0] = (unsigned char)nacl6;

show( " MVH16 MAC', macBuf, 2);
printf("\n");

printf("Exanple of MVH32 conputation\n");
show( "message", nessage, sizeof (nmessage));
show "key", key, sizeof(nmessage)+2);

show( " pad", pad32, 4);

mac32 = mmh32(nmessage, key, pad32, sizeof (message));
macBuf [ 3] = (unsigned char)mac32; mac32 >>= 8§;

macBuf [ 2] = (unsigned char)mac32; mac32 >>= 8§;
macBuf [ 1] = (unsi gned char)mac32; mac32 >>= 8§;
macBuf [ 0] = (unsigned char) mac32;

show(" MVH32 MAC', macBuf, 4);
printf("\n");

return O;

}

Here is the output produced by the program
Exanpl e of MVHL6 conputation

nessage
4e 6f 77 20 69 73 20 74 68 65 20 74 69 6d 65 2e
key
35 2c cf 84 95 ef d7 df b8 f5 74 05 95 eb 98 d6
pad
ae 07

x 4e6f 'y 352c sum 104a7614

X 7720 y cf84 sum f9bac294

X 6973 y 95ef sum ce0a23fl

x 2074 'y d7df sum c8f3d4fd

X 6865 y b8f5 sum abfb55a6

x 2074 y 7405 sum bab087ea

X 696d y 95eb sum 8f00bff9

X 652e y 98d6 sum 663aa46d
sum nod F4, truncated to 16 bits: 3e33
pad variable: ae07
mh16 val ue: ec3a
MVH16 MAC
ec 3a

Exanpl e of MVH32 conputation

message
4e 6f 77 20 69 73 20 74 68 65 20 74 69 6d 65 2e
key
35 2c cf 84 95 ef d7 df b8 f5 74 05 95 eb 98 d6
eb 98
pad
bd el 89 7b
x 4e6f 'y 352c sum 104a7614
X 7720 y cf84 sum f9bac294
x 6973 y 95ef sum ce0a23fl
x 2074 'y d7df sum c8f3d4fd
X 6865 y b8f5 sum abfb55a6
x 2074 'y 7405 sum bab087ea
x 696d y 95eb sum 8f 00bff9

X 652e y 98d6 sum 663aa46d

sum nod F4, truncated to 16 bits: 3e33
pad variable: bdel

mh1l6 val ue: fcl4

x 4e6f y cf84 sumf125323c
X 7720 y 95ef sum bfca091lc
x 6973 y d7df sum af 427949
X 2074 y b8f5 sum a640e84d
X 6865 y 7405 sum d590b646
x 2074 y 95eb sum c8le04c2
X 696d y 98d6 sum 9dalddeO
x 652e y eb98 sum 95912b30
sum nmod F4, truncated to 16 bits: 959f
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pad variable: 897b
mrhl6 val ue: 1f1la
MVH32 MAC
fc 14 1f 1la
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Annex D (informative):
IPCablecom Administration Guidelines and Best Practices

This annex describes various adminigration guidelines and best practices recommended by 1PCablecom. These are
included to help facilitate network administration and/or strengthen overall security in the IPCablecom network.

D.1  Routine CMS Service Key Refresh

I PCablecom recommends that the CM S service keys be routinely changed (refreshed) at least once every 90 daysin
order to reduce therisk of key compromises. Therefresh period should a provisioned parameter that can be usein one
the following ways:

1) Inthecase manua key changes, an adminigrator is prompted or reminded to manually changea CMS service
key.

2) Inthe case of autonomous key changes (using Kerberos Set/Change Password) it will define therefresh period.

Note that in the case of autonomous key refreshes, whereby adminigrative overhead and scalability are not an issue, it
may be desirable to use arefresh period that isless than ninety days (but at least the maximum ticket lifetime). This
may further reduce therisk of key compromise.
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