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Foreword

This Technical Report (TR) has been produced by ETSI 3rd Generation Partnership Project (3GPP).

The present document may refer to technical specifications or reports using their 3GPP identities, UM TS identities or
GSM identities. These should be interpreted as being references to the corresponding ETSI deliverables.

The cross reference between GSM, UMTS, 3GPP and ETS! identities can be found under
http://webapp.etsi.org/key/queryform.asp.

Modal verbs terminology

In the present document “shall”, "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and
"cannot" are to be interpreted as described in clause 3.2 of the ETSI Drafting Rules (Verbal forms for the expression of
provisions).

"must" and "must not" are NOT allowed in ETSI deliverables except when used in direct citation.
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Foreword

This Technical Report has been produced by the 3'd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y thesecond digit isincremented for al changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.

Introduction

MBMS user services can be built on top of the MBMS bearer service. The present document describes the usage of the
two delivery methods, which are defined in [6]. The two delivery methods are streaming and download. Examples of
applications using the download delivery method are news and software upgrades. Delivery of live music is an example
of an application using the streaming delivery method.

The objective of the present document isto provide an overview of the MBM S System, and describes how the MBM S
User Services use the MBMS Bearer Services.
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1 Scope

The present document is only informative. In case there are any contradiction between the present document and
26.346, then the 3GPP TS 26.346 takes precedence.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

o References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

o For aspecific reference, subsequent revisions do not apply.
e For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including

aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] 3GPP TS 22.146: "Multimedia Broadcast/Multicast Service (MBMS); Stage 1".

[3] 3GPP TS 22.246: "Multimedia Broadcast/Multicast Service (MBMS) user services; Stage 1".

[4] 3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional
description”.

[5] 3GPP TS 25.346: "Introduction of the Multimedia Broadcast/M ulticast Service (MBMYS) in the
Radio Access Network (RAN); Stage 2".

[6] 3GPP TS 26.346: "Multimedia Broadcast/M ulticast Service (MBMS); Protocols and codecs'.

[7] 3GPP TS 33.220: " Generic Authentication Architecture (GAA); Generic bootstrapping
architecture”.

[8] 3GPP TS 33.246: "3G Security; Security of Multimedia Broadcast/Multicast Service (MBMS)".

[9] IETF RFC 3926 (October 2004): "FLUTE - File Delivery over Unidirectional Transport”, T. Paila,
M. Luby, R. Lehtonen, V. Rocaand R. Walsh.

[10] IETF RFC 3450 (December 2002): " Asynchronous Layered Coding (ALC) Protocol Instantiation”,
M. Luby, J. Gemmell, L. Vicisano, L. Rizzo and J. Crowcroft.

[171] IETF RFC 3451 (December 2002): "Layered Coding Transport (LCT) Building Block", M. Luby,
J. Gemmell, L. Vicisano, L. Rizzo, M. Handley and J. Crowcroft.

[12] IETF RFC 3452 (December 2002): "Forward Error Correction (FEC) Building Block”, M. Luby,
L. Vicisano, J. Gemmell, L. Rizzo, M. Handley and J. Crowcroft.

[13] IETF RFC 3695 (February 2004): "Compact Forward Error Correction (FEC) Schemes', M. Luby
and L. Vicisano.

[14] IETF RFC 2327 (April 1998): "SDP: Session Description Protocol”, M. Handley and V. Jacobson.

[15] IETF RFC 2357 (June 1998): "IETF Criteriafor Evaluating Reliable Multicast Transport and

Application Protocols’, A. Mankin, A. Romanow, S. Bradner and V. Paxson.

[16] IETF RFC 3550 (July 2003): "RTP: A Transport Protocol for Real-Time Applications’,
H. Schulzrinne, S. Casner, P. Frederick and V. Jacobson.
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[17] ITU-T Recommendation H.264 (2003): "Advanced video coding for generic audiovisual services'
| ISO/IEC 14496-10:2003: "Information technology - Coding of audio-visual objects -
Part 10: Advanced Video Coding".

[18] IETF RFC 3984 (February 2005): "RTP payload Format for H.264 Video", S. Wenger,
M.M. Hannuksela, T. Stockhammer, M. Westerlund and D. Singer.

[19] IETF RFC 2616 (June 1999): "Hypertext Transfer Protocol -- HTTP/1.1".

[20] 3GPP TS 26.244: "Transparent end-to-end streaming service; 3GPP file format (3GP)".

[21] 3GPP TS 26.247: "Transparent end-to-end Packet-switched Streaming Service (PSS); Progressive
Download and Dynamic Adaptive Streaming over HTTP (3GP-DASH)".

[22] IETF RFC 7231 (June 2014): "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content”,
R. Fielding, J. Reschke.

[23] 3GPP TR 26.848: "Multimedia Broadcast/Multicast Service (MBMS); Enhanced MBMS
Operation”.

[24] IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax", D. Berners-Lee, R.
Fielding, L. Masinter.

3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following

apply.

broadcast service: See 3GPP TS 22.146 [2].

broadcast session: See 3GPP TS 22.146 [2].

Local MBM S Area: areaof aMBMS service, where the service content is the same. One MBMS service may have
different content in different local broadcast areas

M ultimedia Broadcast/M ulticast Service (MBMYS): See 3GPP TS 22.146 [2].

MBM Suser services: See 3GPP TS 22.246 [3].

MBM Suser service discovery/announcement: user service discovery refersto methods for the UE to obtain the list of
available MBM S user services along with information on the user service

The user service announcement refers to methods for the MBMS service provider to make the list of available MBMS
user services along with information on the user service available to the UE.

MBM S user serviceinitiation: MBMS user service initiation refers to the UE mechanism to set up the reception the
MBMS user service data

MBM S delivery method: mechanism used by aMBMS user service to deliver content
There are two MBM S delivery method instances: download and streaming.

MBM S download delivery method: delivery of discrete objects (e.g. files) by means of a MBM S download session

MBM S streaming delivery method: delivery of continuous media (e.g. real-time video) by means of aMBMS

streaming session

MBM S download session: time, protocols and protocol state (i.e. parameters) which define sender and receiver
configuration for the download of content files

MBM S streaming session: time, protocols and protocol state (i.e. parameters) which define sender and receiver
configuration for the streaming of content

ETSI
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multicast joining: See 3SGPP TS 22.146 [2].
multicast service: See 3GPP TS 22.146 [2].
multicast session: See 3GPP TS 22.146 [2].

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following

abbreviations apply:
ADPD Associated Delivery Procedure Description
ALC Asynchronous Layered Coding
AVC Advanced Video Coding
BM-SC Broadcast-Multicast - Service Centre
CcC Congestion Control
DANE DASH Aware Network Element
DASH Dynamic Adaptive Streaming over HTTP
ERT Expected Residual Time
ES Encoding Symbol 1D
FDT File Delivery Table
FLUTE File deLivery over Unidirectional Transport
GBA Generic Bootstrapping Architecture
IDR I nstantaneous Decoder Refresh
LCT Layered Coding Transport
MIME Multipurpose Internet Mail Extensions
MMS Multimedia Messaging Service
MSK MBMS Service Key
MTK MBMS Traffic Key
MUK MBMS User Key
NAL Network Abstraction Layer
NTP Network Time Protocol
PSS Packet Switch Streaming
SAMMO SAND Message for MBM S Operations
SAND Server and Network Assisted DASH
SBN Source Block Number
SCT Sender Current Time
SEI Supplemental Enhancement I nformation
TMGI Temporary Mobile Group Identity
TOI Transport Object Identifier
TSI Transport Session Identifier

ETSI
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4 Overview

4.1 Phasing model

MBMS UE Phase -
MBMS Multicast Bearer Service Phases BM-SC Phase

] — |

. . Subscription
Use/r ASerwce Dlscozery \ 1 1 User Service Discovery
nnouncemen :
Service announcement |~ | /Announcement
I L I
Joinin
User Service initiation / I ? Session
(Service Activation) Session start — Start
I o I
MBMS notification
Data Reception [ Data Transmission
T~ Data transfer ]
e l l T
Session Sto .
User Service I P ™~ Session
termination E— Leaving Stop

Figure 1: Mapping between MBMS Bearer and User Service phases

This mapping is applicable for the MBM S Broadcast and Multicast Modes.

It is assumed that the MBM S bearer service phases " Session start” and "MBMS notification” are handled autonomously
and without interaction from the receiver application perspective.

It is assumed, that the Session Start phase "triggers' MBMS Notification phase.

ETSI
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4.2 System overview

Figure 2 gives an overview of functions for MBM S user services based on the MBM S download and the MBM S
streaming delivery methods. The figure includes the MBM S User service provision phases (arrow on the right side of
the figure). The Phase "MBM S User Service activation / deactivation” is an individual phase and is generally triggered
by a user action. The break in the sequence indicates that the service activation phases are independent from the session
start/stop and the data transfer phases. The service provider initiates the establishment of the MBM S User Plane
(Session Start/Stop and the Data Transfer Phases) when there is content to be transmitted.

User Service Discovery /

Interactive Bearer, etc ‘ Pull-base (e.g. via a Portal) _, ouncement
List of services " e.g. http
Envelope information to select ‘ SMS/(CBS)/MMS, etc ‘ . MBShe/IsitJ:er
including META Information. T <— Push-base (e.g. via a Portal) — By
like an jication tag> ‘ MBMS Bearer ‘ e.g. SAP/SDP; FLUTE
(incl. Multicast/Broadcast Mode)
- é\ Selection T T T T T T T T T T T T T T T T T T T
of Service
_____ Service initiation
I ———— ]
i Shared Secret  ———— Optional L
(http-digest-AKA) ot A - http-di User
i Derivation of < Ua interface: http-digest (see 33.246) > Authentication |A )
1 Password (e.g. BM-SC) i rmination
1 BM-SC & Service
| SDP-Info IGMP Join / leave Defaults Bearer Membership '
- — = (see Service Activation —> User < : D>
! Service A_ctlv_atlon (Onl_y in Procedure in 23.246) Registration & (Onl_y in ... W
| / Deactivation MBMS Multicast Mode) —— Authentication MBMS Multicast Mode)
1 ¢ ontex
S I 44 (creation / deletior) ___ !
It/ Stop
- - : MBMS [Bearer Service ~ MBMS BS Context MBMS -
\ and . é
Application (€.g. existing media plaver 2~ (activation / deactivation) Bearer Service . \
RTP Optional . Page Control < $» Transmission
MBMS user Service Receiver | €— Ctrl Plane < Control Trigger,
Stream(s) Recgiver Optional
Service EhSfeTET OMA) Lip EEE
tream(s)
User Plane MC-Relay MBMS Transmission
< & -
User Service
. Source file Transmitter
file MBMS Bearer Authenticati
I (see Data Transfer in 23.246)
A
Multicast traffic Multicast traffic Unicast or Multicast traffic
A 4
< :} Ir ive Bearer < > P:st-DeIivery
Unicast traffic rcéc:sz'pg
Client Network Provider Service Provider Phases

Figure 2: MBMS system overview

The MBM S Bearer Services are embedded in MBMS User Service procedures. The mgjor part of the datais transferred
viathe MBMS Bearer Service. MBMS User Services include Associated-Delivery procedures (e.g. file repair) to
augment the original MBM S Bearer sessions. Security functions are incorporated into the overview figure. One
dedicated user authentication procedure is depicted in conjunction with the MBMS Bearer Service Activation procedure
within the Session Establishment phase.

The figure contains client and network functions. Interactions, which are only applicable for the MBM S Multicast
Mode, are marked accordingly.
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5 Description of User Service procedures

5.1 User Service Discovery / Announcement

The "User Service Discovery / Announcement" phase provides all necessary information about available services and
needed parameters to become member of a service. User Service Discovery / Announcement mechanism can provide
information on available MBM S User servicesin pull mode, viathe Web or WAP Portals, or in push mode, viaSM S or
MBMS Download based User Service.

The User Service Discovery / Announcement phase provides all necessary information for the " Service Activation”
triggered by the UE. The necessary session parameters to configure the service activation are provided according to
Session Description Protocol (SDP) specification (RFC 2327 [14]), which are complemented by additional information
containing additional service parameters. Additionally, Service Discovery includes DRM/security descriptions.

In the case of asize-limited delivery method (e.g. SMS, MMS) being used during the Service Announcement /
Discovery phase, it should be recognized that Service Announcement messages are not of fixed length. Methods of
limiting the size of the message may be adopted. It is suggested that should a size-limited delivery method be selected,
parameters such as URI lengths and the number of Connection data and Media announcement fields should be chosen

appropriately.

5.2 User Service Initiation / termination procedure

For MBM S User service activation, the UE needs to perform a security function and the MBM S Bearer Service
activation procedures. In the case of MBM S Multicast Mode, an IGMP or MLD message is sent via a "default" PDP
context and triggers the creation of the MBM S UE context in various nodes. A MBMS Bearer Service (BS) context is
only created once when the very first MBM S UE context is created in anode. In the case of MBMS Broadcast Mode,
network-side elements establish the MBMS BS context without requiring user initiated messaging. The basic idea
behind these proceduresis that several UEs share one single bearer. The IP Multicast address and information for the
MBMS User Service receiving application is given viathe MBM S Service Discovery mechanism.

In case the service requires user authentication, security procedures are performed before the MBM S bearer Service
Activation procedure. The "user authentication” procedure is a service optional security procedure. A password is
derived from the shared secret (result of a GBA run) and used in the http-digest security procedure to authenticate the
user (see 3GPP TS 33.220 [7] and 3GPP TS 33.346 [8] for further details).

The "User Authentication & Service Membership" phase provides procedures to register and authenticate users. The
procedures shall follow the security specifications. In the case of MBMS Multicast Mode, this phase may authorize the
service activation request from the UE. This function is present when security procedures like authentication and traffic
encryption are required.
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5.3 Session Start / Stop

According to the 3GPP TS 23.246 [4], the BM-SC controls the activation and the release of the MBM S User plane
(switching of the MBMS BS context between "Active" and "ldle"). The Service Provider might trigger this process on
the availability of new content. The release of the user plane resources depends on the transmission duration of the
content. The transmission duration depends in case of the MBM S Download User Service on the content size, on the
(optional) Forward-Error-Correction (FEC) overhead for error protection and the bitrate of the MBMS bearer.

54 Data transmission

The"MBMS User Service Transmitter" contains the MBM S User Service specific transmission protocols. Optionally,
the content is protected by a Forward Error Correction (FEC) code. The traffic is sent using either | P unicast addressing
or IP Multicast addressing via the BM-SC onto the MBM S Bearer Service. Note, the BM-SC is able to take IP Unicast
and IP Multicast traffic asinput according to 3GPP TS 23.246 [4].

In case of IP Unicast, the BM-SC is directly addressed by the MBMS User Service Transmitter and relays the traffic to
IP Multicast. In case of P Multicast, the traffic is forwarded by the BM-SC and the MBM S User Service Transmitter
forwards the data to an IP Multicast group. Additionally the MC-Relay in the BM-SC may perform additional source
authentication procedures to avoid unauthorized traffic entering the Core Network.

The"MBMS User Service Receiver" combines the reception viathe MBM S Bearer Service and interactive bearer
servicesin a controlled way. Optional "Associated-Delivery Processing Servers' are invoked after the actual MBMS
data reception from the clients. A typical associated-delivery procedure is a point-to-point file repair mechanism for
delivering missing data to clients of an MBM S Download session, which perceived packet |osses that are unrecoverable
during the broadcast/multicast transmission. The load of the point-to-point repair mechanism may be spread randomly
in time and also across network elements. The MBM S Bearer Service may be configured to provide a constant or
variable bit rate as requested by the MBMS User Service. The MBMS Bearer Service is expected to be service
independent and can be configured by a Network Provider for MBM S Download and MBMSS Streaming User Services.

5.5 Associated-Delivery procedures

Associated-delivery procedures may also include the usage of MBMS bearers.

55.1 File Repair service

It should be possible for UEs to repair erroneous files, delivery by the download delivery method, by means of repair
request and response operations.

5.5.2 Content reception reporting

It should be however possible for the operator to collect statistical data such aslost frames, assigned resources, bit-rates
achieved, etc. (3GPP TS 22.246 [3)]).

6 Delivery methods

6.1 Download delivery method

The MBMS Download Delivery Method alows the error-free transmission of files via the unidirectional MBM S Bearer
Services. Thefiles are "downloaded" and stored in the local files-system of the user equipment. The network triggers
the transmission since the users are registered to the download service. There is no further user request necessary after
the service registration. Files may contain multimedia components or any other binary data. The MBM S Download
Delivery Method allows the transmission of an arbitrary number of files within a single data transfer phase.
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MBMS Download Session #n MBMS Download Session #n+1
A A
I Y Yl Y
FDT inst. . . FDT inst. . . .
sy File 1 File 2 #(y+1) File 1 File 2 File 3

MBMS Bearer Service #x

MBMS Download User Service
Figure 3: Definition of MBMS Download Sessions

Figure 4 is an example of an MBM S User Service based on the Download Delivery Method. The file transmission
events are organized in MBMS Download Sessions. Each session is started with aFile Delivery Table (FDT) instance,
which describes in this example each file within the MBM S Download Session in terms of file name and file type
(MIME Content Type). The service operator and the actual service would determine the timing of MBMS Download
Sessions.

Users of the download-based MBM S User Service are not required to recognize the MBM S Downloading process itself,
the reception may be happening completely in background. The user may be only informed about the completion of a
MBMS download and that there is new content available on the terminal. Depending on the service, the MBMS
Download session may require time-critical delivery of content.
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6.1.1 SDL diagram of the download delivery method for the MBMS UE

Figure 4 and figure 5 describes the operation of an MBM S download receiver. The MBM S UE performs the steps
described in the SDL diagram for each received Transport Object. An MBMS FDT may include a number of
transmission objects, each identified by a unique Transmission Object Identifier (TOI).

The SDL identifies four states of the MBMS UE. A brief description of these states follows:

The"standby" state reflects the state of the MBM S UE, in which MBMS download receiver isinitialized and
bound to one specific download channel (IP Multicast Address/Port plus Source Address). Note, the MBM S
bearer isnot in active state.

The"Object Reception” state reflects the state of the MBM S UE, in which the MBM S UE is receiving data for
transport objects. The Transport Object Identifier (TOI) identifies one transport object. The UE may receive FDT
Instance updates related to the object being downloaded, in which case it should update the corresponding
information for that object.

The"defer filerepair” state reflects the state of the MBM S UE, in which the MBM S UE deferring the file
repair request message. Deferring the file repair request message is described in clause 9.3.4 of
3GPP TS26.346 [6].

The "defer reception reporting” state reflects the state of the MBM S UE, in which the MBM S UE deferring the
file repair request message. Deferring the file repair request message is described in clause 9.4.4 of
3GPP TS 26.346 [6].
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Figure 4: SDL diagram for the file download process of the MBMS UE
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NOTE:  Statistical Reports for download are only sent, if either a "Close session flag" (see clause 7.2.6) is received

or a the "time to" value of the session description (from "t="in SDP) is reached or a UE decides to exit the
session.

Figure 5: SDL diagram for the reception reporting of the file download process of the MBMS UE

6.1.2  Transport of MBMS download data

This clause explains briefly how files are constructed for and transported during a FLUTE session.

The BM-SC takes afile, e.g. avideo clip or astill image, which is used as the transport object for FLUTE (see figure 6).
The BM-SC constructs source block by breaking the file into contiguous portions of approximately equal size. Each
source block is broken into source symbols. One or more encoding symbols are carried as the payload of aFLUTE
packet, thus the encoding symbol size must divide the FLUTE packet size. The target FLUTE packet size is configured
by the BM-SC and, together with the file size, is used to determine the encoding symbol length. Note that when FEC is
used with smaller filesit is often necessary to include several symbolsin each FLUTE packet. This means that the
FLUTE packets cannot be fixed at a specific arbitrary size by the operator, because they must be a multiple of the
number of symbols required per packet in size. Based on the transport object length, the encoding symbol length and the
maximum source block length, FLUTE calculates the source block structure (i.e., the number of source blocks and their
length).
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Figure 6: Constructing FLUTE packets

The BM-SC communicates the transport object length, the encoding symbol length and the file size to the receivers
within the FLUTE session transmission. Thus the receiver can also cal culate the source block structure in advance of
receiving afile.

The FLUTE packet is constructed from FLUTE header and payload containing one or more encoding symbols.

The distinction between file and transport object isthat the file is the object provided to the BM-SC and played-out or
stored at the MBM S UE. Within the scope of FLUTE sessions, content encoding may be used, for instance to compress
the file with gzip for delivery. In the presence of FLUTE session content encoding, the file and the transport object will
be different binary objects, and in the absence of content encoding the transport object will be identical to the file. Any
symbol calculations (including FEC) are performed on transport objects.

Filesize:

Target packet size (payload):
Maximum source symbols:
Minimum source block target:
Symbol alignment parameter:

EXAMPLE 1:

1 MB (1048 576 bytes)

500 bytes

8 192 (defined by FEC code)

1 024 (recommended by FEC code)
4 bytes

Based on the recommendations of 3GPP TS 26.346 [6], clause B.3.4.1, then the above parameters would lead to
1 symbol of 500 bytes per packet and the file would be treated as a single source block with 2 098 symbols.

EXAMPLE 2: Filesize:

Target packet size (payload):
Maximum source symbols:
Minimum source block target:

Symbol alignment parameter:

16 MB (16 777 216 bytes)

250 bytes

8 192 (defined by FEC code)

1 024 (recommended by FEC code)
4 bytes

Thiswould result in 1 symbol of 248 bytes per packet and the file being broken into 9 source blocks, 2 source blocks
will have size 7616 symbols and the remaining 7 will have size 7 517 symbols.

Filesize:

Target packet size (payload):
Maximum source symbols:
Minimum source block target:
Symbol alignment parameter:

EXAMPLE 3:

256 KB (262 144 bytes)

500 bytes

8 192 (defined by FEC code)

1 024 (recommended by FEC code)
4 bytes

Thiswould result in 2 symbols of 248 bytes each per packet and the file being treated as a single source block of

1 058 symboals.
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6.1.3 Repair Symbol Request

In 3GPP TS 26.346 [6], clause 9.3.3, on "Identification of Missing Datafrom an MBMS Download", it is stated that an
MBMS UE is able to identify the ES| values of required source and/or repair symbols that would complete the
reconstruction of a source block (of afile) and that the corresponding symbols can be requested from the server.
Especialy for the case when MBM S FEC scheme is used, the MBMS client should either:

1. identify aminimal set of source symbolsthat, combined with the already received symbols, allow the MBMS
FEC decoder to recover thefile; or

2. identify a number, r, of symbols such that reception of r previoudy non-received symbols will alow the MBMS
FEC decoder to recover thefile.

Option 1 (clause 6.1.3.1) is more appropriate if only very few symbols are lost as the signalling of only very few
symbolsis more efficient. In contrast, option 2 (clause 6.1.3.3) is appropriate in the case where a significant amount of
symbols are not available. To minimize the uplink traffic, sending only the initial symbol ESI and the amount of
requested consecutive symbols is more appropriate. The decision which option to use is up to the MBMS client.

For both options, example algorithms to determine a suitable set of repair symbols are presented in the following. For
option 1 the derivation of a minimum set of source symbols and for option 2 the derivation of a sufficient set of
consecutive repair symbolsis described based on theinitial matrix A as constructed in 3GPP TS 26.346 [6],

clause C.2.1. In both cases, a maximum Gaussian elimination as described below is performed on A. Then, the matrix is
virtually extended by those rows which, for option 1, represent the missing source symbols and, for option 2, a set of
consecutive repair symbols. Maximum Gaussian elimination is again performed on this new matrix. With appropriate
tracking of row and column labels this process allows finding an appropriate set of ESIsfor repair of the source block as
requested in 3GPP TS 26.346 [6], clause 9.3.3. Note that almost all parts of described algorithms can be included in the
regular FEC decoding process as specified in annex C such that the decoding complexity is minimized. Nevertheless,
the description of the following algorithmsis based on the unmodified matrix A.

6.1.3.1 Option 1: Determination of a minimum set of source symbols for repair

The following algorithm operating on matrix A, is used to determine a minimum set of source symbols for successful
recovery:

1. Assume c to be the column index vector of length L with labels such that column exchanges can be tracked,
e.g. for al i=0, ..., L-1 c[i]=i.

2. Apply the maximum Gaussian elimination process, as described below, to A, with tracking of column labels c.
The process returns matrices U and W as well as the modified column label vector ¢' of dimension L.

3. Generate an mby L matrix G', whereby mis equal to the number of non-received source symbols as follows.
Consider G| 1 to be the K by L generator matrix that corresponds to the outer LT encoder of the Raptor code

generating the first K encoding symbols according to figure 3GPP TS 26.346 [6], clause B.5.2.5.2-1. The matrix
G' is constructed from matrix G, + by deleting the rows corresponding to already received encoding symbols and

by exchanging the columns according to c'. In addition, the rowsin G' get assigned the corresponding ESIs and
these labels are tracked in v'.

4. A new decoding matrix A'is constructed in the following way:
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Figure 7: New decoding matrix A'

5. Inaddition, arow label vector v is generated by the vertical stacking of n and v', i.e. v=[nT v'T]T whereby n
represents a vector containing any rank(U)=dim(U) entries such that any label of n can be distinguished from
any label inVv'. In the remainder we assume n being an all -1 vector of dimension rank(U).

6. Apply the maximum Gaussian elimination processto A', as described in clause 6.1.3.3, with tracking of row
labels v. The process returns the exchanged row labels v*.

7. The ESIs of the encoding symbols forming a minimum set of repair symbols are obtained by the labelsin v*
which are not -1.

6.1.3.2 Option 2: Determination of a sufficient set of consecutive encoding symbols
for repair

The following a gorithm operating on matrix A is used to determine a sufficient set of consecutive encoding symbols
for successful repair:

1. Assume c to be the column index vector of length L with labels such that column exchanges can be tracked,
eg. fordli=0, ..., L-1 c[i]=i.

2. Apply the maximum Gaussian elimination process, as described below, to A, with tracking of column labels c.
The process returns matrices U and W as well as the modified column label vector c' of dimension L.

3. Assumethat R, is one higher than the largest ESI received and that Ry gq= Rigy+m-1. Generate an mby L

matrix G', whereby mis equal to or only slightly greater than the minimum number of missing repair symbols L-
rank(U) by vertically stacking rows that correspond to the outer LT encoder of the Raptor code for all ESI from

Rlow’ T Rhigh'
4. A new decoding matrix A'is constructed according to figure 7.

5. Apply the maximum Gaussian elimination processto A' which returns some different U and W as described in
clause 6.1.3.3.

6. If W isnot the empty matrix, then:
*  SetRyign= Rygntl

e Generatean 1 by L matrix G' constructed according to the outer LT encoder of the Raptor code for

e Goto4

7. the ESls of the encoding symbols forming a minimum set of repair symbols are obtained by requesting all
symbols with ESI from Ry, ., Ryign:
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6.1.3.3 Maximum Gaussian elimination

Assume that we have given any matrix X as well as possibly avector of row labels v or possibly a column label vector ¢
or possibly both. A maximum Gaussian elimination is an algorithm similar to standard Gaussian elimination, in which
the main diagonal is extended to its maximum limit, i.e., the number of 1sin the main diagonal after this algorithm has
been applied, correspond to the rank of the input matrix X, i.e., rank(X)..

To be more specific assume that matrix X is conceptually divided into 4 parts as shown in figure 8.

Figure 8: Conceptual division of X into 4 blocks

where U is a square-upper-matrix with 1sin the main diagonal and zeros below the main diagonal, Z is a zero matrix
and W and B are any arbitrary matrices with appropriate dimensions. Initially, U, W, and Z have dimensions such that
B=X.

I'n the maximum Gaussian elimination process, the matrix X and if present, the row label vector v and column label
vector ¢, are now processed and modified in the following way:

1. Partition the matrix X inU, Z, W, and B as shown in figure 8 such that U is a square-upper-matrix with 1sin the
main diagonal and zeros below the main diagonal, Z is azero matrix and W and B are any arbitrary matrices
with appropriate dimensions.

2. If B isthe zero matrix, the algorithm stops and returns matrices U and W, if v is present, the first rank(U)
components of v in some vector V', and if ¢ is present, the entire vector c.

3. Otherwise, B istransformed using row/column exchange(s) into a matrix with a 1 the in upper-left corner. The
following operations on B are allowed:

a) row exchange, accompanied by the exchange of row labelsin v, if present.
b) column exchange, accompanied by the exchange of column labelsin c, if present.

4. by means of row additions, the rows of B (except the first row) are eliminated, i.e. Os are produced in all rows of
the first column of B except for the first row.

5. the process restarts with the updated matrix X in 1.

6.1.4  On choosing the SDU size

This clause provides a simple analysis that suggests how to choose the SDU size. The crux of the analysisisto notice
that there is a fundamental tradeoff between two competing factors that suggest how to choose the SDU size. The two
factors are the relative length of the SDU header compared to the SDU size, and the SDU loss rate induced by PDU
loss. Generally the SDU header sizeisfixed by other considerations, and the PDU loss rate is determined by
characteristics of the underlying network. Given afixed SDU header size and PDU loss rate, making the SDU larger
means the header wastes less space per SDU, whereas making the SDU smaller means the SDU loss induced by PDU
lossis smaller. The MBMS FEC code has the property that data (which is a source file in the case of the file download
service or a source block in the case of the streaming service) can be recovered with high probability from the reception
of any set of encoding packets only dightly greater in length to the data, independent of packet |oss amounts or patterns.
The loss of SDUs has the same negative impact on wasted bandwidth in terms of delivering the data as the wasted (but
necessary) SDU header space. Thus, the god is to choose an SDU length so that the bandwidth wasted due to headers
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and SDU lossinduced by PDU lossis minimized. (It isimportant to note that thisis not trying to minimize total SDU
loss, only the contribution to SDU loss due to PDU loss. Other sources of SDU loss, e.g. cell change loss, cell
congestion loss, backbone loss, UE unavailable |oss, al independently contribute to bandwidth wastage but do not
affect the analysis of how to choose the SDU size based on bal ancing the header wastage against the PDU loss induced
wastage.)

6.1.4.1 Analysis

Let H be the SDU header size (which for example consists of the IPFUDP/FLUTE headers), let B be the PDU size and
let p be the PDU loss probahility, and all of these parameters are fixed. Let P be the overall SDU size (including
headers) that is to be set based on the fixed parameters. Let h = H/P be the fractional header wastage. For example, if

H = 44 bytes, P = 440 bytesthen h = 0.1. Let q be the SDU loss probability induced by PDU loss. To optimize the value
of P, one would want to choose the value of P to make h + g minimal. The contribution [1] derivesthe value of g asa
function of P and B and p. From 3GPP TR 21.905 [1], and using N-p as an upper bound on the probability that N PDUs
are lost, an upper bound on the value of qis (1+P/B)-p. The actual value of g isat least (1 - £/2) times this upper bound
when N-p < ¢ for N = cell (P/B)+1, and hereafter the upper bound for g will be used for the actual value of g. To
minimize h + g means setting P so asto minimize H/P + (1+P/B)-p, and thisis minimized by setting P = sqrt{ H-B/p} .
Let A=sgrt{ H-p/B} . The overall wastage for thisvalue of Pisthenh+q=p + 2:A.

The values of H and B are determined by the network and link layer protocols used for transport. For example, H = 44
bytes (IPFUDP/FLUTE headers) and B = 640 bytes for UTRAN or B = 30 bytes for GERAN. Note that if Robust
Header Compression is applied in the RAN then the value of H in these cal culations must be reduced accordingly.

The value of p may or may not be known, but it may be possible to heuristically roughly estimate the average value of p
and use thisto decide on the value of P.

Suppose for example H = 44 bytes, B = 640 bytes and p = 0.1. The computed value of P is 531 bytes, h = 0.083,
g = 0.183 and thus the overall wastage h + g = 0.266. As another example, suppose H = 44 bytes, B = 30 bytesand
p = 0.01. The computed value of P is 364 bytes, h = 0.121, q = 0.131 and thus the overall wastage h + q = 0.252.

The penalty for using avalue for p to determine P that islarger or smaller than the actual average PDU lossis that there
will be wasted bandwidth, either from a header too large if the value of p is estimated higher than the actual PDU loss
rate or from too much SDU loss induced by PDU lossif the value of p is estimated lower than the actual PDU loss rate.
If for example the actual PDU lossis p and the value used to compute P is S-p then the overall wastage will be

p + (sart{ 5} +sqrt{ L/} )-Ainstead of p + 2-A. Since the first term p is the same in both expressions, the ratio of the
second termsis an upper bound on the relative wastage of choosing an incorrect p value as afunction of g, and this ratio
is (sort{ g} +sart{ 1/} )/2. For example if f is anywhere in the range from %2 to 4 then the rel ative wastage is at most a
factor of 1.25 higher than it would be if p were estimated precisely, and typically the actual factor (when the first terms
are accounted for) islessthan 1.25. For example if H = 44 bytes, B = 640 bytesand p = 0.1 and § = ¥ (meaning that the
estimate of the PDU loss used to set the value of P isf-p = 0.025 whereas the actual PDU lossis p = 0.1) then the
chosen value of P is 1,062 bytes and the wastage is 0.1 + 2.5-A where A = 0.083, and thus the wastage is 0.307. If the
correct value of PDU loss were used instead to choose the value of P then P would be set to 531 bytes and the wastage
would be 0.1 + 2-A =0.266. Thus, the ratio of the actual to the idea wastageis 1.15.

6.2 Streaming delivery method

The MBMS Streaming Delivery Method aims at continuous transmission of data and the immediate play-out via the
display and/or the loudspeaker. Mobile terminals retrieve transmission details like Multicast IP Address, TMGI and the
used ports before the MBM S UEs can activate the reception. Upon interaction of the user and when all parameters are
known, the UE "tunesin" the transmission and stays until the user decides to leave the transmission. This can happen
before the transmission ends.

For Release 6 no dynamic bandwidth adaptation is foreseen. The transmission bandwidth is determined by the BM-SC
once and not changed during the life-time of the MBM S streaming session.
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7 Usage scenarios

7.1 Service Discovery/Announcement

Below an example for an aggregated service announcement document using multipart MIME type "multipart/rel ated"
(RFC2557) is described.

M ME-Version: 1.0

Content - Type: multipart/rel ated; boundary=D8119DDD2D264D4480E57277; type=" applicati on/ nbns-user-
servi ce-description+xm "

Content-Length: <length of the strean>

--D8119DDD2D264D4480ES57277
Cont ent - Type: application/ nbns-user-service-description+xmnl

<?xm version="1.0" encodi ng="UTF-8"?>
<bundl eDescri ption
xm ns="ur n: 3GPP: net adat a: 2005: MBVS: user Ser vi ceDescri ption"”
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"
xm ns: sv="urn: 3gpp: met adat a: 2009: MBVS: schemaVer si on"
xsi : schenmalLocat i on="ur n: 3GPP: net adat a: 2005: MBVS: user Servi ceDescri pti on USD-schena- Mai n. xsd" >
<user Servi ceDescri pti on servi cel d="ur n: 3gpp: 1234567890cool cat " >
<nane | ang="EN'>sonet hi ng i n engli sh</nanme>
<servi ceLanguage>EN</ servi ceLanguage>
<del i veryMet hod sessi onDescri pti onURI ="fragmentdir/sessionl. sdp">
<sv:delimter>0</sv:delimter>
<sv:delimter>0</sv:deliniter>
</ del i ver yMet hod>
<del i ver yMet hod
sessi onDescri pti onURlI ="fragnentdi r/ sessi on2. sdp"
associ at edPr ocedur eDescri pti onURI ="fragment di r/ procedur eX. xm ">
<sv:delimter>0</sv:delinter>
<sv:delimter>0</sv:deliniter>
</ del i ver yMet hod>
<sv:delimter>0</sv:deliniter>
<sv:delimter>0</sv:deliniter>
</ user Servi ceDescri pti on>
<sv: schenmaVer si on>2</ sv: schenaVer si on>
</ bundl eDescri pti on>

--DB8119DDD2D264D4480ES7277
Cont ent - Type: application/sdp
Cont ent - Locati on: fragnentdir/sessionl. sdp

v=0

o=ghost 2890844526 2890842807 IN | P4 192.168. 10. 10
s=3GPP MBM5 Streani ng SDP Exanpl e

i =Exanpl e of MBMS streanming SDP file
u=http://ww. i nfoserver. exanpl e. conl ae600

e=ghost @mi | server. exanpl e. com

c=INI1P4 224.1.2.3

t =3034423619 3042462419

b=AS: 77

a=nbns- node: br oadcast 123869108302929 1
a=source-filter: incl INIP6 * 2001:210: 1: 2: 240: 96FF: FE25: 8EC9
a=FEC- decl arati on: 0 encodi ng-i d=1

nrvi deo 4002 RTP/ AVP 97 96 100

b=TI AS: 62000

b=RR 0

b=RS: 600

a=rt pmap: 96 H263- 2000/ 90000

a=fntp: 96 profil e=3;|evel =10

a=framesi ze: 96 176- 144

a=rtpmap: 97 rtp-nmbms-fec-tag/ 90000

a=f nt p: 97 opt =96; FEI D=129; FI | D=12435; FOTI =" 1SCx WVEMNe397n24Swgy Rhg=="
a=rtpmap: 100 rtp-nbns-fec-synbol s/ 10000

a=f mt p: 100 FEI D=129; FI | D=12435; FOTI =" 1SCxWEMNe397n24SwgyRhg=="; ni n-buffer-ti ne=2600
nraudi o 4004 RTP/ AVP 99 98 101

b=AS: 15

b=RR 0

b=RS: 600

a=rt pmap: 98 AMR/ 8000
a=fntp: 98 octet-align=1
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a=rtpmap: 99 rtp-nbns-fec-tag/ 8000

a=fntp: 99 opt=98; FEI D=129; FI | D=12435; FOT| =" 1SCxV\EMNe 39724 Swgy Rhg=="

a=rtpmap: 101 rtp-nbms-fec-synbol s/ 10000

a=f nt p: 101 FEI D=129; FI | D=12435; FOTI =" 1SCxWEMNe397n24SwgyRhg=="; m n-buffer-ti me=2600

- - D8119DDD2D264D4480ES57277
Cont ent - Type: application/sdp
Content -Location: fragmentdir/session2.sdp

v=0

o=user 123 2890844526 2890842807 | N | P6 2201: 056D: : 112E: 144A: 1E24
s=Fil e delivery session exanple

i=More information

t=2873397496 2873404696

a=nbns- node: br oadcast 1234

a=FEC- decl arati on: 0 encodi ng-i d=128; instance-i d=0
a=source-filter: incl INIP6 * 2001:210: 1: 2: 240: 96FF: FE25: 8EC9
a=flute-tsi:3

mFappl i cation 12345 FLUTE/ UDP 0O

c=IN I P6 FF1E: 03AD: : 7F2E: 172A: 1E24/ 1
a=l ang: EN

a=FEC:. 0

--DB8119DDD2D264D4480ES7277—
Content - Type: application/ mbrs-associ at ed- procedur e-descri pti on+xm
Content - Locati on: fragnentdir/procedureX xmn

<?xm version="1.0" encodi ng="UTF-8"?>
<associ at edPr ocedur eDescri pti on
xm ns="ur n: 3gpp: et adat a: 2005: MBVS: associ at edPr ocedur e"
xm ns: sv="ur n: 3gpp: et adat a: 2009: MBMS: schenaVer si on"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"
xsi : schemaLocat i on="ur n: 3gpp: et adat a: 2005: MBVS: associ at edPr ocedur e associ at edpr ocedur e. xsd" >
<post Fi | eRepai r
of f set Ti me="5"
randonli nePeri od="10">
<servi ceURl >http:// nmbrsrepai r. operator. unts/</servi ceURl >
<servi ceURl >http:// nbnsrepairl. operator.unts/</serviceURl >
<servi ceURl >http:// nbnsrepair2. operator.unts/</serviceURl >
</ post Fi | eRepai r >
<post Recept i onReport
of f set Ti ne="5"
randoni nePer i od=" 10"
report Type="StaR-al | "
sanpl ePer cent age="100"
f or ceTi nel ndependence="0">
<servi ceURl >http:// nmbnsrepair.operator.unts/</serviceURl >
</ post Recepti onReport >
<sv: schemaVer si on>1</ sv: schemaVer si on>
</ associ at edPr ocedur eDescri pti on>

--D8119DDD2D264D4480ES7277- -

7.2 MBMS download delivery method

The MBMS Download Services use the functionality of the MBM S Download Delivery Method, although other user
services may also build on this delivery method. Users are informed, viathe Ul, that new information islocaly
available. However, thisis not a constraint or arequirement of an MBM S download user service. User notification and
user-interaction with the download process may or may not be part of a download application UI.

After the data transmission phase the MBM S User Service Receiver may request missing data from a" Associated-
Delivery Processing Server". Output of the MBMS Receiver isin case of the MBMS Download delivery method a
"file". The further processing of the received data and the proper presentation is not in scope of the present document. It
is assumed existing user play-out.

7.2.1 Example: Video clip download service use-case

7211 Use-case description

The UE has activated a video-clip distribution service. The service starts 5t of August 2005 and ends on 18" of
December (half football season). The UE receives every Saturday afternoon (during a time of 4 hours) approximately
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every 30 minutes avideo clip. The BM-SC has the Ipv4 address: 192.168.1.1 and uses the multicast |P address
224.20.20.4 for service distribution.

7.21.2 Announced Metadata Fragments

The MBMS User Serviceis active from the 5" of August until the 18th of December. The MBMS bearers are activated,
if thereisany video clip to distribute. Video clips are mostly distributed during weekends, seldom during the week.

To activate the video clip service, the client has received the following metadata fragments through a service
announcement procedure:

User Service Description Fragment:

<?xm version="1.0" encodi ng="UTF-8"?>
<bundl eDescri pti on
xm ns="ur n: 3GPP: net adat a: 2005: MBVS: user Ser vi ceDescri ption"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance"
xm ns: sv="ur n: 3gpp: et adat a: 2009: MBMS: schenaVer si on"
xsi : schemaLocat i on="ur n: 3GPP: et adat a: 2005: MBVS: user Servi ceDescri pti on USD- schema- Mai n. xsd" >
<user Servi ceDescription serviceld="urn: Vi deod i pDi str-1">
<del i ver yMet hod
sessi onDescriptionURI ="http://exanpl e. org/vi deocli p-distr.sdp"
associ at edPr ocedur eDescri pti onURI ="htt p: // www. exanpl e. conf def aul t -repai r-settings. xm ">
<sv:delimter>0</sv:deliniter>
<sv:delimter>0</sv:delimter>
</ del i ver yMet hod>
<sv:delimter>0</sv:deliniter>
<sv:delimter>0</sv:deliniter>
</ user Servi ceDescri pti on>
<sv: schemaVer si on>2</ sv: schemaVer si on>
</ bundl eDescri pti on>

Session Description Fragment:

v=0

o=user 123 3332188800 3343766400 IN I P4 192.168.1.1
s=VideoClip Distribution Service exanple

i =More information

t=3332188800 3343766400
a=nbns- node: br oadcast 1234
a=FEC- decl arati on: 0 encodi ng-i d=1
a=source-filter: incl INIP4 * 192.168.1.1
a=flute-tsi: 116

mFappl i cation 12345 FLUTE/ UDP 0O

c=IN | P4 224.20.20.4

b=64

a=| ang: DE

a=FEC. 0

The t= linesincludes the session start and session stop information. Session start is 3332188800 (== 5t of August
2005) and session stop is 3343766400 (== 18 of December 2005).

The User service description and the session description fragments are used to activate the MBM S bearer service with
multicast | P address 224.20.20.4 and TMGI 1234. The user service usesin this use-case an MBM S broadcast bearer
service. The bearer service remains active until the 18t of December.

File Repair Procedure Fragment:

The post delivery file repair procedure is configured with a back-off window of 40 seconds. It was assumed, that a
group of 5000 UEs need 10 kByte each of repair data, assuming that the file repair server can provide repair datawith a
capacity of 10 Mbps.

<?xm version="1.0" encodi ng="UTF-8"?>
<associ at edPr ocedur eDescri pti on
xm ns="ur n: 3gpp: et adat a: 2005: MBVS: associ at edPr ocedur e"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"
xm ns: sv="ur n: 3gpp: net adat a: 2009: MBVS: schemaVer si on"
xsi : schemaLocati on="ur n: 3gpp: et adat a: 2005: MBVS: associ at edPr ocedur e associ at edpr ocedur e. xsd" >
<post Fi | eRepair offsetTi me="5" randonili mePeri od="40">
<servi ceURl >http:// nmbnsrepair. operator.unts/path/repair-service</servi ceURl >
<servi ceURl >http:// nmbrsrepai r2. operat or. unts/ path/repair-servi ce</servi ceURl >
</ post Fi | eRepai r >
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<sv: schemaVer si on>1</ sv: schemaVer si on>
</ associ at edPr ocedur eDescri pti on>

7.2.1.3 Reception of a video clip

The download transmission session starts on the 7th of August 2005, 19:18h in this use-case. The download
transmission session contains only one FLUTE file delivery table (FDT), one file and an update of the Associated
Delivery Procedure Description (ADPD) instance. The size of the fileis 300 kbyte. The file transmission is FEC
protected using the MBMS FEC code. A redundancy overhead of 16 % is added to the file transmission. The FDT
instance and ADPD instance are not FEC protected because they are too small in size to benefit from FEC protection.
To ensure their reliable delivery, FDT instance and ADPD instance may be transmitted repeatedly.

Note that ADPD has critical information relevant to point-to-point file repair and delivery verification reports. If the
ADPD is sent in-band alone and is lost during in-band FLUTE transmission, then point-to-point file repair is not
possible. Hence it is recommended to provide adefault ADPD instance in User Service Description. The most recently
delivered configuration file takes priority. ADPD received in-band with the download session, overwrites earlier
received parameters. In this example, the update of the Associated Procedure Description instance contains the URI of
an additional repair server.

<?xm version="1.0" encodi ng="UTF-8"?>
<associ at edPr ocedur eDescri pti on
xm ns="ur n: 3gpp: et adat a: 2005: MBVS: associ at edPr ocedur e"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance"
xm ns: sv="ur n: 3gpp: net adat a: 2009: MBVS: schemaVer si on"
xsi : schemaLocati on="ur n: 3gpp: et adat a: 2005: MBVS: associ at edPr ocedur e associ at edpr ocedur e. xsd" >
<post Fi | eRepair offsetTi me="5" randonili mePeri od="40">
<servi ceURl >http:// nmbnsrepair. operator.unts/path/repair-service</servi ceURl >
<servi ceURl >http:// nmbrsrepai r2. operator. unts/ path/repair-servi ce</servi ceURl >
<servi ceURl >http:// nmbrsrepai r 3. operat or. unt s/ path/ repair-servi ce</servi ceURl >
</ post Fi | eRepai r>
<sv: schemaVer si on>1</ sv: schemaVer si on>
</ associ at edPr ocedur eDescri pti on>

FDT Instance #10 VideoQip-10.3gp ADPD Inst
(file #0) (file #1) (File #2)
| >
7th of August 2005 time
19:18h

Figure 9: Delivery of video clip

The FLUTE File delivery tableis transmitted using the Transport Object ID number 0. The BM-SC starts sending the
FLUTE FDT packets at 19:18h.

The TSI and the TOI fields are set to 16bit respectively. The TSI value for the session is 116. TOI value for FLUTE
FDT packetsis 0. The length of the FDT Instance object is 681 byte. The Compact No Code FEC isused for FDT
transmission. The symbol length is set to 512 byte. Maximum source block length is set to 1000.

The FLUTE packet headers, which are used to forward the FDT are depicted below. All valuesin decimal:

0 1 2 3
01234567890123456789012345678901
B T e T e S T sl ik T s I S SR S S S S S S S S i =
| 0001 | 00| 00|0| 00|1]|0|O0]|0|O0| 8 | 0 |
i i s Sl S R i T i S i S

0
!l--+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+—+—+—+—+—+—+—+—+—+—+—!l-
116 | o |
i T T ST I i S S i i S S e e
HET = 64 | 4 | I
i S R i I S S S S +
681 |

— Y — +—
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Figure 10: FLUTE FDT packet header

The FLUTE File Delivery Table instance for this use-case is depicted below. The FDT instance expires on the
7th of August 2005, 19:58:46h (3332430520 in NTP format).

<?xm version="1.0" encodi ng="UTF-8"?>
<FDT- | nst ance
xm ns="urn: | ETF: net adat a: 2005: FLUTE: FDT"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"
xm ns: sv="ur n: 3gpp: et adat a: 2009: MBMS: schenaVer si on"
xsi : schenmalLocat i on="urn: | ETF: net adat a: 2005: FLUTE: FDT FLUTE- FDT- 3GPP- Mai n. xsd"
Expi r es="3332430526" >

<File
TO ="1"
Content - Locati on="http://ww. exanpl e. conl bundesl i ga/ Vi deod i p- 10. 3gp"
Cont ent - Type="vi deo/ 3gpp"
FEC- OTI - FEC- Encodi ng- | D="1"
Tr ansf er - Lengt h="307200"
FEC- OTl - Encodi ng- Synbol - Lengt h="256"
FEC- OTl - Schene- Speci fi c- | nf o=" MDAWMI Ay MDQ=" >
<sv:delimter>0</sv:deliniter>
<sv:delimter>0</sv:deliniter>

</File>

<File
TO ="2"
Content - Locati on="http://ww. exanpl e. conf bundesl i ga/ adpd-i nst.xm "
Cont ent - Type="appl i cati on/ mbns associ at ed- procedur e-descri pti on+xm "
FEC- OTI - FEC- Encodi ng- | D="0"
Tr ansf er - Lengt h="520"
FEC- OTI - Maxi mum Sour ce- Bl ock- Lengt h="2"
FEC- OTl - Encodi ng- Synbol - Lengt h="512">
<sv:delimter>0</sv:delimter>
<sv:delimter>0</sv:delimter>

</File>

<sv: schemaVer si on>2</ sv: schemaVer si on>

<sv:delimter>0</sv:delimter>
</ FDT- | nst ance>

The FEC Encoding ID field identifiesthe MBM S FEC scheme (i.e. Raptor Code). Thevalue"1" isassigned by IETF to
the Raptor Code.

The value of the FEC scheme specific info is base64 Binary encoded. The base 64 value "MDAWMTAyMDQ="
decodes to 0x10204hex (Z =1; N =2; A = 4).

The FDT expiration time (i.e. "expire" attribute) is an unsigned integer representing the time in seconds relative to 0
hours 1 January 1900 (i.e. the 32 most significant bits of a 64 bit Network Time Protocol (NTP) time value). If aUE is

not time synchronized with the mobile network, then the UE must calculate an expiration time, which isrelative to the
reception of the FLUTE FDT packet.

7.21.4 File Repair procedure

Thefile correction use case is based on the file reception use-case described in clause 7.2.1.3.
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The post delivery file repair procedure (i.e. one possible associated delivery procedure) is configured with a back-off
window of 40 seconds. It was assumed, that a group of 5 000 UEs would need 10 kByte each of repair data, assuming
that the file repair server can provide repair data with a capacity of 10 Mbps.

<?xm version="1.0" encodi ng="UTF-8"?>
<associ at edPr ocedur eDescri pti on
xm ns="ur n: 3gpp: et adat a: 2005: MBVS: associ at edPr ocedur e"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance"
xm ns: sv="ur n: 3gpp: et adat a: 2009: MBMS: schenaVer si on"
xsi : schemaLocat i on="ur n: 3gpp: et adat a: 2005: MBVS: associ at edPr ocedur e associ at edpr ocedur e. xsd" >
<postFi | eRepair of fsetTi me="5" randonili mePeri od="40">
<servi ceURl >http:// nmbrsrepair. operator. unts/path/repair-servi ce</servi ceURl >
<servi ceURl >http:// nmbnsrepair2. operator. unts/path/repair-service</servi ceURl >
<servi ceURl >http:// nmbnsrepair 3. operator. unts/path/repair-service</servi ceURl >
</ post Fi | eRepai r >
</ associ at edPr ocedur eDescri pti on>

The following table is created assuming the recommended MBMS FEC parameter configurations.

File-Size 300 kbyte
FEC Overhead 16%

Z (Number of Source Blocks) 1

N (Number of sub-blocks) 2

A (Alignment factor) 4

P (Payload size) 512 byte
G (Symbols per packet) 2

T (Symbol Size) 256 byte
Generated Source Packets 600
Generated Repair Packets 96

UE_A:

It isassumed that UE_A switched from avery good coverage to almost no coverage 20 seconds before the transmission
ended. It isassumed for UE_A, that a user enters a subterranean garage or a sub-way station while receivingan MBM S
download transmission session.

The UE_A missesthelast half of the MBMS transmission, thus packet 348 until packet 696 are lost. Thefile
transmission was organized such that the repair packets are transmitted after the source packets. Thus, a part of the
source and al repair packets are lost. Since there are two symbols per packet, the corresponding start ESI of the lost
packetsis 696.

After the FDT instance has expired (thus 46 seconds after receiving the FLUTE FDT packet), the UE_A startsthefile
repair procedure with calculating the procedure back-off time.

Backoff-time=rnd() x40s+5s

The UE_A sdlects randomly one server URI from the Associated delivery procedure. In this use-case the UE chooses
the second server URI: http://mbmsrepair2.operator.umts.

For this use-case the rnd() function has returned "0.275" as result. Thus, the UE defers the opening of the TCP
connection to the host mbmsrepair2.operator.umts by 16 seconds. As soon as the TCP connection is established, the UE
sends the following HTTP GET request to the file repair server.

The File Repair request line:

GET http://mbmsrepair2.operator.umts/path/repair-
service?fileURI=www.example.com/bundesliga/VVideoClip-10.3gp& SBN=1;ESI=696-1198
HTTP/1.1

Since the MBM S UE has successfully received the first part of the source block, it needsto request only the remaining
part of the source block to completely recover the file. The MBMS FEC decoder need not be invoked in this example.

The UE_A getsthe remaining parts of the file as response.

UE_B:
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UE_B switched from avery good coverage to almost no coverage 20 seconds before the transmission ended and re-
entered good coverage 15 seconds later.

The UE_B thus misses packets 348 to packet 607 (inclusive). The file transmission was organized such that the repair
packets are transmitted after the source packets. Thus, a part of the sourceislost (i.e. 251 source packets), but most
repair packets have been received (i.e. 88). The total number of received packetsis 435 and since there are two symbols
per packet, then 870 symbols have been received.

After the FDT instance has expired (thus 46 seconds after receiving the FLUTE FDT packet), the UE_A startsthefile
repair procedure with calculating the procedure back-off time.

Backoff-time=rnd() x40s+5s

The UE_B selects randomly one server URI from the Associated delivery procedure. In this use-case the UE chooses
the second server URI: http://mbmsrepair2.operator.umts

For this use-case the rnd() function has returned "0.275" as result. Thus, the UE defers the opening of the TCP
connection to the host mbmsrepair2.operator.umts by 16 seconds. As soon as the TCP connection is established, the UE
sends the following HTTP GET request to the file repair server.

A minimum of 330 additional symbols are required to ensure successful decoding of the file. The UE should use one of
the algorithms defined in clause 6.1.3 to determine arange of ESIs that will result in successful reception. In this case,
the UE determines that an additional 12 symbols (1 %) will be sufficient to ensure recovery. The UE thus regquests an
additional 342 symbolswith ESIs of 1 392 (one greater than the highest ESI received) or above.

The File Repair request line:

GET http:// mbmsrepair2.operator.umts/path/repair-
service?ileURI=www.example.com/bundesliga/VideoClip-10.3gp& SBN=1;ES|=1392+342
HTTP/1.1

UE_B receives the repair symbolsin response and can thus decode the file. Note that the UE is not permitted to request
all missing source symbols, since thiswould result in an unnecessary load on the repair server (in this case
504 symbols).

7.2.2 The usage of the MBMS session Identity in file download delivery

7.22.1 Introduction

The MBMS Identity field can be used by the BM-SC and terminal to establish an n-to-m mapping between the files of a
file download sessions and their corresponding MBM S bearer sessions over which the files are transported.

According to 3GPP TS 23.246 [4], the UEs are notified about the starting (or ongoing) data transmission through
MBMS notification procedure (see the example of GERAN in figure 11). Both the TMGI and an optional Session ID
are paged to the terminal's, independent of their current state (idle or connected), to inform them about the starting data
transmission. The UEs use the TMGI and the Session ID to decide whether they are interested in the MBM S session or
not. In case of session repetitions, the BM-SC assigns the same TMGI and Session ID to the MBM S session. This
allows the UEs to recognize that the session is repeated and decide not to receive the data in case they already received
it correctly.

The usage of the Session ID field is optional. Both UE and BM-SC may decide to ignore the Session ID field. The UE
will then assume that the MBM S session is a new session and make its decision independently. The BM-SC may decide
not to use the Session ID field, in which case it will not signal it to the UEs within the FDT nor during the notification.
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(PACKET) PAGING REQUEST (Optiona pre-notification)
B 11
- Session ID

(PACKET) PAGING REQUEST
Ve

- Session ID

- Perform counting

- No MBMS PTM channel assigned

(PACKET) CHANNEL REQUEST

PACKET UPLINK ASSIGNMENT/ IMMEDIATE ASSIGNMENT
< - Packet Control Parameters

- Frequency Parameters

- TBF Starting Time

- Timing Advance

- Packet Request Reference

MBMS SERVICE REQUEST

MBMS ASSIGNMENT

Figure 11: Notification process in the GERAN

The BM-SC usesthe FDT of afile download session to indicate for afile or afile group the Session ID value of the
MBMS session to carry the file(s). The UE establishes a table to save the mappings between the Session IDs and the
files. Each record has a validity time, which is signalled by the "MBM S-Session-Identity-Expiry” in the FDT-Instance.
This expiry time appliesto all MBMS Session Identity values declared in the same FDT Instance.

In the following we give some examples of the usage of the MBM S Session I dentity.

7222 Example 1: Usage of the Session ID to detect repetition

Figure 12 depicts the scenario where the terminal receives a notification about a pending MBMS bearer session with
session ID value 5. The UE is not aware of the content of the new bearer session, so that it assumes that it isinterested
in that session. Hence, the UE replies to the notification message to declare to the network that it will receive the data
over that MBMS bearer session (which isidentified by the TMGI and the Session ID).

Later on, during the download delivery session, the BM-SC decides to retransmit the same files and then uses the same
Session ID. Inthe FDT of the repeated transmission, the same files are declared to belong to the same bearer session.
The UE is notified about the new session using the paging information. The UE detects that it has aready seen and
received the files of that MBM S bearer session correctly. Hence, it decides not to reply to the paging messages and will
not receive the corresponding data.
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Download Delivery Session
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Figure 12: Example of the usage of the Session ID
7.2.2.3 Example 2: Declaration of files of a different MBMS bearer session in the
FDT

Figure 13 depicts the scenario where the BM-SC sends an FDT Instance that declares files, which are sent over a
different MBMS bearer session. Although file #2 itself is not sent over MBM S bearer session #3, it is declared in the
FDT Instance. The UE will detect this and will know the content (or a subset of it) of aforthcoming MBMS bearer
session with the Session ID 5.

Download Delivery Session

A
.( FDT 1 : _ FDT 2 : _ \
| files: 1 (SID=3), 2 (SID=5) | 16 #1,SID=3 |- files: 2 (SID=5) | File#2,SID=5 ;
MBMS bearer session #3 MBMS bearer session #5
| A Time
_ Py, »
g8
S<
8 o
=
Sl
i3
[

Figure 13: Example of an FDT that declares files of a different FDT
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7224 Example 3: Declaration of files of an MBMS bearer session in several FDT
Instances

Figure 14, the example of splitting the declaration of files carried over agiven MBMS bearer serviceis split over

several FDT Instances. It al'so showsthat if one of the FDT Instances and the corresponding files are lost, the UE will

not be aware about the full content of the MBM S bearer session. This may lead to awrong behaviour of the UE, in that
it may decided not to receive session repetitions, assuming that it correctly received all files.

It is hence recommended that asingle FDT Instance is used to declare al filesto be carried over the MBM S bearer
session.

Download Delivery Session

AL
( - )
i FOT1 ) biest | FOT2NHemo | e FOT1 | Fie#1 | FPT2 | Fie o ;
: files: 1 flles.g/ files: 1 files: 2 :
' 7 S |
MBMS bearer session #3 MBMS bearer session #5

| % Time
g z >

53 )

H< =

g % 8

55 5

S % S

v v

Figure 14: Example of several FDT Instances declaring files for a given MBMS bearer session

7.2.3 Partial File Delivery from MBMS Receiver to DASH Client

7.23.1 Introduction

This clause describes a means for using the HTTP 1.1 protocol (RFC 2616 [19]) to support delivery of an incomplete or
partially recovered file by the MBMS download delivery service receiver, to a client application capable of consuming
such partial content. It involves MBMS download delivery of DASH-formatted content [20], whereby the MBMS
receiver then provides that content to arequesting 3GP-DASH client [21]. There can be different methods to integrate
MBMS reception with a DASH client. The implementation model of concern isthat of the DASH client issuing
standard HTTP 1.1 requests that are intercepted by the MBMS receiver, which in turn responds to those requests. In the
scope of the following discussion, the MBMS receiver in the UE isreferred to asa'server'l. Itisalso possible to use
APIs, or other protocol interfaces, as alternative integration methods.

7.2.3.2 Overall Mechanism

Taking into account the assumptionsin the previous sub-clause, delivery of awhole or partialy recovered file from the
MBMS download delivery service receiver (or simply "server") to the client application (or ssmply "client") may be
performed using HTTP/1.1 request and response messages [19]. In this case, the client uses the normal GET or partial
GET message to reguest delivery of the target file, in whole or in part(s), from the server. Consequently, the server

1The specific server roleis that of a proxy-server, as opposed to origin-server.
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deliversin the response message body the content datain fulfillment of the client"s request, if possible. The client may
expressitsintent for content acquisition from the server as one of two types:

a) theclient may indicate to the server that it wishesto either obtain a subset of the file in the form of asingle
byte range or multiple byte ranges, or the entire file, but does not wish to be delivered a subset of the
requested content in the response, or

b) the client may indicate to the server that it iswilling to accept, in the response, a subset of the requested
content, represented as one or more pairs of byte ranges, each pair being identical in value, and that value
differs from and does not overlap the range of any other pair.

Signaling of the different client intentions should make appropriate use of the 'Range’ header field [19] in the request
message. For type (@), the client request should be either anormal GET, or a partial GET containing a single or
multiple byte range, in which case, the server should either deliver exactly the same content as requested, or nothing, in
the response message. For type (b), the client request should be a partial GET which includes at least one pair of
identically-valued byte ranges, and may include additional pairs of ranges whose values are duplicates within the pair,
but are unigue and non-overlapping with any other pair. In the case of the type (b) request, the server may return the
entirety of the requested content, a portion thereof in the form of one or more byte ranges, or nothing. In the casethe
server returns a subset of a particular requested range, that subset may comprise one or more ranges, asindicated by the
Range header associated with the "206 Partial Content” status code. These are described in more detail in sub-clauses
7.2.3.3and 7.2.3.4.

7.2.3.3 Client Request

Depending on the type of MBMS service and nature of the content, the client is assumed to have knowledge of the
corresponding file URI (e.g. from the Schedule Description metadata fragment of the USD, the MPD, a Web page
associated with the MBM S service, etc.). Identification of byte range(s) to be retrieved will employ the Range header
field, by appropriate coding of the 'byte-range-spec’, defined in [18] as "first-byte-pos '=' [last-byte-pos]"”.

e For atype (a) request, the client will identify the target file resource by its HTTP-URL in the normal GET
or partial GET request. Inthe case of partial GET, the client will include either a single byte-range or
multiple ranges to identify the desired sequence(s) of bytes within the resource.

e For atype (b) request, if the client"srequest is for the entirefile, it should set byte-range-spec to either the
value "bytes=0-,0-", or "bytes=0-Z,0-Z", if it knows Z to be the length of the file. If the client is requesting
abyte range A-B of thefile, it will set byte-range-spec to the value "bytes=A-B,A-B". If theclientis
requesting the byte ranges A-B, E-F and X-Z of thefile, it will set byte-range-spec to the value "bytes=A-
B,A-B,E-F,E-F,X-Z,X-Z".

As an example, assume that the target file correspond to a DASH Segment identified by the following HTTP-URL :
http: //ww. exanpl e. conl Peri od-2012-11- 05T08- 45- 00/ r ep- xyz12345/ seg- 777. np4, and is
1.5MB insize. If the client wishesto obtain bytes 101000 through 800000 of this file, and is willing to accept a subset
of that block delivered as one or more ranges, it would include the following linesin the HTTP GET request:

GET /Period-2012-11-05T08-45-00/rep-xyz12345/seqg-777. mp4HTTP/ 1. 1
Host: www. exanpl e. com
Range: byt es=101000-800000, 101000- 800000

7.2.3.4 Server Resonse
The server response will depend on the type of client request:
Type (8):

e |f the server receives vianormal GET arequest for an entire file, then depending on the availability at the
server, it should return to the client either the entire file, or nothing with an appropriate HTTP status code,
typically 404.
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o If the server receivesviapartial GET arequest for a single byte range (which could be for either a portion
of or the entire file), then depending on the availability at the server, it should return to the client either the
entire byte range or nothing with an appropriate HT TP status code, typically 404.

o |f the server receives viapartial GET arequest for multiple byte ranges (the union of which could represent
either a portion of or the entire file), then depending on the availability at the server, it should return to the
client either the entire byte ranges, or nothing with an appropriate HT TP status code, typically 404.

Type (b):

o |f the server receives viapartial GET arequest listing exactly two byte ranges with the same value, then
depending on the availability at the server, it should return either the entirety of the requested content, a
portion thereof in the form of one or more byte ranges, or nothing with an appropriate HTTP status code,
typically 404.

o |f the server receives viapartial GET arequest listing multiple pairs of byte ranges, each pair being
identical in value, but for which the values are unique and non-overlapping across pairs, then depending on
the availability at the server, it should return either the entirety of the requested content, a portion thereof
for each range in the form of one or more byte ranges, or nothing with an appropriate HTTP status code,
typically 404.

Assuming the same client request example in sub-clause 7.2.3.3, in which the client requests bytes 101000-800000, and
includes this range twice in the request. Further assume the server has available only bytes 101000-200000, 300000-
400000 and 600000-800000 when receiving the request. In its response message associated with the status code " 206
Partial Content",the corresponding subsets of the requested content would be placed in the entity body of the
response, with the Range header encoded as follows:

Range: bytes=101000- 200000, 300000- 400000, 600000- 800000

7.2.4 Communication between MBMS Client and DASH Client

7241 Introduction

When a DASH Presentation is delivered over MBMS, the BM-SC may only make a selected set of Representations
available over MBMS (e.g. only one Audio and one Video Representations). By offering the content over MBMS, the
operator wishes to reduce the unicast traffic related to that Presentation to a minimum. However, this cannot be
achieved by solely relying on the DASH client to pick the Representations that are delivered over MBM S intuitively. A
communication channel and a message are defined to enable inter-operable communication between the MBMS client
and the DASH client.

7.24.2 SAND Message for MBMS Operations

7.2.4.2.1 Common Message

The SAND Message for MBM S Operations (SAMMO) is a message that contains data to be sent to a 3GP-DASH client
to provide dynamic information from the DANE for DASH client operation. In the context of clause 7.2.4, the MBMS
receiver performs the role of the DANE. Also in the case of MBMS, the MBMS receiver acting as the DANE may be
colocated with the DASH client, on the same device, or reside in a separate device.

The SAMMO isan XML-document that is formatted according to the XML schema provided below.
The MIME type of the SAMMO is'appl i cat i on/ 3gpp- samo+xni "
The SAMMO delivery isdiscussed in clause 7.2.4.3.

In order to signal the status of certain resources identified by a Base URL or a Representation identifier, Table 7.2.4.1
provides certain messages.

The semantics are provided in Table 7.2.4.1, the XML schemais provided below.
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xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
"urn: 3gpp: samo: 2014" >

<xs: annot ati on>

<xs: appi nf 0>SAND Message for MBMS Qperati ons</ xs: appi nf o>

</ xs: annot at i on>

<l-- SAWO nmin
<xs: el ement

<!-- SAWDO Type -->
<xs: conpl exType

<XS: sequence>
<xs: el ement
<Xs:any

</ xs: sequence>

el ement -->

SAMMO " SAMMOTy pe" / >
" SAMMOType" >
" St at us” " St at usType" "o
" ##ot her" "l ax" "0"

</ xs: conpl exType>

<I-- Status Type -->
<xs: conpl exType

" St at usType" >

<Xs:sequence>
<xs: el ement
<xs: el ement
<xs: el ement
<Xs: any

</ xs: sequence>

<xs:attribute

<xs:attribute

<xs:anyAttribute

"Resour ceSt at us"
"Bitrate"

"Resour ceSt at usType"
"BitrateType" "o

"Avail abi l'ityTi neOf f set™ "xs:integer"
" ##ot her " "l ax" "o"
"baseURL" "xs:anyURl "/ >
"repld" "xs:string"/>
" ##ot her " "lax"/ >

</ xs: conpl exType>

</ xs: schena>

Name Type Cardinality Description
St at us O0...N
@aseURL anyURI CM Provides the base URL for
the associated resources, i.e.
Either the the status holds for all
@aseURL or the resources referenced by this
@ epi d shall be base URL.
present.
@epld String CM Provides the value for the
representation id, i.e. status
Either the holds for all resources
@aseURL or the associated to a
@ epi d shall be Representation with the value
present. of the parameter.
Resour ceSt at us See 7.2.4.2.2 0..1 Provides a resource status as
defined in 7.2.4.2
Bitrate See 7.2.4.2.3 0..N Provides a resource status as
defined in 7.2.4.3
See 7.2.4.2.4 0..1 Provides a resource status as
Avail abilityTi meOf f Set defined in 7.2.4.4
<?xm version="1.0"?>
<xs: schema "urn: 3gpp: samo: 2014"
“unqual i fied" "qualified"

"unbounded"/ >
"unbounded"/ >

"ot/ >

"unbounded"/ >

"0"/ >
"unbounded"/ >
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The DANE provides information to the DASH client about the availability and status of certain resources associated to
the base URL or the Representation id. This may for example be because the resourcesis being delivered over MBMS
and are expected to be selected by the DASH client regardless of the decision of the rate adaptation algorithm. The
message may include status information about the (un)availability of the resources.

The message expresses the status of the resource access at the current time. The DASH client should assume that this
status persists until it isinformed about a change of the status.

The semantics are provided in Table 7.2.4.1, the XML schemais provided below.

Table 7.2.4.2 Resource Status

Name

Type

Cardinality

Description

Resour ceSt at us

@status

enum M

Provides the status of all associated
resource to the base URL or
Representation, which can be avai | abl e,
unavai | abl e or cached. Cached refers
to the case that the resource is cached in
the DANE. Avai | abl e means that a
request is expected to be responded with a
2xx code and unavai | abl e means that it
is expected that the response would result
in a 4xx code.

@reason

string O

Provides some textual information of the
reason, e.g. 'you are in broadcast mode'.

<! —Resource Status --

<xs: conpl exType
<xs:sequence>
<Xs:any
</ xs: sequence>
<xs:attribute
<xs:attribute
<xs:anyAttribute
</ xs: conpl exType>

>
"Resour ceSt at usType" >

" ##ot her"
"status" "xs:string"
"reason" "xs:string"
" ##ot her"

" ax"

"required"/>
/>
"lax"/ >

"o "unbounded"/ >

7.24.2.3

Bitrate Characteristics

The network provides information to the DASH client about the bitrate characteristics of the network. This may for
example be used in case some QoS is provided on the access link between the DANE and the DASH client or if the data
iscached inalocal device. This message may apply in the case the MBMS client is located in a different device from
the DASH client, and communicate with the DASH client via a network, e.g. WiFi.

The message expresses the bitrate characteristics of the network at the current time. The DASH client should assume
that this status persists until it isinformed about a change of the status.

The semantics are provided in Table 7.2.4.3, the XML schemais provided below.

Table 7.2.4.3 Bitrate Characteristics

Name

Type

Cardinality

Description

Bitrate
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Characteristic 1...N Provides bitrate characteristics

@br unsi gnedl nt M Specifies a guaranteed bitrate in bit/s.
Provides the guarantee for the bitrate in a
sense that the download time of a resource of
size S bytes and from receiving the first byte
to receiving the last byte is at most S*8
divided by the value of the attribute. This
guarantee is provided with the value of the
below percentage of certainty and holds for a
request from the DASH client w/o any other
concurrent HTTP requests.

@er cent age unsi gnedl nt oD specifies the certainty of the above guarantee
expressed as a percentage from 0 to 100.
default=100
<!-- Resource Status -->
<xs: conpl exType "BitrateType">
<Xs: sequence>
<xs: el ement "Characteristic" "CharacteristicType" "unbounded"/ >
<Xs:any " ##ot her" "l ax" "o "unbounded"/ >
</ xs: sequence>
<xs:anyAttribute " ##ot her" "l ax"/>
</ xs: conpl exType>
<xs: conpl exType "CharacteristicType">
<Xs: sequence>
<Xs:any " ##ot her" "l ax" "o" "unbounded"/ >
</ xs: sequence>
<xs:attribute "gbr" "xs:unsi gnedl nt" "required"/>
<xs:attribute " per cent age" "xs: unsi gnedl nt" "100"/ >
<xs:anyAttribute " ##ot her" "l ax"/>
</ xs: conpl exType>

72424 Availability Time Offset

Offsets affect the availability of segments of a particular Representation or particular networks. Thisistypically the
result of the different paths and processing operations that the Segments of the Representation that is sent over MBM S
undergo compared to the segments of Representations that are delivered over the unicast channel. Also unicast channels
may see different delays. The intention is to adjust the segment availability start times to the new path and bring the
DASH client to a correct operation point. This availability offset may be positive or negative and should be taken into
account by the DASH client to avoid buffer underflows when switching between Representations and also to avoid 404
messages as much as possible.

The message expresses the status of the network at the current time. The DASH client should assume that this status
persists until it isinformed about a change of the status. The DANE should avoid significantly changing the parameters
for one resource as it may result in scheduling/playback problemsin the DASH client.

The semantics are provided in Table 7.2.4.4.

Table 7.2.4.4 Availability Time Offset

Name Type Cardinality Description

Avail abi lityTi meCf f set Integer | 0...1 Provides the offset in milliseconds that
needs to be applied to the segment
availability start time of the resources
accessible through the indicated
location or representation identifier.
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7.24.3 Message Channel

7.24.3.1 General
The following scenarios are considered for exchange between the DANE and the DASH client.

e Client assistance: A scenario for which the message is provided as auxiliary information for the client, but
the service will be continued even if the client ignores the message. Thisis for example the case when the
service provider provides information on the availability of additional networks that may be accessed by
the DASH client to request the content. For example protocols and methods, see clause 7.2.4.3.2.

e Client Enforcement: A scenario for which the client requires to act, the network provides suitable
alternatives for future requests. The DANE cannot or is not willing to respond to the request with avalid
resource, but provides suitable alternatives. For example protocols and methods, see clause 7.2.4.3.3.

e Error Cases: A scenario for which the client isinformed that the request is not valid and the network
provides the reason and possible resolutions for the problem. The DANE cannot respond to the request
with avalid resource. For example protocols and methods, see clause 7.2.4.3.4.

7.2.4.3.2 Assistance

For assistance, a suitable method is the use of a dedicated HTTP header field that indicates a notification that the DANE
has SAMM O messages to send to the DASH client. Upon receiving an HTTP entity that contains the SAMMO header
field inits entity head, the DASH client issues a GET request to the indicated element to receive the SAMMO message.

We propose the following ABNF syntax for the header field:
SAMMO- header-field = "X-3GPP-SAMMOD' ":" el enent - addr ess
el ement - address = absol ut e- URI

Thefield absol ut e- URI takesthe syntax from RFC3986 [24]. he SAMMO header field provides the URI to the
SAMMO message that isto be fetched by the DASH client using an HTTP GET method.

7.2.4.3.3 Enforcement
For enforcement, a suitable method is the use of a 300 Multiple Choices response with the following details:

e theresponse include an entity containing a SAMMO message as defined in clause 7.2.4.2. The entity
format is specified by the media type given in the Content-Type.

e Theresponse should not include the Location field to avoid the use of the Location field value by the user
agent for automatic redirection.

Thisresponse is cacheable unless indicated otherwise.

7.2.4.3.4 Error Case

For error cases, a suitable method is the use of a suitable 4xx error code. The response may include a SAMMO message
from which the client can deduce the reason for the error code and potentia resolution of the problem.

7.2.5 Proxy-Based Interaction Between MBMS Receiver and DASH Client

7.25.1 Introduction

This clause describes a means for the use of HTTP 2xx Successful and 300 Redirection status codes as described in
RFC 7231 [22], to enable the MBMS client, acting as an HT TP proxy, to mediate Segment requests from the DASH
client. The HTTP proxy is also referred as DASH-aware Network Element (DANE). The assumed operational context,
in accordance to the description in sub-clause 7.6 of TS 26.346 [6], is asfollows:
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e A DASH-over-MBMS service with unicast fallback is provisioned,

e The DASH client has obtained an MPD, from the MBMS client (received over FLUTE asaMedia
Presentation Description fragment), which declares the entirety of available Representations of the Media
Presentations of the DASH-over-MBMS service, and whereby one or more Representations are delivered
over the MBM S bearer(s) and one or more Representations are delivered over the unicast bearer;

e TheUSD containsinformation that enablesthe MBMS client to determine the transport mode (broadcast
and/or unicast) of any given Segment request from the DASH client, and the presence of identical or
alternative version(s) of the requested content by transport mode.

In addition, it is assumed that the UE implements the HTTP/1.1 interface between the DASH client and the MBM S
client, the latter entity containing a HT TP proxy/cache function. Such UE architecture is shown below in Figure 15,
which isaduplicate of Figure 4.2.1-1in TR 26.848 [23].

Encoding and

: DASH client
DASH formatting TS 26.346-defined
interface y
HTTP/1.1 —
USD (pre Rel-12 MPD + Y
Rel-12 MPD ) _
Broadcast Segments over FLUTE .
BM-SC and HTTP (I\'/\IIIIBI:/I“:rSeEeIeI'e::+
[\
server (e.g. proxy) FLUTE cache +

functions
. HTTP proxy server)
Unicast Segments

| HTTP/11

A
Y

Figure 15: UE architecture employing HTTP/1.1 interface between MBMS client and DASH client

Different HTTP responses may be provided by the MBMS client to the DASH client's request for Segments, in
accordance to specific applicable conditions such as operator policy, whether the UE is currently located inside or
outside of MBMS coverage area at the time of the content request, the avail able Representation(s) by transport mode,
and whether those Representations are idential or alternative version of the requested Representation. The sub-clauses
below describe the specific HTTP response in accordance to different operational scenarios.

In the simplest way, the DASH client requests data that isidentically distributed through broadcast and unicast. In this
case MBMS client can proxy the HTTP request on behalf of the DASH client in returning the content directly from
local cache, viathe 200 OK, see clause 7.2.5.2. This does not require any extensionsto HTTP.

However, this caseis not typical asthe unicast typically offers different choices, either for the same Adaptation Set (as
an alternative to the Representation), or also other Adaptation Sets that are only provided through unicast for efficiency
reasons. In this case new signalling messages are necessary (see clause 7.2.4.2) and a channel to communicate (see
clause 7.2.4.3) the messages is necessary. For the usage of the messages refer to clause 7.2.4.3.

7.25.2 Usage Guidelines Example

7.25.2.1 Assumptions

Assume that the MBM S receiver acts asa DANE that can create SAMM O messages for the DASH client. The USD
containsther 12: appSer vi ce element as part of the USD that contains the following information:

<r12: appServi ce appServi ceDescripti onURl ="http://wwm. exanpl e. conml MPD2. npd"
m meType="appl i cati on/ dash+xml ; profi |l es=urn: 3GPP: PSS: prof i | e: DASH10" >
<r12:identi cal Cont ent >
<r12: basePattern>http://exanpl e. com bc/v1024</r12: basePatt er n>
<r12: basePattern>http://exanpl e. com uc/ v1024</r12: basePatt er n>
</r12:identi cal Content >
<r12:identi cal Cont ent >
<r12: basePattern>http://exanpl e. com bc/ al28</r12: basePattern>
<r12: basePattern>http://exanpl e. com uc/ al28</r12: basePat t er n>
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</r12:identi cal Content>
<r12: al ternati veCont ent >
<r12: basePattern>http://exanpl e. com bc/al28</r12: basePattern>
<r12: basePattern>http://exanpl e. conf uc/ al28</r12: basePat t er n>
<r12: basePattern>http://exanpl e. com uc/ a64</r12: basePat t er n>
</r12: al ternativeCont ent >
</r12: appServi ce>

In addition, the MBM S receiver hasaccesstor 12: br oadcast AppSer vi ce andr 12: uni cast AppSer vi ce
element as follows:

<r12: br oadcast AppServi ce>

<r12: basePattern>http://exanpl e. com bc</r12: basePatt ern>
</r12: br oadcast AppSer vi ce>
<r12: uni cast AppServi ce>

<r12: basePattern>http://exanpl e. com uc</r12: basePattern>
</r12: uni cast AppServi ce>

The MPD referenced as http://www.example.com/M PD2.mpd contains the following information:

<MPD
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"
xm ns="ur n: npeg: dash: schema: npd: 2011"
type="dynam c" mi ni nunJpdat ePeri od="PT10S"
ti mesShi f t Buf f er Dept h="PT600S"
m nBuf f er Ti ne="PT2S"
profil es="urn: 3GPP: PSS: profil e: DASH10"
publ i shTi me="2014-10-17T17: 17: 052"
avail abilityStartTi me="2014-10-17T17: 17: 052" >
<Period id="1" start="PT0S">
<BaseURL> http://exanpl e. com uc</ BaseURL>
<Segnent Tenpl at e nedi a="./ $Repr esent ati onl D$/ $Nunber $. mds" initializati on="$Representati onl D$-
init.np4"/>
<!—- Video -->
<Adapt ati onSet m nmeType="vi deo/ np4" codecs="hev1. Al. 80. L93. B0" segnent Al i gnment ="t rue"
start Wt hSAP="1">
<Segnent Tenpl ate ti mescal e="25" duration="25"/>
<Representation id="v2048" bandw dt h="2048000" >
<Representation id="v1024" bandw dt h="1024000">
<BaseURL> http://exanpl e. com bc</ BaseURL>
</ Represent ati on>
<Representation id="v512" bandw dt h="512000" >
<Representation id="v128" bandw dt h="128000">
</ Adapt at i onSet >
<!— Audio -->
<Adapt ati onSet m meType="audi o/ np4" codecs="np4a. 40. 2" segnment Al i gnnent="true" startWthSAP="1"
bi t st reanmBwi t chi ng="true">
<Segnent Tenpl ate ti mescal e="20" durati on="20"/>
<Representation i d="al28" bandw dt h="128000">
<BaseURL> http://exanpl e. com bc</ BaseURL>
</ Represent ati on>
<Representation i d="a64" bandw dt h="64000">
</ Adapt ati onSet >
</ Peri od>
</ MPD>

In summary, this documentation provides the following information:
e Video Representation with bitrate 1024 kbit/s is distributed over unicast and broadcast.
e Audio Representation with bitrate 128 kbit/s is distributed over unicast and broadcast.
o All broadcast Representations are also available over unicast.
e Audio Representations are bitstream switchable.
e Inaddition, for unicast three more video Representations and one more audio Representation is available.

It is further assumed that the MBMS client is passing along the MPD to the DASH client and has no information on the
information in the MPD. It will purely act based on the information in the USD.

In addition, it is assumed that the UE may be dynamically moving into and out of MBMS coverage.
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7.2.5.2.2 Same Resource

Here, it is assumed that the DASH client requests Segments whose Representation is known by the MBMS client to be
delivered over broadcast, and the UE islocated inside MBMS coverage, e.g. http:// exanpl e. conf be/ v1024/ 340. més.

Furthermore, it is assumed that each Segment request occurs after that Segment has been received over FLUTE and is
already available in the local cache. In such event, the MBMS client will proxy the HTTP request on behalf of the
DASH client in returning the content directly from local cache, viathe 200 OK or 206 Partial Content response,
corresponding to anominal GET or partial GET request, respectively.

7.25.2.3 Alternative Content

Under the same conditionsasin clause 7.2.5.2.2, i.e. the UE isin MBMS coverage, if the DASH client requests a
unicast Representation, e.g. http://exanpl e. com uc/ a64/ 340. mis, but asthe DASH client islocated within
broadcast coverage, and because the ht t p: / / exanpl e. com be/ a128/ 340. més is offered as altenative content, the
MBMS client may also respond with this resource. However, to avoid potential caching issues, preferably a 303
response may be issued with Content-Location set to ht t p: / / exanpl e. cond bc/ a128/ 340. mis.

Along with this request the MBMS client may provide an extension header X- 3GPP- SAMMO pointing to a document
that contains the following information

<SAMVD>>
<Status baseURL="http://exanpl e.com bc">
<Resour ceSt atus status="cached"/>
</ St at us>
<Status baseURL="http://exanpl e. com uc">
<ResourceStatus status="avail abl e"/>
</ St at us>
</ SAMMD>

If the DASH client continuous to reguest unicast-delivered resources, and the MBMSS client wishes to force the DASH
client to only access broadcast-delivered resources, it will provide a 300 response with the following message body.

<SAMVD>>
<Status baseURL="http://exanpl e.com bc">
<Resour ceSt atus status="cached"/>
</ St at us>
<Status baseURL="http://exanpl e. com uc">
<Resour ceSt at us status="unavail abl e"/>
</ St at us>
</ SAMMD>

The 300 message does not contain the "Location” response header which, if used, may cause the DASH client to
automatically (transparently) follow the URL in that header in performing the subsequent retrieval request

7.25.2.4 Outside MBMS coverage

Here it is assume that the UE has just moved outside MBMS coverage, such that broadcast reception becomes
unavailable. If the DASH client requests for exampleht t p: / / exanpl e. conf bc/ v1024/ 380. mis, the MBMS client may
respond with a 303 response along with the Content-Location set to ht t p: / / exanpl e. cond uc/ v1024/ 380. m4s.
Alternatively, and especially if the DASH client continues to request Segments available only over broadcast, the
MBMS receiver may respond with a 300 response with the following message body.

<SAMVD>

<Status baseURL="http://exanpl e.com bc">
<Resour ceSt at us status="unavail abl e"/>

</ St at us>

<Status baseURL="http://exanpl e. com uc">
<ResourceStatus status="avail able"/>

</ St at us>

</ SAMMD>

7.25.25 Persistence of the 300 Redirection

Intypical HTTP operation, the user agent is not expected to retain the metadata such as URI reference(s) contained in
the 300 response for resource requests beyond the corresponding redirected request. 1n other words, the redirected
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request based on the URI reference(s) returned in the 300 redirection is only applicable to the resource presently sought.
In the case that the Resour ceSt at us message is sent in the 300 response with @t at us = "unavai | abl e",
the DASH client is expected to understand that it should no longer continue to request the originally requested resource.
The DASH client should therefore continue to use one of the alternative resources for future Segment requests
unless/until another 300 redirection is received (which may include the appropriate SAMMO message that causes the
DASH client to make a change in the requested Representation).

7.3 MBMS streaming delivery method

The MBMS Streaming receiver application may be started upon user interaction. In the case of immediate play-out
upon reception, the user would be fully aware of the MBM S Streaming reception. The MBM S Streaming User Service
islikely afully integrated application (such as PSS).

The"MBMS User Service Transmitters' sendsin case of the MBMS Streaming User service a number of continuous
RTP-streams viathe MBMS Bearer Serviceto the "MBMS User Service Receivers'. The number of streams per
MBMS User Service depends on the multimedia components of the Service.

Output of the MBM S User Service Receiver isin case of the MBMS Streaming User Service a number of continuous
media streams (e.g. audio and video stream). The required codecs for reception of MBMS Streaming User Service are
provided during the MBMS Service Discovery phase.

The"MBMS User Service Transmitter" starts and stops sending the RT P-streams according to the " Transmission
Controller". Users do not have a direct influence on the transmission duration or on the quality of the transmitted media.

8 Codecs and formats

The H.264 (AVC) decoder in an MBMS client should infer missing macroblocksin a coded picture. When
gaps_in_frame_num_value_allowed_flag isequal to 0 in the active sequence parameter set and the value of frame_num
syntax element in the current pictureisinvalid according to clause 7.4.3 of ITU-T Recommendation H.264 [17], the
H.264 (AVC) decoder inan MBMS client should infer an unintentional reference picture loss. When

gaps in_frame _num_value alowed flagisequal to 1 in the active sequence parameter set and any value of frame_num
pertaining to "non-existing” picturesisreferred to in the inter prediction process, is referred to in the reordering
commands for reference picture lists for short-term pictures (clause 8.2.4.3.1 of ITU-T Recommendation H.264 [17]),
or isreferred to in the assignment process of a LongTermFramel dx to a short-term picture (clause 8.2.5.4.3 of ITU-T
Recommendation H.264 [17]), the H.264 (AV C) decoder in an MBMS client should infer an unintentional reference
picture loss. The H.264 (AV C) decoder in an MBMS client should infer a syntax violation, when decoding causes any
syntax or semantics violation other than specified above.

When the H.264 (AVC) decoder in an MBMS client infers missing macroblocks in a non-reference picture, it should
continue decoding no later than from the next access unit in decoding order. When the H.264 (AV C) decoder in an
MBMS client infers an unintentional reference picture loss or missing macroblocks in areference picture, it may or may
not continue decoding "immediately", i.e. from the NAL unit in which the lossisinferred. If the H.264 (AV C) decoder
inan MBMS client continues decoding "immediately", it should be aware that such a stream may contain references to
macroblocks or pictures that are not available in the decoded picture buffer. The H.264 (AVC) decoder inan MBMS
client should continue decoding after an unintentional reference picture loss, missing macroblocks in a reference picture
or asyntax violation no later than it receives the next IDR access unit or the next recovery point SEI message,
whichever is earlier in decoding order.

NOTE: Whenthe H.264 (AVC) decoder in an MBMS client continues decoding "immediately" after an inferred
reference picture loss or missing macroblocks in a reference picture, it does not have to parse recovery
point SEI messages to comply with the paragraph above.

Encoding and Packetization Recommendations

The following recommendations are given to MBM S encoders and packetizers to optimize the tradeoff between loss
rates and throughput for MBM S video services:

e The encoder/packetizer should choose a suitable | P packet size for the loss regime and other network
characteristics.
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e When H.264/AVCisinuse and FEC isin use, the encoder may produce NAL units larger than the suitable
IP/RTP packet size.

e When H.264/AVCisin use and in any case when larger NAL units are produced by the encoder, the packetizer
should use NAL Unit fragmentation as specified in RFC 3984 [18], section 5.8, to adapt the RTP packet size to
the network, and not produce large RTP packets (which would imply either 1P fragmentation or |P packets which
use several transmission units, both of which are undesirable).

NOTE: When H.263 isin use, follow-on packets should be used for similar purposes as fragmentation units.
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Annex A:
MBMS Forward Error Correction performance

This annex provides details of the performance of the MBM S Forward Error Correction code which can be used in
dimensioning MBM S services.

A.1  Theoretical performance

The theoretical performance of the MBM S FEC code depends on the amount of data received by the terminal. If less
data has been received than the size of the file or block to which FEC protection has been applied then recovery of the
original datais obviously impossible. If an amount of data has been received which is not less than the size of the file or
block then recovery may be possible.

Asagenerd rule, if at least one source packet has been lost and if an amount of data has been received whichis 1 %
greater than the source size, then the probability of recovery isaround 99.9 % or greater. If an amount of data has been
received which is 2 % greater than the source size then the probability of recovery is 99.9999 % or greater.

In practice, the recovery probabilities are often higher than these figures, in particular when the number of FEC
encoding symbolsin the block islarge.

A.2 Simulation results

This clause provides results of simulations which were carried out during the development of 3GPP TS 26.346 [5].
These results may be used as guidelines for the provisioning of MBMS services. In general, provisioning should be
based on first determining the available resources for the MBM S service and the coverage required. The service should
then be dimensioned to provide acceptable quality of service at the edge of the coverage area.

It should be noted that as discussed in clause 6.1.4, the IP packet |oss rate may be quite sensitive to the chosen SDU
size. Therefore care should be taken when using the figures presented here with SDU sizes, or other configuration
parameters, which differ significantly from those used for the simulations.
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A.2.1 Simulation conditions and assumptions (UTRAN)

UTRAN Download

Bearer rates

64 kbit/s, 128 kbit/s, 256 kbit/s

RLC PDU size

640 bytes, 1 280 bytes, 1 280 bytes respectively

RLC BLER

1%, 5%, 10%, 15%, 20%, 30%

RLC block loss pattern

Independent random loss

Number of trials

At least 10,000 for files <512 KB, 3,000 for 3 072 KB

File sizes 50 KB, 512 KB, 3 072 KB
FLUTE payload size 456 bytes

ROHC No

IPv4/UDP header 28 bytes

FLUTE header 16 bytes

FEC overhead

Varied in steps of X packets, where X=ceil(0.005N) and
N is the number of packets containing source data

UTRAN Streaming

Bearer rates

64 kbit/s, 128 kbit/s and 256 kbit/s

RLC PDU size 640 bytes (for 64 kbit/s bearer)
1280 bytes (for 128 kbit/s bearer)
1280 bytes (for 256 kbit/s bearer)

RLC BLER 1%, 5 %, 10 %, 15 %, 20 %, 30 %

RLC block loss pattern

Independent random loss

Simulation duration

24 hours

Media rates

Varied by steps of 1 % of bearer rate, assuming only a
single media stream (see note 1)

FEC overhead

Varied to sum FEC and Media to equal bearer rate

Source packet RTP payload size

64 kbit/s: 456 bytes
128 kbit/s: 456 bytes
256 kbit/s: 768 bytes

Repair packet RTP payload size

Minimum value supported by the FEC code which is not
less than 470 (for 64 kbit/s and 128 kbit/s) and 782 (for
256 kbit/s) - (see note 2)

Protection period 5s,20s
ROHC No
IPv4/UDP/RTP header 40

NOTE 1:

NOTE 2:

In practice, multiple media streams may be carried within a single MBMS bearer. However, only a
single media stream is considered for FEC simulation purposes for simplicity.
The last repair packet of a block may be shorter if supported by the FEC code in order to fit within the

protection period.
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A.2.2 Simulation conditions and assumptions (GERAN)

GERAN Download

Bearer rates 28.8 kbit/s, 59.2 kbit/s, 118.4 kbit/s
RLC PDU size 36 bytes, 74 bytes, 74 bytes respectively
RLC BLER for 28.8 kbit/s 0.1 %

for 59.2kbit/s : 0.5 %
for 118 kbit/s: 1 %, 10 %

RLC block loss pattern Independent random loss

Number of trials At least 10,000 for files <512 KB, 3,000 for 3 072 KB

File sizes 50 KB, 512 KB, 3 072 KB

FLUTE payload size 456 bytes, (for 10 % BLER at 118.4 kbps also simulate
a case with 146 bytes payload)

ROHC No

SNDCP/LLC/IPv4/UDP header 38 bytes

FLUTE header 16 bytes

FEC overhead Varied in steps of X packets, where X=ceil(0.005N) and

N is the number of packets containing source data

GERAN Streaming

Bearer rates 28.8 kbit/s, 59.2 kbit/s and 118.2 kbit/s
RLC PDU size 36 bytes, 74 bytes, 74 bytes, respectively
RLC BLER for 28.8 kbit/s 0.1 %

for 59.2kbit/s : 0.5 %
for 118 kbit/s: 1 %, 10 %

RLC block loss pattern Independent random loss

Simulation duration 24 hours

Media rates Varied by steps of 1 % of bearer rate, assuming only a
single media stream (see note 1)

FEC overhead Varied to sum FEC and Media to equal bearer rate

Source packet RTP payload size 456 bytes (for 10 % BLER at 118.4 kbps also simulate a
case with 146 bytes payload)

Repair packet RTP payload size Minimum value supported by the FEC code which is not

less than 470 bytes (for 10 % BLER at 118.4 kbps also
simulate a case with 160 bytes payload) - (see note 2)

Protection period 5s5,20s
ROHC No
SNDCP/LLC/IPv4/UDP/RTP header 50

NOTE 1: In practice, multiple media streams may be carried within a single MBMS bearer. However, only a
single media stream is considered for FEC simulation purposes for simplicity.

NOTE 2: The last repair packet of a block may be shorter if supported by the FEC code in order to fit within the
protection period.
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A.2.3 Simulation results: UTRAN download

Table A.1: FEC Overhead required for 99 % probability of

recovery at specific BLER points 64 kbit/s

Error rates Power required Power required File size Ideal MBMS FEC
(G=-3dB - note 1) |[(G=-6dB - note 2) (note 3)
Low (1 % BLER) 2.0% 4.5 % Small (50 KB) 7.0% 8.0 %
Medium (512 KB) 3.3% 3.6 %
Large (3 072 KB) 2.4% 2.6 %
Medium (5 % BLER) 1.8% 3.9% Small (50 KB) 21.8% 22 %
Medium (512 KB) 13.0 % 13.4 %
Large (3 072 KB) 11.0% 11.2%
High (10 % BLER) 1.7% 3.7% Small (50 KB) 39.0% 39.0%
Medium (512 KB) 25.8 % 26.0 %
Large (3 072 KB) 226 % 22.8%
15 % BLER n/a n/a Small (50 KB) 56.0 % 56.0 %
Medium (512 KB) 40.5 % 41.0 %
Large (3 072 KB) 36.0% 37.0%
20 % BLER n/a n/a Small (50 KB) 76.0 % 76.0 %
Medium (512 KB) | 57.0% 57.0 %
Large (3 072 KB) 52.0 % 52.0 %
30 % BLER n/a n/a Small (50 KB) 130.0 % 130.0 %
Medium (512 KB) | 100.0 % 100.0 %
Large (3 072 KB) 92.0 % 92.0 %
NOTE 1: This corresponds to ~90 % of users assuming uniform distribution of users.

NOTE 2:
NOTE 3:

forward error correction code.

This corresponds to ~99 % of users assuming uniform distribution of users.
This column provides the best possible performance which could be achieved with a theoretical "ideal"

Table A.2: FEC Overhead required for 99 % probability of
recovery at specific BLER points 128 kbit/s and 256 kbit/s

Error rates Power required Power required File size Ideal MBMS FEC
(G=-3dB - note 1) [(G=-6dB - note 2) (note 3)
128 kbit/s 128 kbit/s
256 kbit/s 256 kbit/s
Low (1 % BLER) 4.0 % 8.9 % Small (50 KB) 7.5% 8.0 %
79% 19.3%
Medium (512 KB) | 3.1% 3.4 %
Large (3 072 KB) 2.1% 22%
Medium (5 % 3.7% 7.8% Small (50 KB) 20.0 % 21.0%
BLER) 71 % 16.0 %
Medium (512 KB) | 11.2% 11.4 %
Large (3 072 KB) 8.8 % 9.0 %
High (10 % 3.4% 72% Small (50 KB) 35.0 % 35.0 %
BLER) 6.8 % 14.8 %
Medium (512 KB) 21.5% 21.5%
Large (3 072 KB) 17.8 % 18.1%
15 % BLER n/a n/a Small (50 KB) 50.0 % 50.0 %
Medium (512 KB) | 32.0 % 32.1%
Large (3 072 KB) 28.0 % 28.1%
20 % BLER n/a n/a Small (50 KB) 66.0 % 66.0 %
Medium (512 KB) | 44.6 % 45.0 %
Large (3 072 KB) 38.0% 38.2%
30 % BLER n/a n/a Small (50 KB) 106.0 % 106.0 %
Medium (512 KB) 72.0% 72.0%
Large (3072KB) | 66.8% 67.0 %
NOTE 1: This corresponds to ~90 % of users assuming uniform distribution of users.
NOTE 2: This corresponds to ~99 % of users assuming uniform distribution of users.
NOTE 3: This column provides the best possible performance which could be achieved with a theoretical
"ideal" forward error correction code.
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Table A.3: Maximum supported Media Rate (kbit/s)
for Mean Time Between FEC Block Loss of 1 hour

Error rates Bearer rate Ideal (see note) MBMS FEC
Low (1 % BLER) Low (64 kbit/s) 5s:56.8 5s:55.8
20 s: 60.6 20s:60.4
Medium (128 kbit/s) 5s:116.3 5s:1155
20s: 122.6 20s:122.4
High (256 kbit/s) 5s:237.4 55s:236.2
20 s:246.4 20 s: 245.7
Medium (5 % BLER) Low (64 kbit/s) 5s:47.4 5s:46.6
20s:54.2 20 s:53.6
Medium (128 kbit/s) 5s:102.2 55s:100.8
20s:112.5 20s:111.8
High (256 kbit/s) 55s:228.0 55s:227.0
20 s:224.5 20 s:224.0
High (10 % BLER) Low (64 kbit/s) 5s:39.5 5s:38.5
20s:475 20s:47.2
Medium (128 kbit/s) 5s:88.5 5s:87.5
205s:101.8 20s:101.2
High (256 kbit/s) 55s:182.0 5s:1795
20s:201.5 20 s: 200.5
NOTE:  This column provides the best possible performance which could be achieved with a
theoretical "ideal" forward error correction code.

Simulation results GERAN download

Table A.4: FEC Overhead required for 99 % probability

of recovery at specific GERAN operation points

Operation Points File size Ideal (see note) | MBMS FEC
Low Bitrate (CS3) Small (50 KB) 4.7 % 5.3 %
0.1% BLER Medium (512 KB) 24 % 2.7 %
28.8 kbit/s Large (3 072 KB) 1.8% 21%
Medium Bitrate (MCS-6) Small (50 KB) 9.4% 9.7%
0.5% BLER Medium (512 KB) 5.6 % 5.9%
59.2 kbit/s Large (3 072 KB) 4.6 % 4.7 %
High Bitrate (MCS-9) Small (50 KB) 16.0 % 16.0 %
1% BLER Medium (512 KB) 10.6 % 10.8 %
118.4 kbit/s Large (3 072 KB) 9.2% 9.3 %
High Bitrate and High Error Rate (MCS-6) |Small (50 KB) 60 % 60 %
10% BLER, 146 byte packet payload Medium (512 KB) 51.5% 51.5%
118.4 kbit/s Large (3 072 KB) 49.2 % 52.0 %
NOTE:  This column provides the best possible performance which could be achieved with a
theoretical "ideal" forward error correction code.

NOTE:
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Table A.5: Maximum supported Media Rate for Mean Time Between FEC Block Loss of 1 hour

Operation Points

Ideal (see note)

MBMS FEC

Low Bitrate (CS3)
(0.1 % BLER)
28.8 kbit/s

5s: 24.9 kbit/s
20 s: 26.6 kbit/s

5s: 24.4 kbit/s
20 s:26.2 kbit/s

Medium Bitrate (MCS-6)
(0.5 % BLER)
59.2 kbit/s

5 s: 51.1kbit/s
20 s: 54.6 kbit/s

5 s: 50.4 kbit/s
20 s: 54.2 kbit/s

High Bitrate (MCS-9)
(1 % BLER)
118.4 kbit/s

5 s: 99.5 kbit/s
20 s: 104.5 kbit/s

5 s: 98.2 kbit/s
20 s: 104.2 kbit/s

High Bitrate and High Error Rate (MCS-6)
10 % BLER, 146 byte packet payloads
118.4 kbit/s

5 s: 66.5 kbit/s
20 s: 72.5kbit/s

5 s: 66.4 kbit/s
20 s: 72.3 kbit/s

NOTE:

This column provides the best possible performance which could be
achieved with a theoretical "ideal" forward error correction code.
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