Final draft EN 300 797 V1.1.1 (1998-12)

European Standard (Telecommunications series)

Digital Audio Broadcasting (DAB);
Distribution interfaces;
Service Transport Interface (STI)

ETSI 7




2 Final draft EN 300 797 V1.1.1 (1998-12)

Reference
DEN/JTC-DAB-5 (7do00ico.PDF)

Keywords

DAB, digital, audio, broadcasting, data, transport,
interface

ETSI

Postal address
F-06921 Sophia Antipolis Cedex - FRANCE

Office address

650 Route des Lucioles - Sophia Antipolis
Valbonne - FRANCE
Tel.: +334 9294 42 00 Fax: +33 4 93 65 47 16
Siret N° 348 623 562 00017 - NAF 742 C
Association a but non lucratif enregistrée a la
Sous-Préfecture de Grasse (06) N° 7803/88

Internet

secretariat@etsi.fr
Individual copies of this ETSI deliverable
can be downloaded from
http://www.etsi.org

Copyright Notification

No part may be reproduced except as authorized by written permission.
The copyright and the foregoing restriction extend to reproduction in all media.

© European Telecommunications Standards Institute 1998.
All rights reserved.

ETSI



3 Final draft EN 300 797 V1.1.1 (1998-12)

Contents

Intellectual Property RIGNTS. .......ou et e e e e e e e e s e nmme e e e e e e 10
L0111 o] o E PSP PPER PP PPPIN 10

1 oo (8 ox (o] o H PR TO PP PPPPPPPI 11

1 ST el0] o1 PRSPPI 13

2 REIEIEINCES ...ttt e e e e et e e e e e e e s rmmmnneneeenner e e e e e e e an 13

3 Definitions, symbols, abbreviations and terminology ... 14..........
3.1 D= (] T[] KPP PP PPPP PP PPPPPPPPPTN 14
3.2 F Y o] o] ()Y o (] I TP O PP PPPPPPPPPPPPPN 18
3.3 )Y 1] oo PP TP PP PR 19
3.3.1 N[ T=T ot T = g o =T TP SOOI 19
3.3.2 Bit and DYt NUMDEIING ... ——— 111 19
3.3.3 Arithmetic operators

3.34 (oo [ Tor= 1o ] o 1<) 71 (o] £ TP

3.35 SN I O () I 1= o [ Y =T OSSO UP PP 19
3.4 Ordering of bytes and bits for tranSMISSION ............uiiiiiiiiiiiia e e e ees e 20
35 (YT Y To [ o £ TP PP PP PPRPP PP 20
3.6 Sl O el =T = od (=T T OO PO P PP PPPTPTPP 20
3.6.1 STI-C(LI) MESSAJE ChAIACIE SEL.....utiieiiiiiiiieieee ettt e e e e e e e e e e e s eeeaaaannnaes 20
3.6.2 STI-C(TA) CRAIACIET SBL.....eetteiieeiiiiii ettt et et e e e e e e e e e e s e e ae s b e m——— 22 e 22 20

4 Overview of the Service Transport Interface definition ................uueiiiiiiiiiiiiiiiire e, 21.........
4.1 Conceptual model of the Service Transport INterface. ..o eeeeee 21

4.2 The logical MOAEl O the ST ... e e e e e e e e e e e e e e s e annnnees 23
4.3 The layered Model OF the ST ... e meeee e e e e e eeeeeeeeeeeeas 24
4.4 The implementation Model Of the ST ... mmmmmmmen e 25
441 Examples of NetWOrK tOPOIOGIES ... ....uiiiiiiiiiiiii i r e e e e e e e e e e e 25
4.4.2 Hierarchical COIECION NEIWOIKS ........ciitiiiieeiiiit et e e e e e s e e e 27
4.4.3 [0 L ior= 1S3 ] o PR OPPPPPRP 27

5 Logical definition of the STI Data Part, STI-D(LI) .....cooooeiiiiieeeee e 28....
5.1 GENETAI SEIUCTUIE ... . eieei ettt ettt e ek e e e e s ek et e e s s s bbb et e e e s mnn s e et e e sansbbr e e e e e s annnnneeeas 28
5.2 Error field (ERRY) ...ttt et e e e e e e e e e e e e e e ———s e e e e et e e e e e aaeaaeeas 30
5.3 Frame characterization field (FC) .......u e mmmmmmmmmn e 30
5.3.1 Service provider identifier field (SPID) .......oooo e 30
5.3.2 RESEIVEA DTS ...ttt e st e e e s st e e e e s sk e e e e e s e anrreee e s e b rrneeee e e e
5.3.3 D= 1= W [T oo 11 g I8 11 o I (0 T TR

5.34 (N1 V=T I o] € PP PP PPPPTPPPPPRPRN
5.35 Data frame COUNt fIEld (DFCT) ....uuutiiiiiiiieiiaeiee ettt e e e e e e e e e e e e b bbb s e eeeeeeeeeeneeeeeees

5.3.6 Number of Streams field (NST) ... e m—— e

5.4 Stream characterization field (STC)

541 Individual stream characterization field (ISFfy) --e-ooeereeriemieee e 31
54.1.1 Type identifier fIeld (TID) ... ... e it e
5.4.1.2 Stream 1eNgGth fIeld (STL) ....uuuiiiiiiiiiiiae e .

5.4.1.3 Type identifier extension field (TIDext)

54.1.4 Stream cyclic redundancy checksum flag field (CRCSTF).......cccuuiiiiiiiiiiiaiiiiieeee e 33
5.4.15 Stream identifier field (STID) .....oooiiii e e e 33
5.5 End-of-header field (EOH) ...ttt e et e e e e e e e s e mmmmneneee e e e e e e e e e e s 33
5.5.1 RESEIVEA DYLES ..ottt ettt et e e e e e e e e e e e 4 e o s e £ £ £ 55222 e 222 e 33
5.5.2 Header cyclic redundancy checksum field (CRCH) ..ottt e 33..
5.6 Main stream data fIeld (MST). ..ottt e e e e e e e mne e e e e e e e eee s e nneaees 33
5.6.1 Individual stream data field (ISHg y) .- -ooeereereeieeie e 34
5.6.2 Stream cyclic redundancy checksum field (CREGH -+ - veovvveieiieiie e, 34
5.7 End-of-frame field (EOF) .....ooiiiiii e a e e e e e e

5.8 STI-D(LI) time stamp field (TIST)

ETSI



4 Final draft EN 300 797 V1.1.1 (1998-12)

5.9 Details of the individual streams carried iINthe MST ... e e e e e e 34
5.9.1 MSC SUD-ChANNEI SITEAMS ... eveiiiiiiiie e e e e e et e e e e et e e e e seemmmmmnnneneeeeeeas
5.9.1.1 Y ST @r= 10 o [ To TR 1 (=T o PP
5.9.1.2 Y ST @ e F= = ) 1 (=T S
5.9.1.3 MSC packet mode stream

5.9.2 MSC sub-channel CONtHDULIONS .......ciiiiiiiie i e e e e e e e e smmmmmnnneeeeee e s 35
5.9.2.1 MSC packet mode data CONtrIBULIONS .........ccooiiiiii e a e e 35
5.9.3 FIC FIG stream

594 FIC FIB stream

5.9.5 TR ToT U YT - | - RS

6 Logical definition of the STI Control Part STI-C(LD....cccooeiieiiiiiiiieee e 36.....
6.1 7= T =T = LIRS £ (U o (1= SR 36
6.2 Y FTIST= T L= o T T To |1 o S 37
6.2.1 Data EXCHANQgE SESSIONS.....uuuiiiiiiiiiieeeee e i e s ittt e e eee e e e e et e s sss st e e e aeeeeeeee e s cmmmmmmmmmmmmmen s ssseeees 37
6.3 STI-C(LI) MESSAYE SBL...uuutiiiiiiiiiiiiiie e e e e et ie e eii et e e et eeaaeaea e et s s ta s e eeeraaarreetaeeeeaaaaaaaannsnsnnssseeeeeeeaeees 38
6.4 Yo 1o 0 =TT ST= Uo =PSRRI 41
6.4.1 General rules to USe aCtionN MESSAQES ......ccccuvvriiiiiiiiieeie e e e e e s ie st rrrrreeaeeeeeeesea s s eeensanemmmnmnnn s 42
6.4.2 RCONFIG MESSAGES ...uuiieieeeeeieieie ettt a s st et e e e e e te et et aeaaatataaaaseaeeaeeteteeeaesestssn s aaeraaaaeeennsnnnnnan 42
6.4.2.1 @@ | T = RS 43
6.4.2.2 RCONFIG DEF

6.4.2.3 RCONFIG INF .ttt ettt et e s e e e et e e e sste e e s st e e anteeeesseeeessmmnennnamnnneeesnseeens
6.4.2.4 RCONFIG CAN

6.4.2.5 RCONFIG ACK

6.4.2.6 RCONFIG ERR

6.5 Configuration messages

6.5.1 General rules to use configuration MESSAGES .......ccccuvvriiiiiiiieeeeeee e ieeccnireeeeeeeeeeeee s e s s s smss— T
6.5.2 CONFDEF messages
6.5.2.1 CONFDEF INF .ottt e e e e ettt e e e e s s bbbt e e e e e ettt et e e e e e sanbeeeaeeeennnees
6.5.2.2 CONFDEFR DEF ..ottt ettt s ettt e e e s ettt e e e e st s e e
6.5.2.3 CONFDEF END....ooiiiiiiiitiiiiie ettt ettt s sttt e e e s sttt e e e e s et b e e e e e s s neeee e sammnes s eneeee
6.5.2.4 CONFDEFR DEL ...ttt ettt e e e et e e e s et e e e e e s nnbee e e e e e e nnnee
6.5.2.5 CONFDEF ERR ...ttt e e e e e s

6.5.3 SUBCHAN messages

6.5.3.1 SUBCHAN DEF-.....ciiiiiiiiiiiei sttt ettt et e e e s st e e e e s s snbbeeeeeessnbbeemmnees

6.5.4 USESTRM messages

6.5.4.1 USESTRM DEF ..ottt ettt e e e s sttt e e e e s anb et e e e e s s s s et e o111
6.5.5 CMPINENT MESSA0ES. ... et eeeteieeeiettttutaaaaeteeeaeeteteeaeetarn it aaaeaaeeteteeeaetretannaaaeeeeeesommmaaeeeeeannnssnnnsns 53
6.5.5.1 CIMPNENT DEF ..iiiieiitiettt ettt e e e sttt et e e s s bbbt e e e e s snbbbaeeeeeeeannnneeeeees 54
6.5.6 SERVICE MESSAQES ...cceeeeiuteiiiisieteeeeeeetteeeeeteteaaaaasseeeeeaeteaeeeaeatetasa i aaaaeaeeaeaaeteeeanrensannanaeaeaeeeenes 55
6.5.6.1 SERVICE DEF ..ottt ettt ettt sttt e e e s ettt bt e e e s s s bbb e e e emmeeenensstseeee e s 55
6.5.7 USE I G MESSATES. ..ttt eeeeeieieeeeettttitiaa s s e e e e e aeteee et eeeeatas s aaaaeaeeaeeaeteeeaetessssnnn s ememaaaaannnerneeeeeeeeenes 56
6.5.7.1 LU = [ I = P PPRRR 56
6.6 L LT 1= 4 LTS TST= To = EPEEEER 56
6.6.1 General rules to USe FIG file MESSAQES.......cccoviiiiiiciee et e e e e e s e s 57
6.6.2 L 1T | R 4 T c ST T =2 57
6.6.2.1 FIGFILE INF

6.6.2.2 FIGFILE DEF-.......eiiiiiiiiitti ittt ettt ettt e sttt e e s sttt e e s e mb bttt e+ 4 s £ et 58
6.6.2.3 FIGFILE REC ...ttt ettt e ettt e e e s sttt e e e e s bbb et e e e s eeeeesmmmnnnseeeeesanne 59
6.6.2.4 L (T [ N PP TTPPPRP 59
6.6.2.5 FIGFILE DEL

6.6.2.6 FIGFILE SEL

6.6.2.7 FIGFILE DES
6.6.2.8 FIGFILE ERR ...ttt ettt ettt e e e sttt e e e s sttt e e e s s bbb et e e e s seeeesmmmnnnseeeeesanne 61
6.7 LTS o o [ 3 =TS TST= Uo =S 61
6.7.1 General rules to Use FIBGRID MESSAJES .....ccceeeiieiiiiiiiiiiieiirieeeeeeeesessssssnssesneeeeeeeeeseeeenssssnnnnnnnned 62
6.7.2 FIBGRID MESSATES .....etuttuuuuieieeeeeeeteiteeeettetuuaaasseseaeaeteeeeeaettesnsnaaaeaeeeeteeeeneess mmmmmmmmmmmmmm e e eeeeeees 62
6.7.2.1 FIBGRID INF ...ttt ettt ettt e s sttt e e s sttt e e e e e s s e e e e aeeammnessanbateeeeens 63
6.7.2.2 FIBGRID DEF.....cciiiittiiiiee ittt ettt ettt ettt e e e e sttt e e e s st bttt e e e e s st b s €442+ 1 e 63
6.7.2.3 FIBGRID REC ....oiiiiiiiiiiiiiee ettt ettt s sttt e e e e ekttt e e e e e s s n bt et e e e e e s ek emmmneeeennn s s ennebeeas 63
6.7.2.4 FIBGRID END ....ciiiiiiiiiiiie ettt ettt ettt e e e e sttt e e e e e sttt e e e e e s st s s e £ e 64

ETSI



5 Final draft EN 300 797 V1.1.1 (1998-12)

6.7.2.5 12T CT | B X O L PR 64
6.7.2.6 12T B o TR 65
6.8 RS OUICE MBS SAQES. . .ci it iieeeieiteiut e as e et e e e ee et et eeeaatate e s aeseeeeeteteeeeeasatesa s aasaeaeeeaeeeeenesnsannnnnaseeaeereennnes 66
6.8.1 General rules to USE reSOUICE MESSAQES.........ccccurrrrrrrrrerrrreraeeeasesisssssssesrssseeeeeessssss s mmmmmmmmmm— OO
6.8.2 RESOURC messages
6.8.2.1 RESOURC INF ..ttt ettt ettt e e ettt e e e s a bbbttt e e s sneb e et s emmmme s e
6.8.2.2 RESOURGC DEF ...ttt ettt e ettt e e e s e sttt e e e s sttt et e e e s s menesammeeneeeeeenan
6.8.2.3 RESOURC END...coiiiiiittiiiiee ittt ettt e ettt e e e e sttt e e e e s ambbe e e e e e s snt e e e e e £+ 41118
6.8.2.4 RESOURGC ERR ...ttt ettt e e e e sttt e e e e s sttt e e e e e st beeaeeessnnbbeeeeaeenans
6.8.3 CHANCAP messages

6.8.3.1 CHANCAP DEF

6.8.4 STLIMIT messages

6.8.4.1 STLIMIT DEF ...ttt ettt e sttt e e e sttt e e e s ettt e e e e s e sabteneeeeeannnneeas
6.8.5 IDALLOC MESSATES -..eveveeeeeeietntnnnaiaiaeseeaeateteteeeantessnnnaaaaaaaaaeterereeeteerssnnanaaseeeesmmmmmnnnaasaneessssnsnn
6.8.5.1 IDALLOC DEF ...ttt ettt ettt e e s ekttt e e e s e bbbttt e e s sabnt e e e e e s snneeeeeas
6.8.6 1 Y 1= ST T= o =SS

6.8.6.1 IDLIMIT DEF ... ettt ettt e e et ee e e e e st e e e e

6.8.7 PACKCON messages

6.8.7.1 PACKCON DEF ...ttt e e sttt e e e e sttt e e e s s snbbe e e e e e s snbbeeeeeessaabrneeeeeenans
6.8.8 L (€] =T O 1 0 =TT T= o =
6.8.8.1 FIGBLCK DEF ..ottt sttt a e s en

6.8.9 ANNSEND messages

6.8.9.1 ANNSEND DEF-.....ooiiiiiiiiiiiiii et

6.9 INFOrMALION MESSAUES ...uuvuvrreiieiieiiieteee e e et tisisi et e e e e ereaaeeaesssaaaasnstaraeeeeeeeeeeee e s — s
6.9.1 General rules to use iNformation MESSAQGES......uuuuuiriiiiiieeeeeiie it e rr e e e e e e s e s ssnneee s eeeeeeeesmmnnan 78
6.9.2 CONINFO MESSAQES .eevvruuuunnniiaieeeeeaetetteeeeatntanaaaaseaaeatetetrertrrternnaaaaaaettereeeamaaaeaeeannnnnsaees 78
6.9.2.1 (010 1N 1N @ 1Y PP 78
6.9.2.2 CONINFO DEF ...ttt ettt e e e s et e e e e s st bt e e e s s et b et e e e e e s nasbeeeaeeeennnees 78
6.9.3 CONN AIME MBS S A0S . ittt et eeeeeteteeeeetett i aaasaeseeeaetetteeeeaterasa i aaaaaeaeaaeteeeeesntssssnnns s mmmmmmmmm——— et 1s 79
6.9.3.1 CONNAME INF

6.9.3.2 CONNAME DEF ...ttt e e sttt e e e s st b et e e s« mm—— 11 79
6.9.3.3 CONNAME REC ... .ottt ettt e e e skttt e e e s sttt e e e s sn s eeeammeeeeeen e e ene 80
6.9.3.4 CONNAME END ......oiiiiiiiiiiiiee sttt ettt e sttt e e e e s s bbbt e e e s st b b e e e e e e s se s s s 111 80
6.9.3.5 CONNAME ERR ...ttt e e ettt e e e s s bbb e e e e s st neeammeeeeeen e e ene 80
6.9.4 FIGINFO MESSATES ... e e tiiiiieeieeiitiee e e e s et e e e e et e et eeaat e et e e e eeaeeeeeeeeaetesnnn s ae s e e e e e s mmm—— e s 81
6.9.4.1 FIGINFO INF

6.9.4.2 FIGINFO DEF ... .. ittt e e e ettt e e e e s sn bbbt e e e e s abbb et e e e eeeeesemmnenseeeeesanne 81
6.9.5 FIGNAME MESSAQES. .. eeetututuruuaiaieteeeeetetttteeeettetas i aaaseaeeaaeteteteaearararnsasaaaaeaeeeesemrernneennnnnnsesessnnnn 82
6.9.5.1 FIGNAME INF L.ttt ettt e s ettt e e s e b bbbttt e e s aabb e e e e e e s aabnbeeeeesennnnteeeas
6.9.5.2 FIGNAME DEF

6.9.5.3 FIGNAME REC

6.9.5.4 FIGNAME END

6.9.5.5 FIGNAME ERR

6.9.6 COUNTER MESSAQGES ... uuueieteeeeeeieteeeeeitttiaaasseeeeeaeteteeeaeatstas i aasaeaaeaaetereeetetssnnnaeeeaeeeserennanssnnnnns 84
6.9.6.1 COUNTER INF ...ttt ettt e e e sttt e e e e s e bt e e e e s s e remmmmneeeae e e e e nnnes 84
6.9.6.2 COUNTER DEF ..ottt ettt ettt e e s sttt e e e s st e e e e s e e e e e e smmnes s e nneee 84
6.10 SUPEIVISION IMESSATES ...ttt i ieeiiitteetee et e et eeeaeee et e st s s ass et ee e e eeeeteeeaeaeaaesasaanasassberaeannenreeaaaaaeaaaeeeeneeanns 85
6.10.1 General rules for the use of SUPErVISION MESSAJES ........ccccvvviiiiiiiiieie e e e e e 86
6.10.2 PRERROR MESSAJES. ...itttttttututuieieeseeaetteteeeaetetnnnnaaasaseaaeetetereertrsrnsnnaaaaeeaeteesenmnsaaaaeeesssssnnns 86
6.10.2.1 PRERROR GBG ...ttt e st e e e s et ee e e s nne e e e e s nneee
6.10.2.2 PRERROR UKN ...ttt ettt e e e s sttt e e e st e e e+ 442 s o 1110
6.10.2.3 PRERROR SYN ...ttt ittt ettt e e sttt e e e e s sttt e e e e ab bt e e e e e e eesmneeeaaeeeannnees
6.10.2.4 PRERROR SEM ..ottt ettt e e e s sttt e e e e s st e e e e e s nnreeeeeesnneee
6.10.2.5 PRERROR PR ..ttt ettt e e sttt e e s s bbbt e e e s s eeeeemmmmmnnns e e e e e s
6.10.3 ALARMST IMESSATES .. ttutuuuuuisieieeeeetetettetaetteteenanaaaaaseaeaeaeterteeeeaentetannnaaaaeaaeeteteteeemsameeeeemmnmn—nn s
6.10.3.1 ALARMST INF ..ttt e bt e e e e sttt et e e e s sa bt et e e e e s s bbeeeeeesseannneeeeeeesanne
6.10.3.2 ALARMST DEF ...ttt ettt e e e s ettt e e s s bbb e e s emmmmmneeenne e e e nne e
6.10.4 STERROR messages

6.10.4.1 STERROR INF ..ottt e neeee s

6.10.4.2 STERROR DEF.....coiiiiitiiiiii ettt ettt e e s sttt e e s s ettt e e e e e amneeeenee s enebeeas

ETSI



6 Final draft EN 300 797 V1.1.1 (1998-12)

7 Transport Adaptation for the STI control part STI-C(TA) ...cciviiiiiiieeeieeeeeeee
7.1 LT o1t o I U (o (1] = SO PRPTRTP 92
7.1.1 STI-C(TA) on synchronous PhYSICal INKS ........ciiieeiiiiiiicieie e s smmmmmmmmmenens 92
7.1.2 STI-C(TA) on asynchronous physical lINKS ............uuueiiiiiiiiee e s e 93
7.2 LI L= = L= W 1 ] = = SRR
7.2.1 Start field (START )ittt e r e e e e e e e e e e e e e e e e aan

7.2.2 NEIWOTIK PACKEL .....eviiiiiiee e e e e e e e e e e e s e e

7.2.3 Cyclic redundancy checksum field (CRC)

7.2.4 o T o I 1 ) SRR
7.2.5 Data link packet NandliNg .........cvvieee i ———————
7.25.1 Packet transmission

7.2.5.2 Tt = == o] (o1 OSSP
7.3 [T [0 [T T o] =T r= Lo (] PR
7.4 B LT LS 0T o T4 S F= Y
7.4.1 SoUrce address field (SAD) ... ... it e e e e e e e e e e e eeaaaan e
7.4.2 Destination address field (DAD) .......ccccuirriiiiiieie e e e e e e e e e e e s e s e e e e e eeen———— e ee e s
7.4.3 LI U] 010 T A o =T (= SRR
7.4.4 Y=Y =Tz 0o ) g 1= (o S (S 1 )
7.4.5 Network packet handling

7.45.1 Packet tranSMISSION ......vviiiiii it e e seee

7.4.5.2 o Tt = == o] 1o OSSP

7.5 The transport layer

7.5.1 Packet NUMDBEr (PKTINUMY) ...t e e e e s e s st e e e e e e e e e e e e e e e e e s e s s—
7.5.2 Acknowledge NUMDBEr (ACKNUM)......uuuiiiriiieiee e iee s et e e e e e e s s s s st aeeeee e e e e e e e s mm——
7.5.3 Repetition Index (REP)
7.5.4 Yot g LoV =T o T=TR = Fo I 2 4 1 PP
7.5.5 L = Vo IR =1 (o (12 ) SR
7.5.6 [0 Yo o= L 0= (o 1=
7.5.7 Y=Y =Tz 0o ) g =1 (o S (S 1
7.5.8 Transport packet NANAING .........oeiiiiiiii e e e e e e e e e e e e e e e s
7.5.8.1 (@] 0= ] o = W oo 1= Tox 1T o 0SS
7.5.8.2 (04 o =Yoo = T oo o] 1= Tox 1o o SRR
7.5.8.3 Transmission 0N an OPEN CONNECHION ...........ceiiiiiiiieiiieir e e e e e e e e s s e s s e e e e e e e e s cmmmmm—D O
7.5.8.4 Reception 0N @an OPEN CONNECLION .......uuuiiiiieiiieieeee e e e ee s e e e e e e e e e e e e e s e s — DO
7.6 LI LS oo o= LN F= Y= PR
7.6.1 RS ) O (RS
7.6.2 Logical packet handling

7.6.2.1 Packet transmission
7.6.2.2 Tt = == o] (o OSSP

8 Generic transport frame STI(PL, X) .o ¢ m— 99
8.1 GBNETAL ...ttt e et e e e e h et e e e e b et e e a4 ea ettt s S———— 4111111t te 11 et b n e 99
8.2 Adaptation Of the [0gICaAl IAYET .........uuiiiiiiiii e e e e e e e e e e e e e aaaaeees 99
8.2.1 Synchronization field (SYNC) ....uuuiiiriiieeee e e e e e e e e e s mmmmmmmmmeensseees 101
8.2.1.1 T o] g 111 (o (1 PP 101
8.2.1.2 Frame synchronization field (FSYNC) .......ccooiiiiiiiieee e r e e e e e e s s 101
8.2.2 Transport frame header field (TFH) ......oovviir e eeeeeeeeeeees 102
8.2.2.1 Data frame Size field (DFS) .......coiiiiie e e e e e—————— 102
8.2.2.2 Control frame SiZe field (CFS)...uiiiiiii i e e e e e e e smmmmmmmmmneenr e 102
8.2.3 (D= 1= B =T TS 1 =] (o (0 102
8.2.3.1 STI-D(LI) data field (D-LIDATA) ...ccocieieeiieeeetieeesiiee e s steeeesieeeesteeesnseeeesneeeessseeeesnseesemmemeeamenes 102
8.2.3.2 Data frame padding field (DFPD) ........ccoociiiiiiiiiiieecee e r e e e e e e mmmmmeeeenees 102
8.2.4 (%] a1 o] I8 1 =T 8 TSI =1 (o I (@ T 102
8.2.5 Frame padding field (FRPD) ........uuuiiiiiiiiiiieee e st et s e e e e e e e e e s s e s ss s s e s s smmmmmmmmmmmnnsene 102
9 Physical Interfaces for synchronous lINKS.............uiiiiiiiiie e 103.
9.1 G.703 interfaces, STI(Pl, G.703) .. .. iiiiiiiiiiiiiiiiee i e e e e e e e s e e e e e e e e aae e e e e e e s e e aeeaaeeeeaaeseesannan 103
9.1.1 1= T T=T = |0 LTS ol ] ) 1T o PR 103
9.1.2 Adaptation of the STI(PI, X) to the STI(PI, G.703).....ccccccuirriiiiiiiiieerieeeeee e serereeeeeeeee e 103
9.1.3 Physical interface

9.2 V.11 INterface, STI(Pl, V.LL) oot e e e e e e e e s e s s e s e e e e e e e e s mm— s 103

ETSI



7 Final draft EN 300 797 V1.1.1 (1998-12)

9.2.1 LCT=T =T |0 LTS ol ] ) 1 I P ESRRR
9.2.2 Adaptation of the STI(PI, X) t0 the STI(PI, V.11).....iiiiiiiiiiiiiiieeee e s
9.2.3 PhYSICAl INTEITACE ....evviiiiie e e e e e e e e e e e e

9.3 WGL/WG2 interface, STI(Pl, WGL/2) .....ccc ittt e e e st e e e e e e e aaaaaaaeeas
9.3.1 (1= =T |0 LTS ol ] ) 1 o P ESERR
9.3.2 Adaptation of the STI(PI, X) to the STI(Pl, WGL/2) ......cccceeeiiiii it e e emeenens
9.3.3 Adaptation to the WGL/2 frame SITUCLUIE .........uuuiiiiiiiiieeie e e e e e e eeeeees
9.3.4 PRYSICAI INTEITACE ...eiiiiiii i e e et e e e e e e e e e s s e mmm— e e e e e e
9.4 IEC 958 interface, STI(Pl, IECO58) .....cciiiiiiieeeiiei i e ettt et e e et e e e e e e e s s e s as s s s e e e e eneeeeeenssnnnns
9.4.1 LCT=T =Tz |0 LTS ol ] ) 1 PSSR
9.4.2 Adaptation of the STI(PI, X) to the STI(PI, IEC958) .......cuuuiiiiiiiiiiieeeeee e ee e eneeeees
9.4.3 Adaptation to the IEC 958 frame SITUCIUE..........coii it e e e e e s e
9.4.4 PRYSICAI INTEITACE ...eeiiiiiiii et e et e e e e e e e e e e s e mm— e e e e e e
9.5 G.704 interface with error protection, STI(Pl, G.704/1) ..........cccooiiiiiiiiiiiiiieeeereeeee e e e e e o L0 T
9.5.1 LCT=T =T |0 LTS ol ] ) 1 I P ESRRR 107
9.5.2 Transparency of STI(PI, G.704/1) layer t0 STI-D(LI) ...cccuuvriiiiiiiiiiieiiee e e e e 107.
9.5.2.1 Transparency of STI(PI, G.704&Egolayer to STI(PI, X)...oooviviiiiiiiiiiiiinii e, 107
9.5.2.2 Transparency of STI(PI, G.7043}glayer to STI(Pl, X).....ccoovvviiiiiiiiiii 107
9.5.3 STI(PI, G.704/1) SITUCTUIE ....uuviiiieiieeieieiee e e e e e e e e e e e e s e e e e e e e aeeaeae e s s e s s s s o—
9.5.3.1 G.704 r€SEIVEA DYIES ... r e e e e e e e e e e e e e e e nna
9.5.3.2 STI(PI, G.704/1) reSErVEd DYLES ......euiiiiiiiiieiiieie et ee e e e e e e e« em—
9.5.3.2.1 Multiframe management BYtEpM...........oouiiiiiiiiii
9.5.3.2.2 Multiframe SUPerviSion BYLERISy.......ovoviviiiiii
9.5.4 STI(PI, G.704/1) MUltiframe geNeration ...........cccoiiiiiiiiiiiiiiee e e e e e e e s s s s e—
9.54.1 [eT=T =T =1 Io L=TTod 111 o T PP
9.5.4.2 Error coding and interleaving for STI(PI, G.7044by

9.54.2.1 Coding array formation ...........coeeeiiiiii i

9.5.4.2.2 a1 C=T [ T= 1Y T o T PSS

9.5.4.2.3 Output array fOrMALION.........ccciieiiiiee e e e e e e e e e s e s s —
9.5.4.3 Error coding and interleaving for STI(PI, G.7044b)s

9.54.3.1 Coding array fOrMaAtiON ........ciiee e r e e e e e e e e e —
9.5.4.3.2 L1 C=T [ = 1Y T o T S

9.5.4.3.3 Output array formation

9.5.5 Order of data transmission

9.5.6 [SE g o] g o] (0] (=T 1o Ko7 To [ TN

9.5.7 SYNCRIONIZALION......ci i e e e e e e e e e e e e s s e s e s aes e e s m——— s
9.5.7.1 Synchronization of G.704 frames .......ccccviiiiieiiiiiceee e e —————————
9.5.7.2 Synchronization of STI(PI, G.704/1) MUItIframes...........coociiiiiiiiiiie e s
9.5.8 PRYSICAI INTEITACE ...eeiiiiieee e e et e et e e e e e e s s e mmm— e e e e e
9.5.9 Modifying the STI-D(LI) ERR field .......ccoooeeiiiiieeeee e

9.6 G.704 interface without error protection, STI(PI, G.704/2)

9.6.1 1= =T |0 LTS ol ] ) 1 PSR
9.6.2 Adaptation of the STI(PI, X) to the STI(PI, G.704/2)......cuuuiieieeieee e
9.6.3 Adaptation to the G.704 frame StIUCLUIE .........cooiiiiice e e e« emm——
9.6.3.1 G.704 reSEIVEA DYIES ...t e et e e e e e e e e e e s e s e e e nnn
9.6.3.2 SR [ (od I T 40 7 b2 o 1T o T= T - o ) o
9.6.3.2.1 Output array fOrmMatioN..........ccccuuiiiiiiiie e e e e e e
9.6.3.2.2 Order of data tranSMISSION ........ciiiiiiiiie i

9.6.3.2.3 Synchronization of G.704 frames

9.6.4 PhYSICAl INTEITACE ....evviiiiie e e e e e e e e e e e

9.7 H.221 interfaces, STI(Pl, H.221) .ottt e e e e e e e e e e e s e s s sttt so— 1111
9.7.1 1= =T |0 LTS o3 ] ) 1T o PR
9.7.2 Adaptation of the STI(PI, X) to the STI(PI, H.221)......cccoooiiiiiieeeeee e e
9.7.3 Adaptation to the H.221 frame SIIUCIUE .........eeviiiiiiie e m———
9.7.31 H.221 reServed DItS........oooii it
9.7.3.2 S I [ od TR B2 ) I o = =T = L1 T o
9.7.4 PRYSICAI INTEITACE ...eviiiiiiee e e et e et e e e e e e e s s mmm— e ee e e
10  Physical Interfaces for asynchronoUs lINKS..............uuuviiiiiiiiiiiiiiiisseses s emnnnns
10.1 Y 1 a1 (=Y = Uod TS I T TR S
10.1.1 LCT=T 1T | PP PPPPPTRPPPPP

ETSI



8 Final draft EN 300 797 V1.1.1 (1998-12)

10.1.2 Adaptation of the STI(PI, X) t0 the STI(PI, V.24) ......ouiiiiiiiii e s 121
10.1.3 L )V o= TN a1 (=T = Vo7 TP 121
Annex A (normative): Calculation of CRC words in the STl.........ccooiiiiiiiiiieeeeee 123
Annex B (normative): Coding of timestamps iN STl .....ccvviiiiiiiiiiiie 124
B.L  GBNEIAL ...ttt e e e — e 124

= B2 10T S3 v= T g oI oo Lo 1T P PPP PP 124
B.2.1 Expected range of timeStamp VAIUES .........uuuiiiiiiiee et smmmmmmmmmmmne e 124
B.2.2 N LU T =] = L ] o SRR 124
B.2.3 Reserved timestamp VAIUES .........ccociiiiiiiiiece e e e e e e e e s e e e et e e e e e e seanennresseneeeees 124
B.2.4 TIMESTAMP IEVEIS ... e et e e e e e e e e e e s e s s st e mm—— 11122222 e e e s 124
B.3 Mapping to STI-D(LI) timestamp bitS ..o 125
B.4 Mapping to STI-D(PI, G.704/1) timestamp DitS .........covviiiiiiiiiiiiiiiieeieeeeeeeeeeeee e 125.....
B.5 Interpretation of imestamp ValUE ... e ———— 125
B.6 Use of timestamps in LI @nd PIIAYEIS ......uuuuuuiiccee e 125
Annex C (normative): Definition of the WG1/2 INterface ..........ccccvviiiiiiiiiiiiiieeeeeeee e 126
C.1  WGL/2 INTEITACE OVEIVIEW ....eeieiiiieeiieiiii e s e e s e e e s e e e e e e e e e e e e e e e e e e e e e aaaaaaaaaaaaeaeeeeees s 126
C.2 WG1/2 interface signals definition .............ooiiiiiiiiiiiiiieee e s 127
C.3 WG1/2 interface data-frame SYNTAX ..........eeuiiiiiiiiiiiiiiiiiee e e e 128
C.4 WGL/2 phySIiCal INTEITACE ...ttt e+ s 128
Annex D (normative): Coding Of NASC dat@....ccccooeeeeiiiei e 130
D1 GBNEIAL ... .ttt e ettt e e+ — 11 130
D.2 Frame Synchronous Signalling (FSS) ... 130.
D.2.1 FSS MESSAQES SITUCTUIE ... eeeieee et es e e e e e e e e et et e ettt a et e e e e e aeeeeeeeeeess e aaaeeeenansnsnnnneeeens 130
D.2.2 Pre-assigned FSS MESSAJE TYPES . ..ciiiiiiiiiieiii et e e ee e e s e et e s st e e e e e aaeeee s e s s s ssstesbeeeeeeeesaaeaeaanassrnnes 130
D.3 Asynchronous Signalling (ASS)

D.3.1 ASS MESSAQES SIIUCTUIE ...eeeeeeeieiiiiiei et e e e e e e e e et e ettt es s e s e e e eeaeeeeeeeeeeeetessss s s—— e e es

D.3.2 Pre-assigned ASS MESSAJE TYPES ..uuuuriiiiiieeeeeeieeiieitirtre e eraaeee e et e s ssstsr e eeraaaeeeeeseeeeeeeeeeeanmaaseees 131
Annex E (normative): Behaviour of the STI during reconfiguration..............cccceceeeeeiiianieenneenenn. 132
E.1 DAB multiplex configuration ManagemeENnt...........ccuueeiiiiiiiriiiiiie e e e e 132....
E.2 STl reconfiguration PrOCEAUIE ..........ueiiiiiieiiiiitte et e et e e e e e e e e e e e e s eeeeeeenmnee 133
E.2.1 Service configuration defiNitiON..........ooii e a e e e e 133
E.2.2 Choosing the reconfiguration INSTANT ... emcmmmeee e e e e e e 133
E.2.3 Requesting @ reCONTIQUIAtION ..........uuiiiiiieii i e et emmee st e e e e e e e 134
E2.4 Implementing the reCONFIQUIALION ...........ii i et ——— e 134

ETSI



9 Final draft EN 300 797 V1.1.1 (1998-12)

Annex F (informative): Use of the ST tIMeStaMIP.......uurriiiiiiieee e 135
F.1 Delay between Service provider and USEIS ...........ceuvurrrurriiiriiiiiirinieree s eeseeeees 135....

F.2 Setting the timestamp VAIUE ............ooiiiiiiiiiiiieieeeieeieveer e o—— - L OO

F.3 Using the timestamp in MUIICASTING ........uuuiiiiiiiiiiiiii e e e e e e e 136
Annex G (informative): Examples of STI-C(TA) ProtOCOI.........uuuuueimeiiiiieeeeeee e 137
G.1 Opening and closing of an STI-C(TA) CONNECLION ......cccoiiiiiieeieeie e 137........
G.2 Transmission 0N an OPEN CONNECTION ........iiiiiiiiiiiiiieeiiieeiteeeee e e e e e 138
G.3 HandliNg 10SS Of PACKELS ......uuuiiiiiiiii e e e e e e e e aaaaaens 140
Annex H (informative): Use of STI(P1,G.704/1) on T1 NEIWOIKS ....uuuuiiiiiiieiiiiii e, 142
[ PO R [ o (oo ¥ Tt £ OO TTPURPPR 142
H.2 General outline of STI(PI, G.704/1-TL).......cooiiiiiiiiiii ettt eeeennnes 142

H.3 Transparency of STI(PI, G.704/1-T1) layer to STI(PI, X) cccceviiiiiiiiiiiieeeeeeeeeeeeee e 142
H.3.1 Transparency of STI(PI, G.704/1-Fhkalayer to STI(Pl, X) ..cocovviiiiiiiiiiiiiiiiii i 142
H.3.2 Transparency of STI(PI, G.704/1-Fgpglayer to STI(Pl, X) ..cocvvviiiiiiiiiiiiiiiii 143
H.4  STIPI, G.704/1-TL1) SIUCIUIE.....ccciieii ittt r e e b e e eeeeeeeenness 143
H.5 Error protection for STI(Pl, G.704/1-TL) ..ccccoiiiiiii e 143
BIDIIOGIAPRY ..o smmmmm—————— e e e e aaaee s 147

[ 1151 (0 Y2 PP 148

ETSI



10 Final draft EN 300 797 V1.1.1 (1998-12)

Intellectual Property Rights

IPRs essential or potentially essential to the present document may have been declared to ETSI. The information
pertaining to these essential IPRs, if any, is publicly availablET& members and non-membersand can be found

in SR 000 314’Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETSI in respect
of ETSI standards'which is availabléree of chargefrom the ETSI Secretariat. Latest updates are available on the
ETSI Web server (http://www.etsi.org/ipr).

Pursuant to the ETSI IPR Policy, no investigation, including IPR searches, has been carried out by ETSI. No guarantee
can be given as to the existence of other IPRs not referenced in SR 000 314 (or the updates on the ETSI Web server)
which are, or may be, or may become, essential to the present document.

Foreword

This European Standard (Telecommunications series) has been produced by the Joint Technical Committee (JTC)
Broadcast of the European Broadcasting Union (EBU), Comité Européen de Normalization ELECtrotechnique
(CENELEC) and the European Telecommunications Standards Institute (ETSI), and is now submitted for the Voting
phase of the ETSI standards Two-step Approval Procedure.

Proposed national transposition dates

Date of latest announcement of this EN (doa): 3 months after ETSI publicatign
Date of latest publication of new National Standard

or endorsement of this EN (dop/e): 6 months after doa

Date of withdrawal of any conflicting National Standard (dow): 6 months after doa

NOTE 1: The EBU/ETSI JTC Broadscast was established in 1990 to co-ordinate the drafting of standards in the
specific field of broadcasting and related fields. Since 1995 the JTC Broadscast became a tripartite body
by including in the Memorandum of Understanding also CENELEC, which is responsible for the
standardization of radio and television receivers. The EBU is a professional association of broadcasting
organizations whose work includes the co-ordination of its members' activities in the technical, legal,
programme-making and programme-exchange domains. The EBU has active members in about 60
countries in the European broadcasting area; its headquarters is in Geneva.

European Broadcasting Union

CH-1218 GRAND SACONNEX (Geneva)
Switzerland

Tel: +41227172111

Fax: +4122717 2481

EUREKA Project 147

EUREKA Project 147 was established in 1987, with funding from the EC, to develop a system for the broadcasting of
audio and data to fixed, portable or mobile receivers. Their work resulted in the publication of a European Standard,
ETS 300 401 [1], for DAB (note 2) which now has world-wide acceptance. The members of the Eureka 147 Project are
drawn from broadcasting organizations and telecommunication providers together with companies from the professional
and consumer electronics industry.

NOTE 2: DAB is a registered trademark owned by one of the EUREKA 147 partners.
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Introduction

The present document is one of a set associated with DAB. ETS 300 401 [1] describes the transmitted signal; the
interface between the broadcaster's transmitters and the listener's receiver. The associated documents, EN 300 798 [2]
and ETS 300 799 [3] describe additional interfaces which can be used by broadcasters or network providers to build
DAB networks.

Figure 1 shows a DAB network in outline. For convenience, the Network is split into a number of different parts, each
managed by a different entity. The different entities are; the Programme/Data provider, the Service Component provider,
the Ensemble provider and the Transmission Network provider.

NOTE: A Service Component provider may be generating a full DAB service or a component of a DAB service.
For the purposes of the present document, the terms Service provider and Service Component provider are
interchangeable.

Programme/Data provider

The Programme/Data provider is the originator of the audio programme or the data being carried within the DAB
Service Component. The format for the output of the Programme/Data provider may take many different forms and
should be agreed between the Programme/Data provider and the Service Component provider.

Service Component provider

The Service Component provider is producing one or more complete service components which may form the complete
DAB Service, but may not. Data from the Service Component provider will comprise three different parts:

- Service Component data which is to be inserted into the DAB Main Service Channel (MSC);

- Service Information related to the Service Component data which is to be inserted into the Fast Information
Channel (FIC);

- Other data, not intended for transmission, including status monitoring or control.

The interface between the Service Component provider and the Ensemble provider is known as the Service Transport
Interface (STI) and is the subject of the present document.

Ensemble provider

The Ensemble provider receives a set of service components from one or more Service Component providers. He then
formats the FIC, and generates an unambiguous description of the full DAB ensemble.

The ensemble description is passed to the Transmission Network provider via an interface called the Ensemble
Transport Interface (ETI) which is defined in ETS 300 799 [3].

Transmission Network provider

The Transmission Network provider generates the DAB Ensemble and transmits it to the receiver. The output of the
Transmission Network provider is defined by ETS 300 401 [1]. The Transmission Network provider is usually the final
recipient of the ETI and is responsible for turning it into the DAB transmission signal using an OFDM generator.

In some cases, as an intermediate step, the Transmission Network provider may find it convenient to generate a
baseband representation of the signal to be transmitted. The baseband representation, known as the Digital baseband 1/Q
Interface (DIQ), is a set of digital samples defining the In-phase (1) and Quadrature (Q) components of the final carrier.
This interface is defined in EN 300 798 [2], and provides a convenient interface between digital processing equipment
and radio-frequency modulating equipment.
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Figure 1: DAB network outline
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1 Scope

The present document establishes a standard method for transporting Service components (audio and data) produced by
Service providers at their own studios to the DAB multiplexing equipment located at the Ensemble provider's centre.

ETS 300 401 [1] established a broadcasting standard for a DAB system. Broadcasters who implement DAB networks
require methods for transporting DAB signals, or the component parts of a DAB signal, between studios, where the
programme or data service originates, and the transmitter sites from which the signal will be radiated. The network of
circuits connecting the studios to the Ensemble provider's ensemble multiplexer is generally known as the Collection
Network. The network of circuits connecting the ensemble multiplexer to the transmitters is generally known as the
Distribution Network.

The present document is applicable to Collection Networks used in a DAB System. It describes the characteristics of a
signal suitable for transporting Service Components, Service Information and control data between a Service provider
and an Ensemble provider. The interface is suitable for use on a number of different physical media and
telecommunication networks. Provision is made for the inclusion of appropriate error detection and correction and for
the management of network transit delay.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

» References are either specific (identified by date of publication, edition number, version humber, etc.) or
non-specific.

« For a specific reference, subsequent revisions do not apply.
« For a non-specific reference, subsequent revisions do apply.

* A non-specific reference to an ETS shall also be taken to refer to later versions published as an EN with the same

number.

[1] ETS 300 401: "Radio broadcast systems; Digital Audio Broadcasting (DAB) to mobile, portable
and fixed receivers".

[2] EN 300 798: "Digital Audio Broadcasting (DAB); Distribution interfaces; Digital baseband In-
phase and Quadrature (DIQ) Interface".

[3]- ETS 300 799: "Digital Audio Broadcasting (DAB); Distribution interfaces; Ensemble Transport
Interface (ETI)".

[4] ITU-T Recommendation G.703 (1972): "Physical/electrical characteristics of hierarchical digital
interfaces: Section 6. Interface at 2 048 kbit/s".

[5] ITU-T Recommendation X.24 (1988): "List of definitions for interchange circuits between Data
Terminal Equipment (DTE) and Data Circuit-terminating Equipment (DCE) on public data
networks".

[6] ITU-T Recommendation V.11 (1988): "Electrical characteristics for balanced double-current
interchange circuits for general use with integrated circuit equipment in the field of data
communications".

[7] ITU-T Recommendation G.704 (1988): "Synchronous frame structures used at primary and
secondary hierarchical levels: Section 2.3 Basic frame structure at 2 048 kbit/s".

[8] ITU-T Recommendation G.706 (1988): "Frame alignment and cyclic redundancy check (CRC)

procedures relating to basic frame structures defined in Recommendation G.704".
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[9] ITU-T Recommendation V.24 (1988): "List of definitions for interchange circuits between data
terminal equipment (DTE) and data circuit equipment (DCE)".

[10] ITU-T Recommendation V.28 (1988): "Electrical characteristics for unbalanced double-current
interchange circuits".

[11] ITU-T Recommendation H.221: "Frame structure for a 64 to 1920 kbit/s channel in audiovisual
teleservices".

[12] ITU-T Recommendation H.242: "System for establishing communication between audiovisual
terminals using digital channels up to 2 Mbit/s".

[13] IEC 958: "Digital audio interface".

[14] International Standard ISO/IEC 646 (1991): "Information technology - ISO 7-bit coded character
set for information interchange”.

3 Definitions, symbols, abbreviations and terminology

3.1 Definitions

For the purposes of the present document, the definitions of ETS 300 401 [1] and the following definitions apply:

asynchronous FIB insertion:A method of providing Fast Information Blocks (FIBs) in the STI-D(LI) and to
incorporate them in the Fast Information Channel (FIC). The FIBs shall be inserted in the FIC asynchronously and no
constant time relation shall be expected between generation and insertion of a FIB.

block: A component part of an STI(PI, G.704/1) multiframe consisting of eight G.704 frames. Each block comprises
256 bytes.

codeword: A Reed-Solomon codeword, as used by STI(PI, G.704/1), comprises 240 bytes. Some of these bytes are data
bytes, others are check bytes.

coding array: An array used in the conceptual description of STI(PI, G.704/1).

collection network: The network of circuits in a DAB network that connects Service providers to an Ensemble
provider, or Service providers with each other.

command (CMD): A part of STI-C(LI) that defines the command carried in a message.

command extensior(EXT): A part of STI-C(LI) giving information in addition to the commam@MD).

configuration: The description of services, service components and the way they shall be incorporated in the DAB
multiplex.

control frame field (CF): A part of the generic transport frame, STI(PI, X), that carries the transport adapted control
part.

control frame size field(CFS):A part of the generic transport frame, STI(PI, X), that defines the length of the control
frame field.

data exchange sessiot mechanism used in STI-C(LI) to exchange a group of messages.
data frame field (DF): A part of the generic transport frame, STI(PI, X), that carries the data part of the STI.

data frame count field (DFCT): A part of STI-D(LI) containing the data frame count. The data frame count consists of
a higher part (DFCTH) and a lower part (DFCTL).

data frame padding field (DFPD): A part of the generic transport frame, STI(PI, X), that carries padding in data frame
field.

data frame size (DFS)A part of the generic transport frame, STI(PI, X), that defines the length of the data frame field.
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data length field (DL): A part of STI-D(LI) giving information about the length of the data part frame.

data link layer: A layer of the control part transport adaptation, STI-C(TA), that contains data link packets and
provides framing and error protection.

distribution network: The network of circuits in a DAB network that connects the Ensemble provider's ensemble
multiplexer to transmitters of Transmission Network providers.

downstream entity: One of the two entities involved in the exchange of STI-D(LI) and STI-C(LI) information. The
downstream entity shall be the receiver of the STI-D(LI) flow provided by the upstream entity.

end of frame field (EOF): A part of STI-D(LI) containing End-Of-Frame information.

end of header field (EOH):A part of STI-D(LI) containing End-Of-Header information.
ensemble multiplex:A set of data which describes the component parts of the DAB ensemble.
ensemble multiplexer:A multiplexer which generates an ensemble multiplex.

FIB grid: A vector of boolean values used by the Ensemble provider to predefine in which CIFs a Service provider may
insert FIBs using the synchronous FIB insertion method. The FIB grid can be exchanged using the STI-C(LI) messages.

FIG change control: A mechanism that the creator of Fast Information Groups (FIGs) applies when parts of a FIG's
information change in order to signal the change to DAB receivers.

FIG file: A file that can be exchanged using STI-C(LI) messages.

FIG repetition: A mechanism that the creator of the Fast Information Channel (FIC) applies to FIGs, where FIGs are
periodically repeated. The period for the repetition typically depends on the content of the FIG, e.g. the importance of
the content for a DAB receiver, and the capacity of the FIC.

frame characterization field (FC): A part of STI-D(LI) containing frame characterization data.
frame padding field (FRPD): A part of the generic transport frame, STI(PI, X), containing frame padding.
frame synchronization field (FSYNC): The synchronization field of the generic transport frame, STI(PI, X).

G.703: An ITU-T Recommendation giving information about the physical characteristics of telecommunication
interfaces.

G.704: An ITU-T Recommendation defining telecommunication framing structures.

generic transport frame, STI(PI, X): A generic frame structure for the transport of the STI data and control part on
physical interfaces. The generic transport frame can either contain the data part, the control part or both.

GF(28): A mathematical entity (a Gallois Field of 256 entries) used in the process of producing Reed-Solomon error
protection bytes.

H.221: An ITU-T Recommendation giving information on line transmission for audiovisual services on channels from
64 to 1 920 kbit/s.

header cyclic redundancy checksum (CRCH)A part of STI-D(LI) containing a cyclic redundancy checksum for
header information.

IEC 958: An IEC standard defining a digital audio interface.

individual stream characterization field (ISTC,): A part of STI-D(LI) giving the stream characterization of the
individual strearmmn, carried in the STI-D(LI).

individual stream data field (ISTD,,): A part of the STI-D(LI) main stream data, carrying an individual stream.
ISO 646: An ISO/IEC international standard defining 7—bit coded character set for information interchange.

local entity: One of the two entities involved in an STI-C(LI) message exchange. The local entity shall be the sender of
the message to be received by the remote entity.
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logical interface (LI): A definition of the STI which contains all the elements to be carried by the interface, but has no
physical manifestation.

logical interface layer: The upper layer of the STI managing the logical interface definition of the STI. The logical
layer manages STI-C(LI) messages or STI-D(LI) frames.

logical layer: A layer of the control part transport adaptation, STI-C(TA), that manages the transfer of messages
between the STI-C(LI) and the transport layer.

main stream data field (MST): A part of STI-D(LI) carrying the collection of the individual stream data originated by
the Service provider.

messageThe syntactical unit managed by the STI-C(LI). A message is a string of characters beginningMiith a
field and ending with ®ELIM field.

multiframe: A composite frame structure used in STI(PI, G.704/1) to map the generic STI(PI, X) transport frame onto
the elemental G.704 frames.

network layer: A layer of the control part transport adaptation, STI-C(TA), that contains network packets and provides
the indication of source and destination addresses.

number of streams field (NST):A part of STI-D(LI) giving information about the number of streams being carried.

open connection:The state of the STI interface allowing upstream and downstream entities to exchange STI-C(LI)
messages.

packet: The basic unit of information carried on the different layers of the STI-C(TA).
packet number field (PKTNUM): A part of the STI-C(TA) carrying a sequential number attached to logical packets.
physical interface (PI): A generic term to name the physical implementation of the STI.

reconfiguration: The procedure allowing to modify a configuration and, as a consequence, the DAB Ensemble
multiplex.

Reed-Solomon forward error coding:A form of coding which allows the correction of transmission errors.

remote entity: One of the two entities involved in an STI-C(LI) message exchange. The remote entity shall be the
receiver of the message sent by the local entity.

separator field (SEP):A part of STI-C(LI) managing the separation of the data fields of a message.

Service provider identifier (SPID): A part of STI-D(LI) allowing the recipient of the STI to uniquely identify the
originator of the STI.

status field (STAT): A part of the STI-D(LI) carrying status information about the STI-D(LI). The STAT field can be
modified by physical interfaces to allow status information to be updated as the signal is carried through the collection
network.

STI-C(LI): The logical definition of the STI control part. It is composed of several message categories which allow the
STI to be managed. It has no physical manifestation.

STI-C(TA): The protocol layers providing transport adaptation for safe and reliable transport of the STI-C(LI).

STI-D(LI): The logical definition of the STI data part. It defines the syntax of the frames used to carry the Service
provider's broadcast data. It has no physical manifestation.

STI(PI, X): A generic transport frame structure used in all physical implementations of the STI.

stream characterization field (STC): A part of STI-D(LI) carrying the collection of the individual stream
characterization information originated by the Service provider.

stream CRC (CRCST,): Cyclic redundancy checksum calculated on the individual stream data.field

stream CRC flag (CRCSTF):A flag in STI-D(LI) indicating the presence of the stream cyclic redundancy checksum.
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stream identifier (STID): A part of STI-D(LI) used to uniguely identify each individual data stream.
stream length field (STL,): A part of STI-D(LI) carrying the length in bytes of the individual data stream

synchronization field (SYNC): A part of STI(PI, X) which carries status information and signifies the start of the
frame.

synchronous FIB insertion: A method of providing Fast Information Blocks (FIBs) in the STI-D(LI) and to
incorporate them in the Fast Information Channel (FIC). The FIB insertion is governed by the use of the CIF count and a
FIB grid.

time stamp field (TIST): A part of STI-D(LI) comprising a 24-bit timestamp.

transmit packet stack: A storage memory, organized as a stack of transport packets, allowing the implementation of the
retransmission feature provided by the STI-C(TA).

transport adaptation (TA): An adaptation of the STI-C(LI) allowing safe and reliable transport of STI-C(LI)
messages.

transport frame header (TFH): A part of STI(PI, X) carrying information about the lengths of the data and control
parts of the STI.

transport frame length (TFL): The length in bytes of the STI(PI, X) frame.

transport layer: A layer of the control part transport adaptation, STI-C(TA), that contains transport packets and
provides safe and reliable transport.

type identifier (TID): A part of STI-D(LI) giving information about the type of an individual stream data field.

type identifier extension (TIDext): A part of STI-D(LI) giving additional information about each type of individual
stream data field.

upstream entity: One of the two entities involved in the exchange of STI-D(LI) and STI-C(LI) information. The
upstream entity shall be the originator of the STI-D(LI) flow provided to the downstream entity.

V.11: An ITU-T recommendation defining electrical characteristics for balanced double-current interchange circuits.

V.24: An ITU-T recommendation giving the list of definitions for interchange circuits between data terminal equipment
(DTE) and data circuit-terminating equipment (DCE).

V.28: An ITU-T recommendation defining electrical characteristics for unbalanced double-current interchange circuits.

WG1/2 interface: A physical interface, designed by the EUREKA 147 project, to carry several service components on
a local point-to-point connection.

X.24: An ITU-T recommendation giving the list of definitions for interchange circuits between data terminal equipment
(DTE) and data circuit-terminating equipment (DCE) on public data networks.
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3.2 Abbreviations

For the purposes of the present document, the abbreviations of ETS 300 401 [1] and the following abbreviations apply:

ACK ACKnowledge

ACKNUM ACKnowledge NUMber

ASS ASynchronous Signalling

C-TADATA Control part Transport Adaptation DATA
CF Control Frame

CFs Control Frame Size

CRC Cyclic Redundency Checksum

CRCH Header Cyclic Redundancy Checksum
CRCSTF Cyclic Redundency Checksum STream Flag
CRCST Stream Cyclic Redundancy Checksum
CTL Control part Transport adapted Length
D-LIDATA Data part Logical Interface DATA

DIQ Digital baseband In-phase / Quadrature Interface
DAD Destination ADdress

DE Downstream Entity

DF Data Frame

DFCT Data Frame CounT

DFCTH Data Frame CounT - Higher part
DFCTL Data Frame CounT - Lower part
DFPD Data Frame PaDding

DFS Data Frame Size

DL Data Length

EOF End Of Frame

EOH End Of Header

EPID Ensemble Provider IDentifier

FC Frame Characterization

FL Frame Length

FRPD FRame PaDding

FSS Frame Synchronous Signalling
FSYNC Frame SYNChronization

ISTC Individual STream Characterization field
ISTD Individual Stream Data

ITU International Telecommunication Union
LI Logical Interface

LSb Least Significant bit

MShb Most Significant bit

MST Main STream data

NASC Network Adapted Signalling Channel
NST Number of STreams

PA Packet Address

Pl Physical Interface

PKTNUM PacKet NUmber

REP REPetition index

Rfa Reserved for future addition

Rfu Reserved for future use

SAD Source ADdress

SEP SEParator

SPID Service Provider IDentifier

STAT STATus

STC STream Characterization

STI Service Transport Interface

STID STream IDentifier

STL STream Length

SYNC SYNChronization

TA Transport Adaptation

TFH Transport Frame Header
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TID
TIDext
TIST
UE
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Transport Frame Length
Type IDentifier

Type IDentifier extension
Tlme STamp

Upstream Entity

Symbols

For the purposes of the present document, the following mathematical symbols apply:

3.3.1

[m..n]
X16

3.3.2

bn

bk..n
bk,n
Bm,f
Bm.{Pn)
X

NOTE:

3.3.3

3.3.4

AND
OR
XOR

3.3.5

string
char
dec
hex

Numerical ranges

denotes the numerical range m, m+1, m+2,..., n, where m and n are positive integers with n > m.
the subscript "16" is used to denote hexadecimal numbers.

Bit and byte numbering

denotes bit numbaer. nis in the range [0..7].

denotes bit numbeksto n. k andn are in the range [0..7] ahdk n.
denotes bit numbeksandn. k andn are in the range [0..7] ahkdk n.
denotes byte numbaerin frame numbef.

denotes bit numbar of bytem in framef.

is used to denote an arbitrary binary value (0 or 1).

f may sometimes be omitted where no ambiguity results.

Arithmetic operators

Addition.

Multiplication.

denotes the quotient part of the division of m by p (m and p are positive integers).
denotes the remainder of the division of m by p (m and p are positive integers).

denotes the sunf(p) + f(p + 1) +f(p + 2) ... +f(q).

denotes the produdip) x f(p + 1) x f(p + 2) ...x f(Q).

Logical operators

Logical AND function
Logical OR function
Exclusive-OR function

STI-C(LI) Field Types

a sequence of characters
a single character
decimal number
hexadecimal number
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3.4 Ordering of bytes and bits for transmission

The bytes of each STI frame shall be transmitted sequentially with the lowest numbered byte being transmitted first e.g.
byte B, ;is transmitted before byte;Band so on. The highest numbered byte of fraefell be transmitted earlier than
the lowest numbered byte of frahe 1.

The bits of each byte shall be transmitted sequentially with the lowest numbered bit being transmitted fyysttg)g. B
is transmitted before byteB(b,), and so on.

Unless otherwise stated in the associated text, data shall be carried with its MSb in the lowest numbered bit of the lowest
numbered byte. The next most significant bit shall be carried in the next lowest numbered bit of the lowest numbered
byte, and so on. This implies that the MSb of any data byte shall be received earlier than the LSb.

35 Reserved bits

In some fields of the STI, unused bits may be found. These are designated as:

Rfa: Reserved for future addition. The future use of Rfa bits shall not modify the usage of other bits in
the same field as the Rfa bits.
Rfu: Reserved for future use. The future use of Rfu bits can modify the usage of other bits in the same

field as the Rfu bits.

Unless otherwise specified, the values of bits designated as either Rfa or Rfu shall be set to zero.

3.6 STI-C character set

The STI-C character set that shall be used for information exchange shall be made of 8-bit characters where the most
significant bit shall be set to zero and the remaining 7 bits shall be coded as defined in ISO 646 [14]. The International
Reference Version (IRV) shall be used.

3.6.1 STI-C(LI) message character set

STI-C(LI) messages shall be restricted to use only the following subset of characters:

- the SPACE character (bit combination 2/0) used only as a separator between data fields;

- all the GO characters (bit combinations 2/1 to 7/14) with the restriction that the semicolon (represented by bit
combination 3/11) shall only be used as the delimiter of STI-C(LI) messages.

A decimal character shall be coded as a character in the range of "0" t0"9" (bit combination 3/0 to 3/9).
A decimal number shall be coded as a string of decimal characters. Leading zeros shall not be coded.

A hexadecimal character shall be coded as a character in the range of "0" to "9" and "A" to "F" (bit combination 3/0 to
3/9 and 4/1 to 4/6).

A hexadecimal number shall be coded as a string of hexadecimal characters. Leading zeros shall be coded (e.g.: "0A23",
"00F7").

3.6.2 STI-C(TA) character set

STI-C(TA) shall be restricted to use only the following subset of characters:
- all the characters used by the STI-C(LI) messages as defined in subclause 3.6.1;
- the carriage return (CR) character (bit combination 0/13);

- the line feed (LF) character (bit combination 0/10).
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4 Overview of the Service Transport Interface definition

4.1 Conceptual model of the Service Transport Interface

Figure 2 is based on a figure from ETS 300 401 [1] and shows the conceptual block diagram of the first part of the DAB
emission system. The conceptual locations of the Service Transport Interface (STI) and the Ensemble Transport
Interface (ETI) (see bibliography) are shown on this diagram

The Service Transport Interface (STI) has been defined to provide a standardized way of transporting DAB service
components, service information and control messages in a DAB collection network. It consists of two parts: the data
part, STI-D, which carries data intended for broadcast, and the control part, STI-C, which carries management
messages, for control and monitoring purposes, and which is not intended for broadcast.

The STI-D can carry audio components, stream mode and packet mode data components, Fast Information Blocks
(FIBs) and Fast Information Groups (FIGs). As all of those are broadcast elements, STI-D is unidirectional in nature.

The STI-C can carry configuration information, requests for reconfiguration, monitoring information and management
information. Since this type of information requires a dialogue between the two entities involved, STI-C is bi-directional
in nature.

The present document uses a layered approach to specify the two parts of the STI:
- the Logical Interface (LI) layer, specifies the syntax of the two STI parts: the STI-D frame and STI-C messages;

- the Transport Adaptation (TA) layer is specified only to be used with the STI-C part, to ensure an error-free
transport of STI-C messages and that they will be received in the order they were sent.

The Physical Interface (PI) layer, provides a physical manifestation of the STI and since STl is intended to be used in a
wide variety of collection networks, various physical implementations - for the envisaged types of collection networks -
are defined to transport the two logical parts of the STI. These two parts may be carried together or separately
depending on the chosen collection network topology.
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Figure 2: Conceptual DAB emission block diagram showing the location of the STI
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4.2 The logical model of the STI

Figure 3 shows the logical connection of the STI. It is point to point between the upstream entity (UE), a Service
provider and the downstream entity (DE), typically an Ensemble provider. Upstream and downstream are defined in
relation to the STI-D(LI) data flow.

Upstream e Downstream

Entity Entity
rol: -
(UE) ( control: STI-C(LI) ) (DE)

Figure 3: Logical connection of STI

The STI identifies each entity in the collection network with an identifier. These identifiers are used in the STI-D(LI) to
identify the source of the data, and in the STI-C(TA) to identify both the source and the destination of the messages.
These identifiers are called the service provider identifier (SPID) and the ensemble provider identifier (EPID). Typically
the EPID should be the DAB Ensemble Identifier (Eld), but it need not be.

The STI-D(LI) includes all possible service component formats to be inserted in the MSC channel, but also Service
Information, Fast Information Data Channel service components and Conditional Access (CA) information that will be
transported in the FIC. The STI-D(LI) is based on a 24 ms frame structure.

The data streams transported by the STI-D(LI) are classified as follows:
- MSC sub-channel:
- an audio service component;
- adata stream service component;
- adata stream made of one or more packet mode service components (and padding).
- MSC sub-channel contribution:
- a packet mode data service component.
- FIC FIG stream:
- Service Information;
- Fast Information Data Channel service component;
- CA information.
- FIC FIB stream:
- Asynchronous FIB insertion;
- Synchronous FIB insertion.

The STI-C(LI) provides a set of messages that allows both entities to setup and control the behaviour of the information
provided in the STI-D(LI). The STI-C(LI) messages are composed of characters and do not have a 24 ms frame
structure.
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The messages transported by the STI-C(LI) are classified as follows:
- Action messages used to handle reconfigurations;

- Configuration messages  used to exchange configuration information;

- FIG file messages used to exchange FIG files and to manage their use;

- FIB grid messages used to exchange a FIB grid and to manage its use;

- Resource messages used to exchange information about scarce resources;

- Information messages used to exchange information concerning capabilities and counters;
- Supervision messages used for monitoring and alarm purposes.

4.3 The layered model of the STI

The STl is defined in three layers as shown in figure 4.

( STID(L) ) (st )
- broadcast data - control information of the Interface

Adapt for transportation

\ 4

( STI-C(TA) )

Adapted version

- transport protocol of the Interface

- error management
- addressability

Adapt to physical medium

\ 4 \ 4

( STI(PI, X) )

- framing Physical
- forward error correction Interfaces
- electrical interface and connector

Figure 4: The layers of the STI

The uppermost layer in figure 4 shows thgical Interface (LI) layer, which consists of the two logical parts, a data

part and a control part as described in subclause 4.2. These two parts provide a definition of the STI interface at its
simplest level and has no physical manifestation. The data part, STI-D(LI), contains the service components to be
broadcast, and is organized in a set of streams, each representing the different contributions to the DAB multiplex. The
control part, STI-C(LI), defines the syntax and semantics of a set of messages, used to exchange control information
between the upstream and downstream entities.
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The middle layer, th&ransport Adaptation (TA) layer, addresses the requirement of a safe transport of the STI-C(LI)
messages and shall ensure that all messages are received error-free and in the order in which they were sent. Only one
transport adaptation, STI-C(TA), is defined in the present document, and shall be used if STI-C(LI) is carried in any of
the physical interfaces defined in the present document.

NOTE: This does not prevent the use of other transport adaptations, e.g. carrying STI-C(LI) separately using the
TCP/IP protocol.

The lowest layerPhysical Interface (Pl)layer, provides a set of physical manifestations of the logical interface,
suitable for connection to various collection networks. The set of physical interfaces are referred to as STI(PI, X), where
"X" signifies the particular type of network interface (e.g. V.11, G.703, G.704/1, etc.).

4.4 The implementation model of the STI

The STl is able to be used in various collection network topologies using a wide range of telecommunication links.

4.4.1 Examples of network topologies
There are many network topologies possible for using the STI. Two examples are provided below.

Figure 5 shows the selection of different types of physical interfaces to transport each part of the logical interface. The
STI-D is adapted to a V.11 interface to allow transport in a PDH or a fixed telecommunication connection chosen for a
fixed capacity given the type of service components carried by the STI-D frame. The STI-C is adapted to a V.24
interface and carried using a dial-up modem connection.

Upstream Entity (UE)
STI Data Part STI Control Part Logical Definition
A
Transport Adaptation
v
@ Physical Implementation

V.11 V.24
P—— P Physical Implementation
. A
‘ Transport Adaptation
v \ A
STl Data Part STI Control Part ' -
Logical Definition
Downstream Entity (DE)

Figure 5: Example of STI connection with data and control parts carried
in different types of physical interfaces
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Figure 6 shows the selection of the same type of physical interface to transport each part of the logical interface. Two
G.703 connections are used. One connection carries both the data and control parts in the downstream direction. The
other connection carries the control part in the upstream direction.

Upstream Entity (UE)

STl Data Part STI Control Part Logical Definition

Transport Adaptation

éﬁ Physical Implementation

G.703 G.703
|
P— P— Physical Implementation
,,,,,,,,,,,, A
v Transport Adaptation
v \ A
STl Data Part STI Control Part ' _—
Logical Definition
Downstream Entity (DE)

Figure 6: Example of STI connection with data and control parts carried
in the same type of physical interface
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4.4.2 Hierarchical collection networks

The STl is applicable equally to connections between a Service provider and an Ensemble provider and to connections
between Service providers in a hierarchical collection network, as shown in figure 7.

Service Service Service
provider A provider B provider C
~  su\N  fsu st
Service Service Service
provider D provider E provider F

Ensemble
provider

Figure 7: Example of hierarchical collection network

Service providers A and B send their service components, service information, etc., to Service provider D, who, as the
downstream entity, acts in regard to them as an Ensemble provider. Service provider D is accordingly responsible for
managing reconfiguration requests, etc., from the upstream Service providers.

Similarly Service provider C sends data to Service provider F.

Service providers D, E and F each provide a group of service components, service information, etc., to the Ensemble
provider. The Ensemble provider is not aware of the existence of the Service providers A, B and C.

4.4.3 Multicasting

A Service provider may wish to send identical data contained in the STI-D(LI) to a number of different Ensemble
providers (e.g. an audio service being broadcast in different regional DAB networks). Rather than having to install a
separate connection (link) to each Ensemble provider, the STI-D(LI) can be distributed by satellite or other appropriate
broadcast media. This is defined as multicasting of the STI.

STI multicasting means that one STI signal, carrying an STI-D part, is sent to all the Ensemble providers over the
broadcast medium. The downstream STI-C flow may be carried within the same physical signal, in this case the
Transport Adaptation layer provides the necessary addressing mechanism to ensure that the STl is still treated as a
point-to-point connection at the Logical Interface layer.

NOTE: The use of multicasting of STI requires an implicit coordination between the upstream entity and the
downstream entities and this can introduce a loss of flexibility in the use of the STI. As an example, a
reconfiguration may require the change of an MSC sub-channel size. It may prove to be impossible to
reconfigure if one of the downstream entities does not accept the reconfiguration request.

ETSI



28 Final draft EN 300 797 V1.1.1 (1998-12)

5 Logical definition of the STI Data Part, STI-D(LI)

The STI-D(LI) layer is the logical definition of the STI data part and shall be composed of logical frames. For MSC
sub-channel streams, each logical frame shall contain the information needed to generate a 24 ms period of the
component in the DAB multiplex. For FIC FIB streams using the synchronous insertion method, the content contained
shall be related to that particular 24 ms period. For other components carried in the logical frame, the contents need not
be related to the 24 ms period.

The STI-D(LI) logical frame shall consist of a status field and a data field as shown in figure 8. The status field shall
give information about the quality of the collection network and may be changed by any physical layer of the STI. The
data field shall carry information that is transparent to all physical layers of the STI and its content shall not be changed
by other layers in an error free transmission.

Status field Data field

(STAT) (D-LIDATA)

Figure 8: The structure of an STI-D(LI) frame

51 General structure

The STI-D(LI) shall be composed of logical frames that consist of a variable number of bytes, where the length of each
logical frame is defined by the Data Length field as defined in subclause 5.3.3. The basic frame structure is illustrated in
figure 9 and shall consist of:

- astatus field of 1 byte, STAT, which shall consist of an 8-bit error status field ERR;
- adata field, D-LIDATA, which comprises:

- aframe characterization field, FC, of 8 bytes;

- astream characterization field, STC, of variable size;

- an end-of-header field, EOH, of 4 bytes;

- amain stream data field, MST, of variable size;

- an end of frame field, EOF, of 4 bytes;

- atime stamp field, TIST, of 4 bytes.
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..B3,p(b7) 13 bits
By, p(bo..b7) g% "
its
Bs, p(bo..b7) DFCT DFCTL
13 bits 8 bits
B6’p(b0..b4) 5le:ﬁTH
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The shaded fields indicate data which will be radiated as part of the DAB Ensemble
The un-shaded fields are STI-D(LI) signalling data.

Figure 9: The structure of an STI-D(LI) 24 ms logical frame
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5.2 Error field (ERR)

The ERR field may convey information about the error status of the data in the same STI-D(LI) frame. This field may be
filled by error information derived from the PI layer. Four levels of errors shall be defined as given in table 1.

Table 1: Definition of error status

bglbi|by|bg|by| bs|bg| by Error status
11|11 |1|1|1]1 Error level O
1(12]1|]1[0]J]0f0]O Error level 1
ojJ]ojJ]OojJO]|]1]|]1]|]1]1 Error level 2
oO|[|0JOf[O]JO|O]|]O]O Error level 3

The definition of the Error Levels will depend on the specific implementation but the following general guidelines
should be used.

Error level O: D-LIDATA contains no detected errors (which shall be the default state, set at the origin of
D-LIDATA).

Error level 1: D-LIDATA contains errors which can be ignored by the processing equipment.

Error level 2: D-LIDATA contains errors which should not be ignored by the processing equipment but which
may be mitigated by additional processing within that equipment (for example in the case of
streams of constant length the header information from previous frames could be used).

Error level 3: D-LIDATA is not valid and should not be processed.

5.3 Frame characterization field (FC)

The FC field shall carry the common data characteristics that apply to the whole D-LIDATA field.

The FC for frame shall be carried in bytesg 71.0- 1t shall contain a SPID field identifying the origin of the data part,
T

a DL field indicating the total length of the 'I—b(LI) frame, a DFCT field and a NST field that indicates the number of

individual data streams carried in the MST field.

5.3.1 Service provider identifier field (SPID)

The SPID field shall carry a 16-bit number that shall be used by the downstream entity to identify the source of the
STI-D(LI) logical frame, i.e. the upstream entity. The SPID shall be unique within the collection network connected to
the downstream entity.

The SPID shall be carried iryB(b..b;) and B (by..by).

532 Reserved bits

Bits Bz,p(bo--bz) shall be reserved for future addition. They shall be set to zero until they are defined.

5.3.3 Data length field (DL)

The DL field shall indicate the total length of the D-LIDATA field. The length shall be indicated by a 13-bit number
which shall give the total number of bytes carried in the D-LIDATA field as follows:

For NST =0DL = 20

NST
For NST# 0, DL = 20+ NSTx 4+ z SThum

StrnFl
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where:

- NSTshall be the number of streams carried in the main stream data field (see subclause 5.3.6);
- Strmshall be the ordinal number of the stream in the MST field,;

- STl shall be the stream length of the stream with the ordinal nuBttrafsee subclause 5.4.1.2).

The DL for framep shall be carried in B(bs..b;) to B; (by..by).

5.34 Reserved bits

Bits B4,p(b0..b7) shall be reserved for future addition. They shall be set to zero until they are defined.

5.3.5 Data frame count field (DFCT)

The DFCT is a modulo-5 000 counter and shall be arranged in two parts and shall be incremented by one every frame.
The higher part, DFCTH, shall be a modulo-20 counter (0 to 19) and the lower part, DFCTL, shall be a modulo-250
counter (0 to 249).

The DFCTL for frameo shall be carried in §p(b0..b7).

The DFCTH for frame shall be carried in gp(bo..b4).

5.3.6 Number of streams field (NST)

The NST field shall give the NST carried in the MST field of the STI-D(LI) frame. The number shall be carried as an
11-bit number in gyp(bs..bﬂ and B,,p(bo..b7).

It shall be possible for NST to have the value zero, which shall indicate that there are no streams present in the MST
field.

The NST field in the STI-D(LI) should not change except at reconfiguration, see annex E.

54 Stream characterization field (STC)

The STC field shall provide information that characterizes each stream carried in the MST field. Provided#Bat NST
bytes By (axnsT+7)),pShall carry this information.

54.1 Individual stream characterization field (ISTC gtm)

Each individual stream, ISTd),,, shall be characterized by its own ISg;, field, whereStrmshall be the ordinal

number of the ISTC field carried in the STC fieRlrmshall take the values 1..NST. Four bytes shall be used to

describe each stream, giving a 3-bit type identifier, a 13-bit number for the length of the associated stream carried in the
MST field, a 3-bit type identifier extension, one bit used to indicate if a CRC is present after the data stream and a 12-bit
stream identifier.

With the exception of the STL, which may vary, the fields of the Ig,@ield shall be constant from frame to frame.
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54.1.1 Type identifier field (TID)

The TID field shall give information about the type of data carried in the MST field with ordinal n@tnbeiThe TID
shall be a 3-bit number and carried ig, B.gym, §bo--0,)- The TID is coded as shown in table 2.

Table 2: Coding of TID

o
-]

o
N

o
N

Type of data stream
MSC sub-channel
rfa
rfa
MSC sub-channel contribution
FIC FIG stream
FIC FIB stream
rfa
In-house data (user definable)

\lO‘)U‘I-b(AJNI—‘Oé‘

|l Ll L Ll [ (@) [&] [e]
|l Ll (=) (o) | | o (o] [e]
RO |O|FR O[O

5.4.1.2 Stream length field (STL)

The STL field shall give the length in bytes of the stream carried in the MST field with ordinal rsimmhdSTDg;,y;
The length shall include the CRCST field, if present. The STL shall be a 13-bit number and carried in
Ba+axstrm,dP3--b7) and By, 4xsm §bo-b7). Reference to an empty ISE[, shall be permitted, in which case Sdj,
shall have the value O.

STL shall have values in the range 0 to 8 191.

The length of a ISTB,,,field may vary between two consecutive STI-D(LI) frames, but as long as theyl5EDeam
is in use at the downstream entity (e.g. the ISTD is being used in the current DAB multiplex), the stream shall logically
remain open (i.e. the STEl,,shall be set to zero if no data is carried in the ISTD.

54.1.3 Type identifier extension field (TIDext)

The TIDext shall give additional information relevant to the type of data carried in the MST field with ordinal number
Strm The TIDext shall be 3-bit number and carried i Bsym, §bo--b,) and the interpretation of this field shall
depend on the value of the TID field.

The interpretation of TIDext for different TIDs shall be as given in table 3.

Table 3: Coding of TIDext

TID TIDext
0

o
-}

Significance
MSC audio stream
MSC data stream
MSC packet mode stream
rfa
rfa
rfa
MSC packet mode contribution
rfa
rfa
rfa
Service Information
FIDC
Conditional Access information
rfa
rfa
Asynchronous insertion mode
Synchronous insertion mode
rfa
rfa
rfa

I~
o
N

1
0 2
3

1.2

Xx|hFooo|lroooolrooolx|roooo
X[x PoOXx PrOoOO|X POoO|X|X P roolT
X|X X RPO|Xx POPRO|IXx X PO[X|x PORroO

6..7
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54.1.4 Stream cyclic redundancy checksum flag field (CRCSTF)

The CRCSTF field shall be a one-bit field that indicates the presence of a CRCST field directly after the associated
single stream data field in the MST field. The CRCSTF field shall be carrieg ingm {bs) and its coding shall be
as given in table 4.

Table 4: Coding of CRCSTF

CRCSTF Coding
0 No CRCST present
1 CRCST present
5.4.1.5 Stream identifier field (STID)

A STID shall be chosen for each stream carried in the MST field and it shall be unique for a specific SPID. The STID
field shall be a 12-bit field carried ingB xsym,{04.-b7) and By, 4xsyrm, bo--07)-

The STID shall not be changed as long as the kgJBtream is used in the current configuration.

55 End-of-header field (EOH)

The end-of-header field shall consist of four bytes. Two bytes shall be reserved for future addition and two bytes shall
carry a cyclic redundancy checksum over the header data fields.
55.1 Reserved bytes

Bytes By.nsT+8,p80d BaysT+9 pShall be reserved for future addition. They shall be set to zero until they are defined.

5.5.2 Header cyclic redundancy checksum field (CRCH)

A cyclic redundancy checksum shall be carried out on the contents of the FC, the STC field and the two reserved bytes
of the EOH field, i.e. bytes|B 4xsT+9)),p The CRCH shall be carried in byteg,Rsr10,080d BysT+11,p

The CRC calculation shall use the method given in annex A.

5.6 Main stream data field (MST)

The MST field shall carry all ISTD fields as defined by the ISTC fields in the STC field. FEONSIST shall occupy
bytes Bnst+12,0t0 Bmiaxnst+11,p Where m shall give the total length of the MST field in bytes and shall be
calculated as follows:

NST
For NST# 0, m= Z STlsym
StrnFl
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5.6.1 Individual stream data field (ISTDg,,,)

The ISTDy,,,field shall carry the data stream as signalled in the corresponding,|§Ti€ld. Further information
about the data streams is given in sublause 5.9. Each ISTD fieldg{3Téhall be carried in 8 ; ,. The value ok
andv shall be calculated as follows:

ForStrm=1,k=NSTx 4 + 12

Strm-1
ForStrm> 1,k = NSTx 4 + 12 + Z STL
-

V=K+ STlLgy- 1 - 2x CRCSTRy,

5.6.2 Stream cyclic redundancy checksum field (CRCST,,)

When the CRCSTg;,, field is set to 1 in the IST&;field, bytes B, ; and B, , shall carry a cyclic redundancy
checksum carried out on the contents of ISR By ) ,- The value ok andv are given in subclause 5.6.1.

The CRC calculation shall use the method given in annex A.

5.7 End-of-frame field (EOF)

The EOF field shall consist of four bytes carried in bytgs Bnst+12,pt0 Bnranst+15,p These bytes shall be
reserved for future addition and shall be set to zero until they are defined. The valsieatifbe as defined in
subclause 5.6.

5.8 STI-D(LI) time stamp field (TIST)

The four bytes B, 4xnsT+16,pt0 Bm+asnst+19 pshall be used for an STI-D(LI) time stamp. The valumad defined in
subclause 5.6. The time stamp coding and bit allocation shall be as given in annex B.

59 Details of the individual streams carried in the MST

591 MSC sub-channel streams

5911 MSC audio stream

For TID in ISTC;,,equals 0 and TIDext equals 0, ISJf3, shall carry an encoded audio programme (as defined in
ETS 300 401 [1]) that shall be inserted as an MSC stream mode audio sub-channel.

In the case of an audio encoded bitstream sampled with 48 kHz frequency, the complete audio frame shall be inserted in
framep.

An audio encoded bitstream sampled with 24 kHz frequency has a Frame Length (FL) of 48 ms. When carried in
ISTDgy,y €ach frame shall be split in two halves. The first half shall be carried in framethe second half in frame
p + 1, (i.e. the following STI-D(LI) logical frame).

59.1.2 MSC data stream

For TID in ISTC;,,equals 0 and TIDext equals 1, ISJf},shall carry data to be inserted as an MSC stream mode
data sub-channel.

5.9.1.3 MSC packet mode stream

For TID in ISTC;,,equals 0 and TIDext equals 2, ISJ 3, shall carry data to be inserted as a complete MSC packet
mode sub-channel.
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59.2 MSC sub-channel contributions

5.9.2.1 MSC packet mode data contributions

For TID in ISTC;,,equals 3 and TIDext equals 0, IS}, shall carry data to be inserted asynchronously as a packet
mode service component in a MSC sub-channel which may carry other packet data components as well. The packets
shall be coded as defined in ETS 300 401 [1]. I§Jxshall carry zero or more packets per frame and all packets
carried in the stream shall have the same packet address.

NOTE: The co-ordination of capacity issues between the upstream entity and the downstream entity should be
handled by the STI-C(LI), see clause 6.

5.9.3 FIC FIG stream

For TID in ISTCy;,,equals 4, ISTR,,,shall carry FIGs to be inserted in the FIC and/or in the Auxiliary Information
Channel (AIC) of a DAB multiplex. The TIDext field is used to indicate the type of information that the FIC FIG data
stream carries. The TIDext field shall not change from frame to frame. The FIC FIG data stream provides the
mechanism to carry Sl, FIDC and CA information by using the format of a FIG. Zero or more FIGs shall be present in
the ISTDy,,,field and each FIG shall be coded according to ETS 300 401 [1].

Multiplex Configuration Information (MCI), defined in ETS 300 401 [1] shall not be transported in STI-D(LI).

The length of a FIC FIG stream field may vary between two consecutive STI-D(LI) frames, depending on the number of
and length of each FIG carried in each logical frame. As long as the FIC FIG stream is used in the current configuration,
the stream shall logically remain open. If no FIG is carried in a logical frame thg,S$hall be set to zero.

An upstream entity that generates an STI-D(LI) FIC FIG stream shall provide FIGs at the desired FIG repetition rates
and shall expect the downstream entity to transport the FIGs transparently.

NOTE: The co-ordination of capacity issues between the upstream entity and the downstream entity should be
handled by the STI-C(LI), see clause 6.

59.4 FIC FIB stream

For TID in ISTC;,,equals 5, ISTR,,,shall carry FIBs to be inserted in the FIC. The TIDext in 1§ (shall be

used to indicate which of the two insertion methods is in use. Theglgfizld shall contain between zero and three

FIBs if the FIBs are to be broadcast using DAB transmission modes |, Il, and 1V, and between zero and four FIBs if the
FIBs are to be broadcast using DAB transmission mode Ill. Each FIB shall be coded according to ETS 300 401 [1].

When TIDext equals 0, the ISTELR,,,shall carry FIBs that shall be inserted in the FIC asynchronously. The Ensemble
provider may delay the insertion of the received FIBs until capacity is available in the FIC.

NOTE 1: When using the asynchronous insertion method, the co-ordination of capacity issues between the upstream
entity and the downstream entity should be handled by the STI-C(LI), see clause 6.

When TIDext equals 1, the ISER,,,shall carry FIBs that shall be inserted in the FIC synchronously. The Ensemble
provider shall insert the received FIBs in the FIC of the logical frame agreed by the upstream entity and downstream
entity by means of a FIB grid. Only one FIC FIB stream shall be present in the STI-D(LI).

NOTE 2: When using the synchronous insertion method, the co-ordination of FIB grids between the upstream entity
and downstream entity should be handled by the STI-C(LI), see clause 6.

The length of a FIC FIB data stream field may vary between two consecutive STI-D(LI) frames, depending on the
number of FIBs carried in each logical frame. As long as the FIC FIB data stream is used in the current configuration,
the stream shall logically remain open. If no FIBs are carried in a logical frame thg SSiall be set to zero.

595 In-house data

For TID equals 7, ISTE,,,shall carry user defined in-house data. The format of this data is not subject to
standardization.
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6 Logical definition of the STI Control Part STI-C(LI)

The STI-C(LI) layer is the logical definition of the STI control part. STI-C(LI) provides asynchronous, bi-directional
communication between upstream entity and downstream entity.

Whereas STI-D(LI), defined in clause 5, provides the transport of DAB broadcast data from an upstream entity to a
downstream entity, STI-C(LI) allows the activities of both entities to be managed and supervised.

6.1 General Structure

Figure 10 presents the syntactical structure of messages on the STI-C(LI) interface, figure 11 gives the formatting
details.

CMD | EXT data fields

field1 | field 2 _ 3fields ) gn

Figure 10: STI-C(LI) message

CMD, EXTanddata fieldsshall carry the information of a STI-C(LI) message.
The message character set definition given in subclause 3.6 shall be applied to the STI-C(LI) messages.

All messages shall containGMD and arEXT field. Depending o€MD andEXT, thedata fieldscan be absent.

CMD SEP EXT data fields DELIM
7 chars 1char | 3chars 1 char
npn nzn SPACE| "A". "z

SEP | field 1 | SEP | field2 | SEP n-3 fields | field n
1 char 1 char lchar | - - - - - -
SPACE SPACE space| N-3 SEPs

Figure 11: STI-C(LI) message format

Each STI-C(LI) message shall begin wit€&D field and shall end with BELIM field.
The fieldsCMD andEXT govern structure and content of thega fieldsof the STI-C(LI) message.
Between fields one separator chara@EPshall be inserted SEPshall be the space character (bit combination 2/0).

NOTE: The clauses defining the different messages only give the content<CdlillhdéXT anddata fields Like
figure 10, they refrain from mentioning tS&PandDELIM fields. Nevertheless, the rules given in this
subclause shall be applied, creating the format given in figure 11.
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Table 5 presents the general definition of the STI-C(LI) message fields. Fields length are expressed as a number of
characters.

Table 5: STI-C(LI) fields definition

Field Name Meaning Length Field Possible Value
Type
CMD command word 7 string |"A".."Z"
(upper case only)
EXT command extension 3 string [|"A".."Z"

(upper case only)
data fields |variable number of fields -- -- --

depending on the command
SEP separator 1 char

space character (bit
combination 2/0)

DELIM delimiter 1 char ;
semicolon character (bit
combination 3/11)

The following additional definitions shall be applied to the STI-C(LI) message fields:
CMD shall identify the command carried in the message.
EXT shall give additional information on the command carried in the message.

data fields these fields are governed by the type of message defined 6tbendEXT fields. The number of
fields is variable but the following definition shall be applied:
data fieldsshall not carry the space character (2/0) and the semicolon character (3/11).

6.2 Message handling

Each logical interface receiving STI-C(LI) messages shall analyse the comman@Kie)i #nd shall process the
message according to the command exten&)( It shall also handle error messages in relation to unrecognized
commands, invalid formats, out of range errors, etc.

The STI-C(LI) provides bi-directional communication. Therefore upstream and downstream are not always appropriate
in expressing the direction of the information flow. This text uses local entity and remote entity in cases where it is
irrelevant whether an entity is the upstream or the downstream entity.

6.2.1 Data Exchange Sessions

Each STI-C(LI) message carries one unit of information that normally can be interpreted by the recipient in its own
respect. Some information, however, is only meaningful in a context of several units of information. For the exchange of
such information the STI-C(LI) provides data exchange sessions.

A data exchange session shall consist of a group of messages. The number of messages contained in the data exchange
session shall either be fixed or shall be stated in the message that opens the session. Every session shall be explicitly
closed after the data exchange session messages have been sent.

If errors are detected during, or immediately after, a data exchange session then these shall be indicated by the recipient
by sending an error message. Sending an error message aborts the data exchange session, and rejects the content of the
session or partial session. An aborted session is implicitly closed.

Only one data exchange session shall be open at a time.

STI-C(LI) defines the following types of data exchange sessions: configuration, FIG file, FIB grid, resource,
configuration name and FIG file name.

Some STI-C(LI) messages shall only be used in data exchange sessions of a certain type.
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6.3 STI-C(LI) message set

STI-C(LI) messages are identified by their command and command extension fields. The commabiliBgldr(d the
command extension fieldEKT) govern the method to produce and to analyse the data fields.

Table 6 presents the STI-C(LI) message set. The following categories are covered:

Action

Configuration

FIG file

FIB grid

Resource

Information

Supervision

this category includes the messages used to manage the reconfiguration procedure. Different extension
fields allow reconfigurations to be activated, cancelled, and monitored.

this category includes the messages used to exchange information on configurations between entities.
They allow both entities to open and to close a data exchange session during which all the information
related to one configuration can be read or defined.

A data exchange session consisting of a number of configuration messages shall not be disturbed by
any action message.

this category includes messages to handle FIC information that is to be broadcast in a cyclic manner.
FIG files can be exchanged between upstream entity and downstream entity. Selection and deselection
of FIG files for broadcast is provided.

this category includes messages to co-ordinate the delivery and insertion of Fast Information Blocks
(FIBs) using the synchronous insertion method. A FIB grid provides a mechanism for Service
Providers to determine in which transmission frame and at which position a FIB shall be broadcast.
FIB grid messages provide exchange and management of FIB grids.

this category includes messages to monitor scarce resources that must be shared by all Service
Providers.

this category includes the messages used to co-ordinate the activity between entities by the exchange
of general information.

this category includes messages used to indicate error and alarm states.
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In general, messages can be issued by both upstream and downstream entities. However, some messages shall be issuec
only by the upstream entity (UE), and some shall be issued only by the downstream entity (DE). The columns UE and
DE in table 6 indicate if messages may be issued by the corresponding entity (Y for yes, N for no).

Table 6: STI-C(LI) set of messages

Message Class Message Extension UE DE Usage
Name (CMD) (EXT)
ACTION RCONFIG REQ Y N |to request a reconfiguration
DEF N Y |to define a reconfiguration and its time
instant
INF Y N [to request details about the next
reconfiguration
CAN Y N [to request cancellation of a pending
reconfiguration
ACK N Y [to acknowledge a cancellation request
ERR N Y |to indicate an error
CONFIG CONFDEF INF Y Y [to request the definition of a configuration
DEF Y Y [|to open a configuration data exchange
session
END Y Y |[to close a configuration data exchange
session
DEL Y Y [to delete a configuration
ERR Y Y [to indicate an error (aborts session)
SUBCHAN DEF Y Y [to define a sub-channel as forming part of a
configuration
USESTRM DEF Y Y |to define a data stream as forming part of a
configuration
CMPNENT DEF Y Y |to define the a component as forming part of
a configuration
SERVICE DEF Y Y |[to define the composition of a service
USEFIGF DEF Y Y |[to select a FIG file as forming part of a
configuration
FIGFILE FIGFILE INF Y Y [to request the content of a FIG file
DEF Y Y [to open a FIG file data exchange session
REC Y Y [to transfer one FIG
END Y Y |[to close a FIG file data exchange session
DEL Y Y [to delete a FIG file
SEL Y N [to select a predefined FIG file for broadcast
DES Y N [to deselect a previously selected FIG file
ERR Y Y |to indicate an error
(continued)
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Table 6 (continued): STI-C(LI) set of messages

Message Class Message Extension UE DE Usage
Name (CMD) (EXT)
FIBGRID FIBGRID INF Y N |to request the definition of a FIB grid file
DEF N Y |to open a FIB grid data exchange session
REC N Y |to define the value of a FIB grid record
END N Y |[to close a FIB grid data exchange session
ACT N Y [to activate a FIB grid
ERR Y Y |to indicate an error
RESOURCE RESOURC INF Y N |to request information about allocated
resources
DEF N Y [|to open a resource data exchange session
END N Y |to close a resource data exchange session
ERR Y N [to indicate an error concerning a resource
data exchange session
CHANCAP DEF N Y |to define the transmission channel
capacities allocated
STLIMIT DEF N Y |to define limitations on stream usage
IDALLOC DEF N Y [to define identifier allocations
IDLIMIT DEF N Y |to define identifier allocation usage
limitations
PACKCON DEF N Y [to define a packet contribution allocation
FIGBLCK DEF N Y |to define restrictions on the use of FIGs
ANNSEND DEF N Y [to define announcement parameters
INFORMATION CONINFO INF Y Y [to request the number of configurations
(maximum and currently in use)
DEF Y Y [to report the number of configurations
(maximum and currently in use)
CONNAME INF Y Y |torequest the names of stored
configurations
DEF Y Y [to open a configuration name data exchange
session
REC Y Y |[to transfer a configuration name
END Y Y |[to close a configuration name data exchange
session
ERR Y Y |[to indicate an error concerning a
configuration name data exchange session
FIGINFO INF Y Y [to request the number of FIG files
(maximum and currently in use)
DEF Y Y [to report the number of FIG files
(maximum and currently in use)

(continued)
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Table 6 (concluded): STI-C(LI) set of messages

Message Class Message Extension UE DE Usage
Name (CMD) (EXT)
INFORMATION FIGNAME INF Y Y |to request the names of stored FIG files
DEF Y Y [to open a FIG file name data exchange
session
REC Y Y [to transfer a FIG file name
END Y Y [to close a FIG file name data exchange
session
ERR Y Y |[to indicate an error concerning a FIG file
name data exchange session
COUNTER INF Y N [to request the counter relation
DEF N Y [to report the counter relation
SUPERVISION PRERROR GBG Y Y |to signal reception of a garbage message
UKN Y Y [to signal reception of a unknown message
SYN Y Y [to signal a message with bad syntax
SEM Y Y [to signal a message with bad contents
PRT Y Y [to signal an incorrect sequence of messages
ALARMST INF Y N |to request the current alarm status
DEF N Y |to report the current alarm status
STERROR INF Y N |to request the current error status of each
stream
DEF N Y [to report the current error status of each
stream

6.4 Action messages

The action messages shall be used to co-ordinate the reconfiguration procedure between upstream entity and
downstream entity.

A reconfiguration shall be the change from one configuration to another configuration at a time instant previously
exchanged between upstream and downstream entity. Typically a reconfiguration procedure on a STI connection results
in a DAB multiplex reconfiguration. Although closely related, the terms reconfiguration and DAB multiplex
reconfiguration are not interchangeable. Annex E gives further information on the relation between a reconfiguration
and the DAB multiplex reconfiguration.

A reconfiguration shall take place by the activation of a named configuration at a certain time instant. Named
configurations and their exchange between upstream and downstream entity are defined in subclause 6.5. This subclause
describes how action messages are used to initiate, monitor or cancel a reconfiguration procedure.
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The action messages are presented in table 7 and are defined in the following subclauses.

Table 7: Action messages of the STI-C(LI)

ACTION MESSAGES

CMD EXT data fields
RCONFIG  [REQ |[Name |uTc  |DFCT
RCONFIG  |DEF |Name |uTCc  |DFCT
RCONFIG  [INF
RCONFIG _ [CAN
RCONFIG  |ACK
RCONFIG  |[ERR |[Cause |

6.4.1 General rules to use action messages

The upstream entity can request a reconfiguration by supplying the required configuration name and time instant. The
downstream entity shall respond with either an acceptance or a rejection.

The upstream entity may subsequently ask to cancel the reconfiguration. The downstream entity shall respond with
either an acceptance or a rejection.

The downstream entity can also initiate a reconfiguration. The upstream entity cannot reject a reconfiguration initiated
by the downstream entity.

NOTE: Itis expected that either the upstream entity or the downstream entity (but not both) shall control initiation
of reconfigurations over a particular STI connection.

From the time that the downstream entity initiated or accepted a reconfiguration, this reconfiguration is pending. It
remains pending until the reconfiguration procedure takes place or until the reconfiguration is cancelled.

Only one reconfiguration procedure per upstream entity shall be pending at a time.

The upstream entity may request details about the pending reconfiguration. The downstream entity shall respond with
either the configuration name and time instant if a reconfiguration is pending, or an error message if no reconfiguration
is pending.

The Namefields of RCONFIG messages shall not carry the reserved values "CURRENT" and "NEXT".

6.4.2 RCONFIG messages

The RCONFIG messages allow the reconfiguration procedure to be managed. A reconfiguration can be engaged by
either entity.

RCONFIG REQ shall be issued by the upstream entity to request a reconfiguration. The downstream entity shall respond
with either an acceptance by issuing the RCONFIG DEF message stating the exact reconfiguration time, or a rejection
by issuing an RCONFIG ERR message.

RCONFIG DEF shall be issued by the downstream entity to define the exact timing of a reconfiguration. The
reconfiguration is pending from the time this message is issued.

RCONFIG INF shall be issued by the upstream entity to request information about a pending reconfiguration. The
downstream entity shall respond with an RCONFIG DEF message if a reconfiguration is pending, or with an RCONFIG
ERR message if no reconfiguration is pending.

RCONFIG CAN shall be issued by the upstream entity to request cancellation of a pending reconfiguration. The
downstream entity shall respond with either an acceptance by issuing the RCONFIG ACK message or a rejection by
issuing the RCONFIG ERR message.

RCONFIG ERR shall be issued by the downstream entity to indicate errors. This message is used to reject a request for
a reconfiguration, or to reject a request for a cancellation, or to indicate that no reconfiguration is pending in response to
a request for information.
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RCONFIG ACK shall be issued by the downstream entity to accept a cancellation request.

6.4.2.1 RCONFIG REQ
Only the upstream entity shall issue the RCONFIG REQ message.
RCONFIG REQ shall be issued by the upstream entity to request a reconfiguration.

The downstream entity shall either accept the reconfiguration by issuing the RCONFIG DEF message or reject it by
issuing an RCONFIG ERR message.

The reconfiguration shall be pending from the time that the downstream entity accepts the request and issues a
RCONFIG DEF message. The upstream entity should ensure that there is sufficient time for the transport of both request
and response, such that if a rejection is received the upstream entity has not already begun to reconfigure.

The downstream entity may reject the request for a number of reasons. The RCONFIG ERR message shall be issued to
state the cause of the rejection.

Figure 12 presents the RCONFIG REQ message structure.

RCONFIG  |REQ Name urc DFCT

(CMD) (EXT) (field 1) (field 2) (field 3)

Figure 12: RCONFIG REQ message structure

Table 8 presents the definition of the RCONFIG REQ message fields. Fields length are expressed as a number of
characters.

Table 8: RCONFIG REQ message fields definition

Field Meaning Length [Field Possible Value
Name Type
Name [Name of the configuration [1..16] [ string [A string giving the name of an existing configuration
uTC Reference to a two-minute 8 string ["HH:MM:SS" "HH" in "00".."23"  for hours,
window for which the "MM"in "00".."59"  for minutes,
reconfiguration is requested "SS" in "00".."59"  for seconds,
DFCT |Data part frame count when 6 string ["UU:LLL" "UU" in "00".."19"  for upper part,
reconfiguration is requested (DFCTH)
"LLL"in "000".."249" for lower part,
(DFECTL)
NOTE: The range of DFCT provides a two-minute window with a frame accurate timing reference. UTC
allows the reconfiguration to be requested up to 24 hours in advance by providing a pointer to the
appropriate two-minute window. Annex E gives details about the interpretation of the UTC and DFCT
values.
6.4.2.2 RCONFIG DEF

Only the downstream entity shall issue the RCONFIG DEF message.

RCONFIG DEF shall be issued by the downstream entity to define the exact instant of a reconfiguration. It shall
normally be issued to accept a request from the upstream entity, but in some circumstances it may be issued by the
downstream entity to enforce a reconfiguration on the upstream entity.

The issue of a RCONFIG DEF message shall be the moment from which a reconfiguration is pending.

On request of the upstream entity issuing the RCONFIG REQ message, the downstream entity shall issue RCONFIG
DEF if the reconfiguration is accepted, or RCONFIG ERR if the reconfiguration is rejected.
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Figure 13 presents the RCONFIG DEF message structure.

RCONFIG  |DEF Name urc DFCT

(CMD) (EXT) (field 1) (field 2) (field 3)

Figure 13: RCONFIG DEF message structure

Table 9 presents the definition of the RCONFIG DEF message fields. Fields length are expressed as a number of
characters.

Table 9: RCONFIG DEF message fields definition

Field Meaning Length |Field Possible Value

Name Type

Name [Name of the configuration [1..16] | string |A string giving the name of an existing configuration

UTC |Reference to a two-minute 8 string ['"HH:MM:SS" "HH" in "00".."23"  for hours,

window in which to perform "MM"in "00".."59"  for minutes,
the reconfiguration. "SS" in "00".."59"  for seconds,

DFCT |Data part frame count when 6 string ["UU:LLL" "UU" in "00".."19"  for upper part,

reconfiguration shall be (DFCTH)
performed "LLL"in "000".."249" for lower part,
(DFCTL)

NOTE: The range of DFCT provides a two-minute window with a frame accurate timing reference. UTC
allows the reconfiguration to be requested up to 24 hours in advance by providing a pointer to the
appropriate two-minute window. Annex E gives details about the interpretation of the UTC and DFCT
values.

6.4.2.3 RCONFIG INF

Only the upstream entity shall issue the RCONFIG INF message.
RCONFIG INF shall be issued to request details about the next reconfiguration affecting the upstream entity.

The downstream entity will respond with a RCONFIG DEF message if a reconfiguration is pending or a RCONFIG
ERR if there is no reconfiguration pending.

Figure 14 presents the RCONFIG INF message structure.

RCONFIG INF

(CMD) (EXT)

Figure 14: RCONFIG INF message structure

6.4.2.4 RCONFIG CAN
Only the upstream entity shall issue the RCONFIG CAN message.
RCONFIG CAN shall be issued to request cancellation of a pending reconfiguration.

The downstream entity shall respond with a RCONFIG ACK message to accept the cancellation or with a
RCONFIG ERR message to reject the cancellation or to indicate that no reconfiguration is pending.

The reconfiguration is cancelled from the time that the downstream entity accepts the request and issues a RCONFIG
ACK message. The upstream entity should ensure that there is sufficient time for the transport of both request and
response, such that if a rejection is received the upstream entity is able to follow the configuration change.

The downstream entity may reject the request for a number of reasons. The RCONFIG ERR message shall be issued to
state the cause of the rejection.
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Figure 15 presents the RCONFIG CAN message structure.

RCONFIG |CAN

(CMD) (EXT)

Figure 15: RCONFIG CAN message structure

6.4.2.5 RCONFIG ACK
Only the downstream entity shall issue the RCONFIG ACK message.
The RCONFIG ACK message shall be issued to acknowledge a RCONFIG CAN message.

The RCONFIG ACK message shall be issued by the downstream entity immediately that the reconfiguration procedure
is cancelled.

Figure 16 presents the RCONFIG ACK message structure.

RCONFIG  |ACK

(CMD) (EXT)

Figure 16: RCONFIG ACK message structure

6.4.2.6 RCONFIG ERR
Only the downstream entity shall issue the RCONFIG ERR message.

The RCONFIG ERR message is issued to indicate an error. It is issued to reject a request for a reconfiguration, to reject
a request for a cancellation, or to reject a request for information.

Figure 17 presents the RCONFIG ERR message structure.

RCONFIG ERR Cause

(CMD) (EXT) (field 1)

Figure 17: RCONFIG ERR message structure
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Table 10 presents the definition of the RCONFIG ERR message fields. Fields length are expressed as a number of
characters.

Table 10: RCONFIG ERR message fields definition

Field Meaning Length | Field Possible Value
Name Type
Cause |the reason for 4 string [for error reactions on RECONFIG REQ:
the rejection "NAME" the specified configuration name is not
recognized
"INST"  the specified reconfiguration instant is not
possible

"PEND" areconfiguration is already pending
"NRES" aresource referenced in the desired
configuration is not available

for error reactions on RCONFIG INF:
"NONE" there is no reconfiguration pending

for error reactions on RCONFIG CAN:
"NONE" there is no reconfiguration pending
"LATE" the cancellation request arrived too late to
be accepted

6.5 Configuration messages

The configuration messages shall be used to exchange configurations between upstream entity and downstream entity.

A configuration shall describe services, service components and related information. The Ensemble provider uses this
information to build the Multiplex Configuration Information as defined in ETS 300 401 [1]. Each configuration shall
be given a unique configuration name.

This subclause describes how configuration messages shall be used to create, monitor and delete configurations.
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The configuration messages are presented in table 11 and are defined in the following subclauses.

Table 11: Configuration messages of the STI-C(LI)

CONFIGURATION MESSAGES

CMD EXT data fields
CONFDEF [INF Name
CONFDEF |DEF Name NChan |NStrm NComp NServ NFigf

CONFDEF |END

CONFDEF |DEL Name

CONFDEF |ERR Name Cause

SUBCHAN |DEF Sub- L Option Pro- Size
Chid tection
S Table Index
USESTRM [DEF STID SuUB SubChld
FIG BPSmax |BPSave
FIB BPSmax |BPSave
PMC BPSmax |BPSave |PLen PType PLevel
CMPNENT [DEF Cmpld |A STID SubChld |ASCTy SCCA
S STID SubChld |DSCTy |ExtDSCTy |SCCA
P STID SubChld |DSCTy |ExtDSCTy |SCCA |SCid |PA |
F STID FIDCId DSCTy |ExtDSCTy |SCCA
E SPID ExtCmpld
SERVICE DEF Sid Local CAld NComp Comp1 |.. Comp n

USEFIGF DEF Name

6.5.1 General rules to use configuration messages

The configuration messages shall be used by both the upstream entity and the downstream entity to exchange the details
of configurations.

Each configuration shall be given a name that has a minimum length of one character and a maximum length of 16
characters. This name shall be used to uniquely reference a configuration.

There are two special names which are reserved and shall not be used to name a configuration. These are the names
"CURRENT" and "NEXT". These names are used for monitoring purposes only.

A complete configuration definition may be large in terms of the number of characters needed to describe it. The STI
uses a configuration data exchange session (see subclause 6.2.1) to permit the definition of a configuration as a number
of shorter messages.

Configurations may be created and deleted but cannot be modified.
Configuration definitions may be requested by both the upstream entity and the downstream entity.

To create a new configuration the definition shall be given using a name that is not currently defined. The new
configuration shall only be accepted if it is error free. The first message sent shall be a CONFDEF DEF message, which
opens a configuration data exchange session. The number of messages of each category that will follow to provide the
complete definition shall be specified. The configuration shall then be described in terms of the sub-channels, streams,
components, services, and FIG files that are required. The session shall be closed by issuing a CONFDEF END
message.
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To permit early detection of errors, the configuration shall be specified in a hierarchical way such that items shall be
defined before they are referenced, as follows:

1) sub-channel definition;
2) stream definition;
3) component definition;
4) service definition;
5) FIG file use definition.

The data exchange session shall be aborted by the recipient if an error is detected. The reason for the error shall be
given. If the session is aborted during the creation of a configuration then the creation shall be abandoned.

6.5.2 CONFDEF messages

CONFDEF messages shall be used to define configurations, delete configurations, request information about
configurations and indicate errors.

The CONFDEF messages are presented in table 11 and are defined in the following subclauses.

The CONFDEF INF message shall be issued to request that the remote entity shall open a configuration data exchange
session to provide the definition of the named configuration.

The CONFDEF DEF message shall be issued to open a configuration data exchange session. Configuration data
exchange sessions shall be used to exchange the contents of configurations when creating or monitoring named
configurations.

The CONFDEF END message shall be issued by the originator of the session to close it.
The CONFDEF DEL message shall be issued to delete the named configuration on the remote entity.

The CONFDEF ERR message shall be issued to abort an open configuration data exchange session, or to indicate
another error.

6.5.2.1 CONFDEF INF
The CONFDEF INF message shall be issued to request the definition of a named configuration.

The requested entity shall open a configuration data exchange session or shall reject the demand by issuing a
CONFDEF ERR message.

Figure 18 presents the CONFDEF INF message structure.

CONFDEF |INF Name

(CMD) (EXT) (field 1)

Figure 18: CONFDEF INF message structure

Table 12 presents the definition of the CONFDEF INF message fields. Fields length are expressed as a number of
characters.

Table 12: CONFDEF INF message fields definition

Field Meaning Length |Field Possible Value
Name Type
Name |Name of the configuration [1..16] | string |A string giving the name of a

configuration, or the reserved names
"CURRENT" or "NEXT"
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The name "CURRENT" requests that the description of the configuration now being broadcast is returned. The name
"NEXT" requests that the description of the configuration scheduled to be broadcast after the pending reconfiguration is
returned. If no reconfiguration is pending then an error shall be indicated.

6.5.2.2 CONFDEF DEF
CONFDEF DEF shall be issued to open a configuration data exchange session.

The data fields of the CONFDEF DEF messages shall be used to define the name and the number of messages required
to completely describe the configuration.

Following the issue of the CONFDEF DEF message, the exact number of messages needed to describe the configuration
and listed in the CONFDEF DEF data fields shall be issued. The session shall be closed by issuing the CONFDEF END
message.

Figure 19 presents the CONFDEF DEF message structure.

CONFDEF | DEF Name NChan NStrm NComp NServ NFigf

(CMD) (EXT) (field 1) (field 2) (field 3) (field 4) (field 5) (field 6)

Figure 19: CONFDEF DEF message structure

Table 13 presents the definition of the CONFDEF DEF message fields. Fields length are expressed as a number of
characters.

Table 13: CONFDEF DEF message fields definition

Field Meaning Length |Field Possible Value
Name Type
Name |Name of the configuration [1..16] | string [any string

NChan |Number of SUBCHAN definitions [1..2] dec ["0".."64"
included in the session
NStrm |Number of USESTRM definitions [1..4] dec ["0".."2 047"
included in the session
NComp |Number of CMPNENT definitions [1..4] dec ["0".."9 999"
included in the session
NServ |Number of SERVICE definitions [1..4] dec ["0".."9 999"
included in the session
NFigf  |Number of USEFIGF definitions [1..2] dec |"0".."64"
included in the session

6.5.2.3 CONFDEF END
The CONFDEF END message shall be issued to close a configuration data exchange session by the entity that opened it.
This message shall be sent after all the messages announced by the CONFDEF DEF message have been issued.

Figure 20 presents the CONFDEF END message structure.

CONFDEF |END

(CMD) (EXT)

Figure 20: CONFDEF END message structure
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6.5.24 CONFDEF DEL
CONFDEF DEL shall be issued to delete a configuration stored at the remote entity by the creator of the configuration.
If the name of the configuration is not recognized, the deletion shall be rejected by issuing a CONFDEF ERR message.

Figure 21 presents the CONFDEF DEL message structure.

CONFDEF | DEL Name

(CMD) (EXT) (field 1)

Figure 21: CONFDEF DEL message structure

Table 14 presents the definition of the CONFDEF DEL message fields. Fields length are expressed as a number of
characters.

Table 14: CONFDEF DEL message fields definition

Field Name Meaning Length |Field Possible Value
Type
Name Name of the configuration [1..16] | string |The name of the configuration to be deleted
6.5.2.5 CONFDEF ERR

CONFDEF ERR shall be issued to indicate errors during the use of CONFDEF commands or errors concerning a
configuration data exchange session. The issue of CONFDEF ERR shall abort an open configuration data exchange
session.

TheNamefield in the CONFDEF ERR message shall identify the error sourc€athieefield shall state error details

Figure 22 presents the CONFDEF ERR message structure.

CONFDEF |ERR Name Cause

(CMD) (EXT) (field 1) (field 2)

Figure 22: CONFDEF ERR message structure
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Table 15 presents the definition of the CONFDEF ERR message fields. Fields length are expressed as a number of
characters.

Table 15: CONFDEF ERR message fields definition

Field Meaning Length | Field Possible Value
Name Type
Name |Name of the [1..16] string |The name of the configuration for which the error is being reported.

configuration
Cause |Details of the error | [4..7] string |for error reactions on CONFDEF INF or CONFDEF DEL:
detected "UNKNOWN"  the name is not known (including "NEXT" when
no reconfiguration is pending)

for errors concerning configuration data exchange sessions:

"NOSPACE" all configuration stores have been used
"USED" the name is already defined

"NCHAN" the number of SUBCHAN DEFs is wrong
"NSTRM" the number of USESTRM DEFs is wrong
"NCOMP" the number of CMPNENT DEFs is wrong
"NSERV" the number of SERVICE DEFs is wrong
"NFIGF" the number of USEFIGF DEFs is wrong

"USESTRM" there is an error in a USESTRM DEF
"SUBCHAN" there is an error in a SUBCHAN DEF
"CMPNENT" there is an error in a CMPNENT DEF
"SERVICE" there is an error in a SERVICE DEF
"USEFIGF" there is an error in a USEFIGF DEF

6.5.3 SUBCHAN messages

The SUBCHAN messages shall be used to define the sub-channels required by the service provider in the DAB
multiplex.

SUBCHAN messages shall only be used during an open configuration data exchange session.
The SUBCHAN messages presented in table 11 are defined in the following subclauses.

SUBCHAN DEF allows the originator of the data exchange session to describe the characteristics of a sub-channel
which will be used in the configuration.

6.5.3.1 SUBCHAN DEF
SUBCHAN DEF shall be issued to define the characteristics of a sub-channel as part of a configuration.
The definition of a sub-channel shall be performed before the sub-channel is referenced in a component definition.

Figure 23 presents the SUBCHAN DEF message structure.

L Option Protection Size

SUBCHAN |DEF SubChld

S Table Index

(CMD) (EXT) (field 1)

(field2)  (field3)  (field 4) (field 5)

Figure 23: SUBCHAN DEF message structure
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Table 16 presents the definition of the SUBCHAN DEF message fields. Fields length are expressed as a number of
characters.

The fields marked (*) contain parameters or terms defined in ETS 300 401 [1]. Their values shall be compliant with
those defined in ETS 300 401 [1].

Table 16: SUBCHAN DEF message fields definition

Field Name Meaning L ength [Field Possible Value
Type
SubChld Sub-channel identifier* [1..2] dec |"0".."63"
L Long form 1 char ["L"
Option Option* 1 dec |"0"."7"
Protection Protection level* 1 dec |"1".."4"
Size Sub-channel size* [1..3] dec |"4".."864"
S Short form 1 char ['S"
Table Table switch* 1 dec |"0"."1"
Index Table index* 1 dec |"0".."63"

6.54 USESTRM messages

The USESTRM messages shall be used to define STI-D(LI) FIG and FIB streams required in the DAB multiplex and
components that are not referenced in the service configuration (e.g. a sub-channel carrying an audio announcement
channel which is accessed only via announcement switching).

The USESTRM messages shall also be used to define packet mode contributions required in the DAB multiplex.

For FIG, asynchronous insertion method FIB and packet mode contributions, the USESTRM message shall define the
requested maximum and average data rate in a one second time window. This information may be used by the
downstream entity to manage the data received from the corresponding stream (e.g. to calculate the buffer size required).

For packet mode contributions the USESTRM message shall also indicate the required protection profile and packet
length of the sub-channel that will carry the contribution.

USESTRM messages shall only be used during an open configuration data exchange session.
The USESTRM messages are presented in table 11 and are defined in the following subclauses.

USESTRM DEF allows the originator of a configuration data exchange session to define a STI-D(LI) stream as a
forming part of a configuration.

6.54.1 USESTRM DEF
USESTRM DEF shall be issued to define a data stream as forming a part of the configuration.

Figure 24 presents the USESTRM DEF message structure.

SUB SubChld

FIG BPSmax BPSave
USESTRM | DEF STID

FIB BPSmax BPSave

(CMD) (EXT) (field 1)

PMC BPSmax BPSave PLen PType Plevel

(field2)  (field3)  (field 4) (field5)  (field 6) (field 7)

Figure 24: USESTRM DEF message structure
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Table 17 presents the definition of the USESTRM DEF message fields. Fields length are expressed as a number of
characters.

The fields marked (*) contain parameters or terms defined in ETS 300 401 [1]. Their values shall be compliant with
those defined in ETS 300 401 [1].

Table 17: USESTRM DEF message fields definition

Field Name Meaning Length |Field Possible Value
Type
STID identifier of the stream 3 hex ['000".."FFF"
SUB stream contains data destined for a 3 string |"SUB"
sub-channel
SubChid sub-channel identifier* in which [1..2] dec |"0".."63"
stream shall be carried
FIG stream contains FIG contribution 3 string ["FIG"
FIB stream contains FIBs for 3 string |"FIB"
asynchronous insertion
PMC stream contains packet mode 3 string |"PMC"
contribution
BPSmax maximum number of bytes per [1..6] dec |"0".."228 000"
second
BPSave average number of bytes per [1..6] dec |"0".."228 000"
second
PLen Packet length* (in bytes) [1..2] dec |"0", "24", "48", "72", "96"
where "0" indicates that mixed packet
lengths are used
PType Protection type required 1 char |'U" for UEP
"E" for EEP
PLevel Protection level* (and option*) 1 dec |"1".."5" for UEP
required or
2 LO  for EEP, where
L is protection level* "1".."4"
QO s protection option* "0".."7"

NOTE 1: More than one FIG stream may be defined as contributing to the DAB multiplex.
NOTE 2: More than one FIB stream may be defined as contributing to the DAB multiplex.
NOTE 3: More than one PMC stream may be defined as contributing to the DAB multiplex.
NOTE 4: Only sub-channels not referenced by the service configuration shall be defined.

6.5.5 CMPNENT messages

The CMPNENT messages shall be used to describe service components and their characteristics.

A component identifier, which shall be unique within a configuration, shall be provided for referencing the component
in the service description. The entity creating a configuration shall define the component identifier.

The source of the component data shall normally be given as the STI-D(LI) STID. However, components provided by
other Service providers can also be referenced. These components are called external components and are referenced by
the SPID and the component identifier used by the other Service provider. The component definition is also provided by
the other Service provider.

CMPNENT messages shall only be used during an open configuration data exchange session.
The CMPNENT messages are presented in table 11 and are defined in the following subclauses.

CMPNENT DEF allows the originator of a configuration data exchange session to identify a component and to describe
its characteristics.
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6.5.5.1 CMPNENT DEF
CMPNENT DEF shall be issued to define the characteristics of a DAB component as part of a configuration.
The definition of a component shall be performed before the component is referenced in a service definition.

Figure 25 presents the CMPNENT DEF message structure.

A | STID | SubChid ASCTy SCCA

S | STID SubChld DSCTy |ExtDSCTy | SCCA

CMPNENT | DEF Cmpld P |STID | Subchid | DSCTy |[ExtDSCTy | SCCA |SCid |PA

(CMD) (EXT) (field1) | F | STID | FIDCId DSCTy |ExtDSCTy | SCCA

E | SPID | ExtCmpld

(field 2) ~ (field 3) (field 4) (field5)  (field6)  (field7) (fid8) (fld9)

Figure 25: CMPNENT DEF message structure

Table 18 presents the definition of the CMPNENT DEF message fields. Fields length are expressed as a number of
characters.

The fields marked (*) contain parameters defined in ETS 300 401 [1]. Their values shall be compliant with those
defined in ETS 300 401 [1].

Table 18: CMPNENT DEF message fields definition

Field Name Meaning Length | Field Possible Value
Type
Cmpld component identifier [1..4] dec |"0".."9 999"
A audio component 1 char |"A"
S stream mode component 1 char |"S"
P packet mode component 1 char ["P"
F fast info. data channel component 1 char ["F"
E external component 1 char |"E"
STID stream identifier 3 hex ['000".."FFF"
SPID Service provider identifier 4 hex ["0000".."FFFF"
SubChld Sub-channel identifier* [1..2] dec |"0".."63"
FIDCId Fast Info. Data Channel Id.* [1..2] dec |"0".."63"
ExtCmpld external component identifier [1..4] dec |"0".."9 999"
ASCTy Audio Service Component Type* [1..2] dec |"0".."63"
DSCTy Data Service Component Type* [1..2] dec |"0".."63"
ExtDSCTy DSCTy extension* 3 hex |"000".."3FF" if used
or or or
1 char ["N" if not used
SCCA Service Component CA* 4 hex |"0000".."FFFF" if used
or or or
1 char ["N" if not used
SCid Service Component Identifier* 3 hex ["000".."FFF"
PA Packet Address* 3 hex ["000".."3FF"
NOTE 1: If the ExtDSCTy field is coded as "N" (not used) then no FIG(0/7) shall be generated for that component
NOTE 2: If the SCCA field is coded as "N" (not used) then the CA flag in the FIG(0/2) shall be set to zero. For
stream mode or FIDC no FIG(0/4) shall be generated for the component. For packet mode the FIG(0/3)
generated for that component shall have the SCCA flag set to zero and no SCCA field shall be present.

ETSI



55 Final draft EN 300 797 V1.1.1 (1998-12)

6.5.6 SERVICE messages

The SERVICE messages shall be used to define a service as part of a configuration. The service shall be composed of
components.

SERVICE messages shall only be used during an open configuration data exchange session.
The SERVICE messages presented in table 11 are defined in the following subclauses.

SERVICE DEF allows the originator of the data exchange session to describe a service by providing the Slid, the Local
flag, the CAld, the number of components and the component list.

6.5.6.1 SERVICE DEF
SERVICE DEF shall be issued to define the composition of a DAB service.
Figure 26 presents the SERVICE DEF message structure and the structure of the component description.

A service definition using SERVICE DEF shall provide a list of components. The components referenced from the list
shall form the service. The list shall contBi@ompcomponent references, each composed3IEkSand aCmpld
field.

The first component reference in the component list shall define the primary service component as defined in
ETS 300 401 [1].

Component references shall only contain component identifiers of components previously defined.

SERVICE DEF Sid Local CAld NComp Compl1l | ---|Compn

(CMD) (EXT) (field 1) (field 2) (field 3) (feld4) - (feld5) - (field n+4)

SCldS Cmpld

Figure 26: SERVICE DEF message structure
Table 19 presents the definition of the SERVICE DEF message fields. Fields length are expressed as a number of
characters. The fields marked (*) contain parameters defined in the ETS 300 401 [1]. Their values shall be compliant
with those defined in ETS 300 401 [1].

Table 19: SERVICE DEF message fields definition

Field Name Meaning Length Field Possible Value
Type
Sid Service Identifier* 4 hex "0000".."FFFF"
or or
8 "00000000".."FFFFFFFF"
Local Local flag to indicate service area* 1 dec "0".."1"
CAld Conditional Access Identifier* 1 dec "0 .7
NComp Number of components [1..2] dec "1".."12"
SClds Service Component Id in Service* 1 hex "0".."F" if used
or or
char |"N" if not used
Cmpld Component Identifier [1..4] dec "0".."9 999"
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6.5.7 USEFIGF messages

The USEFIGF messages shall be used to define the contents of a FIG file as a forming part of the configuration.
USEFIGF messages shall only be used during an open configuration data exchange session.
The USEFIGF messages are presented in table 11 and are defined in the following subclauses.

The USEFIGF DEF allows the originator of a configuration data exchange session to define a FIG file as forming part of
a configuration.

6.5.7.1 USEFIGF DEF
The USEFIGF DEF message shall be issued to define a FIG file as forming part of a configuration.

The FIGs contained in the FIG file shall be broadcast under control of the downstream entity until the FIG file is
deselected.

The downstream entity shall be responsible for FIG repetition and FIG change control.

Figure 27 presents the USEFIGF DEF message structure.

USEFIGF DEF Name

(CMD) (EXT) (field 1)

Figure 27: USEFIGF DEF message structure

Table 20 presents the definition of the USEFIGF DEF message fields. Fields length are expressed as a number of
characters.

Table 20: USEFIGF DEF message fields definition

Field Name Meaning Length Field Possible Value
Type
Name Name of the FIG file [1..16] string  |Any string corresponding to a
Name previously defined

6.6 FIG file messages

The FIG file messages provide a mechanism to exchange and handle FIC information between upstream entity and
downstream entity.

FIG file messages are presented in table 21 and are defined in the following subclauses.

Table 21: FIGFILE messages of the STI-C(LI)

FIGFILE MESSAGES

CMD EXT data fields

FIGFILE INF Name

FIGFILE DEF Name NRecs

FIGFILE REC Data

FIGFILE END

FIGFILE DEL Name

FIGFILE SEL Name

FIGFILE DES Name

FIGFILE ERR Name Cause
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6.6.1 General rules to use FIG file messages
The FIG file messages allow FIC information to be defined, monitored and managed.
FIG files shall contain Service Information FIGs only.

The upstream entity can define and monitor named FIG files for broadcast at the downstream entity. Each FIG file shall
be defined by a unique name that consists of a minimum of 1 character and a maximum of 16 characters.

The downstream entity can use FIG files to inform the upstream entity about Service Information FIGs that are also
being broadcast (e.g. ensemble related information).

FIG files can be created and deleted, but not modified.

To create a new FIG file the definition shall be given using a name that is not currently defined. The first message sent
shall be a FIGFILE DEF message which opens a FIG file data exchange session. The number of FIGs to be transferred
during the session shall be specified. The FIG file is then transferred. The session shall be closed by issuing a FIGFILE
END message. If during the data exchange session errors are detected by the remote entity, the session can be aborted.

The upstream entity can select predefined FIG files for broadcast. The FIG information contained in the selected FIG
file shall become part of the broadcast DAB multiplex until the file is deselected. A configuration can select one or more
FIG files for broadcast. A reconfiguration shall deselect all FIG files that were selected before the time instant of the
reconfiguration and select those that are specified by the new configuration. FIG files can also be selected and
deselected outside of the reconfiguration process.

If the downstream entity accepts the selection of the FIG file, it shall broadcast all the FIGs contained within the file.
The downstream entity is responsible for FIG repetition and FIG change control mechanism for all FIGs contained in
FIG files.

NOTE: Agreement should be sought between the upstream and downstream entities on the action to be performed
if insufficient capacity is available to broadcast all the requested FIG files at an adequate repetition rate.

6.6.2 FIGFILE messages

FIGFILE messages provide the mechanism to handle FIG information that an upstream entity wants the downstream
entity to broadcast. An upstream entity can define and store a number of FIG files in the downstream entity using the
mechanism described in this subclause.

FIGFILE INF shall be issued to request that the remote entity opens a FIG file data exchange session.

FIGFILE DEF shall be issued to open a FIG file data exchange session to provide the contents of a named FIG file.
FIGFILE REC shall be issued to transfer one FIG.

FIGFILE END shall be issued to close a FIG file data exchange session.

FIGFILE DEL shall be issued to delete a FIG file at the remote entity.

FIGFILE SEL shall be issued by the upstream entity to select a FIG file for broadcast.

FIGFILE DES shall be issued by the upstream entity to deselect a FIG file and stop its contents being broadcast.

FIGFILE ERR shall be issued to abort an open FIG file data exchange session, or to indicate errors caused by the use of
other FIGFILE messages.
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6.6.2.1 FIGFILE INF
FIGFILE INF shall be issued to request the content of a named FIG file.

The remote entity shall either open a FIG file data exchange session to provide the requested FIG file or indicate an
error if the file does not exist by issuing FIGFILE ERR.

Figure 28 presents the FIGFILE INF message structure.

FIGFILE INF Name

(CMD) (EXT) (field 1)

Figure 28: FIGFILE INF message structure

Table 22 presents the definition of the FIGFILE INF message fields. Fields length are expressed as a number of
characters.

Table 22: FIGFILE INF message field definition

Field Name Meaning Length Field Possible Value
type
Name Name of the FIG file [1..16] |string The name of the FIG file required

6.6.2.2 FIGFILE DEF
FIGFILE DEF shall be issued to open a FIG file data exchange session for a named FIG file.

The data fields of the FIGFILE DEF messages are used to define the name and the number of records contained in the
FIG file.

Following the issue of the FIGFILE DEF message, exatigcsIGFILE REC messages shall be issued, and the
session will be closed by issuing the FIGFILE END message. As one FIGFILE REC message shall contain one FIG,
NRecsshall be the number of FIGs in the file.

Figure 29 presents the FIGFILE DEF message structure.

FIGFILE DEF Name NRecs

(CMD) (EXT) (field 1) (field 2)

Figure 29: FIGFILE DEF message structure

Table 23 presents the definition of the FIGFILE DEF message fields. Fields length are expressed as a number of
characters.

Table 23: FIGFILE DEF message fields definition

Field Meaning Length Field Possible Value
Name type
Name Name of the FIG file [1..16] string |Any string
NRecs Number of FIGFILE REC messages [1..2] dec ["1".."99"
included in the session
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6.6.2.3 FIGFILE REC
FIGFILE REC shall be issued only when a FIG file data exchange session is open.
FIGFILE REC shall be issued to transfer one FIG as part of a named FIG file.

The data part of FIGFILE REC contains one FIG. Each byte of the FIG is coded as a two-digit hexadecimal number
representing the numerical value of the byte. The bytes shall be coded in the same order as they are to be broadcast
(i.e. the FIG header field, as defined in ETS 300 401 [1], shall be coded first).

Figure 30 presents the FIGFILE REC message structure.

FIGFILE REC Data

(CMD) (EXT) (field 1)

Figure 30: FIGFILE REC message structure

Table 24 presents the definition of the FIGFILE REC message fields. Fields length are expressed as a number of
characters.

Table 24: FIGFILE REC message fields definition

Field Name Meaning Length Field Possible Value
type
Data data for one FIG [8..60] string |all hexadecimal characters
6.6.2.4 FIGFILE END

FIGFILE END shall be issued only when a FIG file data exchange session is open.

FIGFILE END shall be issued to close a FIG file data exchange session by the entity that opened the session. The
FIGFILE END message shall be sent after the complete number of records as stated in the FIGFILE DEF message have
been transferred.

Figure 31 presents the FIGFILE END message structure.

FIGFILE END

(CMD) (EXT)

Figure 31: FIGFILE END message structure

6.6.2.5 FIGFILE DEL

FIGFILE DEL shall be issued to delete a FIG file that is stored at the remote entity. If the FIG file is selected for
broadcast, then the file will be deselected.

If the name of the FIG file is not recognized then an error will be indicated.

Figure 32 presents the FIGFILE DEL message structure.

FIGFILE DEL Name

(CMD) (EXT) (field 1)

Figure 32: FIGFILE DEL message structure
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Table 25 presents the definition of the FIGFILE DEL message fields. Fields length are expressed as a number of
characters.

Table 25: FIGFILE DEL message field definition

Field Name Meaning Length Field Possible Value
type
Name Name of the FIG file [1..16] string |The name of the FIG file to be deleted
6.6.2.6 FIGFILE SEL

Only the upstream entity shall issue the FIGFILE SEL message.

FIGFILE SEL shall be issued to select a predefined FIG file for broadcast by the downstream entity. If the FIG file is
already is selected, the message shall have no effect.

If the file does not exist, the downstream entity shall issue a FIGFILE ERR message, stating "UNKNOWN" as the
cause.

If the required capacity for the FIG information is not available, the downstream entity should issue a FIGFILE ERR
message, stating "NOSPACE" as the cause.

If the content of the file contains errors or is conflicting with other service information at the downstream entity, the
downstream entity should issue a FIGFILE ERR message, stating "CONTENT" as the cause.

Figure 33 presents the FIGFILE SEL message structure.

FIGFILE SEL Name

(CMD) (EXT) (field 1)
Figure 33: FIGFILE SEL message structure

Table 26 presents the definition of the FIGFILE SEL message fields. Fields length are expressed as a number of
characters.

Table 26: FIGFILE SEL message field definition

Field Name Meaning Length Field Possible Value
type
Name Name of the FIG file [1..16] string |The name of the FIG file to be selected
6.6.2.7 FIGFILE DES

Only the upstream entity shall issue the FIGFILE DES command.
FIGFILE DES shall be issued to deselect a previously selected FIG file.

If the specified file is not selected when issuing FIGFILE DES, the downstream entity shall issue a FIGFILE ERR
message, stating "UNKNOWN" as the cause.

Figure 34 presents the FIGFILE DES message structure.

FIGFILE DES Name

(CMD) (EXT) (field 1)

Figure 34: FIGFILE DES message structure
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Table 27 presents the definition of the FIGFILE DES message fields. Fields length are expressed as a number of
characters.

Table 27: FIGFILE DES message field definition

Field Name Meaning Length Field Possible Value
type
Name Name of the FIG file [1..16] string [The name of the FIG file to be deselected
6.6.2.8 FIGFILE ERR

The FIGFILE ERR message shall be issued to indicate an error by issuing the FIGFILE SEL or the FIGFILE DES
commands and errors that occur on a FIG file data exchange session.

The issue of a FIGFILE ERR during an open FIG file data exchange session aborts the session. An aborted session shall
not create a FIG file.

Figure 35 presents the FIGFILE ERR message structure.

FIGFILE ERR Name Cause

(CMD) (EXT) (field 1) (field 2)

Figure 35: FIGFILE ERR message structure

Table 28 presents the definition of the FIGFILE DES message fields. Fields length are expressed as a number of
characters.

Table 28: FIGFILE ERR message fields definition

Field Name Meaning Length Field Possible Value
type
Name Name of the FIG file [1..16] string |The name of the FIG file referenced
Cause cause of the error 7 string [for errors concerning FIG file data exchange sessions:
"NRECORD" wrong number of records
"USED" the name is already defined

"NOSPACE" all FIG file stores have been used

for error reactions on FIGFILE INF, FIGFILE DEL:
"UNKNOWN" unrecognized name

for error reactions on FIGFILE SEL.:
"UNKNOWN" unrecognized name
"FIGCAP" capacity not available
"CONTENT" content error

for error reactions on FIGFILE DES:
"UNKNOWN" referenced file not selected

6.7 FIB grid messages

The FIB grid messages shall be used to co-ordinate the delivery and insertion of Fast Information Blocks (FIBs) using
the synchronous insertion method.

A FIB grid, when agreed between upstream entity and downstream entity, shall represent a structure that allows the
upstream entity to know exactly in which transmission frame a FIB will be broadcast.

The FIB grid messages shall be used to exchange and activate FIB grids as well as to indicate errors.
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The FIBGRID messages are presented in table 29 and are defined in the following clauses.

Table 29: FIB grid messages of the STI-C(LI)

FIB grid messages

CMD EXT data fields
FIBGRID INF
FIBGRID DEF
FIBGRID REC |Allocation
FIBGRID END
FIBGRID ACT utc
FIBGRID ERR [Cause

6.7.1 General rules to use FIBGRID messages
The FIBGRID messages shall be used to manage and transfer a FIB grid from downstream entity to upstream entity.

The FIB grid shall be used simultaneously and synchronously by both entities, according to the rules given in this
subclause.

A FIB grid shall state for each FIB whether the FIB shall be provided by the upstream entity or the downstream entity. A
FIB grid structure of 500 records shall be used, each record representing the FIB allocation associated with one CIF.

The FIB grid records shall be aligned to the CIF count value such that the first record of the FIB grid shall be associated
with the DAB transmission frame where the lower nine bits of the CIF count are zero. The FIB grid shall be used
cyclically with a period of 500 CIFs.

When FIB access is granted to the upstream entity, the upstream entity shall provide a FIB stream having TID field
equal to 5 and TIDext field equal to 1. This stream shall contain FIBs in those STI-D(LI) frames that relate to
transmission frames with FIB access for the upstream entity.

A FIB grid data exchange session shall be used to transfer a FIB grid from the downstream entity to the upstream entity.
A FIB grid data exchange session shall contain exactly ten FIBGRID REC messages.

After a FIB grid data exchange session is completed and no errors are reported, the FIB grid shall be stored by both
entities and be valid for activation.

6.7.2 FIBGRID messages

The FIBGRID messages shall allow the downstream entity to introduce a FIB grid to the upstream entity.

The use of the FIB grid shall be governed by the CIF count value of the DAB Ensemble. The COUNTER messages
defined in subclause 6.9.6 shall be used for the co-ordination of upstream entity and downstream entity frame counters.

FIBGRID INF shall be issued by the upstream entity to request the definition of a FIB grid from the downstream entity.

FIBGRID DEF shall be issued by the downstream entity to open a FIB grid data exchange session for the transfer of a
FIB grid.

FIBGRID REC shall be issued by the downstream entity to specify the value of each FIB grid record. Ten FIBGRID
REC messages shall be issued to define the FIB grid.

FIBGRID END shall be issued by the downstream entity to close a FIB grid data exchange session.

FIBGRID ERR shall be issued to signal an error in the content of the FIB grid and abort the FIB grid data exchange
session.

FIBGRID ACT shall be issued by the downstream entity to activate a FIB grid.
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6.7.2.1 FIBGRID INF
Only the upstream entity shall issue the FIBGRID INF message.

The FIBGRID INF message shall be issued to request the definition of a FIB grid from the downstream entity. The
downstream entity shall respond by opening a FIB grid data exchange session or by issuing an error message to indicate
that no FIB grid is available.

Figure 36 presents the FIBGRID INF message structure.

FIBGRID INF

(CMD) (EXT)

Figure 36: FIBGRID INF message structure

6.7.2.2 FIBGRID DEF
Only the downstream entity shall issue the FIBGRID DEF message.
The FIBGRID DEF message shall be issued to open a FIB grid data exchange session.

Following the issue of the FIBGRID DEF message, the downstream entity shall issue ten FIBGRID REC messages and
then close the data exchange session by issuing the FIBGRID END message.

Figure 37 presents the FIBGRID DEF message structure.

FIBGRID DEF

(CMD) (EXT)

Figure 37: FIBGRID DEF message structure

6.7.2.3 FIBGRID REC

Only the downstream entity shall issue the FIBGRID REC message.

The FIBGRID REC message shall only be issued during an open FIB grid data exchange session.

FIBGRID REC messages shall be issued to transfer FIB grid records from downstream entity to upstream entity.

One FIBGRID REC message shall carry the definition of fifty successive FIB grid records. A set of ten FIBGRID REC
messages shall be issued to define the whole FIB grid.

Each FIB grid record is coded as a hexadecimal character representing a 4-bit pattern defining the allocation of the
FIBs. A bit value equal to 1 shall mean that access is granted to the upstream entity for the corresponding FIB, a bit
value equal to 0 shall mean that access to the corresponding FIB is forbidden for the upstream entity. The most
significant bit shall provide the allocation of the first FIB in the frame, the next most significant bit shall provide the
allocation of the second FIB, and so on. In DAB transmission mode Il each four FIBs are associated with each CIF and
therefore the FIB grid record may take any value from "0", indicating no access to the upstream entity, to "F", indicating
full access to the upstream entity. In the other DAB transmission modes three FIBs are associated with each CIF and
therefore the FIB grid record shall always have the least significant bit set to zero. In this case the FIB grid record takes
the values "0", "2", "4",...,"E".

The first record of the first FIBGRID REC message within a FIB grid data exchange session shall detail the FIB
allocation of the DAB frame whose CIF count has the lower nine bits set to zero.
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Figure 38 presents the FIBGRID REC message structure.

FIBGRID REC Allocation

(CMD) (EXT) (field 1)

Figure 38: FIBGRID REC message structure

Table 30 presents the definition of the FIBGRID REC message fields. Fields length are expressed as a number of
characters.

Table 30: FIBGRID REC message fields definition

Field Name Meaning | ength | Field Possible Value
Type
Allocation FIB grid record for 50 successive CIFs 50 hex "0...0"."F...F"
6.7.2.4 FIBGRID END

Only the downstream entity shall issue the FIBGRID END message.
The FIBGRID END message shall be issued to close a FIB grid data exchange session.

Figure 39 presents the FIBGRID END message structure.

FIBGRID END

(CMD) (EXT)

Figure 39: FIBGRID END message structure

6.7.2.5 FIBGRID ACT
Only the downstream entity shall issue the FIBGRID ACT message.

FIBGRID ACT shall be issued to activate the usage of a FIB grid by the upstream entity. The message shall only be
issued when a valid FIB grid is stored at both entities. If the upstream entity does not have a FIB grid definition stored,
then an error shall be indicated.

The FIB grid shall become active at the first instance that the lower nine bits of the CIF count are zero after the time
given in theUTC field of FIBGRID ACT.

The activated FIB grid shall remain in use by the upstream and downstream entity until the activation time of another
FIB grid.

Figure 40 presents the FIBGRID ACT message structure.

FIBGRID ACT urtc

(CMD) (EXT) (field 1)

Figure 40: FIBGRID ACT message structure
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Table 31 presents the definition of the FIBGRID ACT message fields. Fields length are expressed as a number of
characters.

Table 31: FIBGRID ACT message fields definition

Field Name Meaning | ength | Field Possible Value
Type
uTcC Time after which activation is 8 string |"HH:MM:SS" "HH" in "00".."23" for hours,
effective "MM"in "00".."59" for minutes,
"SS" in "00".."59" for seconds,

6.7.2.6 FIBGRID ERR

FIBGRID ERR shall be issued to signal errors concerning a FIB grid data exchange session or other errors concerning
FIB grids.

Figure 41 presents the FIBGRID ERR message structure.

FIBGRID ERR Cause

(CMD) (EXT) (field 1)

Figure 41: FIBGRID ERR message structure

Table 32 presents the definition of the FIBGRID ERR message fields. Fields length are expressed as a number of
characters.

Table 32: FIBGRID ERR message fields definition

Field Name Meaning Length | Field Possible Value
Type
Cause Type of error detected 4 string |for errors concerning FIB grid data exchange sessions:

"NREC" number of records is wrong

For error reactions on FIBGRID INF or FIBGRID ACT:
"GRID" no FIB grid available
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6.8 Resource messages

The resource messages are used to monitor resources that are limited within a DAB ensemble and that must be shared by
all service providers, like for example capacity of the Main Service Channel or sub-channel identifiers. The resources
are allocated by the Ensemble provider.

The resource messages are presented in table 33 and are defined in the following subclauses.

Table 33: Resource messages of the STI-C(LI)

RESOURCE MESSAGES
CMD EXT data fields
RESOURC INF
RESOURC DEF NMsg
RESOURC END
RESOURC ERR |Cause
CHANCAP DEF MSC CapUnits
FIC BPSmax
STLIMIT DEF |SUB NSUBSt |BPSmax
FIB NFIBSt BPSave |BPSmax
FIG NFIGSt BPSave [BPSmax
PMC NPMCSt |BPSave |BPSmax
IDALLOC DEF SUB SubldLo  |SubldHi
DS DSidLo DSIdHi
PS PSldLo PSIdHi
SC SCidLo SCIdHi
FIDC FIDCIdLo |FIDCIdHi
LIH LSNLo LSNHi
LIS LSNLo LSNHi
LNH LSNLo LSNHi
LNS LSNLo LSNHi
IDLIMIT DEF |SUB NSub
DS NDS
PS NPS
SC NSC
SCS NSCS
FIDC NFIDC
PACKCON DEF PLen Ptype PLevel SubChid |PA
FIGBLCK DEF FIGtype FlGext
ANNSEND DEF Clusterld |AnnType

6.8.1 General rules to use resource messages
The resource messages can be used to transfer details about resource allocations.

The downstream entity shall use a resource data exchange session to transfer information about allocated resources to
the upstream entity.

To request information about the resources that the downstream entity currently has allocated for the upstream entity's
use, the upstream entity shall send a RESOURC INF message. The downstream entity shall then respond by opening a
resource data exchange session.

NOTE: The information about allocated resources provided by the downstream entity shall be valid at the time the
downstream entity issues the information.

The data exchange session can be aborted by the recipient if an error is detected. The reason for the error shall be stated.
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6.8.2 RESOURC messages

RESOURC messages are used to exchange information about scarce resources.
The RESOURC messages are presented in table 33 and are defined in the following subclauses.

The RESOURC INF message shall be issued by the upstream entity to request information about resources allocated to
the upstream entity by the downstream entity.

The RESOURC DEF message shall be issued by the downstream entity to provide information about resources allocated
by the downstream entity for the upstream entity. This message opens a resource data exchange session.

The RESOURC END message shall be issued by the downstream entity to close a data exchange session.

The RESOURC ERR message shall be issued to indicate errors.

6.8.2.1 RESOURC INF
Only the upstream entity shall issue the RESOURC INF message.

The RESOURC INF message shall be issued to request the definition of resources allocated by the downstream entity to
the upstream entity. The downstream entity shall respond by opening a resource data exchange session.

Figure 42 presents the RESOURC INF message structure.

RESOURC |INF

(CMD) (EXT)

Figure 42: RESOURC INF message structure

6.8.2.2 RESOURC DEF
Only the downstream entity shall issue the RESOURC DEF message.
RESOURC DEF shall be issued to open a resource data exchange session.

The data field of the RESOURC DEF message shall state the number of messages contained in the resource data
exchange session.

Following the issue of the RESOURC DEF message, the exact number of messages as described in the RESOURC DEF
data field shall be issued, and the session shall be closed by issuing the RESOURC END message.

Figure 43 presents the RESOURC DEF message structure.

RESOURC |DEF NMsg

(CMD) (EXT) (field 1)

Figure 43: RESOURC DEF message structure
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Table 34 presents the definition of the RESOURC DEF message fields. Fields length are expressed as a number of
characters.

The fields marked (*) contain parameters defined in ETS 300 401 [1]. Their values shall be compliant with those
defined in ETS 300 401 [1].

Table 34: RESOURC DEF message fields definition

Field Meaning Length Field Possible Value
Name Type
NMsg Total number of messages in the session ie between [1..3] dec ["0".."999"
RESOURC DEF and RESOURC END

6.8.2.3 RESOURC END

Only the downstream entity shall issue the RESOURC END message.

The RESOURC END message shall be issued to close a resource data exchange session.

This message shall be sent after all the messages announced by the RESOURC DEF message have been issued.

Figure 44 presents the RESOURC END message structure.

RESOURC |END

(CMD) (EXT)

Figure 44: RESOURC END message structure

6.8.2.4 RESOURC ERR
Only the upstream entity shall issue the RESOURC ERR message.

The RESOURC ERR message shall be issued to indicate an error concerning a dasauncehange session. The
issue of RESOURC ERR shall abort the resource data exchange session.

Figure 45 presents the RESOURC ERR message structure.

RESOURC|ERR Cause

(CMD)  (EXT) (field 1)

Figure 45: RESOURC ERR message structure

Table 35 presents the definition of the RESOURC ERR message fields. Fields length are expressed as a number of
characters.

Table 35: RESOURC ERR message fields definition

Field Name Meaning Length Field Type Possible Value
Cause Cause of the error 4 string "NMSG" a number of messages
different from NMsg given
in RESOURC DEF was
received
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6.8.3 CHANCAP messages

The CHANCAP messages shall be used to define the transmission channel capacities allocated to the upstream entity by
the downstream entity. CHANCAP messages can be used to allocate Main Service Channel capacity and Fast
Information Channel capacity.

CHANCAP messages shall only be used when a resource data exchange session is open. Only one CHANCAP message
for the MSC and one for the FIC shall be used in a resource data exchange session.

The CHANCAP messages presented in table 33 are defined in the following subclauses.

CHANCAP DEF shall be issued by the downstream entity to indicate the maximum transmission channel capacity which
can be used by the upstream entity at the time the message is issued.

6.8.3.1 CHANCAP DEF
Only the downstream entity shall issue the CHANCAP DEF message.

CHANCAP DEF shall be issued to indicate a channel capacity which is allocated to the upstream entity at the time the
message is issued.

Figure 46 presents the CHANCAP DEF message structure.

MSC CapUnits
CHANCAP| DEF
FIC BPSmax
(CMD) (EXT)
(field 1) (field 2)

Figure 46: CHANCAP DEF message structure

Table 36 presents the definition of the CHANCAP DEF message fields. Fields length are expressed as a number of
characters.

The fields marked (*) contain parameters defined in ETS 300 401 [1]. Their values shall be compliant with those
defined in ETS 300 401 [1].

Table 36: CHANCAP DEF message fields definition

Field Name Meaning Length Field Type Possible Value
MSC Main Service Channel is concerned 3 string "MSC"
CapUnits Capacity units* allocated [1..3] dec "0".."864"
FIC Fast Information Channel is con- 3 string "FIC"
cerned
BPSmax maximum FIC capacity allocated, [1..4] dec "0".."56334"

given in bytes per second. For the
usage of this capacity both Service
Information and Multiplex
Configuration Information are taken
into account.
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6.8.4 STLIMIT messages

The STLIMIT messages shall be used to define limitations regarding usage of certain stream types allocated to the
upstream entity by the downstream entity. Related to specific stream type the limitations apply to both maximum number
of streams and bitrate which can be used.

STLIMIT messages shall only be used when a resource data exchange session is open. Only one STILIMIT message per
stream type shall be used in a resource data exchange session.

The STLIMIT messages are presented in table 33 and are defined in the following subclauses.

STLIMIT DEF shall be issued by the downstream entity to indicate limits for stream usage which are allocated to the
upstream entity at the time the message is issued.

6.8.4.1 STLIMIT DEF
Only the downstream entity shall issue the STLIMIT DEF message.

STLIMIT DEF allows the downstream entity to indicate limits of stream usage which are allocated to the upstream
entity at the time the message is issued.

Figure 47 presents the STLIMIT DEF message structure.

SUB NSUBSt | BPSmax

FIB NFIBSt BPSave BPSmax

STLIMIT DEF

FIG NFIGSt BPSave BPSmax
(CMD) (EXT)

PMC NPMCSt | BPSave BPSmax

(field 1) (field 2)  (field 3)  (field 4)

Figure 47: STLIMIT DEF message structure

Table 37 presents the definition of the STLIMIT DEF message fields. Fields length are expressed as a number of
characters.

Table 37: STLIMIT DEF message fields definition

Field Name Meaning Length Kield Type Possible Value
SUB MSC sub-channel streams allocated 3 string  |"SUB"
NSUBSt maximum number of MSC sub-channel 1 dec "0".."99"

streams
FIB asynchronous FIB streams allocated 3 string  |"FIB"
NFIBSt maximum number of asynchronous FIB 1 dec "o"."2"
streams
FIG FIG streams allocated 3 string  ['FIG"
NFIGSt maximum number of FIG streams 2 dec "0".."99"
PMC PMC streams allocated 3 string  ['"PMC"
NPMCSt maximum number of PMC streams 3 dec "0".."999"
BPSave average number of bytes per second and| [1..6] dec "0".."228000"
per stream
BPSmax maximum number of bytes per second [1..6] dec "0".."228000"
and per stream
NOTE: synchronous FIB streams are governed by use of the FIB grid.
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6.8.5 IDALLOC messages

The IDALLOC messages shall be used to define ranges of identifiers allocated to the upstream entity by the downstream
entity. Simultaneous use of these identifiers can be limited by means of IDLIMIT messages (see section 6.8.6).

IDALLOC messages shall only be used when a resouce data exchange session is open. Several IDALLOC messages per
identifier type can be used in a resource data exchange session.

The IDALLOC messages presented in table 33 are defined in the following subclauses.

IDALLOC DEF shall be issued by the downstream entity to indicate an identifier range or list which is allocated to the
upstream entity at the time the message is issued.

6.8.5.1 IDALLOC DEF
Only the downstream entity shall issue the IDALLOC DEF message.

IDALLOC DEF shall be issued to indicate a range of specific identifier values which are allocated to the upstream entity
at the time the message is issued. The range specification allows for allocation of single identifiers too. In that case the
corresponding value has to be specified twice ie lower bound equals upper bound of the range.

The IDALLOC DEF message shall only be issued when a resource data exchange session is open.

Figure 48 presents the IDALLOC DEF message structure.

SUB | SubldLo |SubldHi
DS DSIdLo | DSldHi
PS PSldLo | PSIdHi
sC SCldLo | SClaHi
IDALLOC |DEF FIDC | FIDCldLo | FIDCIdHi
(CMD) — (EXT) LIH | LSNLo | LSNHi
LIS | LSNLo | LSNHi
LNH | LSNLo | LSNHi
LNS | LSNLo | LSNHi
(field 1)  (field2)  (field 3)

Figure 48: IDALLOC DEF message structure
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Table 38 presents the definition of the IDALLOC DEF message fields. Fields length are expressed as a number of
characters.

The fields marked (*) contain parameters defined in ETS 300 401 [1]. Their values shall be compliant with those
defined in ETS 300 401 [1].

Table 38: IDALLOC DEF message fields definition

Field Name Meaning Length Field Type Possible Value
SUB MSC Sub-channel identifier allocated 3 string "SuUB"
SubldLo lower bound of Sub-channel identifier* [1..2] hex "0".."3F"
range

SubldHi upper bound of Sub-channel identifier* [1..2] hex "0".."3F"
range

DS Data Service identifier allocated 2 string "DS"

DSlidLo lower bound of Data Service identifier* 8 hex "00000000".."FFFFFFFF"
range

DSIaHi upper bound of Data Service identifier* 8 hex "00000000".."FFFFFFFF"
range

PS Program Service identifier allocated 2 string "PS"

PSldLo lower bound of Program Service identifier* 4 hex "0000".."FFFF"
range

PSIdHi upper bound of Program Service identifier* 4 hex "0000".."FFFF"
range

SC Service Component identifier allocated 2 string "SC"

SCldLo lower bound of Service Component [1..3] hex "0".."FFF"
identifier* range

SCIlaHi upper bound of Service Component [1..3] hex "0".."FFF"
identifier* range

FIDC Fast Information Data Channel identifier 4 string "FIDC"
allocated

FIDCIdLo lower bound of Fast Information Data [1..2] hex "0".."3F"
Channel identifier* range

FIDCaHi upper bound of Fast Information Data [1..2] hex "0".."3F"
Channel identifier* range

LIH allocated Linkage Set Number for 3 string "LIH"
International, Hard link *

LIS allocated Linkage Set Number for 3 string "LIS"
International, Soft link *

LNH allocated Linkage Set Number for 3 string "LNH"
National, Hard link *

LNS allocated Linkage Set Number for 3 string "LNS"
National, Soft link *

LSNLo lower bound of Linkage Set Number * [1..3] hex "0".."FFF"
range

LSNHI upper bound of Linkage Set Number * [1..3] hex "0".."FFF"
range

6.8.6 IDLIMIT messages

The IDLIMIT messages shall be used to limit the number of identifiers of the same type which can be used simul-
taneously by the upstream entity. Limitation of identifier usage is allocated by the downstream entity. Allocation of
identifiers can be done by means of IDALLOC messages (see section 6.8.5).

IDLIMIT messages shall only be used when a resouce data exchange session is open. Only one IDLIMIT message per
identifier type shall be used in a resource data exchange session.

The IDLIMIT messages presented in table 33 are defined in the following subclauses.

IDLIMIT DEF shall be issued by the downstream entity to indicate the limitation of identifier usage which is allocated
to the upstream entity at the time the message is issued.

ETSI



73 Final draft EN 300 797 V1.1.1 (1998-12)

6.8.6.1 IDLIMIT DEF

IDLIMIT DEF shall be issued to indicate limitation of identifier usage which is allocated to the upstream entity at the
time the message is issued.

NOTE 1: In case that identifier allocation has been done by the downstream entity by issuing IDALLOC DEF
messages (see section 6.8.5), the maximum number of the identifiers defined by IDLIMIT DEF cannot
exceed the total number of corresponding identifiers of the same type defined by IDALLOC DEF
messages.

NOTE 2: In case that no IDLIMIT DEF message has been provided for a specific type of identifier during a
resource data exchange session, all allocated identifiers of that type can be used simultaneously by the
upstream entity.

Figure 49 presents the IDLIMIT DEF message structure.

SuB NSub
DS NDS
PS NPS
IDLIMIT | DEF
sC NSC
(CMD) (EXT)
scs NSCS
FIDC | NFIDC

(field 1) (field 2)

Figure 49: IDLIMIT DEF message structure
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Table 39 presents the definition of the IDLIMIT DEF message fields. Fields length are expressed as a number of
characters.

Table 39: IDLIMIT DEF message fields definition

Field Name Meaning Length |Field Possible Value
Type
SUB Sub-Channel Identifiers concerned 3 string |"SUB"
NSub maximum number of Sub-Channel [1..2] dec ["0".."64"

Identifiers which can be used
simultaneously

DS Data Service ldentifiers concerned 2 string |"DS"

NDS maximum number of Data Service [1..4] dec ["0".."9999"
Identifiers which can be used
simultaneously

PS Program Service Identifiers 2 string ["PS"
concerned
NPS maximum number of Program [1..4] dec  1"0"."9999"

Service ldentifiers which can be
used simultaneously

SC Service Component Identifiers 2 string |"SC"
concerned
NSC maximum number of Service [1..4] dec ["0".."4096"

Component Identifiers which can be
used simultaneously

SCS Service Components in Service 3 string |"SCS"
concerned

NSCS maximum number of Service [1..2] dec ["1"."12"
Components in Service

FIDC Fast information Data Channel 4 string |"FIDC"
Identifiers concerned

NFIDC maximum number of Fast [1..2] dec ["0".."64"

Information Data Channel Identifiers
which can be used simultaneously

6.8.7 PACKCON messages

The PACKCON messages shall be used to define the Packet Mode Contribution parameters allocated to the upstream
entity by the downstream entity.

PACKCON messages shall only be used when a resource data exchange session is open.
The PACKCON messages are presented in table 33 and are defined in the following subclauses.

PACKCON DEF shall be issued by the downstream entity to indicate a sub-channel identifier and packet address which
are allocated to the upstream entity at the time the message is issued.

6.8.7.1 PACKCON DEF
Only the downstream entity shall issue the PACKCON DEF message.

PACKCON DEF shall be issued to indicate a sub-channel identifier and packet address which are allocated to the
upstream entity at the time the message is issued.

The PACKCON DEF message shall only be issued when a resource data exchange session is open.

Figure 50 presents the PACKCON DEF message structure.

PACKCON |DEF PLen PType PLevel SubChld PA

(CMD) (EXT) (field 1) (field 2) (field 3) (field 4) (field 5)

Figure 50: PACKCON DEF message structure
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Table 40 presents the definition of the PACKCON DEF message fields. Fields length are expressed as a number of
characters.

The fields marked (*) contain parameters defined in ETS 300 401 [1]. Their values shall be compliant with those
defined in ETS 300 401 [1].

Table 40: PACKCON DEF message fields definition

Field Name Meaning Length |Field Possible Value
Type
PLen Packet length* allocated [1..2] dec ["0", "24", "48", "72", "96"

where "0" indicates that mixed
packet lengths are used

PType Protection type allocated* 1 char ['U" for UEP
"E" for EEP
PLevel Protection level* (and option*) 1 dec ["'1".."5"for UEP
allocated* or
2 LO for EEP, where

L is protection level* "1".."4"
Qs protection option* "0".."7"

SubChid Sub-channel identifier* allocated to [1..2] dec ["'0".."63"
the upstream entity
PA Packet Address* 3 hex |"000".."3FF"

6.8.8 FIGBLCK messages

The FIGBLCK messages shall be used by the downstream entity to define restrictions on the upstream entity's
entitlement for sending FIGs.

FIGBLCK messages shall only be used when a resource data exchange session is open. Only one FIGBLCK message
per FIG type shall be used in a resource data exchange session.

The FIGBLCK messages are presented in table 33 and are defined in the following subclauses.

FIGBLCK DEF shall be issued by the downstream entity to inform the upstream entity about a restricted set of FIGs
which FIGs type and extension are blocked and which are transported from the time the message is issued.

In the case that the downstream entity does not issue FIGBLCK messages no FIGs shall be blocked.

6.8.8.1 FIGBLCK DEF
Only the downstream entity shall issue the FIGBLCK DEF message.

FIGBLCK DEF shall be issued by the downstream entity to inform the upstream entity about a restricted set of FIGs
allocated to the upstream entity. FIGBLCK DEF defines which FIGs (identified by their type and extension) are blocked
and which are transported by the downstream entity from the time the message is issued.

The FIGBLCK DEF message shall only be issued when a resource data exchange session is open.

Figure 51 presents the FIGBLCK DEF message structure.

FIGBLCK |DEF FIGType | FIGExt

(CMD)  (EXT) (field 1) (field 2)

Figure 51: FIGBLCK DEF message structure

Type 7 (in-house) FIGs do not have an extension field defined (see ETS 300 401 [1]). The FIGBLCK message only
allows all type 7 FIGs to be blocked or no type 7 FIGs to be blocked. Therefore the FIGEXxt field shall be absent when
the FIGType field has the value 7. However, even if the downstream entity blocks the use of type 7 FIGs, the special
case of indicating an end-marker (see ETS 300 401[1]) is permitted.
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Table 41 presents the definition of the FIGBLCK DEF message fields. Fields length are expressed as a number of
characters.

The fields marked (*) contain parameters defined in ETS 300 401 [1]. Their values shall be compliant with those
defined in ETS 300 401 [1].

Table 41: FIGBLCK DEF message fields definition

Field Name Meaning Length |Field Possible Value
Type

FIGType FIG type* concerned 1 dec ["O","1","5", "6", "7"

FIGExt Bit mask denoting entitlement for [2..16] hex |[for FIGType =0 (Length=8):
sending FIG of type FIGType and "00000000" .. "FFFFFFFF"
extension* corresponding to bit position for FIGType =1 or 5 (Length=2):
if set, ie bit position b, denotes "00" .. "FF"
extension n and for FIGType =6 (Length=16):
val(bn)=1: extension blocked at the "0000000000000000" ..
downstream entity "FFFFFFFFFFFFFFF"
val(bn)=0: extension not blocked at the
downstream entity

NOTE:the FIGEXxtfield shall be absent when the FIGType field = 7.

6.8.9 ANNSEND messages

The ANNSEND messages shall be used to define the entitlement for signalling announcements via a specified
announcement cluster allocated to the upstream entity by the downstream entity.

ANNSEND messages shall only be used when a resource data exchange session is open.

The ANNSEND messages are presented in table 33 and are defined in the following subclauses.
ANNSEND DEF shall be issued by the downstream entity to indicate a cluster identifier and related types of
announcements which are allocated to the upstream entity at the time the message is issued.

6.8.9.1 ANNSEND DEF

Only the downstream entity shall issue the ANNSEND DEF message.

ANNSEND DEF shall be issued to indicate a cluster identifier and related types of announcements which are allocated
to the upstream entity at the time the message is issued.

NOTE: The entitlement to send FIG of type=0 and extension=19 (Announcement switching) is a precondition for
allocation of announcement cluster(s) by means of ANNSEND DEF. Therefore, ANNSEND DEF only
provides useful information when FIG(0/19) is not blocked (see 6.8.8.1).

The ANNSEND DEF message shall only be issued when a resource data exchange session is open. Several ANNSEND
DEF messages can be issued in a resource data exchange session, but no cluster identifier shall be adressed more than
once.

Figure 52 presents the ANNSEND DEF message structure.

ANNSEND |DEF Clusterld |AnnType

(CMD)  (EXT) (field 1) (field 2)

Figure 52: ANNSEND DEF message structure
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Table 42 presents the definition of the ANNSEND DEF message fields. Fields length are expressed as a number of
characters.

The fields marked (*) contain parameters defined in ETS 300 401 [1]. Their values shall be compliant with those
defined in ETS 300 401 [1].

Table 42: ANNSEND DEF message fields definition

Field Name Meaning Length |Field Possible Value
Type
Clusterld Announcement Cluster Identifier* 2 hex ['01".."FE"
allocated Cluster Identifier* "00" and "FF" are
predefined and shall not be alloca-
ted
AnnType Announcement types* related to this 4 hex |"0001".."FFFF"
cluster interpretation as for Asu flags in
ETS 300 401 [1]

6.9 Information messages

The information messages shall be used to exchange information concerning capabilities and status of an STI
connection.

For configurations and FIG files, information messages allow the upstream entity to monitor the maximum number
available at the downstream entity as well as information concerning the ones currently defined.

A method is provided to allow the upstream entity to determine the signal path delay in the collection network.

The information messages are presented in table 43 and are defined in the following subclauses.

Table 43: Information messages of the STI-C(LI)

INFORMATION MESSAGES
CMD EXT data fields

CONINFO _[INF
CONINFO DEF [MaxNum |UsedNum
CONNAME _[INF
CONNAME |DEF  [NRec
CONNAME |REC  [Name
CONNAME [END
CONNAME |ERR [Cause |
FIGINFO  [INF
FIGINFO  [DEF  [MaxNum |UsedNum
FIGNAME  [INF
FIGNAME [DEF  [NRec
FIGNAME [REC  |[Name
FIGNAME  [END
FIGNAME |[ERR |[cause |
COUNTER _|INF
COUNTER |DEF  [CIF count [uTC DFCT
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6.9.1 General rules to use information messages

The information messages shall be used to exchange information concerning status and capabilities of an STI
connection.

The CONINFO messages shall be used to determine how many configurations can be stored at the remote entity and
how many are currently defined.

The CONNAME messages shall be used to determine the names of the configurations that are stored at the remote
entity.

The FIGINFO messages shall be used to determine how many FIG files can be stored at the remote entity and how many
are currently defined.

The FIGNAME messages shall be used to determine the names of the FIG files that are stored at the remote entity.

The COUNTER messages shall be used by the upstream entity to determine relationship between the CIF count, the
DFCT and UTC.

6.9.2 CONINFO messages

The CONINFO messages shall be used to determine how many configurations can be stored at the remote entity and
how many are currently defined.

The CONINFO messages are presented in table 43 and are defined in the following subclauses.

CONINFO INF shall be issued to request the maximum number and used number of configurations available at the
remote entity.

CONINFO DEF shall be issued to report the requested numbers.

6.9.2.1 CONINFO INF

CONINFO INF shall be issued to request the maximum number of configurations the remote entity is able to accept, and
the number that are defined.

The entity receiving a CONINFO INF message shall reply with a CONINFO DEF message.

Figure 53 presents the CONINFO INF message structure.

CONINFO  |INF

(CMD) (EXT)

Figure 53: CONINFO INF message structure

6.9.2.2 CONINFO DEF

CONINFO DEF shall be issued to report the maximum number of configurations that the local entity is able to accept,
and the number that are defined.

CONINFO DEF shall be issued as a response to a CONINFO INF request.

Figure 54 presents the CONINFO DEF message structure.

CONINFO DEF MaxNum UsedNum

(CMD) (EXT) (field 1) (field 2)

Figure 54: CONINFO DEF message structure
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Table 44 presents the definition of the CONINFO DEF message fields. Fields length are expressed as a number of
characters.

Table 44: CONINFO DEF message fields definition

Field Meaning Length Field Type Possible Value
Name
MaxNum |Maximum number of configurations the entity is [1..2] dec "1".."99"
able to store
UsedNum |The number of configurations the entity currently [1..2] dec "0" .. MaxNum
has stored

6.9.3 CONNAME messages

The CONNAME messages shall be used to determine the names of the configurations that are stored at the remote
entity.

The CONNAME messages are presented in table 43 and are defined in the following subclauses.
CONNAME INF shall be issued to request the names of the configurations stored at the remote entity.

CONNAME DEF shall be issued to open a configuration name data exchange session to report the names of the
configurations stored at the local entity.

CONNAME REC shall be issued to carry the name of one configuration.
CONNAME END shall be issued to close a configuration name data exchange session.

CONNAME ERR shall be issued to signal errors concerning a configuration name data exchange session.

6.9.3.1 CONNAME INF
CONNAME INF shall be issued to request the names of the configurations stored at the remote entity.

The entity receiving a CONNAME INF message shall open a configuration name data exchange session to transfer the
names that are defined.

Figure 55 presents the CONNAME INF message structure.

CONNAME  |INF

(CMD) (EXT)

Figure 55: CONNAME INF message structure

6.9.3.2 CONNAME DEF
The CONNAME DEF message shall be issued to open a configuration name data exchange session.
The data field of the CONNAME DEF message shall provide the number of names to be transferred.

Following the issue of the CONNAME DEF message, CONNAME REC messages shall be issued to transfer the names
and then close the data exchange session by issuing CONNAME END.

Figure 56 presents the CONNAME DEF message structure.

CONNAME |DEF NRec

(CMD) (EXT) (field 1)

Figure 56: CONNAME DEF message structure

ETSI



80 Final draft EN 300 797 V1.1.1 (1998-12)

Table 45 presents the definition of the CONNAME DEF message fields. Fields length are expressed as a number of
characters.

Table 45: CONNAME DEF message fields definition

Field Meaning Length | Field Possible Value
Name Type
NRec number of configuration names to follow [1..2] dec "0".."99"

6.9.3.3

CONNAME REC

The CONNAME REC message shall only be issued during an open configuration name data exchange session.
CONNAME REC messages shall be issued to transfer the names of the stored configurations.
Each CONNAME REC message shall carry one configuration name.

Figure 57 presents the CONNAME REC message structure.

CONNAME |REC Name

(CMD) (EXT) (field 1)
Figure 57: CONNAME REC message structure

Table 46 presents the definition of the CONNAME REC message fields. Fields length are expressed as a number of
characters.

Table 46: CONNAME REC message fields definition

Field Meaning Length Field Type Possible Value
Name
Name configuration name [1..16] string the name of a configuration
stored on the local entity
6.9.3.4 CONNAME END

CONNAME END message shall be issued to close a configuration name data exchange session.

Figure 58 presents the CONNAME END message structure.

CONNAME |END

(CMD) (EXT)

Figure 58: CONNAME END message structure

6.9.3.5 CONNAME ERR
CONNAME ERR shall be issued to signal errors concerning a configuration name data exchange session.

Figure 59 presents the CONNAME ERR message structure.

CONNAME |ERR Cause

(CMD) (EXT) (field 1)

Figure 59: CONNAME ERR message structure
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Table 47 presents the definition of the CONNAME ERR message fields. Fields length are expressed as a number of
characters.

Table 47: CONNAME ERR message fields definition

Field Name Meaning Length | Field Possible Value
Type
Cause Type of error detected 4 string |"NREC" number of records is wrong

6.94 FIGINFO messages

The FIGINFO messages shall be used to determine how many FIG files can be stored at the remote entity and how many
are currently defined.

The FIGINFO messages are presented in table 43 and are defined in the following subclauses.

FIGINFO INF shall be issued to request the maximum number and used number of FIG files available at the remote
entity.

FIGINFO DEF shall be issued to report the requested numbers.

6.9.4.1 FIGINFO INF

FIGINFO INF shall be issued to request the maximum number of FIG files the remote entity is able to accept, and the
number that are defined.

The entity receiving a FIGINFO INF message shall reply with a FIGINFO DEF message.

Figure 60 presents the FIGINFO INF message structure.

FIGINFO INF

(CMD) (EXT)

Figure 60: FIGINFO INF message structure

6.9.4.2 FIGINFO DEF

FIGINFO DEF shall be issued to report the maximum number of FIG files that the local entity is able to accept, and the
number that are defined.

FIGINFO DEF shall be issued as a response to a FIGINFO INF request.

Figure 61 presents the FIGINFO DEF message structure.

FIGINFO DEF MaxNum UsedNum

(CMD) (EXT) (field 1) (field 2)

Figure 61: FIGINFO DEF message structure
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Table 48 presents the definition of the FIGINFO DEF message fields. Fields length are expressed as a number of
characters.

Table 48: FIGINFO DEF message fields definition

Field Meaning Length Field Type Possible Value
Name
MaxNum [Maximum number of FIG files the entity is able to [1..2] dec "1".."99"
store
UsedNum |The number of FIG files the entity currently has [1..2] dec "0" .. MaxNum
stored

6.9.5 FIGNAME messages

The FIGNAME messages shall be used to determine the names of the FIG files that are stored at the remote entity.
The FIGNAME messages are presented in table 43 and are defined in the following subclauses.
FIGNAME INF shall be issued to request the hames of the FIG files stored at the remote entity.

FIGNAME DEF shall be issued to open a FIG file name data exchange session to report the names of the FIG files
stored at the local entity.

FIGNAME REC shall be issued to carry the name of one FIG file.
FIGNAME END shall be issued to close a FIG file name data exchange session.

FIGNAME ERR shall be issued to signal errors concerning FIG file name data exchange sessions.

6.9.5.1 FIGNAME INF
FIGNAME INF shall be issued to request the names of the FIG files stored at the remote entity.

The entity receiving a FIGNAME INF message shall open a FIG file name data exchange session to transfer the names
that are defined.

Figure 62 presents the FIGNAME INF message structure.

FIGNAME  |INF

(CMD) (EXT)

Figure 62: FIGNAME INF message structure

6.9.5.2 FIGNAME DEF
The FIGNAME DEF message shall be issued to open a FIG file name data exchange session.
The data field of the FIGNAME DEF message shall provide the number of names to be transferred.

Following the issue of the FIGNAME DEF message, FIGNAME REC messages shall be issued to transfer the names
and then close the data exchange session by issuing FIGNAME END.

Figure 63 presents the FIGNAME DEF message structure.

FIGNAME DEF NRec

(CMD) (EXT) (field 1)

Figure 63: FIGNAME DEF message structure
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Table 49 presents the definition of the FIGNAME DEF message fields. Fields length are expressed as a number of
characters.

Table 49: FIGNAME DEF message fields definition

Field Meaning Length | Field Possible Value
Name Type
NRec number of FIG file names to follow [1..2] dec "0".."99"
6.9.5.3 FIGNAME REC

The FIGNAME REC message shall only be issued during an open FIG file name data exchange session.
FIGNAME REC messages shall be issued to transfer the names of the stored FIG files.
Each FIGNAME REC message shall carry one FIG file name.

Figure 64 presents the FIGNAME REC message structure.

FIGNAME REC Name

(CMD) (EXT) (field 1)
Figure 64: FIGNAME REC message structure

Table 50 presents the definition of the FIGNAME REC message fields. Fields length are expressed as a number of
characters.

Table 50: FIGNAME REC message fields definition

Field Meaning Length Field Type Possible Value
Name
Name FIG file name [1..16] string the name of a FIG file stored on
the local entity

6.954 FIGNAME END
FIGNAME END message shall be issued to close a FIG file name data exchange session.

Figure 65 presents the FIGNAME END message structure.

FIGNAME END

(CMD) (EXT)

Figure 65: FIGNAME END message structure

6.9.5.5 FIGNAME ERR
FIGNAME ERR shall be issued to signal errors concerning a FIG file name data exchange session.

Figure 66 presents the FIGNAME ERR message structure.

FIGNAME ERR Cause

(CMD) (EXT) (field 1)

Figure 66: FIGNAME ERR message structure
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Table 51 presents the definition of the FIGNAME ERR message fields. Fields length are expressed as a number of
characters.

Table 51: FIGNAME ERR message fields definition

Field Name Meaning Length | Field Possible Value
Type
Cause Type of error detected 4 string |"NREC" number of records is wrong

6.9.6 COUNTER messages

The COUNTER messages shall be used by the upstream entity to determine the relationship between the CIF count, the
DFCT and UTC.

NOTE: The relationship is only valid for synchronous data links.
The COUNTER messages are presented in table 43 and are defined in the following subclauses.
COUNTER INF shall be issued by the upstream entity to request the counter relation.

COUNTER DEF shall be issued by the downstream entity to report the counter relation.

6.9.6.1 COUNTER INF
Only the upstream entity shall issue the COUNTER INF message.
COUNTER INF shall be issued to request the relationship between the CIF count, the DFCT and UTC.

Figure 67 presents the COUNTER INF message structure.

COUNTER |INF

(CMD) (EXT)

Figure 67: COUNTER INF message structure

6.9.6.2 COUNTER DEF
Only the downstream entity shall issue the COUNTER DEF message.
COUNTER DEF shall be issued to return the relationship between the CIF count, the DFCT and UTC.

The reference data shall be one frame of either MSC sub-channel data or FIC FIB stream data for synchronous insertion
carried in the STI-D(LI).

The frame reference given in the CIF count field shall be the CIF count for the transmission frame carrying the reference
data. For transmission modes | and IV the reference data shall be carried in the first CIF of the transmission frame.

The time reference given in the UTC field shall be the time of transmission of the start of the null symbol in the
transmission frame carrying the reference data.

The frame reference given in the DFCT field shall be the DFCT for the STI-D(LI) frame carrying the reference data.

For reconfigurations, COUNTER messages can be used to determine the delay between the output STI(PI, X) frame and
the time its contents are part of the on-air DAB multiplex. In this caddTReandDFCT fields shall provide the
required information.

For FIB grids, COUNTER messages shall be used to determine the relationship between the Service providers DFCT
and the CIF count for the transmission frame that shall carry the associated FIB data. In thisGi&sedinetand
DFCT fields shall provide the required information.
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Figure 68 presents the COUNTER DEF message structure.

COUNTER |DEF CIF count uTrc DFCT

(CMD) (EXT) (field 1) (field 2) (field 3)

Figure 68: COUNTER DEF message structure

Table 52 presents the definition of the COUNTER DEF message fields. Fields length are expressed as a number of
characters.

Table 52: COUNTER DEF message fields definition

Field Meaning | ength [Field Possible Value
Name Type
CIF CIF count carrying reference 6 string ["UU:LLL"
count |data "Uu" in"00".."19"  for upper part,

"LLL" in "000".."249" for lower part,
uTc Long form time corresponding to| 12 | string ["HH:MM:SS:TTT"

the start of the null symbol of the "HH" in "00".."23" for hours,
transmission frame carrying the "MM" in "00".."59" for minutes,
reference data "SS" in"00".."59" for seconds,
"TTT" in"00".."999" for milliseconds
DFCT |Data Frame Count carrying 6 string ["UU:LLL"
reference data "Uu" in"00".."19"  for upper part,
(DFCTH)
"LLL" in "000".."249" for lower part
(DFCTL)

6.10  Supervision Messages

The supervision message class provides general error messages for signalling STI-C(LI) protocol errors and alarm
messages to signal the current alarm status related to the STI-D(LI) information, PI errors and equipment errors.

The supervision messages are presented in table 53 and are defined in the following subclauses.

Table 53: Supervision messages of the STI-C(LI)

SUPERVISION MESSAGES
CMD EXT data fields
PRERROR |GBG
PRERROR |UKN [cmd Ext
PRERROR [SYN [cmd Ext
PRERROR [SEM [Cmd Ext
PRERROR |PRT [Cmd Ext
ALARMST  [INF
ALARMST |DEF [state lutc |
STERROR [INF
STERROR |[DEF [STID |7ID |Errtype  |DFCT
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6.10.1 General rules for the use of supervision messages

The supervision messages shall be used for supervision of the activity on the STI-C(LI) and for reporting the alarm
status.

PRERROR messages shall be used to signal STI-C(LI) protocol errors.
ALARMST messages shall be used to request and signal the current alarm status.

STERROR messages shall be used to request and signal additional error information about individual streams.

6.10.2 PRERROR messages

The PRERROR messages shall be used to signal syntax, semantic or protocol errors in a received STI-C(LI) message, or
to signal that a message contains garbage or an unknown command.

The PRERROR messages are presented in table 53 and are defined in the following subclauses.

The PRERROR GBG message shall be issued to signal to the remote entity that a garbage message was received.
A garbage message is defined as a message without th€MI3IEXTstructure of the STI-C(LI).

The PRERROR UKN message shall be issued to signal to the remote entity that a unknown or unsupported command
and/or extension was received.

The PRERROR SYN message shall be issued to signal a syntax error in a received message.
The PRERROR SEM message shall be issued to signal a semantic error in a received message.

The PRERROR PRT message shall be issued to signal a protocol violation caused by a received message.

6.10.2.1 PRERROR GBG
PRERROR GBG shall be issued to indicate that a garbage message was received.
A garbage message is defined as a message without th€MI3iEXTstructure of the STI-C(LI).

Figure 69 presents the PRERROR GBG message structure.

PRERROR GBG

(CMD)  (EXT)

Figure 69: PRERROR GBG message structure

6.10.2.2 PRERROR UKN

PRERROR UKN shall be issued to indicate the reception of a STI-C(LI) message where the command and/or command
extension are unknown or unsupported.

Figure 70 presents the PRERROR UKN message structure.

PRERROR UKN Cmd Ext

(CMD) (EXT) (field 1) (field 2)

Figure 70: PRERROR UKN message structure
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characters.
Table 54: PRERROR UKN message fields definition
Field Name Meaning ength | Field Possible Value
Type
Cmd Command word of the unknown 7 string |A string corresponding to a CMD field of a
message received message
Ext Extension word of the unknown 3 string |A string corresponding to an EXT field of a
message received message
6.10.2.3 PRERROR SYN

PRERROR SYN shall be issued to indicate reception of a STI-C(LI) message with one or more syntax errors.

A syntax error is defined as an error in the format @éta fieldin the received message such that it is not consistent

with the definition provided in the present document (e.g. length or field type is wrong).

Figure 71 presents the PRERROR SYN message structure.

Table 55 presents the definition of the PRERROR SYN message fields. Fields length are expressed as a number of

PRERROR

SYN

Cmd

Ext

(CMD)

(EXT)

(field 1)

(field 2)

Figure 71: PRERROR SYN message structure

characters.
Table 55: PRERROR SYN message fields definition
Field Name Meaning Length |Field Possible Value
Type
Cmd Command word of the syntactically 7 string [A string corresponding to a CMD field of a
wrong message received message
Ext Extension word of the syntactically 3 string |A string corresponding to an EXT field of a
wrong message received message
6.10.2.4 PRERROR SEM

PRERROR SEM shall be issued to indicate reception of a STI-C(LI) message with one or more semantic errors.

A semantic error is defined as an error in the valuedaita fieldin the received message such that it is not consistent

with the definition provided in the present document.

Figure 72 presents the PRERROR SEM message structure.

PRERROR

SEM

Cmd

Ext

(CMD)

(EXT)

(field 1)

(field 2)

Figure 72: PRERROR SEM message structure
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Table 56 presents the definition of the PRERROR SEM message fields. Fields length are expressed as a number of

characters.
Table 56: PRERROR SEM message fields definition
Field Name Meaning Length |Field Possible Value
Type
Cmd Command word of the semantically 7 string |A string corresponding to a CMD field of a
wrong message received message
Ext Extension word of the semantically 3 string |A string corresponding to an EXT field of a
wrong message received message
6.10.2.5 PRERROR PRT

PRERROR PRT shall be issued to indicate reception of a STI-C(LI) message that causes a protocol error.

A protocol error is defined as when a message is received out of the allowed sequence of commands (e.g. a SUBCHAN
DEF message is received when there is no configuration data exchange session open).

Figure 73 presents the PRERROR PRT message structure.

PRERROR

PRT

Cmd

Ext

(CMD)

(EXT)

(field 1)

(field 2)

Figure 73: PRERROR PRT message structure

Table 57 presents the definition of the PRERROR PRT message fields. Fields length are expressed as a number of

characters.
Table 57: PRERROR PRT message fields definition
Field Name Meaning Length |Field Possible Value
Type

Cmd Command word of the message 7 string [A string corresponding to a CMD field of a
causing the protocol error received message

Ext Extension word of the message 3 string |A string corresponding to an EXT field of a
causing the protocol error received message
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6.10.3 ALARMST messages

The ALARMST messages shall be used to request and signal the current alarm status related to the STI-D(LI). An alarm
shall either be active, inactive or not available.

Five alarms are provided:

STI-D(LI) frame format errors: This alarm shall become active if frame format errors are detected in the
STI-D(LI) frames (e.g. invalid CRCH, invalid CRCSTSs, bad syntax in
STC, bad increment of DFCT, etc.)

STI-D(LI) stream content errors This alarm shall become active if invalid content of the streams carried in
the STI-D(LI) is detected (e.g. audio stream invalid, the content of
dynamic FIG stream invalid, etc.).

STI-D(LI) and STI-C(LI) inconsistency: This alarm shall become active if inconsistency between the configuration
definition provided by the STI-C(LI) and the STI-D(LI) frame content is
detected (e.g. stream missing in STI-D(LI) frame, stream TID is wrong,
etc.)

Physical interface errors: This alarm shall become active if errors in the physical interface carrying
the STI-D(LI) are detected (e.g. synchronization loss, bit/frame slip
detected etc.).

Equipment errors: This alarm shall become active if hardware or software malfunction is
detected (e.g. the output interface in the downstream entity is broken).

NOTE: The conditions when to activate and deactivate each alarm are implementation dependent.
The ALARMST messages are presented in table 53 and are defined in the following subclauses.
The ALARMST INF message shall be issued by the upstream entity to request the current alarm status.

The ALARMST DEF message shall be issued by the downstream entity to define the current alarm status if requested.
The ALARMST DEF may also be issued by the downstream entity if the alarm status changes.

6.10.3.1 ALARMST INF

Only the upstream entity shall issue the ALARMST INF message.

The ALARMST INF message shall be issued to request the current alarm status.
The downstream entity shall respond with an ALARMST DEF message.

Figure 74 presents the ALARMST INF message structure.

ALARMST  |INF

(CMD) (EXT)

Figure 74: ALARMST INF message structure

6.10.3.2 ALARMST DEF
Only the downstream entity shall issue the ALARMST DEF message.
The ALARMST DEF message shall be issued in response to an ALARMST INF message.

The ALARMST DEF message may also be issued by the downstream entity to indicate that the alarm status has
changed.
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Figure 75 presents the ALARMST DEF message structure.

ALARMST |DEF State utc

(CMD) (EXT) (field 1) (field 2)

Figure 75: ALARMST DEF message structure

Table 58 presents the definition of the ALARMST DEF message fields. Field lengths are expressed as a number of
characters.

Table 58: ALARMST DEF message fields definition

Field Name Meaning | ength | Field Possible Value
Type
State Current alarm status 5 string |coded as FCIPE where:

F ("0","1" or "X") STI-D(LI) frame format errors
C  ("0","1" or "X") STI-D(LI) stream content errors
/ ("0","1" or "X") STI-D(LI) / STI-C(LI) inconsistency
errors
("0","1" or "X") physical interface errors

P
E  ("0","1" or "X") equipment malfunctions
where:
"0" signals that the alarm is inactive
"1"  signals that the alarm is active
"X" signals that the alarm is not available
uTc time that current alarm 8 string |"HH:MM:SS*"
status began "HH" in "00".."23" for hours,

"MM" in "00".."59" for minutes,
"SS" in "00".."59" for seconds

6.10.4 STERROR messages

The STERROR messages shall be used to request and signal the current error status related to individual streams of the
STI-D(LI).

The STERROR messages are presented in table 53 and are defined in the following subclauses.
The STERROR INF message shall be issued by the upstream entity to request the current stream error status.

The STERROR DEF message shall be issued by the downstream entity to define the current stream error status if
requested. The STERROR DEF may also be issued by the downstream entity if the stream error status changes.

6.10.4.1 STERROR INF

Only the upstream entity shall issue the STERROR INF message.

The STERROR INF message shall be issued to request the current stream error status.
The downstream entity shall respond by sending STERROR DEF messages.

Figure 76 presents the STERROR INF message structure.

STERROR INF

(CMD)  (EXT)

Figure 76: STERROR INF message structure
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6.10.4.2 STERROR DEF

Only the downstream entity shall issue the STERROR DEF message.

The STERROR DEF message shall be issued in response to a STERROR INF message.

The STERROR DEF message may also be issued by the downstream entity to indicate that a stream error status has

changed.
NOTE: More than one STERROR DEF message may be required to fully describe the error status of a stream.

Figure 77 presents the STERROR DEF message structure.

STERROR DEF STID TID ErrType DFCT

(CMD)  (EXT) (field 1) (field 2)  (field 3)  (field 4)

Figure 77: STERROR DEF message structure

Table 59 presents the definition of the STERROR DEF message fields. Field lengths are expressed as a number of

characters.

Table 59: STERROR DEF message fields definition

change of error status
for the stream.

Field Name Meaning | ength | Field Possible Value
Type
STID Identifier of the stream 3 hex |"000".."FFF"
TID Type of data stream 1 dec ["0".."7" (note: for a missing stream use 0)
received
ErrType Type of error detected 1 char ["F"indicates a stream format error (ie CRC error)
"C"indicates a stream contents error (ie bad FIG)
"I" indicates a stream inconsistency error (ie stream
missing, wrong bit rate)
"N"indicates a stream without error
DFCT Data frame count 6 string |"UU:LLL"
corresponding to "Uu" in"00".."19" for upper part,

"LLL" in"000".."249" for lower part
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7 Transport Adaptation for the STI control part
STI-C(TA)

This clause describes a transport adaptation for the STI control part to provide safe and reliable transportation of the
STI-C(LI) between upstream and downstream entities. It is applicable to both the synchronous and asynchronous
physical interfaces defined in clauses 9 and 10 respectively of the present document.

7.1 General structure

The STI-C(TA) shall be composed of a number of layers.

The layers of the STI-C(TA) shall be the data link layer, the network layer, the transport layer and the logical layer. The
data link layer provides framing information and error detection. The network layer provides message routeing to permit
control messages from different sources and destinations to be concentrated onto a single physical interface. The
transport layer provides the means to repeat data or to resend data. The logical layer contains characters from the
STI-C(LI).

Figure 78 shows the layered structure of the STI-C(TA).

Each STI-C(TA) frame shall contain a single C-TADATA field, which comprises a data link packet and/or padding. The
total length of the C-TADATA field shall be CTL characters.

7.1.1 STI-C(TA) on synchronous physical links

For synchronous physical links the length of the C-TADATA field should be constant from frame to frame. The actual
length chosen will depend on the error characteristics of the link and the amount of bandwidth available for carrying
control messages. The data link packet has an overhead of 32 characters. Therefore the length of the C-TADATA field
shall exceed 32 characters. The maximum length of the C-TADATA field shall be 256 characters. If there is no data link
packet to send on a particular frame, or the length of the data link packet is less than the length of the C-TADATA field,
then padding characters shall be used.
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For asynchronous physical links the length of the C-TADATA field may vary. The actual length chosen will depend on
the error characteristics of the link. The data link packet has an overhead of 32 characters. Therefore the length of each
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C-TADATA field shall exceed 32 characters. The maximum length of the C-TADATA field shall be 256 characters.

Data link packets shall be sent whenever required. Padding characters should not be inserted.

| Data Link Layer

C-TADATA

CTL chars

data link packet

START
1 char

Network Layer

{Transport Layer
|

network packet

t

SAD
4 chars

SEP
1 char

DAD
4 chars

SEP
1 char

Liogical Layer

ansport packet

PKTNUM
3 chars

SEP
1 char

ACKNUM
3 chars

SEP
1 char

REP
1 char

SEP
1 char

ACK
1 char

SEP
1 char

FLAG
3 chars

SEP
1 char

logical packet

CRC
4 chars

END
1 char

padding

Figure 78: Structure of STI-C(TA)
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7.2 The data link layer

The data link layer shall provide framing and error detection. The format of the data link packet shall be as given in
figure 78.

There shall be no separator between the fields of the data link packet.

The length of the data link packet shall be in the range 32 to 256 characters.

7.2.1 Start field (START)

The START field shall indicate the start of a data link packet. It shall be coded as a single line feed character
(bit combination 0/10).

7.2.2 Network packet

The network packet field shall contain the network packet as defined in subclause 7.4.

7.2.3 Cyclic redundancy checksum field (CRC)

The CRC field shall carry the cyclic redundancy checksum calculated for the characters in the network packet. The CRC
field shall contain four hexadecimal characters which represent the value of the calculated CRC.

The CRC calculation shall use the polynomial given in annex A.

7.2.4  End field (END)

The END field shall indicate the end of a data link packet. It shall be coded as a single carriage return character
(bit combination 0/13).

7.2.5 Data link packet handling

7.25.1 Packet transmission

The data link layer shall calculate the CRC for the network packet using the polynomial given in annex A. The data link
packet shall then be assembled as described in figure 78.

7.25.2 Packet reception

When a data link packet is detected, by receipt of a start field, the length of the packet shall be determined by counting
characters until the end field is received. If no end field is received before the end of the STI-C(TA) frame, then the
packet shall be discarded. The CRC shall be calculated for the network packet. The network packet shall be valid if the

CRC matches that contained in the CRC field and the network packet shall be passed to the network layer. The packet
shall be discarded by the data link layer if the CRC does not match.

7.3 Padding character

The padding character shall be the carriage return character (bit combination 0/13).

7.4 The network layer

The network layer shall permit the source and destination addresses to be indicated. The format of the network packet
shall be as given in figure 78.
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7.4.1 Source address field (SAD)

The SAD field shall contain a hexadecimal number, four characters in length.

The SAD field shall contain an identifier that uniquely defines the source of the network packet. For a packet originated
by a Service provider it shall be the SPID and for a packet originated by an Ensemble provider it shall be the EPID.

7.4.2 Destination address field (DAD)

The DAD field shall contain a hexadecimal number, four characters in length.

The DAD field shall contain an identifier that uniquely defines the destination of the network packet. For a packet
destined for a Service provider it shall be the SPID and for a packet destined for an Ensemble provider it shall be the
EPID.

7.4.3  Transport packet

The transport packet field shall contain the transport packet as defined in subclause 7.5.

7.4.4 Separator fields (SEP)

The SEP field shall contain one space character (bit combination 2/0).

It shall inserted between the fields of the network packet as given in figure 78.
7.4.5 Network packet handling

7451 Packet transmission

The network layer shall assemble the network packet as described in figure 78 and pass it to the data link layer.

7.45.2 Packet reception

On receipt of a network packet from the data link layer the DAD field shall be examined. If the DAD field matches the
recipient's unique identity (either SPID or EPID) then the network packet shall be passed on to the transport layer. The
message shall be discarded by the network layer if the DAD field does not match. The SAD field provides the return
address.

7.5 The transport layer

The transport layer provides safe and reliable transportation of the STI-C(LI) messages. The STI-C(LI) messages shall
be divided into logical packets and each packet shall be numbered. The transport layer may repeat each logical packet a
number of times, or may retransmit a packet which has not been acknowledged by the remote entity.

A transport packet shall carrypayload when it carries a logical packet or has its flag field set to "SYN" or "END".

7.5.1 Packet number (PKTNUM)

The PKTNUM field shall contain the logical packet number. The packet number shall be a modulo-1 000 counter,
coded as three decimal characters in the range "000" to "999".

The packet number shall be incremented by one for each new transport packet carrying a payload.

When the transport packet carries no payload, then the packet number shall be set to be equal to the packet number of
the previous packet.
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7.5.2 Acknowledge Number (ACKNUM)

The ACKNUM field shall contain the logical packet number that is next expected from the remote entity. It shall
acknowledge that a continuous sequence of packets has been received of packet number less than acknowledge number.
It shall be coded as three decimal characters in the range "000" to "999".

NOTE 1: The validity of the acknowledge number field depends on the value of the acknowledge field, see
subclause 7.5.4.

NOTE 2: Packets of higher value than acknowledge number may have been received, but they shall not be
acknowledged unless in a continuous sequence. This is the mechanism that indicates packet loss to the
remote entity.

7.5.3 Repetition Index (REP)

The REP field shall contain the packet repetition index. It shall be coded as a single decimal character in the range "0"
to "9". The repetition index indicates the number of repetitions that shall follow.

7.5.4  Acknowledge field (ACK)

The ACK field shall carry an indication of whether the acknowledge number is valid or not. It shall be coded as a single
character, "S" or "X".

The acknowledge field shall be set to "S" if the acknowledge number is valid. It shall be set to "X" if the acknowledge
number is not valid.

7.5.5  Flag field (FLAG)

The FLAG field shall be used to open, continue or close a connection between upstream and downstream entities. It
shall be coded as a string of three characters with the following possible values "SYN", "XXX" or "END".

The string "SYN" shall be used to open or re-synchronize a connection.
The string "END" shall be used to close a connection.

The string "XXX" shall be used in all other cases.

7.5.6 Logical packet

The logical packet field shall contain the logical packet from the logical layer, see subclause 7.6. If there is no logical
packet to send, then the transport layer serves to acknowledge the receipt of logical packets from the remote entity.

7.5.7 Separator fields (SEP)

The SEP field shall contain one space character (bit combination 2/0).

It shall inserted between the fields of the transport packet as given in figure 78.

7.5.8  Transport packet handling

The transport layer provides reliable data transfer by means of repeating and resending transport packets. To achieve
this, each entity shall acknowledge transport packets carrying a payload, it receives from the remote entity. Transport
packets which do not carry a payload shall not be acknowledged.

Each entity shall create a stack of transmitted transport packets such that they may be repeated or retransmitted as
required. Packets containing a logical packet shall only be removed from the stack when they have been acknowledged
or when the connection is closed or lost. Packets which do not contain a logical packet shall be removed when the
repetition field reaches zero or when the connection is closed or lost.
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The number of repeats should be determined according to the error performance of the physical link in use. The
transport layer allows each transport packet to be transmitted up to ten times by use of the REP field.

Packet loss shall be detected in two ways. Firstly, by receipt of a packet in which the packet number is greater than that
expected (i.e. that the packet number is not in sequence), and secondly, by nthpaekaild acknowledge a
previously sent packeatriving within a time-out period determined by the implementation.

When packet loss is detected, the transmit packet stack shall be examined and the lowest numbered transport packet
shall be removed from the stack and resent with the same packet number. The acknowledge number, acknowledge field
and flag field shall be set according to their value at the time of re-transmission. The repetition field shall be used in
order to resend the packet more than once if desired. This new transport packet shall be replaced onto the packet stack.

Annex G provides some examples of using the transport layer.

7.5.8.1 Opening a connection

To open a connection between entities, either at the start or to re-open a connection lost due to major errors, the three
stage process defined in this subclause shall be used.

Firstly, the entity wishing to open the connection sends a transport packet in which the flag field shall be set to "SYN".
The acknowledge number is invalid and shall be set to an arbitrary value and the acknowledge field shall be set to "X".
The packet number shall also be set to an arbitrary value. The REP is set to a suitable value for the link. No logical
packet shall be present.

Secondly, the receiving entity shall provide an acknowledgement by sending a transport packet in return. The flag field
shall be set to "SYN". The acknowledge number is valid and shall be set according to subclause 7.5.2 and the
acknowledge field shall be set to "S". The packet number shall be set to an arbitrary value. The REP is set to a suitable
value for the link. No logical packet shall be present.

Finally, the connection is opened when the first entity (i.e. the one who originated the opening sequence) acknowledges
the transport packet from the remote entity. This transport packet shall have the flag field set to "XXX". The

acknowledge number shall be set as defined in subclause 7.5.2 and the acknowledge field shall be set to "S". The packet
number shall be set as defined in subclause 7.5.1. The REP is set to a suitable value for the link. No logical packet shall
be present.

The next transport packets from each entity shall use the respective packet numbers and acknowledge numbers which
are now agreed and synchronized.

7.5.8.2 Closing a connection
To close a connection between entities, the three stage process defined in this subclause shall be used.

Firstly, the entity wishing to close the connection sends a transport packet in which the flag field shall be set to "END".
No logical packet shall be present. All other fields shall be coded in accordance with an established connection.

Secondly, the receiving entity shall provide an acknowledgement by sending a transport packet in return. If there is more
data to send then closure shall be denied by returning a transport packet coded in accordance with an open connection,
i.e. with the flag field set to "XXX". If the first entity still wishes to close the connection, the closure sequence shall be
restarted.

If the receiving entity has no more data to send and also wishes to close the connection, the return packet will have the
flag field set to "END". No logical packet shall be present. All other fields shall be coded in accordance with an open
connection.

Finally, the connection is closed when the first entity (i.e. the one who originated the closure sequence) acknowledges
the transport packet from the remote entity. This transport packet shall have the flag field set to "XXX". No logical
packet shall be present. All other fields shall be coded in accordance with an open connection.
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7.5.8.3 Transmission on an open connection
The transport layer shall assemble the transport packet as described in figure 78 and pass it to the network layer.

The acknowledge number shall be set equal to the highest received packet number in a continuous sequence incrementec
by one modulo-1 000.

NOTE: If the sequence of received packet numbers is broken it indicates packet loss. The acknowledge number is
an indication of the next new packet number expected to be received. It acknowledges all received packets
with packet numbers less than acknowledge number modulo-1 000.

The REP shall be set equal to the number of repeats which will follow. On each subsequent sending of the transport
packet, the repetition field shall decrement by one until it is zero.

The acknowledge field shall be set to "S".

The flag field shall be set to "XXX".

7584 Reception on an open connection

On receipt of a transport packet from the network layer, the transport layer shall examine the flag field. If it is set to
"SYN" then the connection shall have been lost and the procedure described in subclause 7.5.8.1 shall be followed to re-
open the connection. If it is set to "END" then the procedure described in subclause 7.5.8.2 shall be followed to close

the connection. If the flag field is set to "XXX" then the following procedure shall be followed.

The acknowledge number and acknowledge field shall be examined, and all acknowledged packets shall be removed
from the transmit packet stack. An acknowledged packet shall be removed even if its REP is nhon-zero.

The packet number shall be examined to determine if packet loss has occurred.

If the transport packet carries a payload, then the transport layer shall examine the packet number to determine if it is a
new one or if it has been received already.

Logical packets shall be passed only once to the logical layer and the logical packet sequence shall be maintained.
If the logical packet has been received already it shall be discarded.

If it is the expected logical packet (i.e. the packet number is the next in the sequence) then it shall be passed to the
logical layer.

If it is a new packet, but the packet number indicates that packet loss has occurred, then the new packet should be placed
on a receive packet stack with its packet number but shall not be passed to the logical layer until the correct sequence of
packets is available in the received packet stack.

7.6 The logical layer

The logical layer manages the transfer of messages between the STI-C(LI) and the transport layer.

7.6.1  STI-C(LI)

The messages of the STI-C(LI) shall be placed in sequence thus forming a character stream. The character stream shall
be divided into logical packets. The number of characters in each logical packet may vary up to a maximum of 224
characters. The logical packets shall be transmitted in sequence by passing them to the transport layer. The transport
layer will pass received logical packets to the logical layer in sequence.
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7.6.2 Logical packet handling

7.6.2.1 Packet transmission

The logical layer shall assemble the logical packet by taking a number of characters in sequence from the character
stream formed from the STI-C(LI) messages. The logical packet shall be passed to the transport layer.

7.6.2.2 Packet reception

On receipt of a logical packet from the transport layer, the logical layer shall assemble a character stream by appending
the received logical packet to the previously received logical packet. The character stream so formed shall contain the
STI-C(LI) messages.

8 Generic transport frame STI(PI, X)

This clause defines a generic transport frame structure to allow the transport of either STI-D(LI) or STI-C(TA) or both
over synchronous and asynchronous links.

8.1 General

The generic STI(PI, X) frame structure is 24 ms based and provides synchronization and two containers that allow
STI-D(LI) data and STI-C(TA) data to be carried. The generic transport frame structure, defined in this clause, is used
by the physical interfaces defined for synchronous links in clause 9, and asynchronous links in clause 10.

The STI(PI, X) adaptation is presented in figure 79.

8.2 Adaptation of the logical layer

STI(PI, X) shall be organized as a uniform stream of bytes every 24 ms. The TFL, shall be the total number of bytes in
the STI(PI, X) frame and shall be constant. The first STI(PI, X) byte of frashall be denoted asd} and the last
transmitted byte shall beB, g

The STI(PI, X) shall consist of 5 fields: SYNC, TFH, DF, CF and FRPD.

The SYNC field shall carry frame synchronization and status information. The status information shall be derived from
the STI-D(LI) ERR field.

The TFH field shall carry two fields, DFS and CFS indicating the allocated size for the DF and the CF.

NOTE: DFS and CFS shall be chosen to provide sufficient space for the intended use of the physical link. The
values should not be changed since no additional check bits are provided to detect errors in these fields.
Error detection may be implemented by checking that the values have been received consistently over a
number of STI(PI, X) frames.

The DF field shall be inserted after the TFH field if the allocated size is greater than zero (ZeOD&®l carries
STI-D(LI) data. The DF field shall contain the D-LIDATA field and optional padding bytes (DFPD). The first bit of the
D-LIDATA field shall be inserted at @p(bo).

The CF shall be inserted ast,;{bo) when the allocated size is greater than zero (i.e.Z25SThe CF field shall
contain one or more C-TADATA fields, see clause 7.

Any unused tail bytes of the STI(PI, X) frame shall be filled with padding bytes (FRPD), see subclause 8.2.5.
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B_g p(bo--b7) SYNC STAT B_g p(bp) is the first bit of the frame p
4 bytes 1 byte
Br7.-51p FSYNC
3 bytes
Bra.-31p TFH DFS
4 bytes 2 bytes
Br2.-17p CFS
2 bytes
Bo,p(bo--07)..- DF D-LIDATA
DFS bytes
Bytes taken from
DL bytes STI-D(LI)
DFPD

DFS-DL bytes

Bprs,p(bo-b7)--| |CF C-TADATA,
CFS bytes
CFS =CTL, + CTL, Bytes taken from
+..+CTL, CTL, bytes STI-C(TA)
C-TADATA,
CTL, bytes
C-TADATA
CTL,, bytes
Bprs+cFs),p FRPD

TFL-DFS-CFS-8
bytes

~B(TFL-9),p

B(1FL-9)p(b7) s the last bit of the frame p

Figure 79: Mapping of STI-D(LI) and STI-C(TA) to the STI(PI, X)
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8.2.1 Synchronization field (SYNC)

The SYNC field shall contain two data fields, an eight-bit STI-D(LI) ERR field and a 24-bit field for frame
synchronization.

8.2.1.1 Error field (ERR)
Byte B_8’pshall carry the STI-D(LI) ERR field.

The STI(PI, X) receiver can modify the ERR field to indicate the error status associated with the use of the STI(PI, X)
layer.

The ERR field shall take one of four levels, 0 to 3, as defined in subclause 5.2.

In addition, the level of ERR can be increased by the STI(PI, X) receiver when CRC violations are detected in the
D-LIDATA according to the rules given in table 60.

Table 60: Setting of error levels at the Pl Layer

CRC violated Action
None Current error level retained
MST only Error level may be increased to 1
EOH only Error level may be increased to 2
MST and EOH Error level may be increased to 3

The STI(PI, X) receiving equipment shall not decrease the error level of the ERR field.

When no DF field is present in the STI(PI, X), i.e. DFS = 0, the ERR field has no significance and shall be ignored by
the receiving equipment.

8.2.1.2 Frame synchronization field (FSYNC)

Bytes B_; _5)p shall carry 24 ms FSYNC bits. FSYNC shall be one’s complemented on successive frames between the
two patterns 1F90C£y and EO6F3%;. The byte values for FSYNC are given in table 61.

Table 61: FSYNC definition for STI(PI, X)

FSYNC bytes FSYNCO FSYNC1
B.Z n(bp.-bz) 1Fg ST
B_g p(bp.-bz) 9014 6F1q
B_s n(bp.-bz) CA1g 351¢

With FSYNCO set to 1F90C#H and FSYNC1 set to EO6F3p STI(PI, X) synchronization should be obtained when
either:
FSYNCO is present in frame p;
AND FSYNCL1 is present in frame p + 1;
AND FSYNCO is present in frame p + 2;
or:
FSYNCL1 is present in frame p;
AND FSYNCO is present in frame p + 1;
AND FSYNCL1 is present in frame p + 2.

Synchronization should be lost if two consecutive synchronization words are incorrectly received.
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8.2.2 Transport frame header field (TFH)

The TFH field shall contain two data fields, a sixteen bit data frame size field and a sixteen bit control frame size field,
DFS and CFS. These two fields shall be used to indicate the length in bytes of the following DF and CF fields. The
following equation shall always be fulfilled:

8+DFS+CFS< TFL

where TFL is the length of the transport frame, and is specific to each STI(PI, X) interface.

8.2.2.1 Data frame size field (DFS)

The DFS field shall indicate the length of the DF field. The length shall be indicated by a 16-bit number which shall give
the total number of bytes carried in the DF field. When the DFS field is set to zero, it shall indicate that no DF field is
present in the STI(PI, X), i.e. no D-LIDATA field is carried in the interface.

The DFS field shall be carried in byte,B(by.. b;) and B (by.. by).

8.2.2.2 Control frame size field (CFS)

The CFS field shall indicate the length of the CF field. The length shall be indicated by a 16-bit number which shall give
the total number of bytes carried in the CF field. When the CFS field is set to zero, it shall indicate that no CF field is
present in the STI(PI, X), i.e. no C-TADATA is carried in the interface.

The CFS field shall be carried in byte,B(by.. by) and By ((by.. by).

8.2.3 Data frame field (DF)

When present, the DF field shall contain two fields, the D-LIDATA field and an optional DFPD field.

8.2.3.1 STI-D(LI) data field (D-LIDATA)

The D-LIDATA field of the STI-D(LI) framep, from B, ,t0 B, . shall be inserted in the STI(PI, X) frame p into
P E(DL-1),p
the bytes B ,to Bp 1)

8.2.3.2 Data frame padding field (DFPD)

The padding information should be inserted after the D-LIDATA field if required to fill up the allocated size of the DF
field as given by DFS. The value of the padding bytes shall ge 55

The DFPD field shall be inserted into bytgs;, B to Bprs gy

8.2.4 Control frame field (CF)

When present, the CF field carries one or more C-TADATA fields as defined in clause 7. The C-TADATA fields shall
be carried in bytes &g 10 Bprsicrs-1)p

8.2.5 Frame padding field (FRPD)

The padding information should be inserted at the end of the STI(PI, X) frame. The value of the padding bytes shall be
556

The FRPD field shall be inserted into byteg &, crs) pt0 Birr.g) p

FRPD may be used to carry user specific data. The format and protocol used in this case are not subject to
standardization. Moreover, the FRPD field can be modified in case of further adaptation or cascading of equipment.
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9 Physical Interfaces for synchronous links

9.1 G.703 interfaces, STI(PI, G.703)

9.1.1 General description

The purpose of the STI(PI, G.703) is to provide a physical form to the STI-D(LI) and STI-C(TA) for local connections
and test purposes.

STI(PI, G.703) uses G.703-HDB3 line coding (see ITU-T Recommendation G.703 [4]), carrying data and clock on the
same 2 048 kbit/s serial connection. No additional protection is provided by this STI(PI, G.703) physical adaptation.

STI(PI, G.703) should not be applied directly to standard telecommunication networks. STI(PI, G.704/1) or

STI(PI, G.704/2) described later should be used instead. The principal difficulty, apart from the lack of error protection,
is that network monitoring equipment may interpret any data field containing long strings of ones as an Alarm Indication
Signal (AlS). The network monitoring may require disabling if the STI(PI, G.703) is to be passed.

9.1.2  Adaptation of the STI(PI, X) to the STI(PI, G.703)

STI(PI, G.703) shall use the generic transport frame structure defined in clause 8. Each STI(PI, G.703) frame shall carry
6 144 bytes of STI(PI, X) data{ Bs 135} which represents a net bitrate of 2 048 kbit/s. The length of the STI(PI, X)

frame, TFL, shall be 6 144 bytes.

9.1.3 Physical interface

The physical characteristics of STI(PI, G.703) shall conform to the requirement of the ITU-T Recommendation
G.703 [4] for 2 048 kbit/s interfaces. The minimum requirement shall beQaf@male BNC connector fitted to the
equipment.

9.2 V.11 interface, STI(PI, V.11)

9.2.1 General description

The purpose of STI(PI, V.11) is to provide a physical interface suitable for local connections, or distant connections via
telecommunication networks or through modems using ITU-T Recommendation X.24 [5] /
ITU-T Recommendation V.11 [6] interfaces.

The STI(PI, V.11) interface offers a junction having a net bitrate »8N\bit/s. Clock and data signals are produced
separately.

No specific protection shall be provided by the STI(PI, V.11) adaptation layer.

9.2.2  Adaptation of the STI(PI, X) to the STI(PI, V.11)

STI(PI, V.11) shall use the generic transport frame structure defined in clause 8. Each STI(PI, V.11) frame shall contain
N x 24 bytes of STI(PI, X) data, % N x 24-9] - which represents a net bitrate ok kbit/s. For example, for N = 32,

768 bytes per 24 ms (or 256 kblt/s) are available. For a given N, the length of the STI(PI, X) frame, TFL, shall be

N x 24 bytes.

ETSI



104 Final draft EN 300 797 V1.1.1 (1998-12)

9.2.3 Physical interface

The physical characteristics of STI(PI, V.11) shall comply with the general requirements of
ITU-T Recommendations V.11 [6] and X.24 [5] and shall have the following specific attributes:

- equipment connector: D-Sub 15, female, connections as defined in table 62;

- circuit connections: X.24, clock and data only;

- clock/data timing: as defined in ITU-T Recommendations X.24 [5];

- electrical levels: as defined in ITU-T Recommendations V.11 [6];

- bitrate: Nx 8 kbit/s, N shall be chosen to provide sufficient network capacity to exceed the

maximum envisaged size of the STI-D(LI) and/or STI-C(TA).

Table 62: Pin allocations for STI(PI, V.11)

Pin Signal Pin Signal
number number

1 Frame ground FG

2 Transmit data + T+ | (output) 9 Transmit data - T- | (output)
3 Transmit clock + X+ | (output) 10 Transmit clock - X- | (output)
4 Receive data + R+ | (input) 11 Receive data - R- | (input)
5 n/c 12 n/c

6 Receive clock + S+ | (input) 13 Receive clock - S- | (input)
7 n/c 14 n/c

8 Signal ground SG 15 n/c

NOTE n/c = no connection to pin

The Transmit clock circuit should be the exact echo of the Receive clock circuit.

9.3 WG1/WG2 interface, STI(PI, WG1/2)

9.3.1 General description
The purpose of STI(PIl, WG1/2) is to provide a physical interface suitable for local connections.

STI(PIl, WG1/2) shall use one slot of the WG1/2 interface. It has a fixed bitrate of 384 kbit/s. Clock and data signals are
produced separately. The WG1/2 interface can carry up to 16 STI(PIl, WG1/2) frames simultaneously.

No specific protection shall be provided by the STI(PI, WG1/2) adaptation layer.

9.3.2  Adaptation of the STI(PI, X) to the STI(PI, WG1/2)

STI(PIl, WG1/2) shall use the generic transport frame structure defined in clause 8. Each STI(PIl, WG1/2) frame shall
carry 1 152 bytes of STI(PI, X) datag 8 1 1435 . Which represents a net bitrate of 384 kbit/s. The length of the
STI(PI, X) frame, TFL, shall be 1 152 bytes.

If STI(PI, WG1/2) carries STI-D(LI) data, the STI-D(LI) shall always carry eight individual data streams, although all
may be empty. Therefore the NST field shall contain the value 8.
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9.3.3 Adaptation to the WG1/2 frame structure

Bit B44 {bp) of the STI(PI, WG1/2) frame shall be inserted as the first bit of the WG1/2 slot in use. This bit is identified
by the hardware synchronization signal RCCSY. This bit may be the first bit of the first data stream of the STI-D(LI)
frame (i.e. when DF& 0), as shown in figure 80.

< WG1/2 frame N
RCCSY 1 I

ST, WGL/2) frame p (1152 bytes)

STI(PI, WG1/2) frame p+1

< ><
FRPD J SYNC | TFH DF CF FRPD SYNC | TFH DF
8 bytes |
<——>
|
- / — —_
i | 7
| E 44 bytesE | j
‘ \
FC |STC |EOH MST EOF [NST |DFPD

Figure 80: Adaptation of the STI(Pl, WG1/2) frame to the WG1/2 frame

9.34 Physical interface

The physical characteristics of STI(PI, WG1/2) shall conform to the definition given in annex C.

9.4 IEC 958 interface, STI(PI, IEC958)

94.1 General description
The purpose of STI(PI, IEC958) is to provide a physical interface suitable for local connections.
STI(PI, IEC958) shall use one complete IEC 958 [13] audio frame which has a gross bitrate of 3 072 kbit/s.

No specific protection shall be provided by the STI(PI, IEC958) adaptation layer.

9.4.2  Adaptation of the STI(PI, X) to the STI(PI, IEC958)

STI(PI, IEC958) shall use the generic transport frame structure defined in clause 8. Each STI(PI, IEC958) frame shall
carry 4 608 bytes of STI(PI, X) datag 8 4 599; Which represents a net bitrate of 1 536 kbit/s. The length of the
STI(PI, X) frame, TFL, shall be 4 608 bytes.

ETSI



106 Final draft EN 300 797 V1.1.1 (1998-12)

9.4.3  Adaptation to the IEC 958 frame structure

The physical adaptation of the STI(PI, X) frame structure into the IEC 958 interface is shown in figure 81. Time slots 12
to 27 in the IEC 958 sub frame are used to carry the STI(PI, X). There is no specific relationship between the IEC 958

block, frame and sub frame and the STI(PI, IEC958) 24 ms frame.

The Validity bit (V) shall be set to 1.

The Channel Status bits shall be used as summarized in table 63.

Table 63: Setting of channel status bits

Byte bo bl b2 b3 b4 b5 b6 b7
0 1]1]0[0fO0O]JO0O])JO]1
1 11000 x| x| x]Xx
2 0OJ]O0)JOjJ1]0|OfO]O

NOTE 1: The value x indicates that these bits are
not relevant for this interface and are
defined in the IEC 958 [13] specification.

NOTE 2: Byte 1, hit 0..3 indicates DAB/STI mode.

IEC 958 frame
< >
X X

Y Channel 2 %f Channel 1 Y Channel 2 %f Channel 1 Y Channel 2
0.3 4.11 2.2 28129130131/ 0.3 4.11 2.2 28129 130 él;
o | setto0 (16 bitsof STI(PLX) data Viujc|p | B | setto0 |16 bitsof STIPLX) data Viulc|p

STI(PI, X) frame p STI(PI, X) frame p+1

4 608 bytes
< " >

Figure 81: Physical adaptation of STl in the IEC958 frame

9.4.4 Physical interface
The physical characteristics of STI(PI, IEC958) shall comply with the general requirements of IEC 958-2 [13].
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9.5 G.704 interface with error protection, STI(PI, G.704/1)

95.1 General description

The STI(PI, G.704/1) is suitable for use on networks based on the first level of the PDH (2 048 kbit/s) as defined in
ITU-T Recommendation G.704 [7]. As well as catering for the reserved G.704 signalling and synchronization bytes,
STI(PI, G.704/1) includes time stamps to permit compensation for the effect of network delays. It also uses Reed-
Solomon forward error coding to allow transport network errors to be corrected.

NOTE 1: The STI(PI, G.704/1) uses the same adaptation as ETI(NA, G.704), defined in ETS 300 799 [3].

NOTE 2: Annex H outlines a method of adapting STI(PI, G.704/1) for use in countries whose PDH networks use a
first level of 1 544 kbit/s.

STI(PI, G.704/1) has two variants: STI(PI, G.70443)and STI(PI, G.704/%},¢ The two differ in the balance
between their data capacity and the number of bytes which are reserved for forward error correction codes.

In the G.704 frame structure, 1 920 kbit/s are available to carry user data, the remaining 128 kbit/s are reserved by the
G.704 network for its framing, signalling and monitoring bytes.

In each 24 ms multiframe, STI(PI, G.704£%), has the capacity to carry 5 760 bytes allocated as follows:
- 5592 bytes of STI(PI, X) data (a data rate of 1 864 kbit/s);
- 120 bytes (40 kbit/s) for forward error correction;
- 48 hytes (16 kbit/s) for management and signalling.

In each 24 ms multiframe, STI(PI, G.704£1)4 has the capacity to carry 5 760 bytes allocated as follows:
- 5376 bytes of STI(PI, X) data (a data rate of 1 792 kbhit/s);
- 336 bytes (112 kbit/s) for forward error correction;

- 48 hytes (16 kbit/s) for management and signalling.

9.5.2  Transparency of STI(PI, G.704/1) layer to STI-D(LI)

9521 Transparency of STI(PI, G.704/1) 5, layer to STI(PI, X)

STI(PI, G.704/1}gq,is able to carry up to 5 592 bytes of STI(PI, X) da{g, Bsg7; The length of the STI(PI, X)
frame, TFL, shall be 5 596 bytes.

NOTE: The SYNC field is not carried by this physical interface.
STI(PI, G.704/135,is also able to carry the STI-D(LI) ERR field but the content of this field may be amended by
STI(PI, G.704/1) receiving equipment.
9.5.2.2 Transparency of STI(PI, G.704/1)s,,4 layer to STI(PI, X)

STI(PI, G.704/133,61s able to carry up to 5 376 bytes of STI(PI, X) dafg Bs71} The length of the STI(PI, X)
frame, TFL, shall be 5 380 bytes.

NOTE: The SYNC field is not carried by this physical interface.

STI(PI, G.704/133,¢is also able to carry the STI-D(LI) ERR field but the content of this field may be amended by
STI(PI, G.704/1) receiving equipment.
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9.5.3 STI(PI, G.704/1) structure

The purpose of the STI(PI, G.704/1) multiframe structure is to map the STI(PI, X) frame onto the G.704 frame
structure. In the ITU-T Recommendation G.704 [7], the 2 048 kbit/s data stream is organized into frames. Each frame
has a nominal duration of 126 and is made up of 256 bits organized into 32 timeslots. Each timeslot carries one byte
of data or frame management information. Two of the timeslots are reserved for G.704 synchronization and signalling.
The remaining 30 time slots are available to carry user data.

The STI(PI, G.704/1) multiframe shall have a FL of 24 ms. It shall consist of 192 G.704 frames, equivalent to
6 144 timeslots, or bytes.

NOTE: This text uses the word "byte" where a strict adherence to G.704 terminology would require the use of

"timeslot".
The multiframe structure is illustrated in figure 82 and shall consist of:
- 3 superblocksgy ;) of 2 048 bytes each;
- each superblock shall consist of 8 bloditg,( 7)) of 256 bytes each;
- each block shall consist of 8 G.704 framigs ;) of 32 bytes each;
- each G.704 frame shall consist of 32 timesiltsig 1)) of 1 byte each;
- each timeslot shall consist of 8 bitg 7).

Table 64 summarizes the relation of elements within a multiframe.

Table 64: Relation of elements within a multiframe

Superblocks Blocks G.704 frames Timeslots Bits
Multiframe 3 24 192 6 144 49 152
Superblock 1 8 64 2048 16 384
Block 1 8 256 2048
G.704 frame 1 32 256
Timeslot 1 8
9.5.3.1 G.704 reserved bytes

The following bytes of an STI(PI, G.704/1) multiframe shall be reserved for G.704 frame control:
- tsyin each G.704 frame for the G.704 synchronization byge, G

- ts;gin each G.704 frame for the G.704 supervision byte, G

9.5.3.2 STI(PI, G.704/1) reserved bytes

The following bytes of each multiframe are reserved by the STI(PI, G.704/1) layer:
- ts) of fy in each block for a multiframe management bytg, M
- s, of fy in each block for a multiframe supervision bytg, S

wherebl ands shall be the block and superblock numbers of the multiframe. Each multiframe shall have 24 management
and 24 supervision bytes.
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Multiframe management byte, My,

The bits of M, s shall be assigned as follows:

Mp1 s(Bo_2)"
Mp s(b3 4):
Mp o(bs):
My s(Be):
Mp s(b7):

a block counter containing the binary vahlMSb inby and LSb irb,);

a superblock counter containing the binary val@@Sb inb; and LSb inb,);

a timestamp bit;

a frame signalling bit;

Rfa.

The block and superblock counters should be used for synchronization of the STI(PI, G.704/1) multiframe. The
synchronization method shall not assume that there is any fixed relationship between the G.704 synchronization byte,

Gy, and the multiframe synchronization counters.

During the course of a multiframe, the 24-bit word formed by the timestamp bits carrigg{bJ¥ishall form a word
carrying time information relevant to that frame. The MSb of the word shall be carriggfibdywhilst the LSb shall
be found in M 4(bs).

Information on the coding and use of timestamp data is given in annex B.

The 24-bit word formed by the signalling bits in each frame, shall carry signalling information. The MSb of the
signalling word shall be carried ing\(bg) whilst the LSb shall be found inM(bg). Table 65 summarizes the use of
signalling functions.

Table 65: Use of multiframe signalling bits

BytesM , o bg Signalled information
Moo 1 STI-D(LI) layer input contains CRC violations
0 No CRC violations in the STI-D(LI) layer input
M1 1 STI(PI, G.704/1)537¢ in use
0 STI(PI, G.704/1)559, in use
M[Z..7],O 0 Rfa
Bytes M, 4
M0’1 X First bit, by, of STI-D(LI) ERR field
M1.6],1 Bits b;..bg of STI-D(LI) ERR field
M7 4 Last bit, by, of STI-D(LI) ERR field
BytesM, ,
M[O..?],Z 0 Rfa

NOTE: Mgo and M[O..?],l has no significance when DFS = 0 (i.e. no DF field
present) in the STI(PI, X) frame and shall be ignored.
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Last transmitted bit

Superblock 0 (s o) Superblock 1 (s 9 Superblock 2 (s 2)
2 048 bytes, 8 ms _ 2 048 bytes, 8 ms 2 048 bytes, 8 ms
Block 0 (bl o) Block 1 (bl 1) Block 2 (bl 2) Block 3 (bl ) Block 4 (bl 4) Block 5 (bl ) Block 6 (bl &) Block 7 (bl 7)

256 hytes, 1 ms

256 hytes, 1 ms

256 hytes, 1 ms

256 hytes, 1 ms

256 hytes, 1ms

256 hytes, 1 ms

256 hytes, 1 ms

256 hytes, 1 ms

b, [0 [, [0, B, [Bs [B; [, |

MSb

LSb

Figure 82: STI(PI, G.704/1) multiframe structure
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9.5.3.2.2 Multiframe supervision byte, S, ¢

The §, s byte shall be used to provide a signalling channel in the STI(PI, G.704/1), called the NASC (Network Adapted
Signalling Channel).

24 bytes per multiframe are availabl '“5]’[0“2]. They shall be arranged as three eight-byte signalling groups. Each
group shall start with byte,S followed by § ;etc., ending with $¢

Table 66 gives details of the formatting of the NASC channel, the coding for the NASC FSS type or ASS field identifier
is given in table 67. Annex D contains additional information.

Table 66: General formatting of NASC signalling bytes

Sps Sie Sog SI3 6] s Sz¢
(bpby) (bs.b3) (by-b2) (by-b2) (bg.bzy) | (bp.bz) | (bg.bz)
00 Rfu FSS type Rfu FSS . FSS
identifier (MSh) (LSh)
01 Rfa Rfa Rfa Rfa Rfa Rfa
10 Rfa Rfa Rfa Rfa Rfa Rfa
11 Rfu ASS field Rfu ASS . ASS
identifier (MSh) (LSh)
Table 67: Coding of NASC FSS type and ASS field identifier
So,s(b4..b7) SO,sébO,bl) =00 So,spo,b1) =11
identifier FSS type ASS field
0000 Rfa Start group
0001 Rfa Rfa
0010 Rfa Rfa
0011 Rfa Continuation group
0100 Rfa Rfa
0101 Rfa Rfa
0110 Rfa Rfa
0111 Rfa Rfa
1000 User definable group Rfa
1001 User definable group Rfa
1010 User definable group Rfa
1011 User definable group Rfa
1100 User definable group End group
1101 User definable group Rfa
1110 User definable group Rfa
1111 User definable group Padding group

9.54 STI(PI, G.704/1) multiframe generation

954.1 General description

The specific details of the multiframe generation vary with the particular variant of the STI(PI, G.704/1) layer in use.
The general principles are described in this subclause. Detailed information appears in the following subclauses and
figures 83 and 84.

The first stage in producing the STI(PI, G.704/1) multiframe is to copy the bytes of the STI(PI, X) frame, excluding the
SYNC field, into a coding array, C. The rows of the array are only partially filled by STI(PI, X) data.

The next step is to form the multiframe management and signalling bytes from the appropriate information source which
includes the STI-D(LI) ERR field of the STI(PI, X) frame, carried in by_tngThese are then written into the
appropriate positions in the coding array.

The array is filled by adding error-protection bytes. The bytes are calculated so that each row in the array forms a
complete Reed-Solomon codeword.
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The coding array, C, is then mapped into a single row interleaving array |, with elem%%%]l The depth of the
interleaving is eight rows of the coding array which means that the interleaving is confined within one superblock.

Finally, the interleaved data, together with the G.704 reserved bytes, are mapped into another single row array O, with
elements @ 6143 O contains a full set of data corresponding to a 24 ms STI(PI, G.704/1) multiframe.

9.5.4.2 Error coding and interleaving for STI(PI, G.704/1)55,

95421 Coding array formation

The elements of the coding arrayg G3) 0. 239 Shall be filled by the information bytes; B 557 together with
24 multiframe management bytesM, (o o, 24 multiframe supervision bytes;sS;; 1o, 2 and t?’le error protection

bytes Ry, 23),1235..239}

Bl.4.55871are copied from the correspondingly numbered bytes of the STI(PI, X) frame p.

The position of bytes in the coding array, C, is defined by:

My, (iMOD8

~

=0AND (j MOD 30 = 0
%J (iMmOD 8)=1AND (jMOD 30 = 0
G = (iMOD 8) < 2 AND (j MOD 30 # OAND] < 234
B, (iMOD8)z2ANDj < 234
FR,j 235< j< 239

—_—

where:
- Ci,j shall be the elements of C with row indgX..23 and column indek[0..239;
- My shall be the multiframe management bytélgfof s with k = j DIV 30 andl =i DIV 8;
- | shall be the superblock index;
- §shall be the multiframe supervision bytebyf of 5, the values ok andl are as given for I;
- B, shall be theth information byte with:
r=(i DIV 8) x 1864 +{ MOD 2)x 227 - { DIV 30) + (j - 1) - 4;
- Bgshall be thesth information byte with:
s= (i DIV 8) x 1 864 + { MOD 8) x 235 + { - 16) - 4.

- Rj235.239;Shall be the 5 parity check bytes calculated for the information byjgs,2;. The check bytes shall
be calculated using the RS(235, 240) code described in subclause 9.5.6.

9.54.2.2 Interleaving

The interleaving shall be performed by mapping the elements of the coding §ra¥, & »3g) into the single row
array |. The mapping shall be given by:

lp =G
where: |Oshall be the elements of the Interleaving array with indgxen by:

p=1920x (i DIV 8) + 8 + (i MOD 8).
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9.54.2.3 Output array formation

The elements of the output arrayy Q1 43;, shall be mapped from the interleaving array elemegts;kg; as follows:

(G, (qMOD32)=0
Oy = ey (aMOD 32) = 16

Hp (aMOD32)# 0AND (q MOD 32 # 16
where:
- Ggpshall be a G.704 synchronizing byte;
- Gjshall be a G.704 signalling byte;
- g shall be the index [0..6 148f the output array given by:
g=p+ (pDIV 15) + 1.

The formation of the output data shall be as illustrated in figure 83.
9.5.4.3 Error coding and interleaving for STI(PI, G.704/1)55,¢

95431 Coding array formation

The elements of the coding arrayg G (0. 239 Shall be filled by the information bytes; B 5371) together with
24 multiframe management bytesyMy o o, 24 multiframe supervision bytesSy) 0. 27, and the error protection

bytes Ry, 23),1226..239}

B4, 53717ar€ copied from the correspondingly numbered bytes of the STI(PI, X) frame p.

The position of bytes in the coding array, C, shall be defined by:

My, (iMOD8

~

=0AND (j MOD 30 = 0
%J (iMOD 8) =1AND (jMOD 30 = 0
Gj= (iMOD 8) < 2 AND (j MOD 30 # 0ANDj < 225
B, (iMOD&)=2ANDj < 225
FRj 2265 js< 239

—_—

where:

- Ci,j shall be the elements of C with row indgX..23] and column inde){ 0..239];

- My shall be the multiframe management bytélgfof s with k = j DIV 30 andl =i DIV 8;

- | is the superblock index;

- §shall be the multiframe supervision bytebyf of 5, the values ok andl are as given for ;

- B, shall be theth information byte with:
r=(iDIV8)x1792+{MOD 2)x 218 - { DIV 30) + (j - 1) - 4.

- Bgshall be thesth information byte with:
s=(i DIV 8) x 1 792 + { MOD 8) x 226 + { - 16) - 4.

- Rj226.239Shall be the 14 parity check bytes calculated for the information byjes4z). The check bytes
shall be calculated using the RS(226, 240) code described in subclause 9.5.6.
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9.5.4.3.2 Interleaving

This process shall be exactly the same as that for STI(PI, G.404/a$ presented in subclause 9.5.4.2.2.

9.5.4.3.3 Output array formation

This process shall be exactly the same as that for STI(PI, G.4Q4/4% presented in subclause 9.5.4.2.3. The
formation of the output data is illustrated in figure 84.

9.5.5  Order of data transmission

Data shall be transmitted by reading out the elements of the output #{rgy,§. The bytes shall be read in sequence
starting with Q. The lowest numbered bit of the byte with the lowest address shall come first.

9.5.6 Error protection code

In both variants of STI(PI, G.704/1), Reed-Solomon coding shall be used to provide data which may be analysed by the
interface receiving equipment to detect and correct errors occurring on the Transport Network.

The Reed-Solomon code uses symbols from &Fédd shall be generated by the polynomial:
PO) =8+ X+ %+ x+1
The polynomial generator of the code shall be:

119+R

G(¥) = igo(x—ai)

For STI(PI, G.704/Xkk4, R = 5 resulting in an RS(235,240) code.

For STI(PI, G.704/%z, R = 14 resulting in an RS(226,240) code.
9.5.7 Synchronization

9.5.7.1 Synchronization of G.704 frames

The synchronization of G.704 frames is described in ITU-T Recommendation G.706 [8]. Frame synchronization should
be achieved if, if:

Gyis present irf,;;
AND itis absentirf,q;
AND b, ofts,inf,, is setto 1;
AND Gy is present ir,, .
Synchronization should be lost if three consecutive synchronization bytes are incorrectly received.

NOTE: There is no fixed phase relationship specified between the G.704 framing lydes, &, and the
STI(PI, G.704/1) multiframe framing bytes.
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9.5.7.2 Synchronization of STI(PI, G.704/1) multiframes

The synchronization of the STI(PI, G.704/1) multiframe shall be achieved lysipgf the multiframe management
byte.

Multiframe synchronization should be achieved in multiframe m when:
G.704 synchronization is achievedfjn

AND the block countin I, (g 5) infj,44g is an increment of 1 (modulo 8) above the courfitig (a is
incremented from 0 to 7);

AND the block countin I, (by o) inf 4416 iS @an increment of 1 (modulo 8) above the couffit iy, g.
Data decoding should commence with the beginning of the next complete multiirafne,
STI(PI, G.704/1) multiframe synchronization should be lost if the count sequence of the block and superblock counter is
lost in three consecutive positions.
9.5.8 Physical interface

In physical characteristics of both variants of STI(PI, G.704/1) shall conform to the requirements of ITU-T
Recommendation G.703 [4] for a 2 048 kbit/s interface.

There shall be a 7@ female BNC connector fitted to the equipment.

9.5.9  Modifying the STI-D(LI) ERR field

The STI(PI, G.704/1) layer can modify the STI-D(LI) ERR field to indicate the error status associated with the use of
the STI(PI, G.704/1) layer.

The ERR field shall take one of four levels, 0 to 3, as defined in subclause 5.2. The ERR field shall be carried through
the physical interface by mapping the ERR field onto eight bits of the multiframe management byte as described in
table 65. At the receiving equipment the appropriate bits of the multiframe management byte shall be re-mapped onto
the output STI-D(LI) logical frame.

In addition, the level of ERR can be increased during the re-mapping in the receiver according to the following rules:
The Error Level may be increased to 1 if the receiving equipment detects:

either:  a CRC violation of any CRCST field of the recovered D-LIDATA,;

or: D-LIDATA contains errors which have been corrected by the Reed-Solomon decoder.
The Error Level may be increased to 2 if the NA equipment detects:

either:  a CRC violation of the EOH field of the recovered D-LIDATA,;

or: D-LIDATA contains uncorrected errors.
The Error Level may be increased to 3 if the receiving equipment is unable to synchronize to the incoming data.
The receiving equipment shall not decrease the error level of the ERR field.

When no DF field is present in the STI(PI, X), i.e. DFS = 0, the ERR field has no significance and shall be ignored by
the receiving equipment.
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Step 1: Formation of the coding array, C (Only elements C 1y 7 1 2397 @nd C g; 19 239 are shown )
Index J
0 1..29 30 31..59 60 61..89 90 91..119 | 120 | 121..149| 150 | 151..179( 180 | 181..209( 210 | 211..234| 235..239
0| Mpo| B.gB2g | M1 | BosBsz| Moo | Bsg-Bgo| M3 |Bgs-B111| Mg |B112-B14d M50 [B141-B16q4 M6,0 [B170-B199 M7,0 |B199-B224R0,235. 239
1| So,0 [B223-B251l S1,0 |B252-B2sd S2,0 |B2s1-B3od S3,0 [B310-B339 S4,0 [B339-B367 S50 |B3ss-B3od S6,0 |B397-Bazd S7,0 |Ba2e-BaaqR1,235.239
2| Bgsp| Bysi- | Bago| Busi- | Bsio| Bsize | Bsao| Bsaz- | Bszo| Bszie | Beoo| Beor- | Beso| Besi- | Beso| ~Besa |R2235.239
i | 3|Bess| Begs: | Bris| B7ie- | Bras| Bras- | B7zs| Brze- | Bsos| Bsos- | Bsss| Bsss- | Bses| Bses- | Bsgs| -Bozg [R3235.239
4 | Bgoo| Bgzr- | Bogsp| Bosz- | Boso| Bogz- |Bioio| Bioiz- |Bioso| Bioaz- |Biozo| Bio7z- |Biizoo| Biioz- |Bii13o| -Bi154 |R4,235.239
5|B1155| Bi11s6- |Bi1gs| Biise- |Bi2is| Bizie- |Bi2as| Bizas: |Bi27s| Bi2ze- |Bisos| Biszoe- |Bi13ss| Bisse- |Biszss| ~Bissg |Rs235.239
6 |B13go| Bi13g1- |Bi420| Bi1421- |Bi4s0| Bi4s51- |Bi4so| Biasi- |Bisio| Bisiz- |Bisao| Bisaz- |Biszo| Bis7i- |Bisoo| ~Bie24 |Re,235.239
7 |B1625| Bi626- |Biess| Biese- |Biess| Bisss- |Bi7is| Bi7ie: |Bi7as| Bizae- |Bi77s| Biz7e- |Bisos| Bisoe- |Bisss| -Bigsg |R7,.235.239
8| Mg1| Bigso- | M1,1| Bigsg- | M21 | B1g1g- | M3 1| Bi1ga7 | Mg1| Bigze- | M51 | Booos- | M61 | B2o3s- | M71 | ~B2ooss |Rs.235.239
Step 2: Formation of the Interleaving array, | (Only part shown)
0 1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16 17 | .. | 1919
Moo | So0 | Baso | Bess | Bozo | B11s5| B13go| B162s| B4 | B223 | Buss | Begs | Bozr | Biise| B1sor | Biszs| B-3 | Bozsa | - |R7239
Step 3: Formation of the Output array, O (Only part shown)

0 1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16 17 .. 2047
Go | Moo | Soo | Baso | Bess | Bozo | B1155| B13go | Biezs| B.s4 | B2z | Basi | Bess | Bozr | Biise | B1zoz| Gi1 | Bieszs - R7 239

Figure 83: Steps in the formation of STI(PI, G.704/1) 5595
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Step 1: Formation of the coding array, C (Only elements C 1y 7 1 2397 @nd C g; 19 239 are shown )
Index J
0 1..29 30 31..59 60 61..89 90 91..119 | 120 |121..149| 150 | 151..179| 180 | 181..209( 210 | 211..225 226..239
0 Mpo| B.gBog | Mg | BosBsz| Mg | B57-Bgo| M3 |Bgz-B111| My |B112-B14d M50 [B141-B16q4 M6,0 [B170-B199 M7,0 |B199-B214 Ro,226.239
1| So,0 |B214-B244 S1,0 |B243-B271 S2,0 |B272-B30oq S3,0 (B301-B329 S4,0 [B330-B354 S50 |B359-B3s7 S6,0 |Bssg-Baid S7,0 [Ba17-Baz1 Ri,226.239
2| Byz2| Byszz- | Bus2| Bus3z- | Bgoz| Bagz- | Bszz| Bszz. | Bssz| Bssze | Bogz| Bsgse | Beiz| Be1ze | Beaz| -Besz | R2226.239
i | 3|Bess| Beso | Bess| Besg- | B7ig| Brig- | Bras| Brag- | B7zs| Br7zo- | Bsos| Bsog- | Bssg| Bssg- | Bssg| -Bsss | R32326.239
4 | Bggg| Bggs- | Bgia| Bois: | Bosg| Bogs- | Boza| Borzs- |Bioos| Bioos- |Bi1os4| Bioss- |Bios4| Bioes: |B1o9a| -Bi1o9 | Ra.226.239
5|B1110| Bi111- |Bi1140| Bi141- |Bii70| Bii71- |Bi2oo| Bizo1- |Bi2zo| Bi2s1- [Bizeo| Bi261- |Bizgo| Bizg1- |Biszo| -Bi3ss | Rs5226.239
6 [B133s| Bi1337- |Bisss| B1367 |Bi13g6| B13g97 |Bi426| Bi1427- |Biase| Bi4s7- |Biass| Biasr- |Bisie| Bisiz- |Bisas| -Bise1r | Re.226.239
7 |Bis62| Bise3- |Bisgz| Bis9z- |Bie22| Bie2z- |Bies2| Biess- |Biesz| Biess- [Bi7iz| Bi7iz- |Bizaz| Bi7az- |Bizzz| -Bizs7 | R7.226.239
8| Mgz | Bizgg- | M1,1| Bigiz | M21 | Bigas | M31| Bigrs- | Mgz | Bigos- | Ms51 | B1gsz- | Mg 1 | Bigez- | M71| -B2oos | Rs226.239
Step 2: Formation of the Interleaving array, | (Only part shown)
p|l o 1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16 17 | .. | 1919
Moo | So0 | B4sz | Bess | Begs | B111o| B1336| B1se2| B4 | B214 | Buss | Besg | Bggs | B1111| B13s7| Bisez| B.3 | Bois | -+ |R7239
Step 3: Formation of the Output array, O (Only part shown)
0 1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16 17 . 2047
Go | Moo | Soo | Basz | Bess | Bsgsa | B1110| B133s | Biss2| B.s4 | Bzisa | Baszs | Besg | Bsss | Briar | Bizzz| Gi1 | Bises - R7.239

Figure 84: Steps in the formation of STI(PI, G.704/1) 5376
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9.6 G.704 interface without error protection, STI(PI, G.704/2)

9.6.1  General description

The purpose of the STI(PI, G.704/2) is to provide a physical form to the STI-D(LI) and STI-C(TA) for use on networks
based on the first level of the PDH (2 048 kbit/s) as defined in ITU-T Recommendation G.704 [7]. This network
adaptation layer only provides adaptation to the G.704 frame structure and does not provide any forward error coding or
network delay compensation. If this is required STI(PI, G.704/1) should be used.

9.6.2  Adaptation of the STI(PI, X) to the STI(PI, G.704/2)

STI(PI, G.704/2) shall use the generic transport frame structure defined in clause 8. Each STI(PI, G.704/2) frame shall
carry 5 760 bytes of STI(PI, X) datag 8 5 751} . Which represents a net bitrate of 1 920 kbit/s. The length of the
STI(PI, X) frame, TFL, shall be 5 760 bytes.

9.6.3  Adaptation to the G.704 frame structure

There is no specific alignment of the STI(PI, X) transport frame to the G.704 frames, other than that there shall be byte
alignment.

9.6.3.1 G.704 reserved bytes
The following bytes of each G.704 frame carrying STI(PI, G.704/2) shall be reserved for G.704 frame control:
- tgyin each G.704 frame for the G.704 synchronization byge, G

- ts;gin each G.704 frame for the G.704 supervision byte, G

9.6.3.2 STI(PI, G.704/2) generation
The STI(PI, G.704/2) frame shall have a FL of 24 ms equivalent to 6 144 timeslots, or bytes.

The STI(PI, G.704/2) structure is built using the generic STI(PI, X) transport frame structure mapped into an Output
array, O, with elements© ¢,43. O contains a full set of data corresponding to a 24 ms STI(PI, G.704/2) frame.

NOTE: There is no specific relationship between the first byte of the Output agpar(@the G.704 timeslot.

9.6.3.2.1 Output array formation

The elements of the output arrayy Q143 , shall be filled by the information bytes, 8 5754 , together with G.704
synchronizing and signalling bytes as follows:

%0 ((9+¢) MOD 32)= 0
Oy p = 6 ((9+¢) MOD 32) = 16

BBy-s-((q+9) DIV 16,p ((G+$) MOD 32)# 0AND ((q+¢) MOD 33 # 16
where:
- Ggshall be a G.704 synchronizing byte;
- Gy shall be a G.704 signalling byte,
- Bpg. s751),pShall be the complete generic STI(PI, X) transport frame
- qgshall be the index [0..6 143] of the output array;

- ¢ shall be a constant value in the range 0..31.
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The formation of the output data is illustrated in figure 85 wiheisechosen to be 4.

Op.sugp , STI(PI, G.704/2) frame p (24 ms)

32 bytes ‘ ‘
125 ps ‘ !
—
G.704 G.704 G.704 ’ G.704 G.704
frame n-1 frame n frame n+1 ] frame n+192 frame n+193
s, Its, |ts, |ts, |ts, [ts, |ts; s, 1555 15, |15, s, s, Its, |ts, |ts, ts, |ts, |ts, s, 535 15,5 |15, 5,

B.sp ‘ B.7p L J Bap ‘ Bsp ‘ Bsp ‘ ‘ By ‘ B22p ‘ Bszsp | Bsmop | Bssip
STI(PI, X) STI(PI, X) STI(PI, X)
frame p-1 frame p frame p+1

1 timeslot = 1 byte (~ 3.91 Ms)

Reserved for G.704
frame management

[Ba 0. o2 o 0 o5 06 o1 |
MSb LSb

Figure 85: Mapping of the Generic STI(PI, X) transport frame into G.704 frames

9.6.3.2.2 Order of data transmission

Data shall be transmitted by reading out the elements of the output g4rgy,§) , The bytes shall be read in sequence
starting with Q’p. The lowest numbered bit of the byte with the lowest address shall come first.

9.6.3.2.3 Synchronization of G.704 frames

The synchronization of G.704 frames is described in ITU-T Recommendation G.706 [8]. Frame synchronization should
be achieved i, if:

Gyis present irf,;;
AND it is absent irf,q;
AND b, ofts;inf, ., issetto 1;
AND Gg is present iriy, .

Synchronization should be lost if three consecutive synchronization bytes are incorrectly received.

9.6.4 Physical interface

The physical characteristics of STI(PI, G.704/2) shall conform to the requirements of
ITU-T Recommendation G.703 [4] for a 2 048 kbit/s interface.

There shall be a 7@ female BNC connector fitted to the equipment.
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9.7 H.221 interfaces, STI(PI, H.221)

9.7.1 General description

The purpose of STI(PI, H.221) is to provide a physical interface which may typically be used in ISDN networks or on
leased lines or permanent connections.

ITU-T Recommendation H.221 [11] provides for dynamically subdividing a transmission channel of 64 to 1 920 kbit/s
into lower rates suitable for audio, video and telematics purposes. It provides for synchronizing a number of 64 kbit/s
channels by adding signalling bits. ITU-T Recommendation H.242 [12] provides the protocol to use the signalling of
H.221.

All possible data rates identified in ITU-T Recommendation H.221 as applicable to the STI shall be available for use.
The protocols specified by ITU-T Recommendation H.242 shall be used for the management of the interface.

9.7.2  Adaptation of the STI(PI, X) to the STI(PI, H.221)

STI(PI, H.221) shall use the generic transport frame structure defined in clause 8. Each STI(PI, H.221) frame shall
contain TFL bytes of STI(PI, X) data;B ¢ .g;- , Which represents a net bitrate of (TFL / 3) kbit/s.

9.7.3  Adaptation to the H.221 frame structure

There is no specific alignment of the bits and bytes of the STI(PI, X) transport frame to the H.221 frames.

9.7.3.1 H.221 reserved bits

The Service Channel, defined in ITU-T Recommendation H.221 [11], in addition to the frame alignement signal and
bitrate allocation signal, shall have octets 17 to 20 reserved and set to zero. They shall not be used to carry STI(PI, X)
data.

NOTE: This provides for an integer number of bytes to be available in each 24 ms period.

9.7.3.2 STI(PI, H.221) generation
The STI(PI, H.221) frame shall have a FL of 24 ms.

The STI(PI, X) shall be transferred sequentially bit by bit into the H.221 frames. The lowest numbered bit of the byte
with the lowest address shall come first.

9.74 Physical interface

Any suitable physical connector may be fitted to the equipment.
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10 Physical Interfaces for asynchronous links

This clause defines a number of transport adaptations in combination with physical implementation to allow the
transport of either STI-D(LI) or STI-C(TA) or both over interfaces with an asynchronous nature.

10.1 V.24 interface, STI(PI, V.24)

10.1.1 General

The purpose of STI(PI, V.24) is to provide a physical form to the STI-D(LI) and STI-C(TA) suitable for local
connections, or distant connections via telecommunication networks.

STI(PI, V.24) may be used at any baud rate.

No specific protection shall be provided by the STI(PI, V.24) adaptation layer.

10.1.2 Adaptation of the STI(PI, X) to the STI(PI, V.24)

STI(PI, V.24) shall use the generic transport frame structure defined in clause 8. The size of each STI(PI, V.24) frame
may vary.

NOTE: The DFCT field of the STI-D(LI) frame (if present) may have no significance other than as a sequence
counter.
10.1.3 Physical interface

The STI(PI, V24) shall be in compliance with ITU-T Recommendation V.24 [9] and ITU-T Recommendation V.28 [10]
and shall have the following specific attributes:

- Sub-D connector, type DTE, 9 pins (male);
- unbalanced electrical interface in accordance with ITU-T Recommendation V.28;
- pin allocation as defined in table 68;

- hardware handshake: using the handshake signals CTS (by DCE) or RTS (by DTE) data transfer can be
interrupted;

- 1 start bit;
- 8 data bits, LSB first;
- no parity;

- 1 stop bit.
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Table 68: Pin allocations for STI(PI, V.24)

Input/ Pin Function
Output

(DCD) |Data Carrier Detect (see note)

| RXD |Received Data

(@) TXD |Transmitted Data

(DTR) |Data Terminal Ready (see note)

GND [Signal Ground

(DSR) |Data Set Ready (see note)

®) RTS |Request To Send

| CTS |Clear To Send

OO (N[O || [W|IN]|F-

(RI) |Ring Indicator (see note)

NOTE: Signal is not required but may be optionally used.

ETSI



123 Final draft EN 300 797 V1.1.1 (1998-12)

Annex A (normative):
Calculation of CRC words in the STI

A CRC code is defined by its generator polynomial of degree

n
G(x) = Z gx

=0
with n=1

and g = 0 or 1 except thajy = 1,9, = 1.

The CRC calculation may be performed by means of a shift register contaimgigigter stages, equivalent to the degree
of the polynomial (see figure A.1). The stages are denotég byh,_;, whereb, corresponds to% b, to X, b, to X2,

..., b1 to X1 The shift register is tapped by inserting XORs at the input of those stages, where the corresponding

Data Input
s ‘ ‘ +

coefficientsg; of the polynomial are "1".

91 92 In2 In1
\ \ \ \
A\ Y A\ A\
Lsb bo bq bp-2 bn1  Msb

Figure A.1: General CRC block diagram

At the beginning of the CRC calculation, the register stage contents are initialized to all ones. After applying the first bit
of the data block (MSb first) to the input, the shift clock causes the register to shift its content by one stage towards the
MSb stagel,.1), while loading the tapped stages with the result of the appropriate XOR operations. The procedure is
then repeated for each data bit. Following the shift after applying the last bit (LSb) of the data block to the input, the
shift register contains the CRC word which is then read out.

The CRC word shall be inverted prior to transmission. At the receiving end, an error free transmission shall give a CRC
result of 1DORg,

The CRC code used in the STI shall use the following polynomial:

G(x) = X0+ x2+ X+ 1.
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Annex B (normative):
Coding of timestamps in STI

B.1 General

This annex gives detailed information about the coding of timestamp information carried in STI-D(LI) and STI(PI,
G.704/1).

B.2 Timestamp coding

The timestamp shall be coded as a 24-bit unsigned binary integer giving the timestamp value as a multiple of
16,384 MHz clock periods (approximately 61 ns). The coding of the 24 bits shall be as given in table B.1.

Table B.1: Coding of timestamps

Bit number by(MSb)..bg b-..bg b1g.-b17 b1g..b5q | byq..by3(LSh)
Timestamp level 1 2 3 4 5

Valid range [0..124], 127 [0..7] [0..255] [0..7] [0..7]
Approximate 8 ms 1ms 3,91 us 488 ns 61 ns
time resolution

B.2.1 Expected range of timestamp values

The timestamp value, expressed as a hexadecimal number shall lie between 0 and, f@Rfitgtime values
between 0 and 999,999 939 ms).

B.2.2 Null timestamp

The timestamp value FF FFEfmay also be allowed and shall be used as a null timestamp value. This shall be
interpreted as meaning that there is no timestamp information available.

B.2.3 Reserved timestamp values

Timestamp values between FA 09g@nd FF FFFEg shall be reserved for future use.

B.2.4 Timestamp levels

Not all applications will require a timestamp value to be specified to a resolution of 61 ns. For this reason a number of
different timestamp levels are specified (1 to 5). The different levels allow timestamps to be specified with different
resolutions e.g. use of timestamps to level 2 allow a time resolution of 1 ms which should suffice in many applications.
The timestamp values at levels higher than those used shall be set to 0, except in the specific case of transmission of a
null timestamp.
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B.3  Mapping to STI-D(LI) timestamp bits
The mapping of the timestamp into the STI-D(LI) layer shall be as given in table B.2.

Table B.2: Mapping of the timestamp into the STI-D(LI) layer

STI-D(L]) byte B/pi-4)pn Bipi-gye1p Bni-gy2pn Bipi-g):3pn
Bit index 0..7 0..7 0..7 0..7
Timestamp bit Rfa, set to FFrlﬁ. bn..b7 bg..b1t; b15..b7"7

B.4  Mapping to STI-D(PI, G.704/1) timestamp bits

The mapping of the timestamp intq,(bs) of the STI(PI, G.704/1) layer shall be as given in table B.3.

Table B.3: Mapping of the timestamp into M, 5(b5) of the STI(PI, G.704/1) layer

Mpi,s (b5) bl
0 1 2 3 4 5 6 7
0 | bp(MSb) b, b, b, by bg bg b,
s |1 bg bg bip biq bio bz b14 bis
2 big b1z big big bog boq boy | bys(LSb)

B.5 Interpretation of timestamp value

The timestamp carried within a 24 ms STI-D frame defines the transmission time of the fw%(rh@) Bof the STI-
D(LI) frame associated with that frame. The start time is specified as an offset value (always positive) from a time
reference point derived from a time reference signal.

The time reference signal, from which the timestamp offset is measured, shall be available at both the originating point
of the timestamp in the STI frame and at the intermediate and final "delivery points" of the data streams included in the
frame.

Suitable time references may be derived from the Global Positioning Satellite system (as a 1 pulse per second
reference).

NOTE: Although the timestamp allows time resolutions down to 61 ns, the accuracy of signal timing is likely to
be determined largely by the accuracy of the time reference.

B.6  Use of timestamps in LI and PI layers

The use of the timestamp is largely system dependant and depends on the network configuration, transport mechanism,
etc.

The time given by the timestamp in the LI layer should define the "notional delivery time" of the fw%@:@)B)f the
STI-D(LI) frame at the input of the channel encoder at the transmitters. The Ensemble provider (and intermediate
Service providers, if any) shall use the timestamp to compensate for the various transit delays in the DAB network.

The time given by the timestamp in the Pl layer should define the "notional delivery time" of the fl()sﬁ(bg) Bf
STI-D(LI) frame at the output of an STI(PI, X) to STI-D(LI) converter. This timestamp can be used, for example, to
re-time the STI(PI, X) sections in a cascaded collection network.
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Annex C (normative):
Definition of the WG1/2 Interface

The WG1/2 interface was developed in the early days of the Eureka 147 project to allow the connection of a number of
audio encoders to prototype channel encoder equipment.

The WG1/2 interface allows:
- tolink up to sixteen separate audio encoders (or data source equipment);
- to distribute and to manage clock and synchronization reference signal.

Because of its high speed and parallel nature, the WG1/2 interface is only appropriate for the connection of equipment
located in relatively close physical proximity. Despite this, the WG1/2 interface is still in common use in many DAB
networks.

The STI(PI, WG1/2) interface defined in the present document (see clause 9), specify the way to carry STI(LI) onto one
WG1/2 interface slot. This annex describes the basic characteristics of the WG1/2 interface.

C.1 WG1/2 interface overview

The WG1/2 interface is basically a high bitrate point-to-point interface, between a data producer and a data receiver. It
is able to carry two groups of unidirectional signals:

- adownstream group: made of data, clock and synchronization lines, it allows a data producer to send
synchronous serial data;

- an upstream group: made of reference clock and reference synchronization lines, it allows a data receiver to send
its reference signals to the data producer equipment.

Several point-to-point WG1/2 interfaces can be used to connect several pieces of equipment in order to constitute a ring
on which each piece of equipment is able:

- on the upstream group: to route the received reference signals or to replace them by its own ones;

- on the downstream group: to route the received data signals, to add its own data signal to the received ones or to
replace one received data signal with its own data signal.

An example of a ring connection is shown in figure C.1. It highlights the possibility to implement an add / drop
multiplexer both on the upstream and downstream signal groups.

o Local o Local o

8 Ref 8 Ref g

ccsy | o 4 ccsy | o 4 ccsy | o

CK6144 || & « SO || & PR || &
W W W
w G w G w G

G G G
RCK6144 | | || || O| RCK6144 U || O| RCK6144 il HEe)
RCCSY | N || DATA Ll $ RCCSY ’ N || DATA Ll LTJ RCCSY ’ N || DATA Ll $
| PROCESSOR 1 DATA 1 PROCESSOR 1 DATA 1 PROCESSOR 1

Figure C.1: Example of a ring connection using WG1/2 interfaces
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The point-to-point WG1/2 interface includes two ports referenced as input or output ports:

- an input port receives serial data with the associated clock and synchronization signals (downstream group) and
provides a source for the reference clock and synchronization signals (upstream group);

- an output port provides serial data with the associated clock and synchronization signals (downstream group) and
expects to receive the reference clock and synchronization signals (upstream group).

In general, an equipment which produces data (e.g. : audio encoder) will provide both WG1/2 input and WG1/2 output
ports. An equipment which uses data (e.g. : multiplexers) will implement only one WG1/2 input port.

C.2 WG1/2 interface signals definition

WG1/2 interface shall be made of the five following signals:
- CK6144 and CCSY shall constitute the upstream signals;
- RCK®6144, RCCSY and DATA shall constitute the downstream signals.
A WG1/2 input port shall provide upstream signals and shall receive downstream signals.
A WG1/2 output port shall provide downstream signals and shall receive upstream signals.
The five signals implementing the WG1/2 interface shall have the following definition:
- CK6144
shall be a 6 144 kHz reference clock signal. CK6144 shall be mandatory produced on a WG1/2 input port.
- CCSsY

shall be a 24 ms reference synchronization signal. CCSY shall be mandatory on a WG1/2 input port. Rising edge
of CCSY shall occur every 147 456 periods of CK6144 (24 ms). The duration of CCSY shall be 32 periods of
CK6144. Rising and falling edges of CCSY shall occur during the falling edge of CK6144.

- RCK6144
shall be a 6 144 kHz clock signal. RCK6144 shall be mandatory on a WG1/2 output port.
- RCCsY

shall be a 24 ms synchronization signal. RCCSY shall be mandatory on a WG1/2 output port. Rising edge of
RCCSY shall occur every 147 456 periods of RCK6144 (24 ms). The duration of RCCSY shall be 32 periods of
RCK6144. Rising and falling edges of RCCSY shall occur during falling edge of RCK6144.

- DATA

shall be made of 24 ms DATA-frames comprising 147 456 data-bit periods (or data-phases) occurring during one
RCCSY period. DATA shall be mandatory on a WG1/2 output port. Data-bits shall be stable during the rising
edge of RCK6144.

Each DATA-frame shall include 9 216 DATA-blocks. Each DATA-block shall be made of sixteen consecutive
data-phase. The first DATA-phase of the first DATA-block shall occur on the rising edge of RCCSY.

ETSI



128 Final draft EN 300 797 V1.1.1 (1998-12)

Figure C.2, shows the phase relationship between WG1/2 interface signals.

RCKG144 [ 1 ‘ 1
(CK6144) JUU YU U U U U U U U

RCCSY : )
ccsy) —

DATA

DATABLOCK "1" ' DATA BLOCK 2" ' DATA BLOCK "3"

Figure C.2: Phase relationship of WG1/2 interface signals

C.3 WG1/2 interface data-frame syntax

The WG1/2 serial data connection have a payload capacity of 6 144 Mbit/s.

This overall payload shall be organized in 16 slots, each having a payload capacity of 384 kbit/s. Each slot shall occupy
a dedicated DATA-phase of each DATA-block.

The correspondence between the WG1/2 DATA-phase and the WG1/2 slot shall be compliant with figure C.3.

DATA phases of(1(2|(3|4|5|6]|7|8(9(1011|12| 13| 14| 15

WG1/2 Slots 1 (9|5 (13| 3|11 7 |15 2 |10| 6 (14| 4 | 12| 8 | 16

Figure C.3: Correspondence between DATA-phases and WG1/2 slots

C.4 WG1/2 physical interface

All the signals of the WG1/2 interface shall comply with the general requirements of ITU-T Recommendation V.11 [6]
and ITU-T Recommendation X.24 [5] and shall have the following specific attributes:

- clock/data timing: as defined in ITU-T Recommendation X.24;
- electrical levels: balanced electrical interface as defined in ITU-T Recommendation V.11.

Equipment implementing WG1/2 interface shall use, both for input or output ports, Sub-D connector, 25 pins (female,
all devices). Pin assignment shall be in compliance with table C.1.

ETSI



129

Final draft EN 300 797 V1.1.1 (1998-12)

Table C.1: Pin allocations for STI-D(PI, WG1/2)

Pin Signal Pin Signal
1 GND
2 CK6144 (+) 14 CK6144 (-)
3 GND 15 GND
4 CCSY (+) 16 CCSY (9)
5 GND 17 GND
6 RCCSY (+) 18 RCCSY (-)
7 GND 19 GND
8 RCK6144 (+) 20 RCK6144 (-)
9 GND 21 GND
10 DATA (+) 22 DATA (5)
11 GND 23 GND
12 rfu 24 rfu
13 GND 25 GND
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Annex D (normative):
Coding of NASC data

D.1 General

This annex gives detailed information about the coding of the signalling data groups used into the Network Adapted
Signalling Channel (NASC), provided by the physical interface STI(PI, G.704/1), described in subclause 9.5.3.2.2 of the
present document.

NASC is able to carry two categories of messages : Frame Synchronous Signalling (FSS) and Frame Asynchronous
Signalling (ASS).

D.2  Frame Synchronous Signalling (FSS)

D.2.1 FSS messages structure
For FSS, only one group per message shall be used. The FSS group structure shall be as given in table D.1.

Table D.1: Coding of FSS group types

S(7<: S1<: S?c S’s’q SA<: SQQ SF:Q S7<:

(bpby) (bobz) (by.bz)| (bp.bz) | (bp.by) | (bp.bz) | (by.bz) (bg.bz) | (bp.by) | (by.by)
00 Rfu  FSS type Rfu FSS FSS FSS FSS FSS FSS
identifier byte byte byte byte byte byte
(MSb) (LSb)

The FSS type identifier is given b$’§b4..b7) as defined in subclause 9.5.3.2.2. FSS message types may be pre-
assigned (with qu(b4) = 0) or user defined (with %%(b4) = 1) as specified in subclause D.2.2.

D.2.2 Pre-assigned FSS message types

No pre-assigned FSS message is defined by the present document.

D.3  Asynchronous Signalling (ASS)

D.3.1 ASS messages structure

ASS messages shall consist of a sequence of signalling groups.
Groups shall be defined as start, continuation, end or padding groups:

- each ASS message shall commence with a single start group which shall define the message type and the number
of continuation groups which are present in the ASS message;

- continuation groups shall carry ASS message data;
- padding groups shall carry null padding information;

- each ASS message shall end with a single end group which shall contain CRC check fields.
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Table D.2: Coding of different ASS group types

ASS SO,s Sl,s Sz,s S3,s S4,s S5,s S6,s S 7,8
group type (bp..b7) | (bp..b7) (bp..b-) (bg..b7) (bp..b7) (bg..b7) (bp..b7) (bg..b7)
Start 11xx0000 Rfu ASS GrNb Message Message Message | Message
Message byte byte byte byte
type
Continuation 11xx0011 Rfu Message Message Message | Message | Message | Message
byte byte byte byte byte byte
End 11xx1100 Rfu Message Message | Message | Message | CRC byte | CRC bhyte
byte byte byte byte (MSB) (LSB)
Padding 11xx1111 FF1a FFia FF1a FFia FFia FF1a FF1a

S, sof the start group shall define the message type. Pre-assigned types shajl{ig)es& to 0. User definable types
shall have §{b) set to 1.

The general coding of ASS messages types shall be as defined in subclause 9.5.3d?.theStart group shall define
the ASS message type. Pre-assigned types shall balig)Set to 0, $(by) shall be set to 1 for user definable types.

GrNb shall give the number of continuation groups in the ASS message. Padding groups shall not be included in this
count. The overall total number of groups which constitutes the ASS message shall be given by:

Number of groups in messageéstNb + 2.

The CRC bytes in the end group shall contain the product of a cyclic redundancy checksum performed on the ASS
Message content from the first byte of the start grogp)(® the last message byte in the end growp (g, excluding
any padding groups.

CRC calculations shall use the method defined in annex A.

D.3.2 Pre-assigned ASS message types

No pre-assigned ASS messages are defined in the present document.
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Annex E (normative):
Behaviour of the STI during reconfiguration

The DAB multiplex is very flexible, allowing the multiplex to change dynamically in the following ways:
- aservice may be added to or removed from the multiplex;
- aservice component may be added to or removed from a service;
- the bit-rate allocated to a service component may vary.

These changes affect both the Multiplex Configuration Information signalled in the FIC and the organization of the
MSC. The effect of these changes on the MSC are:

- asub-channel may be added or removed from the transmission frame;
- the size of the sub-channel may be modified due to a change of data rate or protection level,
- the position of the sub-channel may change.

Multiplex re-configuration is defined as taking place at a specific instant in time. The behaviour of the transmitted
ensemble during a re-configuration time, and its relation to the notional re-configuration time, is defined in
ETS 300 401 [1]. This annex defines how this behaviour is mirrored by the STI.

E.1 DAB multiplex configuration management

The DAB multiplex is made of a collection of services, each being composed of service components carried in MSC
sub-channels or the FIDC. The service components are generated by one or more Service providers.

DAB multiplex reconfiguration shall be performed if any modification affects the Multiplex Configuration Information
(MCI) as defined in ETS 300 401 [1]. Accordingly any Service provider intending to modify its own service
organization will be the originator of a DAB multiplex reconfiguration.

Due to the constraints imposed by the DAB multiplex reconfiguration procedure, the management of the reconfiguration

operation is the responsibility of the Ensemble provider. Specifically, the Ensemble provider shall ensure that:

- the new configuration of any Service provider shall not adversely affect the other Service providers which share

the DAB multiplex;
- the new configuration shall be compliant with ETS 300 401 [1];

- the MCI for the new configuration shall be transmitted in advance of the reconfiguration instant as defined in
ETS 300 401 [1];

- the reconfiguration shall be performed at the correct instant, even if the Service provider fails to modify its STI
streams correctly.

ETSI



133 Final draft EN 300 797 V1.1.1 (1998-12)

E.2 STl reconfiguration procedure

Performing a DAB multiplex reconfiguration involves several steps which shall be followed by the Service providers
and managed by the Ensemble provider.

Those steps are described in the following subclauses and are related to:
- defining the new configuration;
- choosing the reconfiguration instant;
- making the reconfiguration request;

- implementing the reconfiguration.

E.2.1 Service configuration definition

The new configuration shall be made known to the Ensemble provider in advance.

The configuration can be defined by using STI-C(LI) messages or by any method agreed between Service provider and
Ensemble provider.

When STI-C(LI) messages are used, the resource category allows a Service provider to know the DAB resources that
have been reserved by the Ensemble provider to broadcast its services and the configuration category allows the details
of a Service provider configuration to be defined or monitored (see clause 6).

A Service provider configuration can be transferred to the Ensemble provider at any time. Therefore, the Ensemble
provider is only able to check the consistency of the definition of the configuration.

This checking does not guarantee that a reconfiguration will be possible because the resources required may not be
available at the time the reconfiguration is required.

E.2.2 Choosing the reconfiguration instant

In many cases the Service provider can reconfigure without needing to know the precise time that the on-air multiplex
will change. However, in some cases the Service provider will want to reconfigure at the frame closest to a particular
moment in time related to the content of a service component. The COUNTER message (see clause 6) can be used to
obtain the relationship between reference data carried in the STI-D(LI) and the reference time that it is actually
transmitted. Since the Service provider knows the time at which the reference data entered the collection network, it is
able to calculate the total transit time through the DAB network. Alternatively, the Service provider can set the total
transit time by use of the STI-D(LI) timestamp in networks that support this feature. The transit time can be used to
calculate the reconfiguration instant required.

The Service provider shall set the two fielRISCT andUTC in the RCONFIG message (see clause 6) as follows:
- DFCT shall give the data frame count at which the new configuration shall begin;
- UTCshall give the time, to the nearest second, at which the new configuration shall begin.

The Ensemble provider shall interpret the two fields as follows:
- DFCT shall give the data frame count at which the new configuration shall begin;

- UTCshall give the time, plus or minus one second, at which the new configuration shall begin.
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E.2.3 Requesting a reconfiguration

Reconfiguration can be requested by any Service provider (in regard to its own configuration) or by the Ensemble
provider.

When a Service provider requests a reconfiguration, the Ensemble provider shall first check that the configuration
requested has been defined and if so shall translate the Service provider's DFCT to the CIF count at which the
reconfiguration shall occur. If a reconfiguration is permitted at this CIF count then the Ensemble provider shall verify
that the new configuration is possible without disturbing any other Service provider's services (i.e. that all the required
resources are available, including capacity in the MSC and FIC).

If all these criteria are fulfilled, the Ensemble provider shall accept the reconfiguration. Only the Service provider
requesting the reconfiguration shall be aware that it will take place.

E.2.4 Implementing the reconfiguration

The implementation of a new configuration at the level of the STI-D(LI) involves one or more of the following:
- modification of the number of streams;
- maodification of the size of existing streams.

The number of streams should only be modified at the reconfiguration instant. In this case, the length of the STI-D(LI)
STC field shall be constant during the lifetime of a configuration.

The timing of the modification of existing streams shall vary according to the stream type, as follows:

- MSC sub-channel streams carry data in the form of complete sub-channels. Only changes to the length of the
stream require frame accurate changes in the STI-D(LI). Reconfigurations that change the protection applied to
the sub-channel without changing the STL have no effect on the STI-D(LI). Reconfigurations that vary the
number of service components within an MSC packet mode stream but do not change the STL have no effect on
the STI-D(LI).

- MSC sub-channel contribution streams are generally combined with other such streams from other service
providers by the downstream entity to form a complete sub-channel. Changes to the length of the stream can take
place at any time. The content should reflect the composition of the current configuration.

- FIC FIG streams are generally combined with other such streams from other service providers by the downstream
entity to form the FIC. Changes to the length of the stream can take place at any time. The content should reflect
the composition of the current configuration.

- FIC FIB streams using asynchronous insertion are generally combined with other such streams from other service
providers by the downstream entity to form the FIC. Changes to the length of the stream can take place at any
particular time. The content should reflect the composition of the current configuration.

- FIC FIB streams using synchronous insertion are governed by the FIB grid, and are not affected by
reconfiguration. The content should reflect the composition of the current configuration.

Therefore only MSC sub-channel streams require co-ordination of their size and the reconfiguration instant. The
reconfiguration timing is governed by the data frame cdDRE(T). If the first frame of the new configuration occurs at
frameDFCT = R then the following rules shall be observed:

- MSC sub-channel stream joins the STI-D(LI) at frdd#CT = R

- MSC sub-channel stream leaves the STI-D(LI) at fr&/R€T = R - 15
- MSC sub-channel stream increases in size at fRRET = R

- MSC sub-channel stream decreases in size at i@ = R - 15

The STL field shall be modified at the frame indicated. The ISTC should change aDiFiie= R (i.e. for an MSC
sub-channel stream leaving the multiplex, the stream remains opeDf@iil = R - 1with STL = 0 for frames
DFCT =R -15toDFCT =R - ).
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Annex F (informative):
Use of the STI timestamp

The STl includes a timestamp field carried in either the STI-D(LI) or the STI(PI, G.704/1) which gives an indication of
the time at which the STI data contained in each frame shall be processed by the channel encoder (at the transmitter).

Delay management is not essential in the collection network, but there are situations where it improves the quality of
service delivered to the user. This annex gives some examples of the way to use the STI timestamp.

F.1  Delay between Service provider and users

A typical DAB network will be organized as shown in figure F.1.

Service
provider

A

collection Ensen:jble distribution DAB
network provider network receiver

Service
provider

B

< >

end-to-end delay

Figure F.1: Example of a typical DAB network

In such a network, several kinds of delay may be identified and these shall be managed so that the end-to-end delay
remains constant and known. Figure F.2 identifies the different delay blocks.

Service collection Ensemble provider distribution transmitter
provider network network
SP processing path delay compensating | EP processing transport transmitter
delay delay delay network delay delay

Figure F.2: Delay blocks in typical DAB network
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The different delays are:

Service provider (SP) processing delayfhis delay represents the delay to the input service component incurred in
building the STI(PI, X) frame. It may include the audio encoding delay.

path delay: This is the delay to which the STI-D frame is subject to on its way through the collection network.

compensating delay:This delay is applied by the Ensemble provider to ensure that the service component is
transmitted at the desired time. The value of the compensating delay is set by examining the timestamp in each frame.

Ensemble provider (EP) processing delayThis delay represents the delay to the service component incurred in
building the ETI frame.

transport network delay: This delay is the sum of all the various delays in the distribution network. It is described in
ETS 300 799 [3].

transmitter delay: This delay is the sum of all the various delays in the transmitter. It is described in ETS 300 799 [3].

F.2  Setting the timestamp value

The STI timestamp can be used by a Service provider to define the end-to-end delay that it requires. This may be done
to improve the quality of the service delivered to the users. For example, if an audio programme makes reference to the
time, the information is most useful if the time is correct. By managing the end-to-end delay the Service provider knows
that studio time and on-air time have a constant and known relation.

The timestamp source marks all its generated STI frames with a timestamp which defines the instant at which the frames
should be delivered to the channel encoder at the transmitters.

The STI receiving equipment applies the same timestamp to its output frames, either STI frames or in this case ETI
frames. It may need to apply a compensating delay to bring the received STI frames into alignment with others from
other Service providers, because the output timestamp applies to the whole frame. Note that the STI timestamp carries
an uncertainty of 24 ms (the frame period) because the Service provider does not necessarily know the DAB time
reference (although this can be obtained by using the STI-C(LI) COUNTER messages).

In order for the delay compensation to function correctly, the period of the time reference signal has to be greater than
the delay through the DAB network.

F.3  Using the timestamp in multicasting

In some circumstances a Service provider may wish to send the same STI-D(LI) frame to more than one Ensemble
provider. This is known as STI multicasting (see clause 4).

The timestamp allows the Service provider to know that any service components carried on all Ensembles will be
broadcast at the same time (to within 24 ms), even if the distribution network delays are different for each Ensemble.
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Annex G (informative):
Examples of STI-C(TA) protocol

This informative annex provides some examples and guidance on how the transport layer in the STI-C(TA) shall be
used. It describes some mechanisms such as acknowledgement packets, loss of packets, opening/closing a connection
etc.

In the following subclauses, sequence numbers (SEQXX) are used only to reference the exchange in the text. Moreover,
the repetition field of each packet is set to "0".

G.1  Opening and closing of an STI-C(TA) connection

Table G.1 shows the basic sequence used to open and close a connection (as defined in subclauses 7.5.8.1 and 7.5.8.2)
between entity A and B.

In SEQO1, entity A requests a connection to be opened by setting the FLAG field to "SYN". The PKTNUM field
contains an arbitrary number. The ACKNUM field also contains an arbitrary number, since there is no previous
exchange, and it is shown to be invalid by setting the ACK field to "X". No logical packet is carried.

In SEQO02, entity B accepts the request to open the connection by setting the FLAG field to "SYN". The PKTNUM field
contains an arbitrary number. The ACKNUM field is set to acknowledge the received packet, and it is shown to be valid
by setting the ACK field to "S". No logical packet is carried.

In SEQO3, entity A acknowledges the receipt of the transport packet from B and the connection is open.

Table G.1: Opening and closing an STI-C(TA) connection

Direction Description Transport Packet header Logical
PKTNUM | ACKNUM | REP | ACK FLAG Packet

SEQO1 A=>B Request to open 789 999 0 X SYN no
connection

SEQO02 A€B Accept the request 456 790 0 S SYN no

SEQO03 A=>B Connection opened 789 457 0 S XXX no

SEQO04 A€B Request to close 512 845 0 S END no
connection

SEQO05 A=>B Accept the request 845 513 0 S END no

SEQO06 A€B Connection closed 512 846 0 S XXX no

SEQO7 A€ B |Requestto close the 512 845 0 S END no
connection

SEQO08 A=>B A sends its remaining 845 513 0 S XXX yes
message

SEQO09 A€B Acknowledge of packet 513 846 0 S END no
845 and request to close
the connection

SEQ10 A=>B Accept the request 846 514 0 S END no

SEQ11 A€B Connection closed 513 847 0 S XXX no
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The request to close the connection can be initiated by any of the two entities. In the example given in Table G.1 two
possible scenarios are given.

In SEQO04, entity B requests to close the connection by setting the FLAG field to "END". Although no logical packet is
carried, the transport packet is carrying a payload because of the flag field setting, and so the PKTNUM is incremented.
All the other fields are coded as if for an open connection.

In SEQO5, entity A accepts the request by setting the FLAG field to "END". Again no logical packet is carried, but the
transport packet is carrying a payload and so the PKTNUM is incremented. All the other fields are coded as if for an
open connection.

In SEQO6, entity B acknowledges the receipt of the transport packet from B and the connection is closed.
In SEQQ7, entity B requests to close the connection by setting the FLAG field to "END".

In SEQO08, entity A does not accept the request because it still has data to send. The transport packet is coded as for an
open connection.

In SEQOQ09, entity B acknowledges the receipt of the transport packet from B but still wants to close the connection and
so restarts the closure sequence by again setting the FLAG field to "END".

In SEQ10, entity A accepts the request by setting the FLAG field to "END".

In SEQL11, entity B acknowledges the receipt of the transport packet from B and the connection is closed.

G.2 Transmission on an open connection

As long as there is a connection open between entities, they shall be allowed to exchange transport layer packets. Each
transport packet may contain a logical packet and if it does the transport packet shall be acknowledged by the remote
entity. The remote entity may carry a logical packet in the transport packet used in the acknowledgement of a received
transport packet. This is illustrated in the example given in Table G.2.

Table G.2: Transmission on an open connection

Direction Description Transport Packet header Logical
PKTNUM | ACKNUM | REP | ACK FLAG Packet

SEQO1 A=2B A sends logical packet 102 502 0 S XXX yes

SEQO02 A€B B acknowledges packet 502 103 0 S XXX yes
102 and sends logical
packet

SEQO03 A=>B A acknowledges packet 103 503 0 S XXX yes
502 and sends logical
packet

SEQO04 A€B B acknowledges packet 502 104 0 S XXX no
103

In SEQOL, entity A sends a transport packet carrying a logical packet to entity B.
In SEQO02, entity B acknowledges the received transport packet and at the same time sends a logical packet to entity A.
In SEQO3, this process is reversed.

In SEQO04, entity B acknowledges the received transport packet, but does not send a logical packet to entity A.
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The transport layer also offers the possibility of using a single transport packet to acknowledge the reception of several
transport packets carrying logical data packets. This is illustrated in Table G.3.

Table G.3: Acknowledge of multiple logical data packets

Direction Description Transport Packet header lLogical
PKTNUM |ACKNUM | REP ACK FLAG Packet
SEQO1 A=>B A sends logical packet 987 513 0 S XXX yes
SEQO02 A=>B A sends logical packet 988 513 0 S XXX yes
SEQO03 A=>B A sends logical packet 989 513 0 S XXX yes
SEQO04 A€B B acknowledges packets 512 990 0 S XXX no
987, 988, 989
SEQO05 A=>B A sends logical packet 990 513 0 S XXX yes
SEQO06 A=>B A sends logical packet 991 513 0 S XXX yes
SEQO07 A=>B A sends logical packet 992 513 0 S XXX yes
SEQO08 A€B B acknowledges packets 513 993 0 S XXX yes
990, 991, 992 and sends
logical packet
SEQO09 A€B B sends logical packet 514 993 0 S XXX yes
SEQ10 A=B A acknowledges packet 992 515 0 S XXX no
514

In SEQO04, entity B acknowledges all three received transport packets by setting the ACKNUM field to the packet
number that is next expected from entity A.

In SEQO8, entity B acknowledges all three received transport packets and at the same time sends a logical packet.
In SEQQ9, entity B sends another transport packet carrying a logical packet.

In SEQ10, entity A acknowledges both these packets.
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G.3 Handling loss of packets

The sequence numbers embedded in PKTNUM and ACKNUM fields shall be used to detect the loss of packets during
transmission and to perform automatic retransmission of the interrupted sequence of packets.

In Table G.4, two situations are shown.

Table G.4: Automatic retransmission of packet loss

Direction Description Transport Packet header lLogical
PKTNUM | ACKNUM | REP ACK FLAG Packet

SEQO1 A=>B A sends logical packet 998 513 0 S XXX yes

SEQO02 A A sends logical packet, 999 513 0 S XXX yes
but it is never received by
B

SEQO03 A=>B A sends logical packet 000 513 0 S XXX yes

SEQO04 A€B B acknowledges packet 513 999 0 S XXX yes
998

SEQO05 A=>B A sends logical packet 999 514 0 S XXX yes
again

SEQO06 A=>B A sends logical packet 001 514 0 S XXX yes

SEQO7 A€B B acknowledges packets 513 002 0 S XXX no
999, 000, 001.

SEQO08 A=>B A sends logical packet 002 514 0 S XXX yes

SEQ09 A=B A sends logical packet 003 514 0 S XXX yes

SEQ10 € B [B acknowledges packets 513 004 0 S XXX no

002 and 003. This packet
is never received by A

A time out occurs at A
since no acknowledge has
been received of 002 and

003

SEQ11 A=>B A sends logical packet 002 514 0 S XXX yes
again

SEQ12 A€B B acknowledges packets 514 004 0 S XXX yes
002, 003.

In SEQO1, entity A sends a transport packet containing a logical packet, which is received by entity B.

In SEQO02, entity A sends a transport packet containing a logical packet, but the packet is lost and so is never received
by entity B.

In SEQO3, entity A sends a transport packet containing a logical packet, which is received by entity B. Entity B is able
to detect an interruption in the PKTNUM sequence (i.e. "998" then "000"). Entity B may choose to store packet "000"
on a receive packet stack, or may choose to discard the packet.

In SEQO04, entity B signals the packet loss by acknowledging packet "998" as this is the last one received in the correct
sequence. Entity A receives the packet with the ACKNUM value less than its current PKTNUM value and therefore
knows that packet loss has occurred.

In SEQO5, entity A retransmits packet "999" and acknowledges receipt of packet "513" from entity B. Note that the
ACKNUM is different to that in SEQO02.

In SEQO6, entity A sends the next logical packet.

In SEQO7, entity B acknowledges packets "999", "000" and "001". In this case packet "000" was retrieved from a
receive packet stack. If entity B has discarded packet "000" then the acknowledgement would be for packet "999" and
entity A would know to retransmit all the packets.

In SEQO08 and SEQQ9 entity A sends more logical packets.

In SEQ10, entity B acknowledges packets "002" and "003" but this packet is lost and entity A does not receive it.
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In SEQL11, entity A retransmits logical packet "002" because no acknowledgement has been received within the time-out
period. Entity B discards the received logical packet since he has already received it.

In SEQ12, entity B acknowledges packets "002" and "003" and also sends a logical packet to entity A.
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Annex H (informative):
Use of STI(PI,G.704/1) on T1 networks

H.1 Introduction

STI(PI, G.704/1), see subclause 9.5, has been designed for use with telecommunication network hierarchies which are
based on 2 048 kbit/s networks. However, the DAB system will also be used in countries which have a hierarchy based
on 1 544 kbhit/s (often referred to as G.704-T1).

This annex gives some guidelines for transporting an STI(LI) on such telecommunication networks and includes a
suggestion for a suitable G.704 adaptation, STI(PI, G.704/1-T1).

H.2  General outline of STI(PI, G.704/1-T1)

The STI(PI, G.704/1-T1) layer described in this clause is suitable for use on networks based on the first level of the
PDH (1 544 kbit/s) as defined by the ITU-T in Recommendation G.704 [7]. As well as the G.704 signalling and

synchronization bytes, STI(PI, G.704/1-T1) includes timestamps to permit compensation for the effect of differential
network delays. It also uses Reed-Solomon forward error coding to allow the correction of transport network errors.

STI(PI, G.704/1-T1) has two variants: STI(PI, G.704/1;}d)and STI(PI, G.704/1-T}},o The two differ in the
balance between their data capacity and the number of bytes which are reserved for forward error correction.

In the G.704-T1 frame structure, 1 536 kbit/s are available to carry user data, the remaining 8 kbit/s are reserved by the
G.704-T1 network.

In each 24 ms multiframe, STI(PI, G.704/1-J), has the capacity to carry 4 608 bytes allocated as follows:
- 4 464 bytes of STI(PI, X) data (a data capacity of 1 488 kbit/s);
- 96 bytes (32 kbit/s) for forward error correction;
- 48 bytes (16 kbit/s) for management and signalling.

In each 24 ms multiframe, STI(PI, G.704/1-J3), has the capacity to carry 4 608 bytes allocated as follows:
- 4 320 bytes of STI(PI, X) data (a data capacity of 1 440 kbit/s);
- 240 bytes (80 kbit/s) for forward error correction;

- 48 bytes (16 kbit/s) for management and signalling.

H.3  Transparency of STI(PI, G.704/1-T1) layer to
STI(PI, X)

H.3.1 Transparency of STI(PI, G.704/1-T1),,., layer to STI(PI, X)

STI(PI, G.704/1-T1),g4can carry up to 4 464 bytes of the STI(PI, X) data frame, frpm@w} The length of the
STI(PI, X) frame, TFL, shall be 4 468.

NOTE: The SYNC field is not carried by this physical interface.

STI(PI, G.704/1-T1),64is also able to carry the STI-D(LI) STAT field but the content of this field may be amended by
the STI(PI, G.704/1-T1) receiving equipment.
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H.3.2 Transparency of STI(PI, G.704/1-T1),,,, layer to STI(PI, X)

STI(PI, G.704/1-T1j3pqcan carry up to 4 320 bytes of the STI(PI, X) data frame, from B15; The length of the

STI(PI, X) frame, TFL, shall be 4 324.
NOTE: The SYNC field is not carried by this physical interface.

STI(PI, G.704/1-T1)3,qis also able to carry the STI-D(LI) STAT field but the content of this field may be amended by
the STI(PI, G.704/1-T1) receiving equipment.

H.4  STI(PIl, G.704/1-T1) structure

The purpose of the STI(PI, G.704/1-T1) multiframe structure is to map the STI(PI, X) frame onto the G.704 frame
structure. In the ITU-T Recommendation G.704 [5], the 1 544 kbit/s data stream is organized into frames. Each frame
has a nominal duration of 126 and is made up of 193 bits organized into 24 1-byte timeslots plus 1 signalling bit
which is used by G.704. All 24 timeslots per 1&5frame are available to carry user data.

The STI(PI, G.704/1-T1) multiframe has a FL of 24 ms. It consists of 192 G.704 frames, equivalent to 4 608 timeslots,
or bytes. The multiframe structure is illustrated in figure H.1 and consists of:

- 3 superblocksg ) of 1 536 bytes each;

- each superblock consists of 8 blockkf ) of 192 bytes each;

- each block consists of 8 G.704 framfg ¢;) of 24 bytes each;

- each G.704 frame consists of 24 timeslt&g (,3)) of 1 byte each;
- each timeslot consists of 8 bitg{ 7).

Table H.1 summarizes the relation of elements within a multiframe.

Table H.1: Relation of elements within an STI(PI, G.704/1-T1) multiframe

Superblocks Blocks G.704 frames Timeslots Bits
Multiframe 3 24 192 4 608 36 864
Superblock 1 8 64 1536 12 288
Block 1 8 192 1536
G.704 frame 1 24 192
Timeslot 1 8

Figures H.2 and H.3 show the method used to build the coding array. The general method follows the outline given in
subclause 9.5.

H.5  Error protection for STI(PI, G.704/1-T1)

In both variants of STI(PI, G.704/1-T1), Reed-Solomon coding may be used to provide data which may be analysed by
the interface receiving equipment to detect and correct errors occurring on the Transport Network.

The Reed-Solomon code should use the same general scheme described in subclause 9.5.6 but with the codeword length
shortened from 240 bytes to 192 bytes.

Using the terminology of subclause 9.5.6:
For STI(PI, G.704/1-Tl)es R = 4 resulting in an RS(188,192) code.

For STI(PI, G.704/1-TLk,o R = 10 resulting in an RS(182,192) code.
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First transmitted bit STI(PI, G704/1-T1) Multiframe (4608 bytes, 24ms) Last transmitted bit
v v
Superblock 0 (s o) Superblock 1 (s 1) Superblock 2 (s 2)
1536 bytes, 8 ms 1536 bytes, 8 ms 1536 bytes, 8 ms
Block 0 (bl o) Block 1 (bl 1) Block 2 (bl 2) Block 3 (bl 3) Block 4 (bl 4) Block 5 (bl s) Block 6 (bl 6) Block 7 (ol 1)
192 bytes, 1 ms 192 bytes, 1 ms 192 bytes, 1 ms 192 bytes, 1 ms 192 bytes, 1ms 192 bytes, 1 ms 192 bytes, 1 ms 192 bytes, 1 ms

G.704 Frame O (f o) [G.704 Frame 1 (f 1) |G.704 Frame 2 (f  2) |G.704 Frame 3 (f  3) |G.704 Frame 4 (f  4) |G.704 Frame 5(f  5) |G.704 Frame 6 (f &) |G.704 Frame 7 (f  7)
24 bytes, 125  ps | 24 bytes, 125 s | 24 bytes, 125 s | 24 bytes, 125 s | 24 bytes, 125 s | 24 bytes, 125 ps | 24 bytes, 125 s | 24 bytes, 125 s

7 155 1timeslot = 1 byte ~ 5.18 Hs U : thit reserved for G.704 signalling

b, [b, [b,]b, [b, b, [b, [b, |

Figure H.1: STI(PI, G.704/1-T1) multiframe structure

ETSI



145

Final draft EN 300 797 V1.1.1 (1998-12)

Step 1: Formation of the coding array, C (Only elements (g 7). 1917aNd Ggj [0..1917@r€ Shown)

Index ]
0 1..23 24 25..47 48 49..7] 72 73..95 96 97..119 120 121{(.143 |144 14b..167| 168 169..187 188..191
0 Mpo| B4-Big| M1 | B1g-Bas| Moo | Bsa-Bga| M3 o | Bgs-Bgz| My o Bgg-B11o] M50 [B111-B1ag Mo [B134-Bisg M7,0 [B1s7-B175Ro 188..10)
1| So,0 [B176-B1egd S1,0 [B1o9-B22q S0 [B222-B2aq S30 [B2as-Boeq Sa0 [B2es-B2od S50 [B2o1-Ba1d S0 [Ba14-Bazd S7,0 [Basz-BasgRu,188.101
2| Bgsg| Bss7: | Bago| Bagy: | Baoa| Baos: | Bazg| Bazg: | Basz| Basa. | Baze| Bazz | Bsoo| Bsor: | Bsaa| --Bsaz |Roiss.10f
i | 3| Bsss| Bsss | Bseg| Bseg: | Bsoz| Bsoz- | Beis| Bei7- | Beao| Bear- | Besa| Bess | Bess| Beso: | Briz| --B7a1 [Rsiss.10f
4| B73p| B7aa- | Bysg| B7sz | Brso| B7si- | Bsoa| Bsos: | Bsog| Bsoo: | Bes2| Bssa: | Bg7e| Bs77 | Booo| --Boio [Ra,1ss.10f
5| Bg2o| Boo1- | Bossa| Boas: | Bog| Boeg: | Booz| Boga: |Biois| Bioi7- |Bioso| Bioar- | Biossa| Bioss: | Bioss| -Bi107 |Rs 188.19)
6 |B110g| Bi1109- |B1132| Bi11ss- |Biise| B11sz- |Biigo| Biisr- |Bi20a| Bizos. |Bi2zg| Bizzg- | Bizsa| Bizsa: | Bioze| --Bi2es |Re 18s.10)
7 |B12gg| Bi1297+ | B13zo| Bi1zzr- |Bi3aa| Bizas- |Bises| Bizeo- |Biszoz| Bizoa- |Bisie| Biaiz- |Bisso| Biaar- | Bisea| --Biass |R7188.10)
8| Mo1| Bragsa- | M11| Bisor | Ma1| Bisso: | Ma1| Bissa- | Mg1| Bisze: | Ms1| Bisge: | Mg 1| Big22: | M7,1| --Biees |Ro,188.10)
Step 2: Formation of the Interleaving array, | (Only part shown)
0 1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16 1y .1535
Moo | Soo | Bsse | Bsaa | Brsa | Bogo | Bi1og| Bizgs| B-a | Bize | Bas7 | Bsas | Brag | Boo1 | Biiog| Bizg7| B | Bizz R7,101

Figure H.2: Steps in the formation of STI(PI, G.704/1-T1) 44g4
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Step 1: Formation of the coding array, C (Only elements (g 7] 0. 19172nd Ggj [0..191] @re Shown)

Index ]
0 1..23 24 25..47 48 49..7] 72 73..95 96 97..119 120 121{(.143 |144 14b..167| 168 169..181 182..191

0 Mpo| B4-Big| M1 | B1g-Bas| Moo | Bs2-Bga| M3 o | Bgs-Bg7| My o Bgg-B11o| M50 [B111-B1ad Mo [B134-Bisg M7,0 [B157-B1edRo 188..10)
1| So,0 [B170-B1ag S1,0 [B193-B21g S0 [B216-B2ad S3,0 [B23o-B2eq Sa,0 [B262-B2sq S50 [B2gs-Baoq S0 [Baos-Baad S7,0 [Basy-BaadRi 188.101
2| Bagq| Bass. | Beg| Bago: | Bagz| Baoz: | Baze| Baiz- | Bago| Basr- | Baea| Baes: | Bagg| Bago: | Bsiz| --Bsas |Ro1ss .10

i | 3| Bs2| Bs2z | Bssg| Bssi | Bs7a| Bs7s. | Bsgg| Bsgg: | Be2z| Be2z: | Beas| Beaz- | Be7o| Be71- | Beosa| --Bro7 [Rsiss.10f
4| B7og| B7og- | B7a2| B7aa- | Brse| B7sz | Brso| B7si- | Bgoa| Bsos: | Bsog| Bszo: | Bes2| Bssa: | Be7e| --Bsso [Ra1s8.10)
5| Bggo| Bgor: | Bo1a| Bois: | Bozg| Bozg: | Bog2| Boez- | Bogs| Bosz: |Bioio| Bioir | Bioss| Bioss: |Bioss| -Bio71 |Rs 188.10)
6 |B1o72| B1073- |B1oge| Bi1oo7- |Br120| Bi121- |Bi144| Bi1as- |Biies| Biieo- |Bi1o2| Bi1ga- | Bizie| Bi217: | Bi2ao| --Bi2ss |Re 188.10)
7 |Bi12s4| Bioss- |Bio7g| Bi1279- |Bi3oz| Bizos- |Bisze| Bizzz- |Bisso| Bissie |Bis7a| Biszs: | Biszos| Bizog: | Biszo| --Biass |R7.18s.10)
8| Mo1| Braze- | M11| Bugsg: | Ma1| Buggz: | Ma1| Bisos: | Mg1| Biszg: | Ms1| Bissy: | M| Bis7a- | M71| -Bieog |Ro,188.10)

Step 2: Formation of the Interleaving array, | (Only part shown)

0 1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16 1y .1535

Moo | Soo | Bsasa | Bsos | Brog | Bsgo | Biov2| Bizsa| B.a | Bizo | Baas | Bsoz | Brog | Bgoa | Bio7a| Bizss| B | Binn R7,101

Figure H.3: Steps in the formation of STI(PI, G.704/1-T1) 4359

ETSI



147 Final draft EN 300 797 V1.1.1 (1998-12)

Bibliography

EUREKA Project 147 (draft issue 1, April 1997): "Digital Audio Broadcasting System: Definition of the Service
Transport Interface".

EBU Recommendation R79 (1994): "Recommended system for digital sound broadcasting to mobile, portable
and fixed receivers in the appropriate frequency bands in the range 30 MHz to 3 GHz".

ITU-R Recommendation BS.774 (March 1994): "Digital sound broadcasting to vehicular, portable and fixed
receivers using terrestrial transmitters in the VHF/UHF bands".

ITU-R Recommendation BO.789 (March 1994): "Digital sound broadcasting to vehicular, portable and fixed
receivers for BSS (sound) bands in the frequency range 500 - 3 000 MHZz".

ETSI



148

Final draft EN 300 797 V1.1.1 (1998-12)

History

Document history
V1.1.1 May 1998 Public Enquiry PE 9841:  1998-05-20 to 1998-10-16
V1.1.1 December 1998| Vote V 9905: 1998-12-01 to 1999-01-P9

ETSI



	Intellectual Property Rights
	Foreword
	Introduction
	1 Scope
	2 References
	3 Definitions, symbols, abbreviations and terminology
	3.1 Definitions
	3.2 Abbreviations
	3.3 Symbols
	3.3.1 Numerical ranges
	3.3.2 Bit and byte numbering
	3.3.3 Arithmetic operators
	3.3.4 Logical operators
	3.3.5 STI-C(LI) Field Types

	3.4 Ordering of bytes and bits for transmission
	3.5 Reserved bits
	3.6 STI-C character set
	3.6.1 STI-C(LI) message character set
	3.6.2 STI-C(TA) character set


	4 Overview of the Service Transport Interface definition
	4.1 Conceptual model of the Service Transport Interface
	4.2 The logical model of the STI
	4.3 The layered model of the STI
	4.4 The implementation model of the STI
	4.4.1 Examples of network topologies
	4.4.2 Hierarchical collection networks
	4.4.3 Multicasting


	5 Logical definition of the STI Data Part, STI-D(LI)
	5.1 General structure
	5.2 Error field (ERR)
	5.3 Frame characterization field (FC)
	5.3.1 Service provider identifier field (SPID)
	5.3.2 Reserved bits
	5.3.3 Data length field (DL)
	5.3.4 Reserved bits
	5.3.5 Data frame count field (DFCT)
	5.3.6 Number of streams field (NST)

	5.4 Stream characterization field (STC)
	5.4.1 Individual stream characterization field (ISTCStrm)
	5.4.1.1 Type identifier field (TID)
	5.4.1.2 Stream length field (STL)
	5.4.1.3 Type identifier extension field (TIDext)
	5.4.1.4 Stream cyclic redundancy checksum flag field (CRCSTF)
	5.4.1.5 Stream identifier field (STID)


	5.5 End-of-header field (EOH)
	5.5.1 Reserved bytes
	5.5.2 Header cyclic redundancy checksum field (CRCH)

	5.6 Main stream data field (MST)
	5.6.1 Individual stream data field (ISTDStrm)
	5.6.2 Stream cyclic redundancy checksum field (CRCSTStrm)

	5.7 End-of-frame field (EOF)
	5.8 STI-D(LI) time stamp field (TIST)
	5.9 Details of the individual streams carried in the MST
	5.9.1 MSC sub-channel streams
	5.9.1.1 MSC audio stream
	5.9.1.2 MSC data stream
	5.9.1.3 MSC packet mode stream

	5.9.2 MSC sub-channel contributions
	5.9.2.1 MSC packet mode data contributions

	5.9.3 FIC FIG stream
	5.9.4 FIC FIB stream
	5.9.5 In-house data


	6 Logical definition of the STI Control Part STI-C(LI)
	6.1 General Structure
	6.2 Message handling
	6.2.1 Data Exchange Sessions

	6.3 STI-C(LI) message set
	6.4 Action messages
	6.4.1 General rules to use action messages
	6.4.2 RCONFIG messages
	6.4.2.1 RCONFIG REQ
	6.4.2.2 RCONFIG DEF
	6.4.2.3 RCONFIG INF
	6.4.2.4 RCONFIG CAN
	6.4.2.5 RCONFIG ACK
	6.4.2.6 RCONFIG ERR


	6.5 Configuration messages
	6.5.1 General rules to use configuration messages
	6.5.2 CONFDEF messages
	6.5.2.1 CONFDEF INF
	6.5.2.2 CONFDEF DEF
	6.5.2.3 CONFDEF END
	6.5.2.4 CONFDEF DEL
	6.5.2.5 CONFDEF ERR

	6.5.3 SUBCHAN messages
	6.5.3.1 SUBCHAN DEF

	6.5.4 USESTRM messages
	6.5.4.1 USESTRM DEF

	6.5.5 CMPNENT messages
	6.5.5.1 CMPNENT DEF

	6.5.6 SERVICE messages
	6.5.6.1 SERVICE DEF

	6.5.7 USEFIGF messages
	6.5.7.1 USEFIGF DEF


	6.6 FIG file messages
	6.6.1 General rules to use FIG file messages
	6.6.2 FIGFILE messages
	6.6.2.1 FIGFILE INF
	6.6.2.2 FIGFILE DEF
	6.6.2.3 FIGFILE REC
	6.6.2.4 FIGFILE END
	6.6.2.5 FIGFILE DEL
	6.6.2.6 FIGFILE SEL
	6.6.2.7 FIGFILE DES
	6.6.2.8 FIGFILE ERR


	6.7 FIB grid messages
	6.7.1 General rules to use FIBGRID messages
	6.7.2 FIBGRID messages
	6.7.2.1 FIBGRID INF
	6.7.2.2 FIBGRID DEF
	6.7.2.3 FIBGRID REC
	6.7.2.4 FIBGRID END
	6.7.2.5 FIBGRID ACT
	6.7.2.6 FIBGRID ERR


	6.8 Resource messages
	6.8.1 General rules to use resource messages
	6.8.2 RESOURC messages
	6.8.2.1 RESOURC INF
	6.8.2.2 RESOURC DEF
	6.8.2.3 RESOURC END
	6.8.2.4 RESOURC ERR

	6.8.3 CHANCAP messages
	6.8.3.1 CHANCAP DEF

	6.8.4 STLIMIT messages
	6.8.4.1 STLIMIT DEF

	6.8.5 IDALLOC messages
	6.8.5.1 IDALLOC DEF

	6.8.6 IDLIMIT messages
	6.8.6.1 IDLIMIT DEF

	6.8.7 PACKCON messages
	6.8.7.1 PACKCON DEF

	6.8.8  FIGBLCK messages
	6.8.8.1 FIGBLCK DEF

	6.8.9 ANNSEND messages
	6.8.9.1 ANNSEND DEF


	6.9 Information messages
	6.9.1 General rules to use information messages
	6.9.2 CONINFO messages
	6.9.2.1 CONINFO INF
	6.9.2.2 CONINFO DEF

	6.9.3 CONNAME messages
	6.9.3.1 CONNAME INF
	6.9.3.2 CONNAME DEF
	6.9.3.3 CONNAME REC
	6.9.3.4 CONNAME END
	6.9.3.5 CONNAME ERR

	6.9.4 FIGINFO messages
	6.9.4.1 FIGINFO INF
	6.9.4.2 FIGINFO DEF

	6.9.5 FIGNAME messages
	6.9.5.1 FIGNAME INF
	6.9.5.2 FIGNAME DEF
	6.9.5.3 FIGNAME REC
	6.9.5.4 FIGNAME END
	6.9.5.5 FIGNAME ERR

	6.9.6 COUNTER messages
	6.9.6.1 COUNTER INF
	6.9.6.2 COUNTER DEF


	6.10 Supervision Messages
	6.10.1 General rules for the use of supervision messages
	6.10.2 PRERROR messages
	6.10.2.1 PRERROR GBG
	6.10.2.2 PRERROR UKN
	6.10.2.3 PRERROR SYN
	6.10.2.4 PRERROR SEM
	6.10.2.5 PRERROR PRT

	6.10.3 ALARMST messages
	6.10.3.1 ALARMST INF
	6.10.3.2 ALARMST DEF

	6.10.4 STERROR messages
	6.10.4.1 STERROR INF
	6.10.4.2 STERROR DEF



	7 Transport Adaptation for the STI control part STI-C(TA)
	7.1 General structure
	7.1.1 STI-C(TA) on synchronous physical links
	7.1.2 STI-C(TA) on asynchronous physical links

	7.2 The data link layer
	7.2.1 Start field (START)
	7.2.2 Network packet
	7.2.3 Cyclic redundancy checksum field (CRC)
	7.2.4 End field (END)
	7.2.5 Data link packet handling
	7.2.5.1 Packet transmission
	7.2.5.2 Packet reception


	7.3 Padding character
	7.4 The network layer
	7.4.1 Source address field (SAD)
	7.4.2 Destination address field (DAD)
	7.4.3 Transport packet
	7.4.4 Separator fields (SEP)
	7.4.5 Network packet handling
	7.4.5.1 Packet transmission
	7.4.5.2 Packet reception


	7.5 The transport layer
	7.5.1 Packet number (PKTNUM)
	7.5.2 Acknowledge Number (ACKNUM)
	7.5.3 Repetition Index (REP)
	7.5.4 Acknowledge field (ACK)
	7.5.5 Flag field (FLAG)
	7.5.6 Logical packet
	7.5.7 Separator fields (SEP)
	7.5.8 Transport packet handling
	7.5.8.1 Opening a connection
	7.5.8.2 Closing a connection
	7.5.8.3 Transmission on an open connection
	7.5.8.4 Reception on an open connection


	7.6 The logical layer
	7.6.1 STI-C(LI)
	7.6.2 Logical packet handling
	7.6.2.1 Packet transmission
	7.6.2.2 Packet reception



	8 Generic transport frame STI(PI, X)
	8.1 General
	8.2 Adaptation of the logical layer
	8.2.1 Synchronization field (SYNC)
	8.2.1.1 Error field (ERR)
	8.2.1.2 Frame synchronization field (FSYNC)

	8.2.2 Transport frame header field (TFH)
	8.2.2.1 Data frame size field (DFS)
	8.2.2.2 Control frame size field (CFS)

	8.2.3 Data frame field (DF)
	8.2.3.1 STI-D(LI) data field (D-LIDATA)
	8.2.3.2 Data frame padding field (DFPD)

	8.2.4 Control frame field (CF)
	8.2.5 Frame padding field (FRPD)


	9 Physical Interfaces for synchronous links
	9.1 G.703 interfaces, STI(PI, G.703)
	9.1.1 General description
	9.1.2 Adaptation of the STI(PI, X) to the STI(PI, G.703)
	9.1.3 Physical interface

	9.2 V.11 interface, STI(PI, V.11)
	9.2.1 General description
	9.2.2 Adaptation of the STI(PI, X) to the STI(PI, V.11)
	9.2.3 Physical interface

	9.3 WG1/WG2 interface, STI(PI, WG1/2)
	9.3.1 General description
	9.3.2 Adaptation of the STI(PI, X) to the STI(PI, WG1/2)
	9.3.3 Adaptation to the WG1/2 frame structure
	9.3.4 Physical interface

	9.4 IEC 958 interface, STI(PI, IEC958)
	9.4.1 General description
	9.4.2 Adaptation of the STI(PI, X) to the STI(PI, IEC958)
	9.4.3 Adaptation to the IEC 958 frame structure
	9.4.4 Physical interface

	9.5 G.704 interface with error protection, STI(PI, G.704/1)
	9.5.1 General description
	9.5.2 Transparency of STI(PI, G.704/1) layer to STI-D(LI)
	9.5.2.1 Transparency of STI(PI, G.704/1) 5592 layer to STI(PI, X)
	9.5.2.2 Transparency of STI(PI, G.704/1)5376 layer to STI(PI, X)

	9.5.3 STI(PI, G.704/1) structure
	9.5.3.1 G.704 reserved bytes
	9.5.3.2 STI(PI, G.704/1) reserved bytes
	9.5.3.2.1 Multiframe management byte, Mbl,s
	9.5.3.2.2 Multiframe supervision byte, Sbl,s


	9.5.4 STI(PI, G.704/1) multiframe generation
	9.5.4.1 General description
	9.5.4.2 Error coding and interleaving for STI(PI, G.704/1)5592
	9.5.4.2.1 Coding array formation
	9.5.4.2.2 Interleaving
	9.5.4.2.3 Output array formation

	9.5.4.3 Error coding and interleaving for STI(PI, G.704/1)5376
	9.5.4.3.1 Coding array formation
	9.5.4.3.2 Interleaving
	9.5.4.3.3 Output array formation


	9.5.5 Order of data transmission
	9.5.6 Error protection code
	9.5.7 Synchronization
	9.5.7.1 Synchronization of G.704 frames
	9.5.7.2 Synchronization of STI(PI, G.704/1) multiframes

	9.5.8 Physical interface
	9.5.9 Modifying the STI-D(LI) ERR field

	9.6 G.704 interface without error protection, STI(PI, G.704/2)
	9.6.1 General description
	9.6.2 Adaptation of the STI(PI, X) to the STI(PI, G.704/2)
	9.6.3 Adaptation to the G.704 frame structure
	9.6.3.1 G.704 reserved bytes
	9.6.3.2 STI(PI, G.704/2) generation
	9.6.3.2.1 Output array formation
	9.6.3.2.2 Order of data transmission
	9.6.3.2.3 Synchronization of G.704 frames


	9.6.4 Physical interface

	9.7 H.221 interfaces, STI(PI, H.221)
	9.7.1 General description
	9.7.2 Adaptation of the STI(PI, X) to the STI(PI, H.221)
	9.7.3 Adaptation to the H.221 frame structure
	9.7.3.1 H.221 reserved bits
	9.7.3.2 STI(PI, H.221) generation

	9.7.4 Physical interface


	10 Physical Interfaces for asynchronous links
	10.1 V.24 interface, STI(PI, V.24)
	10.1.1 General
	10.1.2 Adaptation of the STI(PI, X) to the STI(PI, V.24)
	10.1.3 Physical interface


	Annex A (normative): Calculation of CRC words in the STI
	Annex B (normative): Coding of timestamps in STI
	B.1 General
	B.2 Timestamp coding
	B.2.1 Expected range of timestamp values
	B.2.2 Null timestamp
	B.2.3 Reserved timestamp values
	B.2.4 Timestamp levels

	B.3 Mapping to STI-D(LI) timestamp bits
	B.4 Mapping to STI-D(PI, G.704/1) timestamp bits
	B.5 Interpretation of timestamp value
	B.6 Use of timestamps in LI and PI layers

	Annex C (normative): Definition of the WG1/2 Interface
	C.1 WG1/2 interface overview
	C.2 WG1/2 interface signals definition
	C.3 WG1/2 interface data-frame syntax
	C.4 WG1/2 physical interface

	Annex D (normative): Coding of NASC data
	D.1 General
	D.2 Frame Synchronous Signalling (FSS)
	D.2.1 FSS messages structure
	D.2.2 Pre-assigned FSS message types

	D.3 Asynchronous Signalling (ASS)
	D.3.1 ASS messages structure
	D.3.2 Pre-assigned ASS message types


	Annex E (normative): Behaviour of the STI during reconfiguration
	E.1 DAB multiplex configuration management
	E.2 STI reconfiguration procedure
	E.2.1 Service configuration definition
	E.2.2 Choosing the reconfiguration instant
	E.2.3 Requesting a reconfiguration
	E.2.4 Implementing the reconfiguration


	Annex F (informative): Use of the STI timestamp
	F.1 Delay between Service provider and users
	F.2 Setting the timestamp value
	F.3 Using the timestamp in multicasting

	Annex G (informative): Examples of STI-C(TA) protocol
	G.1 Opening and closing of an STI-C(TA) connection
	G.2 Transmission on an open connection
	G.3 Handling loss of packets

	Annex H (informative): Use of STI(PI,G.704/1) on T1 networks
	H.1 Introduction
	H.2 General outline of STI(PI, G.704/1-T1)
	H.3 Transparency of STI(PI, G.704/1-T1) layer to STI(PI, X)
	H.3.1 Transparency of STI(PI, G.704/1-T1)4464 layer to STI(PI, X)
	H.3.2 Transparency of STI(PI, G.704/1-T1)4320 layer to STI(PI, X)

	H.4 STI(PI, G.704/1-T1) structure
	H.5 Error protection for STI(PI, G.704/1-T1)

	Bibliography
	History

