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Intellectual Property Rights

Essential patents

IPRs essential or potentially essential to normative deliverables may have been declared to ETSI. The information
pertaining to these essential IPRs, if any, is publicly available for ETSI member s and non-member s, and can be found
in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETS in
respect of ETS standards’, which is available from the ETS| Secretariat. Latest updates are available on the ETSI Web
server (https://ipr.etsi.org/).

Pursuant to the ETSI IPR Policy, no investigation, including I PR searches, has been carried out by ETSI. No guarantee
can be given asto the existence of other IPRs not referenced in ETSI SR 000 314 (or the updates on the ETSI Web
server) which are, or may be, or may become, essential to the present document.

Trademarks

The present document may include trademarks and/or tradenames which are asserted and/or registered by their owners.
ETSI claims no ownership of these except for any which are indicated as being the property of ETSI, and conveys no
right to use or reproduce any trademark and/or tradename. Mention of those trademarks in the present document does
not constitute an endorsement by ETSI of products, services or organizations associated with those trademarks.

Foreword

This Group Specification (GS) has been produced by ETSI Industry Specification Group (1SG) Network Functions
Virtualisation (NFV).

Modal verbs terminology

In the present document "shall", "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and
"cannot" areto beinterpreted as described in clause 3.2 of the ETS| Drafting Rules (Verba forms for the expression of
provisions).

"must” and "must not" are NOT allowed in ETSI deliverables except when used in direct citation.
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1 Scope

The present document specifies a set of RESTful protocol specifications and data models fulfilling the requirements
specified in ETSI GS NFV-IFA 013 [3] for the interfaces used over the Os-Ma-nfvo reference point.

2 References

2.1 Normative references

References are either specific (identified by date of publication and/or edition number or version number) or
non-specific. For specific references, only the cited version applies. For non-specific references, the latest version of the
referenced document (including any amendments) applies.

Referenced documents which are not found to be publicly available in the expected location might be found at
https://docbox.etsi.org/Referencel.

NOTE: While any hyperlinks included in this clause were valid at the time of publication, ETSI cannot guarantee
their long-term validity.

The following referenced documents are necessary for the application of the present document.
[1] IANA: "Assigned Internet Protocol Numbers'.

NOTE: Available at https://www.iana.org/assignments/protocol -numbers/protocol-numbers.xhtml.

2] ETSI GS NFV-IFA 010: "Network Functions Virtualisation (NFV) Release 3; Management and
Orchestration; Functional requirements specification”.

[3] ETSI GSNFV-IFA 013: "Network Functions Virtualisation (NFV) Release 3; Management and
Orchestration; Os-Ma-Nfvo reference point - Interface and Information Model Specification”.

[4] ETSI GS NFV-SOL 003: "Network Functions Virtualisation (NFV) Release 3; Protocols and Data
Models, RESTful protocols specification for the Or-V nfm Reference Point".

[5] ETSI GSNFV-SOL 004: "Network Functions Virtualisation (NFV) Release 3; Protocols and Data
Models;, VNF Package and PNFD Archive specification”.

[6] IEEE 802.1Q™-2018: "I EEE Standard for Local and Metropolitan Area Networks - Bridges and
Bridged Networks".

[7 IETF RFC 791: "Internet Protocol".

NOTE: Available at https://tools.ietf.org/html/rfc791.

[8] IETF RFC 4776: "Dynamic Host Configuration Protocol (DHCPv4 and DHCPv6) Option for
Civic Addresses Configuration Information”.

NOTE: Available at https://tools.ietf.org/html/rfc4776.

[9] IETF RFC 5646: "Tags for Identifying Languages".

NOTE: Available at https://tools.ietf.org/html/rfc5646.

[10] IETF RFC 7233: "Hypertext Transfer Protocol (HTTP/1.1): Range Requests’.
NOTE: Available at https.//tools.ietf.org/html/rfc7233.

[11] IETF RFC 7396: "JSON Merge Patch'".

NOTE: Available at https://tools.ietf.org/html/rfc7396.
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[12]

NOTE:

[13]
[14]

[15]

[16]

[17]

NOTE:

[18]

[19]

[20]

NOTE:

[21]

NOTE:

[22]

NOTE:

[23]

NOTE:

[24]

NOTE:

[25]

NOTE:

[26]

NOTE:

[27]

[28]

[29]
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IETF RFC 8200: "Internet Protocol, Version 6 (IPv6) Specification".

Available at https://tools.ietf.org/html/rfc8200.

SO 3166 (all parts): "Codes for the representation of names of countries and their subdivisions'.

Recommendation ITU-T X.733: "Information technology - Open Systems Interconnection -
Systems Management: Alarm reporting function™.

ETSI GSNFV-IFA 027: "Network Functions Virtualisation (NFV) Release 3; Management and
Orchestration; Performance M easurements Specification”.

ETSI GSNFV-SOL 013: "Network Functions Virtualisation (NFV) Release 3; Protocols and Data
Models; Specification of common aspects for RESTful NFV MANO APIs".

IETF RFC 7193: "The application/cms Media Type".
Available at https://tools.ietf.org/html/rfc7193.

ETSI GSNFV-SOL 007: "Network Functions Virtualisation (NFV) Release 3; Protocols and Data
Models; Network Service Descriptor File Structure Specification”.

ETSI GSNFV-IFA 007: "Network Functions Virtualisation (NFV) Release 3; Management and
Orchestration; Or-V nfm reference point - I nterface and Information Model Specification”.

IETF RFC 7946: "The GeoJSON Format".

Available at https://tools.ietf.org/html/rfc7946.

IETF RFC 7432: "BGP MPLS-Based Ethernet VPN".

Available at https://tools.ietf.org/html/rfc7432.

IETF RFC 4761: "Virtual Private LAN Service (VPLS) Using BGP for Auto-Discovery and
Signaling”.

Available at https://tools.ietf.org/html/rfc4761.

IETF RFC 6624 "Layer 2 Virtual Private Networks Using BGP for Auto-Discovery and
Signaling".

Available at https://tools.ietf.org/html/rfc6624.

IETF RFC 4762: "Virtual Private LAN Service (VPLS) Using Label Distribution Protocol (LDP)
Signaling".

Availlable at https://tools.ietf.org/html/rfc4762.

IETF RFC 6074: "Provisioning, Auto-Discovery, and Signaling in Layer 2 Virtual Private
Networks (L2VPNs)".

Available at https://tools.ietf.org/html/rfc6074.

IETF RFC 4364: "BGP/MPLSIP Virtua Private Networks (VPNs)".

Available at https://tools.ietf.org/html/rfc4364.

ETSI GS NFV-IFA 005: "Network Functions Virtualisation (NFV) Release 3; Management and
Orchestration; Or-Vi reference point - Interface and Information Model Specification”.

ETSI GSNFV-IFA 032: "Network Functions Virtualisation (NFV) Release 3; Management and
Orchestration; Interface and Information Model Specification for Multi-Site Connectivity
Services'.

ETSI GS NFV-IFA 011: "Network Functions Virtualisation (NFV) Release 3; Management and
Orchestration; VNF Descriptor and Packaging Specification”.
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[30] IETF RFC 8214: "Virtual Private Wire Service Support in Ethernet VPN".
NOTE: Available at https://tools.ietf.org/html/rfc8214.

2.2 Informative references

References are either specific (identified by date of publication and/or edition number or version number) or
non-specific. For specific references, only the cited version applies. For non-specific references, the latest version of the
referenced document (including any amendments) applies.

NOTE: While any hyperlinksincluded in this clause were valid at the time of publication, ETSI cannot guarantee
their long-term validity.

The following referenced documents are not necessary for the application of the present document but they assist the
user with regard to a particular subject area.

[i.1] ETSI GSNFV-SOL 001: "Network Functions Virtualisation (NFV) Release 3; Protocols and Data
Models; NFV descriptors based on TOSCA specification™.

[i.2] OpenStack®: "Disk and container formats for images'.

NOTE 1. Available from https://docs.openstack.org/glance/pike/user/formats.html.

NOTE 2: The OpenStack® Word Mark and OpenStack Logo are either registered trademarks/service marks or
trademarks/service marks of the OpenStack Foundation, in the United States and other countries and are
used with the OpenStack Foundation's permission. ETSI is not affiliated with, endorsed or sponsored by
the OpenStack Foundation, or the OpenStack community.

[i.3] OpenAPI™ Specification.
NOTE 1. Available at https://github.com/OA1/OpenAPI-Specification.

NOTE 2: OpenAPI Specification and OpenAPI Initiative and their respective logos, are trademarks of the Linux

Foundation.
[i.4] Void.
[i.5] Void.
[i.6] Void.
[i.7] ETSI GS NFV-SOL 015: "Network Functions Virtualisation (NFV); Protocols and Data Models;

Specification of Patterns and Conventions for RESTful NFV-MANO APIs".

[i.8] ETSI GSNFV-SOL 010: "Network Functions Virtualisation (NFV) Release 3; Protocols and Data
Models; VNF Snapshot Package specification”.

3 Definition of terms, symbols and abbreviations
3.1 Terms
Void.

3.2 Symbols

Void.
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3.3

For the purposes of the present document, the following abbreviations apply:

API
AS
BFD
BGP
BSS
CE
CIDR
CP
CPD
CSAR
CSE
DC
DF
DSCP
EM
ETH
ETSI
FM
GS
GUI
GwW
HTML
HTTP
HTTPS
IANA
ICMP
IETF
IFA
IP
JSON
LACP
LAG
LB
LCCN
LCM
MAC
MANO
MSCS
MTU
NFP
NFPD
NFV
NFVI
NFVO
NS
NSD
OSPF
0SS
PDU
PE
PKG
PM
PNF
PNFD
RAM
RFC
RIP
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Abbreviations

Application Programming Interface
Autonomous System

Bidirectional Forwarding Detection
Border Gateway Protocol

Business Support System

Customer Edge

Classless Inter-Domain Routing
Connection Point

CP Descriptor

Cloud Service Archive
Connectivity Service Endpoint
Data Centre

Deployment Flavour

Differentiated Services Code Point
Element Management

Ethernet

European Telecommunications Standards I nstitute
Fault Management

Group Specification

Graphical User Interface

Gateway

Hypertext Markup Language
Hypertext Transfer Protocol

HTTP Secure

Internet Assigned Numbers Authority
Internet Control Message Protocol
Internet Engineering Task Force
Interfaces and Architecture

Internet Protocol

Javascript Object Notation

Link Aggregation Control Protocol
Link Aggregation Group

Load Balancer

Lifecycle Change Notification
Lifecycle Management

Medium Access Control
Management and Orchestration
Multi-Site Connectivity Service
Maximum Transmission Unit
Network Forwarding Path

NFP Descriptor

Network Functions Virtualisation
Network Function Virtualisation Infrastructure
NFV Orchestrator

Network Service

Network Service Descriptor

Open Shortest Path First

Operation Support System

Packet Data Unit

Provider Edge

Package

Performance Management

Physical Network Function
Physical Network Function Descriptor
Random-Access Memory

Request For Comments

Routing Information Protocol
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SAP Service Access Point

SAPD Service Access Point Descriptor

TCP Transmission Control Protocol

TLS Transport Layer Security

TOSCA Topology and Orchestration Specification for Cloud Applications

UDP User Datagram Protocol

UNI User Network Interface

URI Uniform Resource Identifier

VDU Virtualisation Deployment Unit

VIM Virtualised Infrastructure Manager

VL Virtual Link

VLAN Virtual Local Area Network

VLD VL Descriptor

VN Virtual Network

VNF Virtualised Network Function

VNFC VNF Component

VNFD V NF Descriptor

VNFFG VNF Forwarding Graph

VNFFGD VNFFG Descriptor

VNFM VNF Manager

VNI VXLAN Network Identifier

VPN Virtual Private Network

VRF Virtual Routing and Forwarding

VRRP Virtual Router Redundancy Protocol

VTEP VXLAN Tunnel Endpoint

VXLAN Virtual eXtensible LAN

WAN Wide Area Network

WIM WAN Infrastructure Manager

YAML YAML Ain't Markup Language

YANG Y et Another Next Generation
4 General Aspects
4.1 Overview

The present document defines the protocol and data model for the following interfaces, in the form of RESTful
Application Programming Interface (API) specifications:

NSD Management interface (as produced by the NFV O towards the OSS/BSS)

NS Lifecycle Management interface (as produced by the NFV O towards the OSS/BSS)
NS Performance Management interface (as produced by the NFV O towards the OSS/BSS)
NS Fault Management interface (as produced by the NFV O towards the OSS/BSS)

VNF Package Management interface (as produced by the NFV O towards the OSS/BSS)
NFVI Capacity Information interface (as produced by the NFV O towards the OSS/BSS)

VNF Snapshot Package Management interface (as produced by the NFV O towards the OSS/BSS)

Table 4.1-1 lists the versions of the APIs defined in the present document.
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Table 4.1-1: Versions of the APIs specified in the present document

API APl version
NSD Management interface 2.1.0
NS Lifecycle Management interface 2.0.0
NS Performance Management interface 2.1.0
NS Fault Management interface 1.2.0
VNF Package Management interface 2.1.0
NFVI Capacity Information interface 1.0.0
VNF Snapshot Package Management interface 1.0.0

The design of the protocol and data model for the above interfaces is based on the information model and requirements
defined in ETSI GSNFV-IFA 013 [3]. In clause 4, general aspects are specified that apply to multiple APIs on the
Os-Ma-nfvo reference point. In addition, the provisionsin clauses 4, 5, 6, 8 and 9 of ETSI GS NFV-SOL 013 [16]
define common aspects of RESTful NFV MANO APIs, and shall apply for all APIs defined in the present document.

In the subsequent clauses, the protocol and data model for the individual interfaces are specified. Per interface, the
resource structure with associated HT TP methods is defined and applicable flows are provided. Further, the resources
and the data model are specified in detail.

Annex A provides the mapping of the combination of resources and methods defined in the present document to the
operations defined in ETSI GS NFV-IFA 013 [3].

Even though the various interfaces defined in the present document are related, implementations shall not assume a
particular order of messages that arrive via different interfaces.

4.2 Void
4.3 Void

4.4 Common data types

4.4.1 Structured data types

4411 Introduction

This clause defines data structures that are referenced from data structures in multiple interfaces. In addition, the
structured data types defined in clause 7.1 of ETSI GS NFV-SOL 013 [16] shall apply.

4.4.1.2 Void
4.4.1.3 Void
4.4.1.3a Void
4414 Void

4415 Type: NsInstanceSubscriptionFilter

This type represents subscription filter criteriato match NSinstances. It shall comply with the provisions defined in
table 4.4.1.5-1.
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Table 4.4.1.5-1: Definition of the NsInstanceSubscriptionFilter data type

Attribute name

Data type

Cardinality

Description

nsdlds

Identifier

0..N

If present, match NS instances that were
created based on an NSD identified by one of
the nsdld values listed in this attribute.

See note 1.

vnfdlds

Identifier

0..N

If present, match NS instances that contain
VNF instances that were created based on a
VNFD identified by one of the vnfdld values
listed in this attribute.

See note 1.

pnfdlds

Identifier

0..N

If present, match NS instances that contain
PNFs that are represented by a PNFD
identified by one of the pnfdid values listed in
this attribute.

See note 1.

nsinstancelds

Identifier

0..N

If present, match NS instances with an
instance identifier listed in this attribute.
See note 2.

nsinstanceNames

String

0..N

If present, match NS instances with an NS
Instance Name listed in this attribute.
See note 2.

NOTE 1: The attributes "nsdlds", "vnfdlds" and "pnfdlds" are alternatives to reference to NS instances that are
created based on certain NSDs, or contain VNF instances that are based on certain VNFDs, or contain
PNFs that are based on certain PNFDs in a filter. They should not be used together in the same filter
instance, but one alternative should be chosen.

NOTE 2: The attributes "nsinstancelds” and "nsinstanceNames" are alternatives to reference to particular NS
Instances in a filter. They should not be used both in the same filter instance, but one alternative should be
chosen.

4.4.1.6 Type: ResourceHandle

This type represents the information that allows addressing a virtualised resource that is used by a VNF instance or by
an NS instance. Information about the resource is available from the VIM. The ResourceHandle type shall comply with
the provisions defined in table 4.4.1.6-1.

Table 4.4.1.6-1: Definition of the ResourceHandle data type

Attribute name

Data type

Cardinality

Description

vimid

Identifier

0.1

Identifier of the VIM or WIM under whose control this
resource is placed.

This attribute shall be present if VNF-related resource
management in direct mode is applicable. It shall also be
present for resources that are part of an NS instance
such as virtual link resources.

resourceProviderld

Identifier

0.1

Identifier of the entity responsible for the management of
the resource.

This attribute shall only be supported and present when
VNF-related resource management in indirect mode is
applicable. The identification scheme is outside the
scope of the present document.

resourceld

IdentifierlnVim

1

Identifier of the resource in the scope of the VIM, the
WIM or the resource provider.

vimLevelResourceType

String

0.1

Type of the resource in the scope of the VIM, the WIM or
the resource provider. See note.

NOTE:

The value set of the "vimLevelResourceType" attribute is within the scope of the VIM, the WIM or the resource

provider and can be used as information that complements the ResourceHandle.

ETSI




31 ETSI GS NFV-SOL 005 V3.3.1 (2020-09)
4.41.7 Void

4.4.2 Simple data types and enumerations

4421 Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in multiple
interfaces.

4.4.2.2 Simple data types

Table 4.4.2.2-1 defines simple data types for reference from data type definitions in the present document. In addition,
the simple data types defined in clause 7.2.2 of ETSI GS NFV-SOL 013 [16] shall apply.

Table 4.4.2.2-1: Simple data types

Type name Description

IdentifierlnNs An identifier that is unique with respect to an NS. Representation: string of variable
length.

IdentifierlnNsd An identifier that is unique within an NS descriptor. Representation: string of variable
length.

IdentifierlnPnf An Identifier that is unique within respect to a PNF. Representation: string of variable
length.

IdentifierlnVim An identifier maintained by the VIM or other resource provider. It is expected to be
unique within the VIM instance. Representation: string of variable length.

4423 Enumerations

The enumerations defined in clause 7.2.3 of ETSI GS NFV-SOL 013 [16] shall apply to be available for referencing
from data type definitions in the present document.

4.5 Void
4.6 Void
4.7 Void
5 NSD Management interface

5.1 Description

This interface allows the OSS/BSS to invoke management operations of NSDs towards the NFVO and to subscribe to
notifications related to NSD management changes.

The operations provided through this interface are as follows:
J Create NSD Info
. Upload NSD archive
J Fetch NSD archive

. Update NSD Info
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. Delete NSD

. Query NSD Info

. Read NSD

o Fetch NSD archive manifest
. Fetch NSD archive artifact

. Create PNFD Info

. Upload PNFD archive

. Fetch PNFD archive

. Update PNFD Info

. Delete PNFD

. Query PNFD Info

. Read PNFD

. Fetch PNFD archive manifest
J Fetch PNFD archive artifact
e  Subscribe

e  Terminate Subscription

. Query Subscription Information
. Notify

Thisinterface also enables to invoke error handling procedures (i.e. Retry, Rollback, Continue, Cancel, and Fail) on the
actual NS lifecycle management operation occurrences, and APl version information retrieval.

The state changes of an NSD areillustrated in clause B.2.

5.1a APl version

For the NSD management interface version as specified in the present document, the MAJOR version field shall be 2,
the MINOR version field shall be 1, and the PATCH version field shall be 0 (see clause 9.1 of ETSI

GS NFV-SOL 013 [16] for adefinition of the version fields). Consequently, the { apiMajorVersion} URI variable shall
be set to "v2".

5.2 Resource structure and methods
All resource URIs of the API shall use the base URI specification defined in clause 4.1 of ETSI GS NFV-SOL 013 [16].

The string "nsd" shall be used to represent { apiName} . All resource URIsin the clauses below are defined relative to
the above base URI.

Figure 5.2-1 shows the overall resource URI structure defined for the NSD management interface.
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Figure 5.2-1: Resource URI structure of NSD Management Interface

Table 5.2-1 liststhe individual resources defined, and the applicable HTTP methods.
The NFVO shall support responding to requests for all HTTP methods on the resourcesin table 5.2-1 that are marked as

"M" (mandatory) in the "Cat" column. The NFV O shall also support the "API versions' resources as specified in
clause 9.3.2 of ETSI GS NFV-SOL 013 [16].
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Table 5.2-1: Resources and methods overview of the NSD Management interface

Resource name Resource URI HTTP | Cat Meaning
Method
NS Descriptors /ns_descriptors GET M Query information about multiple
NS descriptor resources.
POST M |Create a new NS descriptor
resource.
Individual NS Ins__ descriptors/{nsdinfold} Read information about an
. GET M | -
Descriptor individual NS descriptor resource.
Modify the operational state
PATCH M |and/or the user defined data of an
individual NS descriptor resource.
DELETE M Delete an individual NS descriptor
resource.
GET M |Fetch the content of an NS
NSD archive content |/ns_descriptors/{nsdinfold}/nsd_archive_c descriptor archive.
ontent PUT M |Upload the content of an NS
descriptor archive.
NSD of an individual |/ns_descriptors/{nsdinfold}/nsd GET M |Read an onboarded NS
NSD archive descriptor.
Manifest of an Ins_descriptors/{nsdinfold}/manifest GET M |Fetch the manifest file of an
individual NSD onboarded NSD archive.
archive
Individual NSD Ins_descriptors/{nsdinfold}/artifacts/{artifa |GET M  |Fetch individual NSD archive
archive artifact ctPath} artifact.
PNF Descriptors /pnf_descriptors GET M |Query information about multiple
PNF descriptor resources.
POST M |Create a new PNF descriptor
resource.
Individual PNF /pnf_descriptors/{pnfdinfold} GET M |Read information about an
Descriptor individual PNF descriptor
resource.
Modify the user defined data of an
PATCH M |individual PNF descriptor
resource.
DELETE M Delett_a an individual PNF
descriptor resource.
PNFD archive /pnf_descriptors/{pnfdinfold}/pnfd_archive |GET M |Fetch the content of a PNF
content _content descriptor archive.
PUT M |Upload the content of a PNF
descriptor archive.
PNFD of an /pnf_descriptors/{pnfdinfold}/pnfd GET M |Read an onboarded PNF
individual PNFD descriptor.
archive
Manifest of an /pnf_descriptors/{pnfdinfold}/manifest GET M  |Fetch the manifest file of an
individual PNFD onboarded PNFD archive.
archive
Individual PNFD /pnf_descriptors/{pnfdinfold}/artifacts/{artif |GET M |Fetch individual PNFD archive
archive artifact actPath} artifact.
Subscriptions /subscriptions Subscribe to NS descriptor and
POST M  |PNF descriptor change
notifications.
GET M |Query multiple subscriptions.
Individual /subscriptions/{subscriptionld} GET M |Read an individual subscription
subscription resource.
DELETE M |Terminate a subscription.
Notification endpoint |(provided by API consumer) See Notify about NS descriptor and
POST note PNF descriptor changes.
See note.
GET See |Test the notification endpoint.
note |See note.

NOTE:

"Notification endpoint” resource.

The NFVO shall support invoking the HTTP methods defined for the "Notification endpoint” resource
exposed by the OSS/BSS. If the OSS/BSS supports invoking the POST method on the "Subscriptions™
resource towards the NFVO, it shall also support responding to the HTTP requests defined for the
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Sequence diagrams (informative)

Flow of the creation of an individual NS descriptor resource

This clause describes the procedure for creating an individual NS descriptor resource.

DS55/B5S

! 1. POST .../ns_descriptors (CreateMsdinfoRequest)

MEYO

3.

201 Created (Msdinfa)

y

nsdOnhoardingState="CREATED",
" nsdCperationalState="DISABLED", and
nsdUsageState="NCOT _IN_USE"

[ —— .

|
I creates a new NS descriptor resource with

T GhEnREEEE T

:'E:'. ........

Postcondition: The individual NS descriptor resource is created. I}]

OSS/BSS

MEYIO

Figure 5.3.1-1: Flow of the creation of an individual NS descriptor resource

The procedure consists of the following steps asillustrated in figure 5.3.1-1:

1) The OSS/BSS sends a POST request to the "NS descriptors' resource including in the payload body a data
structure of type " CreateNsdlnfoRequest”.

2) TheNFVO creates anew NS descriptor resource with nsdOnboardingState="CREATED",
nsdOperational State="DISABLED" and nsdUsageState="NOT_IN_USE".

3) TheNFVO returnsa 201 Created response containing a representation of the individual NS descriptor resource
just created by the NFVO.

Postcondition: Upon successful completion, the individual NS descriptor resource has been created with
nsdOnboardingState="CREATED", nsdOperational State="DISABLED", and hsdUsageState="NOT _IN_USE".
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5.3.2 Flow of the uploading of NSD archive content

This clause describes the procedure for the uploading of an NSD archive.

OSS/BSS MFEYO

Precondition: A NS descriptor resource has already been created. I}]

; 1. PUT ../ns_descriptorsf{nsdinfoldl/nsd_archive_content >

alt / [for asynchronous processing]
]

| 2,202 Accepted |
< .

[succeslsful uploading of H5D content]
"3 204 Mo Content
[

:H( 4. Send NsdOnboardingNotification [

OS5/BSS MFEYO

Figure 5.3.2-1: Flow of the uploading of NSD archive content

NOTE: Dueto possible race conditions, the 202 or 204 response and the NsdOnBoardingNotification can arrive
in any order at the OSS/BSS.

Precondition: An NS descriptor resource has been created and the value of "onboardingState" attribute equals to
"CREATED", or the value of "onboardingState” egqualsto "ERROR" due to a previous failure of uploading or
processing.

The procedure consists of the following steps asillustrated in figure 5.3.2- 1.

1) TheOSS/BSS sendsaPUT request to an "NSD archive content” resource using a"Content-Type" HTTP
header as defined in clause 5.4.4.3.3 of the present document.

2)  For asynchronous processing, the NFV O returns 202 Accepted".

3) Otherwise, the NFVO returns a*204 No Content” response to the OSS/BSS with an empty payload body for
successful uploading of the NSD content.

After successful uploading and processing, the NFV O sends an NsdOnboardingNotification to the OSS/BSS.

Error handling: In case of failure, appropriate error information is provided in the response, and/or the
"onboardingState" is set to "ERROR".
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5.3.3 Flow of the fetching of an onboarded NSD archive

This clause describes the procedure for fetching the content of an onboarded NSD archive.

DS5/BSS MFYO
) )
Frecondition: The NSD has been on-boarded to the NFVO. Iﬁ
alt J [fetch the whole HSD archive content]

i 1. GET .. ins_descriptors/{nsdinfoldynsd_archive_content

(2. 200 0K (NSD archive file) |

Y

I

[fetch tl'lle HSD archive content using partial download]
' 3. GET .../ns_descriptors/{nsdinfold}/nsd_archive_content (Range: bytes=xxx-yyy)

-
4. 206 Partial Content (Content-Range: bytes=xxx-yyy/zzz, Partial content of the NSD archive file)

[
FPostcondition: The OSS/BSS gets the whole or partial content of the NSD archive file. I}]

OS5/BSS MFEWO

Figure 5.3.3-1: Flow of the fetching of an NSD archive

Precondition: The NSD is on-boarded to the NFVO.
Fetching an on-boarded NSD, asillustrated in figure 5.3.3-1, consists of the following steps:
1) If fetching the whole NSD content, the OSS/BSS sends a GET reguest to the "NSD content” resource.

2) TheNFVO returnsa"200 OK" response, and includes a copy of the complete NSD archive in the payload
body.

NOTE: The complete NSD archiveisthe zip file as onboarded in the Upload NSD archive operation.

3)  If fetching the NSD content using partial download, the OSS/BSS sends a GET request to the "NSD content”
resource, and includes a"Range" HTTP header indicating the partition of the NSD content that needs to be
transferred.

4) TheNFVO returnsa"206 Partial Content” response with a payload body containing the partial content of the
NSD, and a"Content-Range" HTTP header indicating the byte range enclosed in the payload and the compl ete
length of the NSD.

Postcondition: Upon successful completion, the OSS/BSS gets the whole or partial content of the NSD.

Error handling: In case of failure, appropriate error information is provided in the response.
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5.34 Flow of the update of an individual NS descriptor resource

This clause describes the procedure for the update of an NS descriptor resource. The Update NSD Info operation allows
for the modification of the operational state and/or user defined data of an individual NS descriptor resource.

DSS5/BSS MNFYO

Precondition: The individual NSD descriptor resource has been created. To modify the nsdOperationalState, the
individual NS descriptor has nsdOperationalState="0ONBOARDED".

1. PATCH .../ns_descriptorsd{nsdinfold} (nsdinfoModifications)

4. Send NsdChangeNotification to OS5/B55

T T

| | updates infarmation

| 1 2. about an individual

! ' NS descriptor resource
3. 200 OK (nsdinfoModifications)

Fostcondition: The information of an individual NS descriptor resource is updated. B]

D55/B5S MEYO

Figure 5.3.4-1: Flow of the update of an individual NS descriptor resource

NOTE: Dueto possible race conditions, the 200 response and the NsdChangeNotification can arrive in any order
at the OSS/BSS.

Precondition: Theindividual NS descriptor resource has been created. To modify the nsdOperational State from
"ENABLED" to "DISABLED" or vice-versa, the individual NS descriptor resource has
nsdOnboardingState="ONBOARDED".

The procedure consists of the following steps asillustrated in figure 5.3.4-1.
1) The OSS/BSS sendsa PATCH request to the "Individual NS descriptor" resource.
2) The NFVO modifies the information associated with the individual NS descriptor resource.

3) TheNFVO returnsa"200 OK" response including the data structure of type "nsdinfoModifications' in the
payload body.

4)  When modifying the nsdOperational State attribute, the NFV O sends to the OSS/BSS an
NsdChangeNotification to indicate the state change of the individual NS descriptor resource.

Postcondition: Upon successful completion, the information about an individual NS descriptor resource has been
updated.
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5.35 Flow of the deletion of an individual NS descriptor resource

This clause describes the procedure for the deletion of an individual NS descriptor resource.

OS5/BSS

MEYO

Precondition: MSD has been on-boarded to the NFWVO,
the operational state of the NSD is "DISABLED",
and the usage state of the NSD is "NOT_IN_USE".

1. DELETE .../ns_descriptorsi{nsdinfold}

3. 204 Mo Content

.

deletes an individual
" NS descriptor resource

Fosteondition: The individual NS descriptor resource is deleted. I}]

OS5/BSS

MFEYO

Figure 5.3.5-1: Flow of the deletion of an individual NS descriptor resource

NOTE: Dueto possible race conditions, the 204 response and the NsdDel etionNotification can arrive in any order

at the OSS/BSS.

Precondition: NSD has been on-boarded to the NFV O, the operational state of the NSD is equal to "DISABLED", and

the usage state of the NSD isequal to "NOT _IN_USE".

The procedure consists of the following steps asillustrated in figure 5.3.5-1:

1) The OSS/BSS sendsa DELETE request to an "Individual NS descriptor” resource.

2) TheNFVO deletesthe individual NS descriptor resource.

3) TheNFVOreturnsa"204 No Content" response to the OSS/BSS with an empty payload body.

4) TheNFVO sendsto the OSS/BSS an NsdDeletionNotification to indicate the deletion of the individual NS

descriptor resource.

Postcondition: Upon successful completion, the individual NS descriptor resource has been deleted.
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5.3.6 Flow of the querying/reading of NS descriptor information

This clause describes the procedure for querying information about multiple NS descriptor resources and reading
information about an individual NS descriptor resource.

D55/BSS MFYO

Frecondition: One or more NS descriptor resources have been created. B]

|
alt J/ [query information about murtiple HS descriptor resources])
1. GET .../ns_descriptors

>

2,200 QK (Medinfo[]) i
-

[read in1|’urmatiun about an individual NS delscriptur resource]

' 3. GET .../ns_descriptors/{id} }:

'L{ 4. 200 OK (Msdinfo) !

Postcondition: The OSS/BSS gets the information of multiple NS descriptor j

resources or an individual NS descriptor resource.

D55/BSS MFYO

Figure 5.3.6-1: Flow of the querying/reading of NS descriptor resources

Precondition: One or more NS descriptor resources have been created.
The procedure consists of the following steps asillustrated in figure 5.3.6-1:

1) If the OSS/BSS intends to query information about multiple NS descriptor resources, it sends a GET request to
the "NS descriptors' resource.

2) TheNFVOreturnsa"200 OK" response and includes in the payload body zero or more data structures of type
"NsdInfo".

3) If the OSS/BSS intends to read information about an individual NS descriptor resource, the OSS/BSS sends a
GET request to the "Individual NS descriptor” resource, addressed by the appropriate Nsdinfo identifier in its
resource URI.

4) TheNFVO returnsa"200 OK" response, and includes in the payload body a data structure of type "Nsdinfo".

Postcondition: Upon successful completion, the OSS/BSS gets the information of multiple (i.e. zero or more) NS
descriptor resources or an individual NS descriptor resource.

Error handling: In case of failure, appropriate error information is provided in the response.
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5.3.6a Flow of reading the NSD

This clause describes the procedure for reading an onboarded NSD.

OS5/BSS MNFYO

Precondition: The MSD is on-boarded to the NFWVO. Il|

| 1. GET .../ns_descriptors/{nsdinfold)nsd }:

| ¢ 2200 OK (nsd) g

O5S5/BSS MNFWO

Figure 5.3.6a-1: Flow of reading an NSD

Precondition: The NSD is onboarded to the NFVO.
The procedure consists of the following steps asillustrated in figure 5.3.6a-1:
1) The OSS/BSS sendsa GET request to the "nsd" resource.
2) TheNFVOreturnsa"200 OK" response and includes a copy of the NSD in the payload body.

5.3.6b  Flow of fetching the manifest file of an onboarded NSD archive

This clause describes the procedure for fetching the manifest file of an onboarded NSD.

D55/BSS MEYO

Frecondition: The NSD is on-boarded to the NFYVO. B'

; 1. GET .../ns_descriptorsf{nsdinfold}manifest

. >
'_( 2. 200 Ok (manifest) '

055/B55 MFYO

Figure 5.3.6b-1: Flow of fetching the manifest file of an onboarded NSD archive

Precondition: The NSD is onboarded to the NFVO.
The procedure consists of the following steps asillustrated in figure 5.3.6b-1:
1) The OSS/BSS sendsa GET request to the "manifest” resource.

2) TheNFVOreturnsa"200 OK" response and includes a copy of the manifest file in the payload body.
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5.3.6¢c  Flow of fetching an NSD archive artifact

This clause describes the procedure for fetching an individual artifact contained in an on-boarded NSD archive.

OS5S/BSS MFWO

Precondition: The MSD archive is on-boarded to the NFWVO! Iﬁ

alt [fetch the whole content of the artifact]
i 1. GET .../ns_descriptors/{nsdinfold Yartifacts/{artifactPath}

ke
v

| 2,200 OK (artifact file)

e

[fetch tl'lle artifact using partial download]
' 3. GET .. ./ns_descriptors/{nsdinfoldfartifacts/{artifactPath} (Range: bytes=xux-yyy)

b
v

4. 206 Partial Content (Content-Range: bytes=xxx-yyy/zzz, Partial content of the artifact file) |

O55/B55 MNFWVO

Figure 5.3.6¢-1: Flow of fetching an NSD archive artifact

Precondition: The NSD archive is on-boarded to the NFVO.

Fetching an individual artifact contained in an on-boarded NSD archive, asillustrated in figure 5.3.6¢-1, consists of the
following steps:

1) If fetching the whole content of the artifact, the OSS/BSS sends a GET reguest to the "Individual NSD archive
artifact” resource.

2) TheNFVO returnsa"200 OK" response, and includes a copy of the applicable artifact file from the NSD
archive in the payload body.

3) If fetching the artifact using partial download, the OSS/BSS sends a GET request to the "Individual NSD
archive artifact” resource and includes a"Range" HTTP header indicating the partition of the artifact needs to
be transferred.

4) TheNFVO returnsa"206 Partial Content” response with a payload body containing the partial content of the
artifact file, and a " Content-Range" HTTP header indicating the byte range enclosed in the payload and the
complete length of the artifact file.

Error handling: In case of failure, appropriate error information is provided in the response.
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5.3.7 Flow of the creation of an individual PNF descriptor resource

This clause describes the procedure for creating an individual PNF descriptor resource.

O5S/B5S MNFEYO

! 1. POST . Jpnf_descriptors (CreatePnfdInfoRequest) ’_E

creates a new PMF descriptor resource with
2. pnfdOnboardingState="CREATED" and
pnfdUsageState="NOT _IN_USE"

< 3. 201 Created (Pnfdlnfo) |

Postcondition: The individual PMF descriptor resource is created. I}]

D55/BSS MNFEYO

Figure 5.3.7-1: Flow of the creation of an individual PNF descriptor resource

The procedure consists of the following steps asillustrated in figure 5.3.7-1:

1) The OSS/BSS sends a POST reguest to the "PNF descriptors' resource including in the payload body a data
structure of type " CreatePnfdl nfoRequest”.

2) TheNFVO creates anew PNF descriptor resource with pnfdOnboardingState="CREATED" and
pnfdUsageState="NOT_IN_USE".

3) TheNFVO returnsa 201 Created response containing a representation of the individual PNF descriptor
resource just created by the NFVO.

Postcondition: Upon successful completion, the individual PNF descriptor resource has been created with
pnfdOnboardingState="CREATED" and pnfdUsageState="NOT _IN_USE".

5.3.8 Flow of the uploading of PNFD archive

This clause describes the procedure for the uploading of a PNFD archive.

D55/B5S5 MFYO

Precondition: A FPMF descriptor resource has already been created
with "PnfdOnboardingState"=CREATED and "pnfdlUsageState™=NOT _IN_LISE.

1. PUT .../pnf_descriptorsf{pnfdinfold}/pnfd_archive_content

-

2. 204 Mo Content

=

' . 3. Send PnfdOnboardingNotification

OS5/BSS MNFYO

Figure 5.3.8-1: Flow of the uploading of PNFD archive content
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to "CREATED" or the value of the "pnfdOnboardingState" attribute equalsto "ERROR" due to a previous failure of
uploading or processing.

The procedure consists of the following steps asillustrated in figure 5.3.8- 1.

1) The OSS/BSS sendsaPUT request to a"PNFD archive content” resource using a"Content-Type' HTTP
header as defined in clause 5.4.4.3.3 of the present document.

2) TheNFVO returnsa"204 No Content" response to the OSS/BSS with an empty payload body for successful

uploading of the PNFD content.

3)  After successful uploading and processing, the NFV O sends a PnfdOnboardingNotification to the OSS/BSS.

Error handling: In case of failure, appropriate error information is provided in the response, and/or the

"pnfdOnboardingState” is set to "ERROR".

5.3.9 Flow of the fetching of an onboarded PNFD archive

This clause describes the procedure for fetching the content of an onboarded PNFD archive.

055/B55 MFEWO
1 |
Frecondition: The PMFD has been on-hoarded to the NFWO.
alt J [fetch the whole PHFD archive content]

i 1. GET ../fprf_descriptors/{nsdinfoldpnfd_archive_content

i 2. 200 0K (PNFD archive fils)

Y

=

[fetch tl'lle PHFD archive content using partial download]
! 3. GET .../ns_descriptors/{nsdinfold}/pnfd_archive_content (Range: bytes=xxx-yyy)

4. 206 Partial Content (Content-Range: bytes=xxx-yyy/zzz, Partial content of the PNFD archive file)

b
=

Fostcondition: The OSS/BSS gets the whole or partial content of the PMNFD archive file.

D05S/BSS

Figure 5.3.9-1: Flow of the fetching of PNFD archive content

Precondition: The PNFD has been on-boarded to the NFVO.

Fetching an on-boarded PNFD, asillustrated in figure 5.3.9-1, consists of the following steps:

1) The OSS/BSS sends a GET request to the "PNFD content” resource.

MFWO

2) TheNFVO returnsa"200 OK" response and includes a copy of the complete PNFD archive in the payload

body.

NOTE: The complete PNFD archiveisthe zip file as onboarded in the Upload PNFD archive operation.

3) If fetching the PNFD archive using partial download, the OSS/BSS sends a GET request to the "PNFD archive
content” resource and includes a"Range" HTTP header indicating the partition of the PNFD archive content

that needs to be transferred.

4) TheNFVO returnsa"206 Partial Content” response with a payload body containing the partial content of the
PNFD archive, and a"Content-Range" HTTP header indicating the byte range enclosed in the payload and the

complete length of the PNFD archive content.
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Postcondition: Upon successful completion, the OSS/BSS gets the content of the PNFD.

Error handling: In case of failure, appropriate error information is provided in the response.

5.3.10 Flow of the deletion of an individual PNF descriptor resource

This clause describes the procedure for the deletion of an individual PNF descriptor resource.

OSS/BSS MNFYO

Precondition: There is no NS instance using the PNFD
and there is na NSD referencing it.
I I

1. DELETE ...Jpnf_descriptors/{pnfdinfold} }'

deletes an individual
" PMF descriptor resource

D
3. 204 No Content
4. Send PnfdDeletionNotification |
D55/B55 MNFYD

Figure 5.3.10-1: Flow of the deletion of an individual PNF descriptor resource

Precondition: NSD has been on-boarded to the NFV O and in the Disabled state.

The procedure consists of the following steps asillustrated in figure 5.3.10-1:

1)
2)
3)
4)

The OSS/BSS sends a DELETE request to an "Individual PNF descriptor" resource.
The NFVO deletes the individual PNF descriptor resource.
The NFVO returns a"204 No Content" response to the OSS/BSS with an empty payload body.

The NFVO sends to the OSS/BSS a PnfdDel etionNotification to indicate the deletion of the individual PNF
descriptor resource.

5.3.11 Flow of the querying/reading of PNF descriptor information

This clause describes the procedure for querying information about multiple PNF descriptor resources and reading
information about an individual PNF descriptor resource.
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MEYO

Precondition: One or more PMNF descriptor resources have been created. B]

alt [query information about multible PHF descriptor resources]
1. GET .../pnf_descriptors

i3

2,200 2K (Pnfdinfo[T)

>

[read inilfurmatiun about an individual PNF df!lscriptur resource]

' 3. GET .../pnf_descriptors/{id} }:

4. 200 0K [Pnfdinfa)

-

Fostocondition: The OSS5/BSS gets the information of multiple
PMF descriptor resources or an individual PMNF descriptor resource,

DS5/BSS

MEYO

Figure 5.3.11-1: Flow of the querying/reading of PNF descriptor resources

Precondition: One or more PNF descriptor resources have been created.

The procedure consists of the following steps asillustrated in figure 5.3.11-1:

1) If the OSS/BSS intends to query information about multiple PNF descriptor resources, it sends a GET request

to the "PNF descriptors' resource.

2) TheNFVOreturnsa"200 OK" response, and includesin the payload body zero or more data structures of type

"Pnfdinfo".

3) If the OSS/BSS intends to read information about an individual PNF descriptor resource, the OSS/BSS sends a
GET request to the "Individual PNF descriptor” resource, addressed by the appropriate Pnfdinfo identifier in

itsresource URI.

4) TheNFVO returnsa"200 OK" response, and includes in the payload body a data structure of type "Pnfdinfo".

Postcondition: Upon successful completion, the OSS/BSS gets the information of multiple (i.e. zero or more) PNF
descriptor resources or an individual PNF descriptor resource.

Error handling: In case of failure, appropriate error information is provided in the response.
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5.3.11a Flow of reading the PNFD

This clause describes the procedure for reading an onboarded PNFD.

OSS/BSS MEYO

Frecondition: The PMFD is on-boarded to the MFEWVD, Il|

1. GET .._/pnf_descriptors/{pnfdinfold)/pnfd }:

| ¢ 2200 OK (pnfd) g

DSS/BES MFYO

Figure 5.3.11a-1: Flow of reading a PNFD

Precondition: The PNFD is onboarded to the NFVO.
The procedure consists of the following steps asillustrated in figure 5.3.11a-1:
1) The OSS/BSS sends a GET request to the "pnfd" resource.

2) TheNFVOreturnsa"200 OK" response and includes a copy of the PNFD in the payload body.

5.3.11b Flow of fetching the manifest file of an onboarded PNFD archive

This clause describes the procedure for fetching the manifest file of an onboarded PNFD archive.

DS5/BSS MFYO

Frecondition: The PNFD is on-boarded to the NFWVO. I}]

; 1. GET .../pnf_descriptors/{pnfdinfald}Ymanife st

. >
'_E 2. 200 Ok {manifest) '

D55/B55 MNFWO

Figure 5.3.11b-1: Flow of fetching the manifest file of an onboarded PNFD archive

Precondition: The PNFD is onboarded to the NFVO.
The procedure consists of the following steps asillustrated in figure 5.3.11b-1.
1) The OSS/BSS sendsa GET request to the "manifest” resource.

2) TheNFVO returnsa"200 OK" response and includes the manifest file in the payload body.

5.3.11c Flow of fetching a PNFD archive artifact

This clause describes the procedure for fetching an individual artifact contained in an on-boarded PNFD archive.
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O5S/B5S MNFWVO

Precondition: The PMFD archive is on-boarded to the NMFWO. B}

alt [fetch the whole content of the artifact]
. 1. GET .../pnf_descriptors/{pnfdinfoldartifacts/{artifactPath}

i 2. 200 0K (artifact file)

[fetch tl'lle artifact using partial download]

! 3. GET .. /pnf_descriptors/{pnfdinfoldfartifacts/{artifactP ath} (Range: bytes=xxx-yyy)

|
I
|
i
i
i
i
I
I 1
i
i
i
I
i
I
i

et

i 4. 206 Partial Content (Content-Range: bytes=wxx-yyy/zzz, Partial content of the artifact file

OSS/BSS MFWVO

Figure 5.3.11c-1: Flow of fetching a PNFD archive artifact

Precondition: The PNFD archive is on-boarded to the NFVO.

Fetching an individual artifact contained in an on-boarded PNFD archive, asillustrated in figure 5.3.11c-1, consists of
the following steps:

1)

2)

3)

4)

If fetching the whole content of the artifact, the OSS/BSS sends a GET request to the "Individual PNFD
archive artifact” resource.

The NFVO returns a"200 OK" response, and includes a copy of the applicable artifact file from the PNFD
archive in the payload body.

If fetching the artifact using partial download, the OSS/BSS sends a GET reguest to the "Individual PNFD
archive artifact" resource, and includes a"Range" HTTP header indicating the partition of the artifact needs to
be transferred.

The NFVO returns a"206 Partial Content" response with a payload body containing the partial content of the
artifact file, and a " Content-Range" HTTP header indicating the byte range enclosed in the payload and the
complete length of the artifact file.

Error handling: In case of failure, appropriate error information is provided in the response.

5.3.12 Flow of managing subscriptions

This clause describes the procedure for creating, reading and terminating subscriptions to notifications related to NSD
management.
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QO5S/B5S MNFWO

! 1. POST .. /subscriptions (NsdmSubscriptionRequest) !

]
L.

Testing the notification endpoint ./ |
\_ 2. GET <<Callback URI>> |
| 3. 204 No Content o
: =~
| :4 Create subscription
: ... fesource
. 5. 201 Created (NsdmSubscription) |
UEt Iy ! i
AP| consumer re-synchronizes all \
or selected subscriptions !
e.g. after an error |
'6. GET .../subscriptions/ -
7. 200 DK (NsdmSubscription(]) !
1 B. GET ._./subscriptions/{subscriptionld} -
L 9.200 0K (NsdmSubscription) |
1 I
APl consumer does not need the |
subscription anymare |
1 i
1 10. DELETE .../subscriptions/{subscriptionld} X
\_ 11.204 No Content !
OSS/BSS MFWO

Figure 5.3.12-1: Flow of managing subscriptions

The procedure consists of the following steps asillustrated in figure 5.3.12-1:

1) The OSS/BSS sends a POST request to the " Subscriptions” resource including in the payload body a data
structure of type "NsdmSubscriptionRequest”. This data structure contains filtering criteria and a callback URI
to which the NFV O will subsequently send notifications about events that match the filter.

2) Totest the notification endpoint that has been registered by the OSS/BSS as part of the subscription, the
NFVO sends a GET request to the notification endpoint URI.

3) The OSS/BSS returnsa™204 No Content” response to indicate success.

4) TheNFVO creates anew subscription for notifications related to NS fault management, and a resource that
represents this subscription.

5) TheNFVOreturnsa"201 Created" response containing a data structure of type "NsdmSubscription”,
representing the subscription resource just created by the NFV O, and provides the URI of the newly-created
resource in the "Location" HTTP header.

6) If desired, e.g. to recover from an error situation, the OSS/BSS can query information about its subscriptions
by sending a GET request to the " Subscriptions” resource.
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In that case, the NFVO returns a 200 OK" response that contains the list of representations of all existing
subscriptions that were created by the NFVO.

If desired, e.g. to recover from an error situation, the OSS/BSS can read information about a particular
subscription by sending a GET request to the resource representing that individual subscription.

In that case, the NFVO returns a 200 OK" response that contains a representation of that individual
subscription.

When the OSS/BSS does not need the subscription anymore, it terminates the subscription by sending a
DELETE request to the resource that represents the individual subscription.

The NFV O acknowledges the successful termination of the subscription by returning a"204 No Content”
response.

Error handling: The NFVO rejects a subscription if the subscription information is not valid: endpoint cannot be
reached, subscription information is malformed, etc.

5.3.13 Flow of sending notifications

This clause describes the procedure for sending notifications related to NSD management.

OS5/BSS MFEW O

Precondition: O55/BSS has subscribed previously I}]

Event occurs that B‘

matches subsecription
I

:r{ 1. POST «<<Callback URl==> [<<Matification>:)

! 2. 204 No Content .
DO55/B5S MNFY O

Figure 5.3.13-1: Flow of sending notifications

Precondition: The OSS/BSS has subscribed previously for notifications related to NSD management.

The procedure consists of the following steps asillustrated in figure 5.3.13-1:

1)

2)

If an event occurs that matches the filtering criteria which are part of the subscription, the NFVO generates a
notification that includes information about the event, and sendsiit in the body of a POST request to the URI
which the NFVO has registered as part of the subscription request. The variable <<Notification>> in the flow
is a placeholder for the different types of notifications that can be sent by this API (see clauses 5.5.2.9,
5.5.2.10,5.5.2.11 and 5.5.2.12).

The OSS/BSS acknowledges the successful delivery of the notification by returning a"204 No Content"
response.

Error handling: If the NFVO does not receive the "204 No Content” response from the OSS/BSS, it can retry sending
the notification.
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5.4 Resources

54.1 Introduction

This clause defines all the resource and methods provided by the NSD management interface.
The on-boarding of an NSD includes:

1) Creation of anindividual NS descriptor resource.

2) Uploading the NSD content.

3) Validation of the NSD inside the NFVO.

In the present document, the NSD isreferred to as "on-boarded" only after these three procedures are successfully
accomplished.

NOTE: Annex B describes the state model of NSD inthe NFVO. It includes the state models for two phases, i.e.
onboarding phase of NSD and operational phase of NSD.

Further, the on-boarding of a PNFD includes:
1) Creation of anindividual PNF descriptor resource.
2)  Uploading the PNFD.
3) Processing the PNFD, including validation, inside the NFVO.

A PNFD isreferred as "on-boarded" only after these three procedures are successfully accomplished.

5.4.1a Resource: API versions

The"API versions' resources as defined in clause 9.3.3 of ETSI GS NFV-SOL 013 [16] are part of the NSD
management interface.

54.2 Resource: NS Descriptors

5421 Description

This resource represents NS descriptors. It can be used to create an individual NS descriptor resource, and to query
multiple NS descriptor resources.

5.4.2.2 Resource definition
The resource URI is:
{apiRoot}/nsd/{apiM ajor Version}/ns_descriptors
This resource shall support the resource URI variables defined in table 5.4.2.2-1.

Table 5.4.2.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 5.1a.
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54.23.1 POST

Resource methods

52

The POST method is used to create a new NS descriptor resource.
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This method shall follow the provisions specified in the tables 5.4.2.3.1-1 and 5.4.2.3.1-2 for URI query parameters,
request and response data structures, and response codes.

Table 5.4.2.3.1-1: URI query parameters supported by the POST method on this resource

Name

Cardinality

Description

none supported

Table 5.4.2.3.1-2: Details of the POST request/response on this resource

Request Data type Cardinality Description
body CreateNsdInfoRequest |1 Parameters of creating an NS descriptor resource, as defined in
clause 5.5.2.3.
Data type Cardinality | Response Description
Codes
NsdInfo 1 201 Created [Shall be returned when a new "Individual NS
descriptor” resource and the associated NS
descriptor identifier has been created successfully.
The response body shall contain a representation
Response _of the created NS descriptor resource, as defined
in clause 5.5.2.2.
body
The HTTP response shall include a "Location”
HTTP header that contains the resource URI of the
created NS descriptor resource.
ProblemDetails See AxXX/5xX In addition to the response codes defined above,
clause 6.4 any common error response code as defined in
of [16] clause 6.4 of ETSI GS NFV-SOL 013 [16] may be

returned.

5.4.2.3.2 GET

The GET method queries information about multiple NS descriptor resources.

This method shall follow the provisions specified in the tables 5.4.2.3.2-1 and 5.4.2.3.2-2 for URI query parameters,
request and response data structures, and response codes.

Table 5.4.2.3.2-1: URI query parameters supported by the GET method on this resource

Name

Cardinality

Description

filter 0..1

Attribute-based filtering expression according to clause 5.2 of ETSI
GS NFV-SOL 013 [16].

The NFVO shall support receiving this filtering parameter as part of the
URI query string. The OSS/BSS may supply this parameter.

All attribute names that appear in the Nsdinfo and in data types
referenced from it shall be supported by the NFVO in the filter
expression.

all_fields 0.1

Include all complex attributes in the response. See clause 5.3 of ETSI
GS NFV-SOL 013 [16] for details. The NFVO shall support this
parameter.

fields 0.1

Complex attributes to be included into the response. See clause 5.3 of
ETSI GS NFV-SOL 013 [16] for details. The NFVO should support this
parameter.
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Name Cardinality Description
exclude_fields 0.1 Complex attributes to be excluded from the response. See clause 5.3 of

ETSI GS NFV-SOL 013 [16] for details. The NFVO should support this
parameter.

exclude_default

0.1

Indicates to exclude the following complex attributes from the response.
See clause 5.3 of ETSI GS NFV-SOL 013 [16] for details. The NFVO
shall support this parameter.

The following attributes shall be excluded from the Nsdinfo structure in
the response body if this parameter is provided, or none of the
parameters "all_fields," "fields", "exclude_fields", "exclude_default" are
provided:

- userDefinedData

- onboardingFailureDetails

nextpage_opaque_marker

0.1

Marker to obtain the next page of a paged response. Shall be supported
by the NFVO if the NFVO supports alternative 2 (paging) according to
clause 5.4.2.1 of ETSI GS NFV-SOL 013 [16] for this resource.

Table 5.4.2.3.2-2: Details of the GET request/response on this resource

Request
body

Data type

Cardinality

Description

n/a

Response
body

Data type

Cardinality

Response
Codes

Description

NsdInfo

0..N

200 OK Shall be returned when information about zero or

more NS descriptors has been queried successfully.

The response body shall contain in an array the
representations of zero or more NS descriptors, as
defined in clause 5.5.2.2.

If the NFVO supports alternative 2 (paging) according
to clause 5.4.2.1 of ETSI GS NFV-SOL 013 [16] for
this resource, inclusion of the Link HTTP header in
this response shall follow the provisions in

clause 5.4.2.3 of ETSI GS NFV-SOL 013 [16].

ProblemDetails

400 Bad
Request

Shall be returned upon the following error: Invalid
attribute-based filtering expression.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute should convey
more information about the error.

ProblemDetails

400 Bad
Request

Shall be returned upon the following error: Invalid
attribute selector.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute should convey
more information about the error.

ProblemDetails

400 Bad
Request

Shall be returned upon the following error: Response
too big.

If the NFVO supports alternative 1 (error) according to
clause 5.4.2.1 of ETSI GS NFV-SOL 013 [16] for this
resource, this error response shall follow the
provisions in clause 5.4.2.2 of ETSI

GS NFV-SOL 013 [16].

ProblemDetails

See

of [16]

clause 6.4

AXX/5xx In addition to the response codes defined above, any
common error response code as defined in clause 6.4

of ETSI GS NFV-SOL 013 [16] may be returned.

5.4.2.3.3

PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].
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5.4.234 PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.2.35 DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

5.4.3 Resource: Individual NS Descriptor

5431 Description

Thistask resource represents an individual NS descriptor. The API consumer can use this resource to modify, delete
and read the information of the individual NS descriptor.

5.4.3.2 Resource definition
The resource URI is:
{apiRoot}/nsd/{apiM ajorVersion}/ns_descriptor/{nsdinfold}
This resource shall support the resource URI variables defined in table 5.4.3.2-1.

Table 5.4.3.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 5.1a.
nsdinfold Identifier of the individual NS descriptor resource. See note.

NOTE: This identifier can be retrieved from the resource referenced by the "Location” HTTP header in the response
to a POST request creating a new NS descriptor resource. It can also be retrieved from the "id" attribute in
the payload body of that response.

5433 Resource methods

54331 POST

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

5.4.3.3.2 GET
The GET method reads information about an individual NS descriptor.

This method shall follow the provisions specified in the tables 5.4.3.3.2-1 and 5.4.3.3.2-2 for URI query parameters,
request and response data structures, and response codes.

Table 5.4.3.3.2-1: URI query parameters supported by the GET method on this resource

Name Cardinality Description
None supported
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Table 5.4.3.3.2-2: Details of the GET request/response on this resource

Request Data type Cardinality Description
body n/a
Data type Cardinality | RResponse Description
Codes
NsdInfo 1 200 OK Shall be returned when information about the
individual NS descriptor has been read successfully.
Response The response body shall contain a representation of
body the individual NS descriptor, as defined in
clause 5.5.2.2.
ProblemDetails See AXx/5xx In addition to the response codes defined above, any
clause 6.4 of common error response code as defined in
[16] clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.
5.4.3.3.3 PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.3.34 PATCH

The PATCH method modifies the operational state and/or user defined data of an individual NS descriptor resource.
This method can be used to:

1) Enableaprevioudy disabled individual NS descriptor resource, allowing again its use for instantiation of new
network service with this descriptor. The usage state (i.e. "IN_USE/NOT_IN_USE") shall not changeasa
result.

2) Disable apreviously enabled individual NS descriptor resource, preventing any further use for instantiation of
new network service(s) with this descriptor. The usage state (i.e. "IN_USE/NOT_IN_USE") shal not change
asaresult.

3) Moaodify the user defined data of an individual NS descriptor resource.

This method shall follow the provisions specified in the tables 5.4.3.3.4-1 and 5.4.3.3.4-2 for URI query parameters,
request and response data structures, and response codes.

Table 5.4.3.3.4-1: URI query parameters supported by the PATCH method on this resource

Name Cardinality Description
None supported
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Table 5.4.3.3.4-2: Details of the PATCH request/response on this resource

Data type

Cardinality

Description

Request
body

NsdInfoModifications

1

Parameters for the modification of an individual NS descriptor
resource, as defined in clause 5.5.2.1.

The Content-Type header shall be set to "application/merge-
patch+json" according to IETF RFC 7396 [11].

Data type

Cardinality

Response
Codes

Description

NsdInfoModifications

1

200 OK

Shall be returned when the operation has been
accepted and completed successfully.

The response body shall contain attribute
modifications for an 'Individual NS Descriptor’
resource (see clause 5.5.2.1).

Response
body

ProblemDetails

409 Conflict

Shall be returned upon the following error: The
operation cannot be executed currently, due to a
conflict with the state of the "Individual NS
Descriptor” resource.

Typically, this is due to an operational state
mismatch, i.e. enable an already enabled or
disable an already disabled individual NS
descriptor resource, or the "nsdOnboardingState"
is not ONBOARDED.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

ProblemDetails

0.1

412
Precondition
failed

Shall be returned upon the following error:
A precondition given in an HTTP request header is
not fulfilled.

Typically, this is due to an ETag mismatch,
indicating that the resource was modified by
another entity.

The response body should contain a
ProblemDetails structure, in which the "detail"
attribute should convey more information about the
error.

ProblemDetails

See
clause 6.4
of [16]

AxXX/5XX

In addition to the response codes defined above,
any common error response code as defined in
clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.

5.4.3.35

The DELETE method deletes an individual NS descriptor resource.

DELETE

Anindividual NS descriptor resource can only be deleted when thereis no NS instance using it (i.e. usageState =
NOT_IN_USE) and has been disabled already (i.e. operationa State = DISABLED). Otherwise, the DELETE method

shall fail.

This method shall follow the provisions specified in the tables 5.4.3.3.5-1 and 5.4.3.3.5-2 for URI query parameters,
request and response data structures, and response codes.

Table 5.4.3.3.5-1: URI query parameters supported by the DELETE method on this resource

Name

Cardinality

Description

None supported
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Table 5.4.3.3.5-2: Details of the DELETE request/response on this resource

Request
body

Data type

Cardinality

Description

n/a

Response
body

Data type

Cardinality

Response
Codes

Description

n/a

204 No
Content

Shall be returned when the operation has completed
successfully.

The response body shall be empty.

ProblemDetails

409
Conflict

Shall be returned upon the following error: The
operation cannot be executed currently, due to a
conflict with the state of the resource.

Typically, this is due to the fact the NS descriptor
resource is in the enabled operational state (i.e.
operationalState = ENABLED) or there are running
NS instances using the concerned individual NS
descriptor resource (i.e. usageState = IN_USE).

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

ProblemDetails

See
clause 6.4
of [16]

AxX/5%X

In addition to the response codes defined above,
any common error response code as defined in
clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.

5.4.4

5.44.1

Resource: NSD archive content

Description

This resource represents the content of the individual NSD archive. The APl consumer can use this resource to upload
and download the content of the NSD.

5.4.4.2 Resource definition
Theresource URI is:
{apiRoot}/nsd/{apiM ajorVersion}/ns_descriptor {nsdinfol d}/nsd_content

This resource shall support the resource URI variables defined in table 5.4.4.2-1.

Table 5.4.4.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 5.1a.
nsdinfold Identifier of the individual NS descriptor. See note.

NOTE: This identifier can be retrieved from the resource referenced by the "Location" HTTP header in the response
to a POST request creating a new NS descriptor resource. It can also be retrieved from the "id" attribute in

the payload body of that response.
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5443 Resource methods

54431 POST

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.4.3.2 GET
The GET method fetches the content of the NSD archive.
The NSD archiveisimplemented asasingle zip file.

The content of the NSD archiveis provided as onboarded, i.e. depending on the security option used, the CSAR or the
CSAR wrapped in a ZIP archive together with an external signature is returned, as defined in clause 5.1 of ETSI
GSNFV-SOL 007 [18].

NOTE: Information about the applicable security option can be obtained by evaluating the
"archiveSecurityOption™ attribute in the "nsdinfo" structure.

This method shall follow the provisions specified in the tables 5.4.4.3.2-1 and 5.4.4.3.2-2 for URI query parameters,
request and response data structures, and response codes.

Table 5.4.4.3.2-1: URI query parameters supported by the GET method on this resource

Name Cardinality Description
none supported
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Details of the GET request/response on this resource

Request
body

Data type

Cardinality

Description

n/a

The request may contain a "Range" HTTP header to obtain single
range of bytes from the NSD archive. This can be used to
continue an aborted transmission.

If the Range header is present in the request and the NFVO does
not support responding to range requests with a 206 response, it
shall return a 200 OK response instead as defined below.

Response
body

Data type

Cardinality

Response
Codes

Description

n/a

1

200 OK

Shall be returned when the content of the NSD has
been read successfully.

The payload body shall contain a copy of the ZIP
file that contains the NSD file structure.

The "Content-Type" HTTP header shall be set to
"application/zip".

n/a

206 Partial
Content

If the NFVO supports range requests, this response
shall be returned when a single consecutive byte
range from the content of the NSD file has been
read successfully according to the request.

The response body shall contain the requested part
of the NSD archive.

The "Content-Range" HTTP header shall be
provided according to IETF RFC 7233 [10].

The "Content-Type" HTTP header shall be set as
defined above for the "200 OK" response.

ProblemDetails

409 Conflict

Shall be returned upon the following error: The
operation cannot be executed currently, due to a
conflict with the state of the resource.

Typically, this is due to the fact
"nsdOnboardingState" has a value different from
ONBOARDED.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

ProblemDetails

0.1

416 Range
Not
Satisfiable

The byte range passed in the "Range" header did
not match any available byte range in the NSD file
(e.g. "access after end of file").

The response body may contain a ProblemDetails
structure.

ProblemDetails

See
clause 6.4
of [16]

AXX/5XX

In addition to the response codes defined above,
any common error response code as defined in
clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.

5.4.4.3.3

The PUT method is used to upload the content of an NSD archive.

PUT

The NSD to be uploaded isimplemented as asingle ZIP file as defined in clause 5.4.4.3.2.

The"Content-Type" HTTP header in the PUT request shall be set to "application/zip”.

This method shall follow the provisions specified in the tables 5.4.4.3.3-1 and 5.4.4.3.3-2 for URI query parameters,
request and response data structures, and response codes.
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Table 5.4.4.3.3-1: URI query parameters supported by the PUT method on this resource

Name Cardinality

Description

none supported

Table 5.4.4.3.3-2: Details of the PUT request/response on this resource

Data type Cardinality Description
n/a 1 The payload body contains a ZIP file that represents the NSD
Request archive, as specified above.
body
The request shall set the "Content-Type" HTTP header to
"application/zip".
Data type Cardinality | Response Description
Codes
n/a 1 202 Shall be returned when the NSD archive has been
Accepted accepted for uploading, but the processing has not
been completed. It is expected to take some time
for processing (asynchronous mode).
The response body shall be empty. See note.
n/a 1 204 No The NSD content successfully uploaded and
Content validated (synchronous mode).
The response body shall be empty.
Res ProblemDetails 1 409 Conflict [Shall be returned upon the following error: The
ponse .
body opergtlonl cannot be executed currently, due to a
conflict with the state of the resource.
Typically, this is due to the fact that the
"nsdOnboardingState" attribute has a value other
than "CREATED" or "ERROR".
The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

ProblemDetails See AXX/5XX In addition to the response codes defined above,
clause 6.4 any common error "response code" as defined in
of [16] clause 6.4 of ETSI GS NFV-SOL 013 [16] may be

returned.
NOTE: The API consumer can track the uploading progress by receiving the "NsdOnBoardingNotification" and
"NsdOnBoardingFailureNotification" from the NFVO or by reading the status of the individual NS descriptor
resource using the GET method.
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PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.435 DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

5.4.4a Resource: NSD

5.4.4a.1 Description

This resource represents the NSD contained in an on-boarded NSD archive. The API consumer can use this resource to
obtain the content of the NSD.
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5.4.4a.2 Resource definition
Theresource URI is:
{apiRoot}/nsd/{apiM ajorVersion}/ns_descriptors/{nsdinfold}/nsd

This resource shall support the resource URI variables defined in table 5.4.4a.2-1.

Table 5.4.4a.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 5.1a.
nsdinfold Identifier of the individual NS descriptor. See note.

NOTE: This identifier can be retrieved from the resource referenced by the "Location"” HTTP header in the response
to a POST request creating a new NS descriptor resource. It can also be retrieved from the "id" attribute in
the payload body of that response.

5.4.4a.3 Resource methods

5.4.4a.3.1 POST

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.4a.3.2 GET

The GET method reads the content of the NSD within an NSD archive.

The NSD can be implemented as asingle file or as a collection of multiple files. If the NSD isimplemented in the form
of multiple files, a ZIP file embedding these files shall be returned. If the NSD isimplemented as a single file, either
that file or aZIP file embedding that file shall be returned.

The selection of the format is controlled by the "Accept” HT TP header passed in the GET request:

o If the "Accept" header contains only "text/plain” and the NSD isimplemented as asinglefile, the file shall be
returned; otherwise, an error message shall be returned.

. If the "Accept" header contains only "application/zip”, the single file or the multiple files that make up the
NSD shall be returned embedded in a ZIPfile.

. If the " Accept" header contains both "text/plain” and "application/zip", it is up to the NFV O to choose the
format to return for asingle-file NSD; for amulti-file NSD, a ZIP file shall be returned.

The default format of the ZIP file shall comply with the CSAR format as specified in ETSI GS NFV-SOL 007 [18]
where only the Y AML files representing the NSD, and information necessary to navigate the ZIP file and to identify the
filethat isthe entry point for parsing the NSD and (if requested) further security information are included, and other
artifacts referenced from the Y AML files are excluded. This means that the content of the ZIP archive shall contain the
following files from the NSD archive:

e  TOSCA.meta (if availablein the NSD archive).

. The main TOSCA definitions YAML file (either as referenced by the Entry-Definitions keyword from
TOSCA.meta or available as a file with the extension ".yml" or ".yaml" from the root of the archive).

. Other TOSCA YAML files, if any, asreferenced by the Other-Definitions keyword from TOSCA.meta.
. Every component of the NSD referenced (recursively) from the Y AML files as mentioned above.

NOTE 1: For an NSD based on TOSCA, it includes all the imported type definition files as indicated in the top
level service template and in any of the lower level service templateif it has any as described in ETS
GSNFV-SOL 001 [i.1].
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NOTE 2: For an NSD based on Y ANG, it includes the file as indicated by the "yang_definitions' keynamein the

metadata section of the main yaml file as described in ETSI GS NFV-SOL 007 [18].

. The related security information, if the "include_signatures’ URI parameter is provided, asfollows:

the manifest file;

the singleton certificate file in the root of the NSD archive (if available in the NSD archive);

the signing certificates of the individual filesincluded in the ZIP archive (if available in the NSD
archive);

the signatures of the individual files (if available in the NSD archive).

This method shall follow the provisions specified in the tables 5.4.4a.3.2-1 and 5.4.4a.3.2-2 for URI query parameters,
request and response data structures, and response codes.

Table 5.4.4a.3.2-1: URI query parameters supported by the GET method on this resource

Name

Cardinality

Description

include_signatures

0.1

If this parameter is provided, the NFVO shall include in the ZIP file the security
information as specified above.

This URI query parameter is a flag, i.e. it shall have no value.

The NFVO shall support this parameter.

Table 5.4.4a.3.2-2: Details of the GET request/response on this resource

Request Data type Cardinality Description
body n/a The request shall contain the appropriate entries in the "Accept”
HTTP header as defined above.
Data type Cardinality | Response Description
Codes
n/a 1 200 OK Shall be returned when the content of the NSD has
been read successfully.
The payload body shall contain a copy of the file
representing the NSD or a ZIP file that contains the
file or multiple files representing the NSD, as
specified above.
The "Content-Type" HTTP header shall be set
according to the format of the returned file. It shall
be set to "text/plain” for a YAML file.
ProblemDetails 0.1 406 Not If the "Accept" header does not contain at least one
Acceptable [name of a content type for which the NFVO can
Response provide a representation of the NSD, the NFVO
body shall respond with this response code.
The "ProblemDetails" structure may be included
with the "detail" attribute providing more information
about the error.
ProblemDetails 1 409 Shall be returned upon the following error: The
Conflict operation cannot be executed currently, due to a

conflict with the state of the resource.

Typically, this is due to the fact that
"nsdOnboardingState" has a value different from
"ONBOARDED".

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.
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ProblemDetails See AXX/5XX In addition to the response codes defined above,
clause 6.4 of any common error response code as defined in
[16] clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.
5.4.4a.3.3 PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.4a.3.4 PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

5.4.4a.3.5 DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.4b Resource: NSD archive manifest

5.4.4b.1 Description

This resource represents the manifest file contained in an on-boarded NSD archive. The API consumer can use this
resource to obtain the content of the manifest file.

5.4.4b.2 Resource definition
The resource URI is:

{apiRoot}/nsd/{apiM ajorVersion}/ns_descriptor {nsdl nfol d}/manifest
Thisresource shall support the resource URI variables defined in table 5.4.4b.2-1.

Table 5.4.4b.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 5.1a.
nsdinfold Identifier of the individual NS descriptor. See note.

NOTE: This identifier can be retrieved from the resource referenced by the "Location" HTTP header in the response
to a POST request creating a new NS descriptor resource. It can also be retrieved from the "id" attribute in
the payload body of that response.

5.4.4b.3 Resource methods

5.4.4b.3.1 POST

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

5.4.4b.3.2 GET
The GET method reads the content of the manifest file within an NSD archive.

This method shall follow the provisions specified in the tables 5.4.4b.3.2-1 and 5.4.4b.3.2-2 for URI query parameters,
request and response data structures, and response codes.

ETSI



64

ETSI GS NFV-SOL 005 V3.3.1 (2020-09)

Table 5.4.4b.3.2-1: URI query parameters supported by the GET method on this resource

Name Cardinality

Description

include_signatures (0.1

If this parameter is provided, the NFVO shall return the manifest and related
security information (signature and certificate) either in a single text file if the
signature and certificate are included in the manifest file, or in a zip file
containing the manifest and the certificate file, if this is provided as a separate
file in the NSD archive.

If this parameter is not given, the NFVO shall provide only a copy of the manifest
file, as onboarded. If the security information is included in the onboarded
manifest, it shall also be included in the returned copy.

This URI query parameter is a flag, i.e. it shall have no value.

The NFVO shall support this parameter.

Table 5.4.4b.3.2-2: Details of the GET request/response on this resource

Request Data type

Cardinality

Description

body n/a

Data type

Cardinality

Response
Codes

Description

n/a

Response
body

1

200 OK

Shall be returned when the content of the manifest
file has been read successfully.

If the "include_signatures" URI query parameter
was absent in the request, or if the manifest file has
all security-related information embedded (i.e. there
is no separate certificate file), the payload body
shall contain a copy of the manifest file of the NSD
archive, and the "Content-Type" HTTP header shall
be set to "text/plain”.

If the "include_signatures" URI query parameter
was present in the related request and the manifest
file does not have all the security-related information
embedded (i.e. there is a separate certificate file),
the "Content-Type" HTTP header shall be set to
"application/zip" and the payload body shall contain
a ZIP archive which includes:

- acopy of the manifest file of the NSD
archive;

- acopy of the related individual certificate
file.

ProblemDetails

409
Conflict

Shall be returned upon the following error: The
operation cannot be executed currently, due to a
conflict with the state of the resource.

Typically, this is due to the fact that
"nsdOnboardingState " has a value different from
"ONBOARDED".

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

ProblemDetails

See
clause 6.4 of
[16]

AXX/5XX

In addition to the response codes defined above,
any common error response code as defined in
clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.
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5.4.4b.3.3 PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.4b.3.4 PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

5.4.4b.3.5 DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.4c Resource: Individual NSD archive artifact

5.4.4c.1 Description

This resource represents an individual artifact contained in an NSD archive. The APl consumer can use this resource to
fetch the content of the artifact.

5.4.4c.2 Resource definition
Theresource URI is:
{apiRoot}/nsd/{apiM ajorVersion}/ns_descriptor {nsdl nfol d}/artifacts/{artifactPath}

This resource shall support the resource URI variables defined in table 5.4.4¢.2-1.

Table 5.4.4c.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 5.1a.
nsdinfold Identifier of the individual NS descriptor. See note 1.
artifactPath For an artifact contained as a file in the NSD archive, this variable shall contain a sequence of

one or path segments representing the path of the artifact within the NSD archive, relative to
the root of the package.

EXAMPLE: foo/bar/m%40ster.sh

For an external artifact represented as a URI in the NSD archive manifest, this variable shall
contain the URI as provided in the NS archive.

See note 2 and note 3.

NOTE 1: This identifier can be retrieved from the resource referenced by the "Location"” HTTP header in the response
to a POST request creating a new NS descriptor resource. It can also be retrieved from the "id" attribute in
the payload body of that response.

NOTE 2: This identifier can be retrieved from the "artifactPath" attribute of the applicable "artifacts" entry in the body
of the response to a GET request querying the "Individual NSD" resource.

NOTE 3: Since multiple path segments are allowed to be contained in this variable, the "/* character that separates
these segments is not percent-encoded. Each individual segment is percent-encoded if necessary as
defined in clause 4.1 of ETSI GS NFV-SOL 013 [16].

5.4.4c.3 Resource methods

5.4.4c3.1 POST

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].
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5.4.4c.3.2 GET
The GET method fetches the content of an individual artifact within an NSD archive.

This method shall follow the provisions specified in the tables 5.4.4¢.3.2-1 and 5.4.4¢.3.2-2 for URI query parameters,
request and response data structures, and response codes.

Table 5.4.4c.3.2-1: URI query parameters supported by the GET method on this resource

Name Cardinality Description
include_signatures (0..1 If this parameter is provided, the NFVO shall return the artifact and related security
information (such as signature and optional certificate) in a ZIP archive.

If this parameter is not given, the NFVO shall provide only a copy of the artifact file.
This URI query parameter is a flag, i.e. it shall have no value.

The NFVO shall support this parameter.

Table 5.4.4¢c.3.2-2: Details of the GET request/response on this resource

Data type Cardinality Description
n/a The request may contain a "Range" HTTP header to obtain single
range of bytes from an artifact file. This can be used to continue
Request an aborted transmission.
body
If the Range header is present in the request and the NFVO does
not support responding to range requests with a 206 response, it
shall return a 200 OK response instead as defined below.
Data type Cardinality | Response Description
Codes
n/a 1 200 OK Shall be returned when the whole content of the
artifact file has been read successfully.
If the "include_signatures" request URI parameter
was not provided in the related request, the payload
body shall contain a copy of the artifact file from the
NSD archive, as defined by ETSI GS NFV-SOL 007
[18], and the "Content-Type" HTTP header shall be
set according to the content type of the artifact file.
If the artifact is encrypted, the header shall be set to
Response the value "application/cms” (IETF RFC 7193 [17]). If
body the content type cannot be determined, the header

shall be set to the value "application/octet-stream".

If the "include_signatures" request URI parameter
was provided in the related request, the "Content-
Type" HTTP header shall be set to "application/zip"
and the payload body shall contain a ZIP archive
which includes:
- acopy of the artifact file from the VNF
package, as defined by ETSI
GS NFV-SOL 007 [18];
- the related security information (individual
signature file and optional related
individual certificate file).
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n/a

206 Partial
Content

If the NFVO supports range requests and the
"include_signatures" request URI parameter was
not present in the related request, this response
shall be returned when a single consecutive byte
range from the content of the artifact file has been
read successfully according to the request.

The response body shall contain the requested part
of the artifact file from the NSD archive, as defined
by ETSI GS NFV-SOL 007 [18].

The "Content-Type" HTTP header shall be set
according to the content type of the artifact file. If
the content type cannot be determined, the header
shall be set to the value "application/octet-stream"”.

The "Content-Range" HTTP header shall be
provided according to IETF RFC 7233 [10].

ProblemDetails

0.1

406 Not
Acceptable

If the related request contained an "Accept" header
not compatible with the Content type
"application/zip" but the "include_signatures" flag
was provided, the NFVO shall respond with this
response code.

The "ProblemDetails" structure may be included
with the "detail" attribute providing more information
about the error.

ProblemDetails

409 Conflict

Shall be returned upon the following error: The
operation cannot be executed currently, due to a
conflict with the state of the resource.

Typically, this is due to the fact that
"nsdOnboardingState" has a value different from
"ONBOARDED".

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

ProblemDetails

416 Range
Not
Satisfiable

The byte range passed in the "Range" header did
not match any available byte range in the artifact file
(e.g. "access after end of file").

The response body may contain a ProblemDetails
structure.

ProblemDetails See In addition to the response codes defined above,
clause 6.4 of any common error response code as defined in
[16] clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.

AXX/5XX

5.4.4c.3.3 PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

5.4.4c.3.4 PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.4c.3.5 DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].
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This resource represents PNF descriptors and it can be used to create an individual PNF descriptor resource, and to
guery PNF descriptor resources.

5.45.2

Resource definition

The resource URI is:

{apiRoot}/nsd/{apiM ajorVersion}/pnf_descriptors

This resource shall support the resource URI variables defined in table 5.4.5.2-1.

Table 5.4.5.2-1: Resource URI variables for this resource

Name

Definition

apiRoot

See clause 4.1 of ETSI GS NFV-SOL 013 [16].

apiMajorVersion

See clause 5.1a.

5.45.3

54531

Resource methods

POST

The POST method is used to create a new PNF descriptor resource.

This method shall follow the provisions specified in the tables 5.4.5.3.1-1 and 5.4.5.3.1-2 for URI query parameters,
request and response data structures, and response codes.

Table 5.4.5.3.1-1: URI query parameters supported by the POST method on this resource

Name

Cardinality

Description

none supported

Table 5.4.5.3.1-2: Details of the POST request/response on this resource

Request Data type Cardinality Description
body CreatePnfdInfoRequest |1 Parameters of creating a PNF descriptor resource, as defined in
clause 5.5.2.6.
Data type Cardinality |Response Description
Codes
Pnfdinfo 1 201 Shall be returned when a new "Individual PNF
Created descriptor" resource and the associated PNF
descriptor identifier has been created successfully.
The response body shall contain a representation of
R the created PNF descriptor resource, as defined in
esponse
clause 5.5.2.5.
body
The HTTP response shall include a "Location"
HTTP header that contains the resource URI of the
created PNF descriptor resource.
ProblemDetails See AxX/5xX In addition to the response codes defined above,
clause 6.4 any common error response code as defined in
of [16] clause 6.4 of ETSI GS NFV-SOL 013 [16] may be

returned.
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5.45.3.2 GET
The GET method queries information about multiple PNF descriptor resources.

This method shall follow the provisions specified in the tables 5.4.5.3.2-1 and 5.4.5.3.2-2 for URI query parameters,
request and response data structures, and response codes.

Table 5.4.5.3.2-1: URI query parameters supported by the GET method on this resource

Name Cardinality Description
filter 0.1 Attribute-based filtering expression according to clause 5.2 of
ETSI GS NFV-SOL 013 [16].

The NFVO shall support receiving this filtering parameter as part
of the URI query string. The OSS/BSS may supply this
parameter.

All attribute names that appear in the Pnfdinfo and in data types
referenced from it shall be supported by the NFVO in the filter
expression.

all_fields 0.1 Include all complex attributes in the response. See clause 5.3 of
ETSI GS NFV-SOL 013 [16] for details. The NFVO shall support
this parameter.

fields 0.1 Complex attributes to be included into the response.

See clause 5.3 of ETSI GS NFV-SOL 013 [16] for detalls.

The NFVO should support this parameter.

exclude_fields 0.1 Complex attributes to be excluded from the response.

See clause 5.3 of ETSI GS NFV-SOL 013 [16] for details.

The NFVO should support this parameter.

exclude_default 0.1 Indicates to exclude the following complex attributes from the
response. See clause 5.3 of ETSI GS NFV-SOL 013 [16] for
details. The NFVO shall support this parameter.

The following attributes shall be excluded from the Pnfdinfo
structure in the response body if this parameter is provided, or
none of the parameters "all_fields," "fields", "exclude_fields",
"exclude_default" are provided:

- userDefinedData

- onboardingFailureDetails
nextpage_opaque_marker |0..1 Marker to obtain the next page of a paged response. Shall be
supported by the NFVO if the NFVO supports alternative 2
(paging) according to clause 5.4.2.1 of ETSI
GS NFV-SOL 013 [16] for this resource.
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Table 5.4.5.3.2-2: Details of the GET request/response on this resource

Request
body

Data type

Cardinality

Description

n/a

Response
body

Data type

Cardinality

Response
Codes

Description

Pnfdinfo

0..N

200 OK

Shall be returned when information about zero or
more PNF descriptors has been queried successfully.

The response body shall contain in an array the
representations of zero or more PNF descriptors, as
defined in clause 5.5.2.5.

If the NFVO supports alternative 2 (paging) according
to clause 5.4.2.1 of ETSI GS NFV-SOL 013 [16] for
this resource, inclusion of the Link HTTP header in
this response shall follow the provisions in

clause 5.4.2.3 of ETSI GS NFV-SOL 013 [16].

ProblemDetails

400 Bad
Request

Shall be returned upon the following error: Invalid
attribute-based filtering expression.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute should convey
more information about the error.

ProblemDetails

400 Bad
Request

Shall be returned upon the following error: Invalid
attribute selector.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute should convey
more information about the error.

ProblemDetails

400 Bad
Request

Shall be returned upon the following error: Response
too bhig.

If the NFVO supports alternative 1 (error) according to
clause 5.4.2.1 of ETSI GS NFV-SOL 013 [16] for this
resource, this error response shall follow the
provisions in clause 5.4.2.2 of ETSI

GS NFV-SOL 013 [16].

ProblemDetails

See
clause 6.4
of [16]

AXXI5XX

In addition to the response codes defined above, any
common error response code as defined in clause 6.4
of ETSI GS NFV-SOL 013 [16] may be returned.

5.4.5.3.3

PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

54534

PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

5.4.5.35

DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].
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5.4.6 Resource: Individual PNF Descriptor

5.4.6.1 Description

This resource represents an individual PNF descriptor. The API consumer can use this resource to modify, delete and
read the information of the individual PNF descriptor resource.

5.4.6.2 Resource definition
Theresource URI is:
{apiRoot}/nsd/{apiM ajorVersion}/pnf_descriptors/{pnfdinfol d}

This resource shall support the resource URI variables defined in table 5.4.6.2-1.

Table 5.4.6.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 5.1a.
pnfdinfold Identifier of the individual PNF descriptor resource. See note.

NOTE: This identifier can be retrieved from the resource referenced by the "Location"” HTTP header in the response
to a POST request creating a new PNF descriptor resource. It can also be retrieved from the "id" attribute in
the payload body of that response.

5.4.6.3 Resource methods

54.6.3.1 POST

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.6.3.2 GET
The GET method reads information about an individual PNF descriptor.

This method shall follow the provisions specified in the tables 5.4.6.3.2-1 and 5.4.6.3.2-2 for URI query parameters,
request and response data structures, and response codes.

Table 5.4.6.3.2-1: URI query parameters supported by the GET method on this resource

Name Cardinality Description
None supported

Table 5.4.6.3.2-2: Details of the GET request/response on this resource

Request Data type Cardinality Description
body n/a
Data type Cardinality | Response Description
Codes
Pnfdinfo 1 200 OK Shall be returned when information about the

individual PNFD descriptor has been read
successfully.

Response
body The response body shall contain a representation of
the individual PNF descriptor, as defined in
clause 5.5.2.5.
ProblemDetails See AXXI5XX In addition to the response codes defined above, any
clause 6.4 common error response code as defined in clause 6.4
of [16] of ETSI GS NFV-SOL 013 [16] may be returned.
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This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.6.34

PATCH

The PATCH method modifies the user defined data of an individual PNF descriptor resource.

This method shall follow the provisions specified in the tables 5.4.6.3.4-1 and 5.4.6.3.4-2 for URI query parameters,
request and response data structures, and response codes.

Table 5.4.6.3.4-1: URI query parameters supported by the PATCH method on this resource

Name

Cardinality

Description

None supported

Table 5.4.6.3.4-2: Details of the PATCH request/response on this resource

Data type Cardinality Description
PnfdinfoModifications 1 Parameters for the modification of an individual PNF descriptor
Request resource, as defined in clause 5.5.2.4.
body
The Content-Type header shall be set to "application/merge-
patch+json" according to IETF RFC 7396 [11].
Data type Cardinality | Response Description
Codes
PnfdinfoModifications 1 200 OK Shall be returned when the operation has been
accepted and completed successfully.
The response body shall contain attribute
modifications for an 'Individual PNF Descriptor'
resource (see clause 5.5.2.4).

ProblemDetails 0.1 412 Shall be returned upon the following error:
Precondition |A precondition given in an HTTP request header is
failed not fulfilled.

Response

body Typically, this is due to an ETag mismatch,

indicating that the resource was modified by
another entity.
The response body should contain a
ProblemDetails structure, in which the "detail"
attribute should convey more information about
the error.

ProblemDetails See AxX/5XX In addition to the response codes defined above,
clause 6.4 any common error response code as defined in
of [16] clause 6.4 of ETSI GS NFV-SOL 013 [16] may be

returned.
5.4.6.3.5 DELETE

The DELETE method deletes an individual PNF descriptor resource.

Anindividual PNF descriptor resource can only be deleted when there is no NS instance using it or thereis NSD

referencing it.

To delete all PNFD versionsidentified by a particular value of the "pnfdlnvariantld” attribute, the procedure isto first
use the GET method with filter "pnfdinvariantld" towards the PNF descriptors resource to find all versions of the
PNFD. Then, the API consumer uses the DELETE method described in this clause to delete each PNFD version

individually.
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This method shall follow the provisions specified in the tables 5.4.6.3.5-1 and 5.4.6.3.5-2 for URI query parameters,
request and response data structures, and response codes.

Table 5.4.6.3.5-1: URI query parameters supported by the DELETE method on this resource

Name Cardinality Description

none supported

Table 5.4.6.3.5-2: Details of the DELETE request/response on this resource

Request Data type Cardinality Description
body n/a
Data type Cardinality |Response Description
Codes
n/a 204 No Shall be returned when the operation has
Content completed successfully.
Response
body The response body shall be empty.
ProblemDetails See AxX/5XX In addition to the response codes defined above,
clause 6.4 any common error response code as defined in
of [16] clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.

547 Resource: PNFD archive content

5.4.7.1 Description

This resource represents the content of the individual PNF archive, i.e. PNFD content. The API consumer can use this
resource to upload and download the content of the PNFD.

5.4.7.2 Resource definition
Theresource URI is:
{apiRoot}/nsd/{apiM ajor Version}/pnf_descriptor {pnfdlnfol d}/pnfd_content

This resource shall support the resource URI variables defined in table 5.4.7.2-1.

Table 5.4.7.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 5.1a.
pnfdinfold Identifier of the individual PNF descriptor. See note.

NOTE: This identifier can be retrieved from the resource referenced by the "Location"” HTTP header in the response

to a POST request creating a new PNF descriptor resource. It can also be retrieved from the "id" attribute in
the payload body of that response.
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547.3 Resource methods

5.4.7.3.1 POST

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.7.3.2 GET
The GET method fetches the content of the PNFD archive.

The content of the PNFD archiveis provided as onboarded, i.e. depending on the security option used, the CSAR or the
CSAR wrapped in a ZIP archive together with an external signature is returned, as defined in clause 5.1 of ETSI
GSNFV-SOL 004 [5].

NOTE: Information about the applicable security option can be obtained by eval uating the
"archiveSecurityOption" attribute in the "pnfdinfo™ structure.

This method shall follow the provisions specified in the tables 5.4.7.3.2-1 and 5.4.7.3.2-2 for URI query parameters,
request and response data structures, and response codes.

Table 5.4.7.3.2-1: URI query parameters supported by the GET method on this resource

Name Cardinality Description
none supported

Table 5.4.7.3.2-2: Details of the GET request/response on this resource

Data type Cardinality Description
n/a The request may contain a "Range" HTTP header to obtain single
range of bytes from the PNFD archive. This can be used to continue
an aborted transmission.

Request
body
If the NFVO does not support range requests, the NFVO shall
ignore the "Range" header, process the GET request, and return
the whole PNFD archive with a 200 OK response (rather than
returning a 4xx error status code).
Data type Cardinality | Response Description
Codes
n/a 1 200 OK Shall be returned when the content of the PNFD
archive has been read successfully.
The payload body shall contain a copy of the PNFD
archive.
The "Content-Type" HTTP header shall be set to
"application/zip".
Response |/a 1 206 Partial  [If the NFVO supports range requests, this response
body Content shall be returned when a single consecutive byte

range from the content of the PNFD archive has been
read successfully according to the request.

The response body shall contain the requested part
of the PNFD archive.

The "Content-Range" HTTP header shall be provided
according to IETF RFC 7233 [10].

The "Content-Type" HTTP header shall be set as
defined above for the "200 OK" response.
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ProblemDetails 1 409 Conflict [Shall be returned upon the following error: The
operation cannot be executed currently, due to a
conflict with the state of the resource.

Typically, this is due to the fact pnfdOnboardingState
has a value different from ONBOARDED.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

ProblemDetails 0.1 416 Range |[Shall be returned upon the following error: The byte
Not range passed in the "Range" header did not match
Satisfiable  |any available byte range in the PNFD archive (e.g.
"access after end of file").

The response body may contain a ProblemDetails

structure.
ProblemDetails See AxX/5xX In addition to the response codes defined above, any
clause 6.4 common error response code as defined in clause 6.4
of [16] of ETSI GS NFV-SOL 013 [16] may be returned.

5.4.7.3.3 PUT
The PUT method is used to upload the content of a PNFD archive.

This method shall follow the provisions specified in the tables 5.4.7.3.3-1 and 5.4.7.3.3-2 for URI query parameters,
request and response data structures, and response codes.

Table 5.4.7.3.3-1: URI query parameters supported by the PUT method on this resource

Name Cardinality Description
none supported

Table 5.4.7.3.3-2: Details of the PUT request/response on this resource

Data type Cardinality Description
n/a 1 The payload body contains a ZIP file representing the PNFD
Request archive.
body
The request shall set the "Content-Type" HTTP header to
"application/zip".
Data type Cardinality | Response Description
Codes
n/a 202 Shall be returned when the PNFD archive has been
Accepted accepted for uploading, but the processing has not
been completed. It is expected to take some time
for processing (asynchronous mode).
The response body shall be empty. See note.
n/a 1 204 No Shall be returned when the PNFD archive content
Content has been uploaded and validated successfully.
Reégg;se The response body shall be empty.

ProblemDetails 1 409 Conflict [Shall be returned upon the following error: The
operation cannot be executed currently, due to a
conflict with the state of the resource.

Typically, this is due to the fact that the
"pnfdOnboardingState" attribute has a value other
than "CREATED" or "ERROR".

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.
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ProblemDetails See AxX/5xX In addition to the response codes defined above,
clause 6.4 any common error response code as defined in
of [16] clause 6.4 of ETSI GS NFV-SOL 013 [16] may be

returned.

NOTE: The API consumer can track the uploading progress by receiving the "PnfdOnBoardingNotification" and
"PnfdOnBoardingFailureNotification" from the NFVO or by reading the status of the individual PNF
descriptor resource using the GET method.

5.4.7.3.4 PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

5.4.7.35 DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.7a Resource: PNFD

5.4.7a.1 Description

This resource represents the PNFD contained in an on-boarded PNFD archive. The API consumer can use this resource
to obtain the content of the PNFD.

54.7a.2 Resource definition
The resource URI is:

{apiRoot}/nsd/{apiM ajorVersion}/pnf_descriptor s/{pnfdlnfol d}/pnfd
Thisresource shall support the resource URI variables defined in table 5.4.7a.2-1.

Table 5.4.7a.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 5.1a.
pnfdinfold Identifier of the individual PNF descriptor. See note.

NOTE: This identifier can be retrieved from the resource referenced by the "Location" HTTP header in the response
to a POST request creating a new PNF descriptor resource. It can also be retrieved from the "id" attribute in
the payload body of that response.

5.4.7a.3 Resource methods

5.4.7a.3.1 POST

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

5.4.7a.3.2 GET
The GET method reads the content of the PNFD within aPNFD archive.

The PNFD can be implemented as a single file or as a collection of multiplefiles. If the PNFD isimplemented in the
form of multiple files, a ZIP file embedding these files shall be returned. If the PNFD isimplemented as asingle file,
either that file or a ZIP file embedding that file shall be returned.

ETSI



77 ETSI GS NFV-SOL 005 V3.3.1 (2020-09)

The selection of the format is controlled by the "Accept" HTTP header passed in the GET request:

. If the "Accept” header contains only "text/plain” and the PNFD isimplemented as asinglefile, the file shall be
returned; otherwise, an error message shall be returned.

o If the "Accept" header contains only "application/zip", the single file or the multiple files that make up the
PNFD shall be returned embedded in a ZIP file.

. If the "Accept" header contains both "text/plain" and "application/zip", it is up to the NFV O to choose the
format to return for asingle-file PNFD; for a multi-file PNFD, a ZIP file shall be returned.

The default format of the ZIP file shall be the one specified in ETSI GS NFV-SOL 004 [5] where only the YAML files
representing the PNFD, and information necessary to navigate the ZIP file and to identify the file that is the entry point
for parsing the PNFD and (if requested) further security information are included. This means that the content of the
ZIP archive shall contain the following files from the PNFD archive:

. TOSCA.meta (if available in the PNFD archive);

e themain service template (either as referenced from TOSCA.meta or available as a file with the extension
".yml" or ".yaml" from the root of the archive);

. every component of the PNFD referenced (recursively) from the main service template;
e therelated security information, if the "include_signatures' URI parameter is provided, as follows:
- the manifest fileg;
- the singleton certificate file in the root of the PNFD archive (if available in the PNFD archive);

- the signing certificates of the individual filesincluded in the ZIP archive (if available in the PNFD
archive);

- the signatures of the individual files (if available in the PNFD archive).

This method shall follow the provisions specified in the tables 5.4.7a.3.2-1 and 5.4.7a.3.2-2 for URI query parameters,
request and response data structures, and response codes.

Table 5.4.7a.3.2-1: URI query parameters supported by the GET method on this resource

Name Cardinality Description
include_signatures (0.1 If this parameter is provided, the NFVO shall include in the ZIP file the security
information as specified above.

This URI query parameter is a flag, i.e. it shall have no value.

The NFVO shall support this parameter.
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Table 5.4.7a.3.2-2: Details of the GET request/response on this resource

Request
body

Data type

Cardinality

Description

n/a

The request shall contain the appropriate entries in the "Accept”
HTTP header as defined above.

Response
body

Data type

Cardinality

Response
Codes

Description

n/a

1

200 OK

Shall be returned when the content of the PNFD has
been read successfully.

The payload body shall contain a copy of the file
representing the PNFD or a ZIP file that contains
the file or multiple files representing the PNFD, as
specified above.

The "Content-Type" HTTP header shall be set
according to the format of the returned file. It shall
be set to "text/plain” for a YAML file.

ProblemDetails

406 Not
Acceptable

If the "Accept" header does not contain at least one
name of a content type for which the NFVO can
provide a representation of the PNFD, the NFVO
shall respond with this response code.

The "ProblemDetails" structure may be included
with the "detail" attribute providing more information
about the error.

ProblemDetails

409
Conflict

Shall be returned upon the following error: The
operation cannot be executed currently, due to a
conflict with the state of the resource.

Typically, this is due to the fact that
"pnfdOnboardingState " has a value different from
"ONBOARDED".

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

ProblemDetails

See
clause 6.4 of
[16]

AXX/5XX

In addition to the response codes defined above,
any common error response code as defined in
clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.

5.4.7a.3.3

PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.7a.3.4

PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

5.4.7a.3.5

DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].
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5.4.7b Resource: PNFD archive manifest

54.7b.1 Description

This resource represents the manifest file contained in an on-boarded PNFD archive. The APl consumer can use this
resource to obtain the content of the manifest file.

5.4.7b.2 Resource definition
The resource URI is:

{apiRoot}/nsd/{apiM ajorVersion}/pnf_descriptor /{pnfdlnfol d}/manifest
This resource shall support the resource URI variables defined in table 5.4.7b.2-1.

Table 5.4.7b.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 5.1a.
pnfdinfold Identifier of the individual PNF descriptor. See note.

NOTE: This identifier can be retrieved from the resource referenced by the "Location"” HTTP header in the response
to a POST request creating a new PNF descriptor resource. It can also be retrieved from the "id" attribute in
the payload body of that response.

5.4.7b.3 Resource methods

5.4.7b.3.1 POST

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.7b.3.2 GET
The GET method reads the content of the manifest file within a PNFD archive.

This method shall follow the provisions specified in the tables 5.4.7b.3.2-1 and 5.4.7b.3.2-2 for URI query parameters,
request and response data structures, and response codes.

Table 5.4.7b.3.2-1: URI query parameters supported by the GET method on this resource

Name Cardinality Description
include_signatures |0..1 If this parameter is provided, the NFVO shall return the manifest and related
security information (signature and certificate) either in a single text file if the
signature and certificate are included in the manifest file, or in a zip file containing
the manifest and the certificate file, if this is provided as a separate file in the PNFD
archive.

If this parameter is not given, the NFVO shall provide only a copy of the manifest
file, as onboarded. If the security information is included in the onboarded manifest,
it shall also be included in the returned copy.

This URI query parameter is a flag, i.e. it shall have no value.

The NFVO shall support this parameter.
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Table 5.4.7b.3.2-2: Details of the GET request/response on this resource

Request
body

Data type

Cardinality

Description

n/a

Response
body

Data type

Cardinality

Response
Codes

Description

n/a

1

200 OK

Shall be returned when the content of the manifest
file has been read successfully.

If the "include_signatures" URI query parameter
was absent in the request, or if the manifest file has
all security-related information embedded (i.e. there
is no separate certificate file), the payload body
shall contain a copy of the manifest file of the PNFD
archive, and the "Content-Type" HTTP header shall
be set to "text/plain”.

If the "include_signatures" URI query parameter
was present in the related request and the manifest
file does not have all the security-related information
embedded (i.e. there is a separate certificate file),
the "Content-Type" HTTP header shall be set to
"application/zip" and the payload body shall contain
a ZIP archive which includes:
- acopy of the manifest file of the PNFD
archive;
- acopy of the related individual certificate
file.

ProblemDetails

409
Conflict

Shall be returned upon the following error: The
operation cannot be executed currently, due to a
conflict with the state of the resource.

Typically, this is due to the fact that
"pnfdOnboardingState " has a value different from
"ONBOARDED".

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

ProblemDetails

See
clause 6.4 of
[16]

AXX/5XX

In addition to the response codes defined above,
any common error response code as defined in
clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.

5.4.7b.3.3

PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.7b.3.4

PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

5.4.7b.3.5

DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].
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5.4.7c Resource: Individual PNFD archive artifact

5.4.7c.1 Description

This resource represents an individual artifact contained in a PNFD archive. The APl consumer can use this resource to
fetch the content of the artifact.

5.4.7¢c.2 Resource definition
Theresource URI is:
{apiRoot}/nsd/{apiM ajorVersion}/pnf_descriptor s/{pnfdinfol d}/artifacts/{artifactPath}

This resource shall support the resource URI variables defined in table 5.4.7¢.2-1.

Table 5.4.7c.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 5.1a.
pnfdinfold Identifier of the individual PNF descriptor. See note 1.
artifactPath For an artifact contained as a file in the PNFD archive, this variable shall contain a sequence

of one or path segments representing the path of the artifact within the PNFD archive, relative
to the root of the package.

EXAMPLE: foo/bar/m%40ster.sh

For an external artifact represented as a URI in the PNFD archive manifest, this variable shall
contain the URI as provided in the NS archive.

See note 2 and note 3.

NOTE 1: This identifier can be retrieved from the resource referenced by the "Location"” HTTP header in the response
to a POST request creating a new PNF descriptor resource. It can also be retrieved from the "id" attribute in
the payload body of that response.

NOTE 2: This identifier can be retrieved from the "artifactPath" attribute of the applicable "artifacts" entry in the body
of the response to a GET request querying the "Individual PNFD" resource.

NOTE 3: Since multiple path segments are allowed to be contained in this variable, the "/" character that separates
these segments is not percent-encoded. Each individual segment is percent-encoded if necessary as
defined in clause 4.1 of ETSI GS NFV-SOL 013 [16].

54.7c.3 Resource methods

5.4.7c.3.1 POST

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.7¢.3.2 GET
The GET method fetches the content of an individua artifact within aPNFD archive.

This method shall follow the provisions specified in the tables 5.4.7¢.3.2-1 and 5.4.7¢.3.2-2 for URI query parameters,
request and response data structures, and response codes.
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Table 5.4.7c.3.2-1: URI query parameters supported by the GET method on this resource

Name

Cardinality

Description

include_signatures

0.1

If this parameter is provided, the NFVO shall return the artifact and related security
information (such as signature and optional certificate) in a ZIP archive.

If this parameter is not given, the NFVO shall provide only a copy of the artifact file.
This URI query parameter is a flag, i.e. it shall have no value.

The NFVO shall support this parameter.

Table 5.4.7c.3.2-2: Details of the GET request/response on this resource

Data type

Cardinality

Description

Request
body

n/a

The request may contain a "Range" HTTP header to obtain single
range of bytes from an artifact file. This can be used to continue
an aborted transmission.

If the Range header is present in the request and the NFVO does
not support responding to range requests with a 206 response, it
shall return a 200 OK response instead as defined below.

Data type

Cardinality

Response
Codes

Description

Response
body

n/a

1

200 OK

Shall be returned when the whole content of the
artifact file has been read successfully.

If the "include_signatures" request URI parameter
was not provided in the related request, the payload
body shall contain a copy of the artifact file from the
PNFD archive, as defined by ETSI

GS NFV-SOL 004 [5], and the "Content-Type"
HTTP header shall be set according to the content
type of the artifact file. If the artifact is encrypted,
the header shall be set to the value
"application/cms" (IETF RFC 7193 [17]). If the
content type cannot be determined, the header shall
be set to the value "application/octet-stream".

If the "include_signatures" request URI parameter
was provided in the related request, the "Content-
Type" HTTP header shall be set to "application/zip"
and the payload body shall contain a ZIP archive
which includes:
- acopy of the artifact file from the VNF
package, as defined by ETSI
GS NFV-SOL 004 [5];
- the related security information (individual
signature file and optional related
individual certificate file).

n/a

206 Partial
Content

If the NFVO supports range requests and the
"include_signatures" request URI parameter was
not present in the related request, this response
shall be returned when a single consecutive byte
range from the content of the artifact file has been
read successfully according to the request.

The response body shall contain the requested part
of the artifact file from the PNFD archive, as defined
by ETSI GS NFV-SOL 004 [5].

The "Content-Type" HTTP header shall be set
according to the content type of the artifact file. If
the content type cannot be determined, the header
shall be set to the value "application/octet-stream".

The "Content-Range" HTTP header shall be
provided according to IETF RFC 7233 [10].
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ProblemDetails

0.1

406 Not
Acceptable

If the related request contained an "Accept" header
not compatible with the Content type
"application/zip" but the "include_signatures" flag
was provided, the NFVO shall respond with this
response code.

The "ProblemDetails" structure may be included
with the "detail" attribute providing more information
about the error.

ProblemDetails

409 Conflict

Shall be returned upon the following error: The
operation cannot be executed currently, due to a
conflict with the state of the resource.

Typically, this is due to the fact that
"pnfdOnboardingState" has a value different from
"ONBOARDED".

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

ProblemDetails

0.1

416 Range
Not
Satisfiable

The byte range passed in the "Range" header did
not match any available byte range in the artifact file
(e.g. "access after end of file").

The response body may contain a ProblemDetails
structure.

See
clause 6.4 of
[16]

ProblemDetails

AXX/5XX

In addition to the response codes defined above,
any common error response code as defined in
clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.

5.4.7¢.3.3 PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.7c.3.4 PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

5.4.7c.3.5 DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.8 Resource: Subscriptions

5.48.1 Description

This resource represents subscriptions. The APl consumer can use this resource to subscribe to notifications related to

NSD management and to query its subscriptions.

5.4.8.2 Resource definition
The resource URI is:

{apiRoot}/nsd/{apiM ajor Version}/subscriptions

This resource shall support the resource URI variables defined in table 5.4.8.2-1.
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Table 5.4.8.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 5.1a.
5.4.8.3 Resource methods
5.48.3.1 POST

The POST method creates a new subscription.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the tables 5.4.8.3.1-1 and 5.4.8.3.1-2.

Creation of two subscription resources with the same callback URI and the same filter can result in performance
degradation and will provide duplicates of notifications to the OSS, and might make sense only in very rare use cases.
Consequently, the NFV O may either allow creating a subscription resource if another subscription resource with the
same filter and callback URI already exists (in which case it shall return the "201 Created" response code), or may
decide to not create a duplicate subscription resource (in which case it shall return a"303 See Other" response code
referencing the existing subscription resource with the same filter and callback URI).

Table 5.4.8.3.1-1: URI query parameters supported by the POST method on this resource

Name Cardinality Remarks

n/a
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Table 5.4.8.3.1-2: Details of the POST request/response on this resource

Request
body

Data type

Cardinality

Remarks

NsdmSubscriptionRequest

1

Details of the subscription to be created, as defined in
clause 5.5.2.7.

Response
body

Data type

Cardinality

Response
Codes

Remarks

NsdmSubscription

1

201
Created

Shall be returned when the subscription has been
created successfully.

A representation of the created "Individual
subscription" resource shall be returned in the
response body, as defined in clause 5.5.2.8.

The HTTP response shall include a "Location:"
HTTP header that points to the created
"Individual subscription" resource.

n/a

303
See Other

Shall be returned when a subscription with the
same callback URI and the same filter already
exits and the policy of the NFVO is to not create
redundant subscriptions.

The HTTP response shall include a "Location"
HTTP header that contains the resource URI of
the existing "Individual subscription" resource.

The response body shall be empty.

ProblemDetails

422
Unprocess
able Entity

Shall be returned upon the following error: The
content type of the payload body is supported
and the payload body of a request contains
syntactically correct data but the data cannot be
processed.

The general cause for this error and its handling
is specified in clause 6.4 of ETSI

GS NFV-SOL 013 [16], including rules for the
presence of the response body.

Specifically in case of this resource, the response
code 422 shall also be returned if the NFVO has
tested the Notification endpoint as described in
clause 5.4.10.3.2 and the test has failed.

In this case, the "detail" attribute in the
"ProblemDetails" structure shall convey more
information about the error.

ProblemDetails

See
clause 6.4
of [16]

AxXX/5XX

In addition to the response codes defined above,
any common error response code as defined in
clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.

5.4.8.3.2

GET

The GET method queries the list of active subscriptions of the functional block that invokes the method. It can be used
e.g. for resynchronization after error situations.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the tables 5.4.8.3.2-1 and 5.4.8.3.2-2.
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Table 5.4.8.3.2-1: URI query parameters supported by the GET method on this resource

Name

Cardinality

Remarks

filter

0.1

Attribute filtering expression according to clause 5.2 of ETSI
GS NFV-SOL 013 [16].

The NFVO shall support receiving this parameter as part of the URI query
string. The OSS/BSS may supply this parameter.

All attribute names that appear in the NsdmSubscription and in data types
referenced from it shall be supported by the NFVO in the filter expression.

nextpage_opaque_marker

0.1

Marker to obtain the next page of a paged response. Shall be supported by
the NFVO if the NFVO supports alternative 2 (paging) according to
clause 5.4.2.1 of ETSI GS NFV-SOL 013 [16] for this resource.

Table 5.4.8.3.2-2: Details of the GET request/response on this resource

Request

Data type

Cardinality

Remarks

body n/a

Data type

Cardinality

Response
Codes

Remarks

Response
body

NsdmSubscription

0..N

200 OK

Shall be returned when the list of subscriptions has
been queried successfully.

The response body shall contain in an array the
representations of all active subscriptions of the
functional block that invokes the method, i.e. zero or
more representations of NSD management
subscriptions as defined in clause 5.5.2.8.

If the "filter" URI parameter was supplied in the
request, the data in the response body shall have
been transformed according to the rules specified in
clause 5.2.2 of ETSI GS NFV-SOL 013 [16].

If the NFVO supports alternative 2 (paging)
according to clause 5.4.2.1 of ETSI

GS NFV-SOL 013 [16] for this resource, inclusion of
the Link HTTP header in this response shall follow
the provisions in clause 5.4.2.3 of ETSI

GS NFV-SOL 013 [16].

ProblemDetails

400 Bad
Request

Shall be returned upon the following error: Invalid
attribute-based filtering expression.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute should
convey more information about the error.

ProblemDetails

400 Bad
Request

Shall be returned upon the following error: Response
too big.

If the NFVO supports alternative 1 (error) according
to clause 5.4.2.1 of ETSI GS NFV-SOL 013 [16] for
this resource, this error response shall follow the
provisions in clause 5.4.2.2 of ETSI

GS NFV-SOL 013 [16].

ProblemDetails

See
clause 6.4 of
[16]

AxX/5%X

In addition to the response codes defined above, any
common error response code as defined in

clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.

5.4.8.3.3

PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].
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5.4.8.3.4 PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.8.3.5 DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

5.4.9 Resource: Individual subscription

5.49.1 Description

This resource represents an individua subscription. It can be used by the API consumer to read and to terminate a
subscription to notifications related to NSD management.

5.4.9.2 Resource definition
Theresource URI is:
{apiRoot}/nsd/{apiM ajor Version}/subscriptions/{subscriptionl d}

This resource shall support the resource URI variables defined in table 5.4.9.2-1.

Table 5.4.9.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 5.1a.
subscriptionld Identifier of this subscription. See note.

NOTE: This identifier can be retrieved from the resource referenced by the "Location"” HTTP header in the response
to a POST request creating a new subscription resource. It can also be retrieved from the "id" attribute in the
payload body of that response.

5.49.3 Resource methods

54931 POST

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.9.3.2 GET
The GET method retrieves information about a subscription by reading an individual subscription resource.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the tables 5.4.9.3.2-1 and 5.4.9.3.2-2.

Table 5.4.9.3.2-1: URI query parameters supported by the GET method on this resource

Name Cardinality Remarks

n/a
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Details of the GET request/response on this resource

Request Data type Cardinality Remarks
body n/a
Data type Cardinality |Response Remarks
Codes
NsdmSubscription 1 200 OK Shall be returned when information about an
individual subscription has been read successfully.
Rez ponse The response body shall contain a representation of
ody e
the subscription resource.
ProblemDetails See AXXI5XX In addition to the response codes defined above, any
clause 6.4 common error response code as defined in
of [16] clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.
5.49.3.3 PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.9.34

PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

5.4.9.35

DELETE

The DELETE method terminates an individual subscription.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the tables 5.4.9.3.5-1 and 5.4.9.3.5-2.

Table 5.4.9.3.5-1: URI query parameters supported by the DELETE method on this resource

Name Cardinality Remarks
n/a
Table 5.4.9.3.5-2: Details of the DELETE request/response on this resource
Request Data type Cardinality Remarks
body n/a
Data type Cardinality | Response Remarks
Codes
n/a 204 No Shall be returned when the "Individual subscription”
Content resource has been deleted successfully.
Response
body The response body shall be empty.
ProblemDetails See 4xx/5XX In addition to the response codes defined above, any
clause 6.4 of common error response code as defined in
[16] clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.

5.4.10 Resource: Notification endpoint

5.4.10.1

Description

This resource represents a notification endpoint. The API producer can use this resource to send notificationsto a
subscribed API consumer, which has provided the URI of this resource during the subscription process.
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The resource URI is provided by the APl consumer when creating the subscription.

This resource shall support the resource URI variables defined in table 5.4.10.2-1.

Table 5.4.10.2-1: Resource URI variables for this resource

Name Definition
n/a
5.4.10.3 Resource methods
5.4.10.3.1 POST

The POST method delivers a notification from the API producer to the APl consumer.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the tables 5.4.10.3.1-1 and 5.4.10.3.1-2.

Table 5.4.10.3.1-1: URI query parameters supported by the POST method on this resource

Name

Cardinality

Remarks

n/a

Each notification request body shall include exactly one of the alternatives defined in table 5.4.10.3.1-2.

Table 5.4.10.3.1-2: Details of the POST request/response on this resource

Data type

Cardinality

Remarks

NsdOnBoardingNotification

1

A natification about the successful on-boarding of an
NSD.

NsdOnBoardingFailureNotification |1 A notification about the failure of on-boarding an NSD.
NsdChangeNotification 1 A notification about the state change of an on-boarded
Request NSD.
body NsdDeletionNotification 1 A natification about the deletion of an on-boarded NSD.
PnfdOnBoardingNotification 1 A notification about the successful on-boarding of a
PNFD.
PnfdOnBoardingFailureNotification |1 A notification about the failure of on-boarding a PNFD.
PnfdDeletionNotification 1 A natification about the deletion of an on-boarded PNFD.
Data type Cardinality | Response Remarks
Codes
n/a 204 No Shall be returned when the notification has
Response Content been delivered successfully.
body ProblemDetails See AXx/5xx In addition to the response codes defined
clause 6.4 above, any common error response code
of [16] as defined in clause 6.4 of ETSI
GS NFV-SOL 013 [16] may be returned.
5.4.10.3.2 GET

The GET method allows the API producer to test the notification endpoint that is provided by the API consumer, e.g.
during subscription.

This method shall follow the provisions specified in the tables 5.4.10.3.2-1 and 5.4.10.3.2-2 for URI query parameters,
request and response data structures, and response codes.
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Table 5.4.10.3.2-1: URI query parameters supported by the GET method on this resource

Name Cardinality Description
none supported

Table 5.4.10.3.2-2: Details of the GET request/response on this resource

Request Data type Cardinality Description
body n/a
Data type Cardinality | Response Description
Codes
n/a 204 No Shall be returned when the notification endpoint
Content has been tested successfully.
Response
body The response body shall be empty.
ProblemDetails See 4xxI5xX In addition to the response codes defined above,
clause 6.4 of any common error response code as defined in
[16] clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.
5.4.10.3.3 PUT

This method is not supported. When this method is requested on this resource, the OSS/BSS shall return a 405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.10.3.4 PATCH

This method is not supported. When this method is requested on this resource, the OSS/BSS shall return a 405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

5.4.10.3.5 DELETE

This method is not supported. When this method is requested on this resource, the OSS/BSS shall return a 405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

55 Data model

55.1 Introduction

This clause defines the request and response data structures of the NSD Lifecycle management interface.
5.5.2 Resource and notification data types

55.21 Type: NsdinfoModifications

This type represents attribute modifications for an individual NS descriptor resource based on the "Nsdinfo" data type.
The attributes of "Nsdinfo" that can be modified are included in the "NsdinfoM odifications' data type.

The "NsdinfoModifications" data type shall comply with the provisions defined in table 5.5.2.1-1.
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Table 5.5.2.1-1: Definition of the NsdinfoModifications data type

Attribute name Data type Cardinality Description
nsdOperationalState NsdOperationalStateType |0..1 New value of the "nsdOperationalState" attribute in
"NsdInfo" data type. See note.
Permitted values:
ENABLED
DISABLED
userDefinedData KeyValuePairs 0.1 Modifications of the "userDefinedData" attribute in

"NsdInfo" data type. See note.
If present, these modifications shall be applied
according to the rules of JSON Merge Patch (see

IETF RFC 7396 [11]).

NOTE:

At least one of the attributes - nsdOperationalState and userDefinedData - shall be present.

5.5.2.2

Type: Nsdinfo

Thistype represents a response for the query NSD operation. It shall comply with the provisions defined in
table 5.5.2.2-1.

Table 5.5.2.2-1: Definition of the NsdInfo data type

Attribute name

Data type

Cardinality

Description

id

Identifier

1

Identifier of the onboarded individual NS descriptor
resource. This identifier is allocated by the NFVO.

nsdld

Identifier

0.1

This identifier, which is allocated by the NSD
designer, identifies the NSD in a globally unique way.
It is copied from the NSD content and shall be
present after the NSD content is on-boarded.

nsdName

String

Name of the onboarded NSD. This information is
copied from the NSD content and shall be present
after the NSD content is on-boarded.

nsdVersion

Version

Version of the on-boarded NSD. This information is
copied from the NSD content and shall be present
after the NSD content is on-boarded.

nsdDesigner

String

Designer of the on-boarded NSD. This information is
copied from the NSD content and shall be present
after the NSD content is on-boarded.

nsdinvariantld

Identifier

This identifier, which is allocated by the NSD
designer, identifies an NSD in a version independent
manner. This information is copied from the NSD
content and shall be present after the NSD content is
on-boarded.

vnfPkglds

Identifier

Identifies the VNF package for the VNFD referenced
by the on-boarded NS descriptor resource.
See note 1.

pnfdinfolds

Identifier

Identifies the Pnfdinfo element for the PNFD
referenced by the on-boarded NS descriptor
resource.

nestedNsdInfolds

Identifier

Identifies the NsdInfo element for the nested NSD
referenced by the on-boarded NS descriptor
resource. See note 1.

archiveSecurityOption

Enum (inlined)

Signals the security option used by the NSD archive
as defined in clause 5.1 of ETSI
GS NFV-SOL 007 [18].

Valid values: OPTION 1, OPTION 2

signingCertificate

String

The singleton signing certificate if it is included as a
file in the NSD archive.

artifacts

NsdArchiveArtifactinfo

Information about NSD archive artifacts contained in
the NSD archive.

This attribute shall not be present before the NSD
archive content is on-boarded. Otherwise, this
attribute shall be present if the NSD archive contains
artifacts.

ETSI




92

ETSI GS NFV-SOL 005 V3.3.1 (2020-09)

Attribute name

Data type

Cardinality

Description

nsdOnboardingState

NsdOnboardingStateTy
pe

1

Onboarding state of the individual NS descriptor
resource. See note 4.

onboardingFailureDetails |ProblemDetails 0.1 Failure details of current onboarding procedure. See
clause 6.3 of ETSI GS NFV-SOL 013 [16] for the
details of "ProblemDetails" structure.
It shall be present when the "nsdOnboardingState"
attribute is "ERROR", i.e. the uploading or processing
has failed in NFVO, unless it has been requested to
be excluded via an attribute selector.

nsdOperationalState NsdOperationalStateTy |1 Operational state of the individual NS descriptor

pe resource. This attribute can be modified with the

PATCH method. See note 2 and note 4.

nsdUsageState NsdUsageStateType 1 Usage state of the individual NS descriptor resource.
See note 3 and note 4.

userDefinedData KeyValuePairs 0.1 User defined data for the individual NS descriptor
resource. This attribute can be modified with the
PATCH method.

links Structure (inlined) 1 Links to resources related to this resource.

>self Link 1 URI of this resource.

>nsd_content Link 1 Link to the NSD content resource.

NOTE 1: At least one of the attributes - vnfPkgld and nestedNsdInfold shall be present, after the NSD is on-boarded.

NOTE 2: If the value of the nsdOnboardingState attribute is not equal to "ONBOARDED", the value of the

nsdOperationalState attribute shall be equal to "DISABLED".
NOTE 3: If the value of the nsdOnboardingState attribute is not equal to "ONBOARDED", the value of the nsdUsageState
attribute shall be equal to "NOT_IN_USE".
NOTE 4: State changes of an NSD are illustrated in clause B.2.
5.5.2.3 Type: CreateNsdInfoRequest

Thistype creates a completely new NS descriptor resource. It shall comply with the provisions defined in

table 5.5.2.3-1.

Table 5.5.2.3-1: Definition of the CreateNsdInfoRequest data type

Attribute name Data type Cardinality Description
userDefinedData KeyValuePairs 0.1 User-defined data for the NS descriptor resource to be
created.
It shall be present when the user defined data is set for
the individual NS descriptor resource to be created.
5.5.24 Type: PnfdinfoModifications

This type represents attribute modifications for an individual PNF descriptor resource based on the "Pnfdinfo” data
type. The attributes of "Pnfdinfo" that can be modified are included in the "PnfdinfoM odifications’ data type.

The "PnfdinfoModifications' data type shall comply with the provisions defined in table 5.5.2.4-1.

Table 5.5.2.4-1: Definition of the PnfdInfoModifications data type

Attribute name

Data type Cardinality Description

userDefinedData

Modifications of the "userDefinedData" attribute in "Pnfdinfo"
data type.

KeyValuePairs 1

If present, these modifications shall be applied according to
the rules of JSON Merge Patch (see IETF RFC 7396 [11]).
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This type represents a response for the query PNFD operation. It shall comply with the provisions defined in

table 5.5.2.5-1.

Table 5.5.2.5-1: Definition of the PnfdInfo data type

Attribute name

Data type

Cardinality

Description

id

Identifier

1

Identifier of the onboarded individual PNF
descriptor resource. This identifier is allocated by
the NFVO.

pnfdid

Identifier

0.1

This identifier, which is managed by the PNFD

designer, identifies the PNFD in a globally unique
way. It is copied from the PNFD content and shall
be present after the PNFD content is on-boarded.

pnfdName

String

Name of the onboarded PNFD. This information is
copied from the PNFD content and shall be
present after the PNFD content is on-boarded.

pnfdVersion

Version

Version of the onboarded PNFD. This information
is copied from the PNFD content and shall be
present after the PNFD content is on-boarded.

pnfdProvider

String

Provider of the onboarded PNFD. This information
is copied from the PNFD content and shall be
present after the PNFD content is on-boarded.

pnfdinvariantld

Identifier

Identifies a PNFD in a version independent
manner. This attribute is invariant across versions
of PNFD.

archiveSecurityOption

Enum (inlined)

Signals the security option used by the PNFD
archive as defined in clause 5.1 of ETSI
GS NFV-SOL 004 [5].

Valid values: OPTION 1, OPTION 2

signingCertificate

String

The singleton signing certificate if it is included as
a file in the PNFD archive.

artifacts

PnfdArchiveArtifactinfo

Information about PNFD archive artifacts
contained in the PNFD archive.

This attribute shall not be present before the
PNFD archive content is on-boarded. Otherwise,
this attribute shall be present if the PNFD archive
contains artifacts.

pnfdOnboardingState

PnfdOnboardingState Type

Onboarding state of the individual PNF descriptor
resource.

onboardingFailureDetails

ProblemDetails

Failure details of current onboarding procedure.
See clause 6.3 of ETSI GS NFV-SOL 013 [16] for
the details of "ProblemDetails" structure.

It shall be present when the
"pnfdOnboardingState" attribute is "ERROR", i.e.
the uploading or processing has failed in the
NFVO, unless it has been requested to be
excluded via an attribute selector.

pnfdUsageState

PnfdUsageStateType

Usage state of the individual PNF descriptor
resource.

userDefinedData

KeyValuePairs

User defined data for the individual PNF descriptor
resource. This attribute can be modified with the
PATCH method.

links

Structure (inlined)

Links to resources related to this resource.

>self

Link

[

URI of this resource.

>pnfd_content

Link

Link to the PNFD Content resource.
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5.5.2.6 Type: CreatePnfdIinfoRequest

Thistype creates a new PNF descriptor resource. It shall comply with the provisions defined in table 5.5.2.6-1.

Table 5.5.2.6-1: Definition of the CreatePnfdInfoRequest data type

Attribute name Data type Cardinality Description
userDefinedData KeyValuePairs 0.1 User-defined data for the PNF descriptor resource to be
created.

It shall be present when the user defined data is set for
the individual PNF descriptor resource to be created.

5.5.2.7 Type: NsdmSubscriptionRequest

This type represents a subscription request related to notifications about NSD management. It shall comply with the
provisions defined in table 5.5.2.7-1.

Table 5.5.2.7-1: Definition of the NsdmSubscriptionRequest data type

Attribute name Data type Cardinality Description
filter NsdmNotificationsFil |0..1 Filter settings for this subscription, to define the subset of
ter all notifications this subscription relates to. A particular

notification is sent to the subscriber if the filter matches,
or if there is no filter.

callbackUri Uri 1 The URI of the endpoint to send the notification to.
authentication SubscriptionAuthenti |0..1 Authentication parameters to configure the use of
cation Authorization when sending notifications corresponding

to this subscription, as defined in clause 8.3.4 of ETSI
GS NFV-SOL 013 [16].

This attribute shall only be present if the subscriber
requires authorization of notifications.

5.5.2.8 Type: NsdmSubscription

This type represents a subscription related to notifications about NSD management. It shall comply with the provisions
defined in table 5.5.2.8-1.

Table 5.5.2.8-1: Definition of the NsdmSubscription data type

Attribute name Data type Cardinality Description
id Identifier 1 Identifier of this subscription resource.
filter NsdmNotificationsFilter (0..1 Filter settings for this subscription, to define the subset of

all notifications this subscription relates to. A particular
notification is sent to the subscriber if the filter matches,
or if there is no filter.

callbackUri Uri 1 The URI of the endpoint to send the notification to.
links Structure (inlined) 1 Links to resources related to this resource.

>gself Link 1 URI of this resource.

5.5.2.9 Type: NsdOnboardingNotification

This type represents an NSD management notification, which informs the receiver of the successful on-boarding of an
NSD. It shall comply with the provisions defined in table 5.5.2.9-1. The support of this notification is mandatory. The
notification shall be triggered by the NFV O when the "nsdOnboardingState” attribute of a new NSD has changed to
"ONBOARDED".
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Table 5.5.2.9-1: Definition of the NsdOnboardingNotification data type

Attribute name Data type Cardinality Description

id Identifier 1 Identifier of this notification. If a notification is sent
multiple times due to multiple subscriptions, the "id"
attribute of all these notifications shall have the same
value.

notificationType String 1 Discriminator for the different notification types.
Shall be set to "NsdOnboardingNotification” for this
notification type.

subscriptionld Identifier 1 Identifier of the subscription that this notification relates
to.

timeStamp DateTime 1 Date-time of the generation of the notification.

nsdinfold Identifier 1 Identifier of the NSD information object. This identifier is
allocated by the NFVO.

nsdid Identifier 1 This identifier, which is managed by the service provider,
identifies the NSD in a globally unique way.
It is copied from the on-boarded NSD.

_links NsdmLinks 1 Links to resources related to this notification.

5.5.2.10 Type: NsdOnboardingFailureNotification

This type represents an NSD management notification, which informs the receiver of the failure of on-boarding an
NSD. It shall comply with the provisions defined in table 5.5.2.10-1. The support of this notification is mandatory. The
notification shall be triggered by the NFV O when the on-boarding of an NSD has failed.

Table 5.5.2.10-1: Definition of the NsdOnboardingFailureNotification data type

Attribute name Data type Cardinality Description

id Identifier 1 Identifier of this notification. If a notification is sent
multiple times due to multiple subscriptions, the "id"
attribute of all these notifications shall have the same
value.

notificationType String 1 Discriminator for the different notification types.
Shall be set to "NsdOnboardingFailureNotification" for
this notification type.

subscriptionld Identifier 1 Identifier of the subscription that this notification relates
to.

timeStamp DateTime 1 Date-time of the generation of the notification.

nsdinfold Identifier 1 Identifier of the NSD information object. This identifier is
allocated by the NFVO.

nsdld Identifier 0.1 This identifier, which is managed by the service provider,
identifies the NSD in a globally unigue way.

onboardingFailureDe [ProblemDetails 1 Failure details of current onboarding procedure. See

tails clause 6.3 of ETSI GS NFV-SOL 013 [16] for the details
of "ProblemDetails" structure.

_links NsdmLinks 1 Links to resources related to this notification.

5.5.2.11 Type: NsdChangeNotification

This type represents an NSD management notification, which informs the receiver of a change of the
"nsdOperationa State" attribute of an on-boarded NSD. Changes in the value of the "nsdUsageState" and
"nsdOnboardingState” attributes are not reported. The notification shall comply with the provisions defined in

table 5.5.2.11-1. The support of this notification is mandatory. The notification shall be triggered by the NFVO when
the value of the "nsdOperational State" attribute has changed, and the "nsdOperational State” attribute has the value

"ONBOARDED".
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Table 5.5.2.11-1: Definition of the NsdChangeNotification data type

Attribute name Data type Cardinality Description

id Identifier 1 Identifier of this notification. If a notification is sent
multiple times due to multiple subscriptions, the "id"
attribute of all these notifications shall have the same
value.

notificationType String 1 Discriminator for the different notification types.
Shall be set to "NsdChangeNotification" for this
notification type.

subscriptionld Identifier 1 Identifier of the subscription that this notification relates
to.

timeStamp DateTime 1 Date-time of the generation of the notification.

nsdinfold Identifier 1 Identifier of the NSD information object. This identifier is
allocated by the NFVO.

nsdid Identifier 1 This identifier, which is managed by the service provider,
identifies the NSD in a globally unique way.
It is copied from the on-boarded NSD.

nsdOperationalState NsdOperationalState |1 New operational state of the on-boarded NSD.

Type
links NsdmLinks 1 Links to resources related to this notification.
5.5.2.12 Type: NsdDeletionNotification

Thistype represents an NSD management notification, which informs the receiver of the deletion of an on-boarded
NSD. The notification shall comply with the provisions defined in table 5.5.2.12-1. The support of this notification is
mandatory. The notification shall be triggered by the NFV O when it has deleted an on-boarded NSD.

Table 5.5.2.12-1: Definition of the NsdDeletionNotification data type

Attribute name Data type Cardinality Description

id Identifier 1 Identifier of this notification. If a notification is sent
multiple times due to multiple subscriptions, the "id"
attribute of all these notifications shall have the same
value.

notificationType String 1 Discriminator for the different notification types.
Shall be set to "NsdDeletionNotification " for this
notification type.

subscriptionld Identifier 1 Identifier of the subscription that this notification relates
to.

timeStamp DateTime 1 Date-time of the generation of the notification.

nsdinfold Identifier 1 Identifier of the NSD information object. This identifier is
allocated by the NFVO.

nsdid Identifier 1 This identifier, which is managed by the service provider,
identifies the NSD in a globally unique way.
It is copied from the on-boarded NSD.

_links NsdmLinks 1 Links to resources related to this notification.

5.5.2.13 Type: PnfdOnboardingNotification

This type represents a PNFD management notification, which informs the receiver of the successful on-boarding of a
PNFD. It shall comply with the provisions defined in table 5.5.2.13-1. The support of this notification is mandatory.

The notification is triggered when a new PNFD is on-boarded.

ETSI




97

ETSI GS NFV-SOL 005 V3.3.1 (2020-09)

Table 5.5.2.13-1: Definition of the PnfdOnboardingNotification data type

Attribute name Data type Cardinality Description

id Identifier 1 Identifier of this notification. If a notification is sent
multiple times due to multiple subscriptions, the "id"
attribute of all these notifications shall have the same
value.

notificationType String 1 Discriminator for the different notification types.
Shall be set to "PnfdOnboardingNotification” for this
notification type.

subscriptionld Identifier 1 Identifier of the subscription that this notification relates
to.

timeStamp DateTime 1 Date-time of the generation of the notification.

pnfdinfold Identifier 1 Identifier of the PNFD information object. This identifier is
allocated by the NFVO.

pnfdld Identifier 1 This identifier, which is managed by the service provider,
identifies the PNFD in a globally unique way.
It is copied from the on-boarded PNFD.

_links PnfdmLinks 1 Links to resources related to this naotification.

5.5.2.14 Type: PnfdOnboardingFailureNotification

This type represents a PNFD management notification, which informs the receiver of the failure of on-boarding a
PNFD. It shall comply with the provisions defined in table 5.5.2.14-1. The support of this notification is mandatory.

The notification is triggered when the on-boarding of a PNFD fails.

Table 5.5.2.14-1: Definition of the PnfdOnboardingFailureNotification data type

Attribute name Data type Cardinality Description

id Identifier 1 Identifier of this notification. If a notification is sent
multiple times due to multiple subscriptions, the "id"
attribute of all these notifications shall have the same
value.

notificationType String 1 Discriminator for the different notification types.
Shall be set to "PnfdOnboardingFailureNotification" for
this notification type.

subscriptionld Identifier 1 Identifier of the subscription that this notification relates
to.

timeStamp DateTime 1 Date-time of the generation of the notification.

pnfdinfold Identifier 1 Identifier of the PNFD information object. This identifier is
allocated by the NFVO.

pnfdid Identifier 0..1 This identifier, which is managed by the service provider,
identifies the PNFD in a globally unique way.

onboardingFailureDe |ProblemDetails 1 Failure details of current onboarding procedure. See

tails clause 6.3 of ETSI GS NFV-SOL 013 [16] for the details
of "ProblemDetails" structure.

_links PnfdmLinks 1 Links to resources related to this notification.

5.5.2.15 Type: PnfdDeletionNotification

Thistype represents a PNFD management notification, which informs the receiver of the deletion of an on-boarded
PNFD. The notification shall comply with the provisions defined in table 5.5.2.15-1. The support of this notification is

mandatory.

The notification is triggered when an on-boarded PNFD is deleted.
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Table 5.5.2.15-1: Definition of the PnfdDeletionNotification data type

Attribute name Data type Cardinality Description

id Identifier 1 Identifier of this notification. If a notification is sent
multiple times due to multiple subscriptions, the "id"
attribute of all these notifications shall have the same
value.

notificationType String 1 Discriminator for the different notification types.
Shall be set to "PnfdDeletionNotification " for this
notification type.

subscriptionld Identifier 1 Identifier of the subscription that this notification relates
to.

timeStamp DateTime 1 Date-time of the generation of the notification.

pnfdinfold Identifier 1 Identifier of the PNFD information object. This identifier is
allocated by the NFVO.

pnfdld Identifier 1 This identifier, which is managed by the service provider,

identifies the PNFD in a globally unique way.
It is copied from the on-boarded PNFD.

_links PnfdmLinks 1 Links to resources related to this naotification.

5.5.3 Referenced structured data types

5531 Introduction

This clause defines data structures that can be referenced from data structures defined in the previous clauses, but can
neither be resource representations nor bound to any subscribe/notify mechanism.

5.5.3.2 Type: NsdmNotificationsFilter

This type represents a subscription filter related to notifications about NSD management. It shall comply with the
provisions defined in table 5.5.3.2-1.

At aparticular nesting level in the filter structure, the following applies: All attributes shall match in order for the filter
to match (logical "and" between different filter attributes). If an attribute is an array, the attribute shall matchif at least
one of the valuesin the array matches (logical "or" between the values of one filter attribute).

ETSI




99

ETSI GS NFV-SOL 005 V3.3.1 (2020-09)

Table 5.5.3.2-1: Definition of the NsdmNotificationsFilter data type

Attribute name Data type Cardinality Description
notificationTypes Enum (inlined) 0..N Match particular notification types.
Permitted values:
NsdOnBoardingNotification
NsdOnboardingFailureNotification
NsdChangeNotification
NsdDeletionNotification
PnfdOnBoardingNotification
PnfdOnBoardingFailureNotification
PnfdDeletionNotification
See note 1.
nsdinfold Identifier 0..N Match the Nsdinfo identifier which is allocated by the
NFVO. See note 2.
nsdid Identifier 0..N Match the NSD identifier, which is allocated by the
NSD designer. See note 2.
nsdName String 0..N Match the name of the onboarded NSD.
nsdVersion Version 0..N Match the NSD version listed as part of this attribute.
nsdDesigner String 0..N Match the NSD designer of the on-boarded NSD.
nsdinvariantld Identifier 0..N Match the NSD invariant identifier which is allocated
by the NSD designer and identifies an NSD in a
version independent manner.
vnfPkglds Identifier 0..N Match VNF packages with a package identifier listed
in the attribute.
pnfdinfolds Identifier 0..N Match the Pnfdinfo identifier for the PNFD referenced
by the on-boarded NSD. See note 3.
nestedNsdinfolds Identifier 0..N Match the Nsdinfo identifier for the nested NSD
referenced by the on-boarded NSD.
nsdOnboardingState NsdOnboardingStateT |0..N Match particular on-boarding state of the NSD.
ype
nsdOperationalState NsdOperationalStateT |0..N Match particular operational state of the on-boarded
ype NSD.
nsdUsageState NsdUsageStateType  |0..N Match particular usage state of the on-boarded NSD.
pnfdid Identifier 0..N Match the PNFD identifier which is copied from the
PNFD content. See note 3.
pnfdName String 0..N Match the name of the onboarded PNFD.
pnfdVersion Version 0..N Match the PNFD designer of the on-boarded PNFD.
pnfdProvider String 0..N Match the provider of the on-boarded PNFD.
pnfdinvariantld Identifier 0..N Match the PNFD in a version independent manner.
pnfdOnboardingState PnfdOnboardingState |0..N Match particular onboarding state of the PNFD.
Type
pnfdUsageState PnfdUsageStateType |0..N Match the usage state of the individual PNF
descriptor resource.
NOTE 1: The permitted values of the "notificationTypes" attribute are spelled exactly as the names of the notification

types to facilitate automated code generation systems.

NOTE 2:

The attributes "nsdld" and "nsdinfold" are alternatives to reference to a particular NSD in a filter. They should

not be used both in the same filter instance, but one alternative should be chosen.

NOTE 3:

The attributes "pnfdld" and "pnfdinfold" are alternatives to reference to a particular PNFD in a filter. They should

not be used both in the same filter instance, but one alternative should be chosen.

5.5.3.3

Type: NsdmLinks

This type represents the links to resources that an NSD management notification can contain. It shall comply with the
provisions defined in table 5.5.3.3-1.
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Table 5.5.3.3-1: Definition of the NsdmLinks data type

Attribute name Data type Cardinality Description
nsdinfo NotificationLink 1 Link to the resource representing the NSD to which the
notified change applies, i.e. the individual NS descriptor
resource that represents the NSD.
subscription NotificationLink 1 Link to the related subscription.
5534 Type: PnfdmLinks

This type represents the links to resources that a PNFD management notification can contain. It shall comply with the
provisions defined in table 5.5.3.4-1.

Table 5.5.3.4-1: Definition of the PnfdmLinks data type

Attribute name Data type Cardinality Description
pnfdinfo NotificationLink 1 Link to the resource representing the PNFD to which the
notified change applies, i.e. the individual PNF descriptor
resource that represents the PNFD.
subscription NotificationLink 1 Link to the related subscription.

5.5.3.5

Type: NsdArchiveArtifactinfo

Thistype represents an artifact contained in an NSD archive. It shall comply with provisions defined in table 5.5.3.5-1.

Table 5.5.3.5-1: Definition of the NsdArchiveArtifactinfo data type

Attribute name Data type Cardinality Description

artifactPath String 1 Path in the NSD archive, which identifies the artifact and
also allows to access a copy of the artifact.

checksum Checksum 1 Checksum of the artifact file. Permitted hash algorithms
are defined in ETSI GS NFV-SOL 007 [18].

metadata KeyValuePairs 0.1 The metadata of the artifact that are available in the NSD
Archive, such as Content type, size, creation date, etc.

5.5.3.6 Type: PnfdArchiveArtifactinfo

Thistype represents an artifact contained in a PNFD archive. It shall comply with provisions defined in table 5.5.3.6-1.

Table 5.5.3.6-1: Definition of the PnfdArchiveArtifactinfo data type

Attribute name

Data type

Cardinality

Description

artifactPath

String

1

Path in the PNFD archive, which identifies the artifact
and also allows to access a copy of the artifact.

checksum

Checksum

1

Checksum of the artifact file. Permitted hash algorithms
are defined in ETSI GS NFV-SOL 004 [5].

nonManoAtrtifactSetld

String

0.1

Non-MANO artifact set identifier of the non-MANO artifact
set to which the artifact belongs, as defined in

clause 4.3.7 of ETSI GS NFV-SOL 004 [5]. Shall be
provided if the artifact is a non-MANO artifact, and shall
be omitted otherwise.

metadata

KeyValuePairs

The metadata of the artifact that are available in the
PNFD Archive, such as Content type, size, creation date,
etc.
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5.5.4 Referenced simple data types and enumerations

5541 Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the
previous clauses.

5.54.2 Simple data types

No particular simple data types are defined for thisinterface, in addition to those defined in clause 4.4.2.

5.54.3 Enumeration: NsdOperationalStateType

The enumeration NsdOperational StateType shall comply with the provisions defined in table 5.5.4.3-1. It indicates the
operational state of the resource.

Table 5.5.4.3-1: Enumeration NsdOperationalStateType

Enumeration value Description

ENABLED The operational state of the resource is enabled.
DISABLED The operational state of the resource is disabled.
5544 Enumeration: NsdUsageStateType

The enumeration NsdUsageStateType shall comply with the provisions defined in table 5.5.4.4-1. It indicates the usage
state of the resource.

Table 5.5.4.4-1: Enumeration NsdUsageStateType

Enumeration value Description

IN USE The resource is in use.
NOT _IN_USE The resource is not-in-use.
5545 Enumeration: NsdOnboardingStateType

The enumeration NsdOnboardingStateType shall comply with the provisions defined in table 5.5.4.5-1. It indicates the
onboarding state of the NSD.

Table 5.5.4.5-1: Enumeration NsdOnboardingStateType

Enumeration value Description
CREATED The NSD information object has been created.
UPLOADING The associated NSD content is being uploaded.
PROCESSING The associated NSD content is being processed, e.g. validation.
ONBOARDED The associated NSD content has been on-boarded successfully.
ERROR There was an error during upload or processing of the NSD content.
5.5.4.6 Enumeration: PnfdOnboardingStateType

The enumeration PnfdOnboardingStateType shall comply with the provisions defined in table 5.5.4.6-1. It indicates the
onboarding state of the individual PNF descriptor resource.
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Table 5.5.4.6-1: Enumeration PnfdOnboardingStateType

Enumeration value Description
CREATED The PNF descriptor resource has been created.
UPLOADING The associated PNFD content is being uploaded.
PROCESSING The associated PNFD content is being processed, e.g. validation.
ONBOARDED The associated PNFD content has been on-boarded successfully.
ERROR There was an error during upload or processing of the associated PNFD content.
5.5.4.7 Enumeration: PnfdUsageStateType

The enumeration PnfdUsageStateType shall comply with the provisions defined in table 5.5.4.7-1. It indicates the usage
state of the resource.

Table 5.5.4.7-1: Enumeration PnfdUsageStateType

Enumeration value

Description

IN_USE

The resource is in use.

NOT IN_USE

The resource is not-in-use.

6

6.1

NS Lifecycle Management interface

Description

This interface allows the OSS/BSS to invoke NS lifecycle management operations of NS instances towards the NFVO,
and to subscribe to notifications regarding NS lifecycle changes provided by the NFVO.

The operations provided through this interface are as follows:

Create NS |dentifier

Instantiate NS
Scale NS
Update NS
Query NS

Terminate NS

Delete NS Identifier

Heal NS

Get Operation Status

Subscribe

Query Subscription Information

Notify

Terminate Subscription

Query VNF snapshot information

Delete VNF snapshot
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This interface also enables to invoke error handling procedures (Retry, Rollback, Continue, Cancel, Fail) on the actual
NS lifecycle management operation occurrences, and API version information retrieval.

6.1a  API version

For the NS lifecycle management interface version as specified in the present document, the MAJOR version field shall
be 2, the MINOR version field shall be 0, and the PATCH version field shall be O (see clause 9.1 of ETS
GSNFV-SOL 013[16] for adefinition of the version fields). Consequently, the { apiMajorVersion} URI variable shall
be set to "v2".

6.2 Resource structure and methods

All resource URIs of the API shall use the base URI specification defined in clause 4.1 of ETSI GS NFV-SOL 013 [16].
The string "nslem" shall be used to represent { apiName} . All resource URIsin the clauses below are defined relative to
the above base URI.

Figure 6.2-1 shows the overall resource URI structure defined for the NS lifecycle management interface.

{apiRoot}/nslcm/{apiMajorVersion}

—{ /ns_lcm_op_occs ]

—{ /subscriptions ]

/{subscriptionld} ]

—[ /vnf_snapshots ]

[vnfSnapshotinfold} |

Figure 6.2-1: Resource URI structure of NS Lifecycle Management Interface

Table 6.2-1 liststhe individual resources defined, and the applicable HTTP methods.
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The NFVO shall support responding to requests for all HTTP methods on the resourcesin table 6.2-1 that are marked as
"M" (mandatory) in the "Cat" column. The NFV O shall also support the "API versions' resources as specified in
clause 9.3.2 of ETSI GS NFV-SOL 013 [16].

Table 6.2-1: Resources and methods overview of the NS Lifecycle Management interface

Resource name Resource URI MTt—r-:—cl)Dd Cat Meaning
GET M |Query multiple NS instances.
NS instances Ins_instances POST M Create a new "Individual NS
instance" resource.
GET Read an "Individual NS instance"
Individual NS . M resource.
instance /ns_instancesfnsinstanceld} DELETE M Delete an "Individual NS instance"
resource.
ig:lt(antlate NS Ins_instances/{nsInstanceld}/instantiate POST M |Instantiate an NS.
Scale NS task /ns_instances/{nsinstanceld}/scale POST M |Scale an NS instance.
Update NS task [/ns_instances/{nsInstanceld}/update POST M |Updates an NS instance.
;esrp inate NS Ins_instances/{nsinstanceld}/terminate POST M |Terminate an NS instance.
Heal NS task /ns_instances/{nsinstanceld}/heal POST M |Heal an NS instance.
NS LCM Query information about multiple NS
operation /ns_lcm_op_occs GET M [lifecycle management operation
occurrences occurrences.
Individual NS Ins_lcm_op_occs/{nsLcmOpOccld} Read information about an individual
LCM operation GET M |NS lifecycle management operation
occurrence occurrence.
Retry operation  [/ns_lcm_op_occs/{nsLcmOpOccld}/retry POST M Retry an NS lifecycle management
task operation occurrence.
Rollback Ins_lem_op_occs/{nsLcmOpOccld}/rollback POST M Rollback an NS lifecycle
operation task management operation occurrence.
Continue Ins_lem_op_occs/{nsLcmOpOccld}/continue POST M |Continue an NS lifecycle
operation task management operation occurrence.
Fail operation /ns_lcm_op_occs/{nsLcmOpOccld}/fall POST M Mark an NS lifecycle management
task operation occurrence as failed.
Cancel operation |/ns_lcm_op_occs/{nsLcmOpOccld}/cancel POST M Cancel an NS lifecycle management
task operation occurrence.
POST M Subscribe to NS lifecycle change
Subscriptions /subscriptions notifications.
GET M |Query multiple subscriptions.
Individual o o GET M Read an "Individual subscription"
subscription /subscriptions/{subscription|d} resource. __
DELETE M |Terminate a subscription.
POST See |Notify about NS lifecycle change.
Notification . note |See note.
endpoint (provided by API consumer) GET See [Test the notification endpoint. See
note |note.
VNF snapshots  |/snapshots GET M |Query multiple VNF snapshots.
Individual VNF /snapshots/{VnfSnapshotinfold} GET M |Read an "Individual VNF snapshot"
snapshot resource.
DELETE M |Delete an "Individual VNF snapshot"
resource.
NOTE:  The NFVO shall support invoking the HTTP methods defined for the "Notification endpoint” resource exposed

by the OSS/BSS. If the OSS/BSS supports invoking the POST method on the "Subscriptions" resource
towards the NFVO, it shall also support responding to the HTTP requests defined for the "Notification
endpoint” resource.

Table 6.4.1.2-1 specifies the preconditions and postconditions applicable to the different NS lifecycle management
operations triggered by task resources.
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6.3 Sequence diagrams (informative)

6.3.1 Flow of the creation of an NS instance resource

This clause describes the procedure for the creation of an "Individual NS instance” resource.

OS5/BSS MNFWO

! 1. POST .../ns_instances [CreateNsRequest) }E

3. 201 Created {(Nsinstance)

< :
' _ 4. Send NsldentifierCreationNotification to OS5/BSS |

Fostcondition: NS Instance in MOT_INSTANTIATED state E]

O55/BSS MNFWO

Figure 6.3.1-1: Flow of the creation of an NS instance resource

NOTE: Dueto possible race conditions, the 201 response and the NsldentifierCreationNotification can arrive in
any order at the OSS/BSS.

The procedure consists of the following steps as illustrated in figure 6.3.1-1:

1) The OSS/BSS sendsaPOST request to the "NS Instances” resource including in the payload body a data
structure of type "CreateNsRequest”.

2) TheNFVO createsanew "Individual NSinstance" resource in NOT_INSTANTIATED state, and the
associated NS instance identifier.

3) TheNFVO returnsa 201 Created response containing a representation of the "Individual NS instance”
resource just created by the NFVO, and provides the URI of the newly-created resource in the "L ocation”
HTTP header.

4) The NFVO sends aNsldentifierCreationNotification (see clause 6.3.6) to the OSS/BSS to indicate the creation
of the"Individual NS instance" resource and the associated NS instance identifier.

Postcondition: Upon successful completion, a new "Individual NS instance" resource has been created in
"NOT_INSTANTIATED" state.

6.3.2 Flow of the deletion of an NS instance resource

This clause describes the procedure for the deletion of an "Individual NS instance” resource.
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OSS/BSS MNFEYO

Precondition: NS instance in NOT_INSTANTIATED state I}]

; 1. DELETE .../ns_instances/{nsinstanceld} }'

I Deletes NS

I .
i Instance resource
P 3

3. 204 Mo Content I

€

4. Send NsldentifierDeletionNotification to OS5/855 !

Fostcondition: NS instance resource removed I}]

DS5/BSS MNFYO

Figure 6.3.2-1: Flow of the deletion of an NS instance resource

NOTE: Dueto possible race conditions, the 204 response and the NsldentifierDeletionNotification can arrivein
any order at the OSS/BSS.

Precondition: The resource representing the NS instance to be deleted needsto bein NOT_INSTANTIATED state.
The procedure consists of the following steps asillustrated in figure 6.3.2-1:

1) The OSS/BSS sendsa DELETE request to the "Individual NS Instance” resource.

2) TheNFVO deletesthe "Individual NS instance" resource and the associated NS instance identifier.

3) TheNFVOreturnsa"204 No Content" response with an empty payload body.

4) The NFVO sendsto the OSS/BSS an NS identifier deletion notification to indicate the deletion of the
"Individual NS instance" resource and the associated NS instance identifier.

Postcondition: The resource representing the NS instance has been removed from the list of NS instance resources.

Error Handling: If the "Individual NSinstance" isnot in NOT_INSTANTIATED state, the NFV O rejects the deletion
request.

6.3.3 Flow of NS lifecycle management operations triggered by task
resources

This clause describes the general sequence for NS Lifecycle Management operations that operate on an NS instance
resource and are triggered by task resources. The flows for these operations are very similar. The differences between
theindividual operations are covered in table 6.4.1.2-1.

Thisflow is applicable to the following operations:

. Instantiate NS

e ScaeNS
. Update NS
e Hed NS
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Terminate NS

Figure 6.3.3-1 illustrates the general lifecycle management flow. Placeholdersin this flow allow for differentiating
between the operations and are marked with double angular brackets "<<...>>".

O55/B5S MFYO

Precondition: <<Precondition>=> I}]

; 1. POST ../ns_instances/{nsInstanceld}/<<Task>> [<<RequestStructure>>) 1

=

Creates NS Lifecycle Operation
2. Jccurrence resource
for this request

3. 202 Accepted ()

A

4. Send NsLemOperationCccurrenceNotification(start)

i A Y

A

| opt _/

V5 GET ns_lem_op_ocesf{nsLemOpOcceld}

v B.200 OK (NsLemOpOcc: operationState=PROCESSING)

I S

7. <<Operation== finished

:{ ........
_ 8. Send NsLemOperationOccurrenceNatification{rasult) |
opt / i
19 GET .../ns_lcm_op_ocesfnsLemOpOceld} o
| 10. 200 OK (NsLemOpOcc:operationState=COMPLETED) :
‘ Fostcondition: <<FPostcondition==> Iﬁ
OSS/BSS MFYO

Figure 6.3.3-1: Flow of NS lifecycle operations triggered by task resources

NOTE: Dueto possible race conditions, the 202 response and the "start” NsL.cmOperationOccurrenceNotification

can arrive in any order at the OSS/BSS.

Precondition: The precondition depends on the actual operation and is described by the template parameter
<<Precondition>>. Table 6.4.1.2-1 specifies the applicable precondition.

An NS lifecycle operation, asillustrated in figure 6.3.3-1, consists of the following steps:

1)

2)
3

4)

The OSS/BSS sends a POST request to the <<Task>> resource that represents the lifecycle operation to be
executed on the NS instance, and includes in the payload body a data structure of type <<RequestStructure>>.
The name <<Task>> of the task resource and the <<RequestStructure>> depend on the operation and are
described intable 6.4.1.2-1.

The NFVO createsanew "Individual NS Lifecycle Operation Occurrence” resource for the request.

The NFVO returns a"202 Accepted” response with an empty payload body and a"Location" HTTP header
that points to the new "Individual NS Lifecycle Operation Occurrence” resource, i.e. it includes the URI of that
resource whichis".../ns_lcm_op_occs/{ nsLcmOpOccld} .

The NFVO sends to the OSS/BSS an NS lifecycle management operation occurrence notification (see
clause 6.3.6) to indicate the start of the lifecycle management operation occurrence. See note.
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5)  If desired, the NFVO can poll the "Individual NS Lifecycle Operation Occurrence” resource to obtain
information about the ongoing operation by sending a GET request to the resource that represents the NS
Lifecycle Operation Occurrence.

6) Intheresponse to that request, the NFVO returns to the OSS/BSS information of the operation, such asthe
operation status, by providing in the payload body a data structure of type "NsLcmOpOcc”.

7)  The NFVO has finished the operation <<Operation>>.

8) TheNFVO sends an NS lifecycle management operation occurrence notification (see clause 6.3.6) to indicate
the completion of the lifecycle management operation occurrence with the success state "COMPLETED".

9) If desired, the OSS/BSS can send anew GET request to the "Individual NS Lifecycle Operation Occurrence”
resource.

10) Inthe responseto that request, the NFV O returns to the OSS/BSS information about the result of the
operation, by providing in the payload body a data structure of type "NsLcmOpOcc'.

Postcondition: The postcondition depends on the actual operation and is described by the template parameter
<<Postcondition>>. Table 6.4.1.2-1 specifies the applicable postcondition.

Error handling: If the NS lifecycle management operation fails, error information is provided in the notification
message that reports the erroneous completion of the procedure, and is also available in the resource that represents the
actual NS lifecycle management operation occurrence related to this NS lifecycle management operation.

Table 6.4.1.2-1 defines how the flow described above is parameterized for the different NS lifecycle management
operations.

6.3.4 Flow of the get operations status operation

This clause describes a sequence for obtaining the status of an NS lifecycle management operation occurrence.

D55/BSS MFEWO
| |
alt ) [query information about multiple HS LCM uper:atinn occurrences]

>|

< 2. 200 0K (NsLemOpOcc[]) |

| |
[read in1|’urmatiun about individual NS LCM operation uccurrflknce]

1. GET .../ns_lcm_op_occs

'3, GET .../ns_lcm_op_occs/{nsLemOpOccld} }:

4, 200 Ok (NsLemOpOec) !

batf

OS5/BSS MFEWO

Figure 6.3.4-1: Flow of get NS lifecycle operation status

Obtaining the NS lifecycle operation status, asillustrated in figure 6.3.4-1, consists of the following steps:

1) If the OSS/BSS intendsto query all NS lifecycle management operation occurrences, it sends a GET request to
the "NS LCM operation occurrences’ resource.

2) TheNFVO returnsa"200 OK" response to the OSS/BSS, and includes zero or more data structures of type
"NsLcmOpOcc” in the payload body.

3) If the OSS/BSSintends to read information about a particular NS LCM operation occurrence, it sends a GET
request to the "Individual NS LCM operation occurrence” resource, addressed by the appropriate NS LCM
operation occurrence identifier in its resource URI.
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4) TheNFVO returnsa"200 OK" response to the OSS/BSS, and includes one data structure of type
"NsLcmOpOcc" in the payload body.

Error Handling: In case of failure, appropriate error information is provided in the response.
6.3.5 Flow of managing subscriptions

This clause describes the procedure for creating, querying/reading, and terminating subscriptions to notifications related
to NS lifecycle management.

OS5/B55 MEYO
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]
e
|

Testing the notification endpoint ./
| _ 2. GET <<Callback URI>>
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| 3. 204 No Content

Y
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|
]
i
i
i
[
|
i
|
I 1

I i

I i

I i

| [ ——
|

I

I

[

I

_5.201 Created (LccnSubscription)

opt P i

:"-7: ........
I

AP| consumer re-synchronizes all
or selected subscriptions
e.g. after an error

'B. GET .../subscriptions/

Y

7. 200 OK (LeenSubscription])

A

8. GET .../subscriptions/{subscriptionld}

Y

A

9. 200 Ok (LccnSubseription)

APl consumer does not need the
subscription anyrmoare
|

' 10. DELETE .../subscriptions/{subscriptionld}

Y

. 11.204 No Content

OS5/B5S MEYO

Figure 6.3.5-1: Flow of managing subscriptions

The procedure consists of the following steps asillustrated in figure 6.3.5-1:

1) The OSS/BSS sends a POST request to the " Subscriptions' resource including in the payload body a data
structure of type "L cecnSubscriptionRequest”. That data structure contains filtering criteria and a callback URI
to which the NFV O will subsequently send notifications about events that match the filter.

2) Totest the notification endpoint that has been registered by the OSS/BSS as part of the subscription, the
NFVO sends a GET request to the notification endpoint URI.

3) TheOSS/BSS returnsa™204 No Content” response to indicate success.
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The NFV O creates a new subscription to notifications related to NS lifecycle changes, and an "Individual
subscription” resource that represents this subscription.

The NFVO returns a"201 Created" response containing a data structure of type "L ccnSubscription”
representing the "Individual subscription” resource just created by the NFVO, and provides the URI of the
newly-created resource in the "Location" HTTP header.

If desired, e.g. to recover from an error situation, the OSS/BSS can query information about its subscriptions
by sending a GET request to the resource representing the subscriptions.

In that case, the NFVO returns a"200 OK" response that contains zero or more representations of all existing
subscriptions that were created by the OSS/BSS.

If desired, e.g. to recover from an error situation, the OSS/BSS can read information about a particular
subscription by sending a GET request to the resource representing that individual subscription.

In that case, the NFVO returns a 200 OK" response that contains a representation of that individual
subscription.

If the OSS/BSS does not need the subscription anymore, it terminates the subscription by sending a DELETE
reguest to the resource that represents the individual subscription to remove.

The OSS/BSS acknowledges the successful termination of the subscription by returning a 204 No Content"
response.

Error handling: The NFVO reects a subscription if the subscription information is not valid: endpoint cannot be
reached, subscription information is malformed, etc.

6.3.6

Flow of sending notifications

This clause describes the procedure for sending notifications related to NS lifecycle management.

OS5/BSS MFEW O

Precondition: O55/BSS has previously subseribed I}]

Event occurs that B‘

matches subsecription
I

1. POST «<<Callback URl==> [<<Matification>:)

€

! 2. 204 No Content .
DO55/B5S MNFY O

Figure 6.3.6-1: Flow of sending notifications

Precondition: The OSS/BSS has subscribed previously to notifications related to NS lifecycle management.

The procedure consists of the following steps asillustrated in figure 6.3.6-1:

1)

2)

If an event occurs that matches the filtering criteria which are part of the subscription, the NFVO generates a
notification that includes information about the event, and sendsiit in the body of a POST request to the URI
which the OSS/BSS has registered as part of the subscription request. The variable <<Notification>> in the
flow is a placeholder for the different types of notifications that can be sent by this API (see clauses 6.5.2.5
through 6.5.2.8).

The OSS/BSS acknowledges the successful delivery of the notification by returning a"204 No Content"
response.
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Error handling: If the NFV O does not receive the "204 No Content" response from the OSS/BSS, it can retry sending
the notification.

6.3.7 Flow of retrying an NS lifecycle management operation

This clause describes a sequence for retrying an NS lifecycle management operation occurrence that is represented by
an "Individual NS LCM operation occurrence" resource. Retry is used if an operationisin FAILED_TEMP state, and
there is reason to believe that the operation will eventually succeed when retried, for instance because obstacle that led
to an error during the execution of the LCM operation have been removed by an automated procedure, or by manual
intervention. The "retry" operation is also called "idempotent retry” because it is possible to invoke retry multiple times,
without side effects.

A comprehensive description of the handling of NS lifecycle management errorsis provided in clause 6.6.

O55/B5S MNFYO

Precondition: NS LCM operation occurrence in FAILED TEMP state b]

1. POST . Jns_lem_op_occsfnsLemOpOccldifretry ()

Y

2,202 Accepted () |

3. Start retry procedurs

'.QE ........
i 4. Send NsLemOperationOccurrenceNatification(start, PROCESSING) [

Condition: NS LCM operation occurrence is in PROCESSING state I5]

| \ 5. End retry procedurs

I":E ........
alt [Successful retry] !
.. B. Send NsLcmOperationOccurrenceNotification(result, COMPLETED, changes) |
Postcondition: NS LCM operation oceurrence in COMPLETED state L\]
[ |
[Unsucc'pssful retry] :
. 7. Send NsLemOperationOccurrenceNotification(resuft, FAILED_TEMP, changes) |
Fostcondition: NS LCM operation occurrence in FAILED_TEMP state Il\]
I I
0S5/B55 NFWID

Figure 6.3.7-1: Flow of retrying an NS lifecycle management operation

NOTE: Dueto possible race conditions, the 202 response and the "PROCESSING"
NsL cmOperationOccurrenceNotification can arrive in any order at the OSS/BSS.

Precondition: The NS lifecycle operation occurrenceisin FAILED _TEMP state.
Retrying an NS lifecycle operation, asillustrated in figure 6.3.7-1, consists of the following steps:

1) The OSS/BSS sends a POST request with an empty body to the "Retry operation task” resource of the NS
LCM operation occurrence that is to be retried.

2) TheNFVO returnsa"202 Accepted” response.
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3) TheNFVO startsthe retry procedure.

4) The NFVO sends an NS lifecycle management operation occurrence notification of type "start” to indicate that
the NS LCM operation occurrence enters the "PROCESSING" state.

5) The NFVO finishesthe retry procedure.

6) On successful retry, the NFV O sends an NS lifecycle management operation occurrence notification (see
clause 6.3.6) to indicate successful completion of the operation, and inform the OSS/BSS about the changes on
the NS components (e.g. VNFs, VLs).

7)  Onunsuccessful retry, the NFVO sends an NS lifecycle management operation occurrence notification (see
clause 6.3.6) to indicate an intermediate error (retry failed) of the operation, and inform the OSS/BSS about
the changes on the NS components (e.g. VNFs, VLs).

Postcondition: The NS lifecycle operation occurrence resource isin one of the following states: FAILED_TEMP,
COMPLETED. COMPLETED isatermina state (see clause 6.6.2.2).

Error handling: The operationisrejected in case the "Individual NS LCM operation occurrence” resourceisin any
other state than FAILED_TEMP, or in case Retry is not supported by for the particular NS LCM operation for the
particular NS.

6.3.8 Flow of rolling back an NS lifecycle management operation

This clause describes a sequence for rolling back an NS lifecycle management operation occurrence that is represented
by an "Individual NS LCM operation occurrence” resource. Rollback can be used for example if an operationisin
FAILED_TEMP state, and there is no reason to believe that retrying the operation will eventually succeed.

A comprehensive description of the handling of NS lifecycle management errorsis provided in clause 6.6.

OS5/BSS MFWVO

Precondition: NS LCM operation occurrence in FAILED_TEMP state Il\]

L1 POST ./ns_lem_op_occsfnsLemOpOcceld)rollback () X

¥

2. 202 Accepted ) \

,.QE ........
i 4. Send NsLemOperationCccurrenceNotification(start, ROLLING _BACK) !

| 3. Start rollback procedure

| Condition: NS LCM operation eccurrence is in ROLLING_BACK state b]

| 1 5. End rollback procedure

alt ) [Successful rollback]

. B. Send NsLemOperationOccurrenceNotification(result, ROLLED BACK, changes)

| Postcondition: NS LCM operation occurrence in ROLLED BACK state Il\]

[Unsucc'pssful rollback]

| Postcondition: WS LCM operation occurrence in FAILED TEMP state b]

OSS/BSS NFYVO

Figure 6.3.8-1: Flow of rolling back an NS lifecycle management operation
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NOTE: Dueto possible race conditions, the 202 response and the "ROLLING_BACK"
NsLcmOperationOccurrenceNotification can arrive in any order at the OSS/BSS.
Precondition: The NS lifecycle operation occurrenceisin FAILED_TEMP state.

Initiating the rollback of an NS lifecycle management operation, asillustrated in figure 6.3.8-1, consists of the
following steps:

1) The OSS/BSS sends a POST request with an empty body to the "Rollback operation task” resource of the NS
LCM operation occurrence that is to be rolled back.

2) TheNFVO returnsa"202 Accepted” response.
3) TheNFVO startsthe rollback procedure.

4) The NFVO sends an NS lifecycle management operation occurrence notification of type "start” to indicate that
the NS LCM operation occurrence entersthe "ROLLING_BACK" state.

5) The NFVO finishes the rollback procedure.

6) On successful rollback, the NFVO sends an NS lifecycle management operation occurrence notification (see
clause 6.3.6) to indicate successful completion of the operation, and inform the OSS/BSS about the changes on
the NS components (e.g. VNFs, VLs).

7)  Onunsuccessful retry, the NFVO sends an NS lifecycle management operation occurrence notification (see
clause 6.3.6) to indicate an intermediate error (rollback failed) of the operation, and inform the OSS/BSS about
the changes on the NS components (e.g. VNFs, VL5s).

Postcondition: The NS lifecycle operation occurrence resource isin one of the following states: FAILED_TEMP,
ROLLED_BACK. ROLLED_BACK isaterminal state (see clause 6.6.2.2).

Error handling: The operation isrejected in case the NS lifecycle operation occurrence resourceis in any other state
than FAILED_TEMP, or in case Rollback is not supported for the particular NS LCM operation for the particular NS.
6.3.9 Flow of continuing an NS lifecycle management operation

This clause describes a sequence for continuing an NS lifecycle management operation occurrence that is represented
by an "Individual NS LCM operation occurrence” resource. Continue is used if an operationisin FAILED_TEMP state,
and there is reason to believe that the current operation can continue despite the error. The error can be fixed later,
typicaly after current NS lifecycle management operation finishes.

A comprehensive description of the handling of NS lifecycle management errorsis provided in clause 6.6.
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OSS/BSS MNFYO

Precondition: NS LCM operation occurrence in FAILED TEMP state b]

! 1. POST .../ns_lcm_op_ocesA{nsLemOpOccldlfcontinue() i

' 2,202 Accepted() !

! 3. Start continue procedure

: :{: .............. ;
:{: 4. Send NsLemOperationOccurrenceNotification(start, PROCESSING) X

Condition: NS LCM operation occurrence is in PROCESSING state %

1
| 1 5. End continue procedura

alt

[Successful continue]

Postcondition: MS LCM operation occurrence in PARTIALLY COMPLETED state %

)

[Unsuccessful continue] |
] ]

]

e 7. Send NsLemOperationOccurrenceNotification(result, FAILED TEMP, changes)

Postcondition: MS LCM operation occurrence in FAILED_TEMP state %

OSS/BSS MNFYO

Figure 6.3.9-1: Flow of continuing an NS lifecycle management operation

NOTE: Dueto possible race conditions, the 202 response and the "PROCESSING"

NsL cmOperationOccurrenceNotification can arrive in any order at the OSS/BSS.

Precondition: The NSlifecycle operation occurrenceisin FAILED_TEMP state.

Continuing an NS lifecycle operation, asillustrated in figure 6.3.9-1, consists of the following steps:

1)

2)
3)
4)

5)
6)

7)

The OSS/BSS sends a POST request with an empty body to the " Continue operation task” resource of the NS
LCM operation occurrence that isto be retried.

The NFVO returns a"202 Accepted” response.
The NFVO starts the continue procedure.

The NFVO sends an NS lifecycle management operation occurrence notification of type "start" to indicate that
the NS LCM operation occurrence enters the "PROCESSING" state.

The NFV O finishes the continue procedure.

On successful continue, the NFVO sends an NS lifecycle management operation occurrence notification (see
clause 6.3.6) to indicate successful completion of the operation, and inform the OSS/BSS about the changes on
the NS components (e.g. VNFs, VLs).

On unsuccessful continue, the NFV O sends an NS lifecycle management operation occurrence notification
(see clause 6.3.6) to indicate an intermediate error (continue failed) of the operation, and inform the OSS/BSS
about the changes on the NS components (e.g. VNFs, VLs).

Postcondition: The NS lifecycle operation occurrence resource isin one of the following states: FAILED_TEMP,
PARTIALLY_COMPLETED. PARTIALLY_COMPLETED isatermina state (see clause 6.6.2.2).

Error handling: The operation isrejected in case the "NS LCM operation occurrence” resource isin any other state
than FAILED_TEMP, or in case Continue is not supported for the particular NS LCM operation for the particular NS.
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6.3.10 Flow of failing an NS lifecycle management operation

This clause describes a sequence for declaring as "failed" an NS lifecycle management operation occurrence that is
represented by an "Individual NS LCM operation occurrence” resource. If there is neither an assumption that the
operation can eventually succeed after further retries, nor that the operation can be successfully rolled back, the
operation can be declared as "failed". Thiswill unblock the invocation of other LCM operations, such as HealNs, or
non-graceful NS termination, on the affected NS instance.

A comprehensive description of the handling of NS lifecycle management errorsis provided in clause 6.6.

D5S/BSS MFYO
| |
Precondition: NS LCM operation occurrence in FAILED TEMP state B]
V1O POST /s _lem_op_ocesfnsLemOpOceldifail ) }:
| 1 2. Mark operation
I .25 ailed".
. 3a. Send NsLemOperationOccurrenceNotification(resutt, FAILED, changes) |
L( 3b. 200 OK (NsLemOpOce) !
Fostcondition: M5 LCM operation occurrence is in FAILED state b]
DSS/BSS MFYO

Figure 6.3.10-1: Flow of declaring an NS lifecycle management operation as failed

NOTE: Dueto possible race conditions, the 200 response and the "FAILED"
NsL cmOperationOccurrenceNotification can arrive in any order at the OSS/BSS.

Precondition: The NS lifecycle operation occurrenceisin FAILED_TEMP state.

Declaring an NS lifecycle management operation as failed, asillustrated in figure 6.3.10-1, consists of the following
steps:

1) The OSS/BSS sends a POST request with an empty body to the "Fail operation task" resource of the NS LCM
operation occurrence that is to be marked as failed.
2)  The NFVO marksthe operation as failed.

3) TheNFVO sends an NS lifecycle management operation occurrence notification (see clause 6.3.6) to indicate
the final failure of the operation, and inform the OSS/BSS about the changes on the NS components (e.g.
VNFs, VLs). Furthermore, it returns a'"200 OK" response, and includes in the body a NsL.cmOpQOcc structure.
The order in which the response and the notification arrive at the OSS/BSS is not defined.

Postcondition: The NS lifecycle operation occurrence resource is FAILED state. Thisisatermina state (see
clause 6.6.2.2).

Error handling: The operation is rejected in case the NS lifecycle operation occurrence resource isin any other state
than FAILED_TEMP.
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6.3.11 Flow of cancelling an NS lifecycle management operation

This clause describes a sequence for cancelling an ongoing NS LCM operation occurrence, or arollback of an NS LCM
operation occurrence. The possibility and timing of cancellation is dependent on the implementation of the underlying
lifecycle management operation.

A comprehensive description of the handling of NS lifecycle management errorsis provided in clause 6.6.

O55/B5S MNFEWO

Precondition: NS LCM operation occurrence is in PROCESSING or ROLLING_BACK state Il\]

VL POST L ns_lem_op_ocesf{nsLemOpOecldycancel (CancelMode) !

el
F

2. 202 Accepted ()

Cancel ongoing operation
" (not always immediate)

Postcondition: MS LCM operation occurrence is in FAILED_TEMP state E]

O55/B5S MNFYVO

Figure 6.3.11-1: Flow of cancelling an NS lifecycle management operation
in "PROCESSING" or "ROLLING_BACK" state

NOTE: Dueto possible race conditions, the 202 response and the "FAILED_TEMP"
NsL.cmOperationOccurrenceNotification can arrive in any order at the OSS/BSS.

Precondition: The NS lifecycle operation occurrence isin PROCESSING or ROLLING_BACK state.

Cancelling an NS lifecycle operation when it isin "PROCESSING" or "ROLLING_BACK" state, asillustrated in
figure 6.3.11-1, consists of the following steps:

1) The OSS/BSS sends a POST request with a"CancelMode" structure in the body to the "Cancel operation task"
resource of the NS LCM operation occurrence that is to be cancelled.

2) TheNFVO returnsa"202 Accepted” response.
3) TheNFVO cancelsthe ongoing LCM operation. This can take some time.

4) The NFVO sendsan NS lifecycle management operation occurrence notification (see clause 6.3.6) to indicate
an intermediate error (cancelled) of the operation, and inform the OSS/BSS about the changes on the NS
components (e.g. VNFs, VLs).

Postcondition: The NS lifecycle management operation occurrence resource isin FAILED_TEMP state.

Error handling: The operation isrejected in case the NS lifecycle operation occurrenceis in any other state than
PROCESSING or ROLLING_BACK, or in case Cancel is not supported for the particular NS LCM operation for the
particular NS.

6.3.12 Flow of the query VNF snapshot operation

This clause describes a sequence for querying/reading information about one or more VNF snapshots.

ETSI



117 ETSI GS NFV-SOL 005 V3.3.1 (2020-09)

COSS/BSS NFEWVO
i i
alt /' [query information about muttiple VHF Snapshots]

, 1 GET ._Anf_snapshots \

i
=

:_, 2 200 COK VnfSnapshotinfo[])

[read in‘llfnrma'tinn about individual VHF Snapshot]
'3 GET ...Anf_snapshots/fvnfSnapshatinfold}

|
>
| |

' 4200 OK {VnfSnapshotlinfo) !

OSS/BSS NFYVO

Figure 6.3.12-1: Flow of VNF snapshot query/read

VNF snapshot query/read, asillustrated in figure 6.3.12-1, consists of the following steps:
1) If the OSS/BSS intendsto query all snapshots, it sends a GET reguest to the "V NF snapshots' resource.

2) TheNFVO returnsa"200 OK" response to the OSS/BSS and includes zero or more data structures of type
"V nfSnapshotinfo" in the payload body.

3) If the OSS/BSS intends to read information about a particular snapshoat, it sends a GET request to the
"Individual VNF snapshot" resource, addressed by the appropriate snapshot information identifier in its
resource URI.

4) TheNFVO returnsa"200 OK" response to the OSS/BSS and includes one data structure of type
"V nfSnapshotinfo" in the payload body.

Error handling: In case of failure, appropriate error information is provided in the response.

6.3.13 Flow of the deletion of a VNF snapshot resource

This clause describes the procedure for the deletion of a VNF snapshot resource.

OSS/BSS NFYO

! 1 DELETE .. .Anf_snapshotsf{vnfSnapshotinfold}

i
i

L

v

Deletes individual WMNF
snapshot resource

3204 No Content |

Postcondition: Individual WMWF snapshot resource removed. %

OSS/BSS NFYO

Figure 6.3.13-1: Flow of the deletion of a VNF snapshot resource

The procedure consists of the following steps asillustrated in figure 6.3.13-1:
1) OSS/BSS sendsaDELETE request to the "Individual VNF snapshot” resource.

2) TheNFVO deletesthe VNF snapshot resource and the associated VNF snapshot interacting with the
corresponding VNFM.

3) TheNFVOreturnsa"204 No Content" response with an empty payload body.
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Postcondition: The resource representing the VNF snapshot has been removed from the list of VNF snapshot
resources, and the VNF snapshot has been del eted.

Error handling: In case of failure, appropriate error information is provided in the response.

6.4 Resources

6.4.1 Introduction

6.4.1.1 Overview

This clause defines all the resources and methods provided by the NS lifecycle management interface.

6.4.1.2 Task resources that trigger NS LCM operations

A number of resources are defined as task resources to trigger NS LCM operations that are potentialy long-running
(e.g. Instantiate NS, Scale NS). To represent each occurrence of such an NS LCM operation, an "Individual NS LCM
operation occurrence” resource is created as defined in clause 6.3.3.

When successfully executing the POST method on atask resource that triggers an NS LCM operation, asynchronous
processing of the request is started, which shall include the following:

1) Beforereturning the "202 Accepted” response to the POST method, anew "Individual NS LCM operation
occurrence” resource as defined in clause 6.4.10 shall be created, which represents the underlying NS LCM
operation occurrence that is executed by the NFVO. The NFVO shall set the "operationState” in the
representation of the "Individual NS LCM operation occurrence” resource to "PROCESSING".

2) Notifications of type "NsLcmOperationOccurrenceNotification” shall be triggered as part of executing the
underlying NS LCM operation occurrence as defined in clauses 6.5.2.5 and 6.6.2.

3) If the NFVO has successfully completed the underlying NS LCM operation occurrence:

a) It shal update the representation of the "Individual NS instance" resource which has been changed by the
LCM operation to reflect the result of the operation. For individual operations, specific additional
conditions can be specified in the following clauses, if applicable.

b) It shall set the "operationState" attribute in the representation of the aforementioned "Individual NS LCM
operation occurrence” resource to the value "COMPLETED", and shall reflect the changes performed
during the LCM operation in the representation of that resource.

¢) Toindicate success, the NFVO shall send a natification of type
"NsLcmOperationOccurrenceNatification” with the "operationState” attribute set to "COMPLETED" as
defined in clause 6.6.2.

4)  If executing the underlying NS LCM operation occurrence by the NFVO has failed in the "PROCESSING"
phase, which NFV O knows that the NS instance can be brought into a consistent state by immediately rolling
back the operation, the NFVVO shall send a natification of type "NsLcmOperationOccurrenceNotification” with
the "operationState”" attribute set to "ROLLING_BACK" as defined in clause 6.6.2. It shall also set the
"operationState" attribute in the representation of the aforementioned "Individual NS LCM operation
occurrence” resource to the value "ROLLING_BACK".

5)  If executing the underlying NS LCM operation occurrence by the NFVO has failed with no option to recover,
the NFV O shall send anotification of type "NsLcmOperationOccurrenceNotification™ with the
"operationState" attribute set to "FAILED" as defined in clause 6.6.2. It shall also set the "operationState”
attribute in the representation of the aforementioned "Individual NS LCM operation occurrence” resource to
the value "FAILED", and shall reflect, at its best knowledge, the changes performed during the LCM
operation.
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6) If executing the underlying NS LCM operation occurrence by the NFV O has failed temporarily, the NFVO
shall send a notification of type "NsLcmOperationOccurrenceNotification" with the "operationState" attribute
setto "FAILED_TEMP" asdefined in clause 6.6.2. It shall also set the "operationState” attribute in the
representation of the aforementioned "Individual NS LCM operation occurrence” resource to the value
"FAILED _TEMP", and shall reflect, at its best knowledge, the changes performed so far during the LCM
operation in the representation of that resource.

7)  If executing the underlying NS LCM operation occurrence by the NFVO has failed, which the NFV O knows
that the failure is acceptable and continues the NS LCM till it finishes, the NFV O shall send a notification of
type "NsLcmOperationOccurrenceNotification" with the "operationState” attribute set to
"PARTIALLY_COMPLETED" as defined in clause 6.6.2. It shall also set the "operationState” attribute in the
representation of the aforementioned "Individual NS LCM operation occurrence” resource to the value
"PARTIALLY_COMPLETED", and shall reflect, at its best knowledge, the changes performed so far during
the LCM operation in the representation of that resource has been partially completed with acceptable errors.

The preconditions and postconditions for a successful execution of each of the NS lifecycle management operations
triggered by the corresponding task resources shall be as defined in table 6.4.1.2-1.

Table 6.4.1.2-1: Preconditions, postconditions, and parameterization of the flow
for different NS lifecycle management operations

Operation Precondition Task RequestStructure Postcondition
Instantiate NS |NS instance created and in |instantiate InstantiateNsRequest NS instance in
NOT_INSTANTIATED INSTANTIATED state
state
Scale NS NS instance in scale ScaleNsRequest NS instance still in
INSTANTIATED state INSTANTIATED state and
NS has been scaled
Update NS NS instance in update UpdateNsRequest NS instance still in
INSTANTIATED state INSTANTIATED state and
NS has been updated
Heal NS NS instance in heal HealNsRequest NS instance still in
INSTANTIATED state INSTANTIATED state
Terminate NS |NS instance in terminate TerminateNsRequest NS instance in
INSTANTIATED state NOT_INSTANTIATED state

6.4.1a Resource: API versions

The"API versions' resources as defined in clause 9.3.3 of ETSI GS NFV-SOL 013 [16] are part of the NS lifecycle
management interface.

6.4.2 Resource: NS Instances

6.4.2.1 Description

This resource represents NS instances. The APl consumer can use this resource to create "Individual NS instance”
resources, and to query NS instances.

6.4.2.2 Resource definition
Theresource URI is:
{apiRoot}/ndcm/{apiM ajorVersion}/ns_instances

This resource shall support the resource URI variables defined in table 6.4.2.2-1.
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Table 6.4.2.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 6.1a.
6.4.2.3 Resource methods
6.4.2.3.1 POST

The POST method creates a new NS instance resource.

This method shall follow the provisions specified in the tables 6.4.2.3.1-1 and 6.4.2.3.1-2 for URI query parameters,
request and response data structures, and response codes.

Asthe result of successfully executing this method, anew "Individual NS instance" resource as defined in clause 6.4.3
shall have been created, and the value of the "instantiationState” attribute in the representation of that resource shall be
"NOT_INSTANTIATED". A notification of type NsldentifierCreationNotification shall be triggered as part of
successfully executing this method as defined in clause 6.5.2.6.

Table 6.4.2.3.1-1: URI query parameters supported by the POST method on this resource

Name Cardinality Remarks
n/a
Table 6.4.2.3.1-2: Details of the POST request/response on this resource
Request Data type Cardinality Remarks
body CreateNsRequest 1 The NS creation parameters, as defined in clause 6.5.2.9.
Data type Cardinality |Response Remarks
Codes
NsInstance 1 201 Shall be returned when a new "Individual NS
Created instance" resource and the associated NS instance

identifier has been created successfully.
The response body shall contain a representation of

Response the created NS instance, as defined in

body clause 6.5.2.10.
The HTTP response shall include a "Location” HTTP
header that contains the resource URI of the created
NS instance.
ProblemDetails See AXX/5xx In addition to the response codes defined above, any
clause 6.4 of common error response code as defined in clause 6.4
[16] of ETSI GS NFV-SOL 013 [16] may be returned.
6.4.2.3.2 GET

The GET method queries information about multiple NS instances.

This method shall follow the provisions specified in the tables 6.4.2.3.2-1 and 6.4.2.3.2-2 for URI query parameters,
request and response data structures, and response codes.
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Table 6.4.2.3.2-1: URI query parameters supported by the GET method on this resource

Name Cardinality Description
filter 0.1 Attribute-based filtering expression according to clause 5.2 of ETSI
GS NFV-SOL 013 [16].

The NFVO shall support receiving this parameter as part of the URI query
string. The OSS/BSS may supply this parameter.

All attribute names that appear in the Nsinstance and in data types
referenced from it shall be supported by the NFVO in the filter expression.
all_fields 0.1 Include all complex attributes in the response. See clause 5.3 of ETSI

GS NFV-SOL 013 [16] for details. The NFVO shall support this parameter.
fields 0.1 Complex attributes to be included into the response. See clause 5.3 of
ETSI GS NFV-SOL 013 [16] for details. The NFVO should support this
parameter.

exclude_fields 0.1 Complex attributes to be excluded from the response. See clause 5.3 of
ETSI GS NFV-SOL 013 [16] for details. The NFVO should support this
parameter.

exclude-default 0.1 Indicates to exclude the following complex attributes from the response.
See clause 5.3 of ETSI GS NFV-SOL 013 [16] for details. The NFVO shall
support this parameter.

The following attributes shall be excluded from the NsInstance structure in
the response body if this parameter is provided, or none of the parameters
"all_fields," "fields", "exclude_fields", "exclude_default" are provided:

- vnflnstances

- pnfinfo

- virtualLinkinfo

- vnffginfo

- sapinfo

- nsScaleStatus

- additional AffinityOrAntiAffinityRules

- wanConnectioninfo
nextpage_opaque_marker |0..1 Marker to obtain the next page of a paged response. Shall be supported by
the NFVO if the NFVO supports alternative 2 (paging) according to
clause 5.4.2.1 of ETSI GS NFV-SOL 013 [16] for this resource.
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Table 6.4.2.3.2-2: Details of the GET request/response on this resource

Request
body

Data type

Cardinality

Remarks

n/a

Response
body

Data type

Cardinality

Response
Codes

Remarks

Nsinstance

0..N

200 OK

Shall be returned when information about zero or
more NS instances has been queried successfully.

The response body shall contain in an array the
representations of zero or more NS instances, as
defined in clause 6.5.2.10.

If the "filter" URI parameter or one of the "all_fields",
"fields" (if supported), "exclude_fields" (if supported)
or "exclude_default” URI parameters was supplied in
the request, the data in the response body shall have
been transformed according to the rules specified in
clauses 5.2.2 and 5.3.2 of ETSI

GS NFV-SOL 013 [16], respectively.

If the NFVO supports alternative 2 (paging)
according to clause 5.4.2.1 of ETSI

GS NFV-SOL 013 [16] for this resource, inclusion of
the Link HTTP header in this response shall follow
the provisions in clause 5.4.2.3 of ETSI

GS NFV-SOL 013 [16].

ProblemDetails

400 Bad
Request

Shall be returned upon the following error: Invalid
attribute-based filtering expression.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute should
convey more information about the error.

ProblemDetails

400 Bad
Request

Shall be returned upon the following error: Invalid
attribute selector.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute should
convey more information about the error.

ProblemDetails

400 Bad
Request

Shall be returned upon the following error: Response
too big.

If the NFVO supports alternative 1 (error) according
to clause 5.4.2.1 of ETSI GS NFV-SOL 013 [16] for
this resource, this error response shall follow the
provisions in clause 5.4.2.2 of ETSI

GS NFV-SOL 013 [16].

ProblemDetails

See
clause 6.4 of
[16]

AxX/5%X

In addition to the response codes defined above, any
common error response code as defined in

clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.

6.4.2.3.3

PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.2.3.4

PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].
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6.4.2.3.5 DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.3 Resource: Individual NS Instance

6.4.3.1 Description

This resource represents an individual NS instance. The API consumer can use this resource to modify and delete the
underlying NS instance, and to read information about the NS instance.

6.4.3.2 Resource definition
Theresource URI is:
{apiRoot}/nscm/{apiM ajor Version}/ns_instances/{nsl nstancel d}

The base resource URI variables for this resource are defined in table 6.4.3.2-1.

Table 6.4.3.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 6.1a.
nsinstanceld Identifier of the NS instance
6.4.3.3 Resource methods
6.4.3.3.1 POST

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.3.3.2 GET
The GET method retrieves information about an NS instance by reading an "Individual NS instance" resource.

This method shall follow the provisions specified in the tables 6.4.3.3.2-1 and 6.4.3.3.2-2 for URI query parameters,
request and response data structures, and response codes.

Table 6.4.3.3.2-1: URI query parameters supported by the GET method on this resource

Name Cardinality Remarks

n/a
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Table 6.4.3.3.2-2: Details of the GET request/response on this resource

Request Data type Cardinality Remarks
body n/a
Data type Cardinality | Response Remarks
codes
Nslnstance 1 200 OK Shall be returned when information about an
individual NS instance has been read successfully.
Resgg;se The response body sha_II cor}tain a representation of
the NS instance, as defined in clause 6.5.2.10.
ProblemDetails See AXX/5XX In addition to the response codes defined above,
clause 6.4 any common error response code as defined in
of [16] clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.
6.4.3.3.3 PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.3.3.4

PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.3.3.5

DELETE

This method deletes an "Individual NS instance" resource.

This method shall follow the provisions specified in the tables 6.4.3.3.5-1 and 6.4.3.3.5-2 for URI query parameters,
request and response data structures, and response codes.

Asthe result of successfully executing this method, the "Individual NS instance” resource shall not exist any longer.
A notification of type "NsldentifierDeletionNotification" shall be triggered as part of successfully executing this method
as defined in clause 6.5.2.7.

Table 6.4.3.3.5-1: URI query parameters supported by the DELETE method on this resource

Name

Cardinality

Remarks

n/a
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Table 6.4.3.3.5-2: Details of the DELETE request/response on this resource

Request Data type Cardinality Remarks
body n/a
Data type Cardinality |Response
Codes Remarks
n/a 204 No Shall be returned when the "Individual NS instance"
Content resource and the associated NS identifier have been
deleted successfully.
The response body shall be empty.
ProblemDetails 1 409 Shall be returned upon the following error: The
Conflict operation cannot be executed currently, due to a
Response conflict with the state of the resource.
body
Typically, this is due to the fact that the NS instance
resource is in INSTANTIATED state.
The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.
ProblemDetails See AXX/5xx In addition to the response codes defined above, any
clause 6.4 of common error response code as defined in clause 6.4
[16] of ETSI GS NFV-SOL 013 [16] may be returned.
6.4.4 Resource: Instantiate NS task
6.4.4.1 Description
This task resource represents the "Instantiate NS" operation. The APl consumer can use this resource to instantiate an
NS instance.
6.4.4.2 Resource definition

Theresource URI is:

{apiRoot}/nslcm/{apiM ajor Version}/ns_instances/{nsl nstancel d}/instantiate

This resource shall support the resource URI variables defined in table 6.4.4.2-1.

Table 6.4.4.2-1: Resource URI variables for this resource

Name

Definition

apiRoot

See clause 4.1 of ETSI GS NFV-SOL 013 [16].

apiMajorVersion See clause 6.1a.

nsinstanceld

Identifier of the NS instance to be instantiated.

6.4.4.3 Resource methods

6.4.4.3.1 POST

The POST method instantiates an NS instance.

This method shall follow the provisions specified in the tables 6.4.4.3.1-1 and 6.4.4.3.1-2 for URI query parameters,

request and response data structures, and response codes.

The steps and conditions that apply as the result of successfully executing this method are specified in clause 6.4.1.2.

In addition, once the NFV O has successfully completed the underlying NS LCM operation occurrence, it shall set the
"nsState" attribute to the value "INSTANTIATED" in the representation of the "Individual NS instance" resource.

ETSI



126

ETSI GS NFV-SOL 005 V3.3.1 (2020-09)

Table 6.4.4.3.1-1: URI query parameters supported by the POST method on this resource

Name Cardinality

Description

None supported

Table 6.4.4.3.1-2: Details of the POST request/response on this resource

Data type Cardinality

Description

Request

body InstantiateNsReque |1

st

Parameters for the instantiate NS operation, as defined in
clause 6.5.2.11.

Data type Cardinality

Response
Codes

Description

n/a

202
Accepted

Shall be returned when the request has been
accepted for processing, but the processing has not
been completed.

The response body shall be empty.

The HTTP response shall include a "Location" HTTP
header that contains the URI of the newly-created
"Individual NS LCM operation occurrence" resource
corresponding to the operation.

Response ProblemDetails 1

body

409
Conflict

Shall be returned upon the following error: The
operation cannot be executed currently, due to a
conflict with the state of the resource.

Typically, this is due to the fact that the NS instance
resource is in the INSTANTIATED state, or that
another lifecycle management operation is ongoing.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

See clause 6.4
of [16]

ProblemDetails

AxXX/5XX

In addition to the response codes defined above,
any common error response code as defined in
clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.

6.4.4.3.2 GET

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.4.3.3 PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.4.3.4 PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.4.3.5 DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].
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6.4.5 Resource: Scale NS task

6.45.1 Description

Thistask resource represents the "Scale NS* operation. The API consumer can use this resource to request scaling an
NS instance.

Scaling an NS instance can be performed by explicitly adding/removing existing VNF instances to/from the NS
instance, by leveraging on the abstraction mechanism provided by the NS scaling aspects and NS levelsinformation
elements declared in the NSD or by scaling individual VNF instances that are part of the NS itself. When adding VNFs
and nested NSs - aready existing or not - to the NS to be scaled, the NFVO shall follow the indications provided by the
dependencies attribute, as specified in the corresponding NSD.

NOTE: Incasethe NSisacomposite NS, it isalso possibleto scale directly its nested NS, asthey are also NS
and thusindirectly effectively scale the composite NS.

For the case of scaling individual VNF instances that are part of the NS instance, it depends on the VNF capabilities,
and is declared in the corresponding VNFD, whether the scaling of the individual VNF instance is supported.
6.4.5.2 Resource definition
Theresource URI is:

{apiRoot}/nscm/{apiM ajor Version}/ns_instances/{nsl nstancel d}/scale

This resource shall support the resource URI variables defined in table 6.4.5.2-1.

Table 6.4.5.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 6.1a.
nsinstanceld Identifier of the NS instance to be scaled.
6.4.5.3 Resource methods
6.4.5.3.1 POST

The POST method requests to scale an NS instance resource.

This method shall follow the provisions specified in the tables 6.4.5.3.1-1 and 6.4.5.3.1-2 for URI query parameters,
request and response data structures, and response codes.

The steps and conditions that apply as the result of successfully executing this method are specified in clause 6.4.1.2.

In addition, once the NFV O has successfully completed the underlying NS LCM operation occurrence, it shall reflect
the result of scaling the NS instance by updating the "nsScaleStatus” attribute in the representation of the "Individual
NS instance" resource.

Table 6.4.5.3.1-1: URI query parameters supported by the POST method on this resource

Name Cardinality Description
none supported
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Table 6.4.5.3.1-2: Details of the POST request/response on this resource

Request Data type Cardinality Description

bod ScaleNsRequest 1 Parameters for the scale NS operation, as defined in

y
clause 6.5.2.14.

Data type Cardinality |Response Description
Codes
n/a 202 Shall be returned when the request has been
Accepted |accepted for processing, but the processing has not
been completed.

The response body shall be empty.

The HTTP response shall include a "Location" HTTP
header that contains the URI of the newly-created
"Individual NS lifecycle operation occurrence"
resource corresponding to the operation.
Response ProblemDetails 1 409 _ Shall pe returned upon the following error: The
body Conflict opergtlonl cannot be executed currently, due to a
conflict with the state of the resource.

Typically, this is due to the fact that the NS instance
resource is in NOT_INSTANTIATED state, or that
another lifecycle management operation is ongoing.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

ProblemDetails See AxX/5xX In addition to the response codes defined above,
clause 6.4 any common error response code as defined in

of [16] clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.

6.4.5.3.2 GET

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.5.3.3 PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.5.3.4 PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.5.3.5 DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].
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6.4.6 Resource: Update NS task

6.4.6.1 Description

Thistask resource represents the "Update NS" operation. The API consumer can use this resource to update an NS
instance.

For the cases of "change VNF deployment flavour" and "operate VNF" on individual VNF instances that are part of the
NSinstance, it depends on the VNF capabilities, and is declared in the VNFD, whether this operation is supported for a
particular VNF. This operation may be service-disruptive.

6.4.6.2 Resource definition

Theresource URI is:

{apiRoot}/ndcm/{apiM ajorVersion}/ns_instances{nsl nstancel d}/update

This resource shall support the resource URI variables defined in table 6.4.6.2-1.

Table 6.4.6.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 6.1a.
nsinstanceld Identifier of the NS instance to be updated.
6.4.6.3 Resource methods
6.4.6.3.1 POST

The POST method updates an NS instance.

This method shall follow the provisions specified in the tables 6.4.6.3.1-1 and 6.4.6.3.1-2 for URI query parameters,
request and response data structures, and response codes.

The steps and conditions that apply as the result of successfully executing this method are specified in clause 6.4.1.2.

In addition, once the NFV O has successfully completed the underlying NS LCM operation occurrence, it shall reflect
the result of the update of the NS instance by updating the representation of the "Individual NS instance" resource
accordingly to the update.

Table 6.4.6.3.1-1: URI query parameters supported by the POST method on this resource

Name Cardinality Description
none supported
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Table 6.4.6.3.1-2: Details of the POST request/response on this resource

Data type Cardinality Description
UpdateNsRequest 1 Parameters for the update NS operation, as defined in
clause 6.5.2.12.

Data type Cardinality |Response Description

Codes
n/a 202 Shall be returned when the request has been
Accepted |accepted for processing, but the processing has not
been completed.

Request
body

The response body shall be empty.

The HTTP response shall include a "Location" HTTP
header that contains the URI of the newly-created
"Individual NS lifecycle operation occurrence"
resource corresponding to the operation.
ProblemDetails 1 409 Shall be returned upon the following error: The
Conflict operation cannot be executed currently, due to a
conflict with the state of the resource.

Response
body

Typically, this is due to the fact that the NS instance
resource is in NOT_INSTANTIATED state, or that
another lifecycle management operation is ongoing.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

ProblemDetails See AxX/5xX In addition to the response codes defined above,
clause 6.4 any common error response code as defined in

of [16] clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.

6.4.6.3.2 GET

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.6.3.3 PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.6.3.4 PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.6.3.5 DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.7 Resource: Heal NS task

6.4.7.1 Description

Thistask resource represents the "Heal NS" operation. The API consumer can use this resource to request healing an
NS instance.

For the case of healing individual VNF instances that are part of the NS instance, it depends on VNF capabilities, and is
declared in the VNFD, whether the healing of the individual VNF instance is supported.
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6.4.7.2 Resource definition
Theresource URI is:
{apiRoot}/nslcm/{apiM ajor Version}/ns_instances/{nsl nstancel d}/heal

This resource shall support the resource URI variables defined in table 6.4.7.2-1.

Table 6.4.7.2-1: Resource URI variables for this resource

Name

Definition

apiRoot

See clause 4.1 of ETSI GS NFV-SOL 013 [16].

apiMajorVersion

See clause 6.1a.

nsinstanceld

Identifier of the NS instance to be healed.

6.4.7.3

Resource methods

6.4.7.3.1

POST

The POST method requests to heal an NS instance.

This method shall follow the provisions specified in the tables 6.4.7.3.1-1 and 6.4.7.3.1-2 for URI query parameters,
request and response data structures, and response codes.

The steps and conditions that apply as the result of successfully executing this method are specified in clause 6.4.1.2.

Table 6.4.7.3.1-1: URI query parameters supported by the POST method on this resource

Name
none supported

Cardinality Description

Table 6.4.7.3.1-2: Details of the POST request/response on this resource

Request
body

Data type

Cardinality

Description

HealNsRequest

1

Parameters for the heal NS operation, as defined in
clause 6.5.2.13.

Response
body

Data type

Cardinality

Response
Codes

Description

n/a

202
Accepted

Shall be returned when the request has been
accepted for processing, but the processing has not
been completed.

The response body shall be empty.

The HTTP response shall include a "Location" HTTP
header that contains the URI of the newly-created
"Individual NS lifecycle operation occurrence"
resource corresponding to the operation.

ProblemDetails

409
Conflict

Shall be returned upon the following error: The
operation cannot be executed currently, due to a
conflict with the state of the resource.

Typically, this is due to the fact that the NS instance
resource is in NOT_INSTANTIATED state, or that
another lifecycle management operation is ongoing.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

ProblemDetails

See
clause 6.4
of [16]

AxX/5%X

In addition to the response codes defined above,
any common error response code as defined in
clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.
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6.4.7.3.2 GET

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.7.3.3 PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.7.3.4 PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.7.3.5 DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.8 Resource: Terminate NS task

6.4.8.1 Description

This task resource represents the "Terminate NS* operation. The API consumer can use this resource to terminate an NS
instance.

6.4.8.2 Resource definition
Theresource URI is:
{apiRoot}/nslcm/{apiM ajor Version}/ns_instances/{nsl nstancel d}/ter minate

This resource shall support the resource URI variables defined in table 6.4.8.2-1.

Table 6.4.8.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 6.1a.
nsinstanceld The identifier of the NS instance to be terminated.
6.4.8.3 Resource methods
6.4.8.3.1 POST

The POST method terminates an NS instance.

This method shall follow the provisions specified in the tables 6.4.8.3.1-1 and 6.4.8.3.1-2 for URI query parameters,
request and response data structures, and response codes.

The steps and conditions that apply as the result of successfully executing this method are specified in clause 6.4.1.2.

In addition, once the NFV O has successfully completed the underlying NS LCM operation occurrence, it shall set the
"nsState" attribute in the representation of the "Individual NS instance" resource to the value "NOT _INSTANTIATED".

This method can only be used with an NSinstance in the INSTANTIATED state. Terminating an NS instance does not
delete the NS instance identifier, but rather transitions the NS into the NOT_INSTANTIATED state.
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Table 6.4.8.3.1-1: URI query parameters supported by the POST method on this resource

Name Cardinality Remarks
n/a
Table 6.4.8.3.1-2: Details of the POST request/response on this resource
Request Data type Cardinality Remarks
bod TerminateNsRequest |1 The terminate NS request parameters, as defined in
y
clause 6.5.2.15.
Data type Cardinality | RResponse Remarks
Codes
n/a 1 202 Shall be returned when the request has been
Accepted  |accepted for processing.

The response body shall be empty.
The HTTP response shall include a "Location" HTTP
header that contains the URI of the newly-created
"Individual NS lifecycle operation occurrence"
resource corresponding to the operation.

ProblemDetails 1 409 Shall be returned upon the following error: The

Response Conflict operation cannot be executed currently, due to a
body conflict with the state of the resource.

Typically, this is due to the fact that the NS instance
resource is in NOT_INSTANTIATED state, or that
another lifecycle management operation is ongoing.
The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

ProblemDetails See 4xxI5XX In addition to the response codes defined above, any

clause 6.4 of common error response code as defined in
[16] clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.
6.4.8.3.2 GET

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.8.3.3 PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.8.3.4 PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.8.3.5 DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].
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6.4.9 Resource: NS LCM operation occurrences

6.4.9.1 Description

This resource represents NS lifecycle management operation occurrences. The APl consumer can use this resource to
guery status information about multiple NS lifecycle management operation occurrences.

6.4.9.2 Resource definition
The resource URI is:
{apiRoot}/nslcm/{apiM ajorVersion}/ns_Icm_op_occs
The base resource URI variables for this resource are defined in table 6.4.9.2-1.

Table 6.4.9.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 6.1a.
6.4.9.3 Resource methods
6.4.9.3.1 POST

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.9.3.2 GET

The API consumer can use this method to query status information about multiple NS lifecycle management operation
occurrences.

This method shall follow the provisions specified in the tables 6.4.9.3.2-1 and 6.4.9.3.2-2 for URI query parameters,
request and response data structures, and response codes.

Table 6.4.9.3.2-1: URI query parameters supported by the GET method on this resource

Name Cardinality Description
filter 0.1 Attribute-based filtering expression according to clause 5.2 of ETSI
GS NFV-SOL 013 [16].

The NFVO shall support receiving this parameter as part of the URI query
string. The OSS/BSS may supply this parameter.

All attribute names that appear in the NsLcmOpOcc and in data types
referenced from it shall be supported by the NFVO in the filter expression.

fields 0.1 Complex attributes to be included into the response. See clause 5.3 of ETSI
GS NFV-SOL 013 [16] for details. The NFVO should support this parameter.

exclude_fields 0.1 Complex attributes to be excluded from the response. See clause 5.3 of ETSI
GS NFV-SOL 013 [16] for details. The NFVO should support this parameter.

exclude_default 0.1 Indicates to exclude the following complex attributes from the response. See

clause 5.3 of ETSI GS NFV-SOL 013 [16] for details. The NFVO shall
support this parameter.

The following attributes shall be excluded from the NsLcmOpOcc structure in
the response body if this parameter is provided:

- operationParams

- changedVnfinfo

- error

- resourceChanges
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Name Cardinality Description
nextpage_opaque_marker (0..1 Marker to obtain the next page of a paged response. Shall be supported by

Table 6.4.9.3.2-2: Details of the GET request/response on this resource

Request
body

Data type

Cardinality

Description

n/a

Response
body

Data type

Cardinality

Response
Codes

Description

NsLcmOpOcc

0..N

200 OK

Shall be returned when status information for zero or
more NS lifecycle management operation occurrences
has been queried successfully.

The response body shall contain in an array the status
information about zero or more NS lifecycle operation
occurrences, as defined in clause 6.5.2.3.

If the "filter" URI parameter or one of the "all_fields",
"fields", "exclude_fields" or "exclude_default" URI
parameters was supplied in the request and is
supported, the data in the response body shall have
been transformed according to the rules specified in
clauses 5.2.2 and 5.3.2 of ETSI

GS NFV-SOL 013 [16], respectively.

If the NFVO supports alternative 2 (paging) according
to clause 5.4.2.1 of ETSI GS NFV-SOL 013 [16] for
this resource, inclusion of the Link HTTP header in
this response shall follow the provisions in

clause 5.4.2.3 of ETSI GS NFV-SOL 013 [16].

ProblemDetails

400 Bad
Request

Shall be returned upon the following error: Invalid
attribute-based filtering expression.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute should convey
more information about the error.

ProblemDetails

400 Bad
Request

Shall be returned upon the following error: Invalid
attribute selector.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute should convey
more information about the error.

ProblemDetails

400 Bad
Request

Shall be returned upon the following error: Response
too big.

If the NFVO supports alternative 1 (error) according to
clause 5.4.2.1 of ETSI GS NFV-SOL 013 [16] for this
resource, this error response shall follow the
provisions in clause 5.4.2.2 of ETSI

GS NFV-SOL 013 [16].

ProblemDetails

See
clause 6.4
of [16]

AxX/5%X

In addition to the response codes defined above, any
common error response code as defined in clause 6.4
of ETSI GS NFV-SOL 013 [16] may be returned.

6.4.9.3.3

PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].
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6.4.9.3.4 PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.9.3.5 DELETE
This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.10 Resource: Individual NS LCM operation occurrence

6.4.10.1 Description

This resource represents an NS lifecycle management operation occurrence. The APl consumer can use this resource to
read status information about an individual NS lifecycle management operation occurrence. Further, the APl consumer
can use task resources which are children of this resource to request cancellation of an operation in progress, and to
request the handling of operation errors viaretrying the operation, rolling back the operation, or permanently failing the
operation.

The NFVO may remove an "Individual NS LCM operation occurrence” resource sometime after it has reached one of
the terminal states (i.e. the "operationState" attribute of its representation is equal to one of the values"COMPLETED",
"FAILED" or "ROLLED_BACK"). The minimum time how long the NFV O waits before deleting such aresourceis
defined by means outside the scope of the present document.

6.4.10.2 Resource definition
The resource URI is:

{apiRoot}/nslcm/{apiM ajorVersion}/ns_Icm_op_occs/{nsL cmOpOccl d}
The base resource URI variables for this resource are defined in table 6.4.10.2-1.

Table 6.4.10.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 6.1a.
nsLcmOpOccld Identifier of an NS lifecycle management operation occurrence.

6.4.10.3 Resource methods

6.4.10.3.1 POST

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.10.3.2 GET

The API consumer can use this method to retrieve status information about an NS lifecycle management operation
occurrence by reading an individual "NS LCM operation occurrence” resource.

This method shall follow the provisions specified in the tables 6.4.10.3.2-1 and 6.4.10.3.2-2 for URI query parameters,
request and response data structures, and response codes.

Table 6.4.10.3.2-1: URI query parameters supported by the GET method on this resource

Name Cardinality Description
none supported

ETSI



137

ETSI GS NFV-SOL 005 V3.3.1 (2020-09)

Table 6.4.10.3.2-2: Details of the GET request/response on this resource

Request Data type Cardinality Description
body n/a
Data type Cardinality Recsop(;);Sse Description
NsLcmOpOcc 1 200 OK Shall be returned when information about an NS
LCM operation occurrence has been read
successfully.
Rets; ponse The response body shall contain status information
ody . h
about an NS lifecycle management operation
occurrence (see clause 6.5.2.3).
ProblemDetails See AxX/5xX In addition to the response codes defined above, any
clause 6.4 of common error response code as defined in
[16] clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.
6.4.10.3.3 PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.10.3.4

PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.10.3.5

DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.11

6.4.11.1

Resource: Retry operation task

Description

This task resource represents the "Retry operation” operation. The APl consumer can use this resource to initiate
retrying an NS lifecycle management operation that isin atransient failure state. See also clause 6.6.2.3.

6.4.11.2

Resource definition

The resource URI is:

{apiRoot}/nslcm/{apiM ajorVersion}/ns_Icm_op_occs{nsLcmOpOccld}/retry

This resource shall support the resource URI variables defined in table 6.4.11.2-1.

Table 6.4.11.2-1: Resource URI variables for this resource

Name

Definition

apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].

apiMajorVersion See clause 6.1a.

nsLcmOpOccld Identifier of an NS lifecycle management operation occurrence to be retried. See note.

NOTE: This identifier can be retrieved from the resource referenced by the "Location"” HTTP header in the response

to a POST request triggering an NS LCM operation. It can also be retrieved from the "nsLcmOpOccld"”
attribute in the NsLcmOperationOccurrenceNotification.
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The POST method initiates retrying an NS lifecycle management operation if that operation has experienced a
temporary failure, i.e. therelated "NS LCM operation occurrence” isin "FAILED_TEMP" state.

This method shall follow the provisions specified in the tables 6.4.11.3.1-1 and 6.4.11.3.1-2 for URI query parameters,
request and response data structures, and response codes.

In case of success of processing the asynchronous request, the "operationState" attribute in the representation of the
parent resource shall be changed to "PROCESSING" and the applicable "start" notification according to clause 6.6.2.2
shall be emitted to indicate that the underlying NS LCM operation occurrence proceeds.

Table 6.4.11.3.1-1: URI query parameters supported by the POST method on this resource

Name

Cardinality

Description

none supported

Table 6.4.11.3.1-2: Details of the POST request/response on this resource

Request
body

Data type

Cardinality

Description

n/a

The POST request to this resource has an empty payload body.

Response
body

Data type

Cardinality

Response
Codes

Description

n/a

202
Accepted

Shall be returned when the request has been
accepted for processing, but processing has not been
completed.

The response shall have an empty payload body.

ProblemDetails

0.1

404 Not
Found

Shall be returned upon the following error: The API
producer did not find a current representation for the
target resource or is not willing to disclose that one
exists.

The general cause for this error and its handling is
specified in clause 6.4 of ETSI GS NFV-SOL 013 [16],
including rules for the presence of the response body.

Specifically in case of this task resource, the response
code 404 shall also be returned if the task is not
supported for the NS LCM operation occurrence
represented by the parent resource, which means that
the task resource consequently does not exist.

In this case, the response body shall be present, and
shall contain a ProblemDetails structure, in which the
"detail" attribute shall convey more information about
the error.

ProblemDetails

409
Conflict

Shall be returned upon the following error: The
operation cannot be executed currently, due to a
conflict with the state of the NS LCM operation
occurrence resource.

Typically, this is due to the fact that the NS LCM
operation occurrence is not in FAILED_TEMP state, or
another error handling action is starting, such as
rollback or fail.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

ProblemDetails

See
clause 6.4
of [16]

AxX/5%X

In addition to the response codes defined above, any
common error response code as defined in clause 6.4
of ETSI GS NFV-SOL 013 [16] may be returned.
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6.4.11.3.2 GET

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.11.3.3 PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.11.3.4 PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.11.3.5 DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.12 Resource: Rollback operation task

6.4.12.1 Description

This task resource represents the "Rollback operation™ operation. The APl consumer can use this resource to initiate
rolling back an NS lifecycle management operation. See also clause 6.6.2.3.

6.4.12.2 Resource definition
Theresource URI is:
{apiRoot}/nslcm/{apiM ajorVersion}/ns_Icm_op_occs/{nsL cmOpOccl d}/rollback

This resource shall support the resource URI variables defined in table 6.4.12.2-1.

Table 6.4.12.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 6.1a.
nsLcmOpOccld Identifier of an NS lifecycle management operation occurrence to be rolled back. See note.

NOTE: This identifier can be retrieved from the resource referenced by the "Location"” HTTP header in the response
to a POST request triggering an NS LCM operation. It can also be retrieved from the "nsLcmOpOccld"”
attribute in the NsLcmOperationOccurrenceNotification.

6.4.12.3 Resource methods

6.4.12.3.1 POST

The POST method initiates rolling back an NS lifecycle operation if that operation has experienced atemporary failure,
i.e. therelated "NS LCM operation occurrence” isin "FAILED_TEMP" state.

This method shall follow the provisions specified in the tables 6.4.12.3.1-1 and 6.4.12.3.1-2 for URI query parameters,
request and response data structures, and response codes.

In case of success of processing the asynchronous request, the "operationState" attribute in the representation of the
parent resource shall be changed to "ROLLING_BACK" and the applicable "start" notification according to
clause 6.6.2.2 shall be emitted to indicate that rollback of the underlying NS LCM operation occurrence is attempted.
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Table 6.4.12.3.1-1: URI query parameters supported by the POST method on this resource

Name
none supported

Cardinality Description

Table 6.4.12.3.1-2: Details of the POST request/response on this resource

body

Request

Data type

Cardinality

Description

n/a

The POST request to this resource has an empty payload body.

body

Response

Data type

Cardinality

Response
Codes

Description

n/a

202
Accepted

Shall be returned when the request has been
accepted for processing, but processing has not
been completed.

The response shall have an empty payload body.

ProblemDetails

0.1

404 Not
Found

Shall be returned upon the following error: The API
producer did not find a current representation for the
target resource or is not willing to disclose that one
exists.

The general cause for this error and its handling is
specified in clause 6.4 of ETSI

GS NFV-SOL 013 [16], including rules for the
presence of the response body.

Specifically, in case of this task resource, the
response code 404 shall also be returned if the task
is not supported for the NS LCM operation
occurrence represented by the parent resource,
which means that the task resource consequently
does not exist.

In this case, the response body shall be present, and
shall contain a ProblemDetails structure, in which the
"detail" attribute shall convey more information about
the error.

ProblemDetails

409
Conflict

Shall be returned upon the following error: The
operation cannot be executed currently, due to a
conflict with the state of the NS LCM operation
occurrence resource.

Typically, this is due to the fact that the NS LCM
operation occurrence is not in FAILED_TEMP state,
or another error handling action is starting, such as
retry or fail.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

ProblemDetails

See
clause 6.4 of
[16]

AXX/5XX

In addition to the response codes defined above, any
common error response code as defined in

clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.

6.4.12.3.2

GET

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.12.3.3

PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].
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6.4.12.3.4 PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.12.3.5 DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.13 Resource: Continue operation task

6.4.13.1 Description

This task resource represents the " Continue operation" operation. The APl consumer can use this resource to initiate
continuing an NS lifecycle management operation. See also clause 6.6.2.3.

6.4.13.2 Resource definition
Theresource URI is:
{apiRoot}/nslcm/{apiM ajorVersion}/ns_Icm_op_occs/{ nsL cmOpOccld}/continue

This resource shall support the resource URI variables defined in table 6.4.13.2-1.

Table 6.4.13.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 6.1a.
nsLcmOpOccld Identifier of an NS lifecycle management operation occurrence to be continued. See note.

NOTE: This identifier can be retrieved from the resource referenced by the "Location" HTTP header in the response
to a POST request triggering an NS LCM operation. It can also be retrieved from the "nsLcmOpOccld"”
attribute in the NsLcmOperationOccurrenceNotification.

6.4.13.3 Resource methods

6.4.13.3.1 POST

The POST method initiates continuing an NS lifecycle operation if that operation has experienced a temporary failure,
i.e. therelated "NS LCM operation occurrence”" isin "FAILED_TEMP" state.

This method shall follow the provisions specified in the tables 6.4.13.3.1-1 and 6.4.13.3.1-2 for URI query parameters,
request and response data structures, and response codes.

In case of success of processing the asynchronous request, the "operationState" attribute in the representation of the
parent resource shall be changed to "PROCESSING" and the applicable "start" notification according to clause 6.6.2.2
shall be emitted to indicate that the underlying NS LCM operation occurrence continues.

Table 6.4.13.3.1-1: URI query parameters supported by the POST method on this resource

Name Cardinality Description
none supported
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Table 6.4.13.3.1-2: Details of the POST request/response on this resource

Request Data type

Cardinality

Description

body n/a

The POST request to this resource has an empty payload body.

Data type

Cardinality

Response
Codes

Description

n/a

202
Accepted

Shall be returned when the request has been
accepted for processing, but processing has not
been completed.

The response shall have an empty payload body.

ProblemDetails

Response
body

0.1

404 Not
Found

Shall be returned upon the following error: The API
producer did not find a current representation for the
target resource or is not willing to disclose that one
exists.

The general cause for this error and its handling is
specified in clause 6.4 of ETSI

GS NFV-SOL 013 [16], including rules for the
presence of the response body.

Specifically, in case of this task resource, the
response code 404 shall also be returned if the task
is not supported for the NS LCM operation
occurrence represented by the parent resource,
which means that the task resource consequently
does not exist.

In this case, the response body shall be present, and
shall contain a ProblemDetails structure, in which the
"detail" attribute shall convey more information about
the error.

ProblemDetails

409
Conflict

Shall be returned upon the following error: The
operation cannot be executed currently, due to a
conflict with the state of the NS LCM operation
occurrence resource.

Typically, this is due to the fact that the NS LCM
operation occurrence is not in FAILED_TEMP state,
or another error handling action is starting, such as
retry or fail.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

ProblemDetails

See
clause 6.4 of
[16]

AxXX/5%X

In addition to the response codes defined above, any
common error response code as defined in

clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.

6.4.13.3.2 GET

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.13.3.3 PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.13.3.4

PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].
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6.4.13.3.5 DELETE
This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.14 Resource: Fail operation task

6.4.14.1 Description

Thistask resource represents the "Fail operation" operation. The API consumer can use this resource to mark an NS
lifecycle management operation occurrence as "finally failed", i.e. change the state of the related NS LCM operation
occurrence resource to "FAILED", if it is not assumed that a subsequent retry or rollback will succeed. Once the
operation is marked as "finally failed", it cannot be retried or rolled back anymore. See also clause 6.6.2.3.

6.4.14.2 Resource definition
The resource URI is:

{apiRoot}/ndcm/{apiM ajorVersion}/ns Icm_op_occs{nsL cmOpOccl d}/fail
This resource shall support the resource URI variables defined in table 6.4.14.2-1.

Table 6.4.14.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 6.1a.
nsLcmOpOccld Identifier of an NS lifecycle management operation occurrence to be marked as "failed". See
note.

NOTE: This identifier can be retrieved from the resource referenced by the "Location" HTTP header in the response
to a POST request triggering an NS LCM operation. It can also be retrieved from the "nsLcmOpOccld"
attribute in the NsLcmOperationOccurrenceNotification.

6.4.14.3 Resource methods

6.4.14.3.1 POST

The POST method marks an NS lifecycle management operation occurrence as "finally failed" if that operation
occurrenceisin"FAILED _TEMP" state.

This method shall follow the provisions specified in the tables 6.4.14.3.1-1 and 6.4.14.3.1-2 for URI query parameters,
request and response data structures, and response codes.

In case of success, the "operationState” attribute in the representation of the parent resource shall be changed to
"FAILED" and the applicable "result" notification according to clause 6.6.2.2 shall be emitted to indicate that the
execution of the underlying NS LCM operation occurrence has finally and unrecoverable failed.

Table 6.4.14.3.1-1: URI query parameters supported by the POST method on this resource

Name Cardinality Description
None supported
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Table 6.4.14.3.1-2: Details of the POST request/response on this resource

Request
body

Data type

Cardinality

Description

n/a

The POST request to this resource has an empty payload body.

Response
body

Data type

Cardinality

Response
Codes

Description

NsLcmOpOcc

1

200 OK

Shall be returned when the state of the NS lifecycle
management operation occurrence has been changed
successfully.

The response shall include a representation of the
"Individual NS lifecycle management operation
occurrence" resource.

ProblemDetails

0.1

404 Not
Found

Shall be returned upon the following error: The API
producer did not find a current representation for the
target resource or is not willing to disclose that one
exists.

The general cause for this error and its handling is
specified in clause 6.4 of ETSI GS NFV-SOL 013 [16],
including rules for the presence of the response body.

Specifically in case of this task resource, the response
code 404 shall also be returned if the task is not
supported for the NS LCM operation occurrence
represented by the parent resource, which means that
the task resource consequently does not exist.

In this case, the response body shall be present, and
shall contain a ProblemDetails structure, in which the
"detail" attribute shall convey more information about
the error.

ProblemDetails

409
Conflict

Shall be returned upon the following error: The
operation cannot be executed currently, due to a
conflict with the state of the NS LCM operation
occurrence resource.

Typically, this is due to the fact that the NS LCM
operation occurrence is not in FAILED_TEMP state, or
another error handling action is starting, such as retry
or rollback.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

ProblemDetails

See
clause 6.4 of
[16]

AxX/5%X

In addition to the response codes defined above, any
common error response code as defined in clause 6.4
of ETSI GS NFV-SOL 013 [16] may be returned.

6.4.14.3.2

GET

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.14.3.3

PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.14.3.4

PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].
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6.4.14.3.5 DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.15 Resource: Cancel operation task

6.4.15.1 Description

Thistask resource represents the " Cancel operation” operation. The APl consumer can use this resource to cancel an
ongoing NS lifecycle management operation. See also clause 6.6.2.3.

6.4.15.2 Resource definition
The resource URI is:

{apiRoot}/nsecm/{apiM ajorVersion}/ns_Icm_op_occs/{nsL cmOpOccld}/cancel
Thisresource shall support the resource URI variables defined in table 6.4.15.2-1.

Table 6.4.15.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 6.1a.
nsLcmOpOccld Identifier of an NS lifecycle management operation occurrence to be cancelled. See note.

NOTE: This identifier can be retrieved from the resource referenced by the "Location" HTTP header in the response
to a POST request triggering an NS LCM operation. It can also be retrieved from the "nsLcmOpOccld"
attribute in the NsLcmOperationOccurrenceNotification.

6.4.15.3 Resource methods

6.4.15.3.1 POST

The POST method initiates cancelling an ongoing NS lifecycle management operation while it is being executed or
rolled back, i.e. the related "NS LCM operation occurrence” is either in "PROCESSING" or "ROLLING_BACK" state.

This method shall follow the provisions specified in the tables 6.4.15.3.1-1 and 6.4.15.3.1-2 for URI query parameters,
request and response data structures, and response codes.

Before returning the "202 Accepted” response, the NFV O shall update the "isCancel Pending” and " cancelMode"
attributes in the representation of the parent resource according to the provisionsin clause 6.5.2.3.

In case of success of processing the asynchronous request:

1) If the request has been processed in "PROCESSING" or "ROLLING_BACK" state, the "operationState”
attribute in the representation of the parent resource shall be changed to "FAILED _TEMP".

In both cases, the NFVO shall update the "isCancel Pending” and "cancelMode" attributes in the representation of the
parent resource according to the provisionsin clause 6.5.2.3 to reflect the new status, and the applicable "result"
notification according to clause 6.6.2.2 shall be emitted to indicate that the execution of the underlying NS LCM
operation occurrence has temporarily failed.

Due to race conditions, the processing of the actual operation that isto be cancelled may eventualy still succeed, in
which case the "operationState” attribute in the representation of the parent resource shall represent the result of that
operation, rather than the result of the cancellation.

ETSI



146 ETSI GS NFV-SOL 005 V3.3.1 (2020-09)

Table 6.4.15.3.1-1: URI query parameters supported by the POST method on this resource

Name Cardinality Description
None supported

Table 6.4.15.3.1-2: Details of the POST request/response on this resource

Data type Cardinality Description

Request |CancelMode 1 The POST request to this resource shall include a CancelMode
body structure in the payload body to choose between "graceful" and

"forceful" cancellation.

Data type Cardinality |Response Description

Codes

n/a 202 Shall be returned when the request has been

Accepted |accepted for processing, but processing has not been

completed.

The response shall have an empty entity body.

ProblemDetails 0.1 404 Not Shall be returned upon the following error: The API
Found producer did not find a current representation for the
target resource or is not willing to disclose that one
exists.

The general cause for this error and its handling is
specified in clause 6.4 of ETSI GS NFV-SOL 013 [16],
including rules for the presence of the response body.

Specifically, in case of this task resource, the
response code 404 shall also be returned if the task is
not supported for the NS LCM operation occurrence
represented by the parent resource, which means that

Response the task resource consequently does not exist.

body

In this case, the response body shall be present, and
shall contain a ProblemDetails structure, in which the
"detail" attribute shall convey more information about
the error.

ProblemDetails 1 409 Shall be returned upon the following error: The
Conflict operation cannot be executed currently, due to a
conflict with the state of the NS LCM operation
occurrence resource.

Typically, this is due to the fact that the operation
occurrence is not in STARTING, PROCESSING or
ROLLING_BACK state.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

ProblemDetails See AXx/5xx In addition to the response codes defined above, any
clause 6.4 of common error response code as defined in clause 6.4
[16] of ETSI GS NFV-SOL 013 [16] may be returned.

6.4.15.3.2 GET

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.15.3.3 PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].
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6.4.15.3.4 PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.15.3.5 DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.16 Resource: Subscriptions

6.4.16.1 Description

This resource represents subscriptions. The API consumer can use this resource to subscribe to notifications related to
NS lifecycle management, and to query its subscriptions.

6.4.16.2 Resource definition
Theresource URI is:
{apiRoot}/nslcm/{apiM aj or Version}/subscriptions

This resource shall support the resource URI variables defined in table 6.4.16.2-1.

Table 6.4.16.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 6.1a.

6.4.16.3 Resource methods

6.4.16.3.1 POST
The POST method creates a new subscription.

This method shall follow the provisions specified in the tables 6.4.16.3.1-1 and 6.4.16.3.1-2 for URI query parameters,
request and response data structures, and response codes.

Asthe result of successfully executing this method, a new "Individual subscription™ resource as defined in clause 6.4.17
shall have been created. This method shall not trigger any notification.

Creation of two subscription resources with the same callback URI and the same filter can result in performance
degradation and will provide duplicates of notifications to the OSS, and might make sense only in very rare use cases.
Consequently, the NFV O may either allow creating a subscription resource if another subscription resource with the
same filter and callback URI already exists (in which case it shall return the "201 Created" response code), or may
decide to not create a duplicate subscription resource (in which case it shall return a*303 See Other" response code
referencing the existing subscription resource with the same filter and callback URI).

Table 6.4.16.3.1-1: URI query parameters supported by the POST method on this resource

Name Cardinality Remarks

n/a
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Table 6.4.16.3.1-2: Details of the POST request/response on this resource

Request
body

Data type

Cardinality

Remarks

LcenSubscriptionRequest

1

Details of the subscription to be created, as defined in
clause 6.5.2.2.

Response
body

Data type

Cardinality

Response
Codes

Remarks

LcenSubscription

1

201 Created

Shall be returned when the subscription has been
created successfully.

The response body shall contain a representation
of the created "Individual subscription" resource.

The HTTP response shall include a "Location:"
HTTP header that points to the created
"Individual subscription" resource.

n/a

303
See Other

Shall be returned if a subscription with the same
callback URI and the same filter already exits and
the policy of the NFVO is to not create redundant
subscriptions.

The HTTP response shall include a "Location”
HTTP header that contains the resource URI of
the existing "Individual subscription" resource.

The response body shall be empty.

ProblemDetails

422
Unprocessa
ble Entity

Shall be returned upon the following error: The
content type of the payload body is supported
and the payload body of a request contains
syntactically correct data but the data cannot be
processed.

The general cause for this error and its handling
is specified in clause 6.4 of ETSI

GS NFV-SOL 013 [16], including rules for the
presence of the response body.

Specifically in case of this resource, the response
code 422 shall also be returned if the NFVO has
tested the Notification endpoint as described in
clause 6.4.18.3.2 and the test has failed.

In this case, the "detail" attribute in the
"ProblemDetails" structure shall convey more
information about the error.

ProblemDetails

See
clause 6.4
of [16]

AXX/5XX

In addition to the response codes defined above,
any common error response code as defined in
clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.

6.4.16.3.2

GET

The GET method queries the list of active subscriptions of the functional block that invokes the method. It can be used
e.g. for resynchronization after error situations.

This method shall follow the provisions specified in the tables 6.4.16.3.2-1 and 6.4.16.3.2-2 for URI query parameters,
request and response data structures, and response codes.
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Table 6.4.16.3.2-1: URI query parameters supported by the GET method on this resource

Name

Cardinality

Remarks

filter

0.1

Attribute-based filtering expression according to clause 5.2 of ETSI

GS NFV-SOL 013 [16].

The NFVO shall support receiving this parameter as part of the URI query
string. The OSS/BSS may supply this parameter.

All attribute names that appear in the LccnSubscription and in data types
referenced from it shall be supported by the NFVO in the filter expression.

nextpage_opaque_marker

0.1

Marker to obtain the next page of a paged response. Shall be supported by
the NFVO if the NFVO supports alternative 2 (paging) according to
clause 5.4.2.1 of ETSI GS NFV-SOL 013 [16] for this resource.

Table 6.4.16.3.2-2: Details of the GET request/response on this resource

Request
body

Data type

Cardinality

Remarks

n/a

Response
body

Data type

Cardinality

Response
Codes

Remarks

LcenSubscription

0..N

200 OK

Shall be returned when the list of subscriptions has
been queried successfully.

The response body shall contain in an array the
representations of all active subscriptions of the
functional block that invokes the method, i.e. zero or
more representations of lifecycle change notification
subscriptions as defined in clause 6.5.2.4.

If the "filter" URI parameter was supplied in the
request, the data in the response body shall have
been transformed according to the rules specified in
clause 5.2.2 of ETSI GS NFV-SOL 013 [16].

If the NFVO supports alternative 2 (paging) according
to clause 5.4.2.1 of ETSI GS NFV-SOL 013 [16] for
this resource, inclusion of the Link HTTP header in
this response shall follow the provisions in

clause 5.4.2.3 of ETSI GS NFV-SOL 013 [16].

ProblemDetails

400 Bad
Request

Shall be returned upon the following error: Invalid
attribute-based filtering expression.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute should convey
more information about the error.

ProblemDetails

400 Bad
Request

Shall be returned upon the following error: Response
too bhig.

If the NFVO supports alternative 1 (error) according to
clause 5.4.2.1 of ETSI GS NFV-SOL 013 [16] for this
resource, this error response shall follow the
provisions in clause 5.4.2.2 of ETSI

GS NFV-SOL 013 [16].

ProblemDetails

See
clause 6.4
of [16]

AXX/5XX

In addition to the response codes defined above, any
common error response code as defined in clause 6.4
of ETSI GS NFV-SOL 013 [16] may be returned.

6.4.16.3.3

PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].
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6.4.16.3.4 PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.16.3.5 DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.17 Resource: Individual subscription

6.4.17.1 Description

This resource represents an individual subscription. The API consumer can use this resource to read and to terminate a
subscription to notifications related to NS lifecycle management.

6.4.17.2 Resource definition
Theresource URI is:
{apiRoot}/nslcm/{apiM aj or Version}/subscriptions/{subscriptionl d}

This resource shall support the resource URI variables defined in table 6.4.17.2-1.

Table 6.4.17.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 6.1a.
subscriptionld Identifier of this subscription

6.4.17.3 Resource methods

6.4.17.3.1 POST

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.17.3.2 GET
The GET method retrieves information about a subscription by reading an "Individual subscription” resource.

This method shall follow the provisions specified in the tables 6.4.17.3.2-1 and 6.4.17.3.2-2 for URI query parameters,
request and response data structures, and response codes.

Table 6.4.17.3.2-1: URI query parameters supported by the GET method on this resource

Name Cardinality Remarks

n/a
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Table 6.4.17.3.2-2: Details of the GET request/response on this resource

Request Data type Cardinality Remarks
body n/a
Data type Cardinality |Response Remarks
Codes
LcenSubscription 1 200 OK Shall be returned when information about an individual
subscription has been read successfully.
Response
body The response body shall contain a representation of
the "Individual subscription" resource.
ProblemDetails See Axx/5xx In addition to the response codes defined above, any
clause 6.4 common error response code as defined in clause 6.4
of [16] of ETSI GS NFV-SOL 013 [16] may be returned.
6.4.17.3.3 PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.17.3.4

PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.17.3.5

DELETE

The DELETE method terminates an individual subscription.

This method shall follow the provisions specified in the tables 6.4.17.3.5-1 and 6.4.17.3.5-2 for URI query parameters,
request and response data structures, and response codes.

Astheresult of successfully executing this method, the "Individual subscription™" resource shall not exist any longer.
This means that no notifications for that subscription shall be sent to the formerly-subscribed API consumer.

NOTE:

Due to race conditions, some notifications might still be received by the formerly-subscribed API
consumer for a certain time period after the deletion.

Table 6.4.17.3.5-1: URI query parameters supported by the DELETE method on this resource

Name Cardinality Remarks
n/a
Table 6.4.17.3.5-2: Details of the DELETE request/response on this resource
Request Data type Cardinality Remarks
body n/a
Data type Cardinality |Response Remarks
Codes
n/a 204 No Shall be returned when the "Individual subscription”
Response Content resource has been deleted successfully.
2l The response body shall be empty.
ProblemDetails See Axx/5xx In addition to the response codes defined above, any
clause 6.4 common error response code as defined in clause 6.4
of [16] of ETSI GS NFV-SOL 013 [16] may be returned.
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6.4.18 Resource: Notification endpoint

6.4.18.1 Description
This resource represents a notification endpoint. The API producer can use this resource to send notifications related to

NS lifecycle changes to a subscribed API consumer, which has provided the URI of this resource during the
subscription process.

6.4.18.2 Resource definition
The resource URI is provided by the APl consumer when creating the subscription.

This resource shall support the resource URI variables defined in table 6.4.18.2-1.

Table 6.4.18.2-1: Resource URI variables for this resource

Name Definition

n/a

6.4.18.3 Resource methods

6.4.18.3.1 POST

The POST method delivers a notification from the API producer to an API consumer. The APl consumer shall have
previously created an "Individua subscription” resource with a matching filter.

This method shall follow the provisions specified in the tables 6.4.18.3.1-1 and 6.4.18.3.1-2 for URI query parameters,
request and response data structures, and response codes.

Table 6.4.18.3.1-1: URI query parameters supported by the POST method on this resource

Name Cardinality Remarks

n/a

Each notification request body shall include exactly one of the alternatives defined in table 6.4.18.3.1-2.

Table 6.4.18.3.1-2: Details of the POST request/response on this resource

Data type Cardinality Remarks
NsLcmOperationOccurrenceNotification |1 A natification about lifecycle changes triggered
Request _ . _ by an NS .LCM operation occurrence.

body NsldentifierCreationNotification 1 A not_lf_lcatlon about the creat!on of an NS
identifier and the related NS instance resource.
NsldentifierDeletionNotification 1 A notification about the deletion of an NS
identifier and the related NS instance resource.
Data type Cardinality |Response Remarks
Codes
n/a 204 No Shall be returned when the
Content notification has been delivered
Response successfully.
body ProblemDetails See AXX/5xx In addition to the response codes
clause 6.4 of defined above, any common error
[16] response code as defined in
clause 6.4 of ETSI
GS NFV-SOL 013 [16] may be
returned.
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The GET method allows the API producer to test the notification endpoint that is provided by the API consumer, e.g.
during subscription.

This method shall follow the provisions specified in the tables 6.4.18.3.2-1 and 6.4.18.3.2-2 for URI query parameters,
request and response data structures, and response codes.

Table 6.4.18.3.2-1: URI query parameters supported by the GET method on this resource

Name

Cardinality

Description

none supported

Table 6.4.18.3.2-2: Details of the GET request/response on this resource

Request Data type Cardinality Description
body n/a
Data type Cardinality |Response Description
Codes
n/a 204 No Shall be returned to indicate that the notification
Response Content endpoint has been tested successfully.
O The response body shall be empty.
ProblemDetails See AxX/5xX In addition to the response codes defined above, any
clause 6.4 common error response code as defined in clause 6.4
of [16] of ETSI GS NFV-SOL 013 [16] may be returned.
6.4.18.3.3 PUT

This method is not supported. When this method is requested on this resource, the OSS/BSS shall return a 405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.18.3.4

PATCH

This method is not supported. When this method is requested on this resource, the OSS/BSS shall return a 405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.18.3.5

DELETE

This method is not supported. When this method is requested on this resource, the OSS/BSS shall return a 405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.19 Resource: VNF snapshots

6.4.19.1

Description

This resource represents VNF snapshots. The APl consumer can use this resource to query information of the VNF

snapshots.

6.4.19.2

The resource URI is:

Resource definition

{apiRoot}/nslcm/{apiM ajor Version}/vnf_snapshots

Thisresource shall support the resource URI variables defined in table 6.4.19.2-1.
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Table 6.4.19.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1 of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 6.1a.

6.4.19.3 Resource methods

6.4.19.3.1 POST

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.19.3.2 GET
The GET method queries information about multiple VNF snapshots.

This method shall follow the provisions specified in the tables 6.4.19.3.2-1 and 6.4.19.3.2-2 for URI query parameters,
request and response data structures, and response codes.

Table 6.4.19.3.2-1: URI query parameters supported by the GET method on this resource

Name Cardinality Description
filter 0.1 Attribute-based filtering expression according to clause 5.2 of ETSI
GS NFV-SOL 013 [16].
The NFVO shall support receiving this parameter as part of the URI
query string. The OSS/BSS may supply this parameter.
All attribute names that appear in the VVnfSnapshotinfo and in data
types referenced from it shall be supported by the NFVO in the filter

expression.

all_fields 0.1 Include all complex attributes in the response. See clause 5.3 of
ETSI GS NFV-SOL 013 [16] for details. The NFVO shall support this
parameter.

fields 0.1 Complex attributes to be included into the response. See clause 5.3

of ETSI GS NFV-SOL 013 [16] for details. The NFVO should support
this parameter.
exclude_fields 0.1 Complex attributes to be excluded from the response. See
clause 5.3 of ETSI GS NFV-SOL 013 [16] for details. The NFVO
should support this parameter.
exclude_default 0.1 Indicates to exclude the following complex attributes from the
response. See clause 5.3 of ETSI GS NFV-SOL 013 [16] for details.
The NFVO shall support this parameter.
The following attributes shall be excluded from the VnfSnapshot
structure in the response body if this parameter is provided, or none
of the parameters "all_fields," "fields", "exclude_fields",
"exclude_default" are provided:

- vnflnstance

- vnfcSnapshots
nextpage_opaque_marker|(0..1 Marker to obtain the next page of a paged response. Shall be
supported by the NFVO if the NFVO supports alternative 2 (paging)
according to clause 5.4.2.1 of ETSI GS NFV-SOL 013 [16] for this
resource.
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Table 6.4.19.3.2-2: Details of the GET request/response on this resource

Request Data type Cardinality

Description

body n/a

Data type Cardinality

Response
Codes

Description

VnfSnapshotinfo 0..N

200 OK

Shall be returned when information about zero or more
VNF snapshots was queried successfully.

The response body shall contain in an array the
representations of zero or more "Individual VNF
snapshot" resources, as defined in clause 6.5.2.17.

If the NFVO supports alternative 2 (paging) according to
clause 5.4.2.1 of ETSI GS NFV-SOL 013 [16] for this
resource, inclusion of the Link HTTP header in this
response shall follow the provisions in clause 5.4.2.3 of
ETSI GS NFV-SOL 013 [16].

ProblemDetails

Response
body

400 Bad
Request

Shall be returned upon the following error: Invalid
attribute-based filtering expression.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute should convey
more information about the error.

ProblemDetails

400 Bad
Request

Shall be returned upon the following error: Invalid
attribute selector.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute should convey
more information about the error.

ProblemDetails

400 Bad
Request

Shall be returned upon the following error: Response
too big.

If the NFVO supports alternative 1 (error) according to
clause 5.4.2.1 of ETSI GS NFV-SOL 013 [16] for this
resource, this error response shall follow the provisions
in clause 5.4.2.2 of ETSI GS NFV-SOL 013 [16].

See clause 6.4
of [16]

ProblemDetails

AxX/5%X

In addition to the response codes defined above, any
common error response code as defined in clause 6.4
of ETSI GS NFV-SOL 013 [16] may be returned.

6.4.19.3.3 PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.19.3.4 PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.19.3.5 DELETE

This method is not supported. When this method is requested on this resource, the NFV O shall return a"405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GS NFV-SOL 013 [16].

6.4.20 Resource: Individual VNF snapshot

6.4.20.1 Description

This resource represents an individual VNF snapshot. The API consumer can use this resource to read information

about the VNF snapshot, and to delete the VNF snapshot.
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6.4.20.2 Resource definition
Theresource URI is:
{apiRoot}/nslcm/{apiM ajor Version}/vnf_snapshots/{vnfSnapshotinfol d}

The base resource URI variables for this resource are defined in table 6.4.20.2-1.

Table 6.4.20.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 4.1. of ETSI GS NFV-SOL 013 [16].
apiMajorVersion See clause 6.1a.
vnfSnapshotinfold Identifier of the "Individual VNF snapshot" resource. See note.

NOTE: This identifier can be retrieved from the "id" attribute in the payload body of a response to a query to "VNF
snapshots" resource.

6.4.20.3 Resource methods

6.4.20.3.1 POST

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.20.3.2 GET
The GET method retrieves information about a VNF snapshot by reading an "Individual V NF snapshot” resource.

This method shall follow the provisions specified in the tables 6.4.20.3.2-1 and 6.4.20.3.2-2 for URI query parameters,
request and response data structures, and response codes.

Table 6.4.20.3.2-1: URI query parameters supported by the GET method on this resource

Name Cardinality Description
none supported

Table 6.4.20.3.2-2: Details of the GET request/response on this resource

Request Data type Cardinality Description
body n/a
Arme{F Response .
Data type Cardinality codes Description

VnfSnapshotinfo 1 200 OK Shall be returned when information about an

individual VNF snapshot was read successfully.
Regpgnse The response body shall contain a representation of
ody the "Individual VNF snapshot" resource, as defined in

clause 6.5.2.17.

ProblemDetails See clause 6.4 |4xx/5xx In addition to the response codes defined above, any

of [16] common error response code as defined in
clause 6.4 of ETSI GS NFV-SOL 013 [16] may be
returned.
6.4.20.3.3 PUT

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].
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6.4.20.3.4 PATCH

This method is not supported. When this method is requested on this resource, the NFV O shall return a”405 Method
Not Allowed" response as defined in clause 6.4 of ETSI GSNFV-SOL 013 [16].

6.4.20.3.5 DELETE

This method deletes an "Individual VNF snapshot" resource and the associated VNF snapshot information managed by
the NFVO and corresponding VNFM, and any resource associated to the VNF snapshot managed by the VIM.

Astheresult of successfully executing this method, the "Individual VNF snapshot" resource shall not exist any longer.
In addition, the NFV O shall delete any references pointing to the "Individual VNF snapshot” resource from the
"Nslnstance" data structures representing the "Individual NS instance" resources.

For the successful execution of the operation, the NFV O shall request the corresponding VNFM the deletion of the
specific VNF snapshot identified by the "vnf Snapshotinfold” attribute in the URI, and obtain a successful confirmation
from the VNFM of the request.

NOTE: Thedeletion of a VNF snapshot that is specifically associated to an NS instance can aso be triggered by
executing the "Update NS task™" with the "updateType" equal to "DELETE_VNF_SNAPSHOT_INFO" as
specified in clause 6.5.2.12.

This method shall follow the provisions specified in the tables 6.4.20.3.5-1 and 6.4.20.3.5-2 for URI query parameters,
request and response data structures, and response codes.

Table 6.4.20.3.5-1: URI query parameters supported by the DELETE method on this resource

Name Cardinality Description
none supported

Table 6.4.20.3.5-2: Details of the DELETE request/response on this resource

Request Data type Cardinality Description
body n/a
Arme{F Response —
Data type Cardinality Codes Description
n/a 204 No Shall be returned when the VNF snapshot resource

Content  |and the associated VNF snapshot were deleted
successfully.

The response body shall be empty.
ProblemDetails 1 409 Shall be returned upon the following error: The
Conflict operation cannot be executed currently, due to a
conflict with the state of the resource.

Response

ey Typically, this is due to the fact the VNF snapshot is in

use by some operation such as reverting a VNF
instance to a VNF snapshot or creating a VNF
snapshot package.

The response body shall contain a ProblemDetails
structure, in which the "detail" attribute shall convey
more information about the error.

ProblemDetails See AxXx/5xx In addition to the response codes defined above, any
clause 6.4 of common error response code as defined in clause 6.4
[16] of ETSI GS NFV-SOL 013 [16] may be returned.
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6.5 Data model

6.5.1 Introduction

This clause defines the request and response data structures of the NS Lifecycle management interface.
6.5.2 Resource and notification data types

6.5.2.1 Introduction

This clause defines the data structures to be used in resource representations and notifications.

6.5.2.2 Type: LcenSubscriptionRequest

This type represents a subscription request related to notifications about NS lifecycle changes. It shall comply with the
provisions defined in table 6.5.2.2-1.

Table 6.5.2.2-1: Definition of the LccnSubscriptionRequest data type

Attribute name Data type Cardinality Description

filter LifecycleChangeNotificationsFilter (0..1 Filter settings for this subscription, to define the
subset of all notifications this subscription relates
to. A particular notification is sent to the subscriber
if the filter matches, or if there is no filter.

callbackUri Uri 1 The URI of the endpoint to send the notification to.

authentication SubscriptionAuthentication 0.1 Authentication parameters to configure the use of
Authorization when sending notifications
corresponding to this subscription, as defined in
clause 8.3.4 of ETSI GS NFV-SOL 013 [16].

This attribute shall only be present if the
subscriber requires authorization of notifications.

verbosity LcmOpOccNotificationVerbosityTy (0..1 This attribute signals the requested verbosity of
pe LCM operation occurrence notifications. If it is not
present, it shall default to the value "FULL".

6.5.2.3 Type: NsLcmOpOcc

Thistype represents an NS lifecycle management operation occurrence. It shall comply with the provisions defined in
table 6.5.2.3-1.

Table 6.5.2.3-1: Definition of the NsSLcmOpOcc data type

Attribute name Data type Cardinality Description

id Identifier 1 Identifier of this NS lifecycle operation occurrence.

operationState NsLcmOperationStateType (1 The state of the NS LCM operation.

statusEnteredTime DateTime 1 Date-time when the current state has been entered.

nsinstanceld Identifier 1 Identifier of the NS instance to which the operation
applies.

IcmOperationType NsLcmOpType 1 Type of the actual LCM operation represented by this
Icm operation occurrence.

startTime DateTime 1 Date-time of the start of the operation.

isAutomaticlnvocation |Boolean 1 Set to true if this NS LCM operation occurrence has
been automatically triggered by the NFVO. This
occurs in the case of auto-scaling, auto-healing and
when a nested NS is modified as a result of an
operation on its composite NS.
Set to false otherwise.
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Attribute name

Data type

Cardinality

Description

operationParams

Object

0.1

Input parameters of the LCM operation. This attribute
shall be formatted according to the request data type
of the related LCM operation.

The following mapping between IcmOperationType
and the data type of this attribute shall apply:

e INSTANTIATE: InstantiateNsRequest
SCALE: ScaleNsRequest
UPDATE: UpdateNsRequest
HEAL: HealNsRequest
TERMINATE: TerminateNsRequest

This attribute shall be present if this data type is
returned in a response to reading an individual
resource, and may be present according to the
chosen attribute selector parameter if this data type is
returned in a response to a query of a container
resource.

isCancelPending

Boolean

If the LCM operation occurrence is in "PROCESSING"
or "ROLLING_BACK" state and the operation is being
cancelled, this attribute shall be set to true. Otherwise,
it shall be set to false.

cancelMode

CancelModeType

The mode of an ongoing cancellation. Shall be
present when isCancelPending=true, and shall be
absent otherwise.

error

ProblemDetails

If "operationState" is "FAILED_TEMP" or "FAILED" or
"operationState" is "PROCESSING" or
"ROLLING_BACK" and previous value of
"operationState" was "FAILED_TEMP", this attribute
shall be present and contain error information, unless
it has been requested to be excluded via an attribute
selector.

resourceChanges

Structure (inlined)

This attribute contains information about the
cumulative changes to virtualised resources that were
performed so far by the LCM operation since its start,
if applicable.

>affectedVnfs

AffectedVnf

Information about the VNF instances that were
affected during the lifecycle operation, if this
notification represents the result of a lifecycle
operation. See note.

>affectedPnfs

AffectedPnf

Information about the PNF instances that were
affected during the lifecycle operation, if this
notification represents the result of a lifecycle
operation. See note.

>affectedVis

AffectedVirtualLink

Information about the VL instances that were affected
during the lifecycle operation, if this notification
represents the result of a lifecycle operation. See
note.

>affectedVnffgs

AffectedVnffg

Information about the VNFFG instances that were
affected during the lifecycle operation, if this
notification represents the result of a lifecycle
operation. See note.

>affectedNss

AffectedNs

Information about the nested NS instances that were
affected during the lifecycle operation, if this
notification represents the result of a lifecycle
operation. See note.

>affectedSaps

AffectedSap

Information about the SAP instances that were
affected during the lifecycle operation, if this
notification represents the result of a lifecycle
operation. See note.

links

Structure (inlined)

Links to resources related to this resource.

>self

Link

URI of this resource.

>nsinstance

Link

Link to the NS instance that the operation applies to.

>cancel

Link

FIRERE

Link to the task resource that represents the "cancel”
operation for this LCM operation occurrence, if
cancelling is currently allowed.
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Attribute name Data type Cardinality Description

>retry Link 0.1 Link to the task resource that represents the "retry"
operation for this LCM operation occurrence, if
retrying is currently allowed.

>rollback Link 0.1 Link to the task resource that represents the "rollback"
operation for this LCM operation occurrence, if rolling
back is currently allowed.

>continue Link 0.1 Link to the task resource that represents the
"continue" operation for this LCM operation
occurrence, if continuing is currently allowed.

>fail Link 0.1 Link to the task resource that represents the "fail"
operation for this LCM operation occurrence, if
declaring as failed is currently allowed.

NOTE: This allows the OSS/BSS to obtain a copy of the latest "result" notification if it has not received it due to an
error. If the notification represents the successful result of a lifecycle operation, at least an affectedVnf, or
affectedPnf, or affectedVI, or affectedVnffg or affectedNs, or affectedSap shall be present.

6.5.2.4 Type: LcenSubscription

This type represents a subscription related to notifications about NS lifecycle changes. It shall comply with the
provisions defined in table 6.5.2.4-1.

Table 6.5.2.4-1: Definition of the LccnSubscription data type

Attribute name Data type Cardinality Description
id Identifier 1 Identifier of this subscription resource.
filter LifecycleChangeNotificationsFilter [0..1 Filter settings for this subscription, to define the

subset of all natifications this subscription relates to.
A particular notification is sent to the subscriber if the
filter matches, or if there is no filter.

callbackUri Uri 1 The URI of the endpoint to send the notification to.
verbosity LcmOpOccNotificationVerbosity Ty |1 This attribute signals the verbosity of LCM operation
pe occurrence notifications.
_links Structure (inlined) 1 Links to resources related to this resource.
>gself Link 1 URI of this resource.
6.5.2.5 Type: NsLcmOperationOccurrenceNotification

Thistype represents an NS lifecycle management operation occurrence notification, which informs the receiver of
changesin the NS lifecycle caused by an NS LCM operation occurrence. The NS LCM operation occurrence may be
triggered by the OSS/BSS or automatically triggered by the NFVO. The automatic trigger occurs in case of auto-
scaling, auto-healing and when a nested NS is modified as a result of an operation on its composite NS.

It shall comply with the provisions defined in table 6.5.2.5-1. The support of the notification is mandatory.

This notification shall be triggered by the NFVO when there is a change in the NS lifecycle caused by an NS LCM
operation occurrence that changes the NS lifecycle, including:

. Instantiation of the NS (start and result)

. Scaling of the NS (start and result, including the auto-scaling)

. Update of the NS (start and result)

. Termination of the NS (start and result)

o Healing of the NS (start and result, including the auto-healing)

. When a nested NS is modified as a result of an operation on its composite NS

Clause 6.6.2 defines the states and state transition of an NS LCM operation occurrence, and also specifies detail s of the
notifications to be emitted at each state transition.
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If thisistheinitial notification about the start of an NS LCM operation occurrence, it is assumed that the notification is
sent by the NFV O before any action is taken as part of the LCM operation. Due to possible race conditions, the "start"
notification and the LCM operation acknowledgment (i.e. the "202 Accepted" response) can arrive in any order at the
OSS/BSS, and the OSS/BSS shall be able to handle such a situation.

If thisisanatification about a final or intermediate result state of an NS LCM operation occurrence, the notification
shall be sent after all related actions of the LCM operation that led to this state have been executed.

The new state shall be set in the "Individual NS LCM operation occurrence” resource before the notification about the
state change is sent.

The amount of information provided in the LCM operation occurrence notifications to be issued by the NFVO when a
particular subscription matches can be controlled by the APl consumer using the "verbosity" attribute in the
subscription request (see clause 6.5.2.2). The "verbosity" setting in a particular individual subscription shall only apply
to the LCM operation occurrence notifications triggered by that subscription. However, it shall not affect the amount of
information in the "NsLcmOpOcc" structure (see clause 6.5.2.3) which represents the "Individual LCM operation
occurrence” resource associated with each of the notifications.

See clause 6.6.2.2 for further provisions regarding sending this notification, including in cases of handling LCM
operation errors.
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Table 6.5.2.5-1: Definition of the NsLcmOperationOccurrenceNotification data type

Attribute name

Data type

Cardinality

Description

id

Identifier

1

Identifier of this notification. If a notification is sent
multiple times due to multiple subscriptions, the "id"
attribute of all these notifications shall have the same
value.

nsinstanceld

Identifier

The identifier of the NS instance affected.

nsLcmOpOccld

Identifier

The identifier of the NS lifecycle operation occurrence
associated to the notification.

operation

LcmOpType

The lifecycle operation.

notificationType

String

Discriminator for the different notification types. Shall
be set to "NsLcmOperationOccurrenceNotification” for
this notification type.

subscriptionld

Identifier

Identifier of the subscription that this notification relates
to.

timestamp

DateTime

Date-time of the generation of the notification.

notificationStatus

Enum (inlined)

[

Indicates whether this notification reports about the
start of an NS lifecycle operation or the result of an NS
lifecycle operation.

Permitted values:

- START: Informs about the start of the NS LCM
operation occurrence.

- RESULT: Informs about the final or intermediate
result of the NS LCM operation occurrence.

operationState

NsLcmOperationStateType

[

The state of the NS lifecycle operation occurrence.

isAutomaticlnvocation

Boolean

Set to true if this NS LCM operation occurrence has
been automatically triggered by the NFVO. This occurs
in case of auto-scaling, auto-healing and when a
nested NS is modified as a result of an operation on its
composite NS.

Set to false otherwise.

verbosity

LecmOpOccNotificationVerb
osityType

This attribute signals the verbosity of the notification. If
it is not present, it shall default to the value "FULL".

If the value is "SHORT", full change details can be
obtained by performing a GET request on the
"Individual LCM operation occurrence" resource that is
signalled by the "nsLcmOpOcc"” child attribute of the
"_links" attribute.

affectedVnf

AffectedVnf

Information about the VNF instances that were
affected during the lifecycle operation. See note.

affectedPnf

AffectedPnf

Information about the PNF instances that were
affected during the lifecycle operation. See note.

affectedVI

AffectedVirtualLink

Information about the VL instances that were affected
during the lifecycle operation. See note.

affectedVnffg

AffectedVnffg

Information about the VNFFG instances that were
affected during the lifecycle operation. See note.

affectedNs

AffectedNs

Information about the NS instances that were affected
during the lifecycle operation. See note.

affectedSap

AffectedSap

Information about the SAP instances that were
affected during the lifecycle operation. See note.

error

ProblemDetails

Details of the latest error, if one has occurred during
executing the LCM operation (see clause 6.3 of ETSI
GS NFV-SOL 013 [16]). Shall be present if
operationState is "FAILED_TEMP" or "FAILED", and
shall be absent otherwise.

links

LcenLinks

1

Links to resources related to this notification.

NOTE:

Shall be present if the "notificationStatus” is set to "RESULT", the "verbosity" attribute is set to "FULL" and the

operation has performed any resource modification. Shall be absent otherwise. This attribute contains
information about the cumulative changes to virtualised resources that were performed so far by the NS LCM
operation occurrence and by any of the error handling procedures for that operation occurrence.
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Type: NsldentifierCreationNotification

This type represents an NS identifier creation notification, which informs the receiver of the creation of a new
"Individual NS instance" resource and the associated NS instance identifier. It shall comply with the provisions defined
in table 6.5.2.6-1. The support of the notification is mandatory.

This natification shall be triggered by the NFVO when it has created an "Individual NS instance”" resource and the
associated NS instance identifier.

Table 6.5.2.6-1: Definition

of the NsldentifierCreationNotification data type

Attribute name Data type Cardinality Description

id Identifier 1 Identifier of this notification. If a notification is sent
multiple times due to multiple subscriptions, the "id"
attribute of all these notifications shall have the same
value.

notificationType String 1 Discriminator for the different notification types.
Shall be set to "NsldentifierCreationNotification" for this
notification type.

subscriptionld Identifier 1 Identifier of the subscription that this notification relates
to.

timestamp DateTime 1 Date-time of the generation of the notification.

nsinstanceld Identifier 1 The created NS instance identifier. Shall be set to the
same "id" attribute value of the associated "NsInstance"
representation of the "Individual NS instance" resource.

_links LcenLinks 1 Links to resources related to this notification.

6.5.2.7 Type: NsldentifierDeletionNotification

This type represents an NS identifier deletion notification, which informs the receiver of the deletion of a new
"Individual NS instance" resource and the associated NS instance identifier. It shall comply with the provisions defined
intable 6.5.2.7-1. The support of the notification is mandatory.

This notification shall be triggered by the NFVO when it has deleted an "Individual NS instance" resource and the
associated NS instance identifier.

Table 6.5.2.7-1: Definition

of the NsInstanceDeletionNotification data type

Attribute name Data type Cardinality Description

id Identifier 1 Identifier of this notification. If a notification is sent
multiple times due to multiple subscriptions, the "id"
attribute of all these notifications shall have the same
value.

notificationType String 1 Discriminator for the different notification types.
Shall be set to "NsldentifierDeletionNotification" for this
notification type.

subscriptionld Identifier 1 Identifier of the subscription that this notification relates
to.

timeStamp DateTime 1 Date-time of the generation of the notification.

nsinstanceld Identifier 1 The deleted NS instance identifier. Shall be set to the
same "id" attribute value of the associated "NsInstance"
representation of the "Individual NS instance" resource.

links LcenLinks 1 Links to resources related to this notification.
6.5.2.8 Type: NsChangeNotification

This type represents an NS change notification, which informs the receiver of changes on the NS instance caused by the
LCM operation occurrence, which directly or indirectly impacts its NS component and is triggered without any context

of this NS instance.
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This notification is different from the NsLcmOperationOccurenceNotification (see clause 6.5.2.5), which is triggered by
the NS LCM operation occurrence on the NS instance itself. It shall comply with the provisions defined in
table 6.5.2.8-1. The support of the notification is mandatory.

The trigger conditionsinclude:
1) NSLCM operation occurrence which directly or indirectly impacts the NS component (start and result).

If thisis a notification about the start of an LCM operation occurrence impacting the NS component, the notification
shall be sent as soon as the impact on the NS component is identified.

If thisis anotification about a final result state of an NS LCM operation occurrence impacting the NS component, the
notification shall be sent after the impact on the NS component has been executed.

Table 6.5.2.8-1: Definition of the NsChangeNotification data type

Attribute name Data type Cardinality Description

id Identifier 1 Identifier of this notification. If a
notification is sent multiple times due
to multiple subscriptions, the "id"
attribute of all these notifications shall
have the same value.

nsinstanceld Identifier 1 The identifier of the NS instance
affected.

nsComponentType [NsComponentType 1 Indicates the impacted NS component
type.

nsComponentld Identifier 1 The identifier of the impacted NS
component.

IcmOpOccldimpactin |ldentifier 1 The identifier of the lifecycle operation

gNsComponent occurrence which is associated to the

notification and impacts the NS
component directly or indirectly.

IcmOpNamelmpactin [LcmOpNameForChangeNotificationType 1 Indicates the name of the lifecycle
gNsComponent operation occurrence which is
associated to the notification and
impacts the NS component directly or

indirectly.
IcmOpOccStatusimp  [LcmOpOccStatusForChangeNotificationType (1 Indicates this status of the lifecycle
actingNsComponent operation occurrence which is

associated to the notification and
impacts the NS component directly or
indirectly.

notificationType String 1 Discriminator for the different
notification types. Shall be set to
"NsChangeNotification" for this
notification type.

subscriptionld Identifier 1 Identifier of the subscription that this
notification relates to.

timeStamp DateTime 1 Date-time of the generation of the
notification.

error ProblemDetails 0..1 Details of the latest error, if one has

occurred during executing the LCM
operation (see clause 6.3 of ETSI

GS NFV-SOL 013 [16]). Shall be
present if
IcmOpOccStatusimpactingNsCompon
entis "PARTIALLY_COMPLETED" or
"FAILED", and shall be absent
otherwise.

_links LcenLinks 1 Links to resources related to this
notification.
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This type represents request parameters for the "Create NS identifier" operation. It shall comply with the provisions
defined in table 6.5.2.9-1.

Table 6.5.2.9-1: Definition of the CreateNsRequest data type

Attribute name Data type Cardinality Description
nsdld Identifier 1 Identifier of the NSD that defines the NS instance to be
created.
nsName String 1 Human-readable name of the NS instance to be created.
nsDescription String 1 Human-readable description of the NS instance to be
created.

6.5.2.10

Type: NsiInstance

Thistype represents an NS instance. It shall comply with the provisions defined in table 6.5.2.10-1.

Table 6.5.2.10-1: Definition of the NsInstance data type

Attribute name

Data type

Cardinality

Description

id

Identifier

1

Identifier of the NS instance.

nsinstanceName

String

1

Human readable name of the NS instance.

nsinstanceDescription

String

1

Human readable description of the NS
instance.

nsdld

Identifier

1

Identifier of the NSD on which the NS
instance is based. The value is copied from
the NSD.

nsdinfold

Identifier

Identifier of the NSD information object on
which the NS instance is based. This
identifier has been allocated by the NFVO.

flavourld

IdentifierinNsd

Identifier of the NS deployment flavour
applied to the NS instance.

This attribute shall be present if the nsState
attribute value is INSTANTIATED.

vnflnstance

Vnflnstance

Information on constituent VNF(s) of the NS
instance.
See note.

pnfinfo

Pnflnfo

Information on the PNF(s) that are part of
the NS instance.

virtualLinkInfo

NsVirtualLinkInfo

Information on the VL(s) of the NS instance.
This attribute shall be present if the nsState
attribute value is INSTANTIATED and if the
NS instance has specified connectivity.

vnffginfo

Vnffginfo

Information on the VNFFG(s) of the NS
instance.

sapinfo

Saplinfo

Information on the SAP(s) of the NS
instance.

nestedNsInstanceld

Identifier

Identifier of the nested NS(s) of the NS
instance.
See note.

vnfSnapshotinfolds

Identifier

Identifier of information on VNF snapshots of
VNF instances that are part of this NS
instance.

nsState

Enum (inlined)

The state of the NS instance.

Permitted values:

NOT_INSTANTIATED: The NS instance is
terminated or not instantiated.
INSTANTIATED: The NS instance is
instantiated.

monitoringParameter

NsMonitoringParameter

Performance metrics tracked by the NFVO
(e.g. for auto-scaling purposes) as identified
by the NS designer in the NSD.
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Attribute name

Data type

Cardinality Description

nsScaleStatus

NsScalelnfo

0..N Status of each NS scaling aspect declared in
the applicable DF, how "big" the NS instance
has been scaled w.r.t. that aspect.

This attribute shall be present if the nsState

attribute value is INSTANTIATED.

additional AffinityOrAntiAffinityRule

AffinityOrAntiAffinityRule

Information on the additional affinity or anti-

affinity rule from NS instantiation operation.

Shall not conflict with rules already specified
in the NSD.

wanConnectionInfo

WanConnectionInfo

Information about WAN related connectivity
enabling multi-site VLs.

_links

Structure (inlined)

1 Links to resources related to this resource.

>self

Link

1 URI of this resource.

>nestedNslInstances

Link

Links to the nested NS instances of the
present NS instance.

>vnfSnapshotinfos

Link

Links to the VNF snapshots associated to
VNF instances which are part of this NS
instance.

>instantiate

Link

Link to the "instantiate" task resource, if the
related operation is possible based on the
current status of this NS instance resource
(i.e. NS instance in NOT_INSTANTIATED
state).

>terminate

Link

Link to the "terminate" task resource, if the
related operation is possible based on the
current status of this NS instance resource
(i.e. NS instance is in INSTANTIATED
state).

>update

Link

Link to the "update" task resource, if the
related operation is possible based on the
current status of this NS instance resource
(i.e. NS instance is in INSTANTIATED
state).

>scale

Link

Link to the "scale" task resource, if the
related operation is supported for this NS
instance, and is possible based on the
current status of this NS instance resource
(i.e. NS instance is in INSTANTIATED
state).

>heal

Link

Link to the "heal" task resource, if the related
operation is supported for this NS instance,
and is possible based on the current status
of this NS instance resource (i.e. NS
instance is in INSTANTIATED state).

NOTE: If the "nsState" attribute is INSTANTIATED, at least either one "vnflnstance" attribute or one
"nestedNsInstanceld" attribute shall be present.
6.5.2.11 Type: InstantiateNsRequest

This type represents request parameters for the "Instantiate NS* operation. It shall comply with the provisions defined in

table 6.5.2.11-1.

Table 6.5.2.11-1: Definition of the InstantiateNsRequest data type

Attribute name Data type Cardinality Description
nsFlavourld IdentifierlnNsd 1 Identifier of the NS deployment flavour to be instantiated.
sapData SapData 0..N Create data concerning the SAPs of this NS.
addpnfData AddPnfData 0..N Information on the PNF(s) that are part of this NS.
vnflnstanceData VnflnstanceData |0..N Specify an existing VNF instance to be used in the NS. If
needed, the VNF Profile to be used for this VNF instance
is also provided. See note 1.
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Attribute name Data type Cardinality Description
nestedNsInstanceData NestedNsInstanc |0..N Specify an existing NS instance to be used as a nested
eData NS within the NS. If needed, the NS Profile to be used for
this nested NS instance is also provided. See note 2 and
note 3.
locationConstraints VnfLocationConst |0..N Defines the location constraints for the VNF to be
raint instantiated as part of the NS instantiation.
An example can be a constraint for the VNF to be in a
specific geographic location.

nestedNslocationConstrai [NestedNsLocatio |0..N Defines the location constraints for the nested NS to be

nts nConstraint instantiated as part of the NS instantiation.

An example can be a constraint for the nested NS to be
in a specific geographic location.
additionalParamsForNs KeyValuePairs 0.1 Allows the OSS/BSS to provide additional parameter(s)
at the composite NS level (as opposed to the VNF level,
which is covered in additionalParamsForVnf), and as
opposed to the nested NS level, which is covered in
additionalParamForNestedNs.
additionalParamForNeste [ParamsForNeste [0..N Allows the OSS/BSS to provide additional parameter(s)
dNs dNs per nested NS instance (as opposed to the composite NS
level, which is covered in additionalParamForNs, and as
opposed to the VNF level, which is covered in
additionalParamForVnf). This is for nested NS instances
that are to be created by the NFVO as part of the NS
instantiation and not for existing nested NS instances that
are referenced for reuse.
additionalParamsForVnf  [ParamsForVnf 0..N Allows the OSS/BSS to provide additional parameter(s)
per VNF instance (as opposed to the composite NS level,
which is covered in additionalParamsForNs), and as
opposed to the nested NS level, which is covered in
additionalParamForNestedNs). This is for VNFs that are
to be created by the NFVO as part of the NS instantiation
and not for existing VNF that are referenced for reuse.

startTime DateTime 0.1 Timestamp indicating the earliest time to instantiate the
NS. Cardinality "0" indicates the NS instantiation takes
place immediately.

nsinstantiationLevelld IdentifierinNsd 0.1 Identifies one of the NS instantiation levels declared in

the DF applicable to this NS instance. If not present, the
default NS instantiation level as declared in the NSD
shall be used.

wanConnectionData WanConnectionD |0..N Information for connecting VNs to the WAN when VLs

ata are deployed across a WAN. See note 4.

additional AffinityOrAntiAffi  [AffinityOrAntiAffin (0..N Specifies additional affinity or anti-affinity constraint for

nityRule ityRule the VNF instances to be instantiated as part of the NS

instantiation.
Shall not conflict with rules already specified in the NSD.

NOTE 1: The DF of the VNF instance shall match the VNF DF present in the associated VNF Profile.

NOTE 2: The NS DF of each nested NS shall be one of the allowed flavours in the associated NSD (as referenced in the
nestedNsd attribute of the NSD of the NS to be instantiated).

NOTE 3: The NSD of each referenced NSs (i.e. each nestedinstanceld) shall match the one of the nested NSD in the
composite NSD.

NOTE 4: When the NS is deployed over several sites, the VLs of this NS will include VNs in each site connected over
the WAN. In this case, the "wanConnectionData" provides the needed information required to connect each VN
to the WAN. Annex E provides additional information and guidelines about the usage of the
"wanConnectionData" attribute.

6.5.2.12 Type: UpdateNsRequest

This type represents request parameters for the "Update NS' operation. It shall comply with the provisions defined in

table 6.5.2.12-1.
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Table 6.5.2.12-1: Definition of the UpdateNsRequest data type

Attribute name

Data type

Cardinality

Description

updateType

Enum (inlined)

1

The type of update. It determines also which one of the
following parameters is present in the operation.
Possible values include:

- ADD_VNF: Adding existing VNF instance(s)

- REMOVE_VNF: Removing VNF instance(s)

- INSTANTIATE_VNF: Instantiating new VNF(s)

- CHANGE_VNF_DF: Changing VNF DF

- OPERATE_VNF: Changing VNF state

- MODIFY_VNF_INFORMATION: Modifying
VNF information and/or the configurable
properties of VNF instance(s)

- CHANGE_EXTERNAL_VNF_CONNECTIVITY:
Changing the external connectivity of VNF
instance(s)

- CHANGE_VNFPKG: Changing the VNF
package(s) on which (a) VNF instance(s) is/are
based

- ADD_SAP: Adding SAP(s)

- REMOVE_SAP: Removing SAP(s)

- ADD_NESTED_NS: Adding existing NS
instance(s) as nested NS(s)

- REMOVE_NESTED_NS: Removing existing
nested NS instance(s)

- ASSOC_NEW_NSD_VERSION: Associating a
new NSD version to the NS instance

- MOVE_VNF: Moving VNF instance(s) from one
origin NS instance to another target NS
instance

- ADD_VNFFG: Adding VNFFG(s)

- REMOVE_VNFFG: Removing VNFFG(s)

- UPDATE_VNFFG: Updating VNFFG(s)

- CHANGE_NS_DF: Changing NS DF

- ADD_PNF: Adding PNF

- MODIFY_PNF: Modifying PNF

- REMOVE_PNF: Removing PNF

- CREATE_VNF_SNAPSHOT: Creating VNF
Snapshots of VNF instances belonging to the
NS instance. See note 2

- REVERT_VNF_TO_SNAPSHOT: Reverting a
VNF instance belonging to the NS instance to a
VNF Snapshot. See note 2 and note 3

- DELETE_VNF_SNAPSHOT_INFO: Deleting
available VNF Snapshot information for a VNF
instance belonging to the NS instance. See
note 2

- MODIFY_WAN_CONNECTION_INFO: Modify
WAN related connectivity information.

- CREATE_NS_VIRTUAL_LINK: Create an
NsVirtualLink instance

- DELETE_NS_VIRTUAL_LINK: Delete an
NsVirtualLink instance

addVnflstance

VnflnstanceData

0..N

Identifies an existing VNF instance to be added to the
NS instance. It shall be present only if updateType =
"ADD_VNF".

removeVnflnstanceld

Identifier

0..N

Identifies an existing VNF instance to be removed from
the NS instance. It contains the identifier(s) of the VNF
instances to be removed. It shall be present only if
updateType = "REMOVE_VNF". See note 1.

instantiateVnfData

InstantiateVnfData

0..N

Identifies the new VNF to be instantiated. It can be used
e.g. for the bottom-up NS creation. It shall be present
only if updateType = "INSTANTIATE_VNF".

changeVnfFlavourData

ChangeVnfFlavourData

0..N

Identifies the new DF of the VNF instance to be
changed to. It shall be present only if updateType =
"CHANGE_VNF_DF".

ETSI




169 ETSI GS NFV-SOL 005 V3.3.1 (2020-09)
Attribute name Data type Cardinality Description
operateVnfData OperateVnfData 0..N Identifies the state of the VNF instance to be changed. It
shall be present only if updateType = "OPERATE_VNF".
modifyVnfinfoData ModifyVnflinfoData 0..N Identifies the VNF information parameters and/or the
configurable properties of VNF instance to be modified.
It shall be present only if updateType =
"MODIFY_VNF_INFORMATION".
changeExtVnfConnectiv |ChangeExtVnfConnecti |0..N Specifies the new external connectivity data of the VNF
ityData vityData instance to be changed. It shall be present only if
updateType =
"CHANGE_EXTERNAL_VNF_CONNECTIVITY".
changeVnfPackageDat [ChangeVnfPackageDat |0..N Specifies the details to change the VNF package on
a a which the VNF instance is based. It shall be present
only if updateType = "CHANGE_VNFPKG".
addSap SapData 0..N Identifies a new SAP to be added to the NS instance.
It shall be present only if updateType = "ADD_SAP."
removeSapld Identifier 0..N The identifier an existing SAP to be removed from the
NS instance. It shall be present only if updateType =
"REMOVE_SAP."
addNestedNsData NestedNslInstanceData |0..N The identifier of an existing nested NS instance to be
added to (nested within) the NS instance. It shall be
present only if updateType = "ADD_NESTED _NS".
removeNestedNsId IdentiferinNs 0..N The identifier of an existing nested NS instance to be
removed from the NS instance. It shall be present only if
updateType = "REMOVE_NESTED_NS".
assocNewNsdVersionD [AssocNewNsdVersionD |0..1 Specify the new NSD to be used for the NS instance. It
ata ata shall be present only if updateType =
"ASSOC_NEW_NSD_VERSION".
moveVnflnstanceData |MoveVnflnstanceData |0..N Specify existing VNF instance to be moved from one NS
instance to another NS instance. It shall be present only
if updateType = "MOVE_VNF".
addVnffg AddVnffgData 0..N Specify the new VNFFG to be created to the NS
Instance. It shall be present only if updateType =
"ADD_VNFFG".
removeVnffgld Identifier 0..N Identifier of an existing VNFFG to be removed from the
NS Instance. It shall be present only if updateType =
"REMOVE_VNFFG".
updateVnffg UpdateVnffgData 0..N Specify the new VNFFG Information data to be updated
for a VNFFG of the NS Instance. It shall be present only
if updateType = "UPDATE_VNFFG".
changeNsFlavourData [ChangeNsFlavourData |0..1 Specifies the new DF to be applied to the NS instance. It
shall be present only if updateType =
"CHANGE_NS_DF".
addPnfData AddPnfData 0..N Specifies the PNF to be added into the NS instance. It
shall be present only if updateType = "ADD_PNF".
modifyPnfData ModifyPnfData 0..N Specifies the PNF to be modified in the NS instance. It
shall be present only if updateType = "MODIFY_PNF".
removePnfld Identifier 0..N Identifier of the PNF to be deleted from the NS instance.
It shall be present only if updateType =
"REMOVE_PNF".
modifyWanConnectionl |ModifyWanConnectionl |0..N Specifies the data to modify about WAN related
nfoData nfoData connectivity information. It shall be present only if
updateType = "MODIFY_WAN_CONNECTION_INFO".
updateTime DateTime 0.1 Timestamp indicating the update time of the NS, i.e. the
NS will be updated at this timestamp. Cardinality "0"
indicates the NS update takes place immediately.
createSnapshotData CreateVnfSnapshotDat |(0..1 Specify the VNF instance to be snapshotted. It shall be
a present only if
updateType = "CREATE_VNF_SNAPSHOT".
revertVnfToSnapshotD |RevertVnfToSnapshotD |(0..1 Specify the VNF instance to be reverted and the VNF
ata ata Snapshot to be reverted to. It shall be present only if

updateType = "REVERT_VNF_TO_SNAPSHOT".
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Attribute name

Data type

Cardinality

Description

deleteVnfSnapshotData

DeleteVnfSnapshotData

0.1

Specify the VNF Snapshot info to be deleted and the
related VNF instance. It shall be present only if
updateType = "DELETE_VNF_SNAPSHOT INFQO".

addNsVirtualLinkData

AddNsVirtualLinkData

0..N

Specify data to be used to create a new NsVirtualLink
instance. This parameter shall be present only if
updateType = "CREATE_NS VIRTUAL LINK".

deleteNsVirtualLinkld

Identifier

0..N

Identify an existing NsVirtualLink instance to be deleted.
The parameter shall be present only if updateType =
"DELETE_NS_ VIRTUAL_LINK".

NOTE 1:

the VNF instance is terminated by the NFVO.

NOTE 2:

NOTE 3:

If a VNF instance is removed from an NS and this NS was the last one for which this VNF instance was a part,

It depends on the VNF capabilities, and is declared in the VNFD whether the operation is supported for a
particular VNF.
The operation might be service-disruptive.

6.5.2.13

Type: HealNsRequest

This type represents request parameters for the "Heal NS* operation. This operation supports the healing of an NS
instance, either by healing the complete NS instance or by healing one of more of the VNF instances that are part of this
NS. It shall comply with the provisions defined in table 6.5.2.13-1.

Table 6.5.2.13-1: Definition of the HeaINsRequest data type

Attribute name Data type Cardinality Description
healNsData HealNsData 0.1 Provides the information needed to heal an NS.
See note.
healVnfData HealVnfData 0..N Provides the information needed to heal a VNF.
See note.
NOTE:  Either the parameter healNsData or the parameter healVnfData, but not both shall be provided.

6.5.2.14

Type: ScaleNsRequest

This type represents request parameters for the "Scale NS* operation. It shall comply with the provisions defined in

table 6.5.2.14-1.

Table 6.5.2.14-1: Definition of the ScaleNsRequest data type

Attribute name

Data type

Cardinality

Description

scaleType

Enum (inlined) 1

Indicates the type of scaling to be performed. Possible
values:

- SCALE_NS

- SCALE_VNF

scaleNsData

ScaleNsData

0.1

The necessary information to scale the referenced NS
instance.

It shall be present when scaleType = SCALE_NS.
See note.

scaleVnfData

ScaleVnfData

0..N

The necessary information to scale the referenced NS
instance.

It shall be present when scaleType = SCALE_VNF.
See note.

scaleTime

DateTime

0.1

Timestamp indicating the scale time of the NS, i.e. the
NS will be scaled at this timestamp. Cardinality "0"
indicates the NS scaling takes place immediately.

NOTE:

Either the parameter scaleNsData or the parameter scaleVnfData, but not both shall be provided.

6.5.2.15

Type: TerminateNsRequest

This type represents request parameters for the "Terminate NS' operation. It shall comply with the provisions defined in

table 6.5.2.15-1.
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Table 6.5.2.15-1: Definition of the TerminateNsRequest data type

Attribute name

Data type

Cardinality

Description

terminationTime

DateTime

0.1

Timestamp indicating the end time of the NS, i.e. the NS
will be terminated automatically at this timestamp.
Cardinality "0" indicates the NS termination takes place
immediately.

6.5.2.16 Type: CancelMode

This type represents a parameter to select the mode of cancelling an ongoing NS LCM operation occurrence. It shall
comply with the provisions defined in table 6.5.2.16-1.

Table 6.5.2.16-1: Definition of the CancelMode data type

Attribute name

Data type

Cardinality

Description

cancelMode

CancelModeType

1

Cancellation mode to apply.

6.5.2.17 Type: VnfSnapshotinfo

This type represents an "Individual VNF snapshot" resource. The "id" attributed is used by the NFVO to index and
identify the VNF snapshots information resources that are accessible viathe NFVO. The identifier is still generated by
the VNFM and copied into the present "V nfSnapshotinfo” representing the "Individual VNF snapshot" resource hold by

the NFVO.

It shall comply with the provisions defined in table 6.5.2.17-1.

Table 6.5.2.17-1: Definition of the VnfSnapshotinfo data type

Attribute name

Data type

Cardinality

Description

id

Identifier

1

Identifier of the "Individual VNF snapshot" resource. This
identifier is allocated by the VNFM.

vnfSnapshotPkgld

Identifier

0.1

Identifier of the VNF snapshot package information held by
the NFVO. Shall be present when the "Individual VNF
snapshot" resource is created from a VNF snapshot
package extraction.

vnfSnapshot

VnfSnapshot

0.1

Information about the VNF snapshot, content and/or
references to its content. Shall be present when the
"Individual VNF snapshot" resource is associated to a VNF
snapshot on a VNFM, either created via the corresponding
"Create VNF Snapshot" task resource or extracted from a
VNF snapshot package.

links

Structure (inlined)

[

Links to resources related to this resource.

>self

Link

URI of this resource.
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Thistype represents a VNF Snapshot. It shall comply with the provisions defined in table 6.5.2.18-1.

Table 6.5.2.18-1: Definition of the VnfSnapshot data type

Attribute name Data type Cardinality Description

id Identifier 1 Identifier of the VNF snapshot. This identifier is allocated
by the VNFEM.

vnflnstanceld Identifier 1 Identifier of the snapshotted VNF instance.

creationStartedAt DateTime 1 Timestamp indicating when the VNF Snapshot creation
has been started by the VNFM.

creationFinishedAt DateTime 1 Timestamp indicating when the VNF Snapshot has been
completed by the VNFM.

vnfdld Identifier 1 Identifier of the VNFD in use at the time the snapshot of
the VNF instance has been created.

vnflnstance Vnflnstance 1 VNF instance information of the snapshotted VNF
instance. This is a copy of the "Individual VNF instance"
resource.

vnfcSnapshots VnfcSnapshotinfo |1..N Information about VNFC Snapshots constituting this VNF
Snapshot.

userDefinedData KeyValuePairs 0..1 User defined data for the VNF Snapshot.

6.5.3

6.5.3.1

Introduction

Referenced structured data types

This clause defines data structures that can be referenced from data structures defined in the previous clauses, but can
neither be resource representations nor bound to any subscribe/notify mechanism.

6.5.3.2

Type: AffectedVnf

This type provides information about added, deleted and modified VNFs. It shall comply with the provisionsin

table 6.5.3.2-1.

Table 6.5.3.2-1: Definition of the AffectedVnf data type

Attribute name Data type Cardinality Description
vnflnstanceld Identifier 1 Identifier of the VNF instance.
vnfdid Identifier 1 Identifier of the VNFD of the VNF Instance.
vnfProfileld IdentifierlnNsd 1 Identifier of the VNF profile of the NSD.
vnfName String 1 Name of the VNF Instance.
changeType Enum (inlined) 1 Signals the type of change

Permitted values:
- ADD
- REMOVE
- INSTANTIATE
- TERMINATE
- SCALE
- CHANGE_FLAVOUR
- HEAL
- OPERATE
- MODIFY_INFORMATION
- CHANGE_EXTERNAL_VNF_CONNE
CTIVITY
- CHANGE VNFPKG

ETSI




173

ETSI GS NFV-SOL 005 V3.3.1 (2020-09)

Attribute name

Data type

Cardinality

Description

changeResult

Enum (inlined)

1

Signals the result of change identified by the
"changeType" attribute.

Permitted values:
- COMPLETED
- ROLLED_BACK
- FAILED

changedinfo

Structure (inlined)

0.1

Information about the changed VNF instance
information, including VNF configurable
properties, if applicable.

>changedVnfinfo

ModifyVnfinfoData

0.1

Information about the changed VNF instance
information, including configurable properties, if
applicable. See note.

>changedExtConnectivity

ExtVirtualLinkInfo

0..N

Information about changed external
connectivity, if applicable. Only information
about external VL instances that have been
added or modified shall be provided. See note.

>modificationsTriggeredBy
VnfPkgChange

ModificationsTriggered

ByVnfPkgChange

0.1

Information about performed changes of
"Vnflnstance" attributes triggered by changing
the current VNF package, if applicable. Shall
be absent if the "operation" attribute is different
from "CHANGE VNFPKG". See note.

NOTE:

At least one of the attributes "changedVnfinfo", "changedExtConnectivity" or
"modificationsTriggeredByVnfPkgChange" shall be present. Not more than one of "changedVnfinfo" and
"modificationsTriggeredByVnfPkgChange" shall be present.

6.5.3.3

Type: AffectedPnf

This type provides information about added, deleted and modified PNFs. It shall comply with the provisionsin

table 6.5.3.3-1.

Table 6.5.3.3-1: Definition of the AffectedPnf data type

Attribute name Data type Cardinality Description
pnfld Identifier 1 Identifier of the affected PNF. This identifier is
allocated by the OSS/BSS.
pnfdid IdentifierlnNsd 1 Identifier of the PNFD on which the PNF is
based.
pnfProfileld IdentifierlnNsd 1 Identifier of the PNF profile of the NSD.
pnfName String 1 Name of the PNF.
cplnstanceld IdentifierinPnf 1..N Identifier of the CP in the scope of the PNF.
changeType Enum (inlined) 1 Signals the type of change.
Permitted values:
- ADD
- REMOVE
- MODIFY
changeResult Enum (inlined) 1 Signals the result of change identified by the

"changeType" attribute.

Permitted values:
- COMPLETED
- ROLLED_BACK
- FAILED
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6.5.3.4 Type: AffectedVirtualLink

Thistype provides information about added, deleted and modified VLs. It shall comply with the provisionsin
table 6.5.3.4-1.

Table 6.5.3.4-1: Definition of the AffectedVirtualLink data type

Attribute name Data type Cardinality Description
nsVirtualLinkinstanceld IdentifierlnNs 1 Identifier of the VL Instance.
nsVirtualLinkDescld IdentifierinNsd 1 Identifier of the VLD in the NSD for this VL.
vIProfileld IdentifierinNsd 1 Name of the VL profile.
changeType Enum (inlined) 1 Signals the type of change.

Permitted values:

- ADD

- DELETE

- MODIFY

- ADD_LINK_PORT

- REMOVE_LINK PORT
linkPortlds IdentifierlnNs 0..N Identifiers of the link ports of the affected VL
related to the change. Each identifier
references an "NsLinkPortInfo" structure.

Shall be set when changeType is equal to
"ADD_LINK_PORT" or
"REMOVE_LINK_PORT", and the related
"NsLinkPortIinfo" structures are present (case
"add") or have been present (case "remove") in
the "NsVirtualLinkInfo" structure that is
represented by the "virtualLinkinfo" attribute in
the "NslInstance" structure. See note.
changeResult Enum (inlined) 1 Signals the result of change identified by the
"changeType" attribute.

Permitted values:
- COMPLETED
- ROLLED_BACK
- FAILED
NOTE: The resource handles of the affected NS link ports can be found by dereferencing the identifiers in the
"linkPortlds" attribute.

6.5.3.5 Type: AffectedVnffg

This type provides information about added, deleted and modified VNFFG instances. It shall comply with the
provisionsintable 6.5.3.5-1.

Table 6.5.3.5-1: Definition of the AffectedVnffg data type

Attribute name Data type Cardinality Description
vnffginstanceld IdentifierlnNs 1 Identifier of the VNFFG instance.
vnffgdid IdentifierinNsd 1 Identifier of the VNFFGD of the VNFFG
instance.
changeType Enum (inlined) 1 Signals the type of lifecycle change.
Permitted values:
- ADD
- REMOVE
- MODIFY
changeResult Enum (inlined) 1 Signals the result of change identified by the

"changeType" attribute.

Permitted values:
- COMPLETED
- ROLLED_BACK
- FAILED
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6.5.3.6

Thistype provides information about added, deleted and modified nested NSs. It shall comply with the provisionsin

Type: AffectedNs

table 6.5.3.6-1.

Table 6.5.3.6-1: Definition of the AffectedNs data type

Attribute name

Data type

Cardinality

Description

nsinstanceld

Identifier

1

Identifier of the nested NS instance.

nsdld

Identifier

1

Identifier of the NSD of the nested NS instance.

changeType

Enum (inlined)

1

Signals the type of lifecycle change.

Permitted values:
- ADD
- REMOVE
- INSTANTIATE
- INSTANTIATE
- SCALE
- UPDATE
- HEAL
- TERMINATE

changeResult

Enum (inlined)

Signals the result of change identified by the
"changeType" attribute.

Permitted values:
- COMPLETED
- ROLLED_BACK
- FAILED
- PARTIALLY COMPLETED

changedinfo

Structure (inlined)

0.1

Information about the changed NS instance
information, if applicable.

>wanConnectionIinfoModifi
cations

WanConnectioninfoMod
ification

0..N

Information about the modified WAN related
connectivity information, if applicable.

6.5.3.7

This type provides information about added, deleted and modified SAP of an NS. It shall comply with the provisionsin

table 6.5.3.7-1.

Type: AffectedSap

Table 6.5.3.7-1: Definition of the AffectedSap data type

Attribute name

Data type

Cardinality

Description

saplnstanceld

IdentifierinNs

Identifier of the SAP instance.

sapdid

IdentifierinNsd

Identifier of the SAPD for this SAP.

sapName

String

Human readable name for the SAP.

changeType

Enum (inlined)

=YY

Signals the type of lifecycle change.

Permitted values:
- ADD
- REMOVE
- MODIFY

changeResult

Enum (inlined)

Signals the result of change identified by the
"changeType" attribute.

Permitted values:
- COMPLETED
- ROLLED_BACK
- FAILED
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6.5.3.8 Type: LifecycleChangeNotificationsFilter

This type represents a subscription filter related to notifications about NS lifecycle changes. It shall comply with the
provisions defined in table 6.5.3.8-1.

At aparticular nesting level in the filter structure, the following applies: All attributes shall match in order for the filter
to match (logical "and" between different filter attributes). If an attribute is an array, the attribute shall matchif at |east
one of the valuesin the array matches (logical "or" between the values of one filter attribute).

Table 6.5.3.8-1: Definition of the LifecycleChangeNotificationsFilter data type

Attribute name Data type Cardinality Description
nsinstanceSubscriptionFilter  |NsInstanceSubscription [0..1 Filter criteria to select NS instances about
Filter which to notify.
notificationTypes Enum (inlined) 0..N Match particular notification types.

Permitted values:

- NsLcmOperationOccurenceNotification
- NsldentifierCreationNotification

- NsldentifierDeletionNotification

- NsChangeNotification

See note.

operationTypes NsLcmOpType 0..N Match particular NS lifecycle operation types
for the notification of type
NsLcmOperationOccurrenceNotification.

May be present if the "notificationTypes"
attribute contains the value
"NsLcmOperationOccurrenceNotification”,
and shall be absent otherwise.
operationStates LcmOperationStateTyp [0..N Match particular LCM operation state values
e as reported in notifications of type
NsLcmOperationOccurrenceNotification.

May be present if the "notificationTypes"
attribute contains the value
"NsLcmOperationOccurrenceNotification”,
and shall be absent otherwise.
nsComponentTypes NsComponentType 0..N Match particular NS component types for the
notification of type NsChangeNotification.

May be present if the "notificationTypes"
attribute contains the value
"NsChangeNotification”, and shall be absent

otherwise.
IcmOpNamelmpactingNsCom |LcmOpNameForChang |0..N Match particular LCM operation names for the
ponent eNotificationType notification of type NsChangeNotification.

May be present if the "notificationTypes"
attribute contains the value
"NsChangeNotification", and shall be absent

otherwise.
lcmOpOccStatusimpactingNs  |LcmOpOccStatusForC  |0..N Match particular LCM operation status values
Component hangeNotificationType as reported in notifications of type
NsChangeNotification.

May be present if the "notificationTypes"

attribute contains the value

"NsChangeNotification", and shall be absent

otherwise.

NOTE: The permitted values of the "notificationTypes" attribute are spelled exactly as the names of the notification
types to facilitate automated code generation systems.
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6.5.3.9 Type: LcenLinks

This type represents the links to resources that a notification can contain. It shall comply with the provisions defined in
table 6.5.3.9-1.

Table 6.5.3.9-1: Definition of the LccnLinks data type

Attribute name Data type Cardinality Description
nsinstance NotificationLink 1 Link to the resource representing the NS instance to
which the notified change applies.
subscription NotificationLink 1 Link to the subscription that triggered this notification.
nslcmOpOcc NotificationLink 0.1 Link to the lifecycle operation occurrence that this
notification is related to. Shall be present if there is a
related lifecycle operation occurrence.

6.5.3.10 Type: SapData

This type represents the information related to a SAP of an NS. It shall comply with the provisions defined in
table 6.5.3.10-1.

Table 6.5.3.10-1: Definition of the SapData data type

Attribute name Data type Cardinality Description
sapdld IdentifierinNsd 1 Reference to the SAPD for this SAP.
sapName String 1 Human readable name for the SAP.
description String 1 Human readable description for the SAP.
sapProtocolData CpProtocolData 0..N Parameters for configuring the network protocols on the
SAP.

6.5.3.11 Type: CpProtocolData

This type represents network protocol data. It shall comply with the provisions defined in table 6.5.3.11-1.

Table 6.5.3.11-1: Definition of the CpProtocolData data type

Attribute name Data type Cardinality Description
layerProtocol Enum (inlined) 1 Identifier of layer(s) and protocol(s).

Permitted values: IP_OVER_ETHERNET

See note.

ipOverEthernet IpOverEthernetAddressData |0..1 Network address data for IP over Ethernet to

assign to the extCP instance. Shall be

present if layerProtocol is equal to

"IP_OVER_ETHERNET", and shall be

absent otherwise.

NOTE: This attribute allows to signal the addition of further types of layer and protocol in future versions of the
present document in a backwards-compatible way. In the current version of the present document, only IP
over Ethernet is supported.

6.5.3.12 Type: IpOverEthernetAddressData

Thistype represents network address data for |P over Ethernet. It shall comply with the provisions defined in
table 6.5.3.12-1.
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Table 6.5.3.12-1: Definition of the IpOverEthernetAddressData data type

Attribute name Data type Cardinality Description

macAddress MacAddress 0.1 MAC address. If this attribute is not present, it
shall be chosen by the NFV MANO.
See note 1.

segmentationid String 0.1 Identification of the network segment to which
the Cp instance connects to. See note 3 and
note 4.

ipAddresses Structure (inlined) 0..N List of IP addresses to assign to the extCP
instance. Each entry represents IP address
data for fixed or dynamic IP address
assignment per subnet.
If this attribute is not present, no IP address
shall be assigned. See note 1.

>type Enum (inlined) 1 The type of the IP addresses.

Permitted values: IPV4, IPV6.
>fixedAddresses IpAddress 0..N Fixed addresses to assign (from the subnet
defined by "subnetld" if provided). See note 2.
>numDynamicAddresses Integer 0.1 Number of dynamic addresses to assign (from
the subnet defined by "subnetld" if provided).
See note 2.
>addressRange Structure (inlined) 0..1 An |IP address range to be used, e.g. in case of
egress connections.
In case this attribute is present, IP addresses
from the range will be used. See note 2.
>>minAddress IpAddress 1 Lowest IP address belonging to the range.
>>maxAddress IpAddress 1 Highest IP address belonging to the range.
>subnetld IdentifierlnVim 0.1 Subnet defined by the identifier of the subnet
resource in the VIM.
In case this attribute is present, IP addresses
from that subnet will be assigned; otherwise,
IP addresses not bound to a subnet will be
assigned.

NOTE 1: At least one of "'macAddress" or "ipAddresses"” shall be present.

NOTE 2: Exactly one of "fixedAddresses", "numDynamicAddresses" or "ipAddressRange"” shall be present.

NOTE 3: If the Cp instance represents a subport in a trunk, "segmentationld" shall be present. Otherwise it shall not
be present.

NOTE 4: Depending on the NFVI networking infrastructure, the "segmentationld" may indicate the actual network
segment value (e.g. vlan Id, Vxlan segmentation id, etc.) used in the transport header of the packets or it
may be an identifier used between the application and the NFVI networking infrastructure to identify the
network sub-interface of the trunk port in question. In the latter case the NFVI infrastructure will map this
local "segmentationid" to whatever "segmentationld" is actually used by the NFVI's transport technology.

6.5.3.13 Type: Pnfinfo

This type represents the information about a PNF that is part of an NSinstance. It shall comply with the provisions

defined in table 6.5.3.13-1.

Table 6.5.3.13-1: Definition of the PnflInfo data type

Attribute name Data type Cardinality Description

pnfld Identifier 1 Identifier of the PNF. This identifier is allocated by the
OSS/BSS.

pnfName String 1 Name of the PNF.

pnfdid Identifier 1 Identifier of the PNFD on which the PNF is based.

pnfdinfold Identifier 1 Identifier of the PNFD information object related to this
PNF. This identifier is allocated by the NFVO.

pnfProfileld IdentifierlnNsd 1 Identifier of the related PnfProfile in the NSD on which
the PNF is based.

cplnfo PnfExtCplnfo 1..N Information on the external CP of the PNF.
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6.5.3.14 Type: AddPnfData

This type specifies an PNF to be added to the NS instance and the PNF Profile to use for this PNF. It shall comply with
the provisions defined in table 6.5.3.14-1.

Table 6.5.3.14-1: Definition of the AddPnfData data type

Attribute name Data type Cardinality Description

pnfld Identifier 1 Identifier of the PNF. This identifier is allocated by the
OSS/BSS.

pnfName String 1 Name of the PNF.

pnfdld Identifier 1 Identifier of the PNFD on which the PNF is based.

pnfProfileld IdentifierlnNsd 1 Identifier of related PnfProfile in the NSD on which the
PNF is based.

cpData PnfExtCpData 0..N Address assigned for the PNF external CP(s).

6.5.3.15 Type: ModifyPnfData

This type specifies an PNF to be modified in the NSinstance. It shall comply with the provisions defined in

table 6.5.3.15-1.

Table 6.5.3.15-1: Definition of the ModifyPnfData data type

Attribute name Data type Cardinality Description
pnfld Identifier 1 Identifier of the PNF. This identifier is allocated by the
OSS/BSS.
pnfName String 0.1 Name of the PNF. See note.
cpData PnfExtCpData 0..N Address assigned for the PNF external CP(s). See note.
NOTE: At least one attribute shall be present.
6.5.3.16 Type: PnfExtCpData

This type represents the configuration data on the external CP of the PNF. It shall comply with the provisions defined in

table 6.5.3.16-1.

Table 6.5.3.16-1: Definition of the PnfExtCpData data type

Attribute name Data type Cardinality Description
cplnstanceld IdentifierlnPnf 0.1 Identifier of the CP. Shall be present for existing CP.
cpdid IdentifierinNsd 0.1 Identifier of the Connection Point Descriptor (CPD) for
this CP. Shall be present for new CP.
cpProtocolData CpProtocolData 1..N Address assigned for this CP.

6.5.3.17

Type: PnfExtCplinfo

This type represents the information about the external CP of the PNF. It shall comply with the provisions defined in

table 6.5.3.17-1.

Table 6.5.3.17-1: Definition of the PnfExtCplInfo data type

Attribute name Data type Cardinality Description
cplnstanceld IdentifierinPnf 1 Identifier of the CP in the scope of the PNF.
cpdid IdentifierinNsd 1 Identifier of (reference to) the Connection Point
Descriptor (CPD) for this CP.
cpProtocolData cpProtocolData 1..N Parameters for configuring the network protocols on the
CP.
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Thistype represents information about a network address that has been assigned. It shall comply with the provisions
defined in table 6.5.3.18-1.

Table 6.5.3.18-1: Definition of the IpOverEthernetAddressinfo data type

Attribute name

Data type

Cardinality

Description

macAddress

MacAddress

0.1

Assigned MAC address.

See note 1.

segmentationld

String

Identification of the network segment to which
the Cp instance connects to. See note 3 and
note 4.

ipAddresses

Structure (inlined)

Addresses assigned to the CP or SAP
instance. Each entry represents IP addresses
assigned by fixed or dynamic IP address
assignment per subnet. See note 1.

>type

Enum (inlined)

The type of the IP addresses.
Permitted values: IPV4, IPV6.

>addresses

IpAddress

Fixed addresses assigned (from the subnet
defined by "subnetld" if provided). See note 2.

>isDynamic

Boolean

Indicates whether this set of addresses was
assigned dynamically (true) or based on
address information provided as input from the
API consumer (false). Shall be present if
"addresses" is present and shall be absent
otherwise.

>addressRange

Structure (inlined)

An IP address range used, e.g. in case of
egress connections. See note 2.

>>minAddress

IpAddress

Lowest IP address belonging to the range.

>>maxAddress

IpAddress

[N

Highest IP address belonging to the range.

>subnetld

IdentifierlnVim

Subnet defined by the identifier of the subnet
resource in the VIM.

In case this attribute is present, IP addresses
are bound to that subnet.

NOTE 1:
NOTE 2:
NOTE 3:

NOTE 4:

At least one of "macAddress" or "ipAddresses"” shall be present.

Exactly one of "addresses" or "addressRange" shall be present.

If the Cp instance represents a subport in a trunk, "segmentationld" shall be present. Otherwise it shall not
be present.
Depending on the NFVI networking infrastructure, the "segmentationld” may indicate the actual network
segment value (e.g. vlan Id, Vxlan segmentation id, etc.) used in the transport header of the packets or it
may be an identifier used between the application and the NFVI networking infrastructure to identify the
network sub-interface of the trunk port in question. In the latter case the NFVI infrastructure will map this
local "segmentationid" to whatever "segmentationld" is actually used by the NFVI's transport technology.

6.5.3.19

Type: VnfinstanceData

Thistype specifies an existing VNF instance to be used in the NS instance and if needed, the VNF Profile to use for this
VNF instance. It shall comply with the provisions defined in table 6.5.3.19-1.

Table 6.5.3.19-1: Definition of the VnfinstanceData data type

Attribute name Data type Cardinality Description
vnflnstanceld Identifier 1 Identifier of the existing VNF instance to be used in the
NS.
vnfProfileld IdentifierinNsd 0.1 Identifier of (Reference to) a vnfProfile defined in the

NSD which the existing VNF instance shall be matched
with. If not present, the NFVO will select the VnfProfile
matching the information in the VNF instance.
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This type specifies an existing nested NS instance to be used in the NS instance and if needed, the NsProfile to use for
this nested NS instance. It shall comply with the provisions defined in table 6.5.3.19a- 1.

Table 6.5.3.19a-1: Definition of the NestedNsInstanceData data type

Attribute name Data type Cardinality Description

nestedNsInstanceld |ldentifier 1 Identifier of the existing nested NS instance to be used in
the NS.

nsProfileld IdentifierlnNsd 0.1 Identifier of an NsProfile defined in the NSD which the
existing nested NS instance shall be matched with.
If not present, the NFVO will select the NsProfile
matching the information in the nested NS instance.

6.5.3.20 Type: VnfLocationConstraint

This type represents the association of location constraints to a VNF instance to be created according to a specific VNF
profile. It shall comply with the provisions defined in table 6.5.3.20-1.

Table 6.5.3.20-1: Definition of the VnfLocationConstraint data type

Attribute name Data type Cardinality Description
vnfProfileld IdentifierlnNsd 1 Identifier (reference to) of a VnfProfile in the NSD used to
manage the lifecycle of the VNF instance.
locationConstraints  |LocationConstraints 1 Defines the location constraints for the VNF instance to

be created based on the VNF profile.

See note.

NOTE: These constraints are typically determined by the OSS from service requirements (e.g. latency requirements,
regulatory requirements). The NFVO can map such location constraints to eligible NFVI-PoPs/resource zones
where the VNF instance is to be created.

6.5.3.21 Type: LocationConstraints

This type represents location constraints for aVVNF to be instantiated. The location constraints can be represented as

follows:

. asacountry code

. as acivic address combined with a country code

. as an area, conditionally combined with a country code

The LocationConstraints data type shall comply with the provisions defined in table 6.5.3.21-1.

Table 6.5.3.21-1: Definition of the LocationConstraints data type

Attribute name Data type Cardinality Description
countryCode String 0.1 The two-letter ISO 3166 [13] country code in capital
letters. Shall be present in case the "area" attribute is
absent. May be absent if the "area" attribute is present
(see note).
civicAddressElement  |Structure (inlined) 0..N Zero or more elements comprising the civic address.

Shall be absent if the "area" attribute is present.

>caType Integer 1 Describe the content type of caValue. The value of
caType shall comply with section 3.4 of IETF
RFC 4776 [8].

>caValue String 1 Content of civic address element corresponding to the

caType. The format caValue shall comply with
section 3.4 of IETF RFC 4776 [8].
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Attribute name Data type Cardinality Description

area Polygon (see [20]) 0.1 Geographic area. Shall be absent if the
"civicAddressElement" attribute is present. The content of
this attribute shall follow the provisions for the "Polygon”
geometry object as defined in IETF RFC 7946 [20], for
which the "type" member shall be set to the value
"Polygon". See note.

NOTE: If both "countryCode" and "area" are present, no conflicts should exist between the values of these two
attributes. In case of conflicts, the API producer (i.e. the NFVO) shall disregard parts of the geographic area
signalled by "area" that are outside the boundaries of the country signalled by "countryCode". If "countryCode"
is absent, it is solely the "area" attribute that defines the location constraint.

6.5.3.21a  Type: ParamsForNestedNs

This type specifies additional parameters on a per-nested NS instance basis. It shall comply with the provisions defined
intable 6.5.3.21a-1.

Table 6.5.3.21a-1: Definition of the ParamsForNestedNs data type

Attribute name Data type Cardinality Description
nsProfileld IdentifierlnNsd 1 Identifier of an NSProfile to which the additional
parameters apply.
additionalParam KeyValuePairs 0..N Additional parameters that are to be applied on a per
nested NS instance.

6.5.3.22 Type: ParamsForVnf

This type defines the additional parameters for the VNF instance to be created associated with an NSinstance. It shall
comply with the provisions defined in table 6.5.3.22-1.

Table 6.5.3.22-1: Definition of the ParamsForVnf data type

Attribute name Data type Cardinality Description

vnfProfileld IdentifierinNsd 1 Identifier of the vnfProfile applicable to the VNF instance
to which the additional parameters apply.

vnflnstanceName String 0.1 Human-readable name of the VNF instance to be
created.

vnflnstanceDescription String 0.1 Human-readable description of the VNF instance to be
created.

vnfConfigurableProperties |KeyValuePairs 0.1 Values for the "vnfConfigurableProperties" input

parameter of the Instantiate VNF operation defined in
ETSI GS NFV-SOL 003 [4].

metadata KeyValuePairs 0.1 Values for the "metadata” input parameter of the Create
VNF Identifier operation defined in ETSI
GS NFV-SOL 003 [4].

extensions KeyValuePairs 0.1 Values for the "extensions" attribute of the Instantiate
VNF operation defined in ETSI GS NFV-SOL 003 [4].
additionalParams KeyValuePairs 0.1 Additional input parameters for the instantiation process,

specific to the VNF being instantiated, as declared in the
VNFD as part of "InstantiateVnfOpConfig".

6.5.3.23 Type: AffinityOrAntiAffinityRule

This type describes the additional affinity or anti-affinity rule applicable between the VNF instances to be instantiated
in the NS instantiation operation request or between the VNF instances to be instantiated in the NS instantiation
operation request and the existing VNF instances. It shall comply with the provisions defined in table 6.5.3.23-1.
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Table 6.5.3.23-1: Definition of the AffinityOrAntiAffinityRule data type

Attribute name

Data type

Cardinality

Description

vnfdld

Identifier

0..N

Reference to a VNFD.

When the VNFD which is not used to instantiate VNF, it
presents all VNF instances of this type as the subjects of
the affinity or anti-affinity rule. The VNF instance which
the VNFD presents is not necessary as a part of the NS
to be instantiated.

vnfProfileld

IdentifierinNsd

Reference to a vnfProfile defined in the NSD.

At least one VnfProfile which is used to instantiate VNF
for the NS to be instantiated as the subject of the affinity
or anti-affinity rule shall be present. When the VnfProfile
which is not used to instantiate VNF, it presents all VNF
instances of this type as the subjects of the affinity or
anti-affinity rule. The VNF instance which the VnfProfile
presents is not necessary as a part of the NS to be
instantiated.

vnflnstanceld

Identifier

0..N

Reference to the existing VNF instance as the subject of
the affinity or anti-affinity rule. The existing VNF instance
is not necessary as a part of the NS to be instantiated.

affinityOrAntiAffinity

Enum (inlined)

The type of the constraint.

Permitted values:
e AFFINITY
e ANTI AFFINITY

scope

Enum (inlined)

Specifies the scope of the rule where the placement
constraint applies.

Permitted values:
NFVI_POP
ZONE
ZONE_GROUP
NFVI NODE

6.5.3.24

Type: InstantiateVnfData

This type represents the information that are needed for VNF instantiation. Thisinformation element is used for the
bottom-up NS creation when the OSS/BSS explicitly requests VNF instantiation for a given NS. When the NFVO
invokes the Instantiate VNF update operation, a set of these parameters are then passed by the NFVO to the VNFM. [t
shall comply with the provisions defined in table 6.5.3.24-1.

Table 6.5.3.24-1: Definition of the InstantiateVnfData data type

Attribute name

Data type

Cardinality

Description

vnfdid

Identifier

1

Information sufficient to identify the VNFD which
defines the VNF to be instantiated.

vnfFlavourld IdentifierinVnfd 1 Identifier of the VNF deployment flavour to be
instantiated.

vnflnstantiationLevelld IdentifierinVnfd 0.1 Identifier of the instantiation level of the
deployment flavour to be instantiated. If not
present, the default instantiation level as declared
in the VNFD s instantiated.

vnflnstanceName String 0.1 Human-readable name of the VNF instance to be
created.

vnflnstanceDescription String 0.1 Human-readable description of the VNF instance
to be created.

extVirtualLinks ExtVirtualLinkData 0..N Information about external VLs to connect the
VNF to.

extManagedVirtualLinks  |ExtManagedVirtualLinkData |0..N Information about internal VLs that are managed
by other entities than the VNFM. See note.

localizationLanguage String 0.1 Localization language of the VNF to be

instantiated.
The value shall comply with the format defined in
IETF RFC 5646 [9].
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Attribute name

Data type

Cardinality

Description

vnfConfigurableProperties

KeyValuePairs

0.1

Values for the "vnfConfigurableProperties" input
parameter of the Instantiate VNF operation
defined in ETSI GS NFV-SOL 003 [4].

additionalParams

KeyValuePairs

0.1

Additional input parameters for the instantiation
process, specific to the VNF being instantiated,
as declared in the VNFD as part of
"InstantiateVnfOpConfig".

metadata

KeyValuePairs

0.1

This attribute provides values for the "metadata”
input parameter of the Create VNF Identifier
operation defined in ETSI GS NFV-SOL 003 [4].

extensions

KeyValuePairs

0.1

This attribute provides values for the "extensions"
input parameter of the Instantiate VNF operation
defined in ETSI GS NFV-SOL 003 [4].

locationConstraints

VnfLocationConstraint

0.1

Defines the location constraints for the VNF to be
instantiated as part of the NS Update.

An example can be a constraint for the VNF to be
in a specific geographic location.

NOTE: ltis possible to have several ExtManagedVirtualLinkData for the same VNF internal VL in case of a multi-site
VNF spanning several VIMs. The set of ExtManagedVirtualLinkData corresponding to the same VNF internal
VL shall indicate so by referencing to the same VnfVirtualLinkDesc and externally-managed multi-site VL
instance (refer to clause 6.5.3.27).
6.5.3.25 Type: ChangeVnfFlavourData

The type represents the information that is requested to be changed deployment flavour for an existing VNF instance. It
shall comply with the provisions defined in table 6.5.3.25- 1.

Table 6.5.3.25-1: Definition of the ChangeVnfFlavourData data type

Attribute name Data type Cardinality Description

vnflnstanceld Identifier 1 Identifier of the VNF instance to be modified.

newFlavourld IdentifierinvVnfd 1 Identifier of the VNF deployment flavour to be
instantiated.

instantiationLevelld [IdentifierinVnfd 0.1 Identifier of the instantiation level of the deployment
flavour to be instantiated. If not present, the default
instantiation level as declared in the VNFD is
instantiated.

extVirtualLinks ExtVirtualLinkData 0..N Information about external VLs to connect the VNF to.
Entries in the list of external VLs that are unchanged
need not be supplied.

extManagedVirtualLi |ExtManagedVirtualLink [0..N Information about internal VLs that are managed by

nks Data NFVO. See note 1 and note 2.

additionalParams KeyValuePairs 0.1 Additional input parameters for the flavour change
process, specific to the VNF being modified, as declared
in the VNFD as part of "ChangeVnfFlavourOpConfig".

extensions KeyValuePairs 0.1 This attribute provides values for the "extensions" input
parameter of the Change VNF Flavour operation defined
in ETSI GS NFV-SOL 003 [4].

vnfConfigurableProp |KeyValuePairs 0.1 This attribute provides values for the

erties

"vnfConfigurableProperties" input parameter of the
Change VNF Flavour operation defined in ETSI GS
NFV-SOL 003 [4].

NOTE 1: The indication of externally-managed internal VLs is needed in case networks have been pre-configured for
use with certain VNFs, for instance to ensure that these networks have certain properties such as security or
acceleration features, or to address particular network topologies. The present document assumes that
externally-managed internal VLs are managed by the NFVO and created towards the VIM.

NOTE 2:

It is possible to have several ExtManagedVirtualLinkData for the same VNF internal VL in case of a multi-site

VNF spanning several VIMs. The set of ExtManagedVirtualLinkData corresponding to the same VNF internal
VL shall indicate so by referencing to the same VnfVirtualLinkDesc and externally-managed multi-site VL
instance (refer to clause 6.5.3.27).
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This type represents an external VL. It shall comply with the provisions defined in table 6.5.3.26- 1.

Table 6.5.3.26-1: Definition of the ExtVirtualLinkData data type

Attribute name

Data type

Cardinality

Description

extVirtualLinkld

Identifier

0.1

The identifier of the external VL instance, if provided.

vimid

Identifier

0.1

Identifier of the VIM that manages this resource. This
attribute shall only be supported and present if
VNF-related resource management in direct mode is
applicable.

resourceProviderld

Identifier

0.1

Identifies the entity responsible for the management of
this resource.

This attribute shall only be supported and present if
VNF-related resource management in indirect mode is
applicable. The identification scheme is outside the
scope of the present document.

resourceld

IdentifierinVim

The identifier of the resource in the scope of the VIM or
the resource provider.

extCps

VnfExtCpData

1..N

External CPs of the VNF to be connected to this external
VL.

extLinkPorts

ExtLinkPortData

0..N

Externally provided link ports to be used to connect
external connection points to this external VL.

6.5.3.27

Type: ExtManagedVirtualLinkData

Thistype represents an externally-managed internal VL. It shall comply with the provisions defined in table 6.5.3.27- 1.

Table 6.5.3.27-1: Definition of the ExtManagedVirtualLinkData data type

Attribute name

Data type

Cardinality

Description

extManagedVirtualLi
nkid

Identifier

0.1

The identifier of the externally-managed internal VL
instance, if provided.

vnfVirtualLinkDescld

IdentifierinVnfd

1

The identifier of the VLD in the VNFD for this VL.

vimld

Identifier

0.1

Identifier of the VIM that manage this resource. This
attribute shall only be supported and present if
VNF-related resource management in direct mode is
applicable.

resourceProviderld

Identifier

0.1

Identifies the entity responsible for the management of
this resource.

This attribute shall only be supported and present if
VNF-related resource management in indirect mode is
applicable. The identification scheme is outside the
scope of the present document.

resourceld

IdentifierlnVim

The identifier of the resource in the scope of the VIM or
the resource provider.

vnfLinkPort

VnfLinkPortData

0..N

Externally provided link ports to be used to connect
VNFC connection points to this externally-managed VL
on this network resource. If this attribute is not present,
the VNFM shall create the link ports on the externally-
managed VL.

extManagedMultisite
VirtualLinkld

Identifier

0.1

Identifier of the externally-managed multi-site VL
instance. The identifier is assigned by the NFV-MANO
entity that manages the externally managed multi-site VL
instance. It shall be present when the present externally-
managed internal VL (indicated by
extManagedVirtualLinkld) is part of a multi-site VL, e.g. in
support of multi-site VNF spanning several VIMs. All
externally-managed internal VL instances corresponding
to an internal VL created based on the same
virtualLinkDescld shall refer to the same
extManagedMultisiteVirtualLinkld.
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6.5.3.28 Type: ExtLinkPortData

This type represents an externally provided link port to be used to connect a VNF external connection point to an
external VL. It shall comply with the provisions defined in table 6.5.3.28-1.

Table 6.5.3.28-1: Definition of the ExtLinkPortData data type

Attribute name Data type Cardinality Description
id Identifier 1 Identifier of this link port as provided by the entity that
has created the link port.
resourceHandle ResourceHandle 1 Reference to the virtualised resource realizing this link
port.

6.5.3.29 Type: VnfExtCpData

This type represents configuration information for external CPs created from a CPD. It shall comply with the provisions
defined in table 6.5.3.29-1.

Table 6.5.3.29-1: Definition of the VnfExtCpData data type

Attribute name Data type Cardinality Description
cpdid IdentifierlnVnfd 1 The identifier of the CPD in the VNFD. See note 1.
cpConfig map(VnfExtCpConfig) 1..N Map of instance data that need to be configured on

the CP instances created from the respective CPD.
The key of the map which identifies the individual
VnfExtCpConfig entries is managed by the API
consumer. The entries shall be applied by the
VNFM according to the rules of JSON Merge Patch
(see IETF RFC 7396 [11]). See note 2 and note 3.

NOTE 1:

NOTE 2:

NOTE 3:

In case this identifier refers to a CPD with trunking enabled, the external CP instances created from this CPD
will represent ports in a trunk.

The map entry value shall be set to "null" in order to delete a "VnfExtCpConfig" entry identified by a particular
key value from the map, i.e. for the disconnection of an existing external CP instance addressed by
cplnstanceld in the deleted map entry from a particular external virtual link, and deletion of that instance in
case it represents a subport. Deleting the last key from the map removes the affected instance of the
"VnfExtCpData" structure from its parent data structure.

Within one VNF instance, all VNFC instances created from a particular VDU have the same external
connectivity. Thus, given a particular value of the "cpdld' attribute, there shall be one "cpConfig" entry for each
VNFC instance that has been or can be created from a VDU which includes a CPD identified by the "cpdid"
attribute. If the cpConfig represents a subport in a trunk, all "cpConfig" entries in this list shall have the same
segmentationld, which means they are connected to the same set of external VLs via the trunk.

6.5.3.30 Type: VnfExtCpConfig

This type represents an externally provided link port or network address information per instance of a VNF external
connection point. In case alink port is provided, the NFVO shall use that link port when connecting the VNF external
CP to the external VL. In case alink port is not provided, the NFVO or VNFM shall create alink port on the external
VL, and use that link port to connect the VNF external CP to the external VL.

Thistype shall comply with the provisions defined in table 6.5.3.30-1.
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Table 6.5.3.30-1: Definition of the VnfExtCpConfig data type

Attribute name

Data type

Cardinality

Description

parentCpConfigld

IdentifierinVnf

0.1

Value of the key that identifies the "VnfExtCpConfig" map
entry which corresponds to the parent port of the trunk.
Only present in "VnfExtCpConfig" structures that provide
configuration information for a CP which represents a
subport in a trunk, and if parent ports are supported. See
note 2.

linkPortld

Identifier

0.1

Identifier of a pre-configured link port to which the
external CP will be associated. See note 1.

cpProtocolData

CpProtocolData

0..N

Parameters for configuring the network protocols on the
link port that connects the CP to a VL. See note 1.

NOTE 1: The following conditions apply to the attributes "linkPortld" and "cpProtocolData":

— At least one of the "linkPortld" and "cpProtocolData" attributes shall be present for an external CP
instance representing a subport that is to be created, or an external CP instance that is to be created by
creating the corresponding VNFC or VNF instance during the current or a subsequent LCM operation, or
for an existing external CP instance that is to be re-configured or added to a particular external virtual link.

— If the "cpProtocolData" attribute is absent, the "linkPortld" attribute shall be provided referencing a pre-
created link port with pre-configured address information.

— If both "cpProtocolData" and "linkportld" are provided, the API consumer shall ensure that the
cpProtocolData can be used with the pre-created link port referenced by "linkPortld".

NOTE 2: In case the NFVO manages its own identifier space, the NFVO may remap this identifier when communicating
with the VNFM. If the NFVO knows that there can be an identifier collision when communicating with the
VNFM by using the identifier from the OSS/BSS, the NFVO shall remap it.

6.5.3.31 Type: OperateVnfData

Thistype represents a VNF instance for which the operational state needs to be changed and the requested new state. It
shall comply with the provisions defined in table 6.5.3.31-1.

Table 6.5.3.31-1: Definition of the OperateVnfData data type

Attribute name Data type Cardinality Description

vnflnstanceld Identifier 1 Identifier of the VNF instance.

changeStateTo OperationalStates 1 The desired operational state (i.e. started or stopped) to
change the VNF to.

stopType StopType 0..1 It signals whether forceful or graceful stop is requested.
See note.

gracefulStopTimeout [Integer 0.1 The time interval (in seconds) to wait for the VNF to be
taken out of service during graceful stop, before
stopping the VNF. See note.

additionalParam KeyValuePairs 0.1 Additional parameters passed by the OSS/BSS as input

to the Operate VNF operation, specific to the VNF being

operated.

NOTE:

attribute is absent.

The "stopType" and "gracefulStopTimeout" attributes shall be absent, when the "changeStateTo" attribute is
equal to "STARTED". The "gracefulStopTimeout" attribute shall be present, when the "changeStateTo"
attribute is equal to "STOPPED" and the "stopType" attribute is equal to "GRACEFUL". The
"gracefulStopTimeout" attribute shall be absent, when the "changeStateTo" attribute is equal to "STOPPED"
and the "stopType" attribute is equal to "FORCEFUL". The request shall be treated as if the "stopType"
attribute was set to "FORCEFUL", when the "changeStateTo" attribute is equal to "STOPPED" and the
"stopType"

6.5.3.32

Type: ModifyVnfinfoData

This type represents the information that is requested to be modified for a VNF instance. The information to be
modified shall comply with the associated VNFD. Thistype shall comply with the provisions defined in

table 6.5.3.32-1.
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Table 6.5.3.32-1: Definition of the ModifyVnfinfoData data type

Attribute name Data type Cardinality Description

vnflnstanceld Identifier 1 Identifier of the VNF instance.

vnflnstanceName String 0.1 New value of the "vnflInstanceName" attribute in
"Vnflnstance", or "null" to remove the attribute.

vnflnstanceDescription String 0.1 New value of the "vnflnstanceDescription" attribute in
"Vnflnstance", or "null" to remove the attribute.

vnfdld Identifier 0.1 New value of the "vnfdld" attribute in "Vnflnstance". The
value "null" is not permitted.

vnfConfigurableProperties |KeyValuePairs 0.1 Modifications to entries in the
"vnfConfigurableProperties" attribute in "Vnfinstance”,
as defined in clause 6.5.3.57.

metadata KeyValuePairs 0.1 Modifications to entries in the "metadata” attribute in
"Vnflnstance", as defined in clause 6.5.3.57.

extensions KeyValuePairs 0.1 Modifications to entries in the "extensions" attribute in
"Vnflnstance", as defined in clause 6.5.3.57.

6.5.3.33 Type: ChangeExtVnfConnectivityData

This type describes the information invoked by the NFV O to change the external VNF connectivity information
maintained by the VNFM. The types of changes that this operation supports are:

1) Disconnect external CPsthat are connected to a particular external VL, and connect them to a different

externa VL.

2) Disconnect and delete external CPs that are connected to a particular external VL and that represent subports
inatrunk, i.e. CP instances that are created from external CPDs that have trunk mode configured according to
clause 7.1.6.3in ETSI GSNFV-IFA 011 [29]. If the parent port is exposed as an "extCp", the VNFM shall
ensure that the parent port is not deleted. If the parent port is exposed as an "extCp" and there are other
subports connected, the VNFM shall ensure that the parent port is not disconnected, unlessit is reconnected to
adifferent external VL in the same operation.

3) Change the connectivity parameters of existing external CPs, including changing addresses.

NOTE:

Depending on the capabilities of the underlying VIM resources, certain changes (e.g. modifying the IP

address assignment) might not be supported without deleting the resource and creating another one with
the modified configuration.

4)  Create new CPsthat represent subportsin atrunk, i.e. CP instances that are created from external CPDs that
have trunk mode configured according to clause 7.1.6.3in ETSI GS NFV-IFA 011 [29], and connect them to a
particular external VL. Creation of the parent port with this operation is not supported.

Thistype shall comply with the provisions defined in table 6.5.3.33- 1.

Table 6.5.3.33-1: Definition of the ChangeExtVnfConnectivityData data type

Attribute name Data type Cardinality Description

vnflnstanceld Identifier 1 Identifier of the VNF instance.

extVirtualLinks ExtVirtualLinkData 1..N Information about external VLs to change (e.g. connect
the VNF to). Entries in the list of external VLs that are
unchanged need not be supplied.

additionalParams KeyValuePairs 0.1 Additional parameters passed by the OSS as input to the
external connectivity change process, specific to the VNF
instance being changed.
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6.5.3.34 Type: AssocNewNsdVersionData

This type specifiesanew NSD version that is associated to the NS instance. After issuing the Update NS operation with
updateType = "AssocNewNsdVersion”, the NFVO shall use the referred NSD as a basis for the given NS instance.
Different versions of the same NSD have same nsdinvariantld, but different nsdid attributes, therefore if the
nsdinvariantld of the NSD version that isto be associated to this NS instance is different from the one used before, the
NFVO shall reject the request. Only new versions of the same NSD can be associated to an existing NS instance. This
data type shall comply with the provisions defined in table 6.5.3.34- 1.

Table 6.5.3.34-1: Definition of the AssocNewNsdVersionData data type

Attribute name Data type Cardinality Description
newNsdId Identifier 1 Identifier of the new NSD version that is to be associated
to the NS instance.
sync Boolean 0.1 Specify whether the NS instance shall be automatically

synchronized to the new NSD by the NFVO (in case of
true value) or the NFVO shall not do any action (in case
of a false value) and wait for further guidance from
OSS/BSS (i.e. waiting for OSS/BSS to issue NS lifecycle
management operation to explicitly add/remove VNFs
and modify information of VNF instances according to the
new NSD).

The synchronization to the new NSD means e.g.
instantiating/adding those VNFs whose VNFD is
referenced by the new NSD version but not referenced
by the old one, terminating/removing those VNFs whose
VNFD is referenced by the old NSD version but not
referenced by the new NSD version, modifying
information of VNF instances to the new applicable
VNFD provided in the new NSD version.

A cardinality of 0 indicates that synchronization shall not
be done.

6.5.3.35 Type: MoveVnfinstanceData

Thistype specifies existing VNF instances to be moved from one NS instance (source) to another NS instance
(destination). The NS instance defined in the Update NS operation indicates the source NS instance and the destination
NS instance is specified in this data type (referred to targetNsInstanceld). It shall comply with the provisions defined in
table 6.5.3.35-1.

Table 6.5.3.35-1: Definition of the MoveVnflnstanceData data type

Attribute name Data type Cardinality Description
targetNsInstanceld Identifier 1 Specify the target NS instance where the VNF instances
are moved to.
vnflnstanceld Identifier 1..N Specify the VNF instance that is moved.

6.5.3.36 Type: AddVnffgData

This type specifies the parameters used for the creation of a new VNFFG instance. It shall comply with the provisions
defined in table 6.5.3.36-1.

Table 6.5.3.36-1: Definition of the AddVnffgData data type

Attribute name Data type Cardinality Description
vnffgdld IdentifierlnNsd 1 Identifier of the VNFFGD used to create this VNFFG
instance.
vnfigName String 1 Human readable name for the VNFFG.
description String 1 Human readable description for the VNFFG.

ETSI



6.5.3.37

190

Type: UpdateVnffgData

ETSI GS NFV-SOL 005 V3.3.1 (2020-09)

This type specifies the parameters used for the update of an existing VNFFG instance. It shall comply with the
provisions defined in table 6.5.3.37- 1.

Table 6.5.3.37-1: Definition of the UpdateVnffgData data type

Attribute name Data type Cardinality Description

vnffginfold IdentifierlnNs 1 Identifier of an existing VNFFG to be updated for the NS
Instance.

nfp NfpData 0..N Indicate the desired new NFP(s) for a given VNFFG after
the operations of addition/removal of NS components
(e.g. VNFs, VLs, etc.) have been completed, or indicate
the updated or newly created NFP classification and
selection rule which applied to an existing NFP.

nfpinfold IdentifierlnNs 0..N Identifier(s) of the NFP to be deleted from a given
VNFFG.

6.5.3.38 Type: NfpData

This type contains information used to create or modify NFP instance parameters for the update of an existing VNFFG
instance. It shall comply with the provisions defined in table 6.5.3.38-1.

Table 6.5.3.38-1: Definition of the NfpData data type

Attribute name Data type Cardinality Description

nfpinfold IdentifierlnNs 0.1 Identifier of the NFP to be modified. It shall be present for
modified NFPs and shall be absent for the new NFP.
See note 1.

nfpName String 0.1 Human readable name for the NFP. It shall be present for
the new NFP, and it may be present otherwise.
See note 2.

description String 0.1 Human readable description for the NFP. It shall be
present for the new NFP, and it may be present
otherwise. See note 2.

cpGroup CpGrouplnfo 0..N Group(s) of CPs and/or SAPs which the NFP passes by.
Cardinality can be 0 if only updated or newly created
NFP classification and selection rule which applied to an
existing NFP is provided. See note 3 and note 4.

nfpRule NfpRule 0..1 NFP classification and selection rule. See note 1.

NOTE 1: It shall be present for modified NFPs and shall be absent for the new NFP.

NOTE 2: It shall be present for the new NFP, and it may be present otherwise.

NOTE 3: At least a CP or an nfpRule shall be present.

NOTE 4: When multiple identifiers are included, the position of the identifier in the cpGroup value specifies the position

of the group in the path.
6.5.3.39 Type: ChangeNsFlavourData

This type specifies an existing NS instance for which the DF needs to be changed. This specifies the new DF, the
instantiationLevel of the new DF that may be used. It shall comply with the provisions defined in table 6.5.3.39-1.

Table 6.5.3.39-1: Definition of the ChangeNsFlavourData data type

Attribute name Data type Cardinality Description
newNsFlavourld IdentifierlnNsd 1 Identifier of the new NS DF to apply to this NS instance.
instantiationLevelld |ldentifierinNsd 0..1 Identifier of the instantiation level of the deployment

flavour to be instantiated. If not present, the default
instantiation level as declared in the NSD is instantiated.
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6.5.3.40 Type: NfpRule

The NfpRule data type is an expression of the conditions that shall be met in order for the NFP to be applicable to the
packet. The condition acts as a flow classifier and it is met only if all the values expressed in the condition are matched
by those in the packet. It shall comply with the provisions defined in table 6.5.3.40-1.

Table 6.5.3.40-1: Definition of the NfpRule data type

Attribute name Data type Cardinality Description

etherDestinationAddress MacAddress 0.1 Indicates a destination Mac address
See note.

etherSourceAddress MacAddress 0..1 Indicates a source Mac address
See note.

etherType Enum (inlined) 0.1 Indicates the protocol carried over the Ethernet layer.
Permitted values:
IPV4
IPV6
See note.

vlanTag String 0..N Indicates a VLAN identifier in an

IEEE 802.1Q-2018 tag [6]
Multiple tags can be included for QinQ stacking.
See note.

protocol Enum (inlined) 0.1 Indicates the L4 protocol, For IPv4 [7] this
corresponds to the field called "Protocol" to identify
the next level protocol. For IPv6 [12] this corresponds
to the field is called the "Next Header" field.
Permitted values: Any keyword defined in the IANA
protocol registry [1], e.g.:

- TCP

- UDP
- ICMP
See note.

dscp String 0.1 For IPv4 [7] a string of "0" and "1" digits that
corresponds to the 6-bit Differentiated Services Code
Point (DSCP) field of the IP header.

For IPv6 [12] a string of "0" and "1" digits that
corresponds to the 6 differentiated services bits of the
traffic class header field.

See note.

sourcePortRange PortRange 0.1 Indicates a range of source ports.
See note.

destinationPortRange PortRange 0.1 Indicates a range of destination ports.
See note.

sourcelpAddressPrefix IpAddressPrefix 0.1 Indicates the source IP address range in CIDR
format.
See note.

destinationlpAddressPrefix  |IpAddressPrefix 0.1 Indicates the destination IP address range in CIDR
format.
See note.

extendedCriteria Mask 0..N Indicates values of specific bits in a frame.
See note.

NOTE: At least one attribute shall be present. If multiple attributes are present, a logical "AND" operation shall be
applied to those attributes when matching packets against the rule.

6.5.3.41 Type: Mask

The Mask data type identifies the value to be matched for a sequence of bits at a particular location in aframe. It shall
comply with the provisions defined in table 6.5.3.41-1.
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Table 6.5.3.41-1: Definition of the Mask data type

Attribute name Data type Cardinality Description
startingPoint Integer 1 Indicates the offset between the last bit of the source
mac address and the first bit of the sequence of bits
to be matched.
length Integer 1 Indicates the number of bits to be matched.
value String 1 Provide the sequence of bit values to be matched.
6.5.3.42 Type: PortRange

The PortRange data type provides the lower and upper bounds of a range of Internet ports. It shall comply with the
provisions defined in table 6.5.3.42-1.

Table 6.5.3.42-1: Definition of the PortRange data type

Attribute name Data type Cardinality Description
lowerPort Integer 1 Identifies the lower bound of the port range.
upperPort Integer 1 Identifies the upper bound of the port range.

6.5.3.43 Type: HealNsData

This type represents the information used to heal an NS. It shall comply with the provisions defined in table 6.5.3.43- 1.

Table 6.5.3.43-1: Definition of the HealNsData data type

Attribute name

Data type

Cardinality

Description

degreeHealing

Enum (inlined)

1

Indicates the degree of healing. Possible values
include:
- HEAL_RESTORE: Complete the healing of the
NS restoring the state of the NS before the
failure occurred
- HEAL_QOS: Complete the healing of the NS
based on the newest QoS values
- HEAL_RESET: Complete the healing of the
NS resetting to the original instantiation state
of the NS
- PARTIAL_HEALING

actionsHealing

String

0..N

Used to specify dedicated healing actions in a particular
order (e.g. as a script). The actionsHealing attribute can
be used to provide a specific script whose content and
actions might only be possible to be derived during
runtime. See note.

healScript

IdentifierinNsd

Reference to a script from the NSD that shall be used to
execute dedicated healing actions in a particular order.
The healScript, since it refers to a script in the NSD, can
be used to execute healing actions which are defined
during NS design time. See note.

additionalParamsforNs

KeyValuePairs

0.1

Allows the OSS/BSS to provide additional parameter(s)
to the healing process at the NS level.

NOTE:

Either the actionsHealing or healScript attribute shall be present, not both attributes.

6.5.3.44

Type: HealVnfData

This type represents the information to heal a VNF that is part of an NS. The NFVO shall then invoke the Heal VNF
operation towards the appropriate VNFM. It shall comply with the provisions defined in table 6.5.3.44-1.
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Table 6.5.3.44-1: Definition of the HealVnfData data type

Attribute name Data type Cardinality Description
vnflnstanceld Identifier 1 Identifies the VNF instance, part of the NS, requiring a
healing action.
cause String 0.1 Indicates the reason why a healing procedure is required.
additionalParams KeyValuePairs 0.1 Additional parameters passed by the NFVO as input to

EXAMPLE:

the healing process, specific to the VNF being healed.

Input parameters to VNF-specific
healing procedures.

6.5.3.45

Type: ScaleNsData

This type represents the information to scale an NS. It shall comply with the provisions defined in table 6.5.3.45-1.

Table 6.5.3.45-1: Definition of the ScaleNsData data type

Attribute name

Data type

Cardinality

Description

vnflnstanceToBeAdded

VnflnstanceData

0..N

An existing VNF instance to be added to the NS
instance as part of the scaling operation. If
needed, the VNF Profile to be used for this VNF
instance may also be provided.

See note 1, note 2 and note 3.

vnflnstanceToBeRemoved

Identifier

The VNF instance to be removed from the NS
instance as part of the scaling operation.
See note 1 and note 4.

scaleNsByStepsData

ScaleNsByStepsData

The information used to scale an NS instance by
one or more scaling steps. See note 1.

scaleNsTolLevelData

ScaleNsTolLevelData

The information used to scale an NS instance to a
target size. See note 1.

additionalParamsForNs

KeyValuePairs

Allows the OSS/BSS to provide additional
parameter(s) at the NS level necessary for the NS
scaling (as opposed to the VNF level, which is
covered in additionalParamForVnf).

additionalParamsForVnf

ParamsForVnf

Allows the OSS/BSS to provide additional
parameter(s) per VNF instance (as opposed to the
NS level, which is covered in
additionalParamforNs). This is for VNFs that are to
be created by the NFVO as part of the NS scaling
and not for existing VNF that are covered by the
scaleVnfData.

locationConstraints

VnfLocationConstraint

The location constraints for the VNF to be
instantiated as part of the NS scaling.

An example can be a constraint for the VNF to be
in a specific geographic location.

nestedNslocationConstraint
s

NestedNsLocationCons
traint

Defines the location constraints for the nested NS
to be instantiated as part of the NS instantiation.

An example can be a constraint for the nested NS
to be in a specific geographic location.

No more than two attributes between vnflnstanceToBeAdded, vnflnstanceToBeRemoved,

scaleNsByStepsData and scaleNsToLevelData shall be present. In case of two, the attributes shall be
vnflnstanceToBeAdded and vnfinstanceToBeRemoved.

NOTE 1:
NOTE 2:
flavour.
NOTE 3:
selected (see clause 7.3.5).
NOTE 4:

type is selected (see clause 7.3.5).

The DF of the VNF instance shall match the VNF DF present in the associated VNF Profile of the new NS
This functionality is the same as the one provided by the Update NS operation when the AddVnf update type is

This functionality is the same as the one provided by the Update NS operation when the RemoveVnf update
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6.5.3.46 Type: ScaleNsByStepsData

This type represents the information used to scale an NS instance by one or more scaling steps, with respect to a
particular NS scaling aspect. Performing a scaling step means increasing/decreasing the capacity of an NSinstancein a
discrete manner, i.e. moving from one NS scale level to another. The NS scaling aspects and their corresponding NS
scale levels applicable to the NS instance are declared in the NSD. It shall comply with the provisions defined in
table 6.5.3.46-1.

Table 6.5.3.46-1: Definition of the ScaleNsByStepsData data type

Attribute name Data type Cardinality Description
scalingDirection Enum (inlined) 1 The scaling direction. Possible values are:
- SCALE_IN
- SCALE_OUT
aspectld IdentifierlnNsd 1 The aspect of the NS that is requested to be scaled, as
declared in the NSD.
numberOfSteps Integer 0.1 The number of scaling steps to be performed. Defaults to 1.

6.5.3.47 Type: ScaleNsToLevelData

This type represents the information used to scale an NS instance to atarget size. The target size is either expressed as
an NSinstantiation level or asalist of NS scale levels, one per NS scaling aspect, of the current DF. The NS
instantiation levels, the NS scaling aspects and their corresponding NS scale levels applicable to the NS instance are
declared in the NSD. It shall comply with the provisions defined in table 6.5.3.47-1.

Table 6.5.3.47-1: Definition of the ScaleNsToLevelData data type

Attribute name Data type Cardinality Description
nsinstantiationLevel |ldentifierinNsd 0.1 Identifier of the target NS instantiation level of the current
DF to which the NS instance is requested to be scaled.
See note.
nsScalelnfo NsScalelnfo 0..N For each NS scaling aspect of the current DF, defines the
target NS scale level to which the NS instance is to be
scaled. See note.

NOTE:  Either nsinstantiationLevel or nsScalelnfo, but not both, shall be present.

6.5.3.48 Type: NsScalelnfo

Thistype represents the target NS Scale level for each NS scaling aspect of the current deployment flavour. 1t shall
comply with the provisions defined in table 6.5.3.48-1.

Table 6.5.3.48-1: Definition of the NsScalelnfo data type

Attribute name Data type Cardinality Description
nsScalingAspectld IdentifierlnNsd 1 Identifier of the NS scaling aspect.
nsScaleLevelld IdentifierlnNsd 1 Identifier of the NS scale level.

6.5.3.49 Type: ScaleVnfData

This type represents defines the information to scale a VNF instance to agiven level, or to scale a VNF instance by
steps. It shall comply with the provisions defined in table 6.5.3.49-1.
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Table 6.5.3.49-1: Definition of the ScaleVnfData data type

Attribute name Data type Cardinality Description
vnflnstanceld Identifier 1 Identifier of the VNF instance being scaled.
scaleVnfType Enum (inlined) 1 Type of the scale VNF operation requested. Allowed
values are:
- SCALE_ouT
- SCALE_IN
- SCALE_TO_INSTANTIATION_LEVEL
- SCALE_TO_SCALE_LEVEL(S)
The set of types actually supported depends on the
capabilities of the VNF being managed. See note 1.
scaleToLevelData ScaleTolLevelData 0.1 The information used for scaling to a given level.
See note 2.
scaleByStepData ScaleByStepData 0.1 The information used for scaling by steps. See note 2.
NOTE 1: ETSI GS NFV-IFA 010 [2] specifies that the lifecycle management operations that expand or contract a VNF

instance include scale in, scale out, scale up and scale down. Vertical scaling (scale up, scale down) is not

supported in the present document.

NOTE 2: Either scaletoLevelData or scaleByStepData but not both shall be present. The scaleByStepData is used for
scale out/in type of scaling, and the scaleToLevelData is used for scale to instantiation/scale level type of
scaling.

6.5.3.50 Type: ScaleToLevelData

This type describes the information used to scale a VNF instance to atarget size. The target size is either expressed as
an instantiation level of that DF as defined in the VNFD, or given asalist of scale levels, one per scaling aspect of that
DF. Instantiation levels and scaling aspects are declared in the VNFD. The NFVO shall then invoke the
ScaleVnfToLevel operation towards the appropriate VNFM. It shall comply with the provisions defined in

table 6.5.3.50-1.
Table 6.5.3.50-1: Definition of the ScaleToLevelData data type
Attribute name Data type Cardinality Description

vnflnstantiationLevel (ldentifierinVVnfd 0.1 Identifier of the target instantiation level of the current

Id deployment flavour to which the VNF is requested to be
scaled. See note.

vnfScalelnfo VnfScalelnfo 0..N For each scaling aspect of the current deployment
flavour, indicates the target scale level to which the VNF
is to be scaled. See note.

additionalParams KeyValuePairs 0.1 Additional parameters passed by the NFVO as input to

the scaling process, specific to the VNF being scaled.

NOTE:

Either the instantiationLevelld attribute or the scalelnfo attribute shall be included.

6.5.3.51

Type: VnfScalelnfo

This type describes the provides information about the scale level of a VNF instance with respect to one scaling aspect.
It shall comply with the provisions defined in table 6.5.3.51-1.

Table 6.5.3.51-1: Definition of the VnfScalelnfo data type

Attribute name Data type Cardinality Description

aspectlld IdentifierinVnfd 1 The scaling aspect.

vnfdld Identifier 0.1 Identifier of the VNFD.
Shall be present in case the value differs from the vnfdid
attribute of the Vnfinstance (e.g. during a "Change
current VNF package" operation or due to its final
failure).

scaleLevel Integer 1 The scale level for that aspect. Minimum value O,

maximum value maxScalelLevel as declared in the
VNFD.
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This type describes the information to scale a VNF instance by steps. The NFVO shall then invoke the Scale VNF
operation towards the appropriate VNFM. It shall comply with the provisions defined in table 6.5.3.52- 1.

Table 6.5.3.52-1: Definition of the ScaleByStepData data type

Attribute name

Data type

Cardinality

Description

aspectld

IdentifierinVnfd

1

Identifier of (reference to) the aspect of the VNF that is
requested to be scaled, as declared in the VNFD.

numberOfSteps

Integer

0.1

Number of scaling steps. It shall be a positive number.
Defaults to 1.

The VNF provider defines in the VNFD whether or not a
particular VNF supports performing more than one step
at a time. Such a property in the VNFD applies for all
instances of a particular VNF. See note.

additionalParams

KeyValuePairs

0.1

Additional parameters passed by the NFVO as input to
the scaling process, specific to the VNF instance being
scaled.

NOTE:

A scaling step is the smallest unit by which a VNF instance can be scaled w.r.t a particular scaling aspect.

6.5.3.53

Type: NsVirtualLinkInfo

This type specifies the information about an NS VL instance. It shall comply with the provisions defined in

table 6.5.3.53-1.
Table 6.5.3.53-1: Definition of the NsVirtualLinkInfo data type
Attribute name Data type Cardinality Description

id IdentifierInNs 1 Identifier of the VL instance.

nsVirtualLinkDescld IdentifierlnNsd 1 Identifier of the VLD in the NSD.

nsVirtualLinkProfileld  |ldentifierinNsd 1 Identifier of the VL profile in the NSD.

resourceHandle ResourceHandle 1.N Identifier(s) of the virtualised network resource(s) and/or

multi-site connectivity service(s) realizing the VL
instance. See note.

linkPort NsLinkPortInfo 0..N Link ports of the VL instance.

Cardinality of zero indicates that no port has yet been
created for the VL instance.

NOTE: As an NS can include NFs deployed in NFVI PoPs under the control of several different VIMs, therefore
deploying an NS VL can involve several VIMs, each allocating different virtualised network resources, as well
as WIMs handling the connectivity in between the NFVI-PoPs in the form of multi-site connectivity services.
When this NsVirtualLink is provided as an ExtVirtualLink as input of a VNF LCM operation, the id of the
ExtVirtualLink shall be the same as the corresponding NsVirtualLink.

6.5.3.54 Type: ChangeVnfPackageData

This type specifies the information needed to change the current VNF package for a VNF instance. Clause B.3 of the
ETSI GSNFV-IFA 007 [19] illustrates the variants of changes to the current VNF Package and information flow

procedures.

This operation encompasses the following scenarios:

. Changes of the VNF virtualised resources, such as requirements, composition and structure between the VNF
versions, without changing the VNF software version.

e  Changes of both the VNF software version and the VNF virtualised resources. This case includes replacing the
VNF software version by means of virtualised resources management, such as terminating the current
virtualised resource instances running the current software version and instantiating new virtualised resource
instances with the destination VNF software version. The new virtualised resource instances may have the
same characteristics as the current virtualised resource instances.
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e  Changesrelated to the VNFD, such as correction of bugsin the VNFD, changes in the naming scheme of
VNFD components (e.g. name of the VDU, vduld), and adding/removing descriptors of VNF Package changes
(VnfPackageChangel nfo).

NOTE:

For software updates that are executed by functional entities outside NFV-MANO and that require

synchronization of the information held by the NFV-MANO entities with anew VNF package that
reflects the same changes, an aternative procedure using the PATCH method on the "Individual VNF
instance" resource has been defined, asillustrated in clause B.2 of ETSI GS NFV-IFA 007 [19]. This
procedure assumes certain restrictions on the characteristics of the new VNF package, as defined in note 1
intable 5.5.2.2-1 of ETSI GSNFV-SOL 003 [4].

Thistype shall comply with the provisions defined in table 6.5.3.54-1.

Table 6.5.3.54-1: Definition of the ChangeVnfPackageData data type

Attribute name Data type Cardinality Description

vnflnstanceld Identifier 1 Identifier of the VNF instance.

vnfdid Identifier 1 Identifier of the VNFD which defines the destination VNF
Package for the change.

extVirtualLinks ExtVirtualLinkData 0..N Information about external VLs to connect the VNF to.
Entries in the list that are unchanged need not be
supplied as part of this request.

extManagedVirtualLi |ExtManagedVirtualLink [0..N Information about internal VLs that are managed by the

nks Data NFVO.

additionalParams KeyValuePairs 0.1 Additional parameters passed by the OSS/BSS as input
to the change current VNF package process, specific to
the VNF of which the underlying VNF package is
changed, as declared in the VNFD as part of
"ChangeCurrentVnfPkgOpConfig".

extensions KeyValuePairs 0.1 If present, this attribute provides modifications to the
values of the "extensions" attribute in "Vnflnstance", as
defined in clause 6.5.3.57. Provisions for handling
extensions during the operation, and needed passed
parameter values in case of conflicts, are defined in
clause 5.4.11a.3.1 of ETSI GS NFV-SOL 003 [4].

vnfConfigurableProp |KeyValuePairs 0.1 If present, this attribute provides modifications to the

erties

values of the VNF configurable properties attribute in the
"Vnflnstance", as defined in clause 6.5.3.57. Provisions
for handling VNF configurable properties during the
operation, and needed passed parameter values in case
of conflicts, are defined in clause 5.4.11a.3.1 of ETSI
GS NFV-SOL 003 [4].

6.5.3.55

Type: NsLinkPortinfo

This type represents information about alink port of aVL instance. It shall comply with the provisions defined in

table 6.5.3.55-1.

Table 6.5.3.55-1: Definition of the NsLinkPortinfo data type

Attribute name Data type Cardinality Description

id Identifier 1 Identifier of this link port as provided by the entity that
has created the link port.

resourceHandle ResourceHandle 1 Identifier of the virtualised resource realizing this link port.

nsCpHandle NsCpHandle 0.1 Identifier of the CP/SAP instance to be connected to this
link port. The value refers to a vnfExtCplnfo item in the
Vnflnstance, or a pnfExtCplnfo item in the Pnfinfo, or a
saplinfo item in the NS instance.
There shall be at most one link port associated with any
connection point instance.

NOTE:  When the NsVirtualLink, from which the present NsLinkPort is part of, is provided as an ExtVirtualLink as input

of a VNF LCM operation, the id of the ExtLinkPort shall be the same as the corresponding NsLinkPort.
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6.5.3.56 Type: NsCpHandle

This type represents an identifier of the CP or SAP instance. It shall comply with the provisions defined in

table 6.5.3.56-1.
Table 6.5.3.56-1: Definition of the NsCpHandle data type
Attribute name Data type Cardinality Description

vnflnstanceld Identifier 0.1 Identifier of the VNF instance associated to the CP
instance.
This attribute shall be present if the CP instance is VNF
external CP. See note 1 and note 4.

vnfExtCplinstanceld |ldentifierinVnf 0.1 Identifier of the VNF external CP instance in the scope of
the VNF instance.
This attribute shall be present if the CP instance is VNF
external CP. See note 1 and note 4.

pnfinfold Identifier 0.1 Identifier of the PNF instance associated to the CP
instance.
This attribute shall be present if the CP instance is PNF
external CP. See note 2 and note 4.

pnfExtCplinstanceld [lIdentifierlnPnf 0.1 Identifier of the PNF external CP instance in the scope of
the PNF.
This attribute shall be present if the CP instance is PNF
external CP. See note 2 and note 4.

nsinstanceld Identifier 0.1 Identifier of the NS instance associated to the SAP
instance.
This attribute shall be present if the CP instance is NS
SAP. See note 3 and note 4.

nsSaplnstanceld IdentifierinNs 0.1 Identifier of the SAP instance in the scope of the NS
instance.
This attribute shall be present if the CP instance is NS
SAP. See note 3 and note 4.

NOTE 1: For the VNF external CP instance, both vnfinstanceld and vnfExtCplnstanceld shall be present as a pair.
NOTE 2: For the PNF external CP instance, both pnfinfold and PnfExtCplnstanceld shall be present as a pair.
NOTE 3: For the SAP instance, both nsinstanceld and nsSapinstanceld shall be present as a pair.

NOTE 4: One pair of identifiers (VNF external CP, PNF external CP or SAP) shall be present.

6.5.3.57 Type: Vnflnstance

Thistype represents a VNF instance. It shall comply with the provisions defined in table 6.5.3.57-1.

NOTE: ClauseB.3.2 of ETSI GS NFV-SOL 003 [4] provides examples illustrating the relationship among the
different run-time information elements (CP, VL and link ports) used to represent the connectivity of a

VNF.

Table 6.5.3.57-1: Definition of the Vnflnstance data type

Attribute name

Data type

Cardinality Description

id

Identifier

1 Identifier of the VNF instance.

vnflnstanceName

String

0.1 Name of the VNF instance.

Modifications to this attribute can be requested
using the "ModifyVnfinfoData" structure.

vnflnstanceDescription

String

0.1 Human-readable description of the VNF
instance.

Modifications to this attribute can be requested
using the "ModifyVnfinfoData" structure.

vnfdld

Identifier

1 Identifier of the VNFD on which the VNF
instance is based.

Modifications to this attribute can be requested
using the "ModifyVnfInfoData" structure. See
note 1.
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Attribute name

Data type

Cardinality

Description

vnfProvider

String

1

Provider of the VNF and the VNFD.
The value is copied from the VNFD.

vnfProductName

String

1

Name to identify the VNF Product.
The value is copied from the VNFD.

vnfSoftwareVersion

Version

1

Software version of the VNF.
The value is copied from the VNFD.

vnfdVersion

Version

Identifies the version of the VNFD.
The value is copied from the VNFD.

vnfPkgld

Identifier

Identifier of information held by the NFVO
about the specific VNF package on which the
VNF is based. This identifier has been
allocated by the NFVO.

vnfConfigurableProperties

KeyValuePairs

0.1

Additional VNF-specific attributes that provide
the current values of the configurable
properties of the VNF instance.

These attributes represent values that are
stored persistently in the Vnfinstance structure
and that correspond to configuration
parameters of the VNF instance.

Modifying these attributes affects the
configuration of the VNF instance either
directly (if the VNF instance is in
INSTANTIATED state at the time of the
modification) or as part of the subsequent VNF
instantiation operation (if the VNF instance is in
NOT_INSTANTIATED state at the time of the
modification).

Configurable properties referred in these
attributes are declared in the VNFD (see
note 2 and note 3).

These configurable properties include the
following standard attributes, which are
declared in the VNFD if auto-scaling and/or
auto-healing are supported by the VNF:

- isAutoscaleEnabled: If present, the
VNF supports auto-scaling. If set to
true, auto-scaling is currently enabled.
If set to false, auto-scaling is currently
disabled.

- isAutohealEnabled: If present, the
VNF supports auto-healing. If set to
true, auto-healing is currently
enabled. If set to false, auto-healing is
currently disabled.

Modifications to these attributes can be
requested using the "ModifyVnfinfoData"
structure.

vimld

Identifier

0..N

Identifier of a VIM that manages resources for
the VNF instance.

instantiationState

Enum (inlined)

The instantiation state of the VNF.

Permitted values:

NOT_INSTANTIATED: The VNF instance is
terminated or not instantiated.
INSTANTIATED: The VNF instance is
instantiated.

instantiatedVnfinfo

Structure (inlined)

Information specific to an instantiated VNF
instance.

This attribute shall be present if the
instantiateState attribute value is
INSTANTIATED.
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Attribute name

Data type

Cardinality

Description

>flavourld

IdentifierinVnfd

1

Identifier of the VNF deployment flavour
applied to this VNF instance.

>ynfState

VnfOperationalStateType

1

State of the VNF instance.

>scaleStatus

VnfScalelnfo

0..N

Scale status of the VNF, one entry per aspect.
Represents for every scaling aspect how "big"
the VNF has been scaled w.r.t. that aspect.
This attribute shall be present if the VNF
supports scaling.

See clause B.2 of ETSI GS NFV-SOL 003 [4]
for an explanation of VNF scaling.

>maxScalelLevels

VnfScalelnfo

Maximum allowed scale levels of the VNF, one
entry per aspect.

This attribute shall be present if the VNF
supports scaling.

>extCplnfo

VnfExtCplnfo

Information about the external CPs exposed by
the VNF instance.

When trunking is enabled, the list of entries
includes both, external CPs corresponding to
parent ports of a trunk, and external CPs
associated to sub-ports of a trunk.

>extVirtualLinkInfo

ExtVirtualLinkInfo

Information about the external VLs the VNF
instance is connected to.

>extManagedVirtualLinkinfo

ExtManagedVirtualLinkinfo

Information about the externally-managed
internal VLs of the VNF instance. See note 4.

>monitoringParameters

VnfMonitoringParameter

Performance metrics tracked by the VNFM
(e.g. for auto-scaling purposes) as identified by
the VNF provider in the VNFD.

>localizationLanguage

String

Information about localization language of the
VNF (includes e.qg. strings in the VNFD).

The localization languages supported by a
VNF can be declared in the VNFD, and
localization language selection can take place
at instantiation time.

The value shall comply with the format defined
in IETF RFC 5646 [9].

>vnfcResourcelnfo

VnfcResourcelnfo

0..N

Information about the virtualised compute and
storage resources used by the VNFCs of the
VNF instance.

>vnfVirtualLinkResourcelnfo

VnfVirtualLinkResourcelnfo

0..N

Information about the virtualised network
resources used by the VLs of the VNF
instance.

>virtualStorageResourcelnfo

VirtualStorageResourcelnfo

0..N

Information about the virtualised storage
resources used as storage for the VNF
instance.
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Attribute name Data type Cardinality Description

metadata

KeyValuePairs 0.1 Additional VNF-specific attributes that provide
metadata describing the VNF instance.

These attributes represent values that are
stored persistently in the Vnflnstance structure
for consumption by functional blocks that
invoke the VNF lifecycle management
interface. They are not consumed by the
VNFM, or the lifecycle management scripts.

Modifying the values of these attributes has no
effect on the VNF instance, it only affects the
information represented in the Vnflnstance
structure.

Metadata that the VNF provider foresees are
expected to be declared in the VNFD (see
note 2).

Modifications to these attributes can be
requested using the "ModifyVnfinfoData"
structure.

extensions

KeyValuePairs 0.1 Additional VNF-specific attributes that affect
the lifecycle management of this VNF instance.
These attributes represent values that are
stored persistently in the Vnfinstance structure
for consumption by the VNFM or by the
lifecycle management scripts during the
execution of VNF lifecycle management
operations.

Modifying the values of these attributes has no
direct effect on the VNF instance; however, the
modified attribute values can be considered
during subsequent VNF lifecycle management
operations, which means that the modified
values can indirectly affect the configuration of
the VNF instance.

All extensions that are allowed for the VNF are
declared in the VNFD.

Modifications to these attributes can be
requested using the "ModifyVnfinfoData"
structure.

NOTE 1:

NOTE 2:
NOTE 3:

NOTE 4:

Modifying the value of this attribute shall not be performed when conflicts exist between the previous and the
newly referred VNF package, i.e. when the new VNFD is changed with respect to the previous VNFD in other
aspects than merely referencing to other VNF software images. In order to avoid misalignment of the
Vnflnstance with the current VNF's on-boarded VNF Package, the values of attributes in the Vnfinstance that
have corresponding attributes in the VNFD shall be kept in sync with the values in the VNFD.

ETSI GS NFV-SOL 001 [i.1] specifies the structure and format of the VNFD based on TOSCA specifications.
VNF configurable properties are sometimes also referred to as configuration parameters applicable to a VNF.
Some of these are set prior to instantiation and cannot be modified if the VNF is instantiated, some are set prior
to instantiation (are part of initial configuration) and can be modified later, and others can be set only after
instantiation. The applicability of certain configuration may depend on the VNF and the required operation of the
VNF at a certain point in time.

It is possible to have several ExtManagedVirtualLinkinfo for the same VNF internal VL in case of a multi-site
VNF spanning several VIMs. The set of ExtManagedVirtualLinkinfo corresponding to the same VNF internal VL
shall indicate so by referencing to the same VnfVirtualLinkDesc and externally-managed multi-site VL instance
(refer to clause 6.5.3.59).

6.5.3.58 Type: CpProtocolinfo

This type describes the protocol layer(s) that a CP or SAP uses together with protocol-related information, like
addresses. It shall comply with the provisions defined in table 6.5.3.58-1.
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Table 6.5.3.58-1: Definition of the CpProtocolinfo data type

Attribute name Data type Cardinality Description
layerProtocol Enum (inlined) 1 The identifier of layer(s) and protocol(s)
associated to the network address information.

Permitted values: IP_OVER_ETHERNET

See note.
ipOverEthernet IpOverEthernetAddressl [0..1 IP addresses over Ethernet to assign to the CP
nfo or SAP instance. Shall be present if

layerProtocol is equal to "

IP_OVER_ETHERNET", and shall be absent

otherwise.

NOTE: This attribute allows to signal the addition of further types of layer and protocol in future versions of the
present document in a backwards-compatible way. In the current version of the present document, only IP
over Ethernet is supported.

6.5.3.59 Type: ExtManagedVirtualLinkinfo

This type provides information about an externally-managed virtual link for VNFs. It shall comply with the provisions
defined in table 6.5.3.59-1.

Table 6.5.3.59-1: Definition of the ExtManagedVirtualLinkinfo data type

Attribute name Data type Cardinality Description
id Identifier 1 Identifier of the externally-managed internal VL and
the related externally-managed VL information
instance.
vnfdld Identifier 0.1 Identifier of the VNFD.

Shall be present in case the value differs from the
vnfdld attribute of the Vnflnstance (e.g. during a
"Change current VNF package" operation or due to
its final failure).

vnfVirtualLinkDescld IdentifierlnVnfd 1 Identifier of the VNF Virtual Link Descriptor (VLD) in
the VNFD.
networkResource ResourceHandle 1 Reference to the VirtualNetwork resource or multi-

site connectivity service providing this VL.

vnfLinkPorts VnfLinkPortInfo Link ports of this VL.

oo
Pz

extManagedMultisiteVirtualL |ldentifier Identifier of the externally-managed multi-site VL
inkld instance. The identifier is assigned by the NFV-
MANO entity that manages the externally managed
multi-site VL instance. It shall be present when the
present externally-managed internal VL is part of a
multi-site VL, e.g. in support of multi-site VNF
spanning several VIMs. All externally-managed
internal VL instances corresponding to an internal VL
created based on the same virtualLinkDescld shall
refer to the same extManagedMultisiteVirtualLinkld.

6.5.3.60 Type: VnfcResourcelnfo

This type represents the information on virtualised compute and storage resources used by a VNFC in aVNF instance.
It shall comply with the provisions defined in table 6.5.3.60-1.

ETSI




203

ETSI GS NFV-SOL 005 V3.3.1 (2020-09)

Table 6.5.3.60-1: Definition of the VnfcResourcelnfo data type

Attribute name Data type Cardinality Description

id Identifierln\VVnf 1 Identifier of this VnfcResourcelnfo instance.

vnfdld Identifier 0.1 Identifier of the VNFD.
Shall be present in case the value differs from the vnfdld
attribute of the Vnflnstance (e.g. during a "Change
current VNF package" operation or due to its final failure).

vduld IdentifierinVnfd 1 Reference to the applicable VDU in the VNFD. See
note 1.

computeResource ResourceHandle 1 Reference to the VirtualCompute resource.

storageResourcelds IdentifierinVnf 0..N References to the VirtualStorage resources.
The value refers to a VirtualStorageResourcelnfo item in
the Vnflnstance.

reservationld Identifier 0.1 The reservation identifier applicable to the resource. It
shall be present when an applicable reservation exists.

vnfcCplnfo Structure (inlined) 0..N CPs of the VNFC instance.
Shall be present when that particular CP of the VNFC
instance is exposed as an external CP of the VNF
instance or is connected to an external CP of the VNF
instance. See note 2.
May be present otherwise.

>id IdentifierinVnf 1 Identifier of this VNFC CP instance and the associated
array entry.

>cpdld IdentifierinVnfd 1 Identifier of the VDU CPD, cpdld, in the VNFD. See
note 1.

>vnfExtCpld IdentifierinVnf 0.1 Identifier of the related external CP. Shall be present
when the VNFC CP is exposed as an external CP of the
VNF instance or connected to an external CP of the VNF
instance (see note 2) and shall be absent otherwise.

>cpProtocolinfo CpProtocolinfo 0..N Network protocol information for this CP. May be omitted
if the VNFC CP is exposed as an external CP. See
note 3.

>vnfLinkPortld IdentifierlnVnf 0..1 Identifier of the "vnfLinkPortInfo" structure in the
"VnfVirtualLinkResourcelnfo" structure. Shall be present
if the CP is associated to a link port on an internal VL of
the VNF instance and shall be absent otherwise.

>metadata KeyValuePairs 0.1 Metadata about this CP.

metadata KeyValuePairs 0.1 Metadata about this resource.

NOTE 1: ETSI GS NFV-SOL 001 [i.1] specifies the structure and format of the VNFD based on TOSCA specifications.

NOTE 2: A VNFC CP is "connected to" an external CP if the VNFC CP is connected to an internal VL that exposes an

external CP. A VNFC CP is "exposed as" an external CP if it is connected directly to an external VL.
NOTE 3: The information can be omitted because it is already available as part of the external CP information.
6.5.3.61 Type: VnfVirtualLinkResourcelnfo

This type represents the information that allows addressing a virtualised resource that is used by aninterna VL instance
inaVNF instance. It shall comply with the provisions defined in table 6.5.3.61-1.
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Table 6.5.3.61-1: Definition of the VnfVirtualLinkResourcelnfo data type

Attribute name Data type Cardinality Description

id Identifierln\VVnf 1 Identifier of this VnfVirtualLinkResourcelnfo instance.

vnfdld Identifier 0.1 Identifier of the VNFD.
Shall be present in case the value differs from the vnfdld
attribute of the Vnflnstance (e.g. during a "Change
current VNF package" operation or due to its final failure).

vnfVirtualLinkDescld IdentifierinvVnfd 1 Identifier of the VNF Virtual Link Descriptor (VLD) in the
VNFD.

networkResource ResourceHandle 1 Reference to the VirtualNetwork resource.

reservationld Identifier 0.1 The reservation identifier applicable to the resource. It
shall be present when an applicable reservation exists.

vnfLinkPorts VnfLinkPortinfo 0..N Links ports of this VL.
Shall be present when the linkPort is used for external
connectivity by the VNF (refer to VnfLinkPortInfo).
May be present otherwise.

metadata KeyValuePairs 0.1 Metadata about this resource.

6.5.3.62 Type: ExtVirtualLinkinfo

Thistype represents information about an VNF external VLs. It shall comply with the provisions defined in

table 6.5.3.62-1.

Table 6.5.3.62-1: Definition of the ExtVirtualLinkInfo data type

Attribute name Data type Cardinality Description

id Identifier 1 Identifier of the external VL and the related external VL
information instance.

resourceHandle ResourceHandle 1 Reference to the resource realizing this VL.

extLinkPorts ExtLinkPortInfo 0..N Link ports of this VL.

currentVnfExtCpData |VnfExtCpData 1.N Allows the API consumer to read the current CP
configuration information for the connection of external
CPs to the external virtual link, as specified in
clause 5.5.3.2 of ETSI GS NFV-SOL 003 [4].

6.5.3.63 Type: ExtLinkPortInfo

This type represents information about alink port of an external VL, i.e. aport providing connectivity for the VNF to an
NS VL. It shall comply with the provisions defined in table 6.5.3.63- 1.

Table 6.5.3.63-1: Definition of the ExtLinkPortinfo data type

Attribute name Data type Cardinality Description
id Identifier 1 Identifier of this link port as provided by the entity that
has created the link port.
resourceHandle ResourceHandle 1 Reference to the virtualised resource realizing this link
port.
cplnstanceld IdentifierlnVnf 0.1 Identifier of the external CP of the VNF connected to this
link port.

There shall be at most one link port associated with any
external connection point instance.

The value refers to an "extCplInfo" item in the
Vnflnstance.

6.5.3.64

Type: VnfLinkPortinfo

Thistype represents alink port of aninternal VL of aVNF. It shall comply with the provisions defined in

table 6.5.3.64-1.

ETSI




205

ETSI GS NFV-SOL 005 V3.3.1 (2020-09)

Table 6.5.3.64-1: Definition of the VnfLinkPortinfo data type

Attribute name

Data type

Cardinality

Description

id

IdentifierlnVnf

1

Identifier of this link port as provided by the entity that
has created the link port.

resourceHandle

ResourceHandle

1

Reference to the virtualised resource realizing this link
port.

cplnstanceld

IdentifierinVnf

0.1

When the link port is used for external connectivity by the
VNF, this attribute represents the identifier of the external
CP associated with this link port.

When the link port is used for internal connectivity in the
VNF, this attribute represents the identifier of the VNFC
CP to be connected to this link port.

Shall be present when the link port is used for external
connectivity by the VNF.

May be present if used to reference a VNFC CP
instance.

There shall be at most one link port associated with any
external connection point instance or internal connection
point (i.e. VNFC CP) instance.

The value refers to an "extCplInfo" item in the Vnflnstance
or a "vnfcCplnfo" item of a "vnfcResoucelnfo" item in the
Vnflnstance.

cplnstanceType

Enum (inlined)

0.1

Type of the CP instance that is identified by cplnstanceld.

Shall be present if "cpInstanceld” is present, and shall be
absent otherwise.

Permitted values:
- VNFC_CP: The link port is connected to a
VNFC CP.
- EXT_CP: The link port is associated to an
external CP.

6.5.3.65

Type: Vnffginfo

This type specifies the information about a VNFFG instance. It shall comply with the provisions defined in

table 6.5.3.65-1.

Table 6.5.3.65-1: Definition of the Vnffginfo data type

Attribute name Data type Cardinality Description

id Identifier 1 Identifier of this VNFFG instance.

vnffgdld IdentifierlnNsd 1 Identifier of the VNFFGD in the NSD.

vnflnstanceld Identifier 1..N Identifier(s) of the constituent VNF instance(s) of this
VNFFG instance.

pnfinfold Identifier 0..N Identifier(s) of the constituent PNF instance(s) of this
VNFFG instance.

nsVirtualLinkInfold IdentifierlnNs 1..N Identifier(s) of the constituent VL instance(s) of this
VNFFG instance.

nsCpHandle NsCpHandle 1..N Identifiers of the CP instances attached to the constituent
VNFs and PNFs or the SAP instances of the VNFFG.
See note.

nfpinfo NfpInfo 1..N Information on the NFP instances.

NOTE: ltindicates an exhaustive list of all the CP instances and SAP instances of the VNFFG.

ETSI




6.5.3.66

Type: Nfpinfo

206

ETSI GS NFV-SOL 005 V3.3.1 (2020-09)

Thistype represents an NFP instance. It shall comply with the provisions defined in table 6.5.3.66-1.

Table 6.5.3.66-1: Definition of the NfpInfo data type

Attribute name Data type Cardinality Description

id IdentifierlnNs 1 Identifier of this NFP instance.

nfpdid IdentifierlnNsd 0.1 Identifier of the NFPD used to instantiate this NFP
instance. It shall be present if the NFP instance is
instantiated from the NFPD.

nfpName String 0.1 Human readable name for the NFP instance.

description String 0.1 Human readable description for the NFP instance.

cpGroup CpGrouplnfo 1..N Group(s) of CPs and/or SAPs which the NFP passes
through. See note.

totalCp Integer 0.1 Total number of CP and SAP instances in this NFP
instance.

nfpRule NfpRule 1 NFP classification and selection rule.

nfpState Enum (inlined) 1 The state of the NFP instance.
Permitted values:
ENABLED: The NFP instance is enabled.
DISABLED: The NFP instance is disabled.

NOTE:  When multiple identifiers are included, the position of the identifier in the CpGroup data type specifies the

position of the group in the path.
6.5.3.67 Type: Saplinfo

Thistype represents an SAP instance. It shall comply with the provisions defined in table 6.5.3.67-1.

Table 6.5.3.67-1: Definition of the SapInfo data type

Attribute name Data type Cardinality Description
id IdentifierinNs 1 Identifier of the SAP instance.
sapdid IdentifierInNsd 1 Identifier of the SAPD in the NSD.
sapName String 1 Human readable name for the SAP instance.
description String 1 Human readable description for the SAP instance.
sapProtocolinfo CpProtocolinfo 1.N Network protocol information for this SAP.

6.5.3.68

Type: NsMonitoringParameter

This type represents a monitoring parameter that is tracked by the NFVO, for example, for auto-scaling purposes. It
shall comply with the provisions defined in table 6.5.3.68- 1.

Table 6.5.3.68-1: Definition of the NsMonitoringParameter data type

Attribute name Data type Cardinality Description
id IdentifierlnNsd 1 Identifier of the monitoring parameter defined in the
NSD.
name String 0.1 Human readable name of the monitoring parameter, as
defined in the NSD.
performanceMetric String 1 Performance metric that is monitored. This attribute

shall contain the related "Measurement Name" value
as defined in clause 7.2 of ETSI GS NFV-IFA 027 [15].
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This type represents a monitoring parameter that is tracked by the VNFM, for example, for auto-scaling purposes. It
shall comply with the provisions defined in table 6.5.3.69- 1.

Table 6.5.3.69-1: Definition of the VnfMonitoringParameter data type

Attribute name

Data type

Cardinality

Description

id

IdentifierlnVnfd

1

Identifier of the monitoring parameter defined
in the VNFD.

vnfdld

Identifier

0.1

Identifier of the VNFD.

Shall be present in case the value differs from
the vnfdld attribute of the Vnflnstance (e.g.
during a "Change current VNF package"
operation or due to its final failure).

name

String

0.1

Human readable name of the monitoring
parameter, as defined in the VNFD.

performanceMetric

String

Performance metric that is monitored. This
attribute shall contain the related
"Measurement Name" value as defined in
clause 7.2 of ETSI GS NFV-IFA 027 [15].

6.5.3.70

Type: VnfExtCplinfo

This type represents information about an external CP of a VNF. It shall comply with the provisions defined in

table 6.5.3.70-1.
Table 6.5.3.70-1: Definition of the VnfExtCplInfo data type
Attribute name Data type Cardinality Description

id IdentifierlnVnf 1 Identifier of the external CP instance and the related
information instance.

cpdid IdentifierlnVnfd 1 Identifier of the external CPD, VnfExtCpd, in the VNFD.

cpConfigld IdentifierinVnf 1 Identifier that references the applied "VnfExtCpConfig"
entry in the "cpConfig" map of the "currentVnfExtCpData"
in the "ExtVirtualLinkinfo" structure.

vnfdld Identifier 0.1 Identifier of the VNFD.
Shall be present in case the value differs from the vnfdid
attribute of the Vnflnstance (e.g. during a "Change
current VNF package" operation or due to its final failure).

cpProtocolinfo CpProtocolinfo 1.N Network protocol information for this CP.

extLinkPortld Identifier 0.1 Identifier of the "extLinkPortInfo" structure inside the
"extVirtualLinkInfo" structure. Shall be present if the CP is
associated to a link port.

metadata KeyValuePairs 0.1 Metadata about this external CP.

associatedVnfcCpld |ldentifier 0.1 Identifier of the "vnfcCplInfo" structure in
"VnfcResourcelnfo" structure that represents the VNFC
CP which is exposed by this external CP instance. Shall
be present in case this CP instance maps to a VNFC CP
See note.

associatedVnfVirtual |ldentifier 0.1 Identifier of the "VnfVirtualLinkResourcelnfo" structure

Linkld that represents the internal VL, which is exposed by this
external CP instance. Shall be present in case this CP
instance maps to an internal VL. See note.

NOTE:  The attributes "associatedVnfcCpld" and "associatedVnfVirtualLinkld" are mutually exclusive. One and only one
shall be present.
6.5.3.71 Type: CpGrouplnfo

This type represents describes a group of CPs and/or SAPs pairs associated to the same position in an NFP. It shall
comply with the provisions defined in table 6.5.3.71-1.

ETSI




208

ETSI GS NFV-SOL 005 V3.3.1 (2020-09)

Table 6.5.3.71-1: Definition of the CpGrouplinfo data type

Attribute name

Data type

Cardinality

Description

cpPairinfo

CpPairInfo

1..N

One or more pair(s) of ingress and egress CPs or SAPs
which the NFP passes by.

See note.

forwardingBehaviour

Enum (inlined)

0.1

Identifies a rule to apply to forward traffic to the ingress
CPs or SAPs of the group.

Permitted values:

ALL = Traffic flows shall be forwarded
simultaneously to all CPs or SAPs of the
group.

Traffic flows shall be forwarded to one CP or
SAP of the group selected based on a load-
balancing algorithm.

LB =

forwardingBehaviourl
nputParameters

ForwardingBehaviour
InputParameters

0.1

Provides input parameters to configure the forwarding
behaviour (e.g. identifies a load balancing algorithm and
criteria).

NOTE:

All CP or SAP pairs in a group shall be instantiated from connection point descriptors or service access point

descriptors referenced in the corresponding NfpPositionDesc.

6.5.3.72

Type: CpPairlnfo

This type represents describes a pair of ingress and egress CPs or SAPs which the NFP passes by. It shall comply with the
provisions defined in table 6.5.3.72- 1.

Table 6.5.3.72-1: Definition of the CpPairinfo data type

Attribute name Data type Cardinality Description
vnfExtCplds IdentifierlnVnf 0.2 Identifier(s) of the VNF CP(s) which form the pair.
See note 1 and note 2.
pnfExtCplds IdentifierlnPnf 0.2 Identifier(s) of the PNF CP(s) which form the pair.
See note 1 and note 2.
saplds IdentifierinNs 0.2 Identifier(s) of the SAP(s) which form the pair.

See note 1 and note 2.

NOTE 1: The presence of a single vnfExpCpld, pnfExtCpld, or sapld occurrence indicates that the CP or SAP is used
both as an ingress and egress port at a particular NFP position.
NOTE 2: Only one of these three attributes shall be present.

6.5.3.73

Type: ForwardingBehaviourlnputParameters

This type represents provides input parameters to configure the forwarding behaviour. It shall comply with the
provisions defined in table 6.5.3.73- 1.

Table 6.5.3.73-1: Definition of the ForwardingBehaviourlnputParameters data type

Attribute name

Data type

Cardinality

Description

algorithmName

Enum (Inlined)

0.1

May be included if forwarding behaviour is equal to LB.
Shall not be included otherwise.

Permitted values:
- ROUND_ROBIN
- LEAST_CONNECTION
- LEAST_TRAFFIC
- LEAST_RESPONSE_TIME
- CHAINED_FAILOVER
- SOURCE_IP_HASH
- SOURCE MAC HASH
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Attribute name Data type Cardinality Description
algorithmWeights Integer 0..N Percentage of messages sent to a CP instance. May be

included if applicable to the algorithm. See note 1 and
note 2.

NOTE 1:
be used.

NOTE 2: Weight applies to the CP instances in the order they have been created.

If applicable to the algorithm but not provided, default values determined by the VIM or NFVI are expected to

6.5.3.74

Type: DeleteVnfSnapshotData

This type specifies the identifier of information of an available VNF Snapshot to be deleted and the identifier of the
related VNF instance of the NS instance. It shall comply with the provisions defined in table 6.5.3.74-1.

Table 6.5.3.74-1: Definition of the DeleteVnfSnapshotData data type

Attribute name Data type Cardinality Description
vnflnstanceld Identifier 1 Identifier of the VNF instance to identify the VNFM
holding the VNF Snapshot information to be deleted.
vnfSnapshotinfold Identifier 1 Identifier of information held by the VNFM about the VNF
Snapshot to be deleted. This identifier was allocated by
the VNFM.

6.5.3.75

Type: RevertVnfToSnapshotData

This type specifies the identifier of an existing VNF instance of the NS instance to be reverted and the identifier of an
existing VNF Snapshot to be reverted to. It shall comply with the provisions defined in table 6.5.3.75-1.

Table 6.5.3.75-1: Definition of the RevertVnfToSnapshotData data type

Attribute name

Data type

Cardinality

Description

vnflnstanceld

Identifier

1

Identifier of the VNF instance to be reverted.

vnfSnapshotinfold

Identifier

1

Identifier of information held by the VNFM about the
individual VNF Snapshot resource with the information of
the VNF snapshot to be reverted to. This identifier was
allocated by the VNFM.

additionalParams

KeyValuePairs

0.1

Additional input parameters for the revert to VNF
snapshot process, specific for the VNF being "reverted",
as declared in the VNFD as part of
"RevertToSnapshotVnfOpConfig".

6.5.3.76

Type: CreateVnfSnapshotData

This type represents the information that are needed for VNF snapshot creation. When the NFV O invokes the Create
VNF snapshot operation, a set of these parameters are then passed by the NFVO to the VNFM. It shall comply with the

provisions defined in table 6.5.3.76- 1.

Table 6.5.3.76-1: Definition of the CreateVnfSnapshotData data type

Attribute name Data type Cardinality Description

vnflnstanceld Identifier 1 Identifier of the VNF instance to perform the
shapshot from.

additionalParams KeyValuePairs 0.1 Additional input parameters for the snapshot
creation process, specific for the VNF being
"snapshotted”, as declared in the VNFD as part of
"CreateSnapshotVnfOpConfig".

userDefinedData KeyValuePairs 0.1 User defined data for the VNF snapshot.
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Thistype represents a VNFC Snapshot. It shall comply with the provisions defined in table 6.5.3.77-1.

Table 6.5.3.77-1: Definition of the VnfcSnapshotinfo data type

Attribute name Data type Cardinality| Description

id IdentifierLocal 1 Identifier of the information held by the VNFM
about a specific VNFC Snapshot. This identifier is
allocated by the VNFM and is unique within the
scope of a VNF snapshot.

vnfcinstanceld IdentifierlnVnf 1 Identifier of the snapshotted VNFC instance.

creationStartedAt DateTime 1 Timestamp indicating when the VNFC Snapshot
creation has been started by the VNEM.

creationFinishedAt DateTime 1 Timestamp indicating when the VNFC Snapshot
has been completed by the VNFM.

vnfcResourcelnfold IdentifierinVnf 1 Reference to the "VnfcResourcelnfo" structure
that represents the resources of the snapshotted
VNFC instance. A snapshot of that structure is
available in the "vnfinstance" attribute of the
"VnfSnapshot" structure.

computeSnapshotResource |ResourceHandle 0.1 Reference to a compute snapshot resource. See
note 1.

storageSnapshotResources |Structure (inlined) 0..N Mapping of the storage resources associated to
the VNFC with the storage snapshot resources.

>storageResourceld IdentifierlnVnf 1 Reference to the "VirtualStorageResourcelnfo"
structure in the "Vnfinstance" structure that
represents the virtual stor